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Symbols

Execute External Program

A NetWare login script command that executes an externa program on a
Windows 95 or Windows NT workstation.

Symbols 7
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AAA

abend
Used with an agent, to bring a server to an abrupt halt; to crash a server
(transitive).
Used without an agent, to crash (intransitive).
abend
abnormal end
A serious software failure that halts (brings down) the server.
abort
An abrupt termination of a process that has not been completed.
abort

To terminate a process before it is completed.

ABORT REMIRROR
A NetWare NLM that stopsthe process of synchronizing data between logical

disk partitions.

access
In software, to view, retrieve, or otherwise invoke objects, which includefiles,
properties, aliases, user lists, file structures, and so on.

access

Permission granted to a user or group of users to perform various operations.

Access Control
Short for "Access Control right."
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access control list

access control list

ACL
In NDS, an optional, multivalued property of every object.

The ACL liststhe objects (trustees) that can accessthe object, along with their
explicit rights assignments. Each value contains a compl ete object (trustee)
name, an indication of thetype of rights held by the trustee, the specific rights
settings, and an indication of whether therights areinheritable. Any inherited
rights filters that have been set on this object are also included.

ACL

In NetWare for SAA, alist of users or groups that have exclusive rightsto a
dedicated LU, OS/2 downstream PU, or LU pool.

Access Control right

access rate

access rate

account balance

Account Balance

Accounting

A filesystemright that grantsthe ability to change the trustee assignments and
inherited rights filter of adirectory or file.

AR

In frame relay technology, the maximum transmission rate supported by the
access link into the network.

AR

The maximum datarate of an access channel, in bits per second (bps), usually
referring to network access.

A value assigned by a NetWare network administator, after installing
Accounting services, to limit the amount of network services a user can use.

Short for "Account Balance property."

A NetWare option that allows a network administrator to charge users for
network resources and services by assigning each user an account balance.
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ACK

ACL

ACL

active hub

ACU

The account balance diminishes as the user uses the network. Five network
resources or services can be controlled through Accounting:

Blocks read from server hard disks

Blocks written to server hard disks

Amount of time the user islogged in to the server
Amount of data stored on server hard disks

Number of requests serviced by the server

acknowledgment

I n telecommuni cations, acode sent by the destination station to the origination
station, to indicate that it is ready to accept data, or to acknowledge error-free
receipt of data. In certain network protocols, ACK isthe name of the field,
frame, or packet that contains such a code. ACK isthe mnemonic for the
ACKnowledge character, ASCII code 6.

access control list

Advanced CMOS Logic

A device that amplifies transmission signalsin network topologies. Active
hubs are used to add workstations to a network or to extend the cable distance
between stations and the server.

Automatic Client Upgrade

A group of three utilitiesthat providesaway to automatically upgrade systems
using VLM, NETX, or Client 32 software to newer Novell Client software.
The three utilities are NWDETECT, NWSTAMP, and NWLOG.

ACU isexecuted as a series of instructions that the network administrator has
put inalogin script. The client is then seamlessly and silently upgraded at
login time.
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Adaptive QoS

address

address

address

Adaptive Quality of Service.

A feature of the Novell Multimedia Server component that adjusts the
required bandwidth for multimedia features depending on the network
conditions. It regulates the multimedia data being transferred to the
workstation so that the congestion in the network minimally affects the
performance of the multimediafilesbeing played from the Multimedia Server.
NetWare 5.1 Admin Solutions Guide (raburto 8/24/99)

To specify the location of something.

For example, in electronic mail, to specify the e-mail location of a user,
resource, or group. In computer usage, to uniquely identify and specify the
location of an element in a computer or computer network, for example: a
location in memory or disk storage, a network or portion of a network, a
station or other device on a network, and so forth.

Short for "e-mail address."

In GroupWise, auniqueidentifier that specifies the e-mail location of a user,
resource, group, or distribution list, in order to facilitate the delivery of
€lectronic messages. Address components include the Internet domain if one
has been assigned, and the GroupWise domain, post office, and user ID.

A value that uniquely identifies and specifies the location of an element in a
computer or computer network, for example: alocation in memory or disk
storage, a network or portion of anetwork, a station or other device on a
network, and so forth.

Address and Control Field compression

address field

In frame relay, the process of eliminating the All Stations Address and the
Unnumbered Information fields from high-level data link control (HDLC)
framing, on aper-data-link basis, so that unneeded overhead is reduced when
low-bandwidth links are used.

In GroupWise 4.1 for DOS, the To, CC, or BC field in an item where you type
or place user names or I1Ds.
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address field

A framefield specifying aphysical addressinaL AN topology. Itiscomprised
of the control and management fields, specifying the virtual circuit numbering
or Data Link Connection Identifier (DLCI); the flow control; and the frame
discard digibility (DE).

address resolution cache

An area of software memory that contains entries that map the I P address to
the physical address.

Address Resolution Protocol

Add Self right

adjacency

adjacent node

administrator

ARP

A protocol in the Internet Protocol (1P) suite that enables a host to find the
media access control (MAC) address of atarget host on the same physical
network when it knows only the targets | P address. ARP dynamically maps
Internet addresses to MAC (hardware) addresses on local networks. It is
limited to networks that support hardware broadcast.

To create entries, the ARP broadcasts arequest with the targets | P address. The
target respondswithits physical address. The network board adds the physical
address to its ARP table and can then send packets to the target.

A property right that grantsatrustee theright to add or removeitself asavalue
of the property. Thisright isused only for propertiesthat contain object names
as values, such as lists of group members or mailing lists.

Therecord that aNetWare Link Services Protocol (NL SP) router keeps about
the state of its connection with a neighbor, and about the attributes of that
neighbor.

A node connected to another node without intervening nodes.

The person who sets up a server, creates user login accounts and passwords,
creates groups, sets security, and maintains the server.
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ADSP

AppleTalk Data Stream Protocol

A symmetric, connection-oriented AppleTalk protocol that provides reliable,
full-duplex, byte-stream service between sockets. It guaranteesthat databytes
are delivered in the same order as they were sent, and that they are free of
duplicates.

advanced peer-to-peer networking

APPN

A variant of Systems Network Architecture (SNA) that alows network nodes
to exchange topology information dynamically, which leads to simplified
parameter definitions.

Advanced Program-to-Program Communications

advertising

AFP

AFP server

AFP Server

APPC

A part of the Systems Network Architecture (SNA) protocol. APPC
establishes the conditions that enable programs to communicate across the
network. This capability, involving LU 6.2 and its associated protocols, allows
two or more processesin an SNA network to communicate without involving
acommon host system or terminal emulation.

The process by which devices or services on a network inform other devices
on the network of their existence. NetWare uses the Service Advertising
Protocol (SAP) to do this.

AppleTak Filing Protocol

An AppleTalk protocol that provides the rules for communication and data
transmission between file servers and clients in an AppleShare network.

AppleTalk Filing Protocol server

A server that enables workstations to share files and programs using the
AppleTalk protocol.

Short for "AFP Server object.”
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AFP Server object

AlO

AIOPAD

AIOTSM

alarm

alarm

Alarm Monitor

Alarm Report

A leaf object inthe NDS tree that represents an AppleTalk Filing Protocol
(AFP) server. The AFP server enables workstations to share files and
programs using the AppleTak protocol.

asynchronous 1/O; asynchronous input/output

An I/O model in which processing overlaps input and output. This data
transmission method uses start bits and stop bitsto coordinate the flow of data
so that the time interval's between individual characters do not need to be
equal. Parity can be enabled to check the accuracy of the transmission.

Asynchronous Input/Output Packet Assembler/Disassembler

A module that provides an AlO interface to an X.25 driver. It assembles data
for asynchronous transmission using a synchronous protocol and then
disassembles the data that has been transmitted. Using this module, remote
workstations attached to a network can dial out to host computersand can dial
in to network resources.

Asynchronous Input/Output Topology Support Module
An NLM that provides the interface between AIO and ISDN drivers.

An audible signal from the computer to notify the user of the condition it was
configured to specify. For example, an alarm can warn a user of an error
condition, or it can notify the user that a certain program is being started or
shut down.

A record of anetwork event that is specific to remote access. Therecord is
logged in adatabase.

A real-time display of all dlarms that are specific to remote access.
A display of all alarmsthat are specific to remote access and that have been

logged to the database.
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algorithm

alias

alias

Alias

Alias object

All Properties

All Properties rights

A procedure for solving a problem in afinite number of steps, frequently
involving repetition of an operation, as by acomputer. Data compression and
creating lists of random numbers are uses of algorithms.

In the Common Desktop Environment (CDE), a named electronic mail
address in Mailer for mailing to agroup of users. By creating an aiasfor a
group of users, you can type one nameinstead of each individual nameto send
electronic mail messages to the group.

An alternative name assigned to a system, to a program, to an electronic mail
address, or to another object.

Short for "Alias object.”

An NDS object that pointsto another object at adifferent location inthe NDS
tree. An Alias object alows a user to access an object outside of the users
normal working context.

Short for "All Properties rights."

A type of rights assignment that applies to al the properties of an object. A
specific (individua) property rights assignment overrides an All Properties
rights assignment, but only for the specific property. The All Propertiesrights
assignment still appliesto all the other properties.

American National Standards Institute

ANS|

The organization that setsthe standards for many technical fieldsand provides
the most common standard for computer terminals.
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American Standard Code for Information Interchange

Annex D

ANSI

API

APPC

applet

ASCII

The standard adopted by ANSI for compatible data transfer between data
systems and associated equipment. The 8-bit character code consists of 7 bits
with the 8th bit for parity check.

The ASCII character set consists of 128 characters. These characters are the
same as the first 128 characters of the ANSI character set. The extended
ASCII character set consists of asecond set of 128 characters, whose el ements
vary with different computer manufacturers and with different languages.

An implementation standard (ANSI T1.617) that addresses signaling and
other network management functions.

American National Standards Institute

The organization that setsthe standards for many technical fieldsand provides
the most common standard for computer terminals.

application programming interface

A set of functions, procedures, values, or other defined interface standardsthat
an application usesto request and carry out services performed by another
program or by an operating system. A single API typically specifies how input
should be requested and obtained, and how output should be done.

Advanced Program-to-Program Communications

A part of the Systems Network Architecture (SNA) protocol. APPC
establishes the conditions that enable programs to communicate across the
network. This capability, involving LU 6.2 and its associated protocols, allows
two or more processesin an SNA network to communicate without involving
acommon host system or terminal emulation.

A small application that performs a specific task, such as the Calculator in
Microsoft Windows.
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applet

AppleTalk

AppleTalk console

Short for Java applet.
Small Java programs that are application oriented rather than server oriented.

Java appl ets can be embedded in an HTML page and executed by a browser
without waiting for server processing. This means that Java applets are
particularly useful for processing intensive or time-sensitive elements of a
Web page, such as multimedia, animation, or user-interactive forms.

Apple Computers suite of protocols that make up a complete network
architecture. AppleTalk isaset of protocols (such as |PX/SPX and NCP) that
specify communications, ranging from application interfacesto mediaaccess.
AppleTalk enables the hardware and software on a network to interact and to
route data so that users can share files, access printers, and communicate with
one another.

ATCON

A diagnostic console utility that provides access to statistics and information
about the status of various components of the AppleTalk protocol. ATCON
uses SNMP to access this information from the local system.

AppleTalk Data Stream Protocol

ADSP

A symmetric, connection-oriented Apple Tak protocol that provides full-
duplex, byte-stream service between sockets. It guarantees that data bytes are
delivered in the same order as they were sent, and that they are free of
duplicates.

AppleTalk Filing Protocol

AppleTalk network

AFP

An AppleTalk protocol that provides the rules for communication and data
transmission between file servers and clients in an AppleShare network.

A collection of connected, individually controlled computers, printers, and
other devices, together with the hardware and AppleTalk software used to link
them.
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AppleTalk NLM

AppleTalk Phase 2

appletlk.nlm

A NetWare Loadable M odule that combines the AppleTalk Phase 2 protocol
stack and Phase 2 router for NetWare for Macintosh and for the NetWare
AppleTak Support Package.

A version of the AppleTalk protocols introduced in 1989 to provide support
for AppleTak networks with thousands of nodes, for multiple AppleTalk
zones on a network, and for token ring. AppleTalk Phase 2 also provides
support for cabling for more efficient routing techniques that improve
performance in multiprotocol environments.

AppleTalk Print Services NLM

atps.nim

The NetWare L oadable Module that enables Macintosh clientsto print to
NetWare queues, and non-Macintosh clients to print to AppleTalk printers.

AppleTalk Remote Access

ARA

Software that enables remote Macintosh computers to communicate with
AppleTak networks over standard telephone lines.

AppleTalk Remote Access Service

AppleTalk stack

ARAS

A servicethat providesthe software that enables remote Macintosh computers
to communicate with AppleTak networks over standard telephone lines.

ARA S supports remote Macintosh clientsusing ApplesARA 1.0 or ARA 2.0.
The Macintosh clients dial in to become remote nodes on the network.

Short for "AppleTak protocol stack."

A suite of AppleTalk Phase 2 protocols in appletlk.nlm that handles the
transmission and receipt of packets, in order to enable Macintosh usersto use
NetWare file and print services.
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AppleTalk Transaction Protocol

ATP

An AppleTalk connection-oriented protocol that adds reliability to lower-
layer services by providing loss-free delivery of packets from a source socket
to a destination socket.

AppleTalk Update-based Routing Protocol

application

application

application layer

AURP

An AppleTalk routing protocol that operates the same as the Routing Table
Maintenance Protocol (RTMP) but sends updates only when a change occurs
on the network.

The principal features of AURP are

AppleTak tunneling in TCP/IP, which enables two AppleTalk networks to
be connected through a TCP/IP network.

Update-based routing through tunnels, which reduces the amount of
bandwidth by sending updates to peer routers only when network routing
information changes, rather than sending periodic broadcasts of the routing
table.

In the ManageWise SDK, the parent (and owner) that creates the particular
tool window and supplies data to it.

A program (or set of programs) that makes calls to the operating system and
mani pul ates data files, allowing a user to perform a specific job (such as
accounting, networking, or word processing).

In the OSI and TCP/IP network architecture reference models, the topmost
network layer, responsible for giving applications access to the network.

Application object class

An NDS object class representing an application, for example, Application
(DOS), Application (Windows 3.x), Application (Windows 95), and
Application (Windows NT).
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application programming interface

APPN

AR

AR

ARA

ARAS

archive

archive

API

A set of functions, procedures, values, or other defined interface standardsthat
an application uses to request and carry out services performed by another
program or by an operating system. A single API typically specifieshow input
should be requested and obtained, and how output should be done.

Advanced Peer-to-Peer Networking

A variant of IBMs Systems Network Achitecture (SNA) that allows network
nodes to exchange topology information dynamically, which leads to
simplified parameter definitions.

address register

accessrate

The maximum datarate of an access channel, in bits per second (bps), usually
referring to network access.

AppleTalk Remote Access

Software that enables remote Macintosh computers to communicate with
AppleTalk networks over standard telephone lines.

Appletalk Remote Access Service

A servicethat providesthe software that enables remote Macintosh computers
to communicate with AppleTak networks over standard telephone lines.

ARA S supports remote Macintosh clientsusing ApplesARA 1.0 or ARA 2.0.
The Macintosh clients dial in to become remote nodes on the network.

To store itemsin GroupWise in a separate database.

Data transferred to long-term storage media (for example, optical disks,
magnetic tape) or, the physical location of such data.

AAA 21



archive

Archive

Archive Needed

To copy filesto astorage device (such as a diskette, magnetic tape, or optical
disc) for long-term storage or backup purposes.

A "tar" action in the Application Manager of the Common Desktop
Environment (CDE). The Archive action accepts afolder argument and
archives al of thefilesit contains together into asingle tar file. This action
uses the tar command ().

A
Short for "Archive Needed attribute.”

Archive Needed attribute

area

area

area address

A

A file system attribute indicating that the file has been changed since the last
timeit was backed up. NetWare sets this attribute when the file is modified,
and clearsit when thefileisbacked up. Itisshown in attribute listings but cant
be set by users.

routing area

An administrative domain of connected |PX networks with the same area
address. Usersin arouting area have network-layer access to the same
Sservices.

In the Common Desktop Environment (CDE), a selected portion of the
drawing pane in the I con Editor primary window.

The area network number and mask that together define a NetWare Link
Services Protocol (NLSP) routing area.

area boundary router

A type of router that attaches an Open Shortest Path First (OSPF) areato the
backbone area. An area boundary router has at least oneinterface in an OSPF
area and one interface in the backbone area.
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area mask

ARP

ARPANET

ASBR

ASCII

A 32-bit hexadecimal number that indicates how much of an area network
number identifies a routing area, and how much identifies a network within
the routing area. A typical areamask is FFFFFFOO.

Address Resol ution Protocol

A protocol in the Internet Protocol (1P) suite that enables a host to find the
media access control (MAC) address of atarget host on the same physical
network when it knows only the targets | P address. ARP dynamically maps
Internet addresses to MAC (hardware) addresses on local networks. Itis
limited to networks that support hardware broadcast.

To create entries, the ARP broadcasts arequest with thetargets | P address. The
target respondswith itsphysical address. The network board adds the physical
address to its ARP table and can then send packets to the target.

Advanced Research Projects Agency Network

The packet-switched internetwork created by the Defense Advanced Research
Projects Agency (DARPA) in the early 1970s. ARPANET later evolved into
the Internet.

autonomous system boundary router

A router that exchanges routing information with routers from other
autonomous systems, from exterior gateway protocols, or from other routing
protocols (such as RIP). By amassing information about external links,
ASBRs can distribute routing information to the autonomous system (AS)
about external destinations. ASBRs can be internal routers or area boundary
routers and are not required to participate in the backbone area.

American Standard Code for Information Interchange

The standard adopted by ANSI for compatible data transfer between data
systems and associated equipment. The 8-bit character code consists of 7 bits
with the 8th bit for parity check.

The ASCII character set consists of 128 characters. These characters are the
same as the first 128 characters of the ANSI character set. The extended
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Assign Ownership

association

asynchronous

ASCII character set consists of asecond set of 128 characters, whose elements
vary with different computer manufacturers and with different languages.

An option on the NSS Administration menu that provides away for a
consumer to take storage free space from the NSS object bank and claim it for
NSS storage group and NSS volume creation.

A functional connection between an element and a data object or an action
object. For example, if anicon and an action are associated, clicking theicon
invokes the action association.

Describes adatatransmission method in which each character is synchronized
individually, usually by means of start and stop elements. The gap between
each character is not afixed length.

asynchronous input/output

ATCON

atomic

atomic clock

AIlQ, asynchronous I/O.

An 1/O modd in which processing overlaps input and output. This data
transmission method uses start bits and stop bitsto coordinate the flow of data
so that the time intervals between individual characters do not need to be
equal. Parity can be enabled to check the accuracy of the transmission.

A NetWare L oadable Module that allows a network administrator to monitor
the activity of and to see other information about the servers AppleTalk stack
and router, and about other AppleTalk networks on the internetwork.

In computer processing, being indivisible. For example, an atomic actionisan
action that has no intermediate condition between initiation and completion.

A highly accurate clock that regulates its time by the vibration frequency of
atoms or molecules.
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ATP

ATPS

attach

attach

ATTACH

attribute

attribute

AppleTalk Transaction Protocol

An AppleTalk connection-oriented protocol that adds reliability to lower-
layer services by providing loss-free delivery of packets from a source socket
to a destination socket.

AppleTalk Print Services

The NLM that enables Macintosh clientsto print to NetWare queues, and non-
Macintosh clients to print to AppleTalk printers.

In GroupWise, to encapsulate an object, such as an image, data, or executable
file, within an electronic mail message.

To establish a connection between aworkstation and a NetWare server. The
server assigns each client aconnection number and attaches each to the servers
login directory. For Macintosh clients, thisrestricts the user to viewing server
resources without connecting to the server.

The login script command that authenti cates users to additional servers. The
format for this command is ATTACH [server[/username];password]]]

In the Desktop SNMP Services interface, a part of an abstract object that
describes one aspect of the object. For example, in atable listing system
management contacts, one attribute might describe a contacts last name.

In the NetWare file system, any of the characteristics assigned to directories
and files that dictate what can be done with the directories or files. Attributes
include:

Archive Needed (A)
Cant Compress (Cc)
Compressed (Co)
Copy Inhibit (Ci)

AAA 25



Delete Inhibit (Di)
Dont Compress (Dc)
Dont Migrate (Dm)
Dont Suballocate (Ds)
Execute Only (X)
Hidden (H)
Immediate Compress (Ic)
Indexed (1)

Migrated (M)

Normal (N)

Purge (P)

Read Only (Ro)

Read Write (Rw)
Rename Inhibit (R)
Shareable (Sh)
System (Sy)

Transactiona (T).

attribute
In NDS, a property belonging to a class. An attribute consists of atype
identifier together with one or more values. Also known as a property.

attribute
In Novell groupware products, the elements that determine the appearance of
acharacter (for example, bold, italic, Times New Roman, 10-point) or a
graphic (for example, fill, line width, background color).

audit
To examine and verify records.
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audit

audit file

Audit File object

auditing

AURP

authentication

In the Product Life Cycle (PLC) process, a methodology used to do an
assessment. This method examines a representative sample of documentsin
determining whether the organization complies with a defined standard.

A system log created when auditing is enabled at the volume or Directory
Services container level. At the volume level it stores arecord of all audited
transactions; at the Directory Services level it also storesall activities
performed by the auditor. Also called "audit datafile."

AnNDSIeaf object that represents an audit trailslog of events associated with
acontainer, workstation, or volume. The Audit File object can have accessto
various objects in an NDS tree through properties assigned to those objects.
For example, acontainer object that isaudited hasan Audit File Link property
pointing to the Audit File object.

The Audit File object is created by an auditing program and can be viewed
using NetWare Administrator.

In NetWare, the collecting and examining of records to make sure that the
serversresources are protected by the server Trusted Computing Base (TCB).

AppleTalk Update-Based Routing Protocol

An AppleTalk routing protocol that operates the same as the Routing Table
Maintenance Protocol (RTMP), but sends updates only when a change occurs
on the network.

A means of verifying that an NDS object (user or otherwise) is authorized to
use the network. This process provides network security.

authentication database

A list of valid remote system | Ds or associated dataterminal equipment (DTE)
addresses and a password. Each entry represents a valid partner that can
communicate with a given interface.
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authoritative

autoexec.bat

autoexec.ncf

Describes Domain Name Service (DNS) data that is served by either the
primary or secondary resident DNS server. Authoritative DNS data belongsto
aresident domain and is managed by the administrator of that domain, or it is
DNS datathat isimported through a zone transfer.

A batch filethat, if present in the root directory of a DOS computer, executes
automatically when DOS or OS/2 is booted.

A NetWare server executable batch file, located on the NetWare partition of
the servers hard disk, used to load modules and set the NetWare operating
system configuration.

automated hot replacement

In PCI Hot Plug technology, the process of removing afailed PCI adapter and
inserting an identical adapter without removing power to the server and
without reconfiguring or reloading software support.

Automatic Client Upgrade

ACU

A group of threeutilitiesthat providesaway to automatically upgrade systems
using VLM, NETX, or Client 32 software to newer Novell Client software.
The three utilities are NWDETECT, NWSTAMP, and NWLOG.

ACU isexecuted as a series of instructions that the network administrator has
put in alogin script. The client isthen seamlessly and silently upgraded at
login time.

automatic flow control

automatic rollback

A means of controlling the flow of data across avirtual circuit. Thisis done
by setting the window size and the packet size. Automatic flow control can be
negotiated in each direction on a per-call basis.

A feature of Transaction Tracking System (TTS) that returns a database to its
original state. When a network running under TTS fails during a transaction,
the database is "rolled back™ to its most recent complete state.
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autonomous system
AS

A collection of routers and networks that exchange routing information using
arouting protocol, such as RIP or OSPF.

autonomous system boundary router
ASBR

A router that exchanges routing information with routers from other
autonomous systems, from exterior gateway protocols, or from other routing
protocols (such as RIP). By amassing information about external links,
ASBRs can distribute routing information to the autonomous system (AS)
about external destinations. ASBRs can be internal routers or area boundary
routers and are not required to participate in the backbone area.
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BBB

backbone

backbone network

backlink

backlink

back up

backup

The central part of a network, which carries the heaviest traffic, transmits at
the fastest rate, and connects smaller networks that have lower data-transfer
rates.

The primary connectivity mechanism of a hierarchical distributed system. It
ensures that all systemsthat have connectivity to an intermediate system on
the backbone have connectivity to one another.

A pointer to an NDS object on another server. A backlink indicates that an
object in areplicahas an ID on a server where the replica doesnt exist.

Also, the NDS process that verifies backlinks.

backward link

On the Internet, a hypertext link from the current page back to any page
containing alink to the current page.

To copy data(file, directory, or volume) to storage mediasuch asfloppy disks,
cartridge tapes, hard disks, or other media. Data that is backed up can be
restored if the original is corrupted or destroyed.

A duplicate of data(file, directory, volume), copied to astorage device (floppy
diskette, cartridge tape, hard disk). A backup can be retrieved and restored if
the original is corrupted or destroyed.
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backup host

A NetWare server that has a storage device and a storage device controller
attached.

Backward Explicit Congestion Notification

bandwidth

BECN

Thenotification from the frame relay network to indicate that when the packet
forwarding direction was reversed, the network experienced congestion.

The carrying capacity of acircuit, usually measured in bits per second (bps)
for digital circuits, or hertz (Hz) for analog circuits.

bandwidth-on-demand

banner

banner page

banner page

In frame relay, the capacity in an individual virtual circuit to burst above the
committed information rate (CIR); also known as dynamic allocation of
bandwidth.

In online presentations such as a menu utility or a browser window or online
hel p, information about the online presentation, which could include such data
as software name, date and time, title or current context, or version number.

In the Common Desktop Environment (CDE), afield in the Print dialog box
for specifying the text that is sent to the print command to be used asthetitle
of the print job.

Thefirst page of a print job that supplies information about a print job, such
asthe name of the user who initiated the job, and the time and date of printing.

basic input/output system

batch file

BIOS

A set of programs, usualy in firmware, that enables each computers central
processing unit to communi cate with printers, disks, keyboards, consoles, and
other attached input and output devices.

An executabl efile contai ning a sequence of several commandsthat are carried
out in turn when thefileisrun. A DOS batch file has a .bat extension.
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baud rate

Bc

BCUG

Be

BECN

In serial communication, the speed at which asignal changes when datais
transmitted asynchronously from one digital deviceto another, such asover a
modem or between a computer and printer.

committed burst size

The maximum number of data bits that a network agrees to transfer under
typical conditions over ameasured time interval.

bilateral closed user group

A virtual private network, consisting of two data terminals, within alarger
open network. The pair of terminals are configured to share unrestricted
access with each other, but accessto or by any other data terminal in the open
network is not possible.

excess burst size

The maximum number of uncommitted data bits that the network attemptsto
deliver over ameasured timeinterval.

Backward Explicit Congestion Notification

Thenotification from the frame relay network to indicate that when the packet
forwarding direction was reversed, the network experienced congestion.

Bilateral Closed User Group

bind

BCUG

A virtual private network, consisting of two data terminals, within alarger
open network. The pair of terminals are configured to share unrestricted
access with each other, but accessto or by any other dataterminal in the open
network is not possible.

In SNA, the request unit (RU) involved in activating an LU6.2 session. It
binds a protocal to a network board installed in the server.
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BIND

BIND

Bindery

bindery application

bindery context

The NetWare command that links a protocol and aboard or network interface.

An SNA request (initiated by the APPC verb CNOS) sent from one logical
unit (LU) to another to establish a session. For LU6.2, BINDs are negotiated
between two LUs. The LU that initiates the BIND is known as the "primary
LU," and the LU that receives the BIND is known as the "secondary LU."

Short for "Bindery object.”

An application that makes callsto the NetWare bindery. NDS supports bindery
applications with bindery services.

The container object in the NDS tree that enables NDS to provide network
information to servers and programs that depend on using the NetWare
bindery.

bindery context level

Bindery object

A relative position within the NDS tree where bindery services are in effect.
This position depends upon how the NDS tree was set up.

A leaf object placed in the NDS tree during an upgrade or migration from an
earlier version of NetWare. Usually, NDS cannot identify the specific object,
and bindery-based clients must access it with older NetWare utilities by using
bindery services.

Bindery Queue object

bindery services

A leaf objectinthe NDStreethat represents aprint queue. Theobject is placed
in the NDS tree during a migration or upgrade from a previous version of
NetWare. NDS cannot identify such objects, and they must be accessed using
older NetWare utilities.

An NDSfeature that creates bindery context, allowing bindery-based servers,
clients, and utilities to coexist on an NDS network. In bindery services, NDS
simulates a flat (nonhierarchical) structure for the objects within a container

object. Only the leaf objects of the container are represented in this structure,
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BIOS

bit rate

BLANK

block

block

block

block ID

block suballocation

creating limitations for bindery services users that other NDS users do not
have.

basi ¢ input/output system

A set of programs, usualy in firmware, that enables each computers central
processing unit to communi cate with printers, disks, keyboards, consoles, and
other attached input and output devices.

The rate at which bits (binary digits) are transmitted over a communications
line. Bit rate is usually expressed in bits per second (bps).

In the AS/400 system, a default mode used to minimize configuration of
network attributes.

In NetWare, to render inoperabl e or untouchabl e or unchangeable; to obstruct
access to an NDS object, such as adirectory or file.

The smallest amount of disk space that the server reads or writesat atime. All
disk accesses are measured in blocks. The block size for avolume is defined
at installation, and is usually between 4 KB and 64 KB.

To select or highlight text.

A three-digit hexadecimal number assigned to a physical unit (PU).

In NetWare Link/SNA, this number denotes the device type and responds to
IDBLK in the VTAM PU definition statement.

In NetWare for SAA, it isthe same ID assigned to the PU on the host.

Thedivision of partially-used disk blocksinto smaller, 512-byte blocks. Block
suballocation alowsthelast part of several filesto share one disk block rather
than using one disk block for each file, using disk space more efficiently.
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board

board

boot

bootconf.sys

boot directory

boot file

BOOTP

BOOTP relay agent

A category under the Internetworking Configuration utility (INETCFG)
where interface board parameters are configured.

A hardwareinterface card, installed in acomputer, that connects the computer
to other hardware or devices. A removable printed circuit board that is
plugged into a computers expansion slot. Boards can add memory or graphics
capabilities, connect to modems or printers, and so forth.

To start or restart acomputer and ready it for use. A "cold" boot is done by
turning on the power switch. A "warm" boot resets the computer without
turning off the power source.

In a NetWare diskless workstation, the configuration file that is used by
Remote Reset to determine which remote boot image file to use to boot the
operating system and access the network.

In the NetWare operating system, the directory where the server.exefileis
stored. Executing server.exe starts (boots) the server operating system.

A file, such as autoexec.bat or config.sys, that starts up acomputer by loading
its operating system and drivers, by setting environment variables, and by
handling other initialization tasks.

Bootstrap Protocol

A TCP/IP protocol that enables an internet node (for example, a diskless
workstation) to discover certain start-up information, such asits |P address.

An Internet host or router that passes BOOTP messages between BOOTP
clients and BOOTP servers. Because the Dynamic Host Configuration
Protocol (DHCP) isdesigned to use the samerelay agent behavior as specified
inthe BOOTP protocol specifcation, aBOOTP relay agent a so passes DHCP
messages between DHCP clients and DHCP servers.
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bound-in NLM

bridge

broadcast

broadcast

broadcast

broadcast

Broker

Broker object

brouter

Browse

Any NLM that is part of the server.exefile, which isthe core of the NetWare
operating system.

A device that connects two or more physical networks, forwarding frames
between networks based on information in the data-link header. Because it
operates at the data-link layer, it is transparent to the network-layer protocols.

To send amessage to all connected nodes on a data communications network
(as opposed to sending a message to a single node).

A packet delivery servicein which all hosts on a network receive a copy of
any framethat is designated for broadcast.

In network transmission, amessage sent to all connected nodes, as opposed to
amessage sent to a single node.

In Novell GroupWise Workflow, to send workflow stepsto all receipients at
once.

Short for "Broker object.”

AnNDS object associated with NDPSthat represents broker.nlm and provides
three network support services not previously available in NetWare: the
Service Registry Service (SRS), Event Notification Service (ENS), and
Resource Management Service (RMS).

bridging router

A device that routes some protocols and bridges others.

In the Common Desktop Environment (CDE), a menu-bar item in Calendar
used to look at the calendar appointments of others.
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browse

browse

browser

browser

Browse right

B-tree

Btrieve

To scan a collection of items, such as a database, a file manager view, alist
box, Web pages, or text files, for a particular item or for items of interest. To
browse implies observing rather than changing information.

Short for "Browse right.”

In the Common Desktop Environment (CDE) Application Builder, awindow
that provides a symbolic, hierarchical view of amodule in a user interface.
The browser shows parent-child relationships and groups. It can also be used
to find objects in complex modules and to edit a user interface.

A utility that combines viewing with the ability to perform other actions,
depending on rights or other dependencies. For example, a Web browser
allows a user to access pages on the World Wide Web; a NetWare
Administrator browser window allows a user to access the NDS tree.

B

An object right that grantsthe right to see an object inthe NDStree. The name
of the object is returned when a search is made that matches the object.

Abbreviation for "balanced tree."

A compact structurethat allowsthe NSS systemto retrieve an object from disk
in no more than four 1/O cycles. B-trees also alow the system to locate an
object anywhere in storage without loading the entire directory entry table
(DET) into memory.

A key-indexed record management system used in NetWare 3.0 and later that
allows access, updating, creation, deletion or saving records from a database.
Btrieve consists of severa programs that can run in either a client-based or
server-based version.
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buffer

buffer underflow

bus interrupt

bus topology

A temporary storage location in memory where data can be held for
processing.

A buffer can be used to hold datain an areawhereit can be easily accessed. It
is often used to compensate for differences in data-flow rates (for example,
between aterminal and its transmission line). A buffer can also be used asa
backup mechanism, holding data that can then be retransmitted if an error is
detected during transmission.

A condition in which a program receives an end-of-data error before it has
received and read enough bytes to return the information that was requested.
This usually occurs when the requested datais corrupted.

A device /O interrupt used by such devices as disk or LAN drivers.

Thelinear LAN used by Ethernet networks.
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CCC

cache

cache

cache buffer

cache buffer pool

cache hit

cache memory

cache-only server

To hold datain atemporary storage area, such asin memory (RAM), so that
the data can be accessed more quickly than from the hard disk.

A quickly accessible areaof RAM or adirectory or adisk that stores
frequently used information.

A block of NetWare server memory (RAM) that temporarily stores data.

The amount of memory available for use by the operating system after the
server.exe file has been loaded into memory.

A successful search for datain a memory cache.

Available random access memory (RAM) that NetWare uses to improve
NetWare server access time. Cache memory alocates memory for the hash
table, the FAT, the Turbo FAT, suballocation tables, the directory cache, a
temporary data storage areafor files and NLM programs, and available
memory for other functions.

A server that has no database; it must query other name serversto obtain
information. After a cache-only server receives information for a query it
caches the information and can respond to subsequent queries (for the same
name) without querying other name servers.
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call
A reguest by one network node to establish communications with another
network node; also, the resulting communi cation session or the virtual circuit
over which it is conducted.

call authentication
A method of protecting against unauthorized accessinto a system by inbound
remote calls.

call control agent
CCA

A software module that works in tandem with the call support layer (CSL).
The CCA contains wide area network (WAN) media-specific connection
management logic.

Call Manager utility
CALLMGR

The NetWare utility used to monitor the status of the WAN connections or to
start and stop WAN calls manually.

CALLMGR
The NetWare utility used to monitor the status of the wide area network
(WAN) connections or to start and stop WAN calls manually.

Call Request packet
In X.25, atype of control packet sent to dataterminal equipment (DTE) to
request initiation of avirtual call.

call support layer
CsL

The software modul e that provides ageneral-purposeinterface for controlling
wide areanetwork (WAN) calls. Call control refersto aset of actionstaken to
establish, maintain, and disconnect a WAN connection.

Cant Compress
Cc

Short for "Cant Compress attribute.”

42 NetWare 5.1 Glossary



Cant Compress attribute
Cc

A file system attibute indicating that a file cant be compressed because of
insignificant space savings. It is shown in attribute listings but cant be set by

users.
CAPTURE
A NetWare command line utility used to print to a network printer from an
application that is not designed to run on anetwork. CAPTURE can a so print
screen displays and save data to a network file.
CcC
Customer Connections
Cc
Initialism for " Cant Compress attribute.”
CC
carbon copy
CC
Cooperative Console
A Sun Microsystems, Inc. management tool.
CcC
correction ceiling
CCA
Compatible Communications Architecture
CCA
Computer Corporation of America
CCA
common cryptographic architecture
CCA

communications control architecture
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CCA

CDM

CDM

CEPT

certificate

certificate authority

call control agent

A software module that works in tandem with the call support layer (CSL).
The CCA contains wide area network (WAN) media-specific connection
management logic.

code division multiplexing

custom device module

The driver component in the NetWare Peripheral Architecture (NPA) used to
drive specific storage devices attached to the host adapter.

Conférence Européenne des Postes et des Télécommunications (European
Conference of Postal and Telecommunications Administration)

The association of the European Post, Telephone, and Telegraph agencies
(PTT) that recommends communication specifications to the International
Telecommuni cation Union Telecommunication Standardization Sector (1TU-
T). This governing body created the facility used to transport 30 voice
channels at 64 Kbs (for atotal of 2.048 Mbps); also known as "E1."

In public-key cryptography, adigital document attesting to the binding of a
public key to an owner (such as an individual or a Web server). A certificate
verifies claims that a given public key doesin fact belong to agiven
individual. It is used to prevent unauthorized users from using phony keysto
impersonate |l egitimate users.

Certificates contain, at a minimum, a public key and a name. Normally they
also contain the expiration date of the key, the name of the certifying authority
that issued the certificate, and the serial number of the certificate. They can
also contain the digital signature of the certificate issuer.

Also called "digital certificate,” "digital ID," "digital passport,” and "public
key certificate."

An entity that issues the digital certificates used in public-key cryptography
and attests to the identity of the person or organization to whom it issues the
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digital certificates. For example, acompany may issue certificatesto its
employees, auniversity to its students, or atown to its citizens. Also called
certification authority or certifying authority.

certificate signing request

CSR

An electronic document that contains distinguishing information about a Web
server or service and its associated organization. A CSR must be submitted to
acertificate authority (CA) in order to receive acertificate for aservice. When
an external certificate authority isused, the CSR must be submitted to the CA
to be digitally signed.

certification authority

CGl

CGl

An entity that issues the digital certificates used in public-key cryptography
and attests to the identity of the person or organization to whom it issues the
digital certificates. For example, a company may issue certificates to its
employees, auniversity to its students, or atown to its citizens. Also called
certificate authority or certifying authority.

Common Gateway |nterface

A standard for how aWeb server communi cates with external programs. CGlI
specifieshow to pass argumentsto the executing program as part of theHTTP
request and defines a set of environment variables. Commonly, the program
generates some HTML that is passed back to the browser, but it can also
request redirection to adifferent URL.

Thisinterfacing allows for interactive sitesinstead of just static text and
images.

color graphics interface

Challenge Handshake Authentication Protocol

CHAP

An inbound call protection method that enables the receiving node to issue a
challenge sequence that must be modified by the caller to use a" secret” known
by both peer nodes.
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Change Number of Sessions

channel

channel-attached

CNOS

An Advanced Program-to-Program Communication (APPC) verb used to
perform session-related operations.

A path that allows the transmission of electromagnetic signals between a
computer and a device; the path can consist of cables and storage devicesand
can include a host bus adapter.

Describes devices attached to a controller by cables, rather than by
telecommunication lines.

channel service unit

CHAP

character length

character set

Csu

A digital signal processing device used to connect an external digital channel
(suchasaT-1, DDS, or Switched 56 line) to amultiplexer or to another device
that produces adigital signal (such asadigital PBX or a PC).

At the customers end of the telephone connection, CSUs perform much the
samefunctionfor digital circuitsthat modems provide for anal og connections.
A CSU performs certain line coding, line-conditioning, equalization, and
monitoring functions, including transmit and receivefiltering, signal shaping,
longitudinal balance, voltageisolation, and remote loopback testing for digital
transmission.

Challenge Handshake A uthentication Protocol

An inbound call protection method that enables the receiving node to issue a
challenge sequence that must be modified by the caller to usea"secret" known
by both peer nodes.

In serial communication, the number of bits used to form a character.

Theletters, numbers, and characters acomputer uses for display and printing.
Alphabet-based languages, such as English, usually have a character set of
256 symbols (the number of combinations one byte can hold). Unicode, with
16 bits, has a possible character set of 65,536 symbols.
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charge rate

checksum

CHGNETA

child VLM

Cl

Cl

Cl

Cl

The number that is subtracted from aNetWare users account balance for aunit
of service. For example, acharge rate of 2/3 for connection time means that 2
issubtracted from the users account balancefor every 3 minutes of connection
time.

The numeric computation that combines the bits of atransmitted message;
also the resulting value. The value is transmitted with the message; the
receiver recalculates the checksum and comparesit to the received value to
detect transmission errors.

In the AS/400 system, a command used to change network attributes.

A Virtual Loadable Module that receives calls from and returns callsto a
parent VLM. A child VLM handles a particular implementation of alogical
grouping of functionality. For example, each of thefollowingisachild VLM
of nwp.vim:

bind.vim for NetWare 2 and 3 bindery servers
nds.vim for NetWare 4 NDS servers

pnw.vim for Personal NetWare (NetWare desktop) servers

component integration

Computer Intelligence

A group that contracted with Novell to provide onlineinformation about LAN
sites.

congestion indicator

configuration item

In the Product Life Cycle (PLC) process, an aggregation of hardware,
software, or both, that is designated for configuration management and treated
as asingle entity in the configuration management process.
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Ci

CIR

circuit

circuit switching

Initialism for "Copy Inhibit attribute.”

committed information rate

Therate, in bits per second, at which anetwork offering frame relay services
(FRS) agreesto transfer data on a particular virtual circuit under normal
operating conditions. Therateisaveraged over a minimum increment of time.

Any path that can carry an electrical current. In the context of NetWare Link
Services Protocol (NLSP), an internal logical representation of network
connectivity between two NL SP routers (or between two SNA/NetBIOS end
stations).

A procedure for establishing a connection between two end devices. Once
established, the connection uses a nonsharabl e path through the network.

Clear Request packet

Clear To Send

CLI

CLI

In X.25, atype of control packet sent to adata terminal equipment (DTE) to
reguest the termination of avirtual call.

CTS

A control signal generated by data communications equipment (DCE) to
indicate that it can transmit data.

Common Layer Interface

A layer in the Novell Storage Services (NSS) software architecture that
provides naming, object, and management services.

The CLI layer defines the interfaces that Semantic Agents use to access the
object engine layer.

command line interpreter

The main interface between a user and acomputer. A CLI accepts commands
and then performs functions.
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CLI

CLI

CLIB

client

cal level interface

A database standard, asin SQL/CLI.

Compression Labs, Inc.

A vendor for video conference equipment.

C-Library

Thedynamically loaded Runtime NetWare C library that providesaninterface
to the NetWare operating system.

A system or software application that requests services from another
application, usually across a network.

client/server network

clock

clock

clocking

closed user group

A network having at least one personal computer configured as a server. The
server runs the client/server network operating system and controls
communication and shared network resources. The clients are workstations
connected to the network and are running client software.

Inthe Common Desktop Environment (CDE), both a software application that
displays the time, and a control option in Front Panel that displays the local
time.

A software or hardware algorithm that provides time stamps for computer
events.

A method of time synchronization of communication information.

CUG

A facility that allows the configuration of virtual private networks within a
larger public network. It allows a user to collect dataterminal equipment
(DTEs) into asingle logical group, and restricts the ability of the group to
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CMFS

CMOS

CMOS RAM

CNOS

Co

CcOo

(60)

receive or make outgoing callsto therestricted "open" portion of the network.
The number of CUGs is network-dependent. A single DTE can belong to one
or more CUGs.

Continuous Media File System. A disk storage system used by the NetWare
MultiMedia Server component that provides Disk QoS on the NetWare server.
This allows multiple file accesses, delivering data at a guaranteed rate while
sharing asingle disk drive.

complementary metal oxide semiconductor

A technology for making integrated circuits, widely used for processors and
memories because it minimizes power needed for operation. Thetermis
loosely used to refer to the CMOS RAM inaPC.

complementary metal oxide semiconductor random access memory

A small, battery-backed memory bank in a personal computer used to contain
the PCs configuration information (time, date and system information, such as
drive types). CMOS RAM is memory made of CMOS chips, which, because
of their low power requirement, are increasingly being used for main memory
in portable computers.

Change Number of Stations

An Advanced Program-to-Program Communication (APPC) verb used to
perform session-related operations.

Initialism for "Compressed attribute.”

central office

A local hub for the public switched telephone network (PSTN).

connection oriented
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code page

command format

CP

A table that lists the possible combinations for a character set used by a
computer. For example, a DOS code page that defines the extended ASCI |
character set consists of 256 character combinations, using an 8-bit code.
Unicode, using a 16-bit code, allows up to 65,536 unique characters. Separate
code pages apply to different languages.

Instructions that show how to type a command at the keyboard; aso called
syntax. In NetWare manuals, a command format may include constants,
variables, and symbols.

committed burst size

Bc

The maximum number of data bits that a network agrees to transfer under
typical conditions over a measured time interval.

committed information rate

CIR

The rate, in bits per second, at which a network offering frame relay services
(FRS) agreesto transfer data on a particular virtual circuit under normal
operating conditions. Therate isaveraged over aminimum increment of time.

Common Gateway Interface

CGl

A standard for how aWeb server communi cates with external programs. CGlI
specifieshow to pass argumentsto the executing program as part of theHTTP
regquest and defines a set of environment variables. Commonly, the program
generates some HTML that is passed back to the browser, but it can also
reguest redirection to adifferent URL.

Thisinterfacing allows for interactive sitesinstead of just static text and
images.
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Common Layer Interface
CLI

A layer in the Novell Storage Services (NSS) software architecture that
provides naming, object, and management services.

The CLI layer defines the interfaces that semantic agents use to access the
object engine layer.

communication buffer
An areain the NetWare servers memory set aside to temporarily hold data
packets arriving from clients.

communication protocol
A convention or set of rules used by a program or operating system to
communicate between two or more endpoints. Although many
communication protocols are used, they all allow information to be packaged,
sent from a source, and delivered to a destination system.

communications controller
A machine directly attached to a host computer that processes
communications to a host. The communications controller isalso known as a
"front-end processor."

Compare right
C

A property right that allows atrustee to compare the value of a property with
another valueto seeif they are equal. The Compare right processreturns True
or False, but it does not return the actual value of the property.

complete name
An object name that includes its path from the root of the NDS tree. For
example, if user KSMITH islocated at O=Novell, OU=Sales, then her
complete name is Ksmith.Sales.Novell. In NDS terminology, complete name
is called distinguished name (DN).

COM port
communications port

A connection device between a computer and another component, such asa
printer or modem. A COM port isaseria port, meaning that information is
transmitted through it one bit at atime.
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Compressed

Co
Short for "Compressed attribute.”

Compressed attribute

compression

Computer

Computer object

configuration

Co

A file system attribute indicating that afile is compressed. The Compressed
attribute is automatically set by NetWare. It is shown in attribute listings but
cant be set by users.

The process of compacting information for more efficient transmission or
storage. The information must then be decompressed before it is used.

Short for "Computer object.”

A leaf object inthe NDS tree that represents a network computer, such as a
router. The object does not represent a server. The Computer object records
information such as a description, serial number, and contact person.

The combination of elements, either software or hardware or both, that
comprise a computer system, and the way they are set up to work together
based on a number of possible choices.

Configuration Manager

Short for "Novell Configuration Manager" (ncm.nim).

For PCI Hot Plug servers, an NLM that manages the hot plug system and
ensures proper system behavior. Its primary function is to sequence hot plug
operations to ensure stability of the system. To achieve this function, the
Configuration Manager shuts down the adapters device driver before
removing power from the slot. The Configuration Manager also maps
hardware resources to device driver software.
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Configuration Manager Console
Short for "Novell Configuration Manager Console" (ncmcon.nlm).

Theinterfacefor controlling al hot plug operations and functionsin NetWare
systems. The Configuration Manager Consol e also displays slot configuration
details, including adapter driver information and status.

configured router
An AppleTalk router that must be manually configured when it is added to a
Novell network. Other routers obtain their configuration from this router.

A seed router defines the range of network numbers for all routersin an
AppleTak network segment. Each AppleTalk network segment must have at
least one seed router.

A configured router is also known as a seed router.

Configure NSS Volumes
An option on the NSS Administration menu that provides a way to turn
storage free space into NSS volumes. The storage free space, which comes
from an object bank where it has been deposited by NSS, must first be
"owned" by a consumer object.

Configure Storage Group
An option on the NSS Administration menu that puts storage free space from
severa devicesinto agroup for NSS volume creation.

conformance option
One of a set of options that provide access to expert parameters for specific
control of the packet level, such as the NetWare Link/X.25 packet level, and
frame level operations. This includes changing the frame reject operation,
setting the length of a clear confirmation packet, and managing unassigned
Logical Channel Numbers (LCNSs.)

congestion
The existence of excessive traffic on the network.

connection
In the Common Desktop Environment (CDE), a programmatic relationship
established in the Application Builder between interface objects, wherein an
event in a source object triggers an action on the target object. It is used to
specify application behavior. Connections are established in the Connections
editor.
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connection

connection

connection

connection number

connectivity

console

console operator

consumer

consumer object

container

In VTAM programs, aphysical connection to another device.

In Systems Network Architecture (SNA), the network path that links two
logical unitsin different nodes.

In MPR, a session between two networks.

A unique number assigned to any process, print server, application,
workstation, or other entity that attachesto a NetWare server. The number can
be different each time an attachment is made. Connection numbersare usedin
implementing network security and for network accounting. They reflect the
objectsplacein thefile servers connection table. Additionally, they provide an
easy way to identify and obtain information about the objectslogged in on the
network.

The ahility to link different pieces of hardware and software (Macintoshes,
PCs, minicomputers, or mainframes) into a network to share resources
(applications, printers, and so forth).

The monitor and keyboard where auser views and controls NetWare server or
host activity.

A user or member of agroup who has been assigned rights to manage the
NetWare server.

Short for "consumer object.”

In NSS, the application that accesses storage free space (as deposit objects)
from the object bank and claims ownership of the free space for NSS so that
storage groups and NSS volumes can be created.

In the Common Desktop Environment (CDE), a control intended to hold
objects or data. A folder and a notebook are examples of containers. Also, in
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container

the OSF/Motif Style Guide, a control whose specific purposeisto hold and
display objects.

Short for "container object."

container login script

container object

context

CONTEXT

A set of commands that sets environmental variables for al users within a
container. The container login script is executed when a user logsin.

An NDS object that can hold, or contain, other objects. Container objects are
used tologically group related objects in the NDStree to provide those objects
with rights and services. Common examples of container objects are Country,
Organization, and Organizational Unit.

The position or location of an object in the NDS tree. When an administrator
adds an object (such as a server or user) to the network, that object is placed
in acontainer in the NDStree. The path of containersfrom theroot of thetree
to the new object constitutes the obj ects context. For example, if a User object
were created in a container called SALES, which itself was |located in atop-
level container called ACME, the context of the User object would be
SALESACME.

The login script command that sets a users current context in the Directory
tree, and isthe context you want the user to see after login. Theformat for this
command is: CONTEXT. For example: CONTEXT.SALES.NOVELL_US.

Continuous Media File System

control article

CMFS. A disk storage system used by the NetWare MultiMedia Server
component that provides Disk QoS on the NetWare server. This allows
multiple file accesses, delivering data at a guaranteed rate while sharing a
single disk drive.

Article sent to areplication site that asks the news server to create Internet
discussion groups, delete outdated discussion groups, cancel articles, etc.

controlled access printer

An NDPS printer that has been added to the NDS tree as an NDS object.
Accessis available only to users who have been granted rightsto it.
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controller

controller address

controller board

A hardware device that coordinates and controls the operation of one or more
input or output devices, such as adisk driver. In AS/400, controller isa
synonym for physical unit (PU).

The number the operating system uses to locate the controller on a disk
channel. The number is physically set (usually with jumpers) on adisk
controller board.

A device that enables a computer to communicate with another device, such
asahard disk or tape drive. The controller board manages input/output and
regulates the operation of its associated device.

controller description

control packet

control point

control point name

CTLD

In AS/400, an object that contains a description of the characteristics of a
controller that is attached to the system or acommunication line.

A link-control or network-control packet used for establishing encapsulation
format options, size limits of packets, link setup, peer authentication, or
network-layer protocol management.

CP

A component of a node that manages resources of that node and optionally
provides servicesto other nodesin the network. Inatype 2.1 (T2.1) advanced
peer-to-peer networking (APPN) node, the CP also provides servicesto
adjacent end nodes in the T2.1 network.

CPNAME

An operand in a Virtual Telecommunications Access Method (VTAM)

definition statement coded with the network-qualified name of acontrol point
(CP). A contral point name consists of a network ID qualifier identifying the
network to which the CPs node belongs, and aunique nameidentifying the CP.
Each APPN or low-entry networking (L EN) node has one control point name.
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control unit address

convergence

convergence time

conversation

Copy Inhibit

Control point nameidentifiesaType 2.1 nodewith asubset of system services
control point (SSCP) functions that allow LU6.2 sessions to be activated,
controlled, and deactivated.

InNetWare Link/SNA, CPNAME correspondsto the Peripheral Node Control
Point Name parameter.

In Synchronous Data Link Control (SDLC), atwo-digit hexidecimal number
that denotes the physical unit (PU) address. In a Network Control Program
(NCP) definition statement, this value corresponds to that of the ADDR
parameter. In an AS/400 controller description, this value corresponds to that
of the STNADR parameter.

The synchronization process that a network goes through immediately after a
route change happens on the network. The amount of time it takesto all
routers to synchronize their databases when a change occursto the network is
amajor problem with the Routing Information Protocol (RIP).

The time required for routing information to spread thoughout the network.

In NetWare for SAA, the communication between two transaction programs
communicating over a Type 6.2 LU-LU session.

Ci
Short for "Copy Inhibit attribute."

Copy Inhibit attribute

core dump

Ci

A file system attribute that prevents users from copying the file even if they
have Read and File Scan rights.

A file generated under certain conditions when an error terminates a program.
Thefileisasnapshot of the program state at the moment of termination.
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cost

Country

Country object

CP

CP

CP

CP

CP

A metric assigned to acircuit that determines the likelihood of traffic being
routed over that circuit.

C
Short for "Country object."

c

An optiona container object that designates one country where network sites
are located, and that is used to organize other NDS objects within that object.
For example: US. This object is always found at the top of the NDS tree
(directly below the [Root] object). This object is not often used, but it is
available for compliance with the X.500 standard.

connection [processor

copy protected

command processor

control point

A component of a node that manages resources of that node and optionally
provides servicesto other nodesin the network. Inatype 2.1 (T2.1) advanced
peer-to-peer networking (APPN) node, the CP also provides servicesto
adjacent end nodes in the T2.1 network.

code page

A table that lists the possible combinations for a character set used by a
computer. For example, a DOS code page that defines the extended ASCI|
character set consists of 256 character combinations, using an 8-bit code.
Unicode, using a 16-bit code, allows up to 65,536 unique characters. Separate
code pages apply to different languages.
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CPNAME

CRC

CRC

Create right

cross-post

control point name

An operand in a Virtual Telecommunications Access Method (VTAM)

definition statement coded with the network-qualified name of acontrol point
(CP). A contral point name consists of a network ID qualifier identifying the
network to which the CPs node belongs, and aunique nameidentifying the CP.
Each APPN or low-entry networking (L EN) node has one control point name.

Control point nameidentifiesa Type 2.1 node with asubset of system services
control point (SSCP) functions that allow LU6.2 sessions to be activated,
controlled, and deactivated.

In NetWare Link/SNA, CPNAME correspondsto the Peripheral Node Control
Point Name parameter.

cyclic redundancy check

A sophisticated checksum al gorithm used to detect packet transmission errors.
The CRC isbuilt into each Ethernet frame asan error checking value to ensure
dataintegrity.

camera-ready copy

c

A file system right that grants the ability to create new files or subdirectories,
or to salvage afile after it has been deleted.

Also, an NDS object right that allows the trustee to create anew object below
the current object in the tree. Thisright is available only for objects that can
have subordinates, such as containers and volumes.

A link to an article in an Internet discussion group. If an articleis posted
simultaneously to multiple discussion groups, only one copy of the articleis
stored in the spool. The other copies, known as cross-posts, are links to the
main article.
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CSL

CSR

CSR

CSR

CSR

CSR

CSu

CSu

call support layer

The software modul e that provides ageneral-purposeinterface for controlling
wide areanetwork (WAN) calls. Call control refersto aset of actionstaken to
establish, maintain, and disconnect a WAN connection.

customer support representative

control and status register

certificate signing request

An electronic document that contains di stingui shing information about a Web
server or service and its associated organization. A CSR must be submitted to
acertificate authority (CA) in order to receive acertificate for aservice. When
an external certificate authority is used, the CSR must be submitted to the CA
to be digitally signed.

cell missequenced ratio

continuous speech recognition

channel service unit

A digital signal processing device used to connect an external digital channel
(suchasaT-1, DDS, or Switched 56 line) to amultiplexer or to another device
that produces a digital signal (such asadigital PBX or a PC).

At the customers end of the telephone connection, CSUs perform much the
samefunctionfor digital circuitsthat modems provide for anal og connections.
A CSU performs certain line coding, line-conditioning, equalization, and
monitoring functions, including transmit and receivefiltering, signal shaping,
longitudinal balance, voltageisolation, and remoteloopback testing for digital
transmission.

control service units
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CSuU

CTLD

CTS

CTS

CTS

CUG

current context

customer setup

Hardware that is designed to be set up by the customer.

controller description

In AS/400, an object that contains a description of the characteristics of a
controller that is attached to the system or a communication line.

creation time stamp

A NetWare server attribute.

clear to send

A control signal generated by data communications equipment (DCE) to
indicate that it can transmit data.

carpal tunnel syndrome

closed user group

A facility that allowsthe configuration of one or morevirtual private networks
within alarger public network. It allows a user to collect anumber of DTES
(data terminal equipment) into asinglelogical group, and restricts the ability
of the group to receive incoming calls from or make outgoing calls to the
restricted "open" portion of the network. The number of CUGs is network-
dependent. A single DTE can belong to one or more CUGs.

A users current location in an NDS tree, as reported by the Novell Client
software.

custom device module

CDM

The driver component in the NetWare Peripheral Architecture (NPA) used to
drive specific storage devices attached to the host adapter.
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cyclic redundancy check
CRC

A sophisticated checksum algorithm used to detect packet transmission errors.
The CRC isbuilt into each Ethernet frame asan error checking value to ensure
dataintegrity.
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DDD

daemon

DARPA

data bit

A background program that runs unattended, collecting information or
performing operating system administration tasks. Some daemons are
triggered automatically by events; others operate at timed intervals.

Defense Advanced Research Projects Agency
The U.S. government agency that funded ARPANET.

In asynchronous transmission, any of the bits that actually comprise the data.
Usually, 7 or 8 bits are grouped together.

Serial communication sends information in a stream of bits called aframe.
Each frame consists of a start bit, data bits, an optional parity bit, and a stop
bit. The parity bit isset to 0 or 1 so that the sum of the data bitsis even or odd.

data circuit-terminating equipment

DCE

A variant of "data communications equipment.”

data communications equipment

DCE

Any communications device that establishes, maintains, and terminates the
connection with another device.

Inthe RS-232-C standard devel oped by Electronic Industries Association, the
two types of devices are data terminal equipment (DTE), typically personal
computers or data terminals, and data communications equipment (DCE),
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data compression

data fork

datagram

typically modems and printers. They are differentiated by their wiring of pins
2and 3.

NetWare Link/X.25 requires a DTE/DCE pair to operate.

A method of reducing the amount of data used to represent the origina
information by eliminating redundancy, such as repeated characters or data
sequences.

The part of a Macintosh file that contains information (data) specified by the
user. A Macintosh file contains two parts, the data fork and the resource fork.

A datatransmission packet used in connectionless mode communication.
Datagrams are independent of each other in that the receiver is able to
reconstitute a message without any dependency on the order in which packets
arereceived. In genera, datagrams are not acknowledged.

Datagram Delivery Protocol

DDP

An Apple Talk protocol that provides best-effort socket-to-socket delivery of
datagrams across an AppleTalk internet.

data-link connection identifier

data-link control

DLCI

The 10-bit routing address of the virtual circuit at either the User-Network
Interface (UNI) or the Network-Network Interface (NNI). It allows the user
and network management to identify the frame as being from a particular
permanent virtual circuit (PVC). The DLCI is used for multiplexing several
PV Cs over one physical link.

DLC

Protocols, used by nodes on a datalink, that govern the exchange of packet
information, including destination address, source address, and control
information.
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data-link control layer

data-link layer

data migration

DLC layer

In the Systems Network Architecture (SNA) model, the layer that consists of
thelink stationsthat schedule datatransfer over alink between two nodes and
that perform error control for the link.

The second of seven layers of the Open Systems Interconnection (OS)
reference model. The data-link layer isinvolved in packaging and addressing
information, and in controlling the flow of separate transmissions over
communication lines.

The transfer of inactive data from a NetWare volume to tape, optical disk, or
other near-line or offline storage media. Data migration lets an administrator
move data to a storage device, while NetWare still seesthe dataasresiding on
the volume.

Dataphone Digital Service

data protection

data rate

data set

DDS

The AT&T four-wire, digital communications service that operates at speeds
from 2,400 bps to 56 Kbps on a point-to-point connection.

A means of ensuring that data on the network is safe. NetWare protects data
primarily by maintaining duplicate file directories and by redirecting data
from bad blocks to reliable blocks on the NetWare servers hard disk.

The speed at which data bits are transmitted and received. The datarateis
usually measured in bits per second (bps).

A compilation of related information. Data sets can contain different items
depending on which target service agent (TSA) they are related to.

data terminal equipment

DTE

Any communications device that receives signals from data communications
equipment (DCE) devicesin a packet-switched network.
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D-bit

Dc

DC

DC

DCE

DCE

Inthe RS-232-C standard devel oped by Electronic Industries Association, the
two types of communications devices are data terminal equipment (DTE),
typically personal computers or data terminals, and data communications
equipment (DCE), typically modems and printers. They are differentiated by
their wiring of pins2 and 3.

delivery confirmation bit

A component of auser packet. If set to 1, it specifies that an end-to-end
acknowledgment is sent by the receiving data terminal equipment (DTE) to
the sending DTE. This acknowledges the receipt of a complete packet
sequence. If set to O, it specifieslocal delivery acknowledgment.

Initialism for "Dont Compress attribute."

direct current

data communications

data circuit-terminating equipment

A variant of "data communications equipment.”

distributed computing environment

An architecture or integrated set of services, originally developed by Open
Software Foundation (OSF), Inc. DCE enables engineers to develop
distributed applications to be used on heterogeneous networks. After OSF
requested distributed computing technology from industry partners, DCE was
augmented by severa established technologies from Digital Equipment
Corporation. The added technol ogiesincluded Cell Directory Service (CDS),
Distributed Time Service (DTS), Remote Procedure Call (RPC), and Threads
Service.
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DCE

DDP

DDP

DDS

DDS

DDS

DDS

DDS

data communications equipment

Any communications device that establishes, maintains, and terminates the
connection with another device.

Inthe RS-232-C standard devel oped by Electronic Industries Association, the
two types of devices are dataterminal equipment (DTE), typically personal
computers or data terminals, and data communications equipment (DCE),
typically modems and printers. They are differentiated by their wiring of pins
2and 3.

NetWare Link/X.25 requires a DTE/DCE pair to operate.

distributed data processing

Datagram Delivery Protocol

An Apple Tak protocol that provides best-effort socket-to-socket delivery of
datagrams across an AppleTalk internet.

distributed directory service

Dataphone Digital Service

The AT&T four-wire, digital communications service that operates at speeds
from 2,400 bps to 56 kbps on a point-to-point connection.

digital data storage

digital data service

digital data standard
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DE

debugger

default drive

default rights

default server

Discard Eligibility

In frame relay technology, the bit set by the end node that, when set and
supported by the frame relay network, allows frames to be discarded in
preference to other frames when a network is congested.

A tool used by developersto identify errorsin aprogram in order to facilitate
their removal.

The drive aworkstation is using. The drive prompt, such as A> or F>,
identifies the current drive.

Rights that are automatically conferred upon a User object by the NetWare
security system. Default rights for different objects are as follows:

The ADMIN user has al rightsin NDS and in the NetWare file system.

The PUBLIC object has the Browse right to the root of the NDStree. This
enables al objects, by inheritance, to browse the tree.

User objects created in the container have the following rights on the Sys
volume in the container: Read and File Scan to the Login and Public
directories, and Create to the Mail directory. They have the same rights on the
Sysvolumesin al parent containers, but not on the Sys volumesin
subordinate containers.

If ahome directory is created during the User object creation, the user has all
rights to the home directory, no matter whereit isin the tree.

An NDS property called Host Server that is mandatory for Volume and User
objects.

In the case of Volume objects, itsthe server the physical volumeis attached to.

In the case of User objects, the Ul callsit Default Server and itsthe server the
user gets a connection to during login if the user doesnt request a connection
to aspecific server. Itsalso the server used if the user makes anetwork request
without naming the server, and its the server to which the user still has an
attachment after logging ouit.
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default server
The server auser attaches to when the NetWare Requester loads. The default
server isthe preferred server specified inthe usersnet.cfgfile. Also, the server
the current drive is mapped to.

This applies to versions of NetWare before NetWare 5.

default zone
The zone name that has been designated for all devices on a network to be
associated with by default.

Defense Advanced Research Projects Agency
DARPA

The U.S. government agency that funded the ARPANET.

definition statement
In Virtual Telecommunications Access Method (VTAM), the statement that
describes an e ement of the network.

definition statement
In Network Control Program (NCP), atype of instruction that defines a
resource to the NCP.

delay
Thetime it takes to send a byte of datafrom one system to another.

Delete Inhibit
Di

Short for "Delete Inhibit attribute.”

Delete Inhibit attribute
Di

A file system attribute that prevents a directory or file from being deleted or
erased, evenif auser hasthe Eraseright. Thisattributeisautomatically set and
removed when the Read Only attribute is set and removed.

Delete right
D

The ability to delete an object from the NDS tree.
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Delete Self right

delimiter

A property right that grants a trustee the ability to remove itself as a value of
the property.

A character, symbol, or code that marks the beginning or end of an item such
as acommand or command parameter, sentence, paragraph, page, record,
field, or word. Delimiters used in NetWare include the comma. (,), the period
(.), the slash (/), the backslash (\), the hyphen (-), and the colon ().

Also used in "dynamic delimiter” to refer to a character that expands to
enclose part of an equation.

delivery confirmation bit

deposit object

D-hit

A component of auser packet. If set to 1, it specifies that an end-to-end
acknowledgment is sent by the receiving data terminal equipment (DTE) to
the sending DTE. This acknowledges the receipt of a complete packet
sequence. If set to O, it specifiesloca delivery acknowledgment.

An entity in the NSS object bank, such as storage free space or a CD-ROM,
that has been recognized by an NSS provider.

designated primary server

Designated Router

The master primary server that services aprimary zone; it isthe only primary
server of the zonethat will update the zoneinformation. It will also honor zone
transfers. There is only one designated primary server per zone.

Therouter in aNetWare Link Services Protocol (NLSP) internetwork that
representsits network. It isresponsible for exchanges of link stateinformation
on behalf of all other NLSP routersin the same LAN. Its two main functions
areto

Originate Link-State Advertisements (L SAS) on behalf of the network
segment

Establish an adjacency relationship to all other routers on the network
segment

NL SP dects the Designated Router by determining which router on the
network has the highest priority number. A network administrator can
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configure the priority number value to determine which router is elected and
which router remains the Designated Router.

designated secondary server

destination address

destination node

The master secondary server that services a secondary zone; it isthe only
secondary server of the zone that will perform zone transfer requests to the
primary server of the zone. The designated secondary server answers queries
to the zone and honors zone transfer requests to the zone. There is only one
designated secondary server per zone.

In data communications, a code included in atransmission that specifies the
location of the intended recipient of the transmission.

In the Open Systems Interconnection (OSI) model, either of the nodes that
represent the host computers at each end of a connection. In a packet-
switching network, the node attached to the data terminal equipment (DTE)
that is receiving the data.

destination node address

destination SAP

destination server

In NetWare Link/SNA, the media access control (MAC) address of the node
to which the NetWare server is attached. This parameter corresponds to the
Token Interface Card (T1C) address, the MACADDR in the PORT statement
for a937X attachment, the value assigned to Question 900 of a 3174
customization, or the ADPTADR parameter in an AS.400 line description.

destination service access point

In NetWare Link/SNA, the two-digit service access point (SAP) number for
the network node that the NetWare server is connected to.

The NetWare server to which data files, bindery files, and other information
are migrated from a previous NetWare version or another network operating
system during upgrade.

destination service access point

destination SAP

In NetWare Link/SNA, the two-digit service access point (SAP) number for
the network node that the NetWare server is connected to.
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DET

device

device

device driver

device hiding filter

device numbering

device sharing

DHCP

directory entry table

A tableon every network volumethat records directory entriesfor each fileon
the volume. The table, stored in the servers memory, enables quick access to
the location of every file.

In the Common Desktop Environment (CDE), a physical or logical device
(such as a printer, scanner, mouse, or joystick) that is accessible from the
operating environment.

A mechanical, electrical, or electronic peripheral with a specific purpose. For
example, a printer or mouse, or, in AS/400, a synonym for logical unit (LU).

The software or firmware that transl ates operating system requests (such as
input/output requests) into aformat that is recognizable by specific hardware,
such as adapters, hard disks, or network boards.

A type of filter that restricts access to devices and their services by filtering
out the packetsthat advertisethe services. Thesefilterskeep applicationsfrom
discovering the location of devices, but do not restrict access if applications
know the device locations.

A method of identifying a device, such as ahard disk, to allow the deviceto
work on the network. Devices are identified by three numbers: the physical
address, the device code, and the logical number.

The shared use of resources (such asprinters, modems, and disk storage space)
by users or software programs.

Dynamic Host Configuration Protocol

A TCP/IP protocol that provides static and dynamic address allocation and
management. It allowsahost server to assign temporary | P addressesto client
stations that call the server to obtain an address.
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Di

DIALNO

dial-up

dial-up connection

dial-up line

digital service unit

digital video disk

Initialism for "Delete Inhibit attribute.”

An operand in the VTAM GROUP and PATH definition statements that
identifies the telephone number (in EBCDIC) used to initiate a connection
with aphysical unit over aswitched line.

Describesthe accessto atelephone circuit that requires amanual or automatic
dialing sequence to establish a connection.

A type of connection to a public data network (PDN). A dial-up connectionis
used primarily to access data residing on remote hosts. The data transmission
rate usually is slower than that of leased lines.

A communications line accessible via dial-up facilities, typically the public
telephone network.

DSU

A device between a users data terminal equipment (DTE) and acommon
carriersdigital circuits. A DSU formats datafor transmission on public carrier
WANSs and ensures that the carriers requirements for data formats are met.

DVvD

A high-capacity disk format that is the same size asa CD-ROM (5 inchesin
diameter), but it is capable of holding between 4.7 and 17 gigabytes
(compared to about 650 megabytes for a CD-ROM). The capacity of aDVD
is determined by whether one or two substrates are used, and by whether
information is recorded on one or two sides of the disk.

A recordable digital video disk (DVD-R) can store 3.8 gigabytes per side.

direct-connect printer

A printer attached directly to aworkstation.
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directory
A collection of files and other subdirectories. Directories are information
containers, like files. However, instead of text or other data, directories
contain files and other directories. In addition, directories are hierarchically
organized; that is, adirectory has a parent directory "above" and may also
have subdirectories "below." Similarly, each subdirectory can contain other
files and aso can have more subdirectories. Because they are hierarchically
organized, directories provide alogical way to organize files.

Directory
A network database that provides look-up information for asingle, logical
NDS network. In larger networks, the database is usually distributed across
multiple servers. The entriesin the database provide access-control
information for the individual users, servers, printers, and other objectsin the
network.

Directory

On the Internet, one of three Web models, the others being Magazine and
Virtual Storefront. In the Directory model, users are provided with aguide to
information, with text linked to each menu item.

directory cache
The area of server memory where the most often requested directory entries
are copied from disk directory tables. This cache reduces the time it takesto
determine afiles location on the disk.

directory entry
Information in a servers directory entry table (DET) that pertainsto asingle
file or directory, including the name, owner, date and time of last update, first
Six trustee assignments, and location of the first data block.

directory entry table
DET

A tableon every network volumethat records directory entriesfor each fileon
the volume. The table, stored in the servers memory, enables quick access to
the location of every file.

Directory Map
Short for "Directory Map object.”
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Directory Map object

directory path

directory rights

directory services

Directory structure

directory structure

dirty cache block

dirty cache buffer

Inthe NDStree, aleaf object that represents a path on avolume. It allows
usersto map adrive to aresource without knowing its physical location. If the
path to the resource changes, only the Directory Map needs to be updated;
users MAP commands stay the same.

The full specification that includes server name, volume name, and name of
each directory leading to afile system directory. The position of afile within
thefile system isits directory path.

Rights that control what a trustee can do with a directory.

DS

A network service that provides information about an entity of interest. It is
like an electronic phone book to help network clients find services. There are
severa designs, including the X.500 standard, the Domain Name System, and
NDS.

NDSisaglobal, distributed, replicated database built into NetWare that
maintains information about every resource on the network. It enables
centralized management of networks of any size, and has a hierarchical, tree-
like structure.

A hierarchical structurethat represents how partitions are related to each other
in the Directory database.

Thefiling system of volumes, directories, and files that the NetWare server
uses to organize data on its hard disks.

A unit of measurein memory where afile block iswaiting to be written to disk
after having been changed.

A location in memory where afile block iswaiting to be written to disk after
having been changed. Holding data in cache buffers ensures faster read and
write performance.
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dirty hit
A request for adisk block that isaready in cache but is"dirty." A dirty cache
block contains updated data that must be written to disk before the data can be
used.

Discard Eligibility
DE

In frame relay technol ogy, the bit set by the end node that, when set and
supported by the frame relay network, allows framesto be discarded in
preference to other frames when a network is congested.

discussion group
A collection of articles on asimilar topic kept on one or more Internet news
servers.

discussion group replication
The process by which two or more Internet news servers exchange articlesand
share information. Servers can accept discussion groups, send discussion
groups, or both.

disk
A magnetically encoded information storage medium in the form of aplate.

disk accelerator
See disk cache.

Disk Adapter Locks
A tracked resource displayed in 3.12 MONITOR NLM screens, which tracks
loadable modules that need to know about disk adapters, controllers, or host
bus adapters.

disk controller
A hardware device that controls how datais written to and retrieved from the
disk drive. The disk controller sends signals to the disk driveslogic board to
regul ate the movement of the head as it reads data from or writes data to the
disk.

disk driver
Software that transfers or interprets commands between the operating system
and the hard disk. Thedisk driver communicatesthrough an adapter connected
by an internal cableto the disk drive.
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disk duplexing

disk mirroring

disk partition

Disk QoS

Duplicating data on two hard disks using separate controllers and separate
disk channels. If the original disk or channel fails, the duplicate disk takes over
automatically.

Duplicating data on two separate hard disks using the same disk channel. If
theoriginal disk fails, the duplicate disk takes over automatically, without loss
of data. If the disk channel fails, however, neither disk is accessible.

In hard disk storage, alogica division of a physical hard disk.

In NetWare, alogical division of a server hard disk, or volume.

Disk Quality of Service.

A feature of the NetWare MultiMedia Server component provided by
Continuous Media File System (CMFS) for efficient disk management. It
ensures that there is no break while transferring multimedia data to the
program, it allows multiple file accesses, and it delivers data at a guaranteed
rate while sharing asingle disk drive.

disk space restrictions

disk subsystem

Restrictions that network administrators can use to set the following:

Themaximum disk space auser (or other NDS object) can use on aparticular
volume.

The maximum disk space that can be in aparticular directory and its
subdirectories.

Both user and directory disk space restrictions can be made in units of either
512 or 4096 bytes.

An external unit that attaches to the NetWare server and contains hard disk
drives, atape drive, optical drives, or any combination of these. A disk
subsystem increases server storage capacity.
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distance vector
Short for "distance vector algorithm."

An algorithm that finds best-path routes among routers by calculating total
distance over which a packet would travel on each aternative route. Usually
the shortest distance isthe preferred route, but different routing levels, if
defined, are considered as well.

distance vector algorithm
An agorithm that finds best-path routes among routers by calculating total
distance over which a packet would travel on each aternative route. Usually
the shortest distance isthe preferred route, but different routing levels, if
defined, are considered as well.

Distance vector algorithms are included in 1SOs I nterdomain Routing
Protocol (IDRP), and routing information protocols (RIPs) inboth TCP/IPand
in IPX/SPX.

distance vector protocol
A protocol that uses the distance vector algorithm. Examplesinclude IP RIP,
IPX RIP, and Routing Table Maintenance Protocol (RTMP).

distance vector router
A router that usesthe distance vector algorithm to exchangeinformation about
accessible networks. A router using the distance vector algorithm maintains
only enough information to know how to reach the next router destination
(hop) on the network. Distance vector routers periodically forward this
information to each other, even if the information has not changed since the

last update.

DLC
data-link control
Protocols, used by nodes on a datalink, that govern the exchange of packet
information, including destination address, source address, and control
information.

DLCI

data-link connection identifier

The 10-bit routing address of the virtual circuit at either the User-Network
Interface (UNI) or the Network-Network Interface (NNI). It allows the user
and network management to identify the frame as being from a particular
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Dm

DM

DNS

DNS

DNS

DNS

DNS domain

DNS label

permanent virtual circuit (PVC). The DLCI is used for multiplexing several
PV Cs over one physical link.

Initialism for "Dont Migrate attribute."

data migrator

A system for moving files from the volume to a storage device.

Domain Name System

A distributed database system that provides name-to-1P address mapping for
computers on an internetwork or on the Internet.

distributed name services

Domain Name System

A UNIX directory services.

DaVinci Names Service

A DaVinci product that provides e-mail directory services.

A group of networked computers under common Domain Name System
(DNS) management. Domains can be determined by logical grouping instead
of physical location. The domain naming scheme reflects the structure of the
DNS hierarchy.

Domain Name System label

The name of asingle hierarchical level inaDNS domain name. For example,
the name iad.novell.com is made up of three labels: iad, novell, and com.
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DNS name server

DNS-NDS

DNS-NDS server

DNS zone

domain

DOMAIN

domain

domain

A server that contains a database of information about hosts in one or more
Domain Name System (DNS) domain and makesthisinformation availableto
DNS clients, or resolvers, throughout the network.

A collection of DNS-NDS servers that cooperatively service agiven DNS
domain.

A single NetWare server running the DNS-NDS NetWare L oadable Module
(NLM).

A part of the DN'S name space for which a name server has complete
information. A DNS zone contains the domain names and data contained in a
domain, except for domain names and data del egated el sewhere.

A group of pagetables. A domains page tables arelisted in the page directory
table. Page tables map the noncontiguous pages into contiguous logical
address spaces.

distributed operating multi-access interactive network

In GroupWise 5.x, agrouping of one or more post offices. A domain serves
two main purposes:

(1) It organizes post officesinto alogical group for addressing and routing
purposes within the GroupWise system.

(2) Through NDS, it serves asthe main administration unit for the GroupWise
system.

A label of the DNStree; each node on the DNS tree represents adomain. A
domain is aso known as a zone.
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domain

domain

domain

domain

domain

A high-level organizational grouping or naming hierarchy within the Internet.
Domains commonly make up part of Internet addresses, and can include:

arpa- initial Advanced Research Projects Agency (ARPA) domains
com - commercial or business groups

edu - colleges and universities

gov - government organi zations

int - international organizations

mil - military

org - miscellaneous groups

net - network administrative hosts

two-digit a phanumeric string - a variable indicating a country

Syntactically, an Internet domain name consists of a sequence of names
separated by periods.

Short for "routing domain."

A logical group of network servers that provides extended network services,
appearing to users as a single network server.

One of two memory segments (OS and OS_PROTECTED) in the NetWare
OS that provides memory protection. Domains alow a developer or system
administrator to isolate an NLM from the NetWare OS during devel opment or
testing.

Thisfeatureis limited to NetWare 4.0 through 4.1.

In Novell GroupWise, physicaly, a directory structure on aserver. The
domain directory structure contains a group of processes, databases, and
message-queue subdirectories. They are represented logically as GroupWise
container objectsin the NDS database. A domain has the following basic
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components: directory store, message transfer agent (MTA), administration
agent (ADA), and input and output queues.

domain name service
A component of DNS that provides the actual name-to-IP address mapping to
locate another computer on the internetwork or Internet.

domain name space
A hierarchical representation of DNS, in which the hierarchy looks like an
inverted tree structure.

Domain Name System
DNS

A distributed database that provides name-to-1P address mapping for
computers on an internetwork or on the Internet.

domain.nlm
A NetWare Loadable Module that creates a protected operating system
domain in NetWare 4.0 and 4.1. Any NLM under devel opment should be
tested in this special area so errors do not corrupt the system.

This utility is not included with NetWare 4.11 because improved abend
recovery options and other server operating system enhancements are more
effective.

Domain SAP/RIP Service
DSS

A service on aNetWare/I P network that replaces |PX broadcast services. DSS
servers maintain a database that provides NetWare/I P servers and clientswith
SAP/RIP information (service availability and routing) required by NetWare
applications.

Dont Compress
Dc

Short for "Dont Compress attribute.”

Dont Compress attribute
Dc

A file system attribute that preventsthefile, or thefilesin thedirectory and its
subdirectories, from being compressed even when the threshold set by the
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Dont Migrate

server isreached. In the case of adirectory, individual files marked with the
Immediate Compress attribute are unnaffected by this attribute.

Dm
Short for "Dont Migrate attibute."

Dont Migrate attribute

Dont Suballocate

Dm

A file system attribute that prevents an individua file, or thefilesin the
directory and its subdirectories, from being migrated to a secondary storage
device (such asatape drive or optical disk) even when the threshold set by the
server is reached.

Ds
Short for "Dont Suballocate attribute."

Dont Suballocate attribute

DOS client

DOS device

DOS version

downstream

Ds

A file system attribute that prevents an individual file from being stored in
suballocated (unused) portions of disk blocks, evenif suballocation isenabled
for the system.

A workstation that boots with DOS and gains access to the network through
either the NetWare DOS Requester software and its VLM programs (for
NetWare 4), or a NetWare shell (for NetWare 2 and NetWare 3).

A storage unit compatible with the DOS disk format, usually a disk drive or
tape backup unit.

The version number and name of a specific installation of DOS software, for
example, DR DOS 6.0, MS DOS 3.3, and so forth. Different machine types
use different versions of DOS that are generally not compatible.

Describes the destination direction of atransmission.
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downstream

DRIVE

drive

drive

drive array

drive mapping

driver

Ds

Describes the direction of dataflow from alogica unit (LU) residingin a
VTAM (SNA nodetype 5) host system toward a dependent LU residing in an
SNA node type 2.0 or 2.1 peripheral node. Thisterm pertains only to SNA
traffic on dependent LUs.

Thelogin script command that specifieswhich driveisthe default. Theformat
for thiscommand is: DRIVE S..

Short for "physical drive."

A storage device that dataiswritten to and read from, such as adisk drive or
tapedrive. A drivethat is physically contained in or attached to aworkstation
iscalled alocal drive.

Short for "logical drive."

Anidentification for aspecific directory located on adisk drive. For example,
network drives point to adirectory on the network, rather than to alocal disk.

A category of disk arrays (two or more drives working together) that provide
increased performance and various levels of error recovery and fault
tolerance. RAID can be implemented in software using standard disk
controllers, or it can be designed into the disk controller itself.

Also called RAID (redundant array of independent disks).

A pointer to alocation in adirectory stucture, represented as a letter assigned
to adirectory path.

A software modul e that manages the operation of a specific device or protocol
and provides services to modules running above it. Drivers allow higher-level
modules, such as applications, to be device- and protocol-independent (ableto
run on any device or protocol for which adriver is available).

Initialism for "Dont Suballocate attribute."”
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DS

DS

DS

DS

DSDIAG

DSMERGE

DSREPAIR

DSS

Directory Services

data segment

digital service

A datatransmission standard, asin DS-0.

double sided

Short for "DS DIAGNOSTICS."

A NetWare L oadable Module (NLM) that enables a network administrator to
document the configuration of an NDS tree, to verify the health of an NDS
tree, and to diagnose or pinpoint problemsin an NDS tree.

DSDIAG checks information and generates reports about the NDS tree,
partition status, and server status.

A NetWare Loadable Module (NLM) that enables a user to create asingle
NDS tree from two separate trees by merging them at the root. DSMERGE
also enables a user to rename an NDS tree, to verify that al the serversin the
NDS tree are responding properly, and to view time synchronization
information.

A NetWare L oadable Module (NLM) that allows the network administrator to
repair problems in the the NDS database on a server.

Domain SAP/RIP Service

A service on aNetWare/I P network that replaces IPX broadcast services. DSS
servers maintain a database that provides NetWare/I P servers and clients with
SAP/RIP information (service availability and routing) required by NetWare
applications.
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DSS

DSS

DSS

DSS

DSS

DSU

DTE

DTE address

document and security server

Decision Support System

A spreadsheet-like business product that runs on mainframes.

DECnet System Services

Department of Social Security

An Australian government entity.

digita signature standard

digital service unit

A device between a users dataterminal equipment (DTE) and acommon
carriersdigital circuits. A DSU formats datafor transmission on public carrier
WANSs and ensures that the carriers requirements for data formats are met.

dataterminal equipment

Any communications device that receives signals from data communications
equipment (DCE) devicesin a packet-switched network.

Inthe RS-232-C standard devel oped by Electronic Industries Association, the
two types of communications devices are data terminal equipment (DTE),
typically personal computers or dataterminals, and data communications
equipment (DCE), typically modems and printers. They are differentiated by
their wiring of pins2 and 3.

The X.121 address assigned to the local or remote data terminal equipment
(DTE).
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dual processing

duplex

duplexing

duplicatable

DVD

A NetWare SFT 111 configuration that assigns parts of the operating system
(the IOENgine and the M SEngine) to separate CPUSs. It isalso possibleto run
both engines on the same CPU, but running them on separate processorsis
what creates adual processing system.

To duplicate data on two hard disks using separate controllers and separate
disk channels. If the original disk or channel fails, the duplicate disk takes over
automatically. This provides a means of data protection.

Short for "disk duplexing.”

A key attribute specifying that multiple recordsin afile can have the same
valueinthe key field.

digital video disk

A high-capacity disk format that is the same size as a CD-ROM (5 inchesin
diameter), but it is capable of holding between 4.7 and 17 gigabytes
(compared to about 650 megabytes for a CD-ROM). The capacity of aDVD
is determined by whether one or two substrates are used, and by whether
information is recorded on one or two sides of the disk.

A recordable digital video disk (DVD-R) can store 3.8 gigabytes per side.

dynamic configuration

In Windows, the ability to add or remove hardware while the machineis
running so that applications can recognize and adapt to the changes.

dynamic configuration

In networking, ameans of allowing thefile server to alocate memory or other
resources as needed, subject to availability, while the network is running.

Dynamic Host Configuration Protocol

DHCP

A TCP/IP protocol that provides static and dynamic address allocation and
management. It allowsahost server to assign temporary | P addressesto client
stations that call the server to obtain an address.
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EEE

El

ECB

effective rights

EGP

A European communications standard used to transport 30 voice channels at
64 Kbps (for atotal of 2,048 Mbps).

event control block

A structure that controls events related to the transmission and reception of
IPX and SPX packets. ECBsalso control the establishment and termination of
SPX sessions.

The rights that an object can exercise to see or modify a particular directory,
file, or object. Effective rights are acombination of inherited rights, explicitly
granted rights, and security equivalences. An objects effective rightsto a
directory, file, or object are calculated by the system each time that object
attempts an action.

Exterior Gateway Protocol

A protocol that exchanges network access information between autonomous
systems. EGP is part of the TCP/IP protocol suite.

Routers within each autonomous system are chosen to use EGP to talk to the
outside world, usually over the Internet. These EGP routers are called exterior
routers.

The exterior routers become EGP neighbors. The EGP neighbors exchange
information about the networks that can be reached within the neighbors
respective autonomous systems.
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elevator seeking

encapsulation

encoding option

end node

end system

ENS

ENS

enterprise network

Erase right

A processwhere the hard disk read-write head picks up datain the direction it
istraveling across the disk, rather than in the order datais requested. In this
way, disk 1/0 requests are organized logically according to disk head position
asthey arrive at the server for processing. This reduces back-and-forth
movements of the disk head and minimizes head seek times.

The technique used by protocols in which alayer adds header information to
the protocol data unit (PDU) from the preceding layer. Also used in

envel oping one protocol inside another for transmission, for example, Internet
Protocol (IP) inside IPX.

InNetWareLink/SNA, the encoding used for an SDL Clink. The encoding can
be non-return-to-zero (NRZ) or non-return-to-zero (inverted) (NRZI).

The machine or unit (node) that serves as an originator and as the final
destination of network traffic. The end node does not relay traffic originated
by other nodes.

In the OSI model, the computer containing application processes that can
communicate through all seven layers. Equivalent to an end node.

Event Notification Service

A brokered servicein NDPS that allows printers to send customizable
notifications to users and operators about printer events and print job status.
This service supports a variety of delivery methods including NetWare pop-
ups, log files, e-mail (GroupWise), and third-party programs.

Executive News Service

An internetwork that connects a corporations local and remote sites.

A file system right that grants the ability to delete directories, subdirectories,
or files.
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error code

error log

Ethernet

A hexadecimal or decimal number indicating that a software or hardware error
has occurred that does not allow NetWareto continue processing. Thisnumber
isusualy displayed within a system message for an application, although it

might be displayed by itself, or with a description of the code, or with words
such as"error code," "return code,” "return value,” or just "code" precedingit.

Many system messages and error codes display only afew digits of the full
hexadecimal error code. Often a number code is truncated to two digits, so it
is not the actual decimal equivaent of the hexadecimal code.

A record of the system messages that have appeared on the server console. It
is stored as a text file on the server and keeps growing until the network
administrator clearsit.

The system messagesin the log might be related to NDS synchronization, file
migration, NLM execution, disk mirroring, or any other server operation.

A high-speed local area network hardware standard that consists of a cable
technology and a series of communication protocols. Ethernet uses abus
topology (configuration) and relies on the CSMA/CD access method. It isthe
primary communications circuitry used in many mainframe, PC, and UNIX
networks.

Ethernet configuration

EtherTalk

A network that uses an Ethernet cabling system.

An AppleTalk network on Ethernet. An EtherTalk network can be either
nonextended (EtherTalk 1.0) or extended (EtherTalk 2.0).

European Conference of Postal and Telecommunications Administration

CEPT (Conférence Européenne des Postes et des Télécommunications)

The association of the European Post, Telephone, and Telegraph agencies
(PTT) that recommends communication specifications to the International
Telecommuni cation Union Telecommunication Standardization Sector (1TU-
T). This governing body created the facility used to transport 30 voice
channels at 64 Kbs (for atotal of 2.048 Mbps); al'so known as "E1."
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event control block

ECB

A structure that controls events related to the transmission and reception of
IPX and SPX packets. ECBsalso control the establishment and termination of
SPX sessions.

Event Notification Service

excess burst size

ENS

A brokered service in NDPS that allows printers to send customizable
notifications to users and operators about printer events and print job status.
This service supports a variety of delivery methods including NetWare pop-
ups, log files, e-mail (GroupWise), and third-party programs.

Be

The maximum number of uncommitted data bits that the network attemptsto
deliver over ameasured timeinterval.

Exchange Identification

Execute Only

XD

A specific type of link unit (commands and responses) used to carry node and
link characteristics between adjacent nodes.

X1Ds are exchanged between link stations before activation to negotiate
acceptable characteristics. XIDs are also exchanged during activation to
adjust for changes in these characteristics.

X
Short for "Execute Only attribute.”

Execute Only attribute

X

A file system attribute that prevents afile from being copied. Only userswith
the Supervisor right to thefile can set thisattribute. Once set, thisattribute cant
be removed, so users should have a backup copy of thefile.
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expert parameter

expiration policy

expire

expire

explorer frame

Any of the advanced parameters used to provide more specific control on
packet-level operations (such as NetWare Link/X.25 Packet layer) and frame-
level operations. Expert parameters are used to configure the more advanced
aspects for a specific WAN call destination, and to configure permanent
virtual circuits (PVCs).

The policy that determines how long articles in a particular discussion group
will remain on the news server before they are deleted.

To become invalid due to the passage of a defined period of time.

The program and process in which articlesin an Internet discussion group are
deleted from the news server.

A frame used in token-ring source route bridging to determine the best route
to other network devices. There are two types of explorer frames: the al-
routes explorer, sent along every route between two hosts; and the spanning-
tree explorer, sent only along the spanning tree.

Extended AppleTalk network

extended network

An AppleTalk network on high-speed media, such as Ethernet, token ring, or
FDDI. An extended network is capable of supporting the Phase 2 addressing
extensions of a network range and zones list.

An AppleTalk network on high-speed media, such as Ethernet, token ring, or
FDDI. An extended network is capable of supporting the Phase 2 addressing
extensions of a network range and zones list.

Exterior Gateway Protocol

EGP

A protocol that exchanges network access information between autonomous
systems. EGP is part of the TCP/IP protocol suite.

Routers within each autonomous system are chosen to use EGP to talk to the
outside world, usually over the Internet. These EGP routers are called exterior
routers.
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The exterior routers become EGP neighbors. The EGP neighbors exchange
information about the networks that can be reached within the neighbors
respective autonomous systems.

External Entity object

A leaf object that represents a non-native NDS object which isimported into
NDS or registered in NDS.

external reference

In Storage Management Systems (SMS), apointer to an NDS object not found
locally on the server. It is used to authenticate and reference objects that are
not local to the server.
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FFF

fake root

Fast Select

FAT

fault tolerance

FDDI

A subdirectory that functionsasaroot directory. NetWare allowsauser to map
adriveto afake root (adirectory where rights can be assigned to users).

A facility that expandsthe Call and Clear User datafields from the typical 16
octets, making the data field more useful for short duration, low-volume,
transaction-oriented applications.

file dlocation table

An index table that points to the disk areas wherefiles are located. Every
volume contains a FAT.

A means of protecting data from hazards such as power outages or disk
failures, by providing data duplication on multiple storage devices, or by
distributing the NDS database among several servers.

Fiber Distributed Data Interface

A LAN standard for using fiber optic cable which carries alight source
generated by alaser or LED. FDDI standards govern high-speed (100 M bps)
fiber-optic connections, and are under the guidance of ANSI Committee
X3T9.5.
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FECN
Forward Explicit Congestion Notification

The notification set by the frame relay network to indicate that it has
experienced congestion in the packet forwarding direction of the frame.

feed
The Internet discussion groups that a news server receives from other news
servers.

Fiber Distributed Data Interface
FDDI

A LAN standard for using fiber-optic cable. FDDI standards govern high-
speed (100 Mbps) fiber-optic connections, and are under the guidance of
ANSI Committee X3T9.5.

field
1. An areain theinterface where the user types information.
2. Inthe Common Desktop Environment (CDE), awindow element that holds
data, asin the Name text field or the Telephone number text field.

field

1. The smallest unit in adatabase. Information in adatabase record is entered
and displayed in fields.

2. The smallest meaningful unit of datain afile.

In NetWare SQL, avertical collection of valuesin atable. All the valuesin a
given field represent the same type of information. A field isalso called a
column.

In Btrieve, the term field has been used historically to refer to portions of a
record that have been designated as segments of a key. Technically speaking
however, Btrieve records contain no fields.

file allocation table
FAT

An index table that points to the disk areas wherefiles are located. Every
volume contains a FAT.
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file cache

file caching

file compression

file handle

file indexing

file right

File Scan right

An area of server RAM where the hash table, FAT, Turbo FAT, directory
cache, and temporary data storage for files are located.

The process of holding afilein server RAM so it can be retrieved quickly.

A means of allowing more datato be stored on server hard disks by
compressing (packing) files that arent being used. Enabling compression in
NetWare volumes can effectively increase disk space by up to 63%.

A number used to refer to or identify afile.

The method of indexing FAT entries for faster access to large files. For
example, to goto block 128 of afile, file indexing allows a user to go right to
the block instead of scanning through the 127 previous blocks.

A NetWarefile system property that controls what a trustee can do with afile
or directory. Filerights control the security in a directory structure.

File and Directory rights are
Supervisor

Read

Write

Create

Erase

Modify

File Scan

Access Control

A file system right that allows the trustee to see the file and its directory
structure back to the root of the volume, or to see the filesin the directory
unless other rights are assigned below it.
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file server

file system

File System object

file system right

A computer that controls the system, runs programs, and stores files for
networks or multi-user systems. In NetWare, thisis called a NetWare server.

The organization the NetWare server usesto store dataon its hard disks. Each
fileisgiven afilename and stored at a specific location in ahierarchical filing
system so that files can be located quickly.

Formerly called directory structure.

A generic name for any of the following file system components. volume,
directory, file, trustee, inherited rights filter (IRF), and name space entry.

In the NetWare file system, the ability of atrustee to see or manipulate files
and directories. File system rights are granted by making trustee assignments.
File system rightsinclude

Access Control
Create

Erase

File Scan
Modify

Read
Supervisor

Write

File Transfer Protocol

FTP

A part of the TCP/IP suite of control procedures for downloading filesfrom a
remote host computer to alocal computer. FTP can be implemented either
from aTelnet client by using mostly UNIX commands, or by using a software
program such as LAN WorkPlace that automates many of the functions for
you. The FTP protocol is also supported by many World Wide Web browsers
such as Mosaic and Netscape.
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filter

filter

filter

Filter

filter

filtering rate

firmware

flag

flag

flag

To selectively discard packets of a certain type.

The process on arouter that selectively discards packets of a certain type, or
packets originating from or destined for a certain location.

—rightsfilter definition to go here—

1. In Novell GroupWise, afeature allowing auser to display items according
to specific criteria.

2. Inthe Common Desktop Environment (CDE), afeature used to display only
objectsthat meet certain criteria, such asaname pattern match, and to hide al
other objects from view. For example, In the File Selection dialog box, Filter
isatext field used for specifying aname pattern so that only objectsthat match
the pattern are shown.

—search filter definition to go here—

The speed at which packets are checked against filter criteria.

A set of software instructions that are set, permanently or semipermanently,
into integrated circuitry.

A field that is repeated at the beginning and end of a synchronous data link
control (SDLC) or high-level datalink control (HDLC) frame. Theflag field
aways has a bit pattern of 011111110.

In the NetWare file system, any of the characteristics assigned to directories
and files that dictate what can be done with the directories or files. Attribute
isthe preferred term.

To set afile or directory attribute.
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flooding

The process by which the logical map of the network is updated when each
router distributesits link statesto all other routers, and each routers database
is then updated.

flow control negotiation

folder

forced logout

foreground

form

form

form

A process that allows the negotiation, on a per-call basis, of the window size
and maximum user packet size used on avirtual call in each direction.

1. A place where applications and files can be stored.

2. A holder of documents, applications, and other folders on the (Macintosh)
desktop. Folders act as subdirectories, allowing you to organize information.
A folder is the secondary organizing unit on the file server.

3. In the Common Desktop Environment (CDE), an icon that represents a
directory.

4. The same as "directory.” In Microsofts documentation, the terms "folder”
and "directory” are used interchangeably.

The administrative option to log a user out of a server containing files due to
be synchronized, before the synchronization occurs, thus ensuring that all
relevant files are available for synchronization. This option can be set to force
usersto close the files that would otherwise be affected.

Inthe Common Desktop Environment (CDE), the content of awindow and the
color or shading used to distinguish it from the windows background.

An onscreen outline used to input and submit information for storage or
processing.

InaNetWare printer command, the name and size of the paper used for aprint
job.

In aDOS menu utility, a screen used to set options pertaining to specific
NetWare features and functions.
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form

forwarder

A box that contains fields in which the user enters information. Some fields
have menus the user can access from the form.

A DNS server that sends queriesif the requested information cannot be found
on the local server. The forwarder processes all off-site DNS queries.

Forward Explicit Congestion Notification

FQDN

FON

fragment

fragmentation

frame

FECN

The notification set by the frame relay network to indicate that it has
experienced congestion in the packet forwarding direction of the frame.

fully qualified distinguished name

Also known as an absol ute domain name, an FQDN specifies anodes|ocation
in the DNS hierarchy, relative to the root of the DNS domain. For example,
host1.engineering.novell.com., including the trailing period.

fully qualified name

A complete address, filename, or pathname, including the host or root and al
the direct-line subdirectories. A fully qualified filename includes the name of
thefile at the end of the path.

One piece of apacket that has been divided by fragmentation.

The processin which a packet is broken into smaller piecesto fit the size
requirements of the physical network it is transmitted across.

In WordPerfect Presentations, a group of lines framing a side of a data chart.
Frames can be on the back, front, left, right, top, or bottom of a data chart.
Each line in adata chart frame represents a data value.

A box that defines an areain the drawing window for text, a chart, a bitmap
image, or afigure. You can increase or decrease the size of aframe by
dragging one of the handles surrounding it.
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frame

Frame layer

Frame Reject frame

frame relay

frame relay network

frame switching

In anetwork operating system, a data block that can contain data bits, source
and destination addresses, and error checking. Each frame uses agiven format
or protocol for a specific medium. Some media support multiple frames, such
as Ethernet 802.2, Ethernet 802.3, Ethernet |1, Ethernet SNAP, Token Ring, or
Token Ring SNAP.

An X.25 layer that transports data across the physical link, controls the
interchange between the data terminal equipment (DTE) and data circuit
terminating equipment (DCE), and corrects any link errors. Also called the
"Link layer."

FRMR

A type of frame that reports an error condition not recoverable by
retransmission of the frame.

A form of packet switching that relies on high quality phone linesto minimize
errors. It does error checking but no correcting in the network. The end
devices, like LAN servers and clients, make corrections when necessary.
When atraditional protocol like SDLC (Synchronous Data Link Control) is
adapted to frame relay by a Frame Relay Access Device (FRAD), the FRAD
will correct errors. Frame Relay is very good at efficiently handling high-
speed, bursty data over wide area networks. It offers lower costs and higher
performance for those applicationsin contrast to the traditional point-to-point
services (leased lines).

A private-line network that permanently allocates dedicated transmission
resources between communication end points. A frame relay network,
characterized by packet switching with no error correction, uses statistical
multiplexing, allocating transmission resources only when there are active
communications.

The process of quickly transporting high-level datalink control (HDLC)
frames through a network. Also called frame relaying (technology).
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frame type

free space

FRMR

FTP

A set of standards that specifies the function and communications of the data
link layer in networks. Frame types determine how packets of network data
are formatted on different LANSs. Ethernet, token ring, ARCnet, and other
LANSs use different formats. The TCP/IP and IPX protocols also require
different frame typesin someinstances.

Short for "storage free space.”

In NSS, ablock of unassigned partition space on ahard disk, or free spacein
aNetWare volume that NSS can claim.

Frame Reject frame

A type of frame that reports an error condition not recoverable by
retransmission of the frame.

File Transfer Protocol

A part of the TCP/IP suite of control procedures for downloading filesfrom a
remote host computer to alocal computer. FTP can be implemented either
from aTelnet client by using mostly UNIX commands, or by using a software
program such as LAN WorkPlace that automates many of the functions for
you. The FTP protocol is also supported by many World Wide Web browsers
such as Mosaic and Netscape.

full-duplex transmission

A process that allows two data streams to flow in opposite directions
simultaneously. The receiving application can send control information back
to the sending application while the sending application continues to send
data.

fully qualified distinguished name

FQDN

Also known as an absol ute domain name, an FQDN specifies anodes|ocation
in the DNS hierarchy, relative to the root of the DNS domain. For example,
host1.engineering.novell.com., including the trailing period.
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fully qualified name
FQN

A complete address, filename, or pathname, including the host or root and all
the direct-line subdirectories. A fully qualified filename includes the name of

thefile at the end of the path.

106 NetWare 5.1 Glossary



GGG

garbage collection

gateway

gateway

gateway

The operating system process of reclaiming used memory blocks. The
operating system deall ocates blocks of memory that were once allocated but
arenolonger inuse. It also gathers scattered blocks of free memory into larger
contiguous free blocks.

A hardware and software combination that runs on the OSl application layer
and allows dissimilar protocols to communicate by filtering communications
through industry-standard protocols. Examples of protocols a gateway might
use are TCP/IP, X.25, and SNA.

A software modul e that allows NDPS clients to send jobs to printersthat are
not NDPS aware, and to access printers and print systems that require jobsto
be placed in queues. NDPS supports third-party gateways, which are
developed by printer manufacturersto support printersdirectly attached to the
network, and the Novell gateway, which consists of aPrint Device Subsystem
and a Port Handler component and supports local and remote printers,
including those using NPRINTER or QMS.

In Novell GroupWise, a connection between a GroupWise system and a
foreign electronic mail system (a system other than GroupWise).

General Help Screen

A type of online help screen available in the command line utility help that
provides general information about the item specified in the help command
typed at the DOS or OS/2 prompt.
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Grace Logins Allowed

grant

green box

grid

Group

group

Group object

Short for "Grace Logins Allowed property.”

To confer access and/or management privileges to atrustee. The trustee
represents the user receiving the privileges, while the target represents the
network resource the user can access or manage.

A package which contains a non-English or localized version of NetWare,
which is unique for each locale or language.

1. A pattern of horizontal and vertical lines (usually dotted), similar to those
found on graph paper, that help you measure and align objectsin aform
window. Grid lines do not print, and do not display in WordPerfect InForms
Filler.

2. In the Common Desktop Environment (CDE), an array of locations,
sometimes invisible, that you can use to align objects to those locations.

Short for "Group object.”

1. A set of related options in a dialog box, often with its own subtitle.

2. A collection of network userswho share applications, perform similar tasks,
or have similar needs for information.

3. Inthe Common Desktop Environment (CDE), a collection of userswho are
referred to by a common name. The rights assigned to the group determine a
users access to files. In Application Builder, agroup consists of two or more
user interface objects that are selected in a user interface and made part of a
group for layout, visibility, or internationalization purposes.

A leaf object inthe NDStreethat representsalist of User objects. It isused to
provide collective, rather than individual, network administration. The Group
object differs from a container object in that instead of containing the User
objects, it lists them as members.
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HHH

HAM

HAM

handle

handle

handler

handshaking

hold and modify

host adapter module

A driver component used to drive specific host adapter hardware in the
NetWare Peripheral Architecture (NPA). This component is part of the host
adapter interface (HAI), which is standard for tape drives.

A pointer used by acomputer to identify aresource or feature. For example, a
directory handle identifies a volume and a directory, such as sys.public.

An on-screen marker, usually asmall black square, that enables a user to size
and manipulate an object or item in a drawing. Handles appear at the corners
and sides of selected objects.

In the Common Desktop Environment (CDE), the distinguished recipient
procid of a Tool Talk request. This procid must complete the indicated
operation.

The exchange of signals between two data communications systems prior to
and during data transmission to coordinate and control each phase of
transmission over a serial connection.
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hard disk

A high-capacity storage medium consisting of a stack of magnetic disks that
hold information in concentric areas called cylinders. This device can be
network or local. Internal hard disks use channel 0; external hard disks use
channels 1 through 4.

Also called fixed disk.

hardware detect NLM

hashing

HBA

HCSS

HDLC

hwdetect.nim

An NLM that runs automatically during the NetWare installation process to
detect hardware devices and load the appropriate drivers.

The process of using the hash algorithm in order to access afile on alarge
volume. Thealgorithm calcul ates afiles address both in cache memory and on
the hard disk and predicts the address on a hash table, which is much more
efficient than searching for the file sequentially.

host bus adapter

A SCSI adapter board or disk controller that adds a bus through which
peripheral devices (such as hard disks, tape drives, and CD-ROM drives) are
connected to the computer. These devices typically have embedded
controllers.

High Capacity Storage System

A data storage system that extends the storage capacity of a NetWare server
by integrating an optical disk library, or jukebox, into the NetWarefile system.

HCSS moves files between faster low-capacity storage devices (the servers
hard disk) and slower high-capacity storage devices (such asoptical discsina
jukebox).

high-level data link control

A bit-oriented, synchronous, communications protocol defined for high-level,
synchronous connections to X.25 packet networks. HDL C applies to the data-
link layer of the OSI model.
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header

header

header

HDLC issimilar in amost all respects to synchronous data link control
(SDLC).

The information at the beginning of a packet that defines control parameters
such as size, memory requirements, and entry point of a program, aswell as
the locations in the program of absolute segment address references.

In aword processing document, the information located at the top of the
pages. A header typically includes document information and a page number.

In the Common Desktop Environment (CDE), the basicinformationin Mailer
about an electronic mail message asit appearsin the mailbox. A message
header displays the name of the sender, subject, the date and time it was
received, and message size.

In the File Manager, the header describes one of the two possible ways of
displaying the current path directory (complete path names or icons).

header compression

Help Desk Policy

A set of standard compression options intended to eliminate nonessential
information from the frame format, including address and control
compression, protocol 1D (PID) compression, and data compression. Header
compression also maximizes the bandwidth available from public switched
telephone network (PSTN) connections.

Short for "Help Desk Policy object.”

Help Desk Policy object

Help Request

An NDS object that contains rules established by the network administrator
for Help Request users.

A user application that exposes help support options for the user, which are
specified in the Help Desk Policy associated with the user. It can be made
available on any workstation, even one that has not been registered.
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hexadecimal

Hidden

hidden

Hidden attribute

Short for "hexadecimal numbering system."

Describes something that uses a hexadecimal numbering system.

H
Short for "Hidden attribute."”

In the Common Desktop Environment (CDE), a state in which an element is
not displayed on the screen. For example, inthe message line of File Manager,
hidden describes the state or status of afile or folder when it is not visiblein
aFile Manager view. Files and folders may be hidden or shown depending on
settings controlled by the user.

H

A file or directory attribute that hides the file or directory from the DOS DIR
command and prevents thefile or directory from being deleted or copied. The
NetWare DIR command will list the file or directory if the user hasthe File
Scan right.

hierarchical addressing

An addressing schemein which anetwork is partitioned into sections, with the
section identifier forming one part of each destination address, and the
destination identifier forming another. Destination identifiers, such as server
names, can be reused in different sections, because the section identifier
distinguishes them. There can be more than one level of sections.

high-capacity storage device

A device, such as an optical disk, that can contain alarge amount of data.
Several optical disks are stored in a jukebox which uses an autochanger
mechanism to mount and dismount optical disks as needed.

High Capacity Storage System

HCSS

A data storage system that extends the storage capacity of a NetWare server
by integrating an optical disk library, or jukebox, into the NetWare file system.
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HCSS moves files between faster low-capacity storage devices (the servers
hard disk) and slower high-capacity storage devices (such asoptical discsina
jukebox).

high-level data link control

history

HIT

hive

hole in the tree

home directory

home directory

Home Directory

HDLC

A bit-oriented, synchronous, communications protocol defined for high-level,
synchronous connections to X.25 packet networks. HDL C applies to the data-
link layer of the OSI model.

HDLC issimilar in amost all respects to synchronous data link control
(SDLC).

In the Common Desktop Environment (CDE), usualy alist of most recently
accessed files, directories, or commands.

Hub information table

A Novell-specific software term that is part of Hub Management Interface
(HMI).

A registry component. Hiveis a set of keys, subkeys, and values.

This security feature in trustee assignments prevents users who haverightsin
one branch of the Directory Services tree from jumping over to a place where
he or she doesnt have rights and then browsing through the entire tree.

In the Common Desktop Environment (CDE), a directory where you keep
personal files and additiona directories. By default, the File Manager and
Terminal Emulator windows are set to the home directory when you first open
them.

A network directory that the network administrator can create for auser. The
user should keep personal filesin this directory.

Short for "Home Directory property.”
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Home Office Network

hop

hop count

host

host

host

host

A network of 2—3 personal computers connected in a home environment. Itis
designed to merely share file and print services without significant security
and naming reguirements.

A measure of distance in routers on a network. The number of hopsto a
destination network is the number of routers that must be traversed to reach
the network. The number of hopsis part of each network entry in a Routing
Information Packet (RIP).

The routing metric used to measure the distance between a source and a
destination. Each hop count equal sthe transmission of apacket across arouter.

Short for "SNA host."

In SNA, the primary upstream computer in a network. The host is the
computer or one of the computers in which a system services control point
(SSCP) resides. In the NetWare for SAA environment, the host is usualy an
IBM System/370 mainframe computer or an IBM AS/400 computer.

Short for "SBACKUP host."

A NetWare server that an administrator runs SBACKUP from. A storage
device and a storage device controller are attached to it.

A computer attached to a network that provides services to another computer
beyond simply storing and forwarding information. Usually refersto
mainframe and minicomputers.

In the Common Desktop Environment (CDE), both acomputer system, andin
Tool Talk the system that contains the file.

host adaptor module

HAM

A driver component used to drive specific host adapter hardware in the
NetWare Peripheral Architecture (NPA). This component is part of the host
adapter interface (HAI), which is standard for tape drives.
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host bus adapter

host computer

hostname

hostname

host server

hot expansion

hot insertion

hot plug

HBA

A SCSI adapter board or disk controller that adds a bus through which
peripheral devices (such as hard disks, tape drives, and CD-ROM drives) are
connected to the computer. These devices typically have embedded
controllers.

In acomputer network, the computer where data or applications are stored and
from which datais retrieved or applications are run.

In anetwork or distributed processing environment, the name used to identify
the computer that provides services to other computers or terminals that can
access the network.

In the Domain Name System (DNS), a unique name associated with an IP
address. A hostname cannot contain a space, tab, number sign (#), or end-of-
line character.

A NetWare server with ahost adapter and storage device, such asatapedrive,
attached. Also, the NetWare server where the backup program resides.

In PCI Hot Plug technology, the process of adding a new adapter of any type
to arunning system by using hot insertion.

In PCI Hot Plug technol ogy, the process of physically plugging an adapter
board into a PCI slot without removing power to the server.

Technology that allows a user to physically remove and insert industry-
standard PCI devices (such as LAN adapters, disk controllers, or disk drives)
without disrupting the operation of other devicesin the system. Thisalows
the same functionality to continue after replacing the device. Only individual
slotsare affected (the system does not need to be powered off to perform these
functions). This technology requires both hardware and software that is PCI
capable.
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hot removal

hot replace driver

hot replacement

hot spot

hot spot

hot swap

HTML

HTML form

In PCI Hot Plug technol ogy, the process of physically removing an adapter
board from a PCI slot without removing power to the server.

In the NetWare operating system, adisk driver that can be loaded while the
server is running and while the previous version of the disk driver is still
loaded. When a hot replace driver isloaded, NetWare automatically unloads
the old version of the driver with no interruption in operation.

The ahility to change a computers hardware or software without rebooting.

In PCI Hot Plug technology, the process of removing afailed PCI adapter and
inserting an identical adapter without removing power to the server.

Anicon or part of alarger image used as a hyperlink to another document or
file. When the hot spot is selected by clicking on it, the linked material is
searched and displayed.

In the Common Desktop Environment (CDE), the place on the pointer that
determines the exact spot on the screen where an action is performed.

Inthe OSF/Motif Style Guide, the actual position on the pointer that identifies
the element to which input associated with the pointer is directed.

The ability to change a computers hardware or software without rebooting.

HyperText Markup Language

The language used to create pages on the World Wide Web. Because HTML
uses ASCII text character combinations to code or tag various options, it can
be used on avariety of platforms. HTML coding can be used to format text,
create lists, insert multimedia, create forms for collecting user input, and
create links to other Web locations.

An HTML feature that enables creation of Web pages that collect user input
and submit the input to a Web server for processing. Using HTML tags, auser
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HTTP

hub

hub

hwdetect.nlm

hypertext

can create forms that contain text boxes, text blocks, menus, check boxes,
radio buttons, and password boxes.

Hypertext Transfer Protocol

The protocol that Web servers and Web browsers use to communicate with
each other on the World Wide Web (WWW). Web browsers submit HTTP
requests; Web servers use HTTP to respond with the requested document.

A device that modifies transmission signals, allowing the network to be
lengthened or expanded with additional workstations. Two kinds of hubs
exist:

Active hubs amplify transmission signals in network topologies. Active
hubs are used to add workstations to a network or to extend the cable distance
between stations and the server.

Passive hubs are used in certain network topologiesto split a transmission
signal, allowing additional workstationsto be added. Passive hubs cant
amplify the signal, so network cables must run directly to a station or to an
active hub.

The GroupWise configuration in which all messages pass though a central
domain. Specifically, a GroupWise hub is a GroupWise system that routes
messages between subscriber GroupWise systems without the administrative
overload of setting up an external domain for each GroupWise system.

hardware detect NLM

An NLM that runs automatically during the NetWare installation process to
detect hardware devices and load the appropriate drivers.

Text that contains links to other places within the same document, or to other
documents stored locally or on Web servers anywhere. This method of storing
and presenting information allows almost instantaneous retrieval of
information.

HHH 117



hypertext link
A call to alocation. The call is embedded in an online document to link to
other places within the same document or to other documents stored either
locally or on aWeb server anywhere. A hypertext link allowsreadersto move
instantaneously from the current location to the location specified by thelink.
Also called an anchor.

hypertext markup language
HTML

The language used to create pages on the World Wide Web. Because HTML
uses ASCII text character combinations to code or tag various options, it can
be used on avariety of platforms. HTML coding can be used to format text,
create lists, insert multimedia, create forms for collecting user input, and
create links to other Web locations.

118 NetWare 5.1 Glossary



ICMP

IDBLK

IDE

Initialism for "Immediate Compress attribute.

integrated circuit

input context

An X input method (XIM) component.

Internet control message protocol

An integral part of the Internet Protocol (1P) that handles error and control
messages. Specifically, gateways and hosts use ICMP to send reports of
problems about datagrams back to the original datagram source. ICMPisused
to report routing errors and messages.

A three-digit hexadecimal operand inthe Virtual Telecommunications Access
Method (VTAM) physical unit definition statement that denotes the device

type.

Interactive Development Environments, Inc.
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IDE

IDE

identifier variable

idle loop

IDNUM

IEEE 802.2

IETF

Integrated Drive Electronics

A hard disk interface (such as ESDI or SCSI) that has replaced the ST-506.
The controller hardware is placed on the drive itself for improved
performance.

integrated development environment

A part of Borlands Turbo C++ compiler.

A variable used in NetWare login scripts that allows users to enter avariable
(such as LOGIN_NAME) in alogin script command, rather than a specific
name (such as RICHARD).

A process the computer processor executes when it is not busy performing
work. The higher the percentage of processor time devoted to the idle loop
process, the less active the processor.

An operand in the Virtual Telecommunications Access Method (VTAM)
physical unit (PU) definition statement that identifies the specific device (if
physical unit type 1 or 2) or the specific connection (if physical unit type 4 or
5). IDNUM is expressed as afive-digit hexadecimal value. In NetWare Link/
SNA, thisvalueisused to identify the PUID.

A logical link control standard for local area networks (LANS). This standard
of the Institute of Electrical and Electronics Engineers (IEEE) describes the
function of the Logical Link Control (LLC) protocol used in both token ring
and Ethernet LANSs. 802.2 is one of a set of communications standards that
define physical and electrical network connections. The 802.2 standard
specifies the data link layer for use with 802.3 networks (thick, thin, twisted
pair, and fiber-optic Ethernet networks) and with 802.5 networks (twisted pair
or fiber-optic token ring networks).

Internet Engineering Task Force

The Internet Activities Board (IAB) task force responsible for solving the
short-term engineering needs of the Internet. They deal with TCP/IP and
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IF MEMBER OF

| frame

IF.. THEN

ignored item

IGP

Im alive packet

develop SNMP. They are also charged with developing proposed Internet
standards.

The NetWare login script syntax that checks the membership list of a Group
object and returns TRUE if the User object islisted.

Information frame

A type of frame used to transfer packet information. An | frame can also
contain data for frame-level flow control.

The NetWare login script command that sets conditions under which login
commands will be executed.

A named file or directory in the root of each volumethat is deliberately never
replicated.

Interior Gateway Protocol

A category for protocols that are used to exchange routing table information
between collaborating routers in the Internet. The Routing Information
Protocol (RIP) and the Open Shortest Path First (OSPF) protocols are
examples of IGPs.

"Im alive" packet

A diagnostic packet that SFT 111 servers send back and forth over the
internetwork connection to check each others status.

Each SFT I11 server sendsan"Im alive" packet to the other SFT 111 server over
the IPX cable at arate of 18 times per second. These packets act as a backup
communications check for the mirrored server link.

A network analyzer attached to the LAN segment between the two SFT 111
serversdetectsmany "Im alive" packets per minute. However, the extratraffic
generated by these diagnostic packets should not affect network performance.
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Immediate Compress

Ic

Short for "Immediate Compress attribute."

Immediate Compress attribute

implied rights

import

Ic

A file system attribute that causes afile, or thefilesin adirectory and its
subdirectories, to be compressed as soon as the operating system can do so,
without waiting for aspecific event to occur (such asatime delay). Inthe case
of adirectory, individual files marked with the Dont Compress attribute are
unaffected by this attribute.

Rights that are implied by some other right. Specificaly:

The Supervisor object right implies al rights to the object and all its
properties.

The Supervisor property right implies all rightsto the specific property or to
all properties, whichever Supervisor is specified for.

The Read property right implies the Compare property right.
The Write property right implies the Add Self property right.

Implied rights are not stored but are applied by the system when it calculates
effective rights.

To retrieve information from one program into another, or to convert
information so that it can be read in a platform or application that it was not
originally created for.

inbound service advertisement filter

included directory

A serviceinformation filter which limits the acceptance of service
advertisements received by the router to aselected set of services at a selected
set of networks.

A directory within the replication set whose content, including any
subdirectories and their contents, are replicated to the replica server and
synchronized when scheduled (or synchronized manually). An included
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increment

indent

directory is shown in the Replication panel as afolder icon containing a plus
(+) symbol.

The amount by which something is increased.

In word processing, the amount of space aline or paragraph isinset or
extended from the normal margin of a paragraph.

independent logical unit

index

index balancing

Indexed

Indexed attribute

independent LU

A network-accessible unit that can initiate an LU-to-LU session without
reguesting assistance from a system services control point (SSCP). Currently,
only an LU 6.2 can be an independent LU.

1. A list of keywords that direct you to the location of more comprehensive
information.

2. A key or agroup of keysthat Btrieve usesto sort afile.

A structure in aBtrieve file that contains the key values for a specific key.

The process of searching for available space in sibling index pages when a
given index page becomesfull, and then rotating valuesfrom the full pageinto
the pages that have space available.

I
Short for "Indexed attribute.”

A file system attribute that indicates afile has been indexed for quick access.
When afile reaches a certain size relative to the block size on the volume,
NetWare begins keeping an index to it. This attribute is shown in attribute
listings, but cant be set by users.
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indexer

The process that indexes Internet discussion group articles for full-text
searching purposes.

Industry Standard Architecture

INETCFG

inews

Information frame

inheritable

ISA

Commonly accepted industry standard for the bus design used onthe IBM PC/
XT, which makes use of plug-in cards and expansion slots. It can
accommodate 8- or 16-bit cards.

Internetworking Configuration utility

A menu-based NetWare L oadable Module (NLM) that simplifies the use of
Novell internetworking products by allowing a network administrator to
configure interface boards and network protocols. A network administrator
uses INETCFG to bind protocolsto different LAN and WAN boards, and also
to view the entire or selected portions of the configuration.

A program that comes with the news server that enables I nternet discussion
group moderators to approve messages.

| frame

A type of frame used to transfer packet information. An | frame can also
contain data for frame-level flow control.

A rights assignment option that applies only to container objects.

When this option is set, the rights assignment flows down to objects and
containers below this abject in the NDS tree. This option can be set for all
types of assignments, including rights to specific properties.

Thisfeature is available only with versions of NDS that ship with NetWare 5
or later. For compatibility with previous versions of NDS, by default this
optionisset for object rightsand all propertiesrights, and by default is not set
for specific property rights.
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inheritance

inherited rights

The process of applying the explicitly granted rights of one object to all
subordinate objects, unless the rights are blocked by an inherited rights filter
(IRF).

In the NetWare file system, rights acquired automatically by files, folders or
directories. When afile or directory is copied to a NetWare server, that file or
directory inherits the same rights as the directory in which it is placed.

In NDS, explicitly granted rights to one object that apply to all subordinate
objects, unless other rights are explicitly assigned at alower level or therights
are blocked by an inherited rightsfilter (IRF).

inherited rights filter

IRF

Anentry in an objects access control list (ACL) that specifieswhich rightscan
and cannot flow down to the object and its subordinates.

Only inherited rights can befiltered. Rights granted at the current level, either
by explicit assignment or by security equivalence, cannot be blocked.

The Supervisor right can be blocked to an object but not to afile or directory.

Object rights and property rights are inherited and filtered separately;
therefore, object and property rights can be blocked individually without
affecting each other.

Inherited Rights Mask

initialize

INN

A binary value that specifies acombination of rightsin the NetWare file
system. When atrustee has no assigned rightsto afile or directory, the trustee
inherits rights from a superior directory for which rights are assigned. The
Inherited Rights Mask can be used to modify those inherited rights. If the
Inherited Rights Mask is 0, the trustee inherits all rights from the superior
directory. In NetWare 4 thisterm was rendered obsol ete by theinherited rights
filter.

In the Common Desktop Environment (CDE), to set a variable or application
to someinitial state.

InterNetNews.
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innd

input

Input/Output engine

insert

Insert

instantiate

Themain INN process that handles all Internet discussion group replications,
listens to the specified news port, and responds to connections from
newsreaders.

1. Communication to the computer. Input includes anything typed on the
keyboard, retrieved from a disk, or received over a modem.

2. Information going into the computer, usually from typing at the keyboard
or from a program reading from disk.

I/0O engine

The part of the SFT 111 operating system that handles physical processes, such
as network and disk 1/0O, hardware interrupts, device drivers, timing, and
routing.

To bring text and graphics into a document at the cursor position.

1. Refersto the Insert key on the computer keyboard (the key that on most
keyboards toggles between insert and typeover or overwrite functionality).

2. In the Common Desktop Environment (CDE), amenu item used to insert
data.

To provide datato asoftware structure to create or complete an instance of the
structure.

Institute of Electrical and Electronic Engineers

IEEE

A professional organization for engineersin the United States that creates and
publishes networking standards for cabling, electrical topology, physical
topol ogy, and access schemes. The | EEE belongs to the American National
Standards Institute (ANSI) and to the International Organization for
Standardization (1SO).
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Integrated Drive Electronics
IDE

A hard disk interface (such as ESDI or SCSI) that has replaced the ST-506.
The controller hardware is placed on the drive itself for improved
performance.

Integrated Services Digital Network
ISDN

An evolving set of standards for adigital network that carries both voice and
data communications.

interexchange carrier
IXC

A long distance tel ephone company.

interface group
A set of specified interfaces. Aninterface group allows protocol sto request an
X.25 or PPP circuit through any one interface from within the group, without
having to specify which interface.

Interior Gateway Protocol
IGP

A category for protocols that are used to exchange routing table information
between collaborating routers in the Internet. The Routing Information
Protocol (RIP) and the Open Shortest Path First (OSPF) protocols are
examples of IGPs.

internal net number
A unique hexadecimal number that is assigned to the NetWare server at
installation and serves as a server identification number. It is stored in the
autoexec.ncf file and should not be deleted.

IPX uses this number to advertise services and route IPX packets to the
external 1PX networks attached to the server. On IPX networks this number
must also be different from the IPX external network number.

I P uses this number to provide passive IPX support called Compatibility
Mode. This means that even though the NetWare server does not advertise or
broadcast in this mode, the NetWare server can process and respond to
incoming IPX requests.
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internal network

A logical network that routes packets to the physical networks to which a
NetWare server is attached. Used in NetWare 3 and NetWare 4.

internal network number

A logical network number that identifies an individual NetWare 3 or later
version.

On IPX networkstheinternal network number must also be different from the
IPX external network number.

International Organization for Standardization

ISO

A international organization that establishes global standards for
communication and information exhange, and for many other fields of
commercial activity.

International Telecommunication Union, Telecommunication Standardization Sector

internet

Internet

Internet address

ITU-T

The group within the International Telecommunication Sector that defines
data communications standards. It was formerly called International
Consultative Committee for Telegraphy and Telephony (CCITT).

Short for "internetwork."

International Network

A world-wide, cooperative, virtual network of computers. It isacollection of
networks and routers (ARPANET, MILNET, NFSnet, and so on) that uses the
TCP/IP protocol suite.

IP address, Internet Protocol address

The address of a socket in an AppleTak internet; auniqueidentifier for any
socket in an AppleTalk internet.
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Internet address

IP address, Internet Protocol address

A unique, 32-bit, software address assigned to all hostson an IP Internet. Itis
divided into two parts. anetwork and anode address. For every computer, the
network portion of its address must coincide with every other computer on the
network. The node, or host, portion, however, must be unique.

Internet Control Message Protocol

ICMP

An integral part of the Internet Protocol (1P) that handles error and control
messages. Specifically, gateways and hosts use ICMP to send reports of
problems about datagrams back to the original datagram source. ICMPisused
to report routing errors and messages.

Internet Engineering Task Force

IETF

The Internet Activities Board (IAB) task force responsible for solving the
short-term engineering needs of the Internet. They deal with TCP/IP and
develop SNMP. They are also charged with developing proposed Internet
standards.

internet network library

Internet Protocol

A library of functions used for TCP/IP programming.

IP

The network layer protocol of TCP/IP. IP enables dissimilar nodesin a
heterogenous environment to communi cate with one ancther. | P defines the
form that packets must take and the ways to handl e packets when they are
transmitted or received. The form the packet takesis called an | P datagram.

Internet Protocol Control Protocol

IPCP

A TCP/IP Network Control Protocol (NCP) that provides procedures for
establishing, configuring, and terminating interaction between peers over a
Point-to-Point Protocol (PPP) link.
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internetwork

internetwork

Two or more networks connected by arouter, bridge, or gateway. Each
network has a unique IPX external network number.

Userson an internetwork can use the resources (files, printers, and so forth) of
all connected networks if they have security clearance.

A virtual network that consists of two software nodes: the AppleTalk protocol
stack and the AppleTalk router.

Internetworking Configuration utility

INETCFG

A menu-based NetWare L oadable Module (NLM) that simplifies the use of
Novell internetworking products by allowing a network administrator to
configure interface boards and network protocols. A network administrator
uses INETCFG to bind protocolsto different LAN and WAN boards, and also
to view the entire or selected portions of the configuration.

Internetwork Packet Exchange

interoperability

IPX

A NetWare protocol that provides connectionless, datagram delivery of
messages. | PX isbased on Xerox Corporations Internetwork Packet protocol,
XNS.

The ability of different systems or applications to share data.

interprocessor interrupt

interrupt

An interrupt generated by one processor that affects another processor.

An asynchronous operating system condition that disrupts normal execution
and transfers control to an interrupt handler. Interrupts can be issued by both
software and hardware devices requiring service from the processor. When
software issues an interrupt, it calls an interrupt service routine (1SR). When
hardware issues an interrupt, it signalsitsinterrupt request (IRQ) line.

Different tasks require different interrupt types, such as device I/O interrupts
for LAN and disk drivers, hardware platform-specific interrupts that are local
to a processor, interprocessor interrupts generated by one processor to affect
another processor, and timer interrupts that provide timer services for the OS
as well as preemption support.
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interrupt handler

interrupt mode

A hardware line or a software program that processes interrupts. Hardware
interrupts are handled by an interrupt request (IRQ) line, and software
interrupts are handled by an interrupt service routine (ISR).

A transmission mode in which the data port of a printer sends asignal, or
interrupt, to its port driver (NPRINTER) indicating that it is ready to accept
transmission of another character. The interrupt instructs the CPU to suspend
its other processing activities to service the port.

interrupt request line

IRQ

A hardware line over which devices, such as printers or modems, can send
signals to the processor when the device is ready to send or receive
information. Typically, each device connected to the computer uses a separate

IRQ.

interrupt service routine

ISR

A software routine that is executed in response to an interrupt. An ISR, also
called an interrupt handler, isregistered to process a specific interrupt. When
multiple | SRsareregistered to processthe sameinterrupt, the |SRsare linked.
This means that each ISR can either process the interrupt or passit on to the
next ISR in the chain.

Inverse Address Resolution Protocol

Inverse ARP

Inverse ARP

A protocol that learns the Internet Protocol (IP) address of a remote nodes
Data Link Connection Identifier (DLCI) on alink.

Inverse Address Resolution Protocol

A protocol that learns the Internet Protocol (IP) address of aremote nodes
Data Link Connection Identifier (DLCI) on alink.
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I/0 engine

IP address

IPCP

IP host address

IP/IP gateway

I nput/Output engine

The part of the SFT 111 operating system that handles physical processes, such
as network and disk 1/0, hardware interrupts, device drivers, timing, and
routing.

Internet Protocol

The network layer protocol of TCP/IP. IP enables dissimilar nodesin a
heterogenous environment to communicate with one another. | P defines the
form that packets must take and the ways to handle packets when they are
transmitted or received. The form the packet takesis called an | P datagram.

Internet Protocol address

A unique, 32-bit address assigned to hosts on an | P internet. Consisting of
network and node portions, the address is represented in standard decimal
notation (for example, 123.45.6.7).

Internet Protocol Control Protocol

A TCP/IP Network Control Protocol (NCP) that provides procedures for
establishing, configuring, and terminating interaction between peers over a
Point-to-Point Protocol (PPP) link.

Internet Protocol host address

Part of the four-byte | P address. The | P address can be divided into two logical
parts. an |P network address and alocal host (node) address. The IP host
address is unique for every node on a single network.

Software that runs on the OS| application layer and allows dissimilar
protocols to communicate by filtering communications through industry-
standard IP.
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IP network address

IP tunneling

IPX

IPX address

Internet Protocol network address

Part of the four-byte | P address. The | P address can be divided into two logical
parts. an |P network address and alocal host (node) address. The | P network
address is the same for every node on a single network.

A method by which two or more IPX networks exchange |PX packetsthrough
an Internet Protocol (IP) internetwork. The tunnel sends each IPX packet
across the | P internetwork by encapsulating it in a user datagram protocol
(UDP) datagram.

Internetwork Packet Exchange

A NetWare protocol that provides connectionless, datagram delivery of
messages. | PX is based on Xerox Corporations Internetwork Packet protocol,
XNS.

An address made up of a 4-byte network number, a 6-byte node number, and
a 2-byte socket number. The network number is assigned to each LAN
segment, server, or router. The node number identifies a specific system and
istypicaly the number assigned by the manufacturer or the network interface
device. The socket number distinguishes processes within the same computer.

IPX external network number

A number that uniquely identifies a network cable segment. An IPX external
network number is a hexadecimal number, oneto eight digits (1 to
FFFFFFFE). The number is arbitrary, and is assigned when the IPX protocol
is bound to a network board in the server.

An IPX external network number is al'so known as a network number or
network address.

IPX internal network number

A logical network number that identifies an individual NetWare server. The
IPX internal network number is a hexadecimal number, one to eight digits (1
to FFFFFFFE), and is assigned to the server during installation.

Each server on an IPX network must have a unique IPX internal network
number. The IPX internal network number of any node must also be different
from any IPX external network number on the internetwork.
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IPX/IP gateway
A system that transfers NetWare data traffic between I P and |PX segments on
amixed protocol network, translating as needed between the two protocols.

IPX network number
A number that uniquely identifies a network cable segment. An IPX external
network number is a hexadecimal number, oneto eight digits (1 to
FFFFFFFE). The number is arbitrary, and is assigned when the IPX protocol
is bound to a network board in the server.

Also known as an IPX external network number or network address.

IPXODI
Internetwork Packet Exchange Open Data-Link Interface

A module that takes workstation requests the DOS Requester has determined
are for the network, packages them with transmission information (such as
their destination), and forwards them to the LSL.

IPXODI requiresthat each packet has an initialized header specifying packet
source, destination, and handling.

IPX Route Aggregation
Novell software that enables the introduction of routes learned through RIP
into a NetWare Link Services Protocol (NLSP) backbone in a summarized
form. Route aggregation compactly describes many IPX network numbers
simultaneously by using an address and mask pair.

IRF
inherited rights filter

Anentry in an objects access control list (ACL) that specifieswhich rights can
and cannot flow down to the object and its subordinates.

Only inherited rights can befiltered. Rights granted at the current level, either
by explicit assignment or by security equivalence, cannot be blocked.

The Supervisor right can be blocked to an object but not to afile or directory.

Object rights and property rights are inherited and filtered separately;
therefore, object and property rights can be blocked individually without
affecting each other.
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IRQ

ISDN

ISO

ISR

ITU-T

IXC

interrupt request, interrupt request line.

A hardware line over which devices, such as printers or modems, can send
signals to the processor when the device is ready to send or receive
information. Typically, each device connected to the computer uses a separate

IRQ.

Integrated Services Digital Network

An evolving set of standards for adigital network that carries both voice and
data communication.

International Organization for Standardization

An international organization that establishes global standards for
communication and information exchange, and for many other fields of
commercial activity.

interrupt service routine

A software routine that is executed in response to an interrupt. An ISR, also
called an interrupt handler, is registered to process a specific interrupt. When
multiple | SRsareregistered to processthe sameinterrupt, the | SRsare linked.
This means that each ISR can either process the interrupt or passit on to the
next ISR in the chain.

International Telecommunication Union, Telecommunication Standardization
Sector

The group within the International Telecommunication Sector that defines
data communications standards. It was formerly called International
Consultative Committee for Telegraphy and Telephony (CCITT).

interchange channel

A channel or circuit between exchanges (telephone central offices).
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IXC
interexchange carrier

A long distance telephone company.
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JJJ

jabber

Java

jukebox

JVM

To continuously send random data (garbage).

For example, anetwork board that locks up a channel for longer than it takes
to transmit the maximum size packet is said to be jabbering.

A general-purpose, platform-independent application programming language
developed by Sun Microsystems.

A high-capacity storage device, sometimes called an optical disk library, that
uses an autochanger mechanism to mount and dismount optical disks as they
are needed.

Java Virtua Machine

A Javainterpreter from the JavaSoft division of Sun, Inc. Thisinterpreter
converts Java byte code into machine language one line at atime before it
executes. This product is used by software developers who incorporate Java
into their Web browsers and server software.
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KKK

kbit/s
kilobits per second

A datarate equal to 1024 bps.

keep-alive packet
A type of packet sent as arequest to aremote peer. A responseis usually sent
back to the peer sending the request. A keep-alive packet servesasa
continuous link-confidence test at the accessinterface, sent at aspecified time
period. Also called a"tickle packet.”

kernel
The core of anetwork operating system. The kernel provides fundamental
operating system services, such as handling interrupts and the 1/0 system,
managing threads and processes, and allocating and scheduling processor
resources.

The NetWare 5 multiprocessing kernel (MPK) isintegrated to run on both
multiprocessor and uniprocessor systems; it is completely multithreaded, and
it provides support for preemptible applications.

kernel memory space
The portion of server memory used by the NetWare operating system. Also
known as operating system memory space.

keyboard type
The language for which a computer keyboard is designed.
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Key Material object

key pair

key size

kilobits per second

An NDS object that storestrusted root certificates along with asingle service
certificate and its associated private key. The Key Materia object also
contains, as atrusted root, the signer of the single service certificate. The
Lightweight Directory Access Protocol (LDAP) serviceisconfigured to usea
specified Key Material object during the start of a Secure Socket Layer (SSL)
session. Each server links to the appropriate Key Material object so that its
certificate can be found during the establishment of a Secure Socket Layer
(SSL) session.

An encyrption technology consisting of apublic key (available to everyone)
and a private key (owned by and available only to a specific individual or
entity).

A key pair is used to encrypt or convert information into aformat that is
difficult or impossible to read. In adigital signature system, the key pair
creates and validates the digital signature. In an encryption system, the key
pair encrypts and decrypts the message body.

The public and private keys have the following relationships:

-Data encrypted with the public key can be decrypted with the private key
only.

-Data signed with the private key can be verified with the public key only.
-Exposing a public key does not expose the corresponding private key.

Thesize (in bits) of the public key. Generally, the larger the key size, the more
resistant the private key isto cryptanalysis (subversion of cryptosystem).

khit/s
A datarate equal to 1024 bps.
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LLL

LAN

LAN driver

LAPB

local area network

A network |ocated within a small area or common environment, such asin a
building or a building complex.

A device driver that transmits and receives datafrom the LAN. It servesasa
link between a workstations operating system and the physical network.

Link Access Procedure-Balanced; Link Access Protocol-Balanced

A CCITT and an ITU-T, bit-oriented protocol similar to the Synchronous Data
Link Control (SDLC) protocol.

large Internet packet

latency

LCGI

LIP

A functionality that allows the maximum size of internetwork packets to be
increased beyond 576 bytes.

The delay inherent between starting to send dataand that data starting to arrive
at its destination.

Loca Common Gateway Interface

An implementation of the Common Gateway Interface (CGl), which isthe
protocol for processing user-supplied information through server scripts and
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LCN

LCP

LDAP

leading period

leaf object

learning router

applications. LCGI invokes and communicates with external processes
running on alocal Web server.

logical channel number

A unique number given to each virtua circuit for acal. An LCN is attached
to each packet inthe call and differentiates the packetsfrom packets generated
by other usersfor other calls.

Link Control Protocol

A packet that provides procedures for establishing, configuring, testing, and
terminating the operation of PPP data-link connections. L CP also automates
the configuration and establishment of serial linksfor bridges and routersover
wide area networks (WANSs), and controls the header compression and link
quality on dial-up PPP links.

Lightweight Directory Access Protocol

An X.500-related Open Systems Interconnection (OSI) protocol that clients
can use to read and write Directory information. LDAP is used to publish
Directory information such as telephone numbers and e-mail addresses. The
Directory features available to LDAP clients are dependent upon the features
built into the LDAP server and the LDAP client; some clients have the ability
to read and write data, others can only read Directory data.

An NDS syntax construction indicating that the distinguished name does not
use the workstations current context.

An NDS object, located at the end of abranch in the NDS tree, that doesnt
contain any other objects. Examplesinclude User, Group, and NetWare Server
objects.

A type of router that getsits configuration from a configured router on the
same network. This can be an AppleTalk non-seed router.
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leased line

least recently used

LEC

LEC

LEN

level 1 routing

level 2 routing

level 3 routing

A dedicated communications line that is usually leased from a public data
networks (PDN) vendor on a monthly basis.

LRU

An algorithm that calculates the longest period of time that afile or page or
other entity has not been accessed.

LAN Emulation Client

local exchange carrier

A telephone company that provides local connections and, if the service area
is expanded, connections to the interexchange carrier (IXC).

low-entry networking

A network in which type 2.1 nodes are attached directly to one another using
peer-to-peer protocols. This allows the low-entry network to support multiple
and parallel sessions between logical units (LUS).

The interaction of routers within the same routing area.

Routing between areas to form arouting domain controlled by asingle
administrative unit.

For example, communications within an organization would be level 2
routing.

Routing between routing domains controlled by different administrative units.

For example, communications between different companies or academic
organizations would be level 3 routing.
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LH

link header

The control information for data-link control at the beginning of a basic link
unit.

License Certificate object

License object

AnNDSIeaf object used with Novell Licensing Services (NLS) technology to
represent product license certificates. License Certificate objects are added to
the License container object when an NLS-aware application isinstalled.

PL

A container object created automatically when applications enabled for
Novell Licensing Services (NLS) technology are installed, or when alicense
certificateis created.

Administrators can create a License Certificate through the metering option,
even though an application does not comply with Licensing Services APIs.
When ametering certificate is created, NLS automatically adds a License
container object to NDS.

License Service Provider

LINE

line

line description

LSP

An NLM that responds to requests from NetWare Licensing Services (NLS)
clients and licensing service managers for licensing information or license
units.

A type of definition statement.

In the NetWare Core Protocol (NCP) software, LINE defines the name of the
link to Virtual Telecommunications Access Method (VTAM).

In Virtual Telecommunications Access Method (VTAM), LINE defines the
minor node name for the communication line.

A circuit, channel, or link that carries data communications signals.

In AS/400, an object that contains information describing a particul ar
communications line that is attached to the system.
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link

link

link

link

link

link

In GroupWise, to connect an item to afolder or multiple folders.

In the context of NetWare Link Services Protocol (NLSP) runningonalLAN,
apointer to a Designated Router pseudonode.

The line connection and the link stations joining network or peer nodes.

hypertext link

An electronic cross-reference placed into "computer-viewable" files that
allowsthe user tojump from the current | ocation to another location within the
same document or in other documents.

A software connection between two files or objects. A changein oneis
reflected by a change in the other.

Theinformation required to route messages from one domain, post office, or
gateway to another in a GroupWise system. Default links are created
automatically when domains, post offices, and gatewaysarecreated. Linksare
modified with the Link Configuration tool.

Link Access Procedure-Balanced

LAPB
Synonym for "Link Access Protocol-Balanced.”

A CCITT and an ITU-T, bit-oriented protocol similar to the Synchronous Data
Link Control (SDLC) protocol.

Link Access Protocol-Balanced

LAPB
Synonym for "Link Access Procedure-Balanced."

A CCITT and an ITU-T, bit-oriented protocol similar to the Synchronous Data
Link Control (SDLC) protocol.
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Link Control Protocol
LCP

A packet that provides procedures for establishing, configuring, testing, and
terminating the operation of PPP data-link connections. L CP also automates
the configuration and establishment of serial linksfor bridges and routersover
wide area networks (WANS), and controls the header compression and link
quality on dial-up PPP links.

link header
LH
The control information for data-link control at the beginning of a basic link
unit.

link layer

Shortened form for "data-link layer," "link services layer," or "link support
layer."

link-level protocol
A set of rulesthat defines methods for communicating over achannel, circuit,
or link.

Link Services Layer
LSL

Intermediary software that routes packets between LAN boards with their
multiple link interface drivers (MLIDs) and protocol stacks. The LSL
maintains LAN board, protocol stack, and packet buffer information.

link state packet
LSP

A packet generated by a NetWare Link Services Protocol (NLSP) router that
lists the routers neighbors and attached 1PX networks.

link state protocol
A routing algorithm that controls the way each router broadcasts information
about the state of itslinks (network attachments) to all nodes in the
internetwork. Thisapproach reduces routing loopsand network traffic, but has
greater memory reguirements than the distance vector algorithm.

NetWare Link Services Protocol (NLSP), Open Shortest Path First (OSPF),
and Intermediate System-to-Intermediate System (1S-1S) are examples of link
state protocals.
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link state router

link support layer

link trailer

LIP

LMI

LMI

load

LOAD

A router that uses NLSP (NetWare Link State protocol) to distribute its own
link statesto all other routers on the network and to update its database with
link state information received from other routers.

LSL

An implementation of the Open Data-Link Interface (ODI) specification that
serves as an intermediary between the NetWare server or router LAN drivers
and communication protocols, such as IPX, AFP, or TCP/IP, and AppleTalk.

LT

The control information for data-link control at the end of abasic link unit.

large Internet packet

A functionality that allows the maximum size of internetwork packets to be
increased beyond 576 bytes.

Loca Management Interface

An implementation agreement that addresses signaling and other network
management functions.

layer management interface

In the Common Desktop Environment (CDE):
1. To transfer afile from a storage device into the memory of the computer.

2. To mount atape or disk pack so that it is ready to operate.

1. When multiple menus are created in separate files, this Control command
in the menu source file allows these menus to be started from the first menu.

2. In amenu source file, a Control command that allows multiple menus
created in separate files to be started from the first menu.
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load

loadable module

To make a software program available in memory so that it can be executed.
In NetWare, to link to the NetWare operating system. For example, NLM
programs can be loaded while NetWare is running.

A program that can be loaded and unloaded from a server or a workstation
while the operating system is running.

Loadable Storage Subsystem

load automatically

load balancing

load sharing

LOCADDR

LSS

A layer in the NSS software architecture that exchanges information with the
Media Access Layer (MAL) about storage devices and volumes. Information
about the devices and volumes then flows up through the object engine and
into the semantic agents. LSS provides the interface for non-NSS storage
formats such as CD-ROMs.

To load a program during a computer or an operating system startup process
without any user intervention.

Generally, thisis done by adding acommand to the startup file, such as
config.sys, startup.ncf, or autoexec.bat. Sometimesit isdone simply by setting
certain parametersin a program; for example, if a program that otherwise
would load automatically required a password, setting the password would
allow the program to load without user intervention.

A scheme for distributing network traffic among parallel paths. Load
balancing provides redundancy while using the available bandwidth
efficiently.

The ability of two or more remote bridges or routers to share their traffic load
inaparalel configuration. If one bridge or router fails, traffic is routed to the
next parallel bridge or router.

Theloca address of alogical unit (LU) at the associated physical unit, given
as adecimal integer. In NetWare Link/SNA, LOCADDR=0 is required for
independent logical units on atype 2.1 node.

148 NetWare 5.1 Glossary



local area network
LAN

A network |ocated within asmall area or common environment, such asin a
building or a building complex.

Local Common Gateway Interface
LCGI

An implementation of the Common Gateway |nterface (CGI), which isthe
protocol for processing user-supplied information through server scripts and
applications. LCGI invokes and communicates with external processes
running on alocal Web server.

local drive
A storage device that is physically contained in or attached to a workstation.

local exchange carrier
LEC

A telephone company that provides local connections and, if the service area
is expanded, connections to the interexchange carrier (1XC).

local interrupt
Aninterrupt that is specific to ahardware platform which in turnislocal to an
individual processor.

Locality
L

One of thefivetypes of container objectsthat can be created and added to the
NDS tree. The other four are Country (C), Licensed Product (LP),
Organization (O), and Organizational Unit (OU). Locality designates the
location of this portion of the network. For example, if a Country object such
as US exists, a Locality object, EAST, can be added for the East coast under
US. The abject is placed below the Country object, Organization object, or
Organizational Unit object.

Local Management Interface
LMI

An implementation agreement that addresses signaling and other network
management functions.
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local printer

LocalTalk network

log file

logical board

logical channel

A printer attached directly to a port on the print server.

A system of cables, cable extenders, and connector boxes that connect
computers and network devices as part of the AppleTak network system. A
Local Talk network is an AppleTalk Phase 1 network that supports only a
nonextended network configuration.

Oneof thethreetypesof files produced by each backup session. The other two
are Datafile and Error file. Log Files are placed in adirectory on the host
server and accessed through the SBACKUP "Main Menu" screen. The log
files are labeled with the same description given the session. Both log and
error files contain information such as the sessions date, time, and media
identification, but the error file also contains alist of any errorsthat occurred
during the backup session, such as files that were not backed up.

Aninstance of aLAN driver associated with aframe type. One LAN driver
can be associated with up to four frame types. Each instance of the driver and
one frame type constitutes one logical board.

The mechanism that allows multiple, simultaneous virtual circuits across one
physical link.

logical channel number

logical memory

logical unit

LCN

A unique number given to each virtua circuit for acall. An LCN is attached
to each packet inthe call and differentiatesthe packetsfrom packets generated
by other usersfor other calls.

Memory that might not have contiguous addresses, but that appears
contiguous to NetWare processes.

LU

A type of network accessible unit in a Systems Network Architecture (SNA)
network. LUs can communi cate with host systems and applications (LU Type
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log in

login

Login directory

login name

login restriction

login script

Login Script

logout

0,1, 2,3,4,and 7) or with other LUs of the sametype (LU Type 6.0, 6.1, and
6.2 only).

To supply auser name, and if necessary apassword, to gain accessto asystem
or desktop session.

The process of gaining access to a system.

In NetWare, the directory in volume Sys, created during network installation,
that contains the LOGIN and NLIST utilities. Users can use these utilities to
loginand view alist of available NetWare servers.

A unigue name given to each user. It isrequired at login to identify the user.

A limitation on a user account that controls access to the network. Examples
of login restrictionsinclude password requirements, account limits, disk space
limits, number of connections, and time restrictions. When a user violates
login restrictions, NetWare disables the account and no one can log in using
that username.

A list of commandsthat are executed when a user logsin to the network. The
commands aretypically used to establish connectionsto network resources. A
login script is aproperty of acontainer, Profile, Template, or User object. If a
login script isdefined for each of these objects (except the Template), when a
user logsin, all associated login scripts will execute.

Note: The Template script establishes the Login Script property when a new
User object is created. As soon as the administrator tailors the script for that
particular User object, the Template script no longer executes.

Short for "Login Script property."

In NetWare, a procedure that breaks a network connection and deletes drives
mapped to the network.

This procedure can terminate a connection to a single NetWare server or all
connectionsto all NetWare servers.
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logout
In the Common Desktop Environment (CDE), the termination of a desktop
session.

long machine type
A six-letter name representing a DOS workstation brand.

long.nam
A module that enables NetWare to store files with long file names.

loopback
A diagnostic test of acommunications port in which asignal is transmitted
across a medium while the sending device waits for its return.

loopback plug
A specia connector used to perform loopback testing.

low-entry networking
LEN

A network in which type 2.1 nodes are attached directly to one another using
peer-to-peer protocols. This allows the low-entry network to support multiple
and parallel sessions between logical units (LUS).

low-level storage device
A pieceof hardware, such asahard drive, that has asmaller data capacity than
a high-capacity storage device. It is used to store datain partitions.

LPT port
Any of the parallél printer ports of a personal computer.

LRU
least recently used

An agorithm that cal cul ates the longest period of time that afile or page or
other entity has not been accessed.

LRU sitting time
A field in the Cache Utilization screen of MONITOR that displays the time
elapsed since the oldest block in the L east Recently Used (LRU) list was
referenced. The LRU list identifies the least recently used data blocks, that is,
blocksthat have beenin cache the longest time without being accessed. A high
LRU sitting timeindicatesthat the server has sufficient memory to handle disk
requests or that requests are fairly static.
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LSL

LSL

LSP

LSP

LSP

LSP Server object

LSS

link support layer

An implementation of the Open Data-Link Interface (ODI) specification that
serves as an intermediary between the NetWare server or router LAN drivers
and communication protocols, such as IPX, AFP, or TCP/IP, and AppleTalk.

link services layer

Intermediary software that routes packets between LAN boards with their
multiple link interface drivers (MLIDs) and protocol stacks. The LSL
maintains LAN board, protocol stack, and packet buffer information.

link state packet

A packet generated by a NetWare Link Services Protocol (NLSP) router that
lists the routers neighbors and attached 1PX networks.

light speed Pascal

License Service Provider

An NLM that responds to requests from NetWare Licensing Services (NLS)
clients and licensing service managers for licensing information or license
units.

An NDS leaf abject that represents a server running Novell Licensing
Services. When a License Service Provider (LSP) isregistered with NDS, an
L SP Server object is created in the same context as the server object on which
itisloaded. The LSP Server object can be moved to another context in the
Directory.

L oadable Storage Subsystem

A layer in the NSS software architecture that exchanges information with the
MediaAccess Layer (MAL) about storage devices and volumes. Information
about the devices and volumes then flows up through the object engine and
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LT

LT

LT

LU

LUG.2

into the semantic agents. LSS provides the interface for non-NSS storage
formats such as CD-ROMSs.

less than

lower tester

link trailer

The control information for data-link control at the end of abasic unit.

logical unit

A type of network accessible unit in a Systems Network Architecture (SNA)
network. LUs can communicate with host systems and applications (LU Type
0,1, 2, 3,4, and 7) or with other LUs of the sasme type (LU Type 6.0, 6.1, and
6.2 only).

logical unit type 6.2

A protocol that provides Advanced Program-to-Program Communication
(APPC) for distributed processing in an SNA network. LU6.2 enables two
applications to establish sessions that allow personal computers (PCs) and
mid-range hosts to exchange data with mainframes.
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MMM

MAC

Magazine

MAGAZINE

Mail directory

Initialism for "Migrated attribute.”

megabyte

A unit of measure of computer memory, equal to 1,024 kilobytesor 1,048,576
bytes.

medium access control

The middle layer of IEEE 802 LAN Protocol standard.

One of three Web models, the others being Directory and Virtual Storefront.
Electronic magazines (called "E-Zines") allow peopleto create aresource that
isfilled with information (like a magazine) and to sell their services.

1. A network server command that confirms that media requests made from
the network server, such as "Insert Magazine" or "Remove Magazine," have
or have not been satisfied.

2. A NetWare NLM that confirms whether magazine requests from the server
have been satisfied.

The sys:mail directory, created during network installation, used by mail
programs that are compatible with NetWare.
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mail/news gateway
A gateway that sends mail messages to an Internet discussion group.

main toolbar buttons
In NetWare Administrator, the core set of buttons that appears on the toolbar
of amainview if the main view also contains corresponding menu commands.
These buttons are supplemented by tool-specific or view-specific buttons.

major resource
A category of data defined by the Target Service Agent, and recognized by
SBACKUP. A major resource contains data that can be backed up as agroup,
for example, server, volume, and so forth.

MAL
Media Access Layer

A layer in the NSS software architecture that provides an abstracted interface
to storage devices such as hard drives and CD-ROMSs, in order to chunk large
amounts of storage free space and eventually break it into storage groups and
NSS volumes.

The MAL allows NSS storage space to be independent of the physical storage
platform of ahost. It lets users view the storage capability of a server as
storage groups and NSS volumes.

managed object
A storage free space object that is owned by NSS and is deposited in the NSS
object bank for NSS use.

managed object
A device that is connected to a network and that can be managed by network
management software or a protocol such as Simple Network Management
Protocol (SNMP).

Management Information Base
MIB

A database of network management information about the configuration and
status of nodes on a TCP/IP-based internetwork. MIB is used by the Common
Management Information Protocol (CMIP) and the Simple Network
Management Protocol (SNMP).
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manager
An NDS category for a user who has rights to manage other objects. To
manage an object, a user must have the Write right to the Object Trustees
(ACL) property.

master name server
A single server in an administrative zone that maintains an authoritative
database of name and address information for that zone. It also contains
information about how to contact name serversin higher- and lower-level
zones.

master replica
A writable replicathat contains an instance of all object information for the
partition. All partition operations (create, merge, move, createareplica, delete
areplica, repair) occur in relation to the master replica of the given partition.
Only one master replica at atime can exist for any partition.

maximum receive unit
MRU

A Link Control Protocol (L CP) option used to negotiate the maximum packet
size.

maximum transmission unit
MTU

Thelargest packet size, in bytes, that can be sent on agiven physica network
medium. For example, the MTU for Ethernet is 1500 bytes.

M-bit
more data mark
A component of a user packet. If set, it specifies that the next packet sentisa
logical continuation of the data in the current packet.
mbit/s
megabits per second
A datarate equal to 1,048,576 bits per second (bps).
mbyte/s

megabytes per second
A datarate equal to 1,048,576 bytes per second.

MMM 157



media access control

MAC

In the OSI reference model, the data-link layer protocol that governs
communication between the data-link and physical layers for controlling the
use of the network hardware.

media access control layer

Media Access Layer

Media Manager

memory

MAC layer

Thelower half of the data-link layer in the OSlI model. The MAC layer frame
format allows for multiple network-layer protocols to be transported across
MAC layer bridges.

MAL

A layer in the NSS software architecture that provides an abstracted interface
to storage devices such as hard drives and CD-ROMSs, in order to chunk large
amounts of storage free space and eventually break it into storage groups and
NSS volumes.

The MAL allows NSS storage space to be independent of the physical storage
platform of ahost. It lets users view the storage capability of a server as
storage groups and NSS volumes.

MM

A database built into NetWare that keeps track of all peripheral storage
devices and media attached to NetWare servers, and allows applications to
gain access and get information.

Theinternal dynamic storage of a computer that can be addressed by the
computers operating system, referred to frequently as RAM.

Memory accepts and holds binary data. To be effective, acomputer must store
the datathat is operated on, as well as the program that directs the operations
to be performed.

Types of memory include conventional, expanded, extended, upper, high,
system, etc.
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memory allocation

memory board

The process of reserving specific memory locations in RAM for processes,
instructions, and data.

When a computer system isinstalled, the installer may allocate memory for
items such as disk caches, RAM disks, extended memory, and expanded
memory.

Operating systems and application programs allocate memory to meet their
requirements, but they can use only that memory actually available to them.

Memory can be reallocated between resources to optimize performance. The
proper memory allocation mix depends on the applications that are run.

An add-on board that increases the amount of RAM within a persona
computer.

memory management unit

memory page

message digest

MMU

A portion of the microprocessor that provides memory address mechanisms,
such as segmentation and paging, which are used by the NetWare operating

system to manage memory. The MMU partitions memory for programs and

prevents unwanted access to the memory.

A 4 KB block of server memory.

A compressed or condensed form of a document, or an abstract from a
document, that functions as a "digital fingerprint" of the larger document. A
message digest isused to create adigital signaturethat isuniqueto aparticul ar
document.

A message digest can be made public without revealing the contents of the
document fromwhichitisderived. Thisisimportant in digital time-stamping,
where, using hash functions, one can get a document time-stamped without
revealing its contents to the time-stamping service.

Message Handling Service

Novells store-and-forward technology for sending electronic mail messages.
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message pacing

message packet

MIB

migrate

migrate

Migrated

Migrated attribute

migration

migration

A technique by which areceiving component controlsthe rate of transmission
of asending component to prevent overrun or congestion. M essage pacing sets
the maximum number of request units (RUs) that the local LU can receive
without sending a pacing response on sessions for the specified mode name.
The maximum number of RUs isthe pacing window. Therange of valuesis0
through 63.

A unit of information used in network communication.

Management |nformation Base

A database of network management information about the configuration and
status of nodes on a TCP/IP-based internetwork. MIB is used by the Common
Management Information Protocol (CMIP) and the Simple Network
Management Protocol (SNMP).

To move the bindery, data, and files from one Novell server to another.

To move data from one location to another.

M
Short for "Migrated attribute.”

M

A file system attribute, set by NetWare, that indicates the file has been
migrated. It is shown in attribute listings, but cant be set by users.

The conversion of serversfrom NetWare 2 or NetWare 3 or another operating
system to NetWare 4 or higher.

The moving of datafiles and directories from one system to another, usually
when either a system is upgraded or adifferent system isinstalled.
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migration

migration

MIME type

minor resource

mirror

The transfer of inactive data from a NetWare volume to tape, optical disk, or
other near-line or offline storage media. Data migration lets an administrator
move data to a storage device, while NetWare still seesthe dataasresiding on
the volume.

The conversion of a server, router, or network from IPX to NetWare Link
Services Protocol (NLSP), or from TCP/IP to Open Shortest Path First
(OSPF) protocol.

A convention used to map a data type to a particular filename extension. A
MIME-type header is sent with every Web document to describe the content
of the document. Web browsers use the MIME type to determine how to
process the document.

A category of data defined by the Target Service Agent and recognized by
SBACKUP. A minor resource might be located in the directory structure
below the selected major resource, for example, directories, subdirectories, or
files.

To duplicate a disk, partition, server, or other device.

In NetWare, to duplicate data on two separate hard disks using the same disk
channel. If the original disk fails, the duplicate disk takes over automatically,
without loss of data. If the disk channel fails, however, neither disk is
accessible.

mirrored server engine

M SEngine

The part of the SFT |11 operating system that handles nonphysical processes,
such as the NetWare file system, queue management, and NDS.

SFT 111 is split into two parts: the IOEngine (Input/Output Engine) and the
MSEngine. The primary server and the secondary server each have a separate
IOENgine, but they share the same M SEngine. The file system, receive
buffers, and queue management system al reside in the M SEngine.

Applicationsand NLM programs that do not address hardware directly can be
mirrored by loading them in the MSEngine. If one server fails, applications
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and NLM programs in the M SEngine continue to run. The M SEngine keeps
track of active network processes; it provides uninterrupted network service
when the primary server fails and the secondary server takes over.

Mirrored Server Link

mirroring

MLID

MMU

modem

moderator

MODETAB

mode table

MSL

A dedicated, high-speed connection between SFT 11 primary and secondary
servers.

Short for "disk mirroring."

Multiple Link Interface Driver

A device driver written to the ODI specification that handles the sending and
receiving of packetsto and from aphysical or logical LAN medium.

memory management unit

A portion of the microprocessor that provides memory address mechanisms,
such as segmentation and paging, which are used by the NetWare operating

system to manage memory. The MMU partitions memory for programs and

prevents unwanted access to the memory.

modul ator/demodul ator

A device that transmits and receives digital computer data over telephone
lines.

An individual who manages a newsgroup in order to keep the discussion
focused.

An operand in a Virtual Telecommunications Access Method (VTAM)
definition statement coded with the name of the login mode table used for a
logical unit (LU).

A table used at login to determine the session properties of alogical unit (LU).
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modifiable

Modify bit

Modify right

modular

modulo 8 or 128

MONITOR

monitor

more data mark

A key attribute that allows you to modify the key field during an update to a
file. If akey isnot modifiable, you cannot change the value in the key field.

A file attribute set by the operating system, when afileis changed, to indicate
that data has been modified.

The NetWare modify bit, called Archive Needed Attribute, appearsasan "A"
wherever file attributes are listed.

A file system right that allows the trustee to rename the file or directory or to
change its attributes. In the case of a directory, the trustee can aso rename or
modify the attributes of any subordinate file or directories.

Thisright doesnt allow the trustee to see or modify the actual contents of files.

Describes a program that is written in component pieces that can be run
independently. Object-oriented programming is used to develop self-
contained modules that run independently, but that work together when
plugged in.

A packet sequence numbering method that specifies the control over the
numbering of sequential data packetsin awindow.

An NLM that the network administrator uses for managing, optimizing, and
troubleshooting the performance of the NetWare server.

In GroupWise 4.1a X TD Workflow, aperson who has been designated to track
the workflow.

M-bit

A component of a user packet. If set, it specifies that the next packet sentisa
logical continuation of the datain the current packet.
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mount

mount

MP

MPK

MRU

MSEngine

To make adevice or file or other entity locally available on a computer.

For example, in NFS (Network File System), aserver maintains alist of its
directories that are available to clients. When a client mounts a directory on
the server, that directory and its subdirectories become part of the clients
directory hierarchy.

In the Common Desktop Environment (CDE),

1) To extend the directory hierarchy by attaching a file system from
somewhere else in the hierarchy on a mount point directory.

2) (In File Manager: Set 30, message 4) To cause the root directory of adisk
or partition to take the place of adirectory on the root disk or partition.

M ulti Processor

multiprocessing kernel

The core of the NetWare 5 operating system. The NetWare 5 kernel is
integrated to run on both multi processor and uniprocessor systems; it is
completely multithreaded, and it provides support for preemptible
applications. MPK provides fundamental operating system services, such as
handling interrupts and the 1/0 system, managing threads and processes, and
allocating and scheduling processor resources.

maximum receive unit

A Link Control Protocol (L CP) option used to negotiate the maximum packet
size.

mirrored server engine

The part of the SFT 111 operating system that handles nonphysical processes,
such as the NetWare file system, queue management, and NDS.

SFT 11 is split into two parts: the IOENgine (Input/Output Engine) and the
MSEngine. The primary server and the secondary server each have a separate
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MSL

MTU

MTU

multicast

IOENgine, but they share the same M SEngine. The file system, receive
buffers, and queue management system all reside in the M SEngine.

Applicationsand NLM programs that do not address hardware directly can be
mirrored by loading them in the MSEngine. If one server fails, applications
and NLM programs in the M SEngine continue to run. The M SEngine keeps
track of active network processes; it provides uninterrupted network service
when the primary server fails and the secondary server takes over.

Mirrored Server Link

A dedicated, high-speed connection between SFT 111 primary and secondary
servers.

maximum transmission unit

Thelargest packet size, in bytes, that can be sent on agiven physica network
medium. For example, the MTU for Ethernet is 1500 bytes.

message transfer unit

A transmission method in which only those devices listening for a specified
multicast packet address accept the routing information packet.

Multiple Link Interface Driver

multiplexing

MLID

A device driver written to the ODI specification that handles the sending and
receiving of packetsto and from aphysical or logical LAN medium.

A method that alows a single communications circuit to take the place of
several parallel ones. Multiplexing is often used to allow remote terminalsto
communicate with front-end processor ports over a single circuit.

multiprocessing kernel

MPK

The core of the NetWare 5 operating system. The NetWare 5 kernel is
integrated to run on both multiprocessor and uniprocessor systems; it is
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completely multithreaded, and it provides support for preemptible
applications. MPK provides fundamental operating system services, such as
handling interrupts and the I/O system, managing threads and processes, and
allocating and scheduling processor resources.

multiserver network
A single network that has two or more NetWare servers operating.

Onamultiserver network, userscan accessfilesfrom any NetWare server they
have access rightsto.

A multiserver network isnt the same as an internetwork, where two or more
networks are linked through a router.

multitasking
The execution of more than one application or thread at atime in order for a
computer to perform simultaneous tasks.

multithreading
The simultaneous execution of more than one thread within a process or
application.

mutex
mutual exclusion

An atomic lock variable that prevents multiple threads from accessing shared
data structures at the same time. Types of mutexes include spin, sleep, and
barrier.
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NNN

NACS

NAK

NAL

Initialism for "Normal attribute.”

NetWare Asynchronous Communication Services

Software that enables network managersto provide LAN users with accessto
shared modem pools, asynchronous minicomputer ports, and X.25 and ISDN
services for communications inbound to and outbound from the network.
NACS enable any workstation on the network to share either dial-up phone
lines or directly connected phone lines to a host computer or other
asynchronous device.

negative acknowledgment

A signal that reports an error in the message received; the opposite of ACK,
or acknowledgment.

Novell Application Launcher

A NetWare utility that allows usersto run applications that were previously
configured by a network administrator. The applications are displayed as
icons. Users double-click the icon to launch the application.

Name Binding Protocol

NBP

An AppleTalk protocol that maps entity names to their corresponding
internetwork addresses. For example, Macintosh Chooser and atcon.nim find
AppleTalk entities using NBP.
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name context
The position of an object inthe NDStree. This position isdescribed by listing
the container objects leading from the object to the [Root] of the NDS tree.

name-only directory
The name and attributes of adirectory that have been created as a result of
replication. The contents of the directory are not replicated. Name-only
directories are replicated to preserve the users view of avolumes directory
structure when working with data from that volume on a replica server.

name resolution
The process by which a network address is associated with a hostname
assigned by the network administrator.

In the Domain Name System (DNS) this process trandlates an | P addressinto
a hostname.

name server
A server that maintainsaDNS database of hostname and | P address mappings.
Name servers respond to queries from servers and client workstations for host
addresses. Each DNS zone must include aname server containing information
about each host in the zone.

name server

A DNS entry for aPost Office Agent (POA). The name server identifies the
IP address of one of the POAs in the GroupWise system. This enables the
GroupWise client to connect through TCP/IP to the name server POA without
the user needing to know the IP address of the POA. Once the GroupWise
client is connected, the name server POA then tells the GroupWise client the
IP address of the POA servicing the users post office. The GroupWise client
then logsin to that POA.

There can be a primary name server and abackup name server. The DNS host
name for the primary name server must be NGWNAMESERVER. The DNS
host name for the backup name server must be NGWNAMESERV ER2.

name space
Short for "name space module” or "name space NLM."

name space NLM

A NetWare L oadable M odul e that enables aNetWare server to store non-DOS
files, such as Macintosh, OS/2, or UNIX.
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name space support

naming services

NASI

AnNLM with a.nam extension that allows usersto store non-DOS filenames
on aNetWare server. Files appear in native mode to users at different types of
workstations.

In NSS, alayer in the Common Layer Interface (CLI) software architecture
that contai ns basi ¢ object naming and lookup operations aswell as name space
management services. It contains generations of unique names across all
available name spaces.

NetWare Asynchronous Services Interface

A memory-resident program that runs on aworkstation, and that offers DOS
and Windows communications applications network access to pooled
communication resources.

NASI Connection Service

NASI Redirector

NAT

NAT

NAT

NCS

Software that establishes alogical connection between a remote access port
and a network workstation. This connection enables network workstations to
dial out of the network with third-party applications using a pool of modems
on the server.

Now called Windows-to-Novell Connection Service (Win2NCS).

Network Address Translation

Novell software that translates | P addresses that are not globally unique on a
private network to a globally unique public IP address. NAT alows IP hosts
on aprivate network to access the Internet. NAT can aso limit the access of
hosts on the public network to resources on a private network.

NetWare Architectural Team

A part of the Product Life Cycle management descision process.

Network Access Termina
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NBP

ncmcon.nlm

ncm.nlm

NCP

NCP

NCP

NCP

Name Binding Protocol

An AppleTalk protocol that maps entity names to their corresponding
internetwork addresses. For example, Macintosh Chooser and atcon.nlm find
AppleTalk entities using NBP.

Novell Configuration Manager Console

AnNLM that providestheinterfacefor controlling al hot plug operations and
functions in NetWare systems. In addition, it displays slot configuration
details, including adapter driver information and status.

Novell Configuration Manager

For PCI Hot Plug servers, an NLM that manages the hot plug system and
ensures proper system behavior. Its primary function is to sequence hot plug
operations to ensure stability of the system. To achieve this function, the
Configuration Manager properly shuts down the adapters device driver before
removing power from the slot. The Configuration Manager also maps
hardware resources to device driver software.

Network Co-Processor

A Vax file service product from Virtual Microsystems, Inc.

Network Control Program

In Systems Network Architecture (SNA), the network control program that
does the routing and addressing of SNA devices.

NetWare Core Protocol

A packet-based protocol that enables a client to send requests to and receive
replies from a NetWare server.

not copy protected
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NCP
Network Control Protocol

The protocol that provides procedures for establishing, configuring, and
terminating interaction between peers over a PPP link. For example, Internet
Protocol Control Protocol (IPCP) isthe Network Control Protocol for TCP/IP.

NCP Packet Signhature
NetWare Core Protocol Packet Signature

An enhanced security feature that protects servers and workstations using
NCP by preventing packet forgery.

NCS
NASI Connection Service
Software that establishes alogical connection between a remote access port
and a network workstation. This connection enables network workstations to
dial out of the network with third-party applications using a pool of modems
on the server.

NCS
NetWare Connect Services
A Novdll-specific software term referring to the use of NetWare to support
global networks.

NCS
Network Computing System

NCS
Network Control Server

NCS

Novell Consulting Services

A Novel department that provides custom software development, network
auditing, network systemsdesign, and distributed application design services.
NCSispart of Novells Developer Relations program.
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NDPS

NDPS Manager

Novell Distributed Print Services

Print services software that allows network administrators to manage network
printing from within NDS. Features include bi-directional feedback,
configurable event notification, automatic printer driver download function,
protocol independence, and backward compatibility.

Short for "NDPS Manager object.”

NDPS Manager object

NDS

NDS

NDS browser

NDS browser tool

NDS database

ndpsm.nlm

An NDS object associated with NDPS that is used to create and manage
Printer Agents.

Network Disk Subsystem

Novells directory services software.

A distributed, replicated naming service that maintainsinformation about, and
provides access to, every resource on the network.

An application that allows clients to view objects and their attributes within
the NDS tree. NDS browsers are available on many platforms, including an
HTML browser for Netscape Navigator.

Thetool that is activated by default when NetWare Administrator starts up. It
providesamain view in which NDS appears as an expandabl e and collapsible
tree. It isalso called the "NetWare Administrator browser" or simply "the
browser."

The database used by NDS, Novells directory services software. It contains
information about every resource on the network, including users, groups,
printers, volumes, and computers.
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NDS management request

NDS Manager

NDS object

NDS replica

A request that controlsthe physical distribution of the NDS database. Through
these requests, network administrators can create new NDS partitions and
manage their replicas. The following requests are supported:

Add replica

Deletereplica

List replicas

Change replicatype

Send updates to other replicas
Receive updates from other replicas
Create a new partition

Merge partition

Abort partition operation

The graphical utility used to manage NDS partitions, replicas, and schemas.

A record in the NDS database representing a network resource, such as an
Organizational Unit, User, Printer, or Group.

A copy of an NDS partition.

For the NDS database to be distributed across a network, it must be stored on
many servers. Rather than storing a copy of the whole NDS database on each
server, NDS replicas of each partition are stored on many servers throughout
the network. Administrators can create an unlimited number of NDS replicas
for each partition and store them on any server.

NDS replicas serve two purposes; they eliminate single points of failure, and
they provide faster access to information for users across WAN links.

Types of NDS replicasinclude master replicas, read/write replicas, read-only
replicas, and subordinate reference replicas.

To maintain fault tolerance, the replicas of a partition are periodically (and
automatically) updated, or synchronized.
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NDS rights

NDS schema

NDS server

NDS tree

NEB

NEB

neighbor

neighboring router

Theauthority to access or manage NDS objects or their properties. The object
holding authority is called the trustee, and the NDS object being accessed or
managed is called the target.

The rules that define what will become an NDS object (such asa User, a
Printer, or a Group) and which information is required or optional at the time
that the NDS object is created.

A server hosting NDS operations, with the capability of holding and
synchronizing replicas.

A hierarchical structure of objectsin the NDS database. The NDS tree
includes container objects that are used to organize the network and |eaf
objects that represent resources.

Novell Event Bus

AnNLM that facilitates communications between different software modul es.
The Novell Event Bus enables PCI Hot Plug Technology on multiple versions
of NetWare.

Norton Enterprise Back up

A NetWare Link Services Protocol (NLSP) router that can communicate
directly with another NL SP router; that is, without the aid of an intermediate
router. Open Shortest Path First (OSPF) routers can also function as
neighbors.

In the Open Shortest Path First (OSPF) protocol, arouter that sharesarouteto
the same network with another router.
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NetBIOS

net.cfg

netinfo.cfg

Network Basic Input/Output System

An application program interface that istypically used on local area networks
comprising IBM and compatible microcomputers. NetBl OS separates
application programs from the networking subsystem, so that application
program implementers can support multiple network designs, and so that a
network system can support independently devel oped applications.

A workstation boot file, similar to config.sysin DOS, that contains network
configuration values that are read and interpreted when the workstation is
started.

A NetWare server executable batch file, located on the NetWare partition of
the servers hard disk.

Netinfo.cfg is used to store LOAD and BIND commands associated with
protocol configuration if the network administrator usesthe INETCFG utility
to configure the protocols. If the INETCFG is hot used, the LOAD and BIND
commands are placed in the autoexec.ncf file.

NetWare Administrator

A NetWare graphical utility used to create objects and to assign properties.
NetWare Administrator combines all the tools necessary to administer an
entire network, using asingle, intuitive interface.

NetWare Asynchronous Communication Services

NACS

Software from Novell that enables network managers to provide LAN users
with access to shared modem pools, asynchronous minicomputer ports, and
X.25 and ISDN services for communications inbound to and outbound from
the network. NetWare Asynchronous Communication Services enable any
workstation on the network to share either dial-up phone lines or directly
connected phone lines to a host computer or other asynchronous device.

NetWare Asynchronous Services Interface

NASI

A memory-resident program that runs on aworkstation, and that offers DOS
and Windows communications applications network access to pooled
communication resources.
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NetWare Connect

In NetWare, referred to as remote access.

Novell communication software that enables remote users of Windows, Mac
OS, and DOSto dia into a network and access all available resources
including files, databases, Novell GroupWare applications, electronic mail,
and minicomputer services. It aso enables network usersto dial out from the
network and connect to bulletin boards, information services, and
asynchronous minicomputers.

NetWare Connect Configuration

NWCCON

A utility that can be used instead of NIASCFG to configure and manage
remote access.

NetWare Connect Services Selector

NWCSS

The NLM that automatically routes incoming calls to the appropriate service
as part of remote access supporting diverse client types. The Services Selector
interfaces with A1O and monitors ports on behalf of the registered services.
The Services Selector determines the appropriate destination of the incoming
data, then relinquishes port control to the appropriate service. Inaremotedial-
in connection, the Services Selector queriesthe caller for the available session
(that is, the network workstation) to which the caller wants to connect.

NetWare Connect Supervisor

NWCSU

The NLM that provides remote access configuration and dynamic
reconfiguration support. It also supports security, license checking, and
network management, and it updates port status. NWCSU provides alibrary
of functions, including security, dialback, audit trail, and alert logging.

NetWare Core Protocol

NCP

A packet-based protocol that enables a client to send requests to and receive
replies from a NetWare server.
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NetWare DOS Requester

The DOS client software portion of NetWare 4 and earlier. It isthe connection
point between local software (DOS) and network services. The DOS
Requester is made up of many Virtual Loadable Module (VLM) files.

NetWare Link Services Protocol

NetWare Link/X.25

NLSP

The link state protocol used by IPX routers and servers to share information
about their routes with other devices on the network. NL SP enables network
managers to interconnect small or large IPX networks without routing
inefficiencies.

Novellsimplementation of X.25 for the NetWare MultiProtocol Router. The
X.25 wide area networking product was replaced by NetWare WAN Links.

NetWare Loadable Module

NLM

A program that runs on the NetWare OS. Once loaded, an NLM becomes part
of the network OS. An NLM can be dynamically loaded and unloaded. Types
of NLM programs include disk drivers (.dsk extension), LAN drivers (.lan
extension), management utilities and server applications modules (.nlm
extension), and name space support (.nam extension).

NetWare Management Agent

NMA

A group of NLM programs that provide server statistics and notify the
NetWare Management System (NMS) console of alarm conditions.

When installed on each server in the network, NetWare Management Agent
allowsthe network administrator to monitor, manage, and maintain all servers
from a central console.

NetWare Management Agent provides a graphical representation of all
managed objects and their attributes, including a servers hardware, software,
or data components.

NetWare Management System Console

NMS Console

Thepart of NM Sthat discovers, monitors, and managesthe network. AIlNMS
applications use the NM S consol es graphic user interface and database.
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NetWare MPR

Objectsinstrumented to Desktop SNM P can be managed from the NMSMIB
Browser or other applications that "snap" into the NM S console.

The NMS console is an example of an SNM P management station.

NetWare M ulti Protocol Router

A suite of PC-based routing products that enables network administrators to
connect LANsusing IPX, IP, OSl, or AppleTalk over awiderange of LAN and
WAN types.

NetWare MultiProtocol Router provides concurrent routing of 1PX, TCP/IP,
AppleTalk, and SNA protocols, and source-route bridging for NetBIOS and
LLC2 applications. It supports awide range of LAN topologies and WAN
connection types, including dedicated leased lines (1200 bit/s up to 2.048
Mbit/s), dial-on-demand voice-grade circuits, frame relay, X.25, ISDN, and
SMDS.

NetWare MultiMedia Server

Enables multimedia streaming on a NetWare server, allowing usersto play
multimedia files from the workstations.

NetWare MultiProtocol Router

NetWare MPR

A suite of PC-based routing products that enables network administrators to
connect LANsusing IPX, IP, OSl, or AppleTalk over awiderange of LAN and
WAN types.

NetWare MultiProtocol Router provides concurrent routing of 1PX, TCP/IP,
AppleTalk, and SNA protocols, and source-route bridging for NetBIOS and
LLC2 applications. It supports awide range of LAN topologies and WAN
connection types, including dedicated leased lines (1200 bit/s up to 2.048
Mbit/s), dial-on-demand voice-grade circuits, frame relay, X.25, ISDN, and
SMDS.

NetWare operating system

NetWare OS

The network operating system developed by Novell, Inc. NetWare runs on the
server and provides functions to the network and the applications running on
it, including file and record locking, security, print spooling, and interprocess
communications.

The NetWare operating system also determines performance, multivendor
support, and reliability of the network.
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NetWare partition

A partition created on each network hard disk, from which NetWare volumes
are created.

Note that NetWare disk partitions are not related to NDS partitions. Disk
partitions are subdivisions of ahard disk. An NDS partitionisasubtree within
the NDStree.

NetWare Peripheral Architecture

NetWare protocol

NPA, NWPA

An extension of the NetWare Media Manager (a database built into NetWare
for managing storage devices and media).

NPA separates NetWare driver support into two components: aHAM and a
CDM. The HAM drives the host adapter hardware. The CDM drives storage
devices or autochangers attached to a host adapter bus.

Any of the Novell Client protocols that allow clients to communicate and be
understood on the network, including the following:

ARP (Address Resolution Protocol)

BOOTP (Bootstrap Protocol)

ICMP (Internet Control Message Protocol)

IP (Internet Protocol)

IPX/SPX (Internetwork Packet Exchange/Sequenced Packet Exchange)
MIB (Management Information Base)

NetBIOS (Network Basic Input/Output System)
RARP (Reverse Address Resolution Protocol)
RPL (Remote Program L oad)

SNA (System Network Architecture)

SNMP (Simple Network Management Protocol)
TCP (Transmission Control Protocol)

UDP (User Diagram Protocol)

XNS (Xerox Network System)
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NetWare Runtime

NetWare server

NetWare Server

A limited-connection version of the NetWare operating system usually
shipped with standalone Novell products.

NetWare Runtime is a network server platform supporting front-end or back-
end applications aswell as basic NLM programs such as communication
services, database servers, electronic mail, and other third-party applications.

A computer that runs NetWare operating system software.

Short for "NetWare Server object.”

NetWare Server object

NetWare SMP

NetWare symmetric

NetWare transport

A leaf object inthe NDS tree that represents a server running any version of
NetWare.

NetWare symmetric multiprocessing

Novell softwarethat allows multiprocessor-enabled NLM programsto run on
asystem in which all processors can perform all tasks. At runtime, an
algorithm assigns tasks to each processor as necessary to balance the work
load.

A symmetric multiprocessing system isthe opposite of an asymmetric system,
in which different processors are dedicated to different kinds of tasks.

multiprocessing
NetWare SMP

Novell software that allows multiprocessor-enabled NLM programsto run on
asystemin which all processors can perform all tasks. At runtime, an
algorithm assigns tasks to each processor as necessary to balance the work
load.

A symmetric multiprocessing system isthe opposite of an asymmetric system,
in which different processors are dedicated to different kinds of tasks.

A component of NetWare software that allows network clients to
communicate on the network. NetWare transports work in conjunction with
NetWare protocols. A protocol manages data and a transport manages
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NetWare volume

NetWire

network

network address

Network Address

application messages. A protocol and transport can be provided by one piece
of software or by many.

A fixed amount of physical hard disk storage space. A NetWare volumeisthe
highest level in the NetWarefile system directory structure (on the samelevel
asaDOS root directory).

A Novell information service on the Internet, CompuServe, and the Microsoft
Network (MSN) that provides 24-hour online access to technical, corporate,
and product information, and connects users with others who use Novell
products. The serviceis updated daily and features downloadable files,
patches and drivers, Technical Information Documents, message boards,
product lists, press releases, and a calendar of events.

A system of interconnected, individually controlled computers and
peripherals, and the hardware and software used to connect them.

The internal number assigned by the network that specifies where a device
(such asaserver or workstation) can belocated in the network cabling system.

Short for "Network Address property.”

Network Address Translation

NAT

Novell software that translates | P addresses that are not globally unique on a
private network to a globally unique public IP address. NAT alows IP hosts
on aprivate network to access the Internet. NAT can aso limit the access of
hosts on the public network to resources on a private network.

network administration

The task of managing the software and hardware in a network. Network
administration can include system tasks on a server, such as starting up and
shutting down the system, adding and removing user accounts, and backing up
and restoring data, assigning addresses to devices, maintaining network data
files across the network, and setting up internetwork routing.
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NetWare network administration includes creating and managing all NDS
objects within an NDS tree.

network administrator

The person responsible for setting up and maintaining the network. The
network administrator has the Supervisor right to create and manage objects
in the NDStree.

Generally, this means the person who has a trustee assignment to the [Root]
object of the NDStree, which would include the Supervisor rightsto the entire
NDS tree. However, the specific part of the NDS tree where this person has
rights can vary from network to network.

network architecture

A framework that facilitates the operation, maintenance, and growth of a
communications network by isolating the user and application programs from
network details. Protocols and software are packaged together into a usable
network architecture system that organizes functions, data formats, and
procedures.

network-attached printer

network backbone

A printer available to dl users on a network.

A cabling system that connects NetWare servers and routers. The central cable
handles all network traffic, which decreases packet transmission time and
traffic on the network.

Network Basic Input/Output System

network board

NetBIOS

An application program interface typically used on local area networks made
up of IBM and compatible microcomputers. NetBIOS separates application
programs from the networking subsystem so that application program
implementers can support multiple network designs, and so that a network
system can support independently developed applications.

A circuit board that provides the interface between software and hardware in
order to facilitate network communication. For example, it allows
workstations to communicate with each other or with the server, or allows a
printer to communicate with the server.
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In NetWare documentation thisis the preferred term. Documentation from
other companies might use the terms "NIC" or "network card" instead.
Synonymoustermsinclude "network interface controller" and "L AN adapter."

network communication
Data transmission between workstations. Requests for services and data pass
from one workstation to another through a communication medium such as
cabling.

Network Control Program
NCP

In Systems Network Architecture (SNA), the network control program that
does the routing and addressing of SNA devices.

Network Control Protocol
NCP

The protocol that provides procedures for establishing, configuring, and
terminating interaction between peers over a PPP link. For example, Internet
Protocol Control Protocol (IPCP) isthe Network Control Protocol for TCP/IP.

network direct printer
A printer and third-party print queue server that connect directly to the
network.

network drive
A common name for alogical drive.

Network drive mapping
Network drive mappings point to volumes and directories on the network.
Normally, drives F: through Z: are used for network mappings. Each user can
map drive letters to different directories.

To create a network drive mapping, use the MAP command, the NETUSER
text utility, or the NetWare User Tools graphical utility.

Network File System
NFS

A distributed file system devel oped by Sun Microsystems that allows a set of
computers to access each others files cooperatively in atransparent manner.
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Network Information Services

network interface

network interface

network interface

NIS

A centralized database that stores user, group, host, hostgroup, and mapping
information. It is similar to DNS.

Asan Internet service, NIS is designed to simplify the duties of the network
administrator of aworkgroup, allowing the administrator to maintain IP
addressesfor agroup of computersin asingledatabase. It provideshost names
to address trandlations on | P networks. It also provides information about
users and groups.

The physical connection between a hardware interface card and the network.

A category in the Internetworking Configuration utility (INETCFG) where
network interfaces are configured.

Information that allows client applications to locate the server and the host.
The network interfacefor avirtual server consists of a port number and one or
more Internet protocol (IP) addresses. Each virtual server and virtual host
must be configured to have a unique network interface.

network interface card

network layer

NIC

A circuit board that provides the interface between software and hardware in
order to facilitate network communication. For example, it allows
workstations to communicate with each other or with the server, or allows a
printer to communicate with the server.

Thethird of seven layersin the OSI model. The network layer ensures that
information arrives at its intended destination. It aso smooths out the
differences between network media so that higher layers do not need to
account for the distinctions.

network management

The process of ensuring consistent reliability and availability of anetwork, as
well astimely transmission and routing of data. Network management can be
performed by dedicated devices or programmed general-purpose devices.
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network monitoring
A network management function that constantly checks the network and
reports any problems.

network name
The symbolic identifier by which the network refersto anetwork addressable
unit (NAU), alink station, or both.

Network-Network Interface
NNI

The way aframe relay network interconnects so that users subscribing to
different frame relay network providers can communicate.

network node
NN

A type 2.1 nodethat offersfull SystemsNetwork Architecture (SNA) end-user
services. NN also provides intermediate routing services within an advanced
peer-to-peer networking (APPN) network and network services to its local
logical units and thosein any client end nodes for which it is a network node
server. NN can also attach to a subarea network as a peripheral device.

network node
A personal computer or other device connected to a network by a network
board and a communication medium.

A network node can be a server, workstation, router, printer, or fax machine.

network number
Inan IPX network, anumber that uniquely identifiesanetwork cable segment;
usualy referred to as the IPX external network number.

network number
InaTCP/IP network, the number of the network. The network number can be
specified with or without trailing zeros. For example, the addresses 130.57
and 130.57.0.0 denote the same | P network.

network number

Inan AppleTalk network, adecimal integer between 1 and 65,279 assigned to
each nonextended network supporting AppleTalk.
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network numbering

network printer

network range

network supervisor

In an IPX network, the system of numbers that identifies servers, network
boards, and cable segments. These network numbersincludethe IPX external
network number, IPX internal network number, and node number.

A printer shared in a network environment.

In an AppleTalk network, a contiguous range of decimal integers between 1
and 65,279 assigned to each extended network that supports AppleTalk. For
example, a network range might be 1 through 10.

Usually called "network administrator.”

The person responsible for setting up and maintaining the network. The
network administrator has the Supervisor right to create and manage objects
inthe NDStree.

Generdly, this means the person who has a trustee assignment to the [Root]
object of the NDStree, which would include the Supervisor rightsto the entire
NDS tree. However, the specific part of the NDS tree where this person has
rights can vary from network to network.

Network Support Encyclopedia Professional Volume

NSEPro

A comprehensive CD-ROM information base that contains the technical
information necessary to help install, maintain, and troubleshoot a NetWare
network and network applications. The NSEPro includes the following:

Support information for all Novell products
Downloadable files, patches, and drivers
Novell Technical Information Documents
Novell Labs certification bulletins

Product documentation

Novell Application Notes

Groupware Professionals Guide
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network topology

network traffic

NETX

newsfeed

newsreader

news server

NFS

NIC

NIC

The arrangement of nodes on a network; usually a star, ring, tree, or bus
organization.

The transmission load carried by network connections (channels).

netx.vim

A Virtual Loadable Module (VLM) under the NetWare DOS Requester that
provides backward compatibility with NETX and other older versions of the
NetWare shell.

Within Internet discussion groups, synonymous with replication. Newsfeed is
the term used by the Usenet community.

Software that can access and read messages stored on a news server.

An Internet server that hosts discussion groups.

Network File System

A distributed file system developed by Sun Microsystems that allows a set of
computers to access each others files cooperatively in atransparent manner.

Network Information Center

Located at SRI International, is the central authority that assigns al Internet
addresses.

network interface card

A circuit board that provides the interface between software and hardware in
order to facilitate network communication. For example, it allows
workstations to communicate with each other or with the server, or allows a
printer to communicate with the server.
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NIS

NLM

NLSP

NMA

NetWare documentation usesthe term "network board." Documentation from
other companies might use the terms "NIC" or "network card" instead.
Synonymoustermsinclude "network interface controller” and "LAN adapter."

Network Information Services

A centralized database that stores user, group, host, hostgroup, and mapping
information. It issimilar to DNS.

Asan Internet service, NISis designed to simplify the duties of the network
administrator of aworkgroup, allowing the administrator to maintain IP
addressesfor agroup of computersin asingledatabase. It provides host names
to address trandlations on | P networks. It also provides information about
users and groups.

NetWare L oadable Module

A program that runs on the NetWare OS. Once loaded, an NLM becomes part
of the network OS. An NLM can be dynamically loaded and unloaded. Types
of NLM programs include disk drivers (.dsk extension), LAN drivers (.lan
extension), management utilities and server applications modules (.nlm
extension), and name space support (.nam extension).

NetWare Link Services Protocol

Thelink state protocol used by IPX routers and servers to share information
about their routes with other devices on the network. NL SP enables network
managers to interconnect small or large IPX networks without routing
inefficiencies.

NetWare Management Agent

A group of NLM programs that provide server statistics and notify the
NetWare Management System (NMS) console of alarm conditions.

When installed on each server in the network, NetWare Management Agent
allowsthe network administrator to monitor, manage, and maintain all servers
from acentral console.

188 NetWare 5.1 Glossary



NMS Console

NN

NNI

NNI

NNI

NNTP

node

NetWare Management Agent provides a graphical representation of all
managed objects and their attributes, including a servers hardware, software,
or data components.

NetWare Management Station Console

Thepart of NM Sthat discovers, monitors, and managesthe network. AIlNMS
applications use the NM S consol es graphic user interface and database.

Objectsinstrumented to Desktop SNMP can be managed from the NMS MIB
Browser or other applications that "snap" into the NM S console.

The NMS console is an example of an SNMP management station.

network node

A type 2.1 nodethat offersfull SystemsNetwork Architecture (SNA) end-user
services. NN also provides intermediate routing services within an advanced
peer-to-peer networking (APPN) network and network services to its local
logical units and those in any client end nodes for which it is a network node
server. NN can also attach to a subarea network as a peripheral device.

Network-Network Interface

The way aframe relay network interconnects so that users subscribing to
different frame relay network providers can communicate.

Nederlands Normalisatie-l nstituut

Network Node Interface

Network News Transfer Protocol

The basic Internet protocol used to exchange network news articles between
multiple news servers and between news servers and newsreaders.

An addressable entity on a network. This term sometimes refersto a device
itself. Some examples of nodes are computers, printers, and file servers.
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node address

node number

node schematic

nonauthoritative

A number that uniquely identifies anetwork board. The number is acquired
dynamically by each node when it comes up on a network.

A node addressis often referred to as a node number, but some node numbers
are factory set rather than being dynamic.

A number that uniquely identifies a network board, also known as station
address, physical hode address, and node address.

Every node must have at least one network board, by which the nodeis
connected to the network. Each network board must have a unique node
number to distinguish it from all other network boards on that network.

Node numbers are assigned in several ways, depending on the network board
type. For example, Ethernet and token ring boards are factory-set (with no two
Ethernet boards having the same number), while ARCnet board numbers are
set with jumpers or switches. Node addresses are dynamically assigned each
time the node is started.

A graphical representation of a node (NetWare server) and its managed
objects.

A node schematic isthe main graphical display availablein the NMS
software.

Thenode schematicisthefocal point of the node with other graphical displays
being launched from it.

The node schematic can display network boards, server disks, volumes,
gueues, users, memory, NLM programs, and event and alert messages.

Describes Domain Name Service (DNS) datathat isnot served by theresident
DNS server. Nonauthoritative DNS data belongs to aforeign domain, is not
managed by the resident DNS administrator, and is cached through responses
to forwarded queries.

nondedicated router

A nondedicated router is an external router that can function simultaneously
as arouter and as aworkstation. In a nondedicated router, the workstations
NetWare workstation files runs "on top of" the router software.
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nonextended network

An AppleTak network that does not support AppleTalk Phase 2 extensions,
such as zone lists and network ranges. A nonextended network is an
AppleTak Phase 1 network.

nonpersistent media

non-return-to-zero

A mediatype that does not save data when a computer isturned off. A RAM
disk is an example of this mediatype.

NRZ

A binary encoding and transmission scheme in which ones and zeros are
represented by opposite and alternating high and low voltages, and in which
there is no return to areference (zero) voltage between encoded bits.

non-return-to-zero inverted

normal

Normal

Normal

Normal attribute

NRZI

A binary encoding and transmission scheme that inverts the signal on aone
and leaves the signal unchanged for a zero. A changein voltage state signals
aone bit, and the absence of a change denotes a zero bit.

Describes something that occurs in a natural way.

N

Short for "Normal attribute."

In NetWare Btrieve, the default file open mode. Normal mode allows shared
read/write access to Btrieve files. With Normal open mode, Btrieve performs
its standard integrity processing when it updates the data files.

N

A file system attribute that indicates that no NetWarefile system attributes are
set. The Normal attribute is automatically set by NetWare. It is shown in
attribute listings but cant be set by users.

NNN 191



NOS

NOS

Notify List Users

NetWare Operating System

network operating system

Software that isinstalled on network servers connected to a Local Area
Network (LAN). The software controls computers and resources attached to
the network.

Thisisalist of userslisted in the properties of the Printer object to be notified
when the printer has an error.

Novell Alliance Program

A partnership between Novell and professional service companiesto provide
customers with comprehensive network design and support services.

Novell Application Launcher

Novell Client

NAL

A NetWare utility that allows usersto run applications that were previously
configured by a network administrator. The applications are displayed as
icons. Users double-click the icon to launch the application.

Novell software that provides basic connectivity and access to NetWare
network resources for workstations, and that provides the interface between
the network and the workstations.

Novell Client software redirects basic computer functions to operate over the
network rather than on the desktop. It aso provides the interfaces to services
that applications use to communicate with the network. Additionally, it
provides advanced networking services such as rapid data transfer, file and
print management, and accessto NDS.

Novell Client for DOS and Windows 3.1x

Software that connects aDOS workstation or a Windows 3.1x workstation to
a NetWare network. This client software also includes the utilities that
configure the way the client works and that optimize the workstations
performance.

192 NetWare 5.1 Glossary



Novell Client for Windows 95
Software that connects a Windows 95 workstation to aNetWare network. This
client software also includes the utilities that configure the way the client
works and that optimize the workstations performance.

Novell Client for Windows NT
Software that connects a Windows NT workstation to a NetWare network.
Thisclient software also includes the utilities that configure the way the client
works and that optimize the workstations performance.

Novell Configuration Manager
ncm.nlm

For PCI Hot Plug servers, an NLM that manages the hot plug system and
ensures proper system behavior. Its primary function is to sequence hot plug
operations to ensure stability of the system. To achieve this function, the
Configuration Manager shuts down the adapters device driver before
removing power from the slot. The Configuration Manager also maps
hardware resources to device driver software.

Novell Configuration Manager Console
ncmcon.nim

AnNLM that providestheinterfacefor controlling al hot plug operations and
functions in NetWare systems. The Configuration Manager Console also
displays slot configuration details, including adapter driver information and
Status.

Novell Consulting Services
NCS

A Novell department that provides custom software devel opment, network
auditing, network systems design, and distributed application design services.

Novell Desktop Systems Group
NDSG

Novell Directory Services
NDS
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Novell Distributed Print Services

Novell ElectroText

NDPS

Print services software that allows network administrators to manage network
printing from within NDS. Features include bi-directional feedback,
configurable event notification, automatic printer driver download function,
protocol independence, and backward compatibility.

Online NetWare 4.0 documentation and a viewer that allows usersto access
documents from their workstation. All manualsin the NetWare 4.0
documentation set, with the exception of the Quick Access Guide, are
available online through Novell ElectroText.

Novell ElectroText viewer

Novell Event Bus

Novell IP Gateway

Windows-based online help that includes online NetWare documentation.

NEB

AnNLM that facilitates communications between different software modul es.
The NEB enables PCI Hot Plug Technology on multiple versions of NetWare.

A system that runs on the OSI application layer and allows dissimilar
protocols to communicate by filtering communications through industry-
standard IP.

Novell IPX/IP Gateway

Novell JVM

A system that transfers NetWare data traffic between I P and I|PX segments on
amixed protocol network, translating as needed between the two protocols.

Novell Java Virtual Machine

A suite of NLM programs that |ets the NetWare server run Java applications
and applets, including multithreaded applications, and applications that use a
graphical interface.

This should not be confused with Sun, Inc.s Java Virtual Machine (JVM).
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Novell Licensing Services

NLS

A distributed, enterprise network service that enables administrators to
monitor and control the use of licensed applications on the network.

NLS also provides a basic license metering tool and libraries that export
licensing service functionality to developers of other licensing systems.

Novell Licensing Services client

NLS client

A network application that makes requests for the services of any application
that has been registered with NLS. The NLS client can run on aclient
workstation or on a NetWare server, and it supports multiple platforms.

Novell Object Request Broker

Novell ORB

Novell ORB

The Novell implementation of the Object Request Broker (ORB). AnORB is
a component in the the CORBA programming model.

Novell ORB isrequired on the NetWare server to develop and distribute
CORBA-compliant distributed-object applications.

Novell Object Request Broker

The Novell implementation of the Object Regquest Broker (ORB). AnORB is
a component in the the CORBA programming model.

Novell ORB isrequired on the NetWare server to develop and distribute
CORBA-compliant distributed-object applications.

Novell Secure Authentication Services

A network service that facilitates login to and authentication services for
applications, and that manages cryptography used by authentication and
communication services such as Secure Socket Layer (SSL).

Novell Storage Services

NSS

A high-performance, 64-bit storage and access system that supportsvery large
filesaswell aslarge numbers of files and NSS volumes. NSS runs with the
traditional NetWarefile system in NetWare. NSSinstalls on the server asaset
of NLM programs.
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Novell Technical Support

NPD file

NPRINTER

NRZ

NRZI

NSEPro

NTS

A Novell department made up of customer service representatives and support
engineers who are trained to provide quality service to end users and to
independent service providers who have problems that could not be solved
through regular channels.

A filethat describes the capahilities of specific printers. Novell providesthese
filesto ensure that the full features of the latest printers can be used by NDPS.
Because most printersin current use do not yet have the full bidirectional
communication capabilities NDPS supports, NPD files provide detailed
information about the printers they correspond to in aformat that NDPS can
read and report.

An NLM that enables a printer attached to any server to be a network printer.

non-return-to-zero

A binary encoding and transmission scheme in which ones and zeros are
represented by opposite and alternating high and low voltages, and in which
there is no return to areference (zero) voltage between encoded bits.

non-return-to-zero inverted

A binary encoding and transmission scheme that inverts the signal on aone
and leaves the signal unchanged for a zero. A changein voltage state signals
aone bit, and the absence of a change signals a zero bit.

Network Support Encyclopedia Professional Volume

A comprehensive CD-ROM information base that contains the technical
information necessary to help install, maintain, and troubleshoot a NetWare
network and network applications. The NSEPro includes the following:

Support information for all Novell products
Downloadable files, patches, and drivers

Novell Technical Information Documents
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Novell Labs certification bulletins
Product documentation
Novell Application Notes

Groupware Professionals Guide

NSS
Novell Storage Services

A high-performance, 64-bit storage and access system that supportsvery large
filesas well aslarge numbers of files and NSS volumes. NSS runs with the
traditional NetWarefile system in NetWare. NSSinstalls on the server asa set
of NLM programs.

NSS Administration menu
The main menu in NSS, with options to create or modify NSS partitions,
storage groups, NSS volumes, and file attributes.

NSS_Admin volume
InNSS, aread-only volumethat isautomatically created when astorage group
and NSS volume are created. This volume contains a dynamic list of objects
that NSS uses, and it cannot be deleted.

NSS file system
The system that NSS uses to create large files and NSS volumes.

NSS storage
The amount of free space that NSS claims for storage groups and NSS
volumes.

NSS volume
A volume that is owned by Novel Storage Services (NSS).

null key
A key field that can be a user-defined character. Btrieve allows two types of
null keys: any-segment (called amanual key in earlier versions of Btrieve) and
all-segment (simply called anull key in earlier Btrieve versions).

An any-segment null key does not include a particular record in the index if
the value of any key segment of that record matches the null value.

Anall-segment null key only excludesa particular record from theindex if the
value of al key segment of that record matches the null value.
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NWCCON

NWCSS

NWCSU

NWPA

Nwserver

NetWare Connect Configuration

A utility that can be used instead of NIASCFG to configure and manage
remote access.

NetWare Connect Services Selector

The NLM that automatically routes incoming calls to the appropriate service
as part of remote access supporting diverse client types. The Services Selector
interfaces with AIO and monitors ports on behalf of the registered services.
The Services Selector determines the appropriate destination of the incoming
data, then relinquishes port control to the appropriate service. Inaremotedial-
in connection, the Services Selector queriesthe caller for the available session
(that is, the network workstation) to which the caller wants to connect.

NetWare Connect Supervisor

TheNLM that provides configuration and dynamic reconfiguration support. It
also supports security, license checking, and network management, and it
updates port status. NWCSU provides alibrary of functions, including
security, dialback, audit trail, and aert logging.

NetWare Peripheral Architecture, NPA

An extension of the NetWare Media Manager (a database built into NetWare
for managing storage devices and media).

NPA separates NetWare driver support into two components: aHAM and a
CDM. The HAM drives the host adapter hardware. The CDM drives storage
devices or autochangers attached to a host adapter bus.

The default name for the boot directory created by the NetWare installation
program.
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000

Obituary

object

object

object

A Novéll Directory Services schema attribute used to avoid name collisions
during certain operations.

Any line, symbol, geometric shape, bitmap image, chart, graph, or other item
that you can select or manipulate in some manner. For example, in
WordPerfect Presentations, an item you can draw using one of the drawing
tools.

In the Common Desktop Environment (CDE),
1. Any related group of objects.

2. In Application Builder, any of the defined elements—windows, panes, or
controls—used in building a user interface. Application Builder objects are
represented by icons on the object palettes of the primary window; they
become interface objects once they are dragged and dropped. An Application
Builder object is composed of one or more widgets.

3. Inthe OSF/Matif Style Guide, an element that visually represents
something that has behavior and contents not revealed solely by the visual
representation. Objects are often represented as icons, but could be
represented in other ways as well; for example, aslist items.

Short for "abstract object.”

In SNMP, oneintegral set of information.
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object

object

object bank

object class

object engine

object engine layer

object-key pair

An object can be single (a single-instance object), or can occur several times
with different datarepresenting different real-world items (amultiple-instance
object). For example, atable of system management contactsis amultiple-
instance object. Each contact is an instance of the table.

An entity defined in the NDS database. Each object consists of properties and
the values for the properties. There are three general categories of NDS
objects: container objects, leaf objects, and the [Root] object.

Container objects generally represent abstract entities, including the
Organization and Organizational Unit objects. Leaf objects generally contain
information about physical network entities such as users and devices. A
[Root] object is created during installation as the parent directory for all other
objects.

Aniconinabrowser view that represents a user, server, printer, or other object
in the network.

The central layer of the NSS Media Access Layer (MAL). The object bank is
responsible for registration of storage managers and storage data objects.
Storage free space is recognized by NSS and deposited into the object bank
for NSS use.

The structure that the network administrator chooses and provides with data
in order to create an NDS object. The types of object classes are the same as
the names of the objectsthemsel ves. For example, User, Organization, Server,
etc.

Short for "object engine layer."

In NSS, alayer in the software architecture that stores and manages NSS
objects such as files and NSS volumes.

A secret token, such as apassword or fingerprint, that authenticates (uniquely
identifies) a user to the system.

200 NetWare 5.1 Glossary



object property

A property that identifies categories of information associated with an object.

Object Request Broker

object right

Object Trustees

Occupant

octet

odd parity

ODI

ODI

ORB

A component in the CORBA programming model that acts asthe middleware
between clients and servers. In the CORBA object-based computing model, a
client can regquest a service without knowing anything about what servers are
attached to the network. The various ORBsreceive the requests, forward them
to the appropriate servers, and then hand the results back to the client.

Novell hasits own ORB.

Any of the rights to access an object. The object that possesses therightsis
called the trustee. Object rights dont affect properties or property rights, with
the exception of the Supervisor object right, which grants access to all
property values.

Short for "Object Trustees property.”

A rolefulfilled by a User object. The User object that islisted in an
Organizational Role container object is said to be the Occupant of the
Organizational Role.

A sequence of eight binary digits regarded as a unit.

Error detection method requiring an odd number of onesin each byte.

Optical Datalmage

Open Data-Link Interface

The interface used on NetWare servers to support multiple network boards as
well as multiple protocol stacks, such as TCP/IP, IPX/SPX, or AppleTalk.
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ODINSUP

OEM adapter

offline UPS

offspring count

OK

on-demand call

Open Data-Link Interface network driver interface specification support

An interface that allows the coexistence of two network driver interfaces: the
Network Driver Interface Specification (NDIS) and the Open Data-Link
Interface (ODI) specification.

Original Equipment Manufacturer adapter

offline uninterruptible power source

A backup power unit that supplies uninterrupted power if acommercia power
outage occurs....Offline UPS monitors the power line. When power drops, the
UPS s activated. The drawback to this method is the slight lag before the
offline UPS becomes active. However, most offline UPS systems are fast
enough to offset this lag.

The number of subdirectories and filesin adirectory.

In the Common Desktop Environment (CDE), a choice that accepts the
information in awindow and closesiit. If the window contains changed
information, those changes are applies before the window is closed.

A typeof cal that is activated by the presence of data traffic directed to or
through the remote peer system.

on-demand connection

on-demand SVC

A method of connecting to aremote system that enables occasional instead of
permanent access, thereby saving connection expense and maximizing the use
of network resources. Thistype of connection uses static routing information
to advertise the presence of exterior networks, although no route currently
exists.

on-demand switched virtual circuit

A virtual circuit that is closed after data has been transmitted over the
established switched virtual circuit (SVC). The circuit remains closed until
more datais queued for sending, at which point connection is reestablished.
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on-demand switched virtual circuit

online help

On the Road

on-demand SVC

A virtua circuit that is closed after data has been transmitted over the
established switched virtual circuit (SVC). The circuit remains closed until
more datais queued for sending, at which point connection is reestablished.

1. An electronic documentation file formatted according to the requirements
of the destination operating system. Help files generally contain short
instructions about how to perform certain features. They generally have fewer
graphics than printed or electronic books of the same material. Help files
reformat as needed to the screen window dimensions, and make heavy use of
hypertext linking, pop-up boxes, and so forth. Help files are context-sensitive,
which meansthat you can jump to a specific topic within the help file directly
from the applications dialog and menu interface, etc.

2. A feature that provides a convenient means of accessing information about
NetWare functions and concepts from any workstation on the network.

A location option while installing the NetWare Connect Service Client in the
workstation. It defines a profile for situations when you are not connected to
the network. (Context: "Includes dial up accessto the network to allow you to
be more productive at home and on the road, saving you time".)

Open Data-Link Interface

ODI

The interface used on NetWare servers to support multiple network boards as
well as multiple protocol stacks, such as TCP/IP, IPX/SPX, or AppleTalk.

Open Protocol Technology

OPT

Open Shortest Path First protocol

OSPF protaocol

A hierarchical Interior Gateway Protocol routing algorithm that relies on
OSPF routers having constructed a complete topology of the network from
link states. For each destination, therouter examinesitslink state database and
selects the shortest path as the route to that destination. OSPF then allowsthe
routers to derive such information as least-cost routing, equal-cost routing,
and load balancing.
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Open Systems Interconnection
OSl; short for "Open Systems Interconnection model (OSI model).”

A seven-layer model for data communication which is the standard network
architecture developed by the International Organization for Standardization
(I1SO). The layers are as follows:. physical, data-link, network, transport,
session, presentation, and application.

Open Systems Interconnection model
OS| model

A seven-layer model for data communication which is the standard network
architecture developed by the International Organization for Standardization
(1SO). The layers are as follows:. physical, data-link, network, transport,
session, presentation, and application.

operating system API function
operating system application programming interface function

operating system memory space
The portion of server memory used by the NetWare operating system. Also
known as kernel memory space.

operating system protected domain
OSP domain

An areain memory reserved to run untested third-party NetWare L oadable
Modules.

operator hold
A hold placed on a print job by a Queue Operator.

optical disc
A form of removable media used to store data. An optical disc can be one-
sided or two-sided. Some optical discs are read-only; others can be read from
and written to.

optical disc library

A high-capacity storage device, sometimes called a jukebox, that uses an
autochanger mechanism to mount and dismount optical discs as heeded.
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ORB

Organization

Organization

organization

Organizational CA

Organizational Role

Object Request Broker

A component in the CORBA programming model that acts asthe middleware
between clientsand servers. In the CORBA object-based computing model, a
client can request a service without knowing anything about what servers are
attached to the network. The various ORBsreceive the requests, forward them
to the appropriate servers, and then hand the results back to the client.

Novell hasits own ORB.

o]
Short for "Organization object.”

Short for "Organization property.”

In the Product Life Cycle (PLC) process, the entity responsible for producing
products or providing services, or the management structure of such entities.

A certificate authority (CA) that a network administrator creates using
ConsoleOne. The Organizational CA is specific to your organization and uses
aprivate key for signing operations.

Short for "Organizational Role object.”

Organizational Role object

Organizational Unit

A leaf object inthe NDS tree that represents a position or role, such as Team
Leader or Accounting Resources Manager, that can be filled by any
designated user. Using it simplifies rights management, because an
administrator grants rights to the Organizational Role object. The designated
user who fills that role then has those rights.

ou
Short for "Organizational Unit object.”
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Organizational Unit object

Organization object

orphan

orphan

orphan

(ON)

0S/400

OU object

An optional container object in an NDS tree that represents a unit within an
organi zation, such asadepartment or business unit. It contains the objects that
represent the network users and resources in the actual unit, and must reside
either immediately under an Organization object or under another
Organizational Unit.

o

A mandatory container object in the NDS tree that represents an organization
such as a corporation, university, or operating division. It contains the objects
that represent the network users and resources in the actual organization. It
must reside either immediately under the root of the tree, or under a Country
object.

A typesetting term for the first line of a paragraph printed by itself at the
bottom of a page or column of text.

Anorphanis

(1) a GroupWise message that has been deleted by all users but still existsin
the message database, or

(2) afilein the attachment directory that is not referenced by any messages.

Short for "orphaned partition.”

operating system

Runsin the server and controls system resources and information processing
on the entire network.

In AS/400, afunction of the operating system that givesthe user the capability
to run Cross System Product/Application Development (CSP/AE)
applications.
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(ON]|

OSI model

OSPF

Open Systems Interconnection; short for "Open Systems Interconnection
model (OSI model)."

A seven-layer model for data communication which is the standard network
architecture developed by the International Organization for Standardization
(1SO). The layers are as follows: physical, data-link, network, transport,
session, presentation, and application.

Open Systems I nterconnection model

A seven-layer model for data communication which is the standard network
architecture developed by the International Organization for Standardization
(I1SO). The layers are as follows: physical, data-link, network, transport,
session, presentation, and application.

Open Shortest Path First

A hierarchical Interior Gateway Protocol routing algorithm that relies on
OSPF routers having constructed a complete topology of the network from
link states. For each destination, therouter examinesitslink state database and
selects the shortest path as the route to that destination. OSPF then allowsthe
routers to derive such information as least-cost routing, equal-cost routing,
and load balancing.

Outbound Service Advertisement Filter

output

Owner

These service information filters limit the service advertisements propagated
by the router to a selected set of services at a selected set of networks.

1. Communication from your computer. Output includes data that is printed,
sent to disk, shown on your screen, or sent across a network.

2. Datathat the computer sends to the console, disk, or some other device.

In the Common Desktop Environment (CDE),

1. A file manager option used to set access permissions for the owner of afile
or directory.

2. The user who owns and controls afile or folder.
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owner
1. In Novell GroupWise, the user assigned the responsibility to accept or
decline requests for specific resources. The owner must be auser on the same
post office as the resource.

2. Short for "resource owner."

The user responsible for accepting or declining scheduling regquests for a
resource.

owner
A user who createsafileor directory. A fileor directory owner doesnot inherit
special accessrightsin NetWare.

If the network administrator has set per-user disk space restrictions, then the
file owner is used to identify the user who is charged for the disk space
associated with afile or directory.
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PPP

pacing
A technique by which areceiving component controlsthe rate of transmission
of asending component to prevent overrun or congestion. M essage pacing sets
the maximum number of request units (RUs) that the local LU can receive
without sending a pacing response on sessions for the specified mode name.
The maximum number of RUsisthe pacing window. The range of valuesisO
through 63.

pacing window size
The number of RUsthat a program can send before getting permission to send
more.

packet
A group of bits transmitted as a unit of information on a network. These bits
include dataand control elements. The control elementsinclude the addresses
of the packets source and destination and, in some cases, error-control
information.

In packet-switching networks, atransmission unit of afixed maximum size
that consists of binary digits representing both data and a header.

Packet Burst
A transmission mode that does not require the operating system to wait for
verification that a packet has been received before sending the next packet.
Both file and print services can use Packet Burst to speed processing of data
across the network.

Because Packet Burst transfers multiple packets before requiring a response,
users are able to send large amounts of data quickly across both LANs and
WANSs. Packet Burst technology not only greatly speeds the transfer of data
across the wire but also reduces network traffic.
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Packet Burst protocol
A protocol built on top of 1PX that speeds the transfer of multiple-packet
NetWare Core Protocol (NCP) file reads and writes by eliminating the need to
sequence and acknowledge each packet.

Packet Burst protocol is more efficient than the one-request/one-response
protocol in early NetWare versions. With Packet Burst protocol, the server or
workstation can send awhole set (burst) of packets beforeit requires an
acknowledgment.

packet forwarding
Copying a packet from one interface to another through an intermediate
system.

packet frame
A set of information added to apacket to ensure its proper transmission across
the network. The format of frame information depends upon the physical
medium on which the data travels.

packet layer
An X.25 layer that controls call setup and clearing, packet transfer, and
network facility selection.

packet receive buffer
An areain the NetWare servers memory set aside to temporarily hold arriving
data packets.

The packets remain in this buffer until the server isready to process them and
send them to their destination. This ensures the smooth flow of datainto the
server, even during times of particularly heavy input/output operations.

The number of packet receive buffersis set during server installation. This
number isincreased by the operating system as needed due to heavy buffer
activity.

packet size
The size of an incoming or outgoing data packet.

packet-switched network

A group of interconnected, individually controlled computersthat use packets
to transmit information to each other.
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packet switching

page

page

page

page fault

paging

A data communications process in which messages are broken into finite-
sized packets. The message packets areforwarded over different routes. At the
other end of the routes, the packets are reassembled into the message, which
is then passed on to the receiving terminal or device.

In the Common Desktop Environment (CDE), to advance text displayed in a
window by one full screen at atime, usually using a scroll bar.

A unit of adatafile. A pageisthe smallest unit of storage that Btrieve moves
between main memory and disk. Pages contain a multiple of 512 bytes (up to
4,096 bytes).

Btrieve uses the following types of pages. data page, index page and variable
pages.

A data page contains fixed-length records (or the fixed-length portion of
variable length records.)

An index page contains key values and pointers to the associated records for
those values (which reside on a data page.)

A variable page contains variable-length portions of records.

A unit of memory.

For example, apage of expanded memory isa 16 KB block. A page of server
memory isa4 KB block.

An error that occurs when a program attempts to access amemory page that
either does not exist or that the program does not have the right to access.

An architectural feature that allows NetWare to assign memory
noncontiguously.

Page tables are used to map physical addressesto logical memory. Each page
table entry corresponds to a page in memory. A memory pageisa4 KB block
of RAM. A group of page tablesis adomain.
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PAP

PAP

PAP authentication

parallel port

parent directory

parent object

parent partition

parity

Printer Access Protocol

An Apple protocol consisting of the layer of network software that maintains
communication between a workstation and a print service.

Password Authentication Protocol

Aninbound call protection method used by Point-to-Point Protocol (PPP) that
enables an exchange of peer ID/password pairs used to validate the calling
node. The | D/password pair is compared to alocal list of authorized pairs.

Password Authentication Protocol authentication

Aninbound call protection method used by Point-to-Point Protocol (PPP) that
enables an exchange of peer ID/password pairs used to validate the calling
node. The I D/password pair is compared against alocal list of authorized
pairs.

A connector between a computer and another component, such as a printer,
that uses a parallel interface. It transmits eight bits (one byte) of information
at atime, unlikea seria port which transmits only one bit a atime.

A directory that contains subdirectories and files.

A container object that contains other objects.

The original partition. A partition that has a boundary in the NDS tree above
another partition.

Short for "parity checking.”

An error-checking systemin computer memory and communicationsthat adds
noninformation bits to a message to detect any changes in the origina bit
structure.
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parity checking

partition

partition

An error-checking systemin computer memory and communicationsthat adds
noninformation bits to a message to detect any changes in the original bit
structure.

A logical unit into which hard disks can be divided.

A logical division of theNDSglobal database. A partition formsadistinct unit
of datain the NDS tree that network administrators use to store and replicate
NDS information.

Each partition consists of acontainer object, all objectscontainedinit, and the
data about those objects. Partitions do not include any information about the
file system or the directories and files contained there.

partition management

The method of managing NDS database partitions and replicas. Partition
management divides NDS into partitions and makes and manages various
replicas of these partitions.

Partition management allows network administrators to
Create, merge, and move NDS partitions
Display partitions and partition details
Add, delete, synchronize, and display NDS replicas

partition regeneration

passive hub

Error recovery that excludes alost replica (or, the regeneration of a Directory
database after the loss of areplica).

A device used in some network topologies to split atransmission signal,
allowing additional workstations to be added. In ARCnet, these are
unpowered connecting boxes. Unused ports on passive hubs must be
terminated.

passive primary server

A DNS server that services a primary zone. A passive primary server honors
zone transfer requests, but will not update the zone information. Multiple
passive primary servers can service the same primary zone.
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passive secondary server

password

A DNS server that services a secondary zone. A passive secondary server

honors zone transfer requests and answers queries to the zone, but will not
perform zone transfer requests to the primary server of the zone. Multiple

passive secondary servers can service the same secondary zone.

A combination of charactersthat allows usersto log onto asystem or to access
aprogram or file.

Password Authentication Protocol

PAP

Aninbound call protection method used by Point-to-Point Protocol (PPP) that
enables an exchange of peer |D/password pairs used to validate the calling
node. The ID/password pair is compared to alocal list of authorized pairs.

Password Authentication Protocol authentication

path

PCI

PCI

PCI

PCI

PAP authentication

Aninbound call protection method used by Point-to-Point Protocol (PPP) that
enables an exchange of peer ID/password pairs used to validate the calling
node. The I D/password pair is compared against alocal list of authorized
pairs.

A text string that specifies the hierarchical location or address of afile or
folder.

Peripheral Component I nterconnect
An Intel standard.

Personal Computer Integration

Program Control Information

A hidden variable controlling color, window size, and so on.

Peripheral Component Interface
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PCI Hot Plug

PCONSOLE

PDN

PDS

PDS

PDS

PDS

PDU

Technology that alows a user to physically remove and insert industry-
standard PCI devices (such as LAN adapters, disk controllers, or disk drives)
without disrupting the operation of other devicesin the system. Thisalows
the same functionality to continue after replacing the device. Only individual
slotsare affected (the system does not need to be powered off to perform these
functions). This technology requires both hardware and software that is PCI
capable.

A menu utility that controls print jobs, print queues, print servers, and printers.

public data network

A network that provides data transmission services to the public; usually a
public packet-switched or circuit-switched network.

Processor Direct Slot

Professional Development Series

Print Device Subsystem

An NDPS server component used by the Novell printer gateway, first to
retrieve printer-specific information by reading Page Description Language
(PDL), and second, to store it in adatabase. The PDSis used when creating a
Printer Agent to represent a printer that either is not connected directly to the
network (alocal or remote printer), or isdirectly connected to the network but
either its manufacturer does not provide a proprietary NDPS gateway or it is
running in PSERVER mode.

Public Domain SoftWare

protocol data unit

A packet of data unitsin the IEEE 802.2 standard, consisting of data and
control information that is exchanged between two nodes using a protocol.
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peripheral node
A network node that uses local addresses for routing and, therefore, is not
affected by changes in network addresses. It has no intermediate routing
function, so it is dependent upon an intermediate or host node to provide
certain network or boundary-function services.

Peripheral Node Control Point Name
In NetWare Link/SNA, a parameter that corresponds to control point name
(CPNAME).

CPNAME isan operand in a Virtual Telecommunications Access Method
(VTAM) definition statement coded with the network-qualified name of a
control point (CP). A control point name consists of anetwork ID qualifier
identifying the network to which the CPs node belongs, and a unique name
identifying the CP. Each APPN or low-entry networking (LEN) node has one
control point name.

Perl
Practical Extraction and Report Language

A general-purpose scripting language for creating scripts on the Web, popular
because of its ease of use and availability on awide range of platforms. Perl 5
supports regular expressions, run-time libraries, exception handling, data
structures, and object-oriented features. Also called "Pathologically Eclectic
Rubbish Listener."

permanent connection
A method of connecting to aremote system that enabl es aconstant connection
to aremote peer.

permanent SVC
permanent switched virtual circuit

A virtua circuit that isin a connected state until the user or application
disconnectsiit.

permanent virtual circuit
PvC

A continuously available communications path that connects two fixed end
points. A PVC issimilar to aleased line.
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permission

permission

physical address

physical layer

physical memory

physical unit

physical volume

PING

ping

In the Common Desktop Environment (CDE), a setting that determines how
users or groups of users may access an object, such as afile, directory, or
printer.

A right that determines ausersaccessto aparticular Internet discussion group.
A set of rights associated with a user role.

The OSI data-link layer address of a network device.

Thefirst of seven layers of the OSI model, the physical layer details the
protocols that govern transmission media and signals.

InX.25, the physical layer isthelayer of theinterface that definesthe physical
interface between dataterminal equipment (DTE) and datacircuit-terminating
equipment (DCE). It specifies the procedures used to establish, maintain, and
release the physical connections or data circuits between network end points.

Any memory that can be physically addressed by the processor.

PU

In Systems Network Architecture (SNA), a node that supports one or more
logical units (LUs) and provides communications, data processing, or both.

The file system volume associated with a Volume object in NDS.

packet Internet groper

A program used to test the accessibility of destinations by sending them an
Internet Control Message Protocol (ICMP) echo request and waiting for a

reply.

To test the connectivity of a particular network node by transmitting a
diagnostic packet that requires a response from that node.
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PKCS #12

PKCS #7

Public Key Cryptography Standard #12.

An RSA Data Security, Inc., standard that specifies a portable format for
storing or transporting ausersprivate keys, certificates, miscellaneous secrets,
etc.

Public Key Cryptography Standard #7.

An RSA Data Security, Inc., standard for encapsulating signed data such asa
certificate chain.

platform support module

PLU

PSM

A loadable hardware abstraction layer for processor and interrupt support. A
PSM is specific to a particular hardware platform.

primary logical unit

Thelogical unit (LU) that sendsthe BIND command to activate a session with
its partner LU, which meansit contains the primary half-session for a
particular LU-LU session.

A logical unit can contain secondary and primary half-sessions for different
active LU-LU sessions.

Point-to-Point Protocol

PPP

An industry-standard protocol that enables point-to-point transmissions of
routed data. The datais sent across transmission facilities between
interconnected LANS by using a synchronous or an asynchronous serial
interface.

Point-to-Point Protocol Remote Node Service

PPPRNS

A servicethat provides PPP support for remote DOS and Windows clientsthat
are using the Internetwork Packet Exchange (1PX) software or Internet
Protocol (I1P).
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polled mode

polling

port

portable software

port driver

Port Handler

Poster

In NetWare queue-base printing, the default transmission modefor printers. In
this mode, the printer port driver (NPRINTER) periodically checks, or polls,
its data port to determine whether its ready to accept datatransmission. The
ports statusisindicated by an electronic signal called aflag. Checks are made
at each CPU timer tick (18 per second).

Any procedure that periodically checks the status of each device or terminal
on the network, noting such things as new data available for processing.

The point of contact between two hardware devices or two software elements.

A hardware port can be the physical connection point between a printer cable
and the computer.

A software port, represented by amemory address, can bethelogical contact
point betweenalL AN driver and the protocol bound toit, or the point of access
to aservice on a TCP/IP host compuiter.

Software that is developed for avariety of hardware platforms. It can be
installed and run on different computers and operating systems. Novell
Storage Services (NSS) is an example of portable software.

A driver that routes print jobs through the proper port (for example, LPT1,
LPT2, COM1) to the printer that will handle the job. The NPRINTER utility
functions as a port driver in NetWare.

An NDPS server component used by the Novell printer gateway to ensure that
the Print Device Subsystem can communicate with the printer through
hardware ports and legacy methods, including a servers serial and parallel
ports (local printers), queue-based printing (QMS), and remote printers (RP
mode).

The predefined user role that enables a user to post to, read, and view an
Internet discussion group.
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PPP

PPPRNS

Practical Extraction

preemption

primary logical unit

Point-to-Point Protocol

An industry-standard protocol that enables point-to-point transmissions of
routed data. The data is sent across transmission facilities between
interconnected L ANSs using a synchronous or an asynchronous serial
interface.

Point-to-Point Protocol Remote Node Service

A servicethat provides PPP support for remote DOS and Windows clientsthat
are using the Internetwork Packet Exchange (1PX) software or Internet
Protocol (IP).

and Report Language
Perl

A general-purpose scripting language for creating scripts on the Web, popular
because of its ease of use and availability on awide range of platforms. Perl 5
supports regular expressions, run-time libraries, exception handling, data
structures, and object-oriented features. Also called "Pathologically Eclectic
Rubbish Listener."

An operating system scheduling technique that alows the operating system to
take control of the processor at any instant, regardless of the state of the
currently running application. Preemption guarantees better response to the
user and higher data throughput. Most operating systems are not preemptive
multitasking, meaning that task-switching occurs asynchronously and only
when an executing task relinquishes control of the processor.

PLU

Thelogical unit (LU) that sendsthe BIND command to activate a session with
its partner LU, which meansit contains the primary half-session for a
particular LU-LU session.

A logical unit can contain secondary and primary half-sessions for different
active LU-LU sessions.
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primary server

primary time server

primary zone

PRINTCON

PRINTDEF

print device

The SFT 111 NetWare server that has been operating longer than its partner and
is currently servicing workstations. The primary server handles workstation
requests for network services. It aso handles routing packets from routers on
the internetwork.

If the primary server fails, the secondary server becomes the new primary
server.

A server that synchronizes the time with at |east one other primary or
reference time server, and provides the time to secondary time servers and to
workstations.

A DNS zone that is authoritative, and that is serviced by one designated
primary server and one or more passive primary servers.

In NetWare queue-based printing, aDOS-based utility used to customize print
jobs by allowing users to predefine a set of printing options, including the
following:

Printer to be used

Print queue to be used
Number of copiesto print
Use of a banner page
Printer form

Print device mode

In NetWare queue-based printing, aDOS-based utility used to customize print
jobs by defining printer devices and print forms.

A printer, plotter, or other peripheral that prints from the network.
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print device
A defined set of printer functions and modes that are supported for the Printer
objects in a container. Print devices can be saved as print device files (.pdf
files).

print device definition
A set of functions and modes found in afile (with a.pdf extension) that
corresponds to a printer, plotter, or other peripheral.

Print device definitions contain the necessary control sequencesfor setting or
resetting the printer, and for controlling bold, emphasis, italics, print size, font
selection, colors, and other features, depending on the printer.

A print device definition does not necessarily represent the full functionality
of the printer. A print device definition can be modified to change the
functions the machine can perform.

Print Device Subsystem
PDS

An NDPS server component used by the Novell printer gateway, first to
retrieve printer-specific information by reading Page Description Language
(PDL), and second, to storeit in adatabase. The PDSis used when creating a
Printer Agent to represent a printer that either is not connected directly to the
network (alocal or remote printer), or isdirectly connected to the network but
either its manufacturer does not provide a proprietary NDPS gateway or it is
running in PSERVER mode.

printer

A computer device used to produce printed material.
Printer

Short for "Printer object.”
printer

In the Common Desktop Environment (CDE), an object that represents a
physical printer. In Calendar, the Printer Settings field is used to specify the
printer on which to print acalendar or list.

Printer Access Protocol
PAP

An Apple protocol consisting of the layer of network software that maintains
communication between a workstation and a print service.
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Printer Agent

A logical entity that represents an NDPS printer, combining the functions
previously performed by a printer, print queue, print server, and spooler into
oneintelligent and simplified entity. Before a printer can be incorporated into
an NDPS printing environment, it must be represented by a Printer Agent.

Printer Communications Protocol

PCP

An SPX-based communications protocol used by printer drivers (nprinter.nlm
and nprinter.exe) to communicate with print servers (pserver.nim).

printer definition file

printer driver

printer form

printer function

printer language

pdf

A file, containing a print device definition, that controls a printer, plotter, or
other peripheral.

Print device definitions contain the necessary control sequences for setting or
resetting the printer, and for controlling bold, emphasis, italics, print size, font
selection, colors, and other features, depending on the printer.

A print device definition does not necessarily represent the full functionality
of the printer. A print device definition can be modified to change the
functions the machine can perform.

The software that allows a computer to communicate with a printer.

A defined set of paper dimensions that can be specified for a print job. When
aprint job requests aform not in the printer, the print server must wait to
service the job until the user mounts the form.

An action that the printer can perform, such as bold text or proportional
spacing. The printer performsthe function when it receives control sequences
in the print job.

A protocol or type of printing that a printer can receive, for example: PCL,
PCL 5, or PostScript.
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Printer Manager
A Windows-based Novell utility that allows NDPS users to manage NDPS
printing tasks, including printer installation, customized printer configuration,
and print job management. Printer Manager displays all the NDPS printers
that are currently installed on an individuals workstation, and, through its
graphical interface, allows usersto add and configure additional printers.

printer mode
A sequence of print functions (also called printer commands, control
sequences, or escape sequences) that determines the appearance of the printed
file. For example, auser might define aprinter mode called Title that includes
functions for bold, double wide, and letter-quality printing.

Printer object
Inthe NDStree, aleaf object that represents a physical print devicein the
network, such asaprinter or plotter. Each network printer requires aNetWare
printer driver, such as nprinter.exe or nprinter.nlm, to service network print
jobs.

print header
In NetWare queue-based printing, an administrator-set number of bytes
preceding the print job file. The header consists of the control codes for the
modes defined in PRINTDEF. The control codes are transported to the queue
in two parts of the print job file, the print header and the print tail. Thisis
especially critical for PostScript printing.

print job
In NetWare queue-based printing, afile stored in a print queue directory. As
soon as aprint server sendsa print job to the printer, the print job is deleted
from the queue directory.

print job configuration
A predefined set of optionsthat auser can apply to aprint job. It freesthe user
from having to specify each option setting when using print utilities such as
NPRINT and CAPTURE. The characteristics can include the following:

Printer to be used
Print queue to be used
Number of copiesto print

Use of a banner page
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print queue

Print Queue

Print Queue object

Printer form
Print device mode

Users can create print job configurations using NetWare Administrator or
PRINTCON.

A sequence of print job requests stored and waiting to be processed.

Short for "Print Queue object.”

A leaf object inthe NDStreethat representsaprint queue that stores print jobs
sent from workstations. All print queues reside in the Queues directory at the
root of a NetWare volume.

print queue operator

In NetWare queue-based printing, auser who has the rightsto edit other users
print jobs, delete print jobs from the print queue, or modify the print queue
status by changing the operator flags. Print queue operators can aso change
the order in which print jobs are serviced.

print qgueue sampling interval

print server

print server

Print Server

In NetWare queue-based printing, the timeinterval the print server waits
between checking the print queues for jobs ready and waiting to be printed.

In the Common Desktop Environment (CDE), a host computer to which one
or more printers are connected, or the UNIX process that that manages those
printers.

In NetWare queue-based printing, a server that monitors print queues and
printers. The print server takes waiting print jobs out of a print queue and
sends them to a network printer.

Short for "Print Server object.”
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Print Server object

A leaf object inthe NDS tree that represents a network print server that
monitors print queues and printers. The Print Server object contains
information about the print server it represents, including alist of printersthat
it serves.

print server operator

In NetWare queue-based printing, a user or member of a group delegated
rights by user ADMIN to manage the print server.

A print server operator has rights to control notify lists, printers, and queue
assignments.

Print Server Status and Control Protocol

print tail

private key

process

PSSCP

In NetWare queue-based printing, an SPX-based communications protocol
that requests certain services from the print server (pserver.nlm)

Network users and administrators can perform services such as requesting the
status of print jobs, deleting print jobs, or changing forms. A user can only
access his or her own job; an operator can access any print job.

In NetWare queue-based printing, an administrator-set number of bytes at the
end of the print job file. The print tail consists of control codes for the modes
defined in PRINTDEF. The control codes are transported to the queue in two
parts of the print job file, the print header and the print tail. Thisis especialy
critical for PostScript printing.

An encrypted mathematical formulathat belongs to a subject (user,
application, or computer) and isnever revealed to anyone. The subject usesthe
private key to decrypt messages that it receives, and that are encrypted with
the subjects public key.

A private key can also encrypt a message digest sent by the subject to anyone
else. Using the subjects public key, anyone can decrypt the digest and be
assured that the message originated from that subject.

In the Common Desktop Environment (CDE), a program running on the
computer. In Tool Talk, it is one execution of an application, tool, or program
that uses the Tool Talk service.
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process

process

processor

PROFILE

profile

profile

Profile

Profile

profile login script

A sequence of steps performed for a given purpose, for example, the software
development process.

One or more threads and the resources allocated to them by the processor,
including avirtual address space. Each instance of any application runswithin
its own process.

The data processing unit of a computer. Computers can be uniprocessing or

multiprocessing. A uniprocessor system has only one run queue from which
the processor can pick up threads for execution. In amultiprocessing system,
however, more than one processor is available for the distribution of threads.

Thelogin script command that sets or overrides ausers assigned profile script.
It is used when defining a group profile. The format for this command is:
PROFILE profile_object_name.

1. A component of a SoftSolutions document that describes the general
characteristics of the document, such as document name, document type, the
author, and so forth.

2. In SoftSolutions document managment, a profile is equivalent to
GroupWise document properties.

A type of login script that sets the environment for multiple usersin one or
more groups. It is a property of a Profile object. Only one profile script is
allowed per user.

Short for "Profile object.”

Short for "Profile property.”

A type of login script that sets environments for a group of users. Network
administrators use profile login scripts to manage groups of users with
identical login script needs.

PPP 227



Profile object

prompt

prompt

property

property

property pages

property right

Profilelogin scriptsare optional; if used, they execute after the container login
script and before the user login script.

Inthe NDStree, aleaf object that provides alogin script that executes after
the container login script but before the user login script. It provides a
common set of login script commands for either of the following:

User objectsin different containers

A subset of the User objects in a container

An FTP command that toggles interactive prompting for multiple file
transfers.

A character or message that appears on the display screen and requires a
response (such as a command or a utility name) from the user.

In the Common Desktop Environment (CDE), one of the appearance or
behavior attributes of aparticular user interface object in Application Builder.
Properties include such things as object type, object name, color, position,
help text, and so on. Each type of object has a unique set of properties, which
are set in the objects property editor.

An item of information about a network object, such as a name, network
address, or password. Some properties can have multiple values. For example,
the Telephone property, found in many objects, can contain several telephone
numbers.

In NetWare Administrator, a secondary view provided by the browser tool in
which the properties of an object are displayed as a set of notebook-style

Any of the rights to access the properties of an object. The object that
possessestherightsiscalled thetrustee. Rightsinclude Compare, Read, Write,
Add or Delete Self, and Supervisor.
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protected memory space

protocol

protocol

PROTOCOL

protocol

protocol data unit

protocol-dependent

A portion of server memory designated as protected. A protected memory
space has limited and carefully controlled access to the server operating
system, so that modules running within the protected space cannot abend the
server. Also known as a user memory space.

. .. hon-communication definition to go here. . .

Short for "protocol stack.”

A complete suite of protocols that includes hierarchical layers required to
handle the transmission and receipt of packets.

A console command that displays the standards (protocols) used by the
network server. It is also used to register new standards.

A set of rules for computers and related hardware to communicate between
two endpoints. A protocol specifiestheformat, timing, and sequenceinwhich
the network transmits data. Common protocolsinclude AFP, ALAP, RTMP,
NCP, and IPX.

PDU

A packet of data unitsin the IEEE 802.2 standard, consisting of data and
control information that is exchanged between two nodes by a protocal.

Describes routing based on a network layer or software address. It is specific
to the type of network-layer protocol, for example, IR, IPX, or DDP
(AppleTak Datagram Delivery Protocol).

Protocol Field compression

A process of reducing the Protocol ID (PID) field to asingle byte, from the
high-level datalink control (HDL C) framing standard of two bytes. This
reduces the unneeded overhead when using low-bandwidth links.
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protocol stack

protocol suite

provider

provider

provider group

proxy ARP

PSERVER

A complete suite of protocols that includes hierarchical layers required to
handle the transmission and receipt of packets.

A hierarchical set of related networking protocols that provides the
communications and services needed to enable computers to exchange
messages and other information. The protocol suite typically does this by
managing physical connections, communications services and application
support.

In the Product Life Cycle (PLC) process, acomponent project or afunctional
subproject that delivers an output that satisfies one or more milestone
dependencies for some other component project.

In NSS, the program that finds storage free space from various media,
manages storage objects in the Media Access Layer (MAL), and determines
the size of storage objects.

Sometimes called "storage provider."

A group of serversthat synchronizetime among each other or have acommon
external time source, and that provide time to secondary time servers.

A technique by which arouter replies to an Address Resol ution Protocol
(ARP) request from ahost on behalf of the ARP target host. By faking its
identity, the router accepts responsibility for routing packetsto the real
destination. This allows a site to use a single I P network address for two
physical networks.

A stub network (stub subnetwork) is a common use of proxy ARP.

pserver.nim

In NetWare queue-based printing, an NLM that provides network print
services, moves print jobs from a print queue to a network printer, and
manages printers and print servers. It uses the print server name provided in
the LOAD command to locate the Print Server object in NDS.
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This software can send aprint job over a serial, parallel, or IPX connection to
aprinter; with atxrp.nlm, it can also send ajob to a printer over an AppleTalk
connection.

PSERVER emulation
In NetWare queue-based printing, a feature of the NDPS Port Handler
configuration utility that allows a Printer Agent to represent a printer that is
one of the following:

Attached to aworkstation
Attached to aremote file server

Attached directly to the network and running in NPRINTER mode, and for
which no gateway is available

A Printer Agent configured in this mode emulates alegacy print server and
does not require the pserver.nim.

PSETUP
An NDPS command line utility that must be run on aworkstation in order for
printersto be added automatically to the workstations list of installed printers.

pseudo hop count
The number of hops that the primary server adds to the true hop count (the
number of internal and external bridges and routers between a client and the
server) when it advertises the route to the SFT 111 MSEngine.

If SFT 111 serversreside on different network segments, the hop count for one
server is higher than the other. To ensure that packets are rerouted properly to
the surviving server in the event one server fails, the primary server advertises
an artificially high hop count (the true hop count plus a pseudo hop count).

pseudonode
A fictitious NetWare Link Services Protocol (NL SP) router that represents an
entire LAN in the link state database. The Designated Router represents the
pseudonode for link state packet (L SP) exchanges.

pseudo-switched link
A dia-up link established over the public switched telephone network (PSTN)
by using a pair of synchronous modems.

PSM
platform support module

A loadable hardware abstraction layer for processor and interrupt support.
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PSM
Patform Specific Module

Part of NetWare SMP supplied by hardware vendors.

PSTN
public switched telephone network

A service provider that offers switched circuit lines, such as switched/56
service, and asynchronous communications. By offering unrestricted access,
PSTN makes inbound authentication an important consideration.

The United States uses PSTN.

PU
physical unit

In Systems Network Architecture (SNA), a node that supports one or more
logical units (LUs) and provides communications, data processing, or both.

Public
[Public]

A special entity in NDSthat represents any user, logged in or not. [Public] can
be atrustee, but [Public] isnot considered an object or object class.

public access printer
An NDPS printer available to al network users and not associated with an
NDS object. Users can select and print to any public access printer they can
view from their workstations. However, these printers have no security, and
job event notification is limited.

public data network
PDN

A network that provides data transmission services to the public; usualy a
public packet-switched or circuit-switched network.

Public directory
The sys:public directory, created during NetWare installation, that allows
general accessto the network and contains NetWare utilities and programsfor
network users.
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public file

public key

One of the files that must be accessed by all NetWare users, including
NetWare utilities, help files, and some message and data files.

An encrypted mathematical formulathat belongs to a subject (user,
application, or computer) and is revea ed to everyone. It is used to encrypt
messages that are sent to the subject as well as to verify the signature of the
subject. To ensure that the public key really belongs to the subject, itis
embedded in adigital certificate.

public key certificate

A digital document verifying that a public key belongsto an individua or
entity (such asaserver). A public key certificate prevents unauthorized users
from using phony keys to impersonate legitimate users.

Public Key Cryptography

public key pair

One of two methods that use keys to encrypt messages. The other oneis
Symmetric Key Cryptography (also known as Secret Key Cryptography). In
Public Key Cryptography, each user has two mathematically related keys, a
public key and a private key. The public key isreadily available. The private
key is stored as a secret in a key database file on the users compuiter.

An encryption technology consisting of a public key (available to everyone)

and aprivate key (owned and available only to aspecific individual). A public
key pair uses encryption to convert information into aformat that is difficult
or impossible to read.

In adigital signature system, the public key pair is used only to encrypt and
decrypt the message digest.

public switched telephone network

PSTN

A service provider that offers switched circuit lines, such as switched/56
service, and asynchronous communications. By offering unrestricted access,
PSTN makes inbound authentication an important consideration.

The United States uses PSTN.
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Public trustee

PUID

pure IP

Purge

Purge attribute

PVC

[Public] trustee

A special trustee that can be added to any object, directory, or file. By default,
[Public] includes the Read right and the File Scan right. [Public] is used only
in trustee assignments and must always be entered within square brackets.

physical unit identification

Thelow-order 20 bits (5 hexadecimal digits) of an SNA node ID that together
with the block ID identifiesa stationin an SNA network. Thisisthe same ID
that is assigned to that SNA node on the host. The PUID is transmitted as a
part of an exchange identification (X1D) command, along with the nodes
block number.

In NetWare Link/SNA, PUID corresponds to the IDNUM operand in the
Virtual Telecommunications Access Method (VTAM) physical unit (PU)
definition statement.

Describesan |Pimplementation in NetWare. It ispurein the sensethat it does
not retain an |PX-based encapsulation (or, in the case of NT Server, a
NetBlOS encapsulation).

P
Short for "Purge attribute."

P

A file system attribute that causes NetWare to purge the directory or filewhen
it is deleted.

permanent virtual circuit

A continuously available communications path that connects two fixed end
points. A PVC issimilar to leased line.
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QQQ

Q-bit

QMS

QMS

Qualifier bit

queue

Qualifier bit

A component of auser packet. It determines whether the user datafield
contains data for the user or high-level control information.

Queue Management System
Also called NetWare queue-based printing.

The NetWare Queue Management System allows for creation and
management of queues for printing and other tasks.

Quality Micro Systems

Q-bit

A component of auser packet. The Q-bit determines whether the user data
field contains data for the user or high-level control information.

A lineor list formed by itemswaiting for service, from which elements can be
removed only in the same order in which they were inserted, or in a specified
order of priority.

Examplesinclude print jobs waiting to be processed, tasks waiting to be
performed, stations waiting for connection, or messages waiting for
transmission.
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queue-based printing
A NetWare printing system that allows for creation and management of
gueues for printing and other tasks.

Queue Management System (QMS) isthe original name for queue-based
printing. Itisnot used in current documentation, but existsstill in some system

Messages.

queue sampling interval
Short for "print queue sampling interval."

In NetWare queue-based printing, the timeinterval the print server waits
between checking the print queues for jobs ready and waiting to be printed.

qgueue server mode
In NetWare queue-based printing, an operating mode used by many network-
direct printers and hardware queue servers. These devices either connect to a
printer and then to the network or areinstalled in aport at the printer. In queue
server mode, the hardware print server directly accesses the print queue using
NCP calls.
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RRR

RAID

RAM

RAMA

RARP

redundant array of independent disks

A category of disk arrays (two or more drives working together) that provide
increased performance and various levels of error recovery and fault
tolerance. RAID can be implemented in software using standard disk
controllers, or it can be designed into the disk controller itself.

random access memory

Theinternal dynamic storage of a computer that can be addressed by the
computers operating system. RAM is erased when the power is turned off.

Remote Access Management Agent

An NLM (ncmanlm) that provides all remote access information to the
M anageWise software or to any SNMP-based consol e on the network.

Reverse Address Resolution Protocol

An Internet protocol used by some hoststo find an Internet address at startup.
It maps a physical addressto an Internet address.

read-after-write verification

A NetWarefeaturethat protects datafrom failuresin network hardware. When
the NetWare network operating system writes datato ablock on the hard disk,
it reads back the data and compares it to the original data still in memory. If
the data from the disk matches the datain memory, the datain memory is
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released. If the data does not match, Hot Fix marks that block on the disk as
bad and redirects the data to another location on the hard disk.

reader
The predefined role that enables a user to view and read articlesin aparticular
Internet discussion group or discussion group hierarchy.

read-only
Ro

Short for "read-only attribute.”

read-only attribute
Ro

A file system attribute that prevents afile or directory from being deleted,
renamed, or written to (modified). When this attribute is set, the rename
inhibit and delete inhibit attributes are automatically set.

read-only replica
A copy of the master replicathat can be used to alow users only to read NDS
database information.

Read right
R

A file system or property right.

In afile system, the trustee can open and read files, open and scan directory
contents, and execute any program files located in the directory. Rights
assigned at the file level can override the Read directory right.

In the case of a property, the trustee can read and compare the values of the
property. The Read property right implies the Compare property right.

Read Write
Rw

Short for "Read Write attribute.”
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Read Write attribute
Rw

A file system attribute automatically assigned to all files created on the
network that allows usersto read and write files. When the Read Write
attribute is set, the Rename Inhibit and Delete Inhibit attributes arent set.

read/write replica
A typeof replicathat can be used to read or update NDS database information.
It cannot be used to create a new partition.

reboot
To restart a computer.

REBUILD
An NSS utility that rebuilds damaged NSS volumes only when either a
hardware crash or a corrupted data blocks event occurs.

receiver not ready
RNR

In the high-level datalink control (HDLC) protocol, a control field message
indicating atemporary busy condition.

receiver ready
RR

Inthe high-level datalink control (HDL C) protocol, acontrol field in a packet
indicating that data has been successfully received and that data can be sent.

receiver ready packet
In the high-level datalink control (HDLC) protocol, atype of control packet
that is sent to data terminal equipment (DTE) to indicate that the receiving
DTE isready to receive a data packet.

record locking
A type of concurrency control that enables an application to lock the record it
is accessing within afile. Other users can read the record, but no other user
can lock, update, or delete the record until the application that holds the lock
releasesit.
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redirection area
Short for "Hot Fix redirection area.”

The space on a hard disk set aside for redirection of datafrom faulty disk
blocks.

redundant array of independent disks
RAID

A category of disk arrays (two or more drives working together) that provide
increased performance and various levels of error recovery and fault
tolerance. RAID can be implemented in software using standard disk
controllers, or it can be designed into the disk controller itself.

reentrant
Having the ability to be safely executed concurrently by more than one
process or thread. A thread that calls a reentrant routine must be guaranteed
control over shared data controlled by the routine.

reentrantly
Describes the concurrent loading of the same program, function, or other
application.

refeed
Toresend the Internet discussion groupsthat anews server receivesfrom other
NEWS Servers.

reference time server
RTS

A server that provides atimeto which al other time servers and workstations
on an NDS network synchronize.

Referencetime servers can be synchronized with an external time source, such
as an atomic clock. Reference time servers vote with other primary or
reference time serversto determine what the common network time should be.
However, reference time servers dont adjust their internal clocks; instead, the
primary serversinternal clocks are adjusted to synchronize with the reference
time server.

registration
The process whereby an application, such as NetWare Administrator, stores
the users preferences or customizations for the application in some type of
"registry" (which could be the local Windows registry, a configuration file
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registration

remote access

such as.ini, or NDS). Theregistration processthen retrievesthese preferences
when the application is launched.

In the Common Desktop Environment (CDE),

1) the process of integrating a printer into the desktop, or the process of
integrating an application into the desktop.

2) (in Help) the process of declaring a help volume to be accessible for
browsing or cross-volume linking.

NetWare software formerly called NetWare Connect.

A feature of NetWare that enables remote users of Windows, Mac OS, and
DOSto dia into anetwork and access al available resources including files,
databases, Novell Groupware applications, electronic mail, and minicomputer
services. It also enables network usersto dia out from the network and
connect to bulletin boards, information services, and asynchronous
minicomputers.

Remote Access Management Agent

remote boot

remote connection

RAMA

An NLM (ncmanlm) that provides all remote access information to the
ManageWise software or to any SNMP-based console on the network.

A method that allows a user to boot a workstation from remote boot image
fileson a NetWare server rather than from a boot diskette in the workstations
local drive.

Client workstations that can start using remote booting do not need a floppy
or hard drive to function on the network, and are therefore called diskless
workstations.

A disklessworkstation relies on a programmable read-only memory (PROM)
chip installed in its network board to communicate with the boot server.

An attachment between aworkstation and a network, using something other
than network cabling.
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Remote Console

Remote Console

remote control

remote node

remote printer

RCONSOLE

DOS-based and Java-based utilities, both of which let anetwork administrator
use a network workstation as a NetWare server console.

Remote Consol e enhances security because network administrators can lock
serversin a safe place and remove the keyboards and monitors.

An application included with NetWare client for Mac OS. Remote Console
enables network administrators to use their Mac OS computer to manage
remote servers. Network administrators can back up servers, load and unload
NLMs, install an d remove products, and change configuration parameters
form their Mac OS computer. In addition, Remote Console provides
administrators with a capability not found in the DOS remote console: the
ability to open windows to multiple servers simultaneously.

A connection mode for aworkstation running Novell Client software.

With remote control connections, the remote workstation controls a dedicated
workstation on the network. Only keystrokes and screen updates are
transmitted over the communications link. Data processing occurs on the
dedicated workstation.

A Novell Client workstation using Novell Remote Access Dialer software. A
remote node connection functions asiif it were aworkstation connected
directly to the network. All datarequired for a session (file dataand
application packets) is transferred over the communications link. Data
processing occurs on the remote workstation.

In NetWare, a network printer that is not directly connected to the server but
to aworkstation. Also, aprinter that is connected directly to a NetWare server
(not running print server software), yet is available for shared network
printing.
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Remote Program Load

remote reset

rpl.nim

A NetWare Loadable Module that enables remote booting of workstations,
and allows the booting of workstations from files on the server rather than
from boot diskettes.

Software that allows a user to boot a DOS workstation (including a diskless
workstation) from a remote boot image file on a NetWare server, rather than
from a boot diskette in the workstations local drive.

Remote Server Sessions

remote workstation

Rename Inhibit

A tracked resource displayed in 3.12 MONITOR NLM screens, which tracks
the number of remote servers that have at |east one remote connection.

A terminal or personal computer connected to the LAN by arouter or through
aremote asynchronous connection. A remote workstation can be either a
standal one computer or a workstation on another network.

R
Short for "Rename Inhibit attribute."

Rename Inhibit attribute

Rename right

R

A file system attribute that prevents users from renaming the file or directory,
even if they have the Modify right. This attribute is automatically set and
removed when the Read Only attribute is set or removed.

R

An object right that allows the trustee to change the name of the object. This
changes the value of the Name property.

Only thelast part of the complete name can be changed with thisright.
Changing other parts of the name implies a move operation.
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replica

replica

replicaring

A copy of an NDS database partitions information, which can be stored on
several servers.

For the NDS database to be distributed across a network, it must be stored on
many servers. Rather than storing a copy of the whole NDS database on each
server, replicas of each NDS partition are stored on many servers throughout
the network.

An unlimited number of replicas can be created for each NDS partition and
stored on any server.

The types of replicainclude master, read-only, and read/write.

A file system object that has been created as the result of replication.

A group of servers holding replicas of the same NDS partition.

replica synchronization

replication

replication

replication

replication host

A means of ensuring that replicas of an NDS partition contain the same
information as other replicas of that partition. The update is triggered when
properties for an object are added, deleted, moved, or changed.

Copying the NDS partition and putting the copy in a separate location from
the origina (usually on another server).

A Novell Replication Services process by which copies of file system objects
existing on a server are created on other serversin a network.

The process by which two or more I nternet news servers exchange articlesand
share information. Servers can accept discussion groups, send discussion
groups, or both.

A news server that sends or receives Internet discussion groups.
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request header

request to send

request unit

RH

In the high-level data-link control (HDLC) protocol, the control information
that precedes arequest unit.

RTS

An RS-232C control signal between amodem and user digital equipment that
initiatesthe data transmission sequence in acommunicationsline. Therequest
to send signal is used to prepare a modem for transmitting data.

RU

A message that contains control information such as a request code, function
management headers (FMHSs), end-user data, or a combination of these types
of information.

Reset Request packet

resolution

resolution

resolve a name

resolver

resource

In the high-level data-link control (HDLC) protocol, atype of control packet
that is sent to data terminal equipment (DTE) to request the reset of avirtua
call.

The number of dots per inch used to create an image.

The process by which aDNS client (host) sends a query to the name server to
locate another host, and the name server replies to that query.

The process aDNS client performsin sending queries to a name server to get
information about hosts in one or more DNS domains.

A DNS client that sends queries to a name server to get information about
hosts in one or more DNS domains.

In Novell GroupWise, anitem or place, such asacomputer, company vehicle,
or conference room, that users can schedule. Each resource has an owner that
accepts or rejects requests for the resource.
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resource
In the Product Life Cycle (PLC) process, any factor, except time, required or
consumed to accomplish an activity in project management. A resource can be
any substantive requirement or activity that can be quantified and defined,
such as manpower, equipment, material, and so forth.

resource
The manageable components of a network, including

Networking components, such as cabling, hubs, concentrators, adapters, and
network boards

Hardware components, such as servers, workstations, hard disks, and
printers

Magjor software components, such as the NetWare operating system and
resulting network services (including file, mail, queue, and communication)

Minor software componentsthat are controlled by the operating system of its
subsystems, such as protocols, gateways, LAN and disk drivers

Datastructures and other network resources, such asvolumes, queues, users,
processes, and security

Resource
Short for "Resource property.”

resource
In the Common Desktop Environment (CDE),

1) (in Application Builder) an appearance or behavior attribute of awidget.
For Application Builder use, resources are significant only when you use to
generate code.

2) amechanism of the X Window System for specifying an attribute
(appearance or behavior) of awindow or application. Resources are usualy
named after the elements they control.

Resource Management Service
RMS

A brokered service in NDPS that allows resourcesto be installed in a central
location and then downloaded to clients, printers, or any other entity on the
network that needsthem. The Resource M anagement Service supportsadding,
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resource record

resource record set

resource tag

response unit

responsible LU

listing, and replacing resources, including printer drivers, printer definition
(PDF) files, banners, and fonts.

RR

A record containing the DNS data associated with domain names. Each entity
on the Internet has one or more resource records describing the entity,
including such things as the Internet address, host name, and mail server.

RRset

A collection of DNS resource records that are composed of the same name,
type, and class.

An operating system tag that keeps track of NetWare server resources such as
screens and allocated memory.

NLM programs request a resource from the NetWare server for each kind of
resource they use and then give it a resource tag name.

NLM programs return resources when they no longer need them. When the
NLM is unloaded, the resources are returned to the NetWare server.

Resource tags ensure that allocated resources are properly returned to the
operating system upon termination of an NLM.

RU

A message that acknowledges a request unit, indicating successful receipt of
data or an error condition. An RU can contain prefix information received in
areqguest unit. If positive, the RU can contain additional information (such as
session parameters in response to BIND). If negative, the RU can contain
sense data that define the exception condition.

The LU responsible for deactivating a session when it isno longer being used
by two LUsfor a conversation.

Restart Request packet

In the high-level data-link control (HDL C) protocol, atype of control packet
that is sent to dataterminal equipment (DTE) to request the restart of avirtual
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restore

Restore

restore

restore

resynchronization

retrieve

call. All switched virtua circuits (SVCs) are cleared and al permanent virtual
circuits (PVCs) are reset.

To reinstate backed up data to the file system.

In the Common Desktop Environment (CDE), a menu item used to return a
window to the size and position it occupied before being minimized or
maximized.

A retrieval of data previously backed up to storage media. A restoreis
performed if data has been lost or corrupted since the backup.

In the Common Desktop Environment (CDE), (in Style Manager) to re-create
a desktop session asit was in a previous session or the home session.

The process of returning SFT 111 serversto amirrored (identical) state. When
both SFT 111 servers are restored to operation following afailure, they
automatically resynchronize memory images and remirror disks.

In WordPerfect, to insert a document into a new document window.

Reverse Address Resolution Protocol

reverse charging

RH

RARP

An Internet protocol used by some hoststo find an Internet address at startup.
It maps a physical address to an Internet address.

A facility that offersthe equivalent of acollect call. Thisfacility isallowed on
aper-cal basis, and is specified in the Call Request packet by the calling data
termina equipment (DTE).

reguest header

In the high-level datalink control (HDLC) protocol, the control information
that precedes arequest unit.
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Ri

RI

RI

rights

Initialism for "Rename Inhibit attribute."

referential integrity

In NetWare SQL , the assurance that when afield in onetablereferencesafield
in another table, changes to these fields will be synchronized.

Ring Indicator

A modem signal.

An assignment that allows access to or manipulation of aresource in some
way; for example, browse, read/write, or create.

Depending on the resource type, a different back end will enforce the rights:
NDS enforces rights to network objects and properties, and the NetWare file
system enforces rights to network files and directories.

ring address assignment

RIP

RIP

RIP

RIP

In data communications, the address information coded for 3174
Customization Question 940.

Remote Imaging Protocol

Routing Information Packet

Xerox Network Services (XNS) packet type for Internetwork Packet
eXchange (IPX).

Raster Image Processor

Routing Information Protocol

A distance vector internal gateway protocol for TCP/IP and IPX networks. A
TCP/IP Routing Information Protocol (RIP) router periodically broadcasts a
routing update message that contains an entry for each network it can reach
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RIP Il

RMS

RMTCPNAME

RNR

Ro

root directory

and the cost (distance) to that network. TCP/IP RIP routerslisten to al TCP/
IP RIP broadcast messages.

An enhancement to the TCP/IP Routing Information Protocol (RIP) that
includes the subnetwork mask in its routes.

The lack of subnetwork mask information limits RIP to advertising only
network routes, or requires RIP routers to make assumptions about the
subnetwork mask. When RIP is used in subnetworks, al subnetworks are
usually required to use the same subnetwork mask.

RIP11 can be used in network topol ogies requiring variable length subnetwork
masks, and it is able to support subnetwork 0. RIP Il can also authenticate
routing message exchanges.

Not all RIP routers support RIP 1.

Resource Management Service

A brokered service in NDPS that all ows resourcesto be installed in a central
location and then downloaded to clients, printers, or any other entity on the
network that needsthem. The Resource Management Service supportsadding,
listing, and replacing resources, including printer drivers, printer definition
(PDF) files, banners, and fonts.

In AS/400, an operand in the controller description that corresponds to the
Peripheral Node Control Point Name (CPNAME).

receiver not ready

In the high-level data-link control (HDL C) protocol, a control field message
indicating atemporary busy connection.

Initialism for "Read Only attribute."

The highest directory level in a hierarchical directory structure.

With NetWare, the root directory is the volume; all other directories are
subdirectories of the volume.

The root directory isrepresented by aslash (/) in UNIX systems.
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root domain

Root object

route

route

route

route metric

router

The domain (or node) at the top of the DNS tree.

[Root] object

An object in the NDS tree whose purpose is to provide a highest point to
access different Country and Organization objects, and to allow trustee
assignmentsgranting rightsto the entire ND Stree. Country, Organi zation, and
Alias objects can be created at the [Root] object. The [Root] object isa place
holder; it contains no information.

Sometimes called a directory root.

A route determines which computers are accessible from yours across the
network. A route has two parts separated by a colon; the network address and
the machine address.

In Novell GroupWise Workflow, aline that connects steps and indicates the
flow from step to step.

To direct a message packet from one node (source) to another (destination).

The measure that determines the preferred route of two different routes
generated by the same protocol to the same destination. In Transmission
Control Protocol/Internet Protocol (TCP/IP), an Open Shortest Path First
(OSPF) route entry hastwo metrics: an internal metric and an external metric.

A device that connects two networks using the same networking protocol for
managing the exchange of data packets. It operatesat the network layer (Layer
3) of the OSI model.

Router Discovery Protocol

A protocol in the TCP/IP suite that allows hosts to find routers on locally
attached networks. This protocol ends the need to configure hosts with a
routing table or a default router.

RRR 251



routing
The transmission of a datagram from one node to another node. Routing
encompasses the process of route discovery as well as the actual sending of
the datagram.

routing area
An administrative domain consisting of connected | PX networks with the
same area address. Usersin arouting area have network-layer access to the
same services.

routing domain
A group of routing areas joined by level 2 routers. A routing domain can be a
company, a university, an agency, or even a public carrier connecting two or
more business or academic organizations. Within arouting domain, each local
campus or other suborganization constitutes a routing area.

routing information filter
A filter that restricts the exchange of routing information between routers. To
increase security, these filters limit the visibility of selected networks and
reduce the network bandwidth consumed by the periodic exchange of routing
information.

Routing Information Protocol
RIP

A distance vector protocol that provides a measure of distance, or hops, from
atransmitting system to areceiving system. RIP allows NetWare routers to
create and maintain adatabase (or router table) of current internetwork routing
information.

Routing Information Table
In the context of Routing Information Protocol (RIP), atable stored in an IPX
RIP router. The table contains network numbers, routes to a particular
destination network, and metrics, such ashops and ticks, associated with those
routes. The router uses this information to forward packets to their
destinations by the best possible route.

routing protocol
A protocol that uses a specific routing algorithm. Examples of routing
protocols include Routing Information Protocol (RIP), Open Shortest Path
First (OSPF), Network Link Services Protocol (NLSP), Routing Table
Maintenance Protocol (RTMP), and AppleTalk Update-based Routing
Protocol (AURP).
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routing table

A database in arouter that keepstrack of routes (and in some cases, metrics
associated with those routes) to local and remote network destinations. The
routing table enables arouter to forward datagrams from a source socket to a
destination socket.

In IR, routing tables are maintained on all hosts.

Routing Table Maintenance Protocol

routing update

RPL

RPL

RR

RR

RTMP

A distance vector protocol that updates tables every 10 seconds; used by
routers to exchange information.

RTMP isthe routing protocol used by AppleTalk. It isvery similar to RIP,

A message sent from arouter to indicate that a network can be reached. The
message includes associated cost information. A routing update istypically
sent at regular intervals as well as after a change in network topology.

Remote Program Load

A NetWare NLM that enables remote booting of IBM PC-compatible diskless
workstations that have network boards installed.

ROLM Processing Language
A high-level language for the CBX 11 9000 processor.

resource record

A record containing the DNS data associated with domain names. Each entity
on the Internet has one or more resource records describing the entity,
including such things as the Internet address, host name, and mail server.

receiver ready

In the high-level data-link control (HDL C) protocol, a control field message
indicating that data has been successfully received and that data can be sent.
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RRset

RTMP

RTS

RTS

RTS

RU

resource record set

A collection of DNS resource records that are composed of the same name,
type, and class.

Routing Table Maintenance Protocol

A distance vector protocol that updates tables every 10 seconds; used by
routers to exchange information.

RTMP isthe routing protocol used by AppleTalk. Itisvery similar to RIP.

reguest to send

An RS-232C control signal between amodem and user digital equipment that
initiatesthe data transmission sequence in acommunicationsline. Therequest
to send signal is used to prepare a modem for transmitting data.

reference time server

A server that provides atime to which all other time servers and workstations
on an NDS network synchronize.

Referencetime servers can be synchronized with an external time source, such
as an atomic clock. Reference time servers vote with other primary or
referencetime serversto determine what the common network time should be.
However, reference time servers dont adjust their internal clocks; instead, the
primary serversinternal clocks are adjusted to synchronize with the reference
time server.

Residual Time Stamp

request unit

A message that contains control information such as a request code, function
management headers (FMHs), end-user data, or a combination of these types
of information.
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RU

RU size

RW

Rw

response unit

A message that acknowledges a request unit, indicating successful receipt of
data or an error condition. An RU can contain prefix information received in
arequest unit. If positive, the RU can contain additional information (such as
session parameters in response to BIND). If negative, the RU can contain
sense data that define the exception condition.

The number of bytes that can be sent within a single Systems Network
Architecture (SNA) message packet.

Resource Workshop

Initialism for "Read Write attribute.”
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SSS

SAA

salvage

Salvage tool

SAP

SAP

Systems Application Architecture

An application architecture used to devel op applications for the IBM SNA
environment. Through Common User Access (CUA) architecture guidelines,
Common Programming I nterface (CPI) definitions, and Common
Communications Support (CCS) protocols and conventions, SAA provides a
basic structure for devel oping applications that are consistent across systems,
including microcomputers, minicomputers, and mainframes.

To recover files that were deleted but have not yet been purged.

A tool in NetWare Administrator for recovering filesthat were del eted but not
yet purged from a NetWare volume.

Service Advertising Protocol

A protocol used by NLM programs to inform clients of a servers presence.
Servers advertise their services, by both name and type, with SAP, allowing
routers to create and maintain a database of current internetwork server
information. Thisinformation goes to all nodes on an IPX network.

service access point

A virtual port on adatalink adapter. A SAP provides communication points
between adjacent local areanetwork (LAN) protocol layers. A SAPisreferred
to by athree-digit hexadecimal number.
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SAP

SBACKUP

SBD

SBD

scalability

scatter gather

secondary audio program

An NLM in Storage Management Services (SMS) which a NetWare server
uses to provide backup and restore capabilities. It is used to back up data
across the network.

solution business division

System Bus Driver

In PCI Hot Plug technol ogy, software that
Abstracts the platform-specific implementation of a PCl Hot Plug system
Controls the system hardware necessary to perform hot plug functions

Is responsible for the enabling or removing of power from a hot plug slot
upon request

Is responsible for the configuring of hardware by assigning resources such
as memory, PCI, and interrupts of PCI adaptersin hot plug slots

The ability to adapt or use a program from within a very limited or small
environment to a very large environment.

In NetWare, it isthe incremental increase in throughput, or work
accomplished relative to processor 0, when additional processors are brought
online.

A feature of many disk drivers that improves the performance of disk reads
and writes by combining many small 1/0 requestsinto one.

If dataisto bewritten to sequentia locations on disk, the driver "gathers' the
data from different locations in RAM and combines the data into one write.

If dataisto be read from sequential locations on disk, the driver executes one
read and then "scatters" the data to different locationsin RAM.
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schema

schema epoch

The rules that define how the NDS tree is constructed. These rules define
specific types of information that dictate the way information is stored in the
NDS database.

Aninstancein timethat is arbitrarily selected as a point of reference for the
NDS database.

When a schemaepoch is declared, the master replica of the [Root] partitionis
contacted and illegal time stamps on the schemarecord are repaired. Then a

new epoch for the schemais declared on that server. All other serversreceive
anew copy of the schema, which includes the repaired time stamps.

schema synchronization

SCSI

SCSI bus

SDLC

search drive

The synchronization of modifications made to NDS schema data among all
the replicas in the tree. Synchronization is necessary to maintain the
consistency of the schema information throughout the NDS tree.

Small Computer Systems Interface

An industry standard that defines both hardware and software

communi cations between ahost computer and any peripheral devices(such as
hard drives or tape backup systems). Computers and peripheral devices
designed to meet SCS| specifications have alarge degree of compatibility.

Small Computer Systems Interface bus

An interface that connects additional host bus adapters (HBAS) to controllers
and hard disks. A SCSI busisidentified by its 50-pin connector (as opposed
to an IDE bus, which has a 40-pin connector.)

synchronous data-link control

A data-link communications protocol developed by IBM. SDLC manages
synchronous, code-transparent, serial bit-by-bit information transfer over a
link connection.

A drivethat the operating system searches when arequested fileisnt found in
the current directory. Search drives are supported only from DOS
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workstations. A search drive alows auser working in one directory to access
an application or datafile located in another directory.

search mode
A method of operation that specifies how a program will use search drives
when looking for a datafile.

secondary logical unit
SLU

Thelogical unit that receivesthe BIND command to activate asession withits
partner LU, which meansit containsthe secondary half-session for aparticul ar
LU-LU session.

A logical unit can contain secondary and primary half-sessions for different
active LU-LU sessions.

secondary server
The SFT 111 server that is activated after the primary server is activated.

The secondary server mirrorsthe primary server, provides split seeks, and acts
as arouter for the local network segments to which it is directly attached (if
the primary server isnt attached to those segments). It cannot do any additional
work becauseit uses all its CPU cycles to keep current its mirror of the
primary server.

If the primary server fails, the secondary server becomes the primary server.

secondary time server
A server that obtains the time from a single reference, primary, or reference
time server and provides the time to client workstations.

secondary zone
In Domain Name Service, azone that is nonauthoritative and that is serviced
by asingle, designated secondary DNS server and one or more passive
secondary DNS servers.

Secure Socket Layer
SSL

The set of rules governing the exchange of information between two devices
using a public key encryption system. SSL establishes and maintains secure
communication between SSL-enabled servers and clients across the Internet.
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Secure Socket Layer handshake

security

security

Security Equal To

Theinitial communication between an SSL server and client. At this stage,
they agree on a protocol version, select cryptographic algorithms, optionally
authenticate each other, and optionally generate a shared secret.

In Novell GroupWise Workflow, the rights that can be assigned to an
attachment in aworkflow. For example, the originator can assign (or not) the
right to arecipient to see previous and future recipients of a step.

Elements that control access to the network or to specific information on the
network. Six categories of NetWare security are

Login security
Trustees
Rights
Inheritance
Attributes

Effective rights

Short for " Security Equal To property.”

Security Equal To Me property

An optional, multivalued property that lists the users that are granted security
equivalence to this object. Each value must be a complete name.

Security Equal To property

An optional, multivalued property that liststhe objects that the user is granted
security equivalenceto. It does not list implicit security equivalences, such as
parent containers and the [Public] trustee.

Each value must be a complete name.

security equivalence

An NDS feature that allows a user to possess all the rights of another object.
Only users can have security equivalence.

A user isautomatically security-equivalent to the Groups and Organizational
roles that he or she belongs to, and isimplicitly security-equivalent to the
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seeding

seed router

segment

segment

segment

semantic agent

[Public] trustee and to each container above the user in the tree, including
[Root]. A user is explicitly security-equivalent to the objects listed in his or
her Security Equals property.

The broadcasting process by which an AppleTalk router isenabled to learnits
network and zone configuration from other routers connected to that network.

An AppleTalk router that must be manually configured when it is added to a
Novell network. Other routers obtain their configuration from this router.

A seed router defines the range of network numbers for all routersin an
AppleTak network segment. Each AppleTalk network segment must have at
least one seed router.

A seed router is also known as a configured router.

A discrete portion of a network, such asaLAN without routers or bridges.
Bridges and routers can be used to isolate network traffic to specific segments.

Invirtual memory systems, avariable-sized portion of datathat is swapped in
and out of main memory.

A term used in the TCP specification to describe a single transport-layer unit
of information. In the OSI world, the equivalent of 1Ps term "fragment.”

SA

A module that represents a client in the NSS software architecture. Semantic
agents are defined above the common layer for access to the object engine
layer. In the object engine, a semantic agent can access storage objects, such
as NSS volumes.

semantic agent layer

A layer in the NSS software architecture that contains loadabl e software
modules. The modules define client-specific interfaces, such asthe Novell
client, that are available to stored objects such as NSS volumes.
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semaphore

An interprocess communication signal that indicates the status of a shared
system resource, such as shared memory. There are several types of
semaphores:

a. Event semaphore: Allows athread to tell other threads that an event has
occurred and it is safe for them to resume execution.

b. Mutual exclusion (mutex) semaphore: protects system resources, such as
files, data, and peripheral devices, from simultaneous access by severa
processes.

c. Multiple wait (muxwait) semaphore: Allows threads to wait for multiple
eventsto take place, or for multiple resources to become free.

Sequenced Packet Exchange

SPX

A NetWare DOS Reguester modul e that enhances the IPX protocol by
supervising data sent out across the network.

SPX verifies and acknowledges successful packet delivery to any network
destination by requesting a verification from the destination that the data was
received.

The SPX verification must include a value that matches the value calcul ated
from the data before transmission. By comparing these values, SPX ensures
not only that the data packet arrived at the destination, but that it arrived intact.

serial communication

The transmission of data between devices over asingleline, onebit at atime.
NetWare uses the RS-232 serial communication standard to send information
to serial printers, remote workstations, remote routers, and asynchronous
communication servers.

Serial Line Internet Protocol

serial port

SLIP; Serial LineIP

An Internet protocol used to run | P over seria lines, such astelephone circuits
or RS-232 cables, to interconnect two systems. SLIP is being replaced by the
Point-to-Point Protocol (PPP).

A connector between a computer and another component, such as a printer or
modem, that uses a serial interface. Serial communications can be
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serial transmission

server

synchronous if controlled by a clock or asynchronous if coordinated by start
and stop bits

A transmission method in which bits are sent one after the other on the same
wire.

A powerful computer running software that supplies network clients with
services, such asfile, print, communication, or application services.

Examples of serversinclude

a. Routing servers, which connect nodes and networks of similiar
architectures.

b. Gateway servers, which connect nodes and networks of different
architectures by performing protocol conversions.

c. Terminal servers, print servers, disk servers, and file servers, which provide
an interface between compatibl e peripheral devices on alocal area network.

Server Certificate object

server console

server mirroring

servertop

An NDS object that contains the public key, private key, certificate, and
certificate chain. It is also known as a Key Material Object (KMO) or, in the
NDS schema, as NDSPKI:Key Material.

The monitor and keyboard where the network administrator views and
controls server activity.

An SFT 111 feature that provides an identical server to take over network
operations if the primary server fails. Server mirroring requires two similarly
configured servers; if they are unequal intermsof speed, memory, and storage
capacity, server mirroring will perform at the lower serverslevel. The servers
are directly connected by amirrored server link, but they can reside on
different network segments.

The graphical user interface of the NetWare server.
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service access interface
A point that determines what happens between routers and the edge node (or
switch) of the frame relay network.

service access point
SAP

A virtual port on adatalink adapter. A SAP provides communication points
between adjacent local areanetwork (LAN) protocol layers. A SAPisreferred
to by athree-digit hexadecimal number.

Service Advertising Protocol
SAP

A protocol used by NLM programs to inform clients of a servers presence.
Servers advertise their services, by both name and type, with SAP, allowing
routers to create and maintain a database of current internetwork server
information. Thisinformation goes to all nodes on an IPX network.

service information filter
A filter that restricts service access by excluding the packetsthat advertisethe
services. These filters keep applications from discovering the location of
services, but do not restrict accessto servicesif applications aready know the
locations of the services.

Service Registry Service
SRS

A brokered servicein NDPS that allows public access printers to advertise
themselves so that administrators and users can find them. This service
maintains information about device type, device name, device address, and
other device-specific information such as the manufacturer and model
number.

service request
A servicerequest initiates an action. For example, a Busy Search produces a
servicerequest for the Post Office Agent (POA) or adirectory synchronization
reguest produces a service request for the Message Transfer Agent (MTA).

service request
Any reguest from the network that causesthe server toinvoke aNetWare Core
Protocol routine. Examples include a request to authenticate a user, arequest
to read adisk block, or arequest to queue a print job.
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servlet

session

session

session layer

SFT

SFT

SFT

Sh

A small, server-based routine written in Java programming code.

A logical connection between two computers or other devices, including the
communications exchanged between them while they are connected.

In the Common Desktop Environment (CDE):

1. A particular configuration of workspaces that includes Style Manager
settings, open applications, and the size and position of objects.

2. The elapsed time between user login and logout.

3. An option in the Login screen menu used to choose the type of session to
loginto.

4. A group of processesin Tool Talk that arerelated either by the same desktop
or the same process tree.

The fifth of seven layersin the OSI model. The session layer alows dialog
control between end systems.

System Fault Tolerance

A means of protecting data by providing procedures that allow a network
server to automatically recover from hardware failures. SFT protects data by
providing data duplication on multiple storage devices; if one storage device
fails, the datais available from another device.

Therearethreelevelsof SFT: Hot Fix, disk mirroring or duplexing, and server
mirroring. Each level of redundancy (duplication) decreases the possibility of
dataloss.

software fault tolerance

system file table

Initialism for "Shareabl e attribute.”

266 NetWare 5.1 Glossary



SH

Shareable attribute

short machine type

SIDF

Session Header
A header put on Open Systems Interconnection (OSI) Session layer data units.

SH

A file system attribute that allows the file to be used by more than one user at
atime. It isusually set only for files with the Read Only attribute.

A name, with four characters or fewer, representing a brand of DOS
workstation. The short machine type is similar to the long machine type,
except the short machine typeis used specifically with overlay files.

Files using the short machine typeinclude theibm$run.ovl filefor windowing
utilities and the cmpg$run.ovl file that uses a default black-and-white color
palette for NetWare menus.

The short machinetypeisset in the net.cfg file, using the SHORT MACHINE
TY PE parameter. The default is IBM.

system independent data format

A Novell standard for datainterchange. SBACKUP usesthisformat. All data
backed up using SBACKUP can be read by other backup applications that
read and write SIDF.

Simple Network Management Protocol

SNMP

A TCP/IP protocol used for communicating between a network management
console (SNMP Manager) and the devices the consol e manages. The protocol
allows the SNMP Manager to gather information about the configuration and
status of the TCP/IP protocol stacks of network nodes.

single reference time server

slave server

A server that provides time to secondary time servers and to client
workstations. It is the sole source of time on the network.

A DNS server that answers queries from its primary server and cached data,
but relies entirely on forwarders for external information. A slave server will
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SLIP

SLU

not contact other serversif forwarders do not reply. A slave server can be a
primary or secondary server for its authoritative data.

Serial Line Internet Protocol, Serial Line P

An Internet protocol used to run | P over seria lines, such astelephone circuits
or RS-232 cables, to interconnect two systems. SLIP isbeing replaced by the
Point-to-Point Protocol (PPP).

secondary logical unit

Thelogical unit that receivesthe BIND command to activate asession withits
partner LU, which meansit containsthe secondary half-session for aparticular
LU-LU session.

A logical unit can contain secondary and primary half-sessions for different
active LU-LU sessions.

Small Computer Systems Interface

SMDR

SMDS

SCSI

An industry standard that defines both hardware and software

communi cations between ahost computer and any peripheral devices(suchas
hard drives or tape backup systems). Computers and peripheral devices
designed to meet SCSl specifications have alarge degree of compatibility.

Storage Management Data Requester

The Storage Management Services (SMS) module responsible for passing
commands and data between SBACKUP, Target Service Agents (TSAS), and
the Storage Device Interface (SDI).

Switched Multimegabit Data Service

The Metropolitan Area Network (MAN) cabling technology based on the
|IEEE 802.6 standard. SMDS has certain LAN characteristics, even though it
spans large geographic distances, for example, the size of acity.

268 NetWare 5.1 Glossary



SMP

SMP

SMP

SMS

SMS

SMS

SMS

SMSDI

1. symmetric multiprocessing
2. symmetric multiprocessor
3. symmetrical multi-processing NetWare

4. A multiprocessing system in which al processors can perform all tasks. At
runtime, an algorithm assigns tasks to each processor as necessary to balance
the work load. A symmetric multiprocessing system is the opposite of an
asymmetric system, in which different processors are dedicated to different
knds of tasks.

simple management protocol

symmetric multiprocessing

A system in which all processors can perform all tasks. At runtime, an
algorithm assigns tasks to each processor as necessary to balance the work
load. A symmetric multiprocessing system is the opposite of an asymmetric
system, in which different processors are dedicated to different kinds of tasks.

system managed storage

Systems Management Server

Storage Management System

Storage Management Services

Services that enable a user to back up or restore the NDS database, the file
system, or an individual workstations hard disk. The SMS architecture is
independent of backup/restore hardware and file systems and provides an
interface to all storage devices, including tape, optical, and jukebox.

Storage Management Services Device Interface; commonly shortened to
"Storage Device Interface.”
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SNA

SNMP

SOA

SOA record

socket

A software module in Storage Management Services (SMS) which passes
commands and information between SBACKUP and the storage devices and
media.

Systems Network Architecture

A structure defining how computer equipment connects and communi cates.
SNA specifiesthelogical structure, formats, protocols, and operational
sequences for transmitting information units by controlling the configuration
and operation of networks. The SNA model includes the application,
presentation, data flow control, transmission control, path control, data link,
and physical functional layers.

Simple Network Management Protocol

A TCP/IP protocol used for communicating between a network management
console (SNMP Manager) and the devices the consol e manages. The protocol
allows the SNM P Manager to gather information about the configuration and
status of the TCP/IP protocol stacks of network nodes.

start of authority
The server in a DNS zone that is flagged with the SOA record.

start of authority record

A flag that identifies a DNS name server as authoritative for its zone. There
can only be one SOA record in adomains database or databasefile. The server
that is flagged with the SOA record is said to be the "start of authority” in its
zone.

A software structure that acts as a communications end point.

Inan IPX network, the part of an IPX internetwork address, within a network
node, that represents the destination of an IPX packet. Some sockets are
reserved by Novell for specific applications. For example, IPX delivers all
NCP request packets to socket 451h.
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source route bridging

Software that alows supporting end stations to discover routes dynamically
and to determine which route to use when sending data to any particular
destination. Source route bridging enables users to link token ring networks
and create an extended network. This functionality is compatible with the
source route bridging mechanism used by IBM to handle the flow of data
between token ring networks.

source route transparent bridging

source routing

source server

spanning

spanning tree

A type of bridging scheme that merges the two bridging strategies, source
route bridging and transparent bridging, to employ both technologiesin one
device. No tranglation is done between them.

A bridging mechanism to route frames through multiple LANSs by specifying
in each frame the route that the frame will follow. To determine the route, the
end stations use a discovery process supported by source route bridges.

The server from which data files, bindery files, and other information are
migrated to a NetWare destination server during upgrade.

A technique for improving I/O performance by placing frequently used
segments of afile system or database on separate disks.

Anagorithm that ensuresthat only one bridge path between any two networks
isactive at atime. If abridge path fails, another will be activated
automatically.

A loop-free subset of a network topology connecting all the nodes.

Spanning Tree Algorithm

An algorithm used by bridges to dynamically discover and maintain aloop-
free subset of a complex network topology; specified in |EEE standard
802.1d.

Spanning Tree Protocol

A protocol using a hierarchical control structure to determine which bridge
interfaces are allowed to forward single-route frames. It ensures that thereis
only asingle data path between any two end stations, and thus eliminates data
loops. Spanning Tree Protocol is commonly used in bridge applications.
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sparse file
A filewith at least one empty block. (NetWare wont write any block that is
completely empty.) Databases often create sparse files.

For example, suppose the disk allocation block size for volume Vol1is4 KB.
Also suppose that adatabase opensanew file, seeks out the 1,048,576th byte,
writes five bytes, and closes the file. An inefficient operating system would
savetheentirefileto disk.Thefilewould be comprised of 256 zero-filled disk
alocation blocks (thefirst 1 MB) and one moredisk allocation block with five
bytes of dataand 4,091 zeros. This method would waste 1 MB of disk space.
However, NetWare writes only the last block to disk, saving time and disk
space.

specific property right
Theright to access a single property of an object. Specific property rights
override All Property rights, and cannot be inherited.

split horizon
A routing technique used by distance vector routing protocols to reduce
routing traffic on the network. With split horizon, information about routesis
not propagated back to the same interface from which it was learned.

split seek
In SFT 111, amethod of dividing multiple read requests between two mirrored
serversdisks for faster disk reads.

spurious interrupt
A software interrupt that is not serviced or claimed by any of the registered
interrupt handlers (interrupt service routines) for that interrupt.

SPX
Sequenced Packet Exchange

A NetWare DOS Reguester modul e that enhances the IPX protocol by
supervising data sent out across the network.

SPX verifies and acknowledges successful packet delivery to any network
destination by requesting a verification from the destination that the data was
received.

The SPX verification must include a value that matches the value calcul ated
from the data before transmission. By comparing these values, SPX ensures
not only that the data packet arrived at the destination, but that it arrived intact.
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SRS

SRS

SSi

SSI

SSI

SSI

SSL

standard

system requirements specification

Service Registry Service

A brokered servicein NDPS that allows public access printers to advertise
themselves so that administrators and users can find them. This service
maintains information about device type, device name, device address, and
other device-specific information such as the manufacturer and model
number.

supplemental security income

Government help availableto legal diens.

server-side include

A set of commands, embedded in an HTML document, that are executed by
the server for a Web site before the document is sent to the browser that
reguested the document.

small scale integration

Speech Systems, Inc.

An organization that devel ops tel ephony-based speech recognition tools with
AT&T.

Secure Socket Layer

The set of rules governing the exchange of information between two devices
using a public key encryption system. SSL establishes and maintains secure
communication between SSL-enabled servers and clients across the Internet.

A set of rules or procedures agreed upon by industry participants.
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start of authority

startup.ncf

static routing

Static Routing

station

station address

SOA
The server in a DNS zone that is flagged with the SOA record.

A NetWare server boot file that loads such things as the NetWare servers disk
driver, name spaces, and some SET parameters.

A method for updating entries in arouting table.

When used as a configuration option in the TCP/IP Protocol Configuration
menu, Static Routing is set to Enabled to update the table whenever the server
starts or isreinitialized.

A configuration option that appliesin the TCP/IP Protocol Configuration
menu. It is set to Enabled to create static routes whenever the server boots up
or isreinitialized.

A shortened form for workstation. The term can also refer to a server, router,
printer, fax machine, or any computer device connected to a network by a
network board and a communication medium.

A number that uniquely identifies a network board; usually referred to asthe
node number.

statistical multiplexing

A method that uses a time-division multiplexer (TDM) to dynamically
alocate line time to each of the attached terminals, depending on whether a
terminal is active or inactive at a particular moment. Buffering and queuing
functions are also included. Also called a "stat mux."

statistical time-division multiplexing

STDM

A method of data transmission that allows X.25 to maximize bandwidth use
by dynamically allocating portions of the available bandwidth to active
devices on demand. STDM provides better throughput than time-division
multiplexing (TDM), which dedicates a fixed bandwidth of the network
medium to connect services regardless of whether they are active.
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status bar

status flag

STDM

STDM

stop bit

storage adapter

storage deposit

storage device

A configurable strip along the bottom of the window that displays key
information about the current session or task.

An attribute that specifies status information for the file. It issimilar to afile
attribute, but its value is set by the NetWare file system.

synchronous time division multiplexer

statistical time-division multiplexing

A method of data transmission that allows X.25 to maximize bandwidth use
by dynamically allocating portions of the available bandwidth to active
devices on demand. STDM provides better throughput than time-division
multiplexing (TDM), which dedicates a fixed bandwidth of the network
medium to connect services regardless of whether they are active.

A signal that indicates where one character stops and another starts.
Communication programs normally add one, or sometimes two, stop bits on
the end of each character.

An adapter for a storage device, such as a hard drive or aCD ROM drive.

In NSS, free space that isidentified by an NSS provider and deposited in the
NSS object bank.

A device, such as atape drive or optical disk, used to store the contents of a
server or workstation. An example of astorage deviceisan external tapedrive
that backs up data from hard disk to magnetic tape.

storage device driver

Software that controls the operation of a storage device attached to a
compatible host adapter.

SSS 275



storage device driver database
A database file on the host server that contains the list of supported storage
device drivers.

storage device interface
SDI

A software module in Storage Management Services (SMS) that passes
commands and information between SBACKUP and the storage devices and
media.

Storage Device Interface
SMSDI

Short for " Storage Management Services Device Interface.”

A software module in Storage Management Services (SMS) that passes
commands and information between SBACKUP and the storage devices and
media.

storage free space
In NSS, ablock of unassigned partition space on ahard disk or free spaceina
NetWare volume that has not been claimed by either the traditional NetWare
file system or by Novell Storage Services (NSS).

Also called "free space.”

storage group
A pool of storagefree spacethat representslogical space owned by NSS. Once
free spaceisclaimed by NSS, the free space becomes amanaged object which
can be divided into other storage groups and NSS volumes.

storage group configuration
A way of organizing and managing storage free space claimed by NSS.

Inthe NSS Media Access Layer (MAL), unassigned partition space from any
number of hard drives can be managed by a provider and owned by a
consumer. This process stamps the storage object as belonging to NSS. The
storage objects then become NSS partitions which can then be divided into
storage groups and NSS volumes.
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Storage Management Data Requester

SMDR

The Storage Management Services (SMS) module responsible for passing
commands and data between SBACKUP, Target Service Agents (TSAS), and
the Storage Device Interface (SDI).

Storage Management Services

storage manager

storage object

storage pool

storage provider

STREAMS

stripe

SMS

Services that enable a user to back up or restore the NDS database, the file
system, or an individual workstations hard disk. The SMS architecture is
independent of backup/restore hardware and file systems and provides an
interface to all storage devices, including tape, optical, and jukebox.

A Novell Storage Services (NSS) consumer or provider.

An object representing free space claimed by NSS. A storage object can be
used to create NSS storage groups and NSS volumes.

In NSS, free space that is gathered from various media and that is deposited
into the object bank. Free space from the pool can be owned by NSS and used
to create storage groups and NSS volumes.

In NSS, the program that finds storage free space from various media,
manages storage objects in the Media Access Layer (MAL), and determines
the size of storage objects.

Usually called "provider."

An NLM that provides a common interface between NetWare and transport
protocols such as IPX/SPX, TCP/IP, SNA, and OSI that need to deliver data
and requests to NetWare for processing. By making the transport protocol
transparent to the network operating system, STREAM Sallows servicesto be
provided across the network, regardless of the transport protocols used.

To improve I/O performance by interleaving file systems or databases across
multiple disks.
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striping

stub network

subarea node

subdirectory

subnet

subnet addressing

A technique for improving I/O performance by interleaving file systems or
databases across multiple disks.

An Internet protocol (1P) network segment that uses a subset of an existing
parent network address.

The parent network and the stub network are separated by arouter. An
exampleisa parent network with an address range of 89.0.0.1 to
89.255.255.254 and a stub network with an address range of 89.1.0.1 to
89.1.255.254.

Also called "stub subnetwork."

In a Systems Network Architecture (SNA) network, a communications
controller or host that uses network addresses for routing and maintains
routing tables that reflect the network configuration. Type 4 and type 5 nodes
are subarea nodes.

A directory contained within another directory, sometimes called the parent
directory.

The portion of the network backbone that shares a common address
component and that is partitioned by repeaters, bridges, or routers.

The process of locally extending the network address portion of an IP address
by using a subnet mask.

Asan | P network grows, each segment requires a separate | P address. By
using subnet addressing, a network administrator can create an address for
each new segment of the organizations network, based on the Internet address
aready in use.

subnet address mask

A filter that selects bits from an Internet address to create a subnet. More
commonly called a"subnet mask."
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subnet mask

subordinate object

A 32-bit number that defines how many bitsin the IP address identify the
network and how many bits identify the host. A "1" indicates that a bit
identifies the network; a"0" indicates that abit identifies a host. A subnet
mask locally extends the network address portion of an IP address.

Any NDS object that is below another object in the NDS tree. For example, a
leaf object is subordinate to its parent container, afileis subordinate to its
parent directory, and an Organizational Unit is subordinate to its parent
Organization.

subordinate reference replica

supervisor

Supervisor

A type of replicathat isautomatically placed on aserver by NDSif the server
holds areplica of apartition, but not areplica of the partitions child.
Subordinate reference replicas do not contain detailed information about |eaf
objects. They cannot be created, deleted, or modified by an administrator.

Usually called "network administrator" in NetWare.

The person responsible for setting up and maintaining the network. The
network administrator has the Supervisor right to create and manage objects
in the NDStree.

Generally, this means the person who has a trustee assignment to the [Root]
object of the NDStree, which would include the Supervisor rightsto the entire
NDS tree. However, the specific part of the NDS tree where this person has
rights can vary from network to network.

Short for " Supervisor right."

SUPERVISOR bindery login

Anadministrativelogin that is not represented by an NDS object. The bindery
SUPERVISOR is kept with each server, and is not affected by replication of
NDS objects.

Note that the NDS object called Supervisor is not the same as the
SUPERVISOR bindery login.
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Supervisor right

SvC

SvC

swap file

switched link

S

A NetWare file system right that grants all rights to adirectory or file. Also,
an NDS object right that grants all rights to an object (including all its
properties). Also, an NDS property right that grants all rights to a specific

property.

The Supervisor right can be blocked by an inherited rights filter (IRF) on an
object or property, but it cannot be blocked by an IRF on a directory or file.

There is no automatic Supervisor user in NetWare versions after NetWare 3.

switched virtual channel

switched virtual circuit

A typeof virtua circuit that is established dynamically with call setup and call
clearing procedures. A permanent SVC isleft in a connected state until the
user or application disconnectsit. An on-demand SV C is disconnected after
data has been transmitted over the established SV C. The circuit remains
disconnected until more datais queued for sending, at which point the
connection is reestablished.

A file created to hold data swapped out of memory and stored on disk.

In the NetWare virtual memory system, there is one swap file for the sys
volume. The user can create one swap file for each additional volume on the
server.

A service, such as switched 56 Kbps, that provides for temporary file transfer
or management. When the link isidle, the vendor uses the channel for other
users. When alink becomes active, any available 56-K bps channel is switched
to the active link.

Switched Multimegabit Data Service

SMDS

The Metropolitan Area Network (MAN) cabling technology based on the
|EEE 802.6 standard. SMDS has certain LAN characteristics, even though it
spans large geographic distances, for example, the size of acity.
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switched virtual circuit

Sy

SvVC

A typeof virtual circuit that is established dynamically with call setup and call
clearing procedures. A permanent SVC isleft in a connected state until the
user or application disconnectsit. An on-demand SV C is disconnected after
data has been transmitted over the established SV C. The circuit remains
disconnected until more data is queued for sending, at which point the
connection is reestablished.

Initialism for " System attribute.”

symmetric multiprocessing

synchronization

synchronization

synchronization

synchronization

synchronous

SMP

A system in which all processors can perform all tasks. At runtime, an
algorithm assigns tasks to each processor as necessary to balance the work
load. A symmetric multiprocessing system is the opposite of an asymmetric
system, in which different processors are dedicated to different kinds of tasks.

A means of ensuring that replicas of an NDS partition contain the same
information as other replicas of that partition. Replica synchronization
updatesthe replicas and runs periodically at a cycle controlled by the network
administrator.

Short for "time synchronization."

In Novell GroupWise, short for "directory synchronization."

The Novell Replication Services process by which changes made to file and
directory replicasare applied to their master versions, and viceversa. Thiscan
be performed manually when required, or can be scheduled to occur at specific
times or frequencies.

Describes amode of data transfer in which information is transmitted in
blocks (frames) of bits separated by equal timeintervals.
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synchronous data-link control

syntax

synthetic time

sys$log.err

system

system

system attribute

SDLC

A data-link communications protocol developed by IBM. SDLC manages
synchronous, code-transparent, serial bit-by-bit information transfer over a
link connection.

Therulesfor organizing elementsin an operation. For example, equation and
macro commands require a certain correct syntax or organization for them to
function properly.

A time stamp issued to NDS when the time on the server is changed and no
longer matches the time stamp of the partition. NDS uses synthetic time to
prevent objects from being time-stamped incorrectly.

In NetWare, the server error log file.

Sy
Short for "system attribute."

In the Common Desktop Environment (CDE)

1) The computer, any peripheral devices, the operating system, and
applications.

2) The operating system.

Sy

A fileor directory attribute that reserves the file or directory for operating-
system use and prevents it from being deleted, renamed, or copied.
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system bus driver

System directory

system fault screen

SBD

In PCI Hot Plug technology, software that
Abstracts the platform-specific implementation of a PCl Hot Plug system
Controls the system hardware necessary to perform hot plug functions

Is responsible for the enabling or removing of power from a hot plug slot
upon request

Is responsible for the configuring of hardware by assigning resources such
as memory, PCI, and interrupts of PCI adaptersin hot plug slots

The directory created during NetWare install ation that contains NetWare
operating system files as well as NLM programs and other NetWare utilities
for managing the network. It is always located in volume Sys. By default, the
user ADMIN, or auser with ADMIN-equivalent rights, has rights to the
System directory.

The screen on which an abend message appears. Because the abend message
is displayed on the system fault screen instead of on the main console screen,
it does not replace any console messagesthat were displayed before the abend
happened. The user can start the debugger and then toggl e between the system
fault screen and the main consol e screen.

System Fault Tolerance

system ID

SFT

A means of protecting data by providing procedures that allow a network
server to automatically recover from hardware failures. SFT protects data by
providing data duplication on multiple storage devices; if one storage device
fails, the datais available from another device.

Therearethreelevelsof SFT: Hot Fix, disk mirroring or duplexing, and server
mirroring. Each level of redundancy (duplication) decreases the possihility of
dataloss.

A unique, 6-byte hexadecimal number that identifiesaNetWare Link Services
Protocol (NLSP) router.
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system login script
In NetWare 2 and NetWare 3, atype of login script that sets generd
environmentsfor all users. In NetWare 4 and | ater versions, the container login
script replaces the system login script.

system message
Any type of message sent by an affected component to a screen, a message
box, or alog file. A system message indicates the status of, or aproblem with,
the hardware, or the operating system or any other software component.

Systems Application Architecture
SAA

An application architecture used to develop applications for the IBM SNA
environment. Through Common User Access (CUA) architecture guidelines,
Common Programming I nterface (CPI) definitions, and Common
Communications Support (CCS) protocols and conventions, SAA provides a
basic structure for devel oping applications that are consistent across systems,
including microcomputers, minicomputers, and mainframes.

Systems Network Architecture
SNA

A structure defining how computer equipment connects and communi cates.
SNA specifiesthelogical structure, formats, protocols, and operational
sequences for transmitting information units by controlling the configuration
and operation of networks. The SNA model includes the application,
presentation, data flow control, transmission control, path control, data link,
and physical functional layers.
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TTT

T1

tape backup device

target

target

target

Initialism for "Transactiona attribute."

A network communications line that transmits at a high rate (up to 1.544
Mbps).

A tapedrive, either internal or external, that backs up data from hard disks.

InNDS, an object representing a network resource that atrustee has authority
to access or manage.

In networking, any server, workstation, or service that has a Target Service
Agent loaded.

In Storage Management Services (SMS), a server from which data is backed
up or to which dataisrestored. If the administrator isbacking up and restoring
to the host server, the target and the host are the same.

Target Service Agent

TSA

A program that processes the data moving between a specific target and a
Storage Management Services (SMS) backup engine such as SBACKUPR.
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Target Service Agent resource

A category of data, referred to as either amajor resource or aminor resource,
created by each Target Service Agent.

task-switching support software

TCP

TCP

TCPCON

TCP/IP

TDM

The tb12.com and taskid.com files that act as a buffer and manager between
IPX and SPX requests and an applications calling processin atask-switching
environment.

For example, when switching DOS sessions within Windows in standard or
real mode, having task-switching support software installed ensures that 1PX
and SPX transport protocols send all application calls to the proper network
resource. In this example, without task-switching software, a client

workstation could experience session failure.

test coordination procedure

Transmission Control Protocol

The major transport protocol in the Internet suite. TCP providesreliable,
connection-oriented, full-duplex streams. It uses Internet Protocol (IP) for
delivery.

TCP/IP console

A NetWare NLM that enables a network administrator to monitor server or
router activity in the TCP/I P segments of the network.

Transmission Control Protocol/Internet Protocol

A protocol suite developed by the Advanced Research Projects Agency
(ARPA). It includes TCP (Transmission Control Protocol) as the primary
transport protocol and IP (Internet Protocol) as the network layer protocol.

time-division multiplexing

Data transmission that dedicates afixed bandwidth of the network medium to
connected devices, regardless of whether they are active. This allows lower-
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Telnet

Template

template

template

Template object

terabyte

TH

speed channels to share time on a high-speed communications circuit by
alocating separate time slots to each channel.

A protocol inthe TCP/I P suitethat governs character-oriented terminal traffic.
Telnet supports character terminals, block terminals, and graphics terminals.
It isused for remote login on an Internet network.

Short for "Template object.”

Inthe Product Life Cycle (PLC) process, aform that accompanies step guides
and details the type and extent of information which must be provided to
produce PL C documents. Templates also allow information from different
projects to be viewed in acommon order.

1. A model or form for a page layout, spreadsheet, database, or other similar
item.

2. (Slide) A page layout, chart, or background format you can use to make
different slides look consistent with each other.

3. (Keyboard) A quick reference card placed on akeyboard that lists program
keystrokes.

Inthe NDStree, aleaf object that provides a base set of properties and setup
proceduresfor creating new user accounts. It cant be used to apply changesto
existing users. When anew User object is created based on a Template object,
the properties of the Template object are copied to the new User object.

B

A unit of measure for memory or disk storage capacity; two to the 40th power
(approximately one trillion) bytes. 1,024 gigabytes.

transport header

The header put on Open Systems Interconnection (OSl) Transport layer data
units.
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TH

TH

thrashing

thread

transmission header

The control information created and used by the path control to route message
units and to control their flow within the network.

Target Hotline

The rapid back-and-forth movement of the disk head across the disk as the
disk head seeks requested data locations in the sequence the requests are
received. Thrashing happens when elevator seeking is not implemented.

Definition 1:1n computer processing, asequence of instructions executed asan
independent entity and scheduled by system software. A thread isalso known
as an executable object.

Definition 2:Within an | nternet discussion group, an ongoing discussion about
a particular topic. Sometimes called a conversation.

threaded discussion

throughput

throughput class

On the Internet, arunning log of discussion remarks about a subject.

The total amount of useful data that is processed or communicated during a
specific time period between a source and a destination.

A type of class negotiation that specifies, on a per-call basis, the throughput
of datathat can betransferred on avirtual circuit. Therangeisbetween 75 bps
and 64 Kbps.

throughput negotiation

A type of facility that specifies whether to alow negotiation, on a per-call
basis, of the throughput of datathat can be transferred on a virtual circuit. If
selected, incoming calls containing the throughput facility are passed to the
destination application. Otherwise, any incoming call containing athroughput
facility is cleared if its value does not match the default.
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TIC

TIC

TIC

tick

tick

time consumer

token ring interface card

An adapter that can connect a3720, 3725, or 3745 Communication Controller
to an IBM token ring network.

TCP/IP interprocess communications

token-ring interface coupler

In WorkPerfect Presentations, a small line used in data charts to mark off
amounts such as dollars, distances, or numbers of items.

A period of time measuring approximately 1/18 of a second (there are 18.21
ticks in a second).

A NetWare network server that getsitstimefrom atime provider. A secondary
time server isalwaysatime consumer. Primary and reference time serverscan
also be time consumers.

time-division multiplexing

time-out condition

time provider

TDM

Data transmission that dedicates afixed bandwidth of the network medium to
connected devices, regardless of whether they are active. This allows lower-
speed channels to share time on a high-speed communications circuit by
alocating separate time slots to each channel.

An error condition indicating that a specified amount of waiting time has
elapsed without the occurrence of an expected event.

A NetWare network server that provides UTC time to other serversand
clients. The three types of time providers are reference, primary, and single
reference.
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time provider group

timer interrupt

time server

time slicing

time source

time stamp

TimeSync

A collection of time servers on a given NetWare network, consisting of one
server designated as a reference time server and two servers designated as
primary time servers. The reference time server polls the two primary time
servers to vote on the correct time for the network.

An interrupt that provides timer services for the operating system as well as
preemption support. In multiprocessing systems, timer interrupts are local to
a processor.

A NetWare server that runs the TimeSync utility and is designated as one of
four types of time servers. The four types of time server are; primary,
reference, secondary, and single reference.

A thread pre-emption technigque which allocates some amount of the resources
time to each of the multiple threads (applications or tasks) requesting the
resource.

The scheduler allowsthe current thread to run on agiven processor until either
the thread blocks or atime slice (a predetermined length of time) expires. At
that time, the scheduler stops execution of the running thread and allows
another eligible thread to run...until either it blocks or the time slice expires,
and so on.

In a NetWare network, the designated server or group of serversthat provide
UTC timeto al other serversin the network.

An NDS code reporting the identity of an NDS event and the time of its
occurrence. Time stamps establish the order of events (such as object creation
and NDS partition replication), record "real world" time values, and set
expiration dates.

A NetWare Loadable Module (NLM) that controls time synchronization on
servers running NDS.
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timesync.cfg

A configuration file containing parameters used by TimeSync to control time
synchronization and time zone settings, which ensure that thetime reported by
al serversis consistent.

time synchronization

A method of ensuring that all serversin an NDS tree report the same time.
Singlereferencetimeserversor referencetime servers are used to synchronize
all other servers.

token ring interface card

token ring network

TokenTalk

tool

tool

TIC

An adapter that can connect a3720, 3725, or 3745 Communication Controller
to an IBM token ring network.

A type of LAN that uses aring topology and token passing, asin the IEEE
802.5 standard for media access control (MAC) or the IBM token ring
network.

An AppleTak network on token ring.

TokenTalk is also Apples implementation of the AppleTak protocol over
token ring. AppleTalk provides the rules for low-level communication over
token ring media.

An installable module (.dll file) that adds capabilities to NetWare
Administrator. For example, the NDS Manager tool adds NDS database
maintenance capabilities.

In the Common Desktop Environment (CDE), a method of doing a specific
task, for example, check spelling, or asmall application such as Clock. Inthis
sense "tool" is a synonym for "utility." In a broad sense, "tool" may be a
synonym for "application."

InIcon Editor, tool isaspecialized pointer, sel ected from a pal ette that enables
the user to perform various operations.

TTT 291



toolbar

topology

TP

TP

A configurable strip of buttons that appears by default just below the menu
bar. Each item on the toolbar is a shortcut to a menu command.

The physical layout of network components (cables, stations, gateways, and
hubs). Three basic interconnection topologies are star, ring, and bus networks.

twisted pair

A cabletype, asin TP-PMD, where "PMD" is the acronym for "Physical
Media Dependent.”

transaction program

In an SNA network, a part of an application program that performs
transactionswith one or more remote programs. A single application program
can contain many TPs. A TP might require services from more than one
system, and in such casesit is executed on each system.

For example, a TP written to APPC can be used for something as simple as
file transfer from a mainframe to an intelligent workstation. A TP written to
APPC can aso be something as complex as a distributed system with many
TPson many interconnected workstations communicating with one another to
implement a complex application program.

traditional NetWare file system

traffic

trailing period

In NSS, the name used to refer to the standard file and directory organi zational
system used in NetWare. This name provides a distinction from the NSSfile
system.

Activity over a network communications channel.

The period at the end of arelative name or context in NDS, indicating that the
distinguished name uses the workstations current context to establish its own
context.
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Transactional
T

Short for "Transactional attribute."

Transactional attribute
T

A file system attribute that indicates that afileis protected by the Transaction
Tracking System (TTS) feature, which allows interrupted operations to be
backed out of the file, restoring it to an uncorrupted state. A file with this
attribute set cant be deleted or renamed.

transaction logging
In NSS, amethod of keeping track of file and directory events such as read/
write or open/close. The object enginein NSS can locate afile system error on
disk by referencing the transaction log, noting an incompl ete transaction, and
rapidly correcting it.

transaction program
TP

In an SNA network, apart of an application program that performs
transactionswith one or more remote programs. A single application program
can contain many TPs. A TP might require services from more than one
system, and in such casesit is executed on each system.

For example, a TP written to APPC can be used for something as simple as
file transfer from a mainframe to an intelligent workstation. A TP written to
APPC can also be something as complex as a distributed system with many
TPs on many interconnected workstati ons communi cating with one another to
implement a complex application program.

Transaction Tracking System
TTS

A NetWare feature that protects database applications from corruption by
backing out incomplete transactions that result from afailure in a network
component.

translation bridging
A type of bridging required on networks that have dissimilar media access
control (MAC) sublayer protocols. Translation bridging resolves differences
in header formats and protocol specifications.
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Transmission Control Protocol

TCP

The major transport protocol in the Internet suite. TCP provides reliable,
connection-oriented, full-duplex streams. It uses Internet Protocol (IP) for
delivery.

Transmission Control Protocol/Internet Protocol

TCP/IP

A protocol suite developed by the Advanced Research Projects Agency
(ARPA). It includes TCP (Transmission Control Protocol) as the primary
transport protocol and IP (Internet Protocol) as the network layer protocol.

transmission header

TH

The control information created and used by the path control to route message
units and to control their flow within the network.

transmission medium

transparent

Transparent

transport layer

transport network

trap

The physical path used to carry information, such as twisted-pair wires,
coaxial cable, fiber-optic cable, terrestrial microwave, and satellite
transmission methods.

Describes afunction that operates without being evident to the user.

In the Common Desktop Environment (CDE), adynamic "color" that allows
the color of the background areato show through. Icon Editor provides the
transparent color in a palette of drawing colors.

The fourth of seven layersin the OSI model. The transport layer provides
reliable, end-to-end delivery and detects transmission sequential errors.

A private or public data network that transfers data between nodes. It is
usually a public packet-switched or circuit-switched network.

To test for a particular condition in arunning program; for example, to "trap
an interrupt” meansto wait for a particular interrupt to occur and then execute

294 NetWare 5.1 Glossary



trap

tree

tree

trusted root

acorresponding routine. An error trap testsfor an error condition and provides
arecovery routine. A debugging trap waits for the execution of a particular
instruction in order to stop the program and analyze the status of the system at
that moment.

1. An unsolicited message sent by a Simple Network Management Protocol
(SNMP) agent to a network management system that indicates the occurance
of asignificant event. The SNMP manager that receives atrap can poll for
additional information.

2. An SNMP protocol data unit (PDU) that indicates an exceptional condition.

3. A type of command within the SNMP protocol. A special command the
agent uses to inform the (SNMP) manager of a specia event. By default, the
traps are sent to alocal system.

4. A type of message that can be transmitted for any reason.

5. An SNMP trap is amessage sent by an agent to a manager when certain
events are detected.

Short for "NDS tree."

A hierarchical structure of objectsin the NDS database. The NDS tree
includes container objects that are used to organi ze the network. The structure
of the NDS tree can be based on alogical organization of objects, and not
necessarily on their physical location.

In NetWare Administrator, amain view that displays NDS as an expandable
and collapsible tree.

An entity, usually a certification authority (CA), that a particular system
recognizes and truststo verify apublic key. Any public key certificate signed
by atrusted root is considered valid.

trusted root certificate

A certificate that contains the public key of atrusted root.
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Trusted Root Certificate object

An NDS object that contains a trusted root certificate. The objects NDS
schemanameisNDSPKI: Trusted Root Object. Thetrusted root certificate can
be exported and used as needed.

Trusted Root container object

trustee

trustee assignment

TSA

TSA

An NDS object that contains Trusted Root Certificate objects. The container
objects NDS schema name is NDSPK I: Trusted Root.

Trusted Root container objects can be created in the following containers:
-Security

-Organization

-Organizational Unit

-Country

-Locality

Any object that hasrightsto accessanetwork resource such asadirectory, file,
or object. Rights are granted to objects (making them trustees) by trustee
assignments.

Thegranted right of an object to access or perform actions upon ancther object
in the NDS tree. Trustee assignments are stored in the access control list
(ACL) property of the object that is being targeted for access.

Technical Support Alliance

A consortium of software vendors created in 1991 to provide support.

Target Service Agent

A program that processes the data moving between a specific target and a
Storage Management Services (SMS) backup engine such as SBACKUPR.
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TTS

tts$log.err

tunneling

turbo FAT index

two-way channel

type 2.1 node

type 4 node

type 5 node

Transaction Tracking System

A NetWare feature that protects database applications from corruption by
backing out incomplete transactions that result from afailure in a network
component.

Transaction Tracking System error log file

The process of encapsulating a packet within a packet of adifferent protocol.

Anindex of the blocksthat pertain to a particular file. When afile exceeds 64
blocks, the traditional NetWare file system creates aturbo FAT index that
groupstogether all FAT entriesto the corresponding file. Thisindex enablesa
large file to be accessed quickly.

A type of channel that allows both incoming and outgoing calls.

T2.1 node

A Systems Network Architecture (SNA) device that can be configured as an
end point or intermediate routing node in a T2.1 network, or as a periphera
node attached to a subarea network.

T4 node

A subarea device that contains a physical unit control point (PUCP) rather
than a system services control point (SSCP), and that is controlled by one or
more type 5 nodes.

T5 node

A subarea device that contains a system services control point (SSCP), and
that has hierarchical control of peripheral nodes and type 4 subarea nodes.
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Type code
Every Macintosh file has afour-character Type code that identifies the nature

of thefile.

typeface
A specific style or shape of type, such as Courier or Helvetica.

typeful name
The NDS abject name that includes the name type (OU, O, and so forth) of
each object when identifying the distinguished name of that object.

typeless name

The NDS object name that excludes the name type (OU, O, and so forth) of
each object when identifying the distinguished name of that object.
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Uuu

UA

UA

UART

UDP

unbind

UNBIND

User Account

unnumbered acknowledgment

A packet that acknowledges the receipt of a Set Mode command.

Universal Asynchronous Receiver/Transmitter

A chip made by National Semiconductor for serial communication.

User Datagram Protocol

A transport protocol in the Internet suite of protocols. UDP, like Transmission
Control Protocol (TCP), uses IP for delivery; however, unlike TCP, UDP
provides for exchange of datagrams without acknowledgement or guaranteed
delivery.

To remove acommunication protocol from network boards and LAN drivers.

The RU involved in deactivating an LU Type 6.2 session.
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UNC redirection
universal haming convention redirection

A technology that allows a user to map to network resources without formally
connecting to them. Using UNC redirection, a user can do the following:

Use applications and programs within M S Windows to access network
volumes and directories

Assign network applications, volumes, and directories to iconswithin MS

Windows
UNI
user-network interface
A description of how arouter connects and accesses frame relay network
services.
Unicode

A fixed-width 16-bit code, defined by the Unicode Consortium, that supports
up to 65,536 unique combinations. Each combination forms a character.
Unicode allows mathematics, technical, graphical, and publishing symbols,
punctuation marks, as well as the characters from written languages to be
represented, each by a single 16-bit character.

uniform resource locator
URL

A generalization of the file naming concepts already in common use on the
Internet. A URL extends the filename and pathname used to refer to fileson a
computer by adding an Internet address and protocol component. A URL
specifies the computer and access method (protocol) in addition to the
filename and thus can be used to refer to files anywhere on a network.

While URLs are used in various forms by different systems, they are most
closely associated with the World Wide Web.

uniform resource name
URN

On the World Wide Web, a naming convention to identify a specific filg; it is
independent of the address.
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uninterruptible power supply

UPS

A backup power unit that supplies power if commercia power fails. A UPS
can be either online or offline. Some are battery powered; others include
generators that can provide standby power indefinitely.

Universal Asynchronous Receiver/Transmitter

A chip made by National Semiconductor for serial communication.

universal haming convention redirection

UNC redirection

A technology that allows a user to map to network resources without formally
connecting to them. Using UNC redirection, a user can do the following:

Use applications and programs within MS Windows to access network
volumes and directories

Assign network applications, volumes, and directories to iconswithin MS
Windows

universal time coordinated

Unknown object

unload

uUTC

The mean solar time of the meridian of Greenwich, England (0° longitude),
used as the prime basis of standard time throughout the world.

A leaf object representing an NDS object that has been corrupted and cant be
identified as belonging to any of the other object classes. After migrating to
NetWare4 or later versionsfrom NetWare 2 or 3, bindery objects might appear
as Unknown objects.

To remove a software program, such as an NLM, from operating system
memory so that the program no longer can execute.

unnumbered acknowledgment

UA

A packet that acknowledges the receipt of a Set Mode command.
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unnumbered frame

upgrade

upgrade

upgrade

UPS

UPS monitoring

URL

In the high-level datalink control (HDLC) protocol, aframe that does not
contain a sequence number. In IEEE 802.2, frames are called connectionless
datagrams.

Toinstall animproved version of software or ahardware device, whether from
the same or a different manufacturer.

The process of converting a network from any earlier version of NetWare or
from another network operating system to the latest version of NetWare.
Upgrade methods consist of in-place and across-the-wire.

A new version of a product released on a periodic basis.

uninterruptible power supply

A backup power unit that supplies power if commercia power fails. A UPS
can be either online or offline. Some are battery powered; others include
generators that can provide standby power indefinitely.

The process a NetWare server uses to ensure that an uninterruptible power
supply (UPS) is functioning properly.

uniform resource locator

A generalization of the file naming concepts already in common use on the
Internet. A URL extends the filename and pathname used to refer to fileson a
computer by adding an Internet address and protocol component. A URL
specifies the computer and access method (protocol) in addition to the
filename and thus can be used to refer to files anywhere on a network.

While URLs are used in various forms by different systems, they are most
closely associated with the World Wide Web.
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URN

Usenet

user

user

User

User

uniform resource name

On the World Wide Web, a naming convention to identify a specific filg; it is
independent of the address.

A global collection of Internet newsgroups.

1. Someone who is authorized to log in to a network and/or database when
security isinstalled and who has access rights to specific filenames,
directories, and files.

2. Any person allowed to work on the network. A user logsin to the server
with a username identifying him or her as someone allowed to use server
resources.

1. A user object in NDS that has been given a GroupWise account. A user can
receive messages from and send messages to other users, and act as aresource
owner or GroupWise administrator.

2. In GroupWise, aperson who is registered on a message server and can use
GroupWise to send and receive messages and requests.

Short for "User object.”

A login script type that sets the environment for asingle user. It is a property
of the User object. Thisfulfillsausersindividua network setup needs, such
as mapping to a specific working directory or connecting to a printer. This
login script executeslast. When auser is created (User object), thislogin script
automatically sets up mappings to the users home directory and to the
PUBLIC directory on the server. Youll find it in a User object of your
company such as an employee. For example, if you open the NEAT utility,
click on ausers name to select it, and click the Login Script tab for the user,
the users personal login script will open.

uuu 303



user certificate

A digital document attesting to the binding of a public key to a User object.
Users have access to their own user certificates, which can be used for
authentication, data encryption/decryption, digital signing, and secure e-mail.
User certificates can be signed by a certificate authority based on NDS or by
an external certificate authority.

User Datagram Protocol

user login script

user memory space

uUbP

A transport protocol in the Internet suite of protocols. UDP, like Transmission
Control Protocol (TCP), uses | P for delivery; however, unlike TCP, UDP
provides for exchange of datagrams without acknowledgement or guaranteed
delivery.

A type of login script that sets environments specific to a user. User login
scriptsare optional; if used, they execute after system and profilelogin scripts.

A protected memory space that has limited and carefully controlled accessto
the server operating system, so that modules running within the user space
cannot abend the server. Also known as a protected memory space.

user-network interface

User object

User object ADMIN

user template

UNI

A description of how arouter connects and accesses frame relay network
services.

A leaf object inthe NDS tree that represents a person who uses the network.
It contains information about the network user it represents, such aslogin
name, telephone number, address, and group membership.

A User object created at installation in the NDStree. It is automatically
assigned the Supervisor (S) right to al objectsin the NDS tree.

A file containing default information that applies to new User objectsto give
them default property values. This helps anetwork administrator create many
User objects that need the same property values.
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uTC
universal time coordinated

The mean solar time of the meridian of Greenwich, England (0° longitude),
used as the prime basis of standard time throughout the world.

utility
In NetWare, a program that adds functionality to the NetWare operating
system. Examplesinclude NLM programs, DOS-based command line
utilities, Java utilities, menu utilities, and server console utilities.
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VVV

value-added process

VAP

VDT

VDT

VAP

A process that ties enhanced operating system features to a NetWare 2
operating system without interfering with the networks normal operation.
VAPs run on top of the operating system in much the same way a word
processing or spreadsheet application runs on top of DOS. NLM programs
provide this type of enhancement for NetWare 3 and | ater versions.

value-added process

A process that ties enhanced operating system features to a NetWare 2
operating system without interfering with the networks normal operation.
VAPs run on top of the operating system in much the same way aword
processing or spreadsheet application runs on top of DOS. NLM programs
provide this type of enhancement for NetWare 3 and | ater versions.

volume definition table

A tablethat keepstrack of volume segment information such asvolume name,
volume size, and where volume segments are located on various network hard
disks. Each NetWare volume containsavolume definitiontableinitsNetWare
partition.

Video Dial Tone

A type of network that carries TV over telephone lines.
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VDT

View

view

view

view

Video Display Terminal

In the Common Desktop Environment (CDE), a menu item used to access
other menu items that enable a user to choose how an item is presented, how
much information is presented, and in what order it is presented, among
others.

In the OSF/Motif Style Guide, it is:

a) a presentation of information by an application in the viewing area of a
window, or

b) the representation of an object within a window.

In NSEPro, a collection of folios displayed in one window.

In NetWare Administrator, a window that lets a user view, and possibly edit,
sometype of network information. A main view provides the main window in
which auser works, and it controls the menu bar; asecondary view isadialog
box that provides more detail or options for an item in the main view.

In GroupWise, atype of GroupWise display. There are two types of views:
item views and calendar views. When you open an item from the Main
Window, GroupWise displays a message view containing buttons and text
boxes for entering and sending information. When you open the Calendar,
GroupWise displays a calendar view containing your schedule. Unlike a
window, aview cannot be sized.

view-specific toolbar buttons

In NetWare Administrator, the set of toolbar buttons that are unigue to the
activetool. They areinserted in the position marked by [Active View Buttons]
on the Toolbar - Main Features tab.
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virtual circuit

A type of circuit that provides a connection-oriented service similar to that of
circuit switching, but with the following exceptions:

It islimited to a connection between two end points.

It has the advantage of economical statistical multiplexing for establishing a
logical path through the network.

Thislogical path can be provided either on a permanent basis by a permanent
virtual circuit (PVC), which is equivalent to aleased circuit, or on arequest
basis by an switched virtua circuit (SVC). Once the logical path is
established, the packets are transferred between connected ends, as desired.

virtual circuit number

A method that determines which packets belong to avirtual circuit. Each
packet can contain a 4-bit logical group number and an 8-bit logical channel
number.

virtual discussion group

virtual host

virtual link

An Internet discussion group that presents the results of a search across
multiple discussion groups in order to enable easy access to a specific topic.

In the Novell Web Server environment, alogical entity within avirtual server
that acts asaWeb Server, with itsown DNS hostname or | P address. A virtual
host has its own document and log files, but it uses the virtual servers
configuration files.

The software that extends a network backbone area by linking two partitioned
aress.

Virtual Loadable Module

VLM

An executable program for a DOS workstation to enable various kinds of
communications with a server, or to enable applications on a server running
NetWare 4 or an earlier version.

For example, the NetWare DOS Requester is asuite of VLM programs, asis
Desktop SNMP.
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virtual memory

virtual memory

A portion of computer memory that is made to act like avery fast disk. Also
referred to as memory disks or RAM disks.

A memory management scheme that permits execution of programs larger
than the size of physical memory. Using virtual memory, least-used datais
moved out of memory to disk, thus freeing memory for other uses. When the
datais needed again, it is returned to memory where it is swapped for other
datathat is then moved to disk.

Virtual Telecommunications Access Method

VLM

vol$log.err

volume

volume

Volume

VTAM

An IBM-licensed program composed of |oadable modules that control
telecommuni cations by identifying communications resources to the host
operating system (System/370).

Virtual Loadable Module

An executable program for a DOS workstation to enable various kinds of
communications with a server, or to enable applications on a server running
NetWare 4 or an earlier version.

For example, the NetWare DOS Requester is asuite of VLM programs, asis
Desktop SNMP.

The NetWare volume error log.

A physical amount of hard disk storage space, fixed in size, that isthe highest
level in the directory structure of NetWare (same level as a DOS root
directory). Each volume is also a Volume object in the NDS tree.

In the Common Desktop Environment (CDE), the loudness or intensity of a
sound. The Style Manager Beep dialog box provides a control for adjusting
the volume of the system beep.

Short for "Volume object.”
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volume construction
In Novell Storage Services (NSS), an option in the Administration menu that
allows NSS partitions and storage groups, when they are created, to be
subdivided into NSS volumes.

volume definition table
A table that keeps track of volume segment information such as name, size,
and location on various network hard disks. Each NetWare volume contains a
volume definition table in its NetWare partition.

volume icon
On the desktop, anicon that looks like afiling cabinet. Inthe Browser, anicon
that resembles a hard disk. Each icon represents a volume on the server.

Volume object
A leaf object inthe NDS tree that represents a physical volume on the
network. Its properties can store information about its location, owner, space
use restrictions, statistical information, and so forth.

volume segment
A physical division of avolume. A volume can span up to 32 disk drives. If a
volume includes more than one drive, each drive in the volume is avolume
segment.

VTAM
Virtual Telecommunications Access Method

An IBM-licensed program composed of loadable modules that control
telecommunications by identifying communications resources to the host
operating system (System/370).
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WWW

wait time

WAN

In aNetWare UPS, the number of seconds the UPSwill wait before signaling
to the NetWare server that the normal power supply isoff. The NetWare server
then alerts attached workstations to log out.

wide area network

A network, not confined to a single location, that communicates over along
distance, such as across a city or around the world. A WAN isusually formed
by connecting smaller local area networks (LANS).

WAN call destination

watchdog

watchdog packet

A remotecall configurationfor aWAN link. Onecall configuration equalsone
virtual circuit on one WAN link and contains the parameters needed by the
WAN link driver to establish and maintain links to a given destination.

Short for "watchdog packet.”

Packets used to make sure workstations are still connected to the NetWare
server.

All settings are determined by the SET parameters.

Server parameters can be set so that if the server hasnt received a packet from
astationin acertaintime, awatchdog packet is sent to the station. If the station
doesnt respond within a certain time, another watchdog packet is sent.
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Web browser

Web server

wide area network

Win2NCS

If the station still doesnt respond to a certain number of watchdog packets, the
server assumes that the station is no longer connected and clears the stations
connection.

The time period before the first watchdog packet, the time period between
watchdog packets, and the number of watchdog packets are configurable
using the SET utility.

A client application that connects to a Web server over a network or other
communication link. It can aso browselocally. Browserssend FTR, HTTP, or
other types of requests to view HTML or other documents or to access
services on the Web. The browser serves as afront end to the World Wide
Web, for viewing documents on the Web.

A server application that publishes HTML and other types of documents on
the World Wide Web. When aWeb server receivesan HT TR, FTP, or other type
of request for adocument from a Web browser, it responds by sending the
document to the browser.

WAN

A network, not confined to a single location, that communicates over along
distance, such as across acity or around the world. A WAN isusually formed
by connecting smaller local area networks (LANS).

Windows-to-Novell Connection Service

A collection of software programs that allow usersto dial out from the
network though a pool of modems connected to the server so they can access
bulletin boards, host computers, or other resources, or to dial in and remotely
control a dedicated network workstation using third-party communications
applications.

Win2NCS allows users to "redirect” datato and from a Windows
communication port. Instead of going through a modem connected to the
workstations COM port, datais routed to a port controlled by the Novell
Connection Service (NCS) on the Novell Internet Access Server (NIAS) 4.1
server. In thisway Win2NCS gives a sharing capability to modems similar to
the capability that print servers have given to printers. Instead of having a
modem on each machine, users only need a modem pool on the server.

Previously called the NASI Redirector.
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Windows-to-Novell Connection Service

workstation

Workstation class

workstation context

Win2NCS

A collection of software programs that allow usersto dial out from the
network though a pool of modems connected to the server so they can access
bulletin boards, host computers, or other resources, or to dial in and remotely
control a dedicated network workstation using third-party communications
applications.

Win2NCS allows usersto "redirect” datato and from a Windows
communication port. Instead of going through a modem connected to the
workstations COM port, datais routed to a port controlled by the Novell
Connection Service (NCS) on the Novell Internet Access Server (NIAS) 4.1
server. In thisway Win2NCS gives a sharing capability to modems similar to
the capability that print servers have given to printers. Instead of having a
modem on each machine, users only need a modem pool on the server.

Previoudly called the NASI Redirector.

A persona computer or terminal device connected to a network, through
which auser can access a server.

Also called "client," "node," or "station."

An NDS schema class similar to the Computer class, but with unique
attributes associated with workstation management. When the workstation is
imported, it is used to create a Workstation object in NDS.

A users current location in an NDS tree, as reported by the Novell Client
software.

Workstation Import Policy object

An NDS object that contains workstation naming and remote control policy
information. A subset of thisinformation isimportant for workstation
registration.

Workstation Import utility

A NetWare Administrator snapin tool or standal one executable program (with
and without aGUI interface) that allows network administratorsto import the
network addresses of workstations that have run the Workstation Registration
program.

Workstation Import utility is part of the Z.E.N.works utility suite.
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Workstation object
An NDS object created to alow network administrators to manage
workstations through NDS. When a workstation is registered and imported,
the object is automatically created and instantiated.

Workstation Registration program
An executable program on aworkstation that registerstheworkstationinNDS
and makes the workstation available for importing.

Workstation Registration program is part of the Z.E.N.works utility suite.

Write right
W

A NetWare file system or property right.

In the file system, the trustee can open and write to afile or directory. In the
case of individual filesin a directory, the trustee can open and modify them
unlessrights assigned at the file level block the Write right.

In the case of amultivalued property, the trustee can add, change, or remove
values. The Write property right implies the Add Self property right.
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XXX

X.500

X.509

X.509 certificate

Initialism for "Execute Only attribute."

The Open Systems Interconnection (OSl) standard that defines where to find
the address for the el ectronic envelope of an X.400 transmission. It becomes
part of an X.500 directory of names and addresses similar to the yellow pages
of atelephone directory.

A framework for authentication to the X.500 directory.

A widely used specification for digital certificates that has been a
recommendation of the ITU (International Telecommunications Union—
Geneva, Switzerland) since 1988.

A standard format for adigital certificate that isinternationally recognized as
an electronic document used to bind a name to a public key and to prove
ownership of the public key over acommunication network. It contains the
issuers name, the users identifying information, and the issuers digital
signature, as well as other possible extensionsin version 3 of the X.509
standard.

Xerox Network Systems

XNS

A protocol on which Novell IPX isbased. One major difference between 1PX
and XNSisthat they do not use the same ethernet encapsulation format. A
second differenceisthat IPX uses Novells proprietary Service Advertisement
Protocol (SAP).
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XID

XNS

XON/XOFF

Exchange Identification

A specific type of link unit (commands and responses) used to carry node and
link characteristics between adjacent nodes.

X1Ds are exchanged between link stations before activation to negotiate
acceptable characteristics. XIDs are also exchanged during activation to
adjust for changes in these characteristics.

Xerox Network Systems

A protocol on which Novell IPX isbased. One mgjor difference between |PX
and XNSisthat they do not use the same ethernet encapsulation format. A
second differenceisthat IPX uses Novells proprietary Service Advertisement
Protocol (SAP).

A handshake protocol that prevents a sending system from transmitting data
faster than areceiving system can accept it by using a Clear to Send signal.

For example, it can be used between a port and a printer to avoid
troubleshooting the printer or cable pin configuration.
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77

Z.E.N.works

ZIP

zone

A NetWare Administrator snapin utility that is an integrated suite of utilities
for distributing and managing applications, configuring and managing
workstation and Windows desktops, and remotely repairing workstation
software. Z.E.N.works reduces the total cost of ownership for networked
computers by leveraging the information in NDS.

Zone Information Protocol

An AppleTalk protocol that enables each router to maintain and access zone
information for an AppleTalk internet. It also enables non-router nodes to
obtain zone information.

A logical grouping of devices that are physically located on one or more
networks. Each nonextended network must have exactly one zone name
assigned to it. Each extended network must have at least one zone name (or up
to 255 zone names) assigned to it.

Zone Information Protocol

zone list

ZIP

An AppleTalk protocol that enables each router to maintain and access zone
information for an AppleTalk internet. It also enables non-router nodes to
obtain zone information.

In DNS, alist of up to 255 unique zone names.
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zone transfer
The process by which aDNS master name server transfers acompl ete copy of
the zones DNS database to a replica name server.
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Inc. in the United States and other countries.

The Novell Network Symbol is atrademark of Novell, Inc.

Topology Specific Module and TSM are trademarks of Novell, Inc.

Transaction Tracking System and TTS are trademarks of Novell, Inc.

Universal Component System is aregistered trademark of Novell, Inc. in the
United States and other countries.

Virtual Loadable Module and VLM are trademarks of Novell, Inc.

Writer’s Workbench is a registered trademark of Novell, Inc. in the United
States and other countries.
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Yes, It Runs with NetWare (logo) is atrademark of Novell, Inc.
Yes, NetWare Tested and Approved (logo) is atrademark of Novell, Inc.
ZENworksis atrademark of Novell, Inc.
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