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Glossary

Overview

This glossary lists definitions for terms associated with Exchange 2000, including terms for equipment, software, operating systems, organizations, and general computer networks. 

Terms (in alphabetical order)

A

access control

A mechanism for limiting use of some resource to authorized users.

access control list (ACL)

A data structure associated with a resource that specifies the authorized users.

access provider 

A company which provides its customers a service whereby they can access the Internet. The user normally connects to the access provider's computer via a modem using a dial up connection.

Active Directory
The Windows 2000 directory service. Active Directory consists of a forest, a domain, and organizational units.

Active Directory Connector (ADC)

The service that replicates information between the Exchange directory and Active Directory. ADC uses Connection Agreements to define configurations for replicating mailboxes, custom recipients, and distribution lists.

Active Directory Users and Computers

An MMC (Microsoft Management Console) snap-in that allows administrators to manage objects in the domain.

ActiveX 

ActiveX is a Microsoft technology used to encapsulate and reuse code for processing in web pages.. ActiveX controls can be downloaded from the Internet.  These controls are "activated" by the web browser & perform a variety of different functions. There are ActiveX controls, which allow you to view Microsoft word documents via the web browser; play animated graphical effects, display interactive maps.  As the name suggests they make the web page "active". ActiveX controls provide similar functionality to Java Applets

administrative group
A collection of Exchange Active Directory objects that are grouped together for the purpose of permission management. An administrative group can contain policies, routing groups, public folder trees, monitors, servers, conferencing services, and chat networks. The administrative group defines the administrative topology of an organization.

ADO

Active Data Objects.  A programming layer built on top of OLE/DB that allows high-level programming languages such as Visual Basic and VBScript to access an underlying data store through a common query language

ADSI

Active Directory Services Interface. A directory service abstraction interface that allows COM-compatible programming languages such as Visual Basic, VBScript, JavaScript, C, and C++ to make common directory calls to an underlying directory service.  ADSI providers include LDAP, NDS, Bindery, and Windows NT (SAM).

ANSI 

American National Standards Institute. It is a US business group that sets the standards - it is a voluntary organization. ANSI is frequently seen in 3 areas: 

Programming Languages - FORTRAN, COBOL & C conform to ANSI 

SCSI 

ANSI.SYS Device Driver. Available in DOS - it enables the use of ANSI defined commands (using the escape key) to control the screen & the keyboard

API

Application Programming Interface - Program code that allows the application program to interact directly with the operating system.

applet

An applet is a very small program written in the Java programming Language that can only be used as part of a Web Page.  The Browser you are using must be capable of running Java Applets.  They are used to bring a Web page to Life.

ASP

Application Service Provider.  The latest rendition of service providers that focus on classically in-house applications; business-to-business (B2B) e-commerce, Enterprise Resource Planning (ERP), and e-procurement are examples.

authenticate

To determine that something is genuine; to reliably determine the identity of a communicating party.

authentication

The process of reliably determining the identity of a communicating party.

authorization

Permission to access a resource.

B

bandwidth

The Bandwidth is basically the maximum speed at which data can be transmitted between computers in a network.

BDAT

An SMTP command for transferring binary Data.  The BDAT command provides a higher efficiency alternative to the earlier DATA command, especially for voice.  The BDAT command provides for native binary transport of messages.  Compliant implementations SHOULD support the binary transport using the BDAT command.

BINARYMIME

The SMTP "BINARYMIME" keyword indicates that the SMTP server can accept binary encoded MIME messages.  Compliant implementations MAY support binary transport indicated by this capability.  Note that support for this feature requires support of CHUNKING.

C

CCITT

Consultative Committee on International Telegraphy and Telephony wass an international committee based in Geneva that sets standards for the whole world on Telecommunications. The functions of this committee has been taken up by ISO.

CGI

Common Gateway Interface Scripts are used by Internet Programmers to perform basic functions such as counting the number of times a Web Page is accessed

channel host
A chat user who manages a channel and its members and can participate in conversations on that channel from a chat client.

channel member
A chat user who participates in channel conversations from a chat client.

channel owner

A chat user who owns a channel, manages channel hosts and members, and participates in conversations on that channel from a chat client.

Chat Service Manager

An MMC snap-in that you use to administer Chat Service from a computer on the same local area network.

chat sysop

A chat user who monitors and controls a server's dynamic channels from a chat client and any registered channels the system operator has been granted access to.

Chat Web Administrator

An administration tool that uses a Web browser to administer Chat Service from a chat server on the same local area network or over the Internet. The browser is installed on the administrator's computer.

chunking

The SMTP "Chunking" keyword indicates that the receiver will support the high-performance binary transport mode.  Note that CHUNKING can be used with any message format and does not imply support for binary encoded messages.  Compliant implementations MAY support binary transport indicated by this capability.

cleartext

A message that is not encrypted.

client

Something that accesses a service by communicating with it over a computer network.

client server

Client/Server distributes the processing of a Computer Application between 2 computers the Client & the Server - the principal being to exploit the power of each. The Client is normally a PC.  The Application Program will access Data & perform processing on the Server & using the data obtained via the server more processing tasks will be performed on the Client.  

Collaboration Data Objects (CDO)
An application programming interface that allows users and applications high-level access to data objects within Exchange. CDO defines the concept of different object classes, including messages, posts, appointments, and tasks.

combination server
A server that acts as both a front-end server and a standard server. Clients can connect directly to this server and get user data from a store hosted on this computer, or they may be proxied to another standard server or combination server.

connection agreement

A connection between Exchange 5.5 and Windows 2000 Active directory to synchronize the 2 directories.

connector
A component that enables message transfer and directory synchronization between Exchange and other messaging systems.

contact

A contact is a representation of a mail-enabled user and is not a security principal.  Contacts are stored in the Active Directory and are very similar Exchange 5.5 custom recipients.  This is not to be confused with Outlook contacts, which are entries in the user's mailbox for contact items. Outlook contacts DO NOT replicate or move over to the Active Directory.

D

delegation

Giving some of your rights to another person or process.

DHCP

Dynamic Host Configuration Protocol - a standard method for assigning IP addresses automatically to the devices on a TCP/IP network.  As a new device connects, the DHCP server assigns an IP address from a list of available addresses.  The device retains this IP address for the duration of the session - once the device disconnects the IP address becomes available for use again.

directory service 

A service provided on a computer network that allows one to look up addresses (and perhaps-other information) based on names.

DNS (Domain Name System)

The naming convention defined in RFC 1033. DNS names are often referred to as Internet addresses or Internet names.

domain
A group of computers that are part of a network and share a common directory database. A domain is organized in levels and is administered as a unit with common rules and procedures. Each domain has a unique name.

domain controller
In a Windows 2000 Server domain, a computer running Windows 2000 Server that manages user access to a network, which includes logging on, authentication, and access to the directory and shared resources.

domain tree
A collection of domains that have a contiguous namespace, such as microsoft.com, sample.microsoft.com, and example.compaq.com. Domains within the forest that do not have the same hierarchical domain name will be in a different domain.

DS_ACCESS

Is the common API used by the Exchange 2000 components to get to the directory. DS_ACCESS performs cache to speed repetitive operations such as recipient lookup done during the reception of a message.

DS_PROXY

Proxies the MAPI client directory requests to an Active Directory GC. This is used for pre-Outlook 2000 MAPI clients. The Outlook 2000 client connects to the GC following referral to the most appropriate GC by Exchange 2000..  The next release of Outlook  will not use MAPI RPC for DS requests.

dynamic channel
A temporary channel or chat room created by a chat user. The user creates a dynamic channel from a chat client program using the IRC JOIN command or the IRCX CREATE command.

E

.ELM

 File extension used to identify a mail message in the Store. Stands for ‘Exchange Message Link’ and can be seen when you access a Store item via a URL or via the IFS.

EMO

Exchange Management Objects, used for Exchange 2000 scripted management.

Epoxy

Epoxy is a high performance interprocess communication interface based upon a queued-shared memory. It is mainly used between IIS and the Web Store. The queuing mechanism allows IIS to push commands and get results from the Store. This interface is asynchronous.  Note that the bulk of inbound and outbound messages are done through IFS, but Epoxy is still required for property and file handle interchange.  Epoxy can be monitored through the MS Exchange Epoxy set of counters, which are only available on internal builds.

ESM

The Exchange System Manager Snap in for MMC. The interface for managing system components and configurations.

Event Log service
A collection of databases used by Windows and applications to record events that occur while the system is running. You can use event logs to gather information about hardware, software, and system problems, and monitor security events. 

event sink
A piece of code that activates upon a defined trigger, such as receiving a new message. The code is normally written in any COM-compliant programming language such as Visual Basic, VBScript, JavaScript, or C/C++. Exchange supports the transport, protocol, and store event sinks.

Event Viewer
The application used to review the events that have been recorded in the event logs. The Event Viewer displays these types of events: error, warning, informational, success audit, and failure audit. Using the event logs in Event Viewer, you can gather information about hardware, software, and system problems, and monitor Windows 2000 security events.

Exchange Conferencing Services
A service that allows users to meet in virtual rooms on an Exchange server.

extended channel
A channel with a name that contains UTF-8 encoded UNICODE characters. Extended channels are supported only by IRCX and are, therefore, visible only to IRCX clients such as Microsoft Chat version 2.5.

Extensible Storage Engine
A method that defines application programming interface access to the underlying databases in Exchange.

F

fault tolerance
The ability of a system to respond to an event, such as a power failure, so information is not lost and operations continue without interruption.

firewall
A combination of hardware and software that provides a security system to prevent unauthorized access from the Internet to an internal network or intranet.

FE/BE (Front-End/Back-End) servers

Front-End/Back-End servers are used to host protocols (Front-End) and store information (Back-End). 

FE servers’ proxy protocols and redirect commands to BE servers. 

A Combination Server is a server that hosts an Exchange Store, and can proxy protocols towards a different Exchange store server. Therefore, POP services are proxied and redirected to the POP service on the back-end server. The Epoxy layer does NOT distribute across multiple servers.  Multiple Front-End servers create redundancy for client access. They are load balanced by the means of WLBS or DNS Round-Robin, or Cisco's Load Director.  Typically, FE servers do the directory lookup to locate the user maildrop. FE may cache information to avoid returning to the BE server. For instance, when a message is received by the SMTP service, the win32 file handle used to write to the STM file is kept in a cache, in case a POP or IMAP user claims it further down the road.

forest
A collection of domains and domain trees. The implicit name of the forest is the name of the first domain installed.

fully qualified domain name (FQDN)
A DNS domain name that has been stated unambiguously to indicate with certainty its location in the domain namespace tree. Fully qualified domain names differ from relative names in that they are typically stated with a trailing period (.), for example, "shark.tutornet.com", to qualify their position to the root of the namespace.

G

gateway
A translator between different mail systems. When a message is sent from one mail system to another, the gateway filters information specific to the originating mail system. Then it attaches information that the second mail system needs to deliver the message and sends the message. If a gateway has been added to an Exchange organization, you may find a gateway address list in the Address List.
Global Catalog (GC)
A server that holds a complete replica of the configuration and schema naming contexts for the forest, a complete replica of the domain naming context in which the server is installed, and a partial replica of all other domains in the forest.
Global Domain Identifier
Exchange uses the X.400 global domain identifier in a relay environment. The global domain identifier consists of the country ADMD and PRMD name of the remote MTA. It is used for inserting trace elements and can be used for troubleshooting an unsuccessful relay attempt. It is also used to prevent message looping in wide-area messaging environments.
globally unique identifier (GUID)
A unique number that identifies a Dynamic Link Library (DLL) file. The GUID is generated when the DLL is registered.

group

In the context of security, a named collection of users, created for convenience in stating authorization policy. It can be either a security principle or a distribution group. 

H

Hosted organization

A hosted organization is a collection of Exchange services (including, but not limited to, protocols and storage) operating to emulate a single Exchange "virtual" server. These services can span multiple physical machines. Typical implementations of a hosted organization are protocol farms or outsourced email/collaboration services.

I

IETF (Internet Engineering Task Force) 

A standard's body whose focus are protocols for use in the Internet. Its publications are called Internet RFCs (Requests For Comments).

IFS

(sometimes referred to as ExIFS --the name of the driver is exifs.sys) The IFS (acronym to be sorted out. IFS stands for Installable File System) is a Win32 file system interface to the Web store, probably more to the STM content than the EDB content. IFS is a way for consumers of the store to flush data much more rapidly than through the Epoxy interface, which can have some limitation on the chunks of data you can pass through between the components. When accessing information in the store, the store will return via Epoxy a file handle to the consumer, that can use e.g. TransmitFile() or WriteFile().  One of the reason of IFS is to reduce memory copies and disk I/O for inbound and outbound messages.  This allows the protocol servers to retain the abstraction one message per file, even though the actual contents are stored in a single NTFS file (the STM file), handled by the Store process.  Typically, the Store creates IFS handles for outbound messages and IIS creates IFS handles for inbound messages.

IMAIL

IMAIL is a property parser.  It gets the basic properties that are required for Exchange to provide many of its’ features (such as indexing). In Exchange 5.5, IMAIL was the Store component that handled protocol access for IMAP4, POP3, and HTTP.

Internet 

When not capitalized, it means a connected collection of computer networks. When capitalized, the Internet refers to the large and still growing network that started as the ARPANET, a research network funded by the US department of defense.  Everything to the Internet – It’s going to be big some day.

Instant Messaging (IM)
An Exchange service that allows for real-time messaging and collaboration between users.
Instant Messaging Presence Protocol (IMPP)
A standards-based protocol used for clients to interact with an Instant Messaging server.

ISO (International Standards Organization) 

An international organization tasked with developing and publishing standards for everything from wineglasses to computer network protocols. It has defined standards for computer networking known as Open Systems Interconnect (OSI).

ISP

Internet Service Provider.  A company or organization that offers consumers or companies access to Internet services.  The services offered are typically web, e-mail, and netnews (nntp).  The companies offering these services, at the high end, are usually Telcos.

L

LAN (Local Area Network) 

A method of interconnecting multiple systems in such a way that all transmissions over the LAN can be listened to by all systems on the LAN.

LDAP

Lightweight Directory Access Protocol.  A standards-based protocol that can be used to interact with conformant directory services.

LRA

LDAP Replication Agent handles the replication of user and configuration information between the Exchange DS and the Active Directory.

LSA

Link State Algorithm is a mechanism for Exchange 2000 to update routing information.

M

MAC 

See message authentication code or mandatory access controls. (And if that isn't enough, it also stands for medium access control in data link layer networking jargon, where it has nothing to do with the security sense of access control.)

Mailbox-enabled object

A mailbox-enabled object is a Windows 2000 object that has one or more mailboxes associated with it. By definition a mailbox-enabled object is also mail-enabled.  User, groups can be mailbox-enabled but contacts are not.

mailbox information store
The part of the information store that maintains information.

Maildrop

The maildrop identifies the server and the database hosting a user mailbox. The maildrop for a particular user is stored in the Active Directory user object.

Mail-enabled object

A mail-enabled object is a Windows 2000 object that has at least 1 email address defined. User, groups, contacts can be mail-enabled.  In a pure Windows 2000 environment, objects are mail-enabled only.

MDB

Mail Database aka the STORE!  Includes the EDB and STM files that support one another.  A single MDB is normally identified as public or private depending on the type of data that it stores.  Some Microsoft folks do not like this name and prefer to use something like 'virtual database.'

Message Transfer Agent (MTA)
An Exchange component that routes messages to other Exchange MTAs, information stores, connectors, and third-party gateways.
Messaging Application Programming Interface (MAPI)
A standard interface that Exchange and Microsoft Outlook components use to communicate with one another.

MMM (or M3 or M-Cubed)

Multimedia MIME Message. Of course MIME itself is Multimedia Internet Mail Extension!

Multipoint Control Unit (MCU)
Used as a reference to the T.120 protocol. A Multipoint Control Unit allows clients to connect to data conferencing sessions. Multipoint Control Units can communicate with each other to transfer conferencing information.

N

namespace
In Active Directory, a domain defines the unit of namespace. This is the logical collection of resources that can be managed as a single unit.
naming context
A self-contained section of a directory hierarchy that can have its own properties, such as replication configuration. Active Directory includes the domain, configuration, and schema naming contexts.

O

OLE/DB

An API that allows low-level programming languages such as C and C++ to access dissimilar data stores through a common query language.    Data stores such as those in Exchange 2000 and SQL Server allow for OLE/DB access, thus making application development easier and faster.

Os

Abbreviation for Osmium, the project code name for Exchange 5.5.  Also often spoken or written as Oz.

Outlook Web Access
An Exchange feature that allows users secure access to their mailboxes through a Web browser. It is intended for UNIX and Macintosh users, and for fortunate people without access to PCs.

P

permission
Authorization for a user to perform an action such as sending mail for another user or posting items in a public folder.

PEZ

Particular points and places within the Platinum Product Architecture that, when manipulated carefully, will make the product not just shudder, but scream.

Actual acronym can be explained by popper.

PIPELINING

The SMTP  "PIPELINING" keyword indicates ability of the receiving server to accept new commands before issuing a response to the previous command.  Pipelining commands dramatically improve performance by reducing the number of round-trip packet exchanges and makes it possible to validate all recipient addresses in one operation.  Compliant implementations SHOULD support the command pipelining indicated by this keyword.

PKI (Public-Key Infrastructure)

A comprehensive set of functions required providing public-key encryption and digital signature services. 

policy
A collection of configuration settings that is applied to one or more Exchange Active Directory objects of the same class.

Ports

Not exactly a glossary term but perhaps we should mention common port numbers somewhere?

25 - SMTP

110 - POP3

119 - NNTP

389 - LDAP

3044 - Link status within a Routing Group

3268 - GC listens for forest wide LDAP queries.

priority
The order in which Chat Service notifies a server extension of an event. A server extension with a higher priority can prevent events from reaching Chat Service or server extensions with a lower priority.
proxy server
A firewall component that manages Internet traffic to and from a LAN and can provide other features such as document caching and access control.

Property Promotion

Internet content (SMTP or IMAP or POP messages) is stored natively in the STM file database (as a MIME stream).  However, for folder browsing, a few properties of the Internet message (e.g. date sent/received, from field, subject, etc...) are promoted to the EDB database to allow folder browsing and views of the Internet message.  The promoted properties are duplicated from the MIME content.

Protocol Farm

A protocol farm is a collection of protocol virtual servers (SMTP, NNTP, IMAP, POP, and HTTP-DAV) operating to provide a single protocol service for the purposes of scalability and redundancy. These virtual servers can span multiple physical machines. To the outside world (e.g., clients), a protocol farm looks like a single protocol virtual server. Transparent to the client, a particular virtual server is selected via round-robin DNS or a hardware device (such as Cisco's Local Director).

Pt

Abbreviation for Platinum, the project code for Exchange 2000 Server

public folder
A folder that you and your co-workers can use to share a wide range of information such as project and work information discussions about a general subject and classified ads. Public folders can have forms for posting information and views for finding and organizing information. Access permissions determine who can view and use the folder. Public folders are stored on computers running Exchange.
public folder replication
The process of updating identical copies of a public folder on multiple computers running Exchange.
public information store
The part of the information store that maintains information in public folders.

R

realm 

Used in Instant Messaging to associate an e-mail domain with an Instant Messaging virtual server.

Recipient

A recipient is a Windows 2000 object that is either mail-enabled or mailbox-enabled.  A recipient can be a user, group, or contact.

registered channel
A permanent channel or chat room in a chat community.
remote procedure call (RPC)
Standard protocol for client-server communication; a routine that transfers functions and data between client and server processes.

resource
A Windows 2000 Active Directory object that can be scheduled and is commonly used for conference rooms and shared equipment. A resource may have an Exchange mailbox.

role
A group of permissions.
router
A device that forwards and directs data communications between networks.
routing
The process of transferring and delivering messages.

routing group
A collection of Exchange servers in which messages are sent directly from one server to another.
Routing Group Connector
A connector that specifies the bridgehead servers between two routing groups, and the connection cost, schedule, and other configuration properties.

RPC 

See remote procedure call.

RPCINTF

The interface to the Store that MAPI is based on.  RPCINTF is the best way to get to the store, and the basis for the Epoxy integration with the Store

S

schema
The metadata that describes the use of objects within a given structure.
schema attributes
Properties that describe Exchange directory objects.
security context
An aspect of Windows 2000 that controls the kind of access a user, process, or service has to system services.

server 

Some resource available on the network to provide some service such as name lookup, file storage, or printing.

S-MIME (Secure Multipurpose Internet Mail Extension)  

S-MIME is a standard for encrypting and digitally signing e-mail.  

SRS

Site Replication Services. Available after RC1. A components which presents itself as a 5.5 Directory Service on an Exchange 2000 server

storage group
A collection of Exchange databases on an Exchange server that share the same Extensible Storage Engine instance and transaction log. Individual databases within a storage group can be mounted and dismounted.
store
The generic name given to the storage subsystem on an Exchange server.

T

T.120
A standards-based protocol used with Exchange Data Conferencing.

TLH

Top Level Hierarchy.  This is the term used to describe multiple public folder hierarchies. MAPI clients can only see 1 TLH (All Public Folders) but other (web) clients should be able to see all.

Aka: Public Folder Root; Public Folder Virtual Root; Public Folder Root

trust relationship
The relationship between two domains that makes it possible for a user in one domain to access resources in another domain.

U

UPS

Users Per Server. One goal of Exchange 2000 is to increase the UPS.

User

A user is a Windows 2000 security principal. A user may optionally have Exchange email addresses and or Exchange mailbox.

user account
Contains information such as the user name, password, group, membership, and permissions.
user class
A logical collection of chat users whose membership is based on one or more criteria, such as their chat client protocol (for example, IRC) or their IP address. User classes allow you to protect your chat server and its users from flooding and other types of attacks.
user name
A unique name that is assigned by the administrator to each Exchange user. Use this name to address messages.

V

Virtual server

A virtual server is an instance of one of the protocol services (e.g. POP3, IMAP4, HTTP, NNTP, and SMTP) with a defined set of IP address/port combinations and an independent collection of configuration properties.  When a client connects to the IP address/port combination of a virtual server, the configuration properties of that virtual server will be used unless over-ridden on a per-user basis.   There can be multiple virtual servers per machine.

A virtual server is registered to IIS, and consists on an IP address and port pair (e.g. 10.1.1.1, 110 to support POP). If you wanted to support POP over SSL, you would need to register a second virtual server for port 993 (10.1.1.1, 993).

virus 

A piece of computer program that replicates by embedding itself in other programs.  When those programs are run the virus is invoked again and can spread further.

VSI

Virtual Server Instance of a particular IIS based service; for example SMTP.

Therefore, there may be zero to many VSI's on one physical Platinum Server box.  VSI's communicate with one another via TCP connection.

W

Web Store

Common name for the web-enabled Exchange 2000 store.

Windows 2000 Groups

A group is a collection of any object of the Active Directory. Possible objects are users, contacts, and computers.

There are two types of groups: Security group and Distribution group.

Security Group can be used to allow/deny access to resources.  Distribution Group has no security principal and used as Distribution List in Exchange.

Groups can have different scopes : Universal - Global - Domain local

WLBS

Windows Load Balancing Services

A set of services available off Windows NT that enable load balancing across multiple Front-End servers. WLBS handles an domain name that clients connect to. Based on the FE servers load, it resolves the domain name to the least loaded server. It also maintains context. A client that connects to a FE server will use the same server for the remainder of the connection.  WLBS is available only on Windows 2000 Advanced Server

WMI

WMI stands for Windows Management Instrumentation (SMS 2.0 uses WMI to collect information from the hardware).  It also stands for Windows Monitor Interface - an interface that monitoring tools can use to gather info from providers.  'Providers' supply a schema definition and manage the objects in the schema. Examples are Perfmon, Event Viewer and Exchange Monitors.

work factor 

An estimate of the computational resources required to defeat a given cryptographic system.
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