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show async-bootp 26

show bootflash 27

show configuration 27

show flash [all phips | detailed | err | partition numberfall | chips | detailed | err] | summary] 27
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show version 28

tftp-server system [flashffrtition-numberifilename[access-list-numbér
no tftp-server system [flashilename[access-lismumbet 29

verify flash 29
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write terminal 30
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absolute-timeouminutes 32

activation-characteascii-number
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no disconnect-character 36
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dispatch-timeoumilliseconds
no dispatch-timeout 37

escape-charactascii-number
no escape-character 37

[no] exec 37
[no] exec-banner 37
exec-character-bits7{| 8} 38

exec-timeouminutegsecondk
no exec-timeout 38

[no] flowcontrol {none | software [in | out] | hardware [in | out]} 39

hold-characteascii-number
no hold-character 39

lengthscreen-length 40
line [aux | console | vtyine-numberending-line-numbér40

locationtext
no location 41

[no] lockable 41

login [local | tacacs]
no login 41

[no] login authentication {defaultiijst-namé 41

login-stringhostname d messaf#éseq] [Yoseav] [%b] d
no login-stringhostname 42

modem answer-timeoseconds
no modem answer-timeout 42

[no] modem callin 42

[no] modem callout 43

[no] modem cts-required 43
[no] modem dtr-active 43
[no] modem in-out 43
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[no] notify 44

paddingascii-number count
no paddingascii-number 44

parity {none | even | odd | space | mark} 44

passwordgassword
no password 45

[no] private 45
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refuse-message message d
no refuse-message 45

rotary group
no rotary 46

rxspeedops 46
[no] script activatiomegexp 46

script connectiomegexp
no script connection 47

script resetegexp
no script reset 47

script startupegexp
no script startup 47

[no] service linenumber 47

session-limitsession-number
no session-limit 48

session-timeoutninutegoutput]
no session-timeout 48

show line [ine-numbe} 48
special-character-bits {78} 48

start-characteascii-number
no start-character 49

start-charegexp[aux O[dialer-string]
no start-chat 50

stopbits {1 | 1.5 2} 50

stop-characteascii-number
no stop-character 51

telnet break-on-ip 51

telnet refuse-negotiations 51

telnet speedefault-speed maxium-peed 51
telnet sync-on-break 51

telnet transparent 52

terminal-typeterminal-name
no terminal-type 52

transport input {mop | telnet | none} 52
transport output {telnet | none} 52
transport preferred {telnet | none} 53

txspeedops 53
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vacant-message [message]d
no vacant-message 54

width characters 54
System Management Commands 55
aaa accounting{system| network | connection| exec| commandleve} { start-stop |

wait-start | stop-only} tacacs+
no aaa accounting system| network | connection| exec| commandlevel 55

aaa authentication arap{default | list-namé methodZ...[method4]
no aaa authentication arap{default | list-namé method1
[...[method4] 56

[no] aaa authentication enable defaultmethodl...[method4] 57
[no] aaa authentication local-override 57
[no] aaa authentication login{default | list-namé method1l...[method4] 58

[no] aaa authentication ppp{default | list-namé method1
[...[method4] 58

aaa authorization{network | connection| exec| commandleve}
methods
no aaa authorization{network | connection|exec| commandlevel} 59

[no] aaa new-model 59

aliasmode alias-name alias-command-line
no aliasmode[alias-namé 60

[no] arap authentication {defaultit-namé 60

[no] buffers {small | middle | big | large | verylarge | hutypé
numbel{ permanent | max-free | min-free |initial } number 61

[no] buffers hugesizenumber 62

calendar setth:mm:ss day month year
calendar sethh:mm:ss month day year 62

cdp enable 62

cdp holdtimeseconds
no cdp holdtime 63

cdp run 63

cdp timerseconds
no cdp timer 63

clear cdp counters 63

clear cdp table 63

[no] clock calendar-valid 64
clock read-calendar 64

clock sethh:mm:ss day month year
clock sethh:mm:ss month day year 64
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clock summer-timgonerecurring {veek day month hh:mm week day
month hh:mnjoffsef]

clock summer-timgonedatedate month year hh:mm date month year
hh:mm][offse}

clock summer-timgonedatemonth date year hh:mm month date year
hh:mm][offse}

no clock summer-time 65

clock timezoneonehours[minute$
no clock timezone 65

clock update-calendar 66

custom-queue-lidtst
no custom-queue-listi§t] 66

[no] enable last-resort {password | succeed} 66

enable passwordével leve] [encryption-typgpassword
no enable passworteelleve] 66

[no] enable use-tacacs 67
hostnamename 67

[no] load-intervalseconds 67
[no] logginghost 68

[no] logging buffered 68

logging consoléevel
no logging console 68

logging facility facility-type
no logging facility 68

logging monitorevel
no logging monitor 69

[no] logging on 69

[no] logging synchronous [levekeverity-leve| all] [limit
number-of-buffefs69

logging traplevel
no logging trap 70

[no] login authentication {defaultiijst-namé 70

ntp access-groud query-only | serve-only| serve| peer}
access-list-number
no ntpaccess-groud query-only | serve-only| serve|peer} 71

[no] ntp authenticate 71

ntp authentication-key numbemd5 value
no ntpauthentication-keynumber 71

ntp broadcastersionnumbet
no ntp broadcast 72
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ntp broadcast client
no ntp broadcast client 72

ntp broadcastdelapicroseconds
no ntp broadcastdelay 72

ntp clock-period value 72

ntp disable
no ntp disable 73

[no] ntp master[stratuni 73

ntp peeiip-addresgversion numbef [key keyid [sourceinterfacd
[prefer]
no ntp peeip-address 73

ntp serveiip-addresgversion numbef [key keyid [sourceinterfacd
[prefer]
no ntp serveip-address 74

ntp sourceinterface
no ntp source 75

[no] ntptrusted-key key-number 75
[no] ntp update-calendar 75
ping [protocol { host| addres$ 75

ppp authenticatiofichap | pap| if-needed [list-namé
no ppp authentication 76

ppp use-tacacs [single-line]
no ppp use-tacacs 76

priority-grouplist
no priority-goup 77

[no] priority-list list-numberdefault{ high | medium | normal | low} 77

[no] priority-list list-numberinterfaceinterface-type interface-number
{high | medium | normal | low} 77

priority-list list-numberprotocolprotocol-name high | medium |
normal | low} queue-keyword keyword-value
no priority-listlist-numbermrotocol 78

priority-list list-numbergueue-limit high-limit medium-limit
normal-limit low-limit
no priority-listlist-numberqueue-limit 79

[no] priority-list list-numberstun { high | medium | normal | low}
addressgroup-number address 79

[no] privilegemodelevellevelcommand 80
[no] privilege levellevel 80
[no] promptstring 81

[no] queue-listist-numberdefault queue-number 81
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gueue-listist-numberinterfaceinterface-type interfaceumber
gqueue-number
no queue-listist-numberinterfacequeue-number 81

gueue-listist-numberprotocol protocol-name queue-number
queue-keyword keyword-value
no queue-listist-numberprotocol protocol-name 82

[no] queue-listist-numberqueuequeue-numbelyte-count
byte-count-number 83

[no] queue-listist-numberqueuequeue-numbelimit limit-number 83

[no] queue-listist-numberstun queue-numbeaddresgroup-number
address-number 84

scheduler-intervahilliseconds
no scheduler-interval 84

[no] service exec-wait 84

[no] service nagle 85

[no] service password-encryption 85
[no] service tcp-keepalivein | out} 85
[no] service telnet-zero-idle 85

service timestampsype uptime]
service timestampypedatetime [msec] [localtime] [show-timezone]
no service timestampsypd 86

show aliasesmiodd 86

show buffersdll |alloc [dump]]
show buffers interfacdyjpe numbefalloc [dump]]] 87

show calendar 87

show cdp 87

show cdp entrentry-namgprotocol | version] 88
show cdp interfacetfpe numbdr88

show cdp neighborsrterface-type interface-numiddetail] 88
show cdp traffic 89

show clock [detail] 89

show environment 89

show environment all 89

show environment last 89

show environment table 89

show logging 90

show memorytlypd [free] 90
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show ntp associations [detail] 90

show ntp status 90

show privilege 90

show processefcpu] 91

show processes memory 91

show protocols 91

show queueing [custom | priority] 91
show snmp 91

show stacks 91

[no] snmp-server access-list-number 92

snmp-server access-polidgstination-partysource-partycontext
privileges
no snmp-server access-polidgstination-party source-party context 92

snmp-server chassis-fdxt
no snmp-server chassis-id 93

snmp-server communitstring [RO | RW] humbet
no snmp-server communisgring 94

snmp-server contatext
no snmp-server contact 94

snmp-server contexiontext-nameontext-oidview-name
no snmp-server contegbntext-name 95

snmp-server hostddress community-strifgnmp] [tty]
no snmp-server hosiddress community-string 95

snmp-server locationtext
no snmp-server location 96

snmp-server packetsibgte-count
no snmp-server packetsize 96

snmp-server partgarty-nameparty-oid[protocol-addresk
[packetsizesizg [local | remote] [authentication

{md5 key/|clock clocH [lifetime lifetimg | snmpv1string}]
no snmp-server pargyartyname 96

snmp-server queue-lengliéngth 98
[no] snmp-server system-shutdown 98
[no] snmp-server trap-authentication [snmpvl | snmpv2] 98

snmp-server trap-sourdeterface
no snmp-server trap-source 99

snmp-server trap-timeoseconds 99
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snmp-server userigser-id[view view-namg[RO | RW]
[passwordpasswordl
no snmp-server useriger-id 99

snmp-server viewiew-nameoid-tree{included | excluded}
no snmp-server viewiew-name 100

tacacs-server attemptsunt
no tacacs-server attempts 101

tacacs-server authenticate {connection [always] | enable | slip [always] [access-lists]} 101
[no] tacacs-server extended 101

[no] tacacs-server hosame 102

[no] tacacs-server last-resort {password | succeed} 102

tacacs-server notify {connection [always] | enable | logout [always] | slip [always]} 102
[no] tacacs-server optional-passwords 103

tacacs-server retransmétries
no tacacs-server retransmit 103

tacacs-server timeoseconds
no tacacs-server timeout 103

test flash 104

test interfaces 104

test memory 104

trace protocol [destinatioh 104
trace protocol [destinatioh 104

usernameame[nopassword | passwoemcryption-type passwayd
usernameamepasswordecret
usernameamefaccess-classumbet
usernameame[autocommandommangl
usernameame[noescape] [nohangup] 105

Interface Commands 108
async default ip addregs-address
no async default ip address 108

[no] async dynamic address 108
[no] async dynamic routing 108

async mode dedicated
no async mode 109

async mode interactive
no async mode 109

atm-dxi mapprotocol address vpi vgbroadcasf
no atm-dxi mapprotocol address 109

[no] auto-polarity 109
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[no] backup delay ¢nable-delay never} { disable-delay never} 110

[no] backup interfaceinterface-name
[no] backup interfaceinterface-name slégort
(for the Ciscor7000 series) 110

[no] backup load €nable-threshold never} {disable-load| never} 111

bandwidthkilobits
no bandwidth 111

channel-groumumbertimeslotsrange[speed {48 | 56 | 64}] 112

clear controller lexaumber[prom]
clear controller lexslot/port [prom] (for the Cisco 7000 series) 112

clear controller tslot/port 113

clear counterstype numbdr[ethernet| seriall
clear counterstype slot/port[ethernet| serial] (for the Cisco 7000
series) 113

clear hub ethernetumber 114
clear hub counters [ethaumber[port [end-pori]] 114

clear interfacetype number

clear interfacetype slofport (on a Cisco 7000 series)

clear interfacetype slofport [:channel-group(on a Cisco 7000 series
MIP T1 interface) 115

clear rif-cache 115

clock ratebps
no clock rate 116

clock source {line | internal} 116

clock source {ling internal}
no clock source 116

cmt connect [interface-namphy-a | phy-b]] 117
cmt disconnectifterface-namgphy-a | phy-b]] 117
[no] compress [predictor | stac] 117

controller [t1 | elFlotport (on the Cisc@000) 118
copy flash lexaumber 118

copy tftp lexnumber 118

crcsize
nocrc 119

[no] crc4 119
[no] dce-terminal-timing enable 119

delaytens-of-microseconds
no delay 119
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descriptionstring (controller configuration)
no description 120

descriptionstring (interface configuration)
no description 120

down-when-looped 120

[no] dte-invert-txc 120

[no] early-token-release 121
encapsulatioencapsulation-type 121
[no] encapsulation atm-dxi 121

fddi burst-counhumber
no fddi burst-count 121

fddi c-minmicroseconds
no fddi c-min 122

fddi cmt-signal-bitssignal-bits[phy-a | phy-b] 122
[no] fddi duplicate-address-check 123

[no] fddi encapsulate 123

[no] fddi smt-frames 123

fddi tb-min milliseconds
no fddi tb-min 124

fddi tl-min-time microseconds 124
fddi token-rotation-timenicroseconds 124

fddi t-outmilliseconds
no fddi t-out 125

fddi valid-transmission-timenicroseconds 125
framing {sf | esf | crc4 | no-crc4} 125

hold-queudength{in | out}
no hold-queue {in | out} 126

[no] hssi external-loop-request 126
[no] hssi internal-clock 126
hub ethernebhumber porfend-port 127

interfacetype number

interfacetype slotport (for the Cisco 7000 series)
interface type slotport:channel-group

(for channelized T1 on the Cis@000 series) 127

[no] invert-transmit-clock 129

ip address-poallhcp-proxy-client
no ip address-pool dhcp-proxy-client 129
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ip dhcp-serverip-addresq namé
no ip dhcp-server[ip-addresg namég 129

[no] keepalivegseconds129

lex burned-in-addressee-address
no lex burned-in-address 130

lex input-address-lisaiccess-list-number
no lex input-address-list 130

lex input-type-listaccess-list-number
no lex input-type-list 130

lex priority-groupgroup
no lex priority-group 131

lex retry-counnumber
no lex retry-countjumbef 131

lex timeoutmilliseconds
no lex timeout fillisecond$ 131

linecode {ami | b8zs | hdb3} 132
[no] link-test 132

[no] local-Inm 132

[no] loopback 132

[no] loopback applique 132

[no] loopback dte 133

[no] loopback line 133

[no] loopbackocal 133

[no] loopback remote 133

[no] media-type [aui | 10baset] 133
[no] mop enabled 134

[no] mop sysid 134

mtu bytes
no mtu 134

[no] nrzi-encoding 134

peer default ip address pool
no peer default ip address pool 134

ppp [default tlient[@tacacs-servdt [/routing] 135

ppp authenticatiofichap | pap[if-needed [listhamé
no ppp authentication 135

ppp authentication chap [if-needed]
no ppp authentication chap 136
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ppp authentication pap [if-needed]
no ppp authentication pap 136

ppp qualitypercentage
no ppp quality 136

pri-group [timeslotgangd
no pri-group 137

pulse-timeseconds
no pulse-time 137

ring-speedspeed 137

show async status 137

show compress 137

show controllers cbus 138

show controllers cxbus 138

show controllers els[ot/port] 138

show controllers ethernetinterface-number 138
show controllers fddi 139

show controllers lexrjumbef
show controllers lexglot/port] (for the Cisco 7000 series) 139

show controllers mci 139

show controllers serial 139

show controllers tiglot/port] 140

show controllers token 140

show hub [ethenumber{port [end-pori]] 140

show interfacestypenumbej [first] [last] [accounting
show interfacestype[slot/port] [accounting (for the Cisco 7000) 141

show interfaces asynayimbef [accounting 142
show interfaces atnslot/port] 142
show interfaces briumber(first] [last] [accounting 143

show interfaces ethernehumber[accounting
show interfaces etherne{slot/port] [accounting (for the Cisco 7000
series) 143

show interfacesfddi number[accounting
show interfacesfddi [slot/port] [accounting (for the Cisco 7000 series) 144

show interfaceshssinumberfaccounting
show interfaceshssi[slot/port] [accounting (for the Cisco 7008eries) 144

show interfaces lerumber[ethernef serial] 145

show interfaces loopbackiimbet [accounting 145
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show interfaces serial [numbet [accounting]
show interfaces serial[slot/port] [accounting (for the Cisco 7000
series) 145

show interfaces tokenring [numbet [accounting
show interfaces tokenring [slot/port] [accounting (for the Cisco 7000
series) 146

show interfaces tunn@lumber[accounting] 146

show ip interface [brief]typd [numbef 147

show interfaces vtpumber 147

show rif 147

[no] shutdown 147

slip [default [client [@tacacs-servdf [/routing] [[compressed] 148

smt-queue-thresholadumber
no smt-queue-threshold 148

source-addregsnac-addregs
no source-address 149

[no] squelch {normal | reduced} 149

timeslotstart-slot— stop-slot
no timeslot 149

[no] transmit-clock-internal 150

transmitter-delay ghicrosecond$hdic-flagg
no transmitter-delay 150

[no] ts16 150
[no] tunnel checksum 150

tunnel destinatiofihostname ip-addres}
no tunnel destination 151

tunnel keykey-number
no tunnel key 151

tunnel mode {aurp | cayman | dvmrp | eon | gre ip | nos}
no tunnel mode 151

[no] tunnel sequence-datagrams 152

tunnel sourceip-addresg interface-typenterface-numbégr
no tunnel source 152

tx-queue-limithumber 152
ATM Commands 154
atm aal aal3/4 154

atm backward-max-burst-size-clpOcell-count
no atm backward-max-burst-size-clp0 154
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atm backward-max-burst-size-clplcell-count
no atm backward-max-burst-size-clpl 154

atm backward-peak-cell-rate-clpOrate
no atm backward-peak-cell-rate-clp0 155

atm backward-peak-cell-rate-clplrate
no atm backward-peak-cell-rate-clpl 155

atm backward-sustainable-cell-rate-clpOrate
no atm backward-sustainable-cell-rate-clp0O 155

atm backward-sustainable-cell-rate-clpIrate
no atm backward-sustainable-cell-rate-clpl 156

[no] atm clock internal 156

atm exception-queuenumber
no atm exception-queue 156

atm forward-max-burst-size-clpOcell-count
no atm forward-max-burst-size-clp0 156

atm forward-max-burst-size-clp1cell-count
no atm forward-max-burst-size-clpl 157

atm forward-peak-cell-rate-clpO rate
no atm forward-peak-cell-rate-clpO 157

atm forward-peak-cell-rate-clpl rate
no atm forward-peak-cell-rate-clpl 157

atm forward-sustainable-cell-rate-clpOrate
no atm forward-sustainable-cell-rate-clp0O 158

atm forward-sustainable-cell-rate-clplrate
no atm forward-sustainable-cell-rate-clpl 158

atm maxvc number
no atm maxvc 158

atm mid-per-vanaximum 159
atm multicastaddress 159

atm nsap-addresssap-address
no atm nsap-address 159

[no] atm pvcved vpi vei aal-encaff midlow midhigh [peak average
bursf] 160

atm rate-queuequeue-number speed
no atm rate-queue 162

atm rawqg-sizenumber
no atm rawg-size 163

atm rxbuff number
no atm rxbuff 163

atm smds-addressldress 163

Table of Contents xxi



[no] atm sonet stm-1 163

atm txbuff number
no atm txbuff 164

atm vc-per-vp number
no atm vc-per-vp 164

atm vp-filter hexvalue
no atm vp-filter 164

[no] protocol protocol-addresatm-nsapatm-nsap-address
[classclass-namE[broadcasf 165

[no] protocol protocol-addresatm-vc ved [broadcasf 166
atmsig close atrrslot/0 ved 166

dxi map protocol protocol-address vpi vfibroadcasf
no dxi mapprotocol protocol-address 166

[no] dxi pvevpi vei[shap | nlpid | mux] 167
[no] loopback plim 168

[no] map-classencapsulation class-name 169
[no] map-group name 169

[no] map-list name 169

show atm interfaceatm slot/0 169

show atm map 169

show atm traffic 170

show atm vc[ved 170

show dxi map 170

show dxi pvc 170

show sscop 170

sscop cc-timerseconds
no sscop cc-timer 170

[no] sscop keepalive-timeseconds 171

sscop max-ceetries
Nno sscop max-cc 171

sscop poll-timerseconds
no sscop poll-timer 171

sscop rcv-windowpackets
no sscop rcv-window 172

sscop send-windowpackets
no sscop send-window 172
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DDR Commands 174
[no] backup delay { enable-delay never} { disable-delay never} 174

[no] backup interface type number 174
[no] backupload { enable-thresholdinever} { disable-load never} 175
[no] chat-scriptscript-name expect-send 175

clear dialer [interfacéypenumbet
clear dialer [interface serialotport] (Cisco 7000 series only) 175

clear snapshot quiet-tinieterface 176
[no] dialer dtr 176

dialer enable-timeowgeconds
no dialer enable-timeout 176

dialer fast-idle seconds
no dialer fast-idle 177

dialer hold-queugackets
no dialer hold-queueppcket$ 177

dialer idle-timeout seconds
no dialer idle-timeout 177

dialer in-band [no-parity | odd-parity]
no dialer in-band 178

dialer load-thresholtbad
no dialer load-threshold 178

[no]dialer map protocol next-hop-addregeamehostnamg[spd [speed 56 | 64] [broadcast]
[modem-scriptnodem-regeXdsystem-scripsystem-regeXp
[dial-string:isdn-subaddredk

[no] dialer mapprotocol next-hop-addregaamehostnamg[spd
[speed 56 | 64] [broadcast]ifl-string[:isdn-subaddre$p

[no] dialer map bridge [nameostnamg[spd [broadcast] flial-string[:isdn-subaddredb

[no] dialer map protocol next-hop-address dial-strifigame hostnamg
[modem-script modem-regeX{ system-scriptsystem-regexp
[broadcasi 178

dialer map snapshosequence-number dial-string
no dialer map shapshigequence-numbgt80

dialer prioritynumber
no dialer priority 181

dialer rotary-group number 181

dialer stringdial-string
no dialer string 182
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dialer wait-for-carrier-time seconds
no dialer wait-for-carrier-time 182

dialer-group group-number
no dialer-group 182

[no] dialer-list dialer-grouplist access-list-number 183

dialer-list dialer-groupprotocol protocol-nam¢g permit | deny |
list access-list-numbgraccess-group

no dialer-list dialer-group[protocol protocol-namglist
access-list-numbdraccess-groufp 183

encapsulation ppp 184
interface dialer number 184

ppp authentication chap [if-needed]
no ppp authentication chap 185

ppp authentication pap [if-needed]
no ppp authentication pap 185

script dialer regexp
noscript dialer 185

show dialer [interfacéype numbgr186
show snapshofrjterfacd 186

[no] snapshot clierctive-time quiet-time
[suppress-statechange-updatg§dialer] 186

[no] snapshot servexctive-timedialer] 187
usernameamepasswordecret 188

Frame Relay Commands 189
clear frame-relay-inarp 189
[no] encapsulation frame-relay [cisco | ietf] 189
frame-relay broadcast-quesize byte-rate packet-rate 190

frame-relay de-grougroup-number dlci
no frame-relay defgup [group-numbef [dici] 190

[no] frame-relay de-lislist-number{ protocol protocol|
interfacetype numbér characteristic 190

[no] frame-relay interface-dlalci [optior]

frame-relay interface-dldlci [protocol ipip-addres$ 192

frame-relay intf-type [dce | dte | nni]
no frame-relay intf-type [dce | dte] 192

[no] frame-relay inverse-anprotocol dici 193

frame-relay ip tcp header-compression [passive]
no frame-relay ip tcp header-compression 193
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frame-relay keepalivaumber
no frame-relay keepalive 193

[no] frame-relay Imi-n391dtkeep-exchanges 194
[no] frame-relay Imi-n392dcthreshold 194

[no] frame-relay Imi-n392dtéhreshold 194

[no] frame-relay Imi-n393dcevents 194

[no] frame-relay Imi-n393dtevents 195

[no] frame-relay Imi-t392dcémer 195

[no] frame-relay Imi-type { ansi | cisc@P33a} 195

frame-relay local-dlchumber
no frame-relay local-dici 196

frame-relay nap protocol protocol-address di¢broadcast]
[ietf | ciscq
no frame-relay maprotocolprotocol-address 196

frame-relay rap bridge dici [broadcast]
no frame-relay map bridgdici 197

frame-relay nap clns dici [broadcast]
no frame-relay map clndici 197

frame-relay map ijp-addresdici [broadcasf [cisco]| ietf]
[nocompres$ tcp header-compressior active | passivé
no frame-relay map ijp-address dici 197

frame-relay multicast-dlaiumber
no frame-relay multicast-dici 198

[no] frame-relay routén-dlci out-interface out-dici 199
[no] frame-relay short-status 199

[no] frame-relay switching 199

show frame-relay ip tcp header-compression 199
show frame-relay Imitjpe numbgr199

show frame-relay map 200

show frame-relay pvaypenumber{dici]] 200

show frame-relay route 200

show frame-relay traffic 200

show interfaces seriahumber 200

ISDN Commands 202
interfacebri number

interfacebri number.subinterface-number [multipoint |
point-to-point] 202
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[no] isdnanswerl[called-party-numbdf:subaddreds

[no] isdn answer2[called-party-numbégf:subaddregs203
[no] isdn callemumber 204

isdn calling-numbecalling-number
no isdn calling number 204

isdn not-end-to-endpeed 204
[no] isdn spidispid-numbefldn] 204

isdn spil2 spid-numbefldn]
no isdn spl2 spid-numbefldn] 205

spid-number 205
ldn 205
isdn switch-type switch-type 206

isdntei [first-call | powerup]
no isdntei 206

linecode b8zs 206

pri-group [timeslots range]
no pri-group 206

show controllers bri number 207
show interfaces bri number [first] [last] [accounting] 207
show isdn {memory | timers | services} 208
SMDS Commands 210
[no] arp ip-address smds-addresmds 210
encapsulation smds 210
show arp 210
show smds addresses 210
show smds map 211
show smds traffic 211
[no] smds addressmds-address 211
smds dxi 211
[no] smds enable-arp 211
[no] smds multicasprotocol smds-address 212
[no] smds multicast arpmds-addresEp-address magk212
[no] smds multicast bridgemds-address 212

[no] smds multicast ismds-addresBp-address magk213
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[no] smds static-maprotocol protocol-address smds-address
[broadcast] 213

X.25 and LAPB Commands 216
bfe {enter | leave}ype number 216
clear x25-vaypenumber{lcn] 217
[no] cmns enable 217
encapsulation lapb[dte | dce] [multi protocol 217
encapsulation x25 [dte | dce] [[ddn | bfe] | [ietf]] 218
lapb interface-outagenilliseconds 218
lapb kwindow-size 218
lapb modulomodulus 219
lapb nlbits 219
lapb n2tries 219
lapb protocoprotocol 219
lapb t1milliseconds 220
lapb t4seconds 220
show cmnstlype numbdr220
show interfaces seriahumber 220
show llc2 220
show x25 map 221
show x25 remote-red 221
show x25 route 221
show x25 vdlcn] 221
[no] x25 accept-reverse 221
x25 address.121-address 221
x25 bfe-decision {no | yes | ask} 222
x25 bfe-emergency {never | always | decision} 222
[no] x25 defaultprotocol 223
[no] x25 facility facility-keyword value 223
x25 hiccircuit-number 223
x25 hoccircuit-number 223

x25 hold-queue packets
[no] x25 hold-queue [packets] 224

x25 hold-vc-timeminutes
no x25 hold-vc-timer 224
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x25 htccircuit-number 224
x25 idleminutes 225

[no] x25 ip-precedence 225
x25 ipshytes 225

x25 lic circuit-number 225
[no] x25 linkrestart 225

x25 loccircuit-number 226
x25 ltccircuit-number 226

x25 mapprotocol addres$protocol2 addressp..[protocol9 addressY
x.121-addresgoption]
no x25 mapprotocol address x.121-address 226

x25 map bridge x.121-address broadcast [option] 227

[no] x25 map cmnasap mac-address
[no] x25 map cmnesap[x.121-addregs227

x25 map compressedtepldressx.121-addres$option
no x25 map compressedtagdressx.121-addess 228

x25 modulomodulus 228
x25 nvccount 228
x25 opshytes 229

x25 pvccircuit protocol addres$protocol2 addresq2.[protocol9
addressy] x.121-addresfoptior]
no x25 pvceircuit protocol address 229

x25 pvcnumberlinterface type numbepvc numberZoptior] 230

x25 pvcnumberltunnel ip-addressnterface serial string pvc
number optior] 230

x25 remote-redhost-ip-addressemote-blacklacker-ip-address 231

[no] x25 route # positior] x.121-addresfcud patterr] interface
type number

x25 route [#positior] x.121-addres§cud patterr] ip address
[address2 ... addresk6
no x25 route [#ositior] x.121-addresfcud patterr ip address

[no] x25 route [#positior] x.121-addresfcud patterr] alias
type number

[no] x25 route [#positior] x.121-addresfsubstitute-source
rewrite-patterq [substitute-destewrite-patteri [cud patterr]
interfacetype number 231

x25 routing [use-tcp-if-defs]
no x25 routing 233
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x25 rpoanamenumber
no x25 rpoaname 234

[no] x25 suppress-called-address 234
[no] x25 suppress-calling-address 234
x25 t10seconds 234
x25 tllseconds 234
x25 t12seconds 235
x25 t13seconds 235
x25 t20seconds 235
x25 t21seconds 235
x25 t22seconds 235
x25 t23seconds 236
x25 thdelay-count 236
[no] x25 use-source-address 236
x25 winpackets 236
x25 woutpackets 236
Apollo Domain Commands 238

apollo accesgroupaccess-lismame
no apollo access-group 238

apollo access-lisdiccess-list-namédeny | permit}
[firstnet]lastnet.hosfwildcard-mask
no apollo access-lishccess-list-name 238

apollo maximum-pathpaths
no apollo maximum-paths 239

[no] apollo network number 239
[no] apollo routedestination-network network.host 239
[no] apollo routing host 240

apollo update-timénterval
no apollo update-time 240

show apollo arp 240
show apollo interfaceype numbgr241
show apollo route[networK 241

show apollo traffic 241

AppleTalk Commands 244

access-lisaccess-list-nmber{deny | permit} additional-zones 244
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access-lisaccess-list-nmber{deny | permit} cable-range
cablerange

no access-lishiccess-list-numbgfdeny | permit} cable-range
cablerangd 244

access-lisaccess-list-nmber{deny | permit} includes
cablerange

no access-lisaiccess-list-numbgfdeny | permit} includes
cablerangd 245

access-lisaccess-list-nmber{deny | permit} networknetwork
no access-lisaiccess-list-numbdfdeny | permit} networknetworl 246

access-lisaccess-list-nmber{deny | permit} other-access 246

access-lisaccess-list-nmber{deny | permit} withincable-range
no access-lisaiccess-list-numbd{deny | permit} withincable-rangé 246

access-lisaccess-list-nmber{deny | permit} zonezone-name
no access-lisaiccess-list-numbd{deny | permit} zonezone-namp247

appletalk access-group access-list-number
no appletalk access-group [acedist-number] 248

appletalk addressetworknode
no appletalk addresag¢tworknodg 248

[no] appletalk alternate-addressing 248
[no] appletalk arpgrobe |request] interval interval 249
[no] appletalk arpgrobe [request] retransmit-count nier 249

appletalk arp-timeout interval
no appletalk arp-timeout [interval] 250

[no] appletalk aurp tickle-timeseconds250

[no] appletalk aurppdate-interval [seconds250

[no] appletalk cable-range cable-rangetjvorknodq 251
[no] appletalk checksum 251

[no] appletalk client-mode 251

[no] appletalk discovery 251

appletalk distribute-lishccess-list-numbén
no appletalk distribute-lisaccess-list-nmberin] 252

appletalk distribute-lisaccess-list-numbesut
no appletalk distribute-liseccess-list-nmberout] 252

appletalk domain-grougomain-number
no appletalk domain-grouplgmain-numbgr252

[no] appletalk domailomain-numbehop-reduction 252

[no] appletalk domaiilomain-numbename domain-name 253
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appletalk domaimomain-numberemap-range{in | out} startrangeend-range
no appletalk domaidomain-numberemap-range{in | out} [startrangeend-rangé 253

[no] appletalk eigrp-splithorizon 254

[no] appletalk eigrp-timerkello-interval hold-tine 254
[no] appletalk event-logging 255

[no] appletalk free-trade-zone 255

appletalk getzonelist-filtemccess-lishumber
no appletalk getzonelist-filteagcess-list-numb¢£55

[no] appletalk glean-packets 255
[no] appletalk ignore-verify-errors 255

appletalk iptalk networknode zone
no appletalk iptalk [networknode zone] 256

appletalk iptalk-baseport port-number
no appletalk iptalk-baseport [port-number] 256

appletalk lookup-typservice-type
no appletalk lookup-typesgrvice-typg257

appletalk macip dynamip-addresgip-addres$
zoneserver-zone

no appletalk macip [dynamip-addresqgip-addres$
zoneserver-zong257

appletalk macip servép-addresszoneserver-zone
no appletalk macip [serv@p-addresszoneserver-zong258

appletalk macip statip-address{ip-address zoneserverzoné
no appletalk macip [statip-addresqip-addres$ zoneserver-zong259

appletalk name-lookup-intervakconds
no appletalk name-tikup-inteval [seconds260

[no] appletalk permit-partial-zones 260
[no] appletalk pre-fdditalk 260
[no] appletalk protocol {aurp | eigrp | rtmp} 261

appletalk poxy-nbpnetwork-number zone-name
no appletalk proy-nbp [network-number zone-nainz61

[no] appletalk require-route-zones 262

[no] appletalk route-cache 262

[no] appletalk route-redistribution 262

[no] appletalk routing [eigrpouter-numbef 262
[no] appletalk send-rtmps 263
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appletalk static cable-rangablerangeto networknode
zonezone-name

no appletalk static cable-rangable-rangeo networknode
[zonezone-name263

[no] appletalk static netork network-numbeto networknode
[zonezone-namg264

[no] appletalk strict-rtmp-checking 264

appletalk timers update-interval valid-interval invalid-interval
no appletalk timers [update-interval valid-interval invalid-interval] 265

[no] appletalk virtual-net network-number zone-name 265

appletalk zip-query-interval interval
no zip-query-intervalifiterval] 266

appletalk zipreply-filtelaccess-lismumber
no appletalk zipreply-filtergccess-list-numb¢266

appletalk zone zone-name
no appletalk zone [zone-name] 266

clear appletalk arfnetworknodg 267

clear appletalk neighbong¢ighbor-addreds267
clear appletalk routenptworlf 267

clear appletalk traffic 268

ping appletalk networknode 268

ping [appletalk] hetworknodg 268

show appletalk access-lists 268

show appletalk adjacent-routes 268

show appletalk arp 268

show appletalk aurp events 269

show appletalk aurp topology 269

show appletalk cache 269

show appletalk domairdpmain-numbgr269
show appletalk eigrp neighborginterfacqd 269

show appletalk eigrp topology[network-numbefactive |
zero-successoi270

show appletalk globals 270

show appletalk interface [brieflyjpenumbe} 270
show appletalk macip-clients 271

show appletalk macip-servers 271

show appletalk macip-traffic 271
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show appletalk name-cache 271
show appletalk nbp 271
show appletalk neighbors¢ighbor-addreds272

show appletalk remagmain domain-numbef{ in | out}
[{to |from} domain-networK] 272

show appletalk routenptwork| interfacd 273

show appletallsockets[socket-numbér273

show appletalk static 273

show appletalk traffic 273

show appletalk zonepne-nam274
Banyan VINES Commands 276

clear vines cachgnterfaceinterface| neighboaddresg
servemetwor 276

clear vines ipmumber 276

clear vines neighbomftwork| *} 277

clear vines router{etwork| *} 277

clear vines traffic 277

ping [vines] [address] 278

show vines access [access-list-number] 278

show vines cacheafldresg interfacaypenumber| neighboraddresy
servemetwor 278

show vines hostfamé 279

show vines interfacaype numbdr279

show vines ipc 280

show vines neighboafdresg interfaceypenumber| servemumbef 280
show vines routefumber| neighbor addres$ 280

show vines service [fs | nsm | ss | vs] 281

show vines traffic[type numbgr281

trace [vines ¢pldvineg [addres$281

[no] vines access-growgrcess-list-number 282

vines access-ligticcess-list-numbdrdeny | permit} protocol
source-address source-mdslource-por} destinaton-address
destination-maskdestinaton-porf

no vines access-lisiccess-list-number 282
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vines access-ligtccess-list-numbdrdeny | permit} protocol
source-address source-mdslource-port source-port-magk
destination-address destination-mdslestination-port
destination-port-magk

no vines access-lisiccess-list-number 285

vines access-ligiccess-list-numbdrdeny | permit} source-address
source-mask
no vines access-lisiccess-list-number 288

[no] vines arp-enable [dynamic] 288
[no] vines decimal 289

vines encapsulation [arpa | snap | vines-tr]
no vines encapsulation 289

vines hoshame address
no vines hoshame 289

vinesinput-network-filter access-lismumber
no vinesinput-network-filter 290

vinesinput-router-filter access-list-amber
no vinesinput-router-filter 290

vines metric hole[fractional]]
no vines metric 290

vines neighboaddress mac-address encapsulatjatnole[fractionall]
no vines neighboaddress mac-address 291

vinesoutput-network-filter access-list-amber
no vinesoutput-network-filter 292

[no] vines propagate [dynamic] 292

vines redirect§econdp
no vines redirect 293

[no] vines routenumber addrespyvhole[fractional]] 293
[no] vines route-cache 293

vines routing §ddresg recompute]
no vines routing 294

[no] vines serverless [dynamic | broadcast] 294
[no] vines split-horizon 294
[no] vines srtp-enabled 294

vines time access-grogecess-list-nmber
no vines time access-group 295

vines time destinatioaddress
no vines time destination 295

[no] vines time patrticipate 295

[no] vines time set-system 295
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[no] vines time use-system 296

[no] vines update deltas 296

[no] vines update intervéseconds296
DECnet Commands 297

access-lisaccess-list-nmber{ permit | deny}source source-mask
no access-list 297

access-lisaccess-list-nmber{permit | deny}source source-mask
[destination [destination-magk
no access-list 298

access-lisaccess-list-nmber{ permit | deny}source source-mask
[destination destinadin-maskeq | neq [source-object |
destination-object | identification | any]]

no access-list 299

clear decnet counters 302
decnet access-groggcess-list number 302

decnet advertisdecnet-area hops cost
no decnet advertisel¢cnet-areh302

decnet fetwork-numbgrarea-max-costalue 303
decnet fietwork-numbgrarea-max-hopsalue 303

decnet congestion-threshatdmber
no decnet congestion-threshold 304

[no] decnet conversionsap-prefix 304

decnet costost-value
no decnet cost 304

decnet encapsulation {pre-dec | dec} 305

decnet hello-timeseconds
no decnet hello-timer 305

decnet hoshame decnet-address
no decnet hostame 305

decnet in-routing-filteaccess-list-number
no decnet in-routing-filter 306

decneffirst-networkmapvirtual-address second-network real-address 306
decnet fietwork-numbgrmax-addressalue 306

decnet fetwork-numbgrmax-areaarea-number 307

decnet fietwork-numbgrmax-costcost 307

decnet fietwork-numbgrmax-hopshop-count 308

decnet fietwork-numbgrmax-pathsralue 308

decnet fietwork-numbgrmax-visitsvalue 309
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[no] decnet multicast-mamulticastaddress-type functiotaddress 309
decnet fetwork-numbgrmode-type {area | routing-iv} 310

decnet out-routing-filteaccess-list-number
no decnet out-routing-filter 311

decnet path-split-mode {normal | interim} 311
[no] decnet route propagate static 311

decnet rout&ecnet-address next-hop-type numlsempa-addregs
[hops[cosi]
no decnet routdecnet-address next-hop-type number 312

decnet routelecnet-address next-hop-addrélseps[cosf]
no decnet routdecnet-address next-hop-address 312

decnet route default next-hop-addressyds[cost]
no decnet route defaulext-hop-address 313

[no] decnet route-cache 313
decnet router-priorityalue 314

decnet fietwork-numbdgrrouting [iv-prime] decnet-address
no decnet routing 314

decnet routing-timeseconds
no decnet routing-timer 314

lat host-delaynumber
no host-delay 315

[no] lat serviceservice-namautocommandcommand 315
ping 315
ping decnet{host|addres} 315
show decnet 315
show decnet interfacéyjppenumbe} 316
show decnet map 316
show decnet nghbors 316
show decnet routedecnet-addre§s316
show decnet traffic 316
IP Commands 317
[no] access-clasaccess-lismumberin | out} 317

access-lisaccess-list-nmber{deny | permit}source[source-wildcardl
no access-lishiccess-list-number 318

access-lisaccess-list-nmber{deny | permit}protocol source
source-wildcard destination destination-wildcgptecedence
precedencg|tos tog

no access-lishiccess-list-number 319
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access-lisaccess-list-nmber{deny | permit}icmp source
source-wildcard destination destination-wildcard [icmp-type
[icmp-codé¢| icmp-messaddprecedenc@recedenck|tos tog 319

access-lisaccess-list-nmber{deny | permit}igmp source
source-wildcard destination destination-wildcdigmp-typé
[precedencerecedenckltos tos] 319

access-lisaccess-list-nmber{deny | permit}tcp source
source-wildcard [operator port [port]] destination
destination-wildcard [operator poffport]] [ establishefl
[precedencerecedencE[tos tos] 319

access-lisaccess-list-nmber{deny | permit}udp source
source-wildcard [operator porfport]] destination
destination-wildcardoperator port[port]] [precedencerecedencke
[tostog 319

[no] arpip-address hardware-address tyfaias] 324
[no] arp {arpa | probe | snap} 324

[no] arp timeouseconds 325

clear arp-cache 325

clear host fiame| *} 325

clear ip accounting [checkpoint] 325

clear ip nhrp 325

clear ip route fietwork[maskg | *} 326

clear ip sse 326

clear sse 326

[no] dnsix-dmdp retriesount 326

[no] dnsix-nat authorized-redirectigp-address 327
[no] dnsix-nat primaryp-address 327

[no] dnsix-nat secondatip-address 327

[no] dnsix-nat source-address 327

[no] dnsix-nat transmit-courtount 328

[no] ip access-groupccess-lisnumberin | out} 328
[no] ip accounting [access-violations] 328

[no] ip accounting-listp-address mask 329

[no] ip accounting-thresholthreshold 329

ip accounting-transitsount
no ip accounting-transits 329

[no] ip address$p-address mask 329

[no] ip address$p-address maskecondary 330
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[no] ip broadcast-addresgp{addres$ 330

ip cache-invalidate-delayr{inimum maximum quiet threshpld
no ip cache-invalidate-delay 330

[no] ip classless 331

[no] ip default-gatewayjp-address 331

[no] ip directed-broadcasa¢cess-list-nmbei 331
[no] ip domain-listhame 331

[no] ip domain-lo&up 332

[no] ip domain-lookup nsap 332

ip domain-nameame
no ip domain-name 332

[no] ip forward-protocol {udpport] | nd | sdns} 333
[no] ip forward-protocol any-local-broadcast 333
[no] ip forward-protocol spanning-tree 333

[no] ip forward-protocol turbo-flood 333

[no] ip gdp gdp 334

[no] ip gdp igrp 334

[no] ip gdp irdp 334

[no] ip gdp rip 334

[no] ip helper-addresaddress 334

ip hostname[tcp-port-numberaddressladdressR..[addressy]
no ip hostname address 335

[no] ip hp-hosthostname ip-address 335
[no] ip mask-reply 335

[no] ip mobile arp [timer&eepalive hold-timidaccess-group
access-list-numbgB36

ip mtubytes
no ip mtu 337

[no] ip name-serveserver-addressfiserver-address2
[...[server-addres3p 337

ip netmask-format {bitcount | decimal | hexadecimal}
no ip netmask-format [bitcount | decimal | hexadecimal] 337

ip nhrp authenticatiostring
no ip nhrp authenticatiorsfring] 338

ip nhrp holdtimeseconds-positiviseconds-negatiye
no ip nhrp holdtimedeconds-positiveseconds-negatiye338
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ip nhrp interesaccess-list-nmber
no ip nhrp interestdccess-list-nmbet 338

ip nhrp mapgp-address nbma-address
no ip nhrp mapp-address nbma-address 339

[no] ip nhrp map multicastbma-address 339

ip nhrp network-ichumber
no ip nhrp network-idqumbet 340

[no] ip nhrp nhanhs-addres$net-addresgnetmask 340
[no] ip nhrp record 340

ip nhrp respondeype number
no ip nhrp respondetyjpd [numbef 341

[no] ip probe proxy 341
[no] ip proxy-arp 341
[no] ip redirects 341

[no] ip route-cache [cbus]
[no] ip route-cache same-interface
[no] ip route-cache sse 342

[no] ip routing 342

[no] ip security add 342

[no] ip security aeseource compartnre-bits 343

[no] ip security dedicatetbvel authorityfauthority...] 343

[no] ip security eso-inf@ource compartment-size default-bit 344
[no] ip security eso-magource compartment-bits 344

[no] ip security eso-misource compartment-bits 344

[no] ip security extended-allowed 345

[no] ip security first 345

[no] ip security ignore-authorities 345

[no] ip security implicit-labellinglpvel authority]authority...]] 345

ip security multilevelevell[authorityl..] tolevel2 authority2
[authority2..]
no ip security multilevel 346

[no] ip security reserved-allowed 347

[no] ip security strip 347

[no] ip source-route 347

[no] ip subnet-zero 347

[no] ip tcp compression-connections number 347

[no] ip tcp header-compression [passive] 348
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ip tcp path-mtu-discovery
no ip tcp path-mtu-discovery 348

[no] ip tcp synwait-timeseconds 348

[no] ip unnumberedhterface-name 348

[no] ip unreachables 349

ping [protocol { host| addres$ 349

show access-lists 349

show arp 349

show dnsix 349

show hosts 349

show ip access-ligaccess-list-nmbet 350

show ip accountin§checkpoirit [output-packets | access-violations] 350
show ip aliases 350

show ip arp 351

show ip cachegdrefix mask[type numbgdr351

show ip interfacetype numbdr351

show ip maskaddress 351

show ip nhrp [dynamic | staticfyjpenumbe} 352

show ip nhrp traffic 352

show ip redirects 352

show ip route dddresgmask | protocol] 352

show ip route summary 353

show ip tcp header-compression 353

show ip traffic 353

show sse summary 353

show standby 353

[no] standby §roup-numbe]rauthenticatiorstring 353

[no] standby §roup-numbelrip [ip-addres$ 354

[no] standby §roup-numbelrpreempt 354

[no] standby §roup-numbelrpriority priority-number 354
[no] standby §roup-numbelrtimershellotimeholdtime 355
[no] standby §roup-numbelrtracktype numbefinterface-priority] 355

term ip netmask-format {bitcount | decimal | hexadecimal}
term no ip netmask-format [bitcount | decimal | hexadecimal] 356

trace ipdestination 356
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trace pestinatiof 356

transmit-interfacenterface-name
no transmit-interface 357

tunnel mode {aurp | cayman | dvmrp | eon | gre ip [multipoint] | nos}
no tunnel mode 357

IP Routing Protocols Commands 359
[no] aggregate-addressldress masfas-set] [summary-only]
[suppress-mamap-namg359

[no] areaarea-id authentication
no areaarea-id 359

[no] areaarea-iddefault-costost 360
[no] areaarea-id rangeaddress mask 360
[no] areaarea-id stub 360

[no] areaarea-id virtual-link router-id [hello-intervalsecondp
[retransmit-intervabecondp[transmit-delaysecondk
[dead-intervakecondp[authentication-keyasswordi 361

area-passwordppsswordl
no area-passworggsswordl 362

[no] auto-summary 363

[no] autonomous-systefocal-as 363

[no] bgp common-aautonomous-systefautonomous-system1.363
[no] bgp confederation identifieutonomous-system 363

[no] bgp confederation peeasitonomoussystenjautonomous-system
...]1 364

[no] bgp default local-preferenealue 364

[no] bgp fast-external-fallover 364

clear ip bgp {* [addres} 364

clear ip eigrp neighborsg-addresg interfacg 365

clear ip igmp groupdroup-namg group-addres$type numbgr365
clear ip mroute * | group-namg group-addresks| source-addreds365
clear ip route fietwork[masg | *} 366

[no] default-information allowein | out} [route-mapmap-tad 366
[no] default-information originate 367

[no] default-information originate 367

[no] default-information originatfroute-mapmap-namg367
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[no] default-information originate [always] [metnigetric-valué
[metric-typetype-valug {level-1 | level-1-2 | level-2}
[route-mapmap-namg368

[no] default-metrimumber 370
[no] default-metridandwidth delay reliability loading mtu 370
[no] distanceweight[address masfaccess-lisnumbetf] [ip] 371

distance bgexternal-distance internal-distance local-distance
no distance bgp 372

distance eigrinternal-distance external-distance
no distance eigrp 373

[no] distribute-listaccess-lismumberin [interface-namg373

[no] distribute-listaccess-lismumberout [interface-nameé
routing-procesg autonomous-system-numpai’ 4

[no] domain-passwordpsswordl 374
[no] ip address addressask[secondary] 374

[no] ip as-path access-liatcess-list-numbeipermit | deny}
as-regular-expression 375

ip community-listcommunity-list-numbefpermit | deny}
community-number
no ip community-liscommunity-list-number 375

[no] ip default-networlnetwork-number 376
[no] ip dvmrp accept-filteaccess-lismumber{distancé 376

ip dvmrp default-information {originate | only}
no ip dvmrp default-information {originate | only} 377

[no] ip dvmrp metriametric [access-list-numbéfprotocol process-idl 377

ip gdp [priority number reporttimeseconds holdtimesecondg
no ip gdp 378

[no] ip hello-interval eigrautonomous-system-number seconds 379
[no] ip hold-time eigrpautonomous-system-number seconds 379
[no] ip igmp access-grougiccess-list-nmber 379

[no] ip igmp join-groupgroup-address 380

ip igmp query-intervaseconds
no ip igmp query-interval 380

ip irdp [multicast | holdtimesecondg maxadvertintervadecondg
minadvertintervakecondg preferenceumber| addresaddres
[numbetj

no ip irdp 380

[no] ip multicast-routing 381
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ip multicast-threshold!
no ip multicast-thresholdt]] 381

ip ospf authentication-keyassword
no ip ospf authentication-key 382

ip ospf costost
no ip cost 382

ip ospf dead-intervadeconds
no ip ospf dead-interval 382

ip ospf hello-intervakeconds
no ip ospf hello-interval 383

[no] ip ospf-name-lookup 383

ip ospf network {broadcast | non-broadcast | point-to-multipoint}
no ip ospf network 383

ip ospf prioritynumber
no ip ospf priority 384

ip ospf retransmit-intervadeconds
no ip ospf retransmit-interval 384

ip ospf transmit-delageconds
no ip ospf transmit-delay 384

[no] ip pim {dense-mode | sparse-mode} 385

ip pim query-intervakeconds
no ip pim query-intervaldecondg385

[no] ip pim rp-addresip-addresqaccess-lisnumbet 385

ip routenetwork[masK { addresg interfacg [ distancé
no ip route 386

[no] ip router isigtag] 386
[no] ip split-horizon 386
[no] ip split-horizoneigrp autonomous-system-number 387

[no] ip summary-address eiggutonomous-system-number address
mask 387

[no] is-type {level-1 | levell-2 | level-2-only} 387
isis circuit-type {level-1 | level-1-2 | level-2-only}
no isis circuit-type 388

[no] isis csnp-intervaseconddlevel-1 | level-2} 388

isis hello-intervakeconddlevel-1 | level-2}
no isis hello-interval {level-1 | level-2} 389

isis metricdefault-metrid delay-metrid expense-metriferror-metrid]]
{level-1 | level-2}
no isis metric {level-1 | level-2} 389
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isis passworgasswordlevel-1 | level-2}
no isis password {level-1 | level-2} 390

isis priorityvalue{level-1 | level-2}
no isis priority {level-1 | level-2} 390

[no] isis retransmit-intervadeconds 391

[no] match as-patpath-list-number 391

[no] match community-listommunity-list-numbefexact] 391

[no] match interface type number...type number 392

[no] match ip address access-istmber..access-listumber 392

[no] match ip next-hopccess-list-numberaccess-list-number 392
[no] match ip route-sourcaccess-lismumber..access-list-number 392
[no] match metric metric-value 393

[no] match route-type {local | internal | external [type-1 | type-2] |
level-1 | level-2} 393

[no] match tag tag-value...tag-value 393

mbranch group-addres$group-namg branch-addressttl] 394
[no] metric holddown 394

[no] metric maximum-hopkops 394

metric weightdos k1 k2 k3 k4 k5
no metric weights 395

mrbranch §roup-addresggroup-namé branch-addreséttl] 395

[no] neighborip-address 396

[no] neighborip-addresdpriority numbet [poll-interval secondp396
[no] neighbor faddresd tag} advertisement-intervadeconds 396

[no] neighbor anydccess-list-numbg&B97

[no] neighbor any third-partip-addresdinternal | external] 397

[no] neighbortemplate-nameonfigure-neighbors 397

[no] neighborip-addresdistribute-listaccess-list-numbedin | out} 398

neighborip-addresebgp-multihop
no neighboip-address 398

[no] neighborip-addresdilter-list access-list-numbein | out | weight
weight 398

neighbortemplate-namaeighbor-listaccess-list-number
no neighbotemplate-namaeighbor-list 399

[no] neighborip-addressext-hop-self 399

[no] neighborip-addressemote-asiumber 399
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[no] neighbo addresd tag} route-maproute-map-namé¢in | out} 400
[no] neighborip-addresssend-community 400

[no] neighborip-addresshird-partythird-party-ip-address
[internal | external] 400

[no] neighborip-addressupdate-sourcaterface 401
[no] neighborip-addressversionvalue 401

[no] neighborip-addressweightweight 402

[no] netnetwork-entity-title 402

[no] networknetwork-numbemasknetwork-mask 402
[no] networknetwork-number 403

[no] networknetwork-number 403

[no] networkaddresswildcard-maskareaarea-id 403
[no] networkaddresshackdoor 404

[no] networkaddressweightweight 404

[no] offset-list {in | out} offset{access-list-nmber]| [type numbdt 404
[no] ospf auto-cost-determination 405

[no] passive-interfaceypenumber 405

[no] redistributeprotocol[process-idi {level-1 | level-1-2 | level-2}
[metric metric-valug [metric-typetype-valug [match {internal |
external 1| external 2}] [tagag-valud [route-mapmap-tad
[weightweighi [subnets] 406

[no] route-map map-tag [[permit | denyddgence-number] 409
[no] router bgputonomous-system 410

[no] router egpemote-as 410

[no] router egp 0 410

[no] routereigrp autonomous-system-number 410

[no] router igrpautonomous-system 411

[no] router isisfag] 411

[no] router osprocess-id 411

[no] router rip 411

[no] set automatic-tag 412

[no] set communitgommunity-numbefadditive] 412

[no] set level {level-1 | level-2 | level-1-2 | stub-area | backbone} 412
[no] set local-preferencealue 413

[no] set metric metric-value 413
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[no] set metric-type {internal | external | type-1 | type-2} 413
[no] set next-homext-hop 413

set origin {igp | egmutonomous-systepincomplete} 414

[no] set tag tag-value 414

[no] set weightveight 414

show ip bgp fietworl [network-mask[subnets] 415

show ip bgp cidr-only 415

show ip bgp communitgommunity-numbejexact] 415

show ip bgp community-listommunity-list-numbeexact] 415
show ip bgp filter-listaccess-list-number 416

show ip bgp neighborafldresqroutes | paths]] 416

show ip bgp paths 416

show ip bgp regexpegular-expression 416

show ip bgp summary 416

show ip dvmrp routeip-addres$ 417

show ip egp 417

show ip eigrp neighborsype numbdr417

show ip eigrp topologygqutonomous-system-number
[[ip-addres$ masK] 417

show ip eigrp trafficdutonomous-system-numbpédd.8

show ip igmp groupsgfoup-namg group-addresgtype numbdr418
show ip igmp interfacetype numbdr418

show ip irdp 418

show ip mroutedroup-namg group-addresg[summary] [count]
show ip mroutedroup-namgsourceaddres$ | group-address
[source-addred$419

show ip ospfprocess-ifl 419
show ip ospf border-routers 419

show ip ospf process-icarea-id database

show ip ospf process-icarea-id database [router]ifik-state-id

show ip ospfprocess-icarea-id database [network]ipk-state-id
show ip ospf process-icarea-id database [summaryijifik-state-id
show ip ospf process-icarea-id database [asbr-summary]
[link-state-id

show ip ospf process-idl database [externallifik-state-id

show ip ospf process-icarea-id database [database-summary] 420

show ip ospf interfacetype numbgr422

xlvi Router Products Command Summary



show ip ospf neighbotype numbdr[neighbor-id detail 422

show ip ospf virtual-links 422

show ip pim interfacetypenumbet 422

show ip pim neighbortypenumbef 423

show ip pim rp §roup-name group-addrespg423

show ip protocols 423

show ip route [addresgmask [longer-prefixeqd] | [protocol [process-if] 423
show ip route summary 424

show ip route supernets-only 424

show isis database [level-1] [level-2] [I11] [I12] [detail] [Ispid] 424
show route-mapnfiap-namg425

[no] summary-addressddresanask{level-1 | level-1-2 | level-2} 425
[no] synchronization 426

[no] table-maproute-map-name 426

timers basiapdate invalid holddown flugisleeptimé
no timers basic 427

timers bgpkeepalive holdtime
no timers bgp 428

timers egphello polltime
no timers egp 429

[no] timers spkpf-delay spf-holdtime 429
[no] traffic share {balanced | min} 430
[no] validate-update-source 430
variancemultiplier
no variance 430
ISO CLNS Commands 432
[no] area-passworgppssword 432
clear cIns cache 432
clear clns es-neighbors 432
clear clns is-neighbors 432
clear clns neighbors 432
clear cins route 433
[no] cIns access-group name [in | out] 433
[no] clns adjacency-filter {es | is} name 433

[no] clns checksum 433
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[no] clns cluster-alias 434

clns configuration-timseconds
no clns configuration-time 434

clns congestion-thresholdimber
no clns congestion-threshold 434

[no] clns dec-compatible 434

[no] clns enable 435

[no] clns erpdu-intervamilliseconds 435
[no] clns esct-timeseconds 435

clns es-neighbansap snpa
no clns es-neighbarsap 435

clns filter-expr ename term

clns filter-expr ename not term

clns filter-expr ename term or term
clns filter-expr ename term and term
clns filter-expr ename term xor term
no cins filter-expr ename 436

clns filter-set sname [permit | deny] template
no clns filter-set sname 437

clns holding-timeseconds
no clns holding-time 437

clns hostname nsap 438

clns is-neighbonsap snpa
no clns is-neighbonsap 438

clns mtusize
no clns mtu 438

[no] cIns net pet-addresgnamé 439
[no] cIns net fisap-addresgnamé 439

clns packet-lifetimeseconds
no clns packet-lifetime 439

[no] cIns rdpdu-intervatnilliseconds 440

clns routensap-prefix type numbgsnpa-addreds
no clns routesap-prefix 440

clns routensap-prefix{ next-hop-net namé
no clns routesap-prefix 441

clns route defaulbsap-prefix type number
no clns route default 441

clns routensap-prefixdiscard
no clns routesap-prefix 442

[no] cIns route-cache 442
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[no] clIns router isisthg] 442

clns router iso-igrpag [level 4
no clns router iso-igrpag 443

[no] cIns routing 443

[no] clns security pass-through 443
[no] clns send-erpdu 443

[no] cIns send-rdpdu 443

[no] clns split-horizon 444

clns template-alias name template
no clns template-alias name 444

[no] clns want-erpdu 444

[no] distancevalue[clns] 445

[no] domain-passwordpsswordl 445

[no] ip domain-lookup nsap 445

[no] is-type {level-1 | levell-2 | level-2-only} 446
[no] isis adjacency-filter name [match-all] 446

isis circuit-type {level-1 | level-1-2 | level-2-only}
no isis circuit-type 447

[no] isis csnp-intervaseconddlevel-1 | level-2} 447
[no] isis hello-intervakeconddlevel-1 | level-2} 448

isis metricdefault-metric delay-metric expense-metric error-metric
{level-1 | level-2}
no isis metric {level-1 | level-2} 448

isis passworgasswordlevel-1 | level-2}
no isis password {level-1 | level-2} 449

isis priorityvalue{level-1 | level-2}
no isis priority {level-1 | level-2} 449

[no] isis retransmit-intervadeconds 450

[no] iso-igrp adjacency-filter name 450

[no] match clns address hame [hame...name] 450

[no] match clns next-hop name [name...name] 451

[no] match cIns route-source name [name..name] 451

[no] match interface type number [type number...type number] 451
[no] match metric metric-value 451

[no] match route-type {level-1 | level-2} 452

metric weightgjos k1 k2 k3 k4 k5
no metric weights 452
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[no] netnetwork-entity-title 453
ping clns host|addres$ 453

[no] redistributeprotocol [tag] [route-mapmap-tad
redistribute {static [cIns | ip]} 454

[no] route-map map-tag [[permit | deny] | sequence-number] 455
[no] router isis {ag 456
[no] router iso-igrp tag] 456
[no] set level {level-1 | level-2 | level-1-2} 457
[no] set metric metric-value 457
[no] set metric-type {internal | external} 457
[no] set tag tag-value 458
show clns 458
show clns cache 458
show clns es-neighbors/pe numbdr[detail] 458
show clns filter-exprjamé@ [detail] 459
show clns filter-set [name] 459
show clIns interfacetfpe numbdr459
show clns is-neighborsype numbdr[detail] 459
show clns neighborgyjpenumbef [detail] 460
show clns protocoldomain| area-tad 460
show clns routerfsag 460
show clins traffic 460
show isis database [level-1] [level-2] [I11] [I2] [detail}pid] 461
show isis routes 461
show route-mapniap-namg461
[no] timers basiupdate-inteval holddown-interval invalid-interval 462
trace 462
trace clngestination 463
which-route fisap-addres$cins-namé 463
Novell IPX Commands 466
[no] access-lisaccess-lisnumber{deny | permit}

source-networksource-nod [source-node-magk
[destinaton-network.destination-nodédestination-node-ma§k 466

[no] access-lisaccess-lisnumber{deny | permit}protocol
[source-networ[[. source-nodesource-node-magk
[.source-node source-network-masiurce-node-magk
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[source-sockéfdestination.netwofK][. destination-node
destination-node-makk[.destination-node
destination-network-mask.destination-nodenfjask
[destination-sock&®68

[no] access-lisaccess-lisnumber{deny | permit}network.nodq
[networknodemask [service-typdserver-namp 470

[no] area-addresaddress mask 472

clear ipx accounting [checkpoint] 472

clear ipx cache 472

clear ipx nlsp neighbors 472

clear ipx routeetwork| *] 473

clear ipx sse 473

clear sse 473

[no] distribute-listaccess-lismumberin [interface-namg473

[no] distribute-listaccess-lismumberout [interface-name
routing-procesg474

[no] ipx access-groupccess-list-number 475
[no] ipx accounting 475

[no] ipx accounting-lishumber mask 475
[no] ipx accounting-thresholidhreshold 476

ip accounting-transitsount
no ip accounting-transits 476

[no] ipx advertise-defaultoute-onlynetwork 476

ipx backup-server-query-interviiterval
no ipx backup-server-query-interval 477

[no] ipx default-route 477

ipx delayticks
no ipx delay 477

ipx downnetwork
no ipx down 478

[no] ipx gns-reply-disable 478

ipx gns-response-delaynjllisecond$
no ipx gns-response-delay 478

[no] ipx gns-round-robin 479
[no] ipx hello-interval eigr@utonomous-system-numisarconds 479
[no] ipx helper-addressetworknode 479

[no] ipx helper-listaccess-list-number 480
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[no] ipx hold-time eigrpautonomous-system-numissconds 480
[no] ipx input-network-filteraccess-list-number 481
[no] ipx input-sap-filteraccess-list-number 481

ipx internal-networknetwork-number
no internal-natork [network-numbgr481

ipx ipxwan Jocal-node{ network-numbef unnunbered}
local-server-name reg-interval retry-limif
no ipxwan 482

[no] ipx ipxwan error [shutdowhreset | resume] 483
[no] ipxwan static 484

[no] ipx link-delaymicroseconds 484

[no] ipx maximum-hopshops 484

ipx maximum-pathgaths
no ipx maximum-paths 484

[no] ipx netbios input-access-filter {host | bytesdme 485
[no] ipx netbios output-access-filter {host | bytesime 485

ipx networknumber[encapsulatiomncapsulation-typgsecondary]]
no ipx networknumber[encapsulatiomncapsulation-tydet86

[no] ipx nisp csnp-intervadeconds 488

[no] ipx nisp enable 488

[no] ipx nisp hello-intervaseconds 488

[no] ipx nisp metriametric-number 489

[no] ipx nisp prioritypriority-number 489

[no] ipx nisp retransmit-intervaleconds 489

[no] ipx nisp rip [on | off | auto] 490

[no] ipx nisp sap [on | off | auto] 490

[no] ipx output-gns-filteraccess-lisnumber 491
[no] ipx output-network-filtelmccess-list-amber 491

ipx output-rip-delaydelay
no ipx output-rip-delay 492

ipx output-sap-delay delay
no ipx output-sap-delay 492

[no] ipx output-sap-filtemccess-list-nmber 492
[no] ipx pad-process-switched-packets 493

[no] ipx ping-default {cisco | novell}
To select the ping type that the router transmits, usgxhging-default global configuration command.
To return to the default ping type, use tteform of this command. 493
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[no] ipx rip-max-packetsizbytes 493
[no] ipx rip-multiplier multiplier 493

ipx route {network| default} networknode[floating-static]
no ipx route 494

[no] ipx route-cache [cbus | sse] 495
ipx router {eigrpautonomous-system-numberisp | rip} 495

ipx router-filteraccess-lismumber
no ipx router-filter 496

[no] ipx router-sap-filtelmccess-list-nmber 496

ipx routing jnodq
no ipx routing 497

[no] ipx sap service-type name network.node socket hop-count 497

[no] ipx sap-incremental [eigrautonomous-system-number
[rsup-only] 498

ipx sap-intervainterval
no ipx sap-interval 499

[no] ipx sap-max-packetsidgtes 499
[no] ipx sap-multipliemultiplier 499

ipx sap-queue-maximumumber
no ipx sap-interval 500

[no] ipx source-network-update 500

[no] ipx split-horizon eigrrautonomous-system-number 500
[no] ipx thoughputbits-per-second 500

[no] ipx type-20-helpered 501

[no] ipx type-20-input-checks 501

[no] ipx type-20-output-checks 501

[no] ipx type-20-propagation 501

ipx update-timenterval
no ipx update-time 501

[no] ipx watchdog-spoof 502

[no] Isp-gen-intervaseconds 502
[no] Isp-mtubytes 502

[no] Isp-refresh-intervadeconds 502
[no] max-Isp-lifetimeseconds 503

[no] netbios access-list hasame{deny | permit}string
[no] netbios access-list bytaame{deny | permit}offset byte-pattern 503

[no] network {hetwork-numbet all} 504
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ping [ipx] [addres} 504
ping ipx {host| addres} 504

[no] redistribute {rip | eigrautonomous-system-numberonnected |
static | floating-static} 505

show ipx accounting [checkpoint] 505
show ipx cache 505

show ipx eigrp neighbors [serversjtonomous-system-number
interfacd 506

show ipx eigrp topologyretwork-numbgr506
show ipx interfacet{pe numbdr506
show ipx nisp databaskspid] [detail] 507
show ipx nlsp neighborsHterfacq [detail] 507
show ipx route fietworl [default] [detailed] 507
show ipx servers [sorted [name | net | type]] 508
show ipx traffic 508
[no] spf-intervalseconds 508

XNS Commands 509
access-lisaccess-list-nmber{deny | permit}
source-networksource-addresfsource-address-magk
[destinaton-network.destination-address

[destinaton-address-magk
no access-lisaiccess-list-number 509

[no] access-lisaccess-lishumber{deny | permit} protocol
[source-networksource-host
[source-network-masjsource-host-maglsource-socket
[destinaton-network{.destination-host
[destinaton-network-maskestination-host-magk
destination-sockffipep]]] 512

ping xnsaddress 515

ping 515

show xns cache 515

show xns interfacetype numbgr516

show xns routerfetwork 516

show xns traffic 516

[no] xns access-grougccess-lisnumber 517
[no] xns encapsulation {snap | ub | 3com} 517
[no] xns flood broadcast allnets 517

[no] xns flood broadcast net-zero 518
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[no] xns flood specific allnets 518
[no] xns forward-protocoprotocol 518

xns hear-rip gccess-lisnumbet
no xns hear-rip 518

[no] xns helper-addresgetworkhost 519
[no] xns input-network-filteaccess-list-number 519

Xns maximum-pathsumber
no xns maximum-paths 520

Xns networknumber
no xns network 520

[no] xns output-network-filteaccess-list-number 520
[no] xns routenetwork networkost 521

[no] xns route-cache 521

[no] xns router-filteraccess-list-number 521

Xns routing ddres$
no xns routing 522

[no] xns ub-emulation 522
xns update-timénterval
no xns update-time 522

Transparent Bridging Commands 523
access-lisaccess-list-nmber{permit | deny}address mask
no access-lishiccess-list-number 523

access-lisaccess-list-nmber{permit | deny}sourcesource-mask
destinatiordestination-mask offset si@perator opeand 524

access-lisaccess-list-nmber{permit | deny}type-code wild-mask
no access-lishiccess-list-number 525

[no] bridgebridge-groupacquire 526

bridgebridge-groupaddressnac-addresgforward | discard}
[interfacq
no bridgebridge-groupaddressnac-address 527

bridgebridge-groupcircuit-groupcircuit-group pausemilliseconds 528
[no] bridgebridge-groupcircuit-groupcircuit-groupsource-based 528

bridge bridge-group domain domain-number
no bridgebridge-groupdomain 529

bridgebridge-groupforward-timeseconds
no bridgebridge-groupforward-time 529

bridgebridge-grouphello-timeseconds
no bridgebridge-grouphello-time 530
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[no] bridgebridge-grouplat-service-filtering 530

bridgebridge-groupmax-ageseconds
no bridgebridge-groupmax-age 530

[no] bridgebridge-groupmulticast-source 531
bridgebridge-grouppriority number 531

[no] bridgebridge-groupprotocol {ieee | dec} 531

[no] bridge-groupbridge-group 532

[no] bridge-groupbridge-groupaging-timeseconds 532

[no] bridge-groupbridge-groupcbus-bridging 532

[no] bridge-groupbridge-groupcircuit-groupcircuit-group 533

bridge-groupbridge-groupinput-address-list
no bridge-grougpridge-groupinput-address-lishiccess-list-number 533

[no] bridge-groupbridge-groupinput-lat-service-dengroup-list 533
[no] bridge-groupbridge-groupinput-lat-service-permigroup-list 534
[no] bridge-groupbridge-groupinput-lsap-listaccess-list-number 534
[no] bridge-groupbridge-groupinput-patterraccess-list-number 535
[no] bridge-groupbridge-groupinput-type-listaccess-list-nmber 535
[no] bridge-groupbridge-grouplat-compression 535

[no] bridge-groupbridge-groupoutput-address-list
access-list-number 536

[no] bridge-groupbridge-groupoutput-lat-service-dengroup-list 536
[no] bridge-groupbridge-groupoutput-lat-service-permgroup-list 536
[no] bridge-groupbridge-groupoutput-lsap-lisaccess-list-number 537

[no] bridge-groupbridge-groupoutput-pattern-list
access-list-number 537

[no] bridge-groupbridge-groupoutput-type-listaccess-lisnumber 538
[no] bridge-groupbridge-grouppath-costost 538
bridge-groupbridge-grouppriority number 539

[no] bridge-groupbridge-groupspanning-disabled 539

[no] bridge-groupbridge-groupsse 539

clear bridgebridge-group 539

clear sse 540

encapsulation sdeaid 540

ethernet-transit-oui [90-compatible | standard | cisco]
no ethernet-transit-oui 540
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frame-relay map bridgélci broadcast
no frame-relay map bridg#ici 540

[no] ip routing 541

show bridge pridge-group [interfacq
show bridge fridge-group) [addresgmash] 541

show bridge fpridge-groug circuit-group [fircuit-group|
[src-mac-addredqdst-mac-addregs541

show bridge group [verbose] 542
show bridge vlan 542
show span 542
show sse summary 542
x25 map bridge x.121-address broadcast [options-keywords]
no x25 map bridge 543
Source-Route Bridging Commands 546
[no] access-expression {in | owtkpression 546

[no] access-lisaccess-lisnumber{permit | deny} {ype-code
wild-mask] address magks47

[no] bridgebridge-groupprotocol ibm 548
clear netbios-cache 548

clear rif-cache 548

clear source-bridge 548

clear sse 548

ethernet-transit-oui {standard | 90-compatible | cisco}
no ethernet-transit-oui 549

Inm alternatenumber
no Inm alternate 549

[no] Inm crs 549

Inm loss-thresholdiumber
no Inm loss-threshold 550

Inm passworchumberstring
no Inm passwordumber 550

[no] Inm rem 550
[no] Inm rps 551
[no] Inm snmp-only 551

Inm softerrmilliseconds
no Inm softerr 551

[no] locaddr-prioritylist-number 551
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[no] locaddr-priority-listlist-numberaddress-number queue-keyword
[dsap d$[dmac drmh 552

mac-addresieee-address 552

[no] multiring {protocol-keyword all | other} 553

[no] netbios access-list bytes name {permit | deny} offset pattern 553
[no] netbios access-list hasame{permit | deny}pattern 554

[no] netbios enable-name-cache 555

[no] netbios input-access-filter bytes name 555

[no] netbios input-access-filter host name 555

netbios name-cache mac-address netbios-namerface-name
ring-group group-number}
no netbios name-cacineac-addressetbios-name 555

netbios name-cache name-len length 556
netbios name-cache proxy-datagram seconds 556

netbios name-cache query-timesatonds
no netbios name-cache query-timeout 557

netbios name-cache recognized-timesrtonds
no netbios name-cache recognized-timeout 557

[no] netbios name-cachieneout minutes 557

[no] netbios output-access-filter bytes name 558

[no] netbios output-access-filter host name 558

[no] priority-grouplist 558

priority-list list-numberprotocol protocol-name queue-keyword
no priority-listlist-numberaddress-number queue-keyword 558
rif mac-address rif-stringinterface-name ring-groupring}

no rif mac-addresginterface-name ring-groupring} 559

rif timeout minutes
no rif timeout 560

rif validate-age seconds 560

rsrb remote-peer ring-group tcp ip-address Isap-output-list
access-list-number

rsrb remote-peer ring-group fst ip-address Isap-output-list
access-list-number

rsrb remote-peer ring-group érface interface-name Isap-output-list
access-list-number 560

rsrb remote-peer ring-group tcp ip-address netbios-outputaiae
rsrb remote-peer ring-group fst ip-address netbioputtiist name
rsrb remote-peer ring-group érface interface-name
netbios-output-list host 561
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sap priority number 561

sap-priority-list number queue-keprd [dsap ds] [ssap ss] [dmac dm]
[smac sm] 562

show controllers token 562
show interfaces tokenringifiit] 563
show Inm bridge 563

show Inm config 563

show Inm interfaceifiterfacd 563
show Inm ring fing-numbet 564
show Inm stationdddres$ 564
show local-ack 564

show netbios-cache 564

show rif 564

show source-bridge 564

show span 565

source-bridgéocal-ring bridge-number target-ring
no source-bridge 565

[no] source-bridge cos-enable 565
[no] source-bridge enable-80d5 565
[no] source-bridge explorer-fastswitch 566

source-bridge explorer-maxrateaxrate
no source-bridge explorer-maxrate 566

[no] source-bridge explorerg-deptlepth 566

[no] source-bridge fst-peernartoxal-interface-address 566
[no] source-bridge input-address-litcess-list-number 567
source-bridge inpulsap-listaccess-list-number 567
source-bridge input-type-lisiccess-lisnumber 567

source-bridge keepalivaeconds
no source-bridge keepalive 568

source-bridge largest-franmmg-group size
no source-bridge largest-framag-group 568

[no] source-bridge old-snha 568

[no] source-bridge output-address-kstcess-list-nmber 568
source-bridge output-lsap-liatcess-list-number 569
source-bridge output-type-liatcess-list-number 569

[no] source-bridge passthroughg-group 570
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[no] source-bridge proxy-explorer 570
[no] source-bridge proxy-netbios-only 570

source-bridge remote-peeng-groupfst ip-addresdIf sizg§
no source-bridge reote-peering-groupfst ip-address 571

source-bridge remote-peeng-groupftcp ip-address
[If sizg [local-ack]
no source-bridge reote-peering-groupftcp ip-address 571

source-bridge remote-peeng-groupinterfaceinterface-name
[mac-addregdIf sizg
no source-bridge reote-peering-groupinterfaceinterface-name 572

source-bridge remote-peeng-grouptcp ip-addresqIf sizd
[local-ack] [priority]
no source-bridge reote-peering-grouptcpip-address 573

source-bridge remote-peer-keepalsezonds
no source-bridge reote-peer-keepalive 574

[no] source-bridge ring-grougng-group 574

[no] source-bridge route-cache 574

[no] source-bridge route-cache cbus 575

[no] source-bridge route-cache sse 575

[no] source-bridge sap-80disap 575

[no] source-bridge spannirgidge-group 575

[no] source-bridge spannirgidge-grouppath-cosipath-cost 576
[no] source-bridge tcp-queue-maxmber 576

source-bridge transparenimg-group pseudo-ring bridge-number
th-group [oui]

no source-bridge transpareirtg-group pseudo-ring bridge-number
tb-group 577

STUN Commands 580
encapsulation stun 580

locaddr-priority-list list-number address-number queue-keyword
no locaddr-priority-list 580

[no] priority-grouplist-number 580

[no] priority-list list-numberprotocol ip queue-keywortcp
tcp-port-number 581

[no] priority-list list-numberstunqueue-keywordddress
group-number address-number 581

sdic address FF ack-mode 582
[no] sdlc virtual-multidop 582

show stun 582

Ix Router Products Command Summary



show stun sdic 582
[no] stun group grouprumber 582
[no] stun peer-name ip-address 583

stun protocol-group group-nuoer {basic | sdlc | schema} [sdlc-tg]
no stun protocol-group 583

stun remote-peer-keepaligeconds
no stun remote-peer-keepalive 584

stun route address addsesumbelinterface seriainterface-number
[direct]

no stun route address addrasimbeiinterface serial
interface-number 584

[no] stun route address aéds-numbetcp ip-address [local-ack]
[priority] 584

stun route all interface serial interface-number [direct] 585
stun route all tcp ip-address 585

[no] stun schema name offset constant-offset length address-length
format format-keyword 586

stun sdlc-role primary 586
stun sdlc-role secondary 586

LLC2 and SDLC Commands 587
encapsulation sdlc 587
encapsulation sdlc-primary 587
encapsulation sdlc-secondary 587
lic2 ack-delay-time milliseconds 588
llc2 ack-max packet-count 588
llc2 idle-time milliseconds 588
llc2 local-window packet-count 589
llc2 n2 retry-count 589
llc2 t1-timemilliseconds 589
llc2 tbusy-time milliseconds 590
llc2 tpf-time milliseconds 590
llc2 trej-time milliseconds 590
lic2 xid-neg-val-time milliseconds 591
lic2 xid-retry-time milliseconds 591

sdlc addreshexbytegechd
no sdlc addressexbyte 591

sdlc address ff ack-mode 592
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sdlc cts-delay unit 592

[no] sdic diswsdic-addressdlc-address 592

sdlc dte-timeout unit 592

[no] sdlc frmr-disable 593

[no] sdlc hdx 593

sdicholdg address queue-size 593

sdick window-size 593

sdlc line-speedate 594

sdlicnl bit-count 594

sdlcn2 retry-count 594

[no] sdlc partnemac-address sdlc-adess 594

[no] sdic poll-limit-value count 595

[no] sdlc poll-pause-timermilliseconds 595

sdlc poll-wait-timeoumilliseconds 595

sdlc gllc-prtnrvirtual-mac-addressdlc-address 596

[no] sdlc role {none | primary | secondary | prim-xid-poll} 596
sdlc rts timeout unit 596

[no] sdlc sdlc-largest-framaddress size 597

sdlc simultaneous {full-datamode | half-datamode} 597

sdlc sbw-poll seconds
no sdic sbw-poll 597

sdictl milliseconds 598
[no] sdic vmaomac-address 598
[no] sdic xidaddress xid 598
show interfaces 598
show llc2 599
IBM Network Media Translation Commands 601
[no] gllc largest-packetirtual-mac-addr max-size 601
[nQ] gllc partner virtual-mac-addr mac-addr 602
[no] gllc sapvirtual-mac-addr ssap dsap 602
[no] qgllc srb virtual-mac-addr srn trn 603
[no] gllc xid virtual-mac-addr xid 604
[no] sdlic parthnemac-address sdic-address 604

[no] sdllc ring-largest-framealue 604
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[no] sdlic sapsdic-address ssap dsap 605

[no] sdlic sdic-largest-framaddress value 605

[no] sdllc traddmxxx.xxxx.xx00 Ir bn tr 605

[no] sdlic xidaddress xxxxxxxx 606

show interfaces 606

show gllc 606

show sdllc local-ack 606

[no] source-bridge fst-peernartaeal-interface-address 606
[no] source-bridge gllc-local-ack 607

source-bridge remote-peeng-groupfst ip-addresqlf sizd
[versionnumbet
no source-bridge reote-peering-groupfst ip-address 607

source-bridge remote-peeng-groupinterfaceinterface-name
[mac-addredd]If sizd
no source-bridge reote-peering-groupinterfaceinterface-name 608

source-bridge remote-peeng-grouptcp ip-addresqIf sizd
[local-ack] [priority]
no source-bridge reote-peering-grouptcpip-address 609

[no] source-bridge ring-groupng-group 610
[no] source-bridge sdllc-local-ack 610
[no] x25 map gllcvirtual-mac-addr x121-addr 610
[no] x25 pvccircuit gllc virtual-mac-addr 611
DSPU Configuration Commands 614
[no] dspu activation-window 614
[no] dspu default-pu [windowvindow-siz¢ [maxiframemax-iframé 614
[no] dspu enable-host [Isdpcal-saf 615
[no] dspu enable-pu [Isdpcal-safd 615

[no] dspu hoshost-namexid-sndxid rmacremote-mac
[rsapremote-sap[lsaplocal-saf [window window-siz¢
[maxiframemax-iframé [retriesretry-count [retry-timeout
retry-timeout [focalpoint] 615

[no] dspu lulu-start [lu-end [pool pool-namé [hosthost-name
host-lu-star} [pu pu-namé¢ 617

[no] dspu poopool-namehosthost-naméu lu-start [lu-end
[inactivity-timeoutinactivity-minutep 617

[no] dspu puypu-namermacremote-mak[rsapremote-sap
[lsaplocal-sag [xid-rcv xid] [window window-sizg [maxiframe
max-iframé [retriesretry-count [retry-timeoutretry-timeou} 618
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[no] dspu rsriocal-virtual-ring bridge-number target-virtual-ring
virtual-macaddr 619

[no] dspu rsrb enable-host [Isagral-sagd 620

[no] dspu rsrb enable-pu [Is#égral-sag 620

[no] dspu rsrb start{ost-namg pu-namé 620

[no] dspu start fiost-namg pu-namé 621

show dspu [poagbool-nam€d [pu { pu-name| host-namg[all]] 621
SNA Frame Relay Access Support Commands 624

[no] fras map llanac-address lan-Isap lan-rsaerialport
frame-relaydlci fr-Isap fr-rsap[PFID2 | AFID2 | FID4] 624

[no] fras map sdlsdlc-addessserialport frame-relaydici
fr-Isap fr-rsap[PFID2 | AFID2 | FID4] 625

frame-relay map licalci 625
frame-relay map rsriici 626
[no] llc2 dynwind [nwnw-numbe} [dwc dwc-numbe 626
show fras map 626
DLSw+ Commands 628
[no] disw bgroup-lisgroup-list 628
[no] disw bridge-groumgroup-number 628
disw disable 628
[no] disw duplicate-path-biasdad-balancqd 629
[no] disw explorerg-deptiqueue-max 629
[no] disw icannotreach sapsap[sap ..] 629

[no] disw icanreach{ mac-exclusive| netbios-exclusivel mac-address
mac-addr[mask masg | netbios-namenamé 630

[no] dIsw local-peer[peer-id ip-addres$[group group [border]
[costcos] [If sizd [keepalivesecondk[passivg [promiscuoud 631

[no] disw mac-addmac-addr{rif rif-entry | ring-group ring |
remote-peer{interface serialnumber| ip-addressip-addres} |
group groupg 631

[no] disw netbios-namaetbios-namérif rif-entry | ring-group ring |
remote-peer{interface serialnumber| ip-addressip-addres} |
group group 632

[no] disw peer-on-demand-defaults fsfbytes-netbios-out
bytes-list-namégcostcost| host-netbios-outhost-list-name
keepalivekeepalive Isap-output-list access-list-nmber|
port-list portnumbe} 633
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[no] disw peer-on-demand-defaults tcdbytes-netbios-out
bytes-list-namégcostcost| host-netbios-outhost-list-name
keepalivesecondg local-ack | Isap-output-list accesslistnumbdr
port-list portnumber priority ] 634

[no] disw port-listlist-number{typenumbe} 635

[no] disw remote-peeiing-groupfst ip-addresqcostcos] [If sizg
[keepalivesecondE[Isap-output-list list] [host-netbios-out
host-list-namg[ bytes-netbios-outbytes-list-nam[backup-peer
ip-addres$ 636

[no] disw remote-peeting-groupinterface serialnumbercostcosf
[If sizq [keepalivesecondg[Isap-output-list list] [host-netbios-out
host-list-namg[ bytes-netbios-outbytes-list-namlg backup-peer
ip-addres$ 637

[no] disw remote-peeiing-grouptcp ip-addresgpriority ] [costcos
[If sizg [keepalivesecondp[tcp-queue-maxsizq [Isap-output-list
list] [host-netbios-outhost-list-namg[bytes-nethios-out
bytes-list-nam[backup-peerip-addres$ 638

[no] dIsw ring-listlist-numberringsring-numbers 640

[no] dIsw timer {icannotreach-block-time | netbios-cache-timeout |
netbios-explorer-timeout | netbios-retry-interval |
netbios-verify-interval | sna-cache-timeout | sna-explorer-timeout
| sna-retry-interval | sna-verify-intervaine 641

show dIsw capabilitiesfinterface fypenumbe} | ip-address
ip-addresd local] 642

show dlIsw circuits 643
show dIsw fastcache 643

show dIsw peers [interface {ethermetmber| nullnumber| seriahumber tokenringnumbe} | ip-address
ip-addres$ 643

show dIsw reachability 643
IBM Channel Attach Commands 645

claw path device-address ip-address iname device-name host-app
device-app 645

channel-protocdls | s4] 646

interface channdlot/port 646

show extended channgbt/port statistics [pathdevice-addreg$647
show extended channglbt/port subchannel 647

show interfaces channedlpt/port] 648
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Introduction

This document provides a summary of the commands used to configure
routers. This book is divided into sections that correspond to the chapters
of theRouter Products Command Referepedblication. Within each
section the commands are listed in alphabetical order. The table of
contents shows the sections in this book; the index lists all the commands
in alphabetical order, without regard to the section where they are
located. See thRouter Products @mmand Referengrublication for
complete command descriptions and examples.

Conventions
This document uses the following conventions:
® The symbol » and the text Ctrl represent the key lab@taurol.

For example, the key combinatioéP or Ctrl-D mean hold down the
Control key while you press th key.

® Astring is defined as a nonquoted set of characte

For example, when setting up a community string for SNMP to
“public,” do not use quotes aroutttk string, or the string will
include the quotation marks.

Command descriptions use the following conventions:

® Vertical bars (| ) separate alternative, mutually exclusive, elements.
® Square brackets ([ ]) indicate optional elements.

® Braces ({ }) indicate a required choice.

® Braces within square brackets ([{ }]) indicate a required choice
within an optional element.

® Boldfaceindicates commands and keywords that are entered literally
as shown.
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® [talics indicate arguments for which you supply values; in contexts
that do not allow italics, arguments are enclosed in angle brackets
(<>).

® |f the no form of a command has exactly the samgn@dsand
arguments as the commama, appears in square brackets at the
beginning of the command line. If the form of a command does not
have all the same keywords and argumentsntoiferm is displayed
separately.

® |If the no form of a command is not explicitly explained in the
description, it negates the command.

EXEC System Use

® Enter commands by typing their names at the EXEC prompt and
pressing the Return key.

® There are two EXEC prompt levels. The user-level prompt is the
server name followed by an angle bracket (>), as in this example:

Router>
There is also a privileged-level prompt available to the system

administrator by entering a password. It is the server name followed
by a pound sign (#), as in this example:

Router#

® Use the following editing commands when typing commands at the
EXEC prompt:

— Delete or Backspace to erase characters
— Citrl-U to delete a line

® As ashortcut, you can abbreviate commands to the fewest letters that
make them unique. The letters “sho” can be entered fahihve
command, for example.
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® Certain EXEC commands display multiple screens with this prompt
at the bottom of the screen:

--More--

Press the space bar to continue the output or press Return to display
the next line. Press any other key to return to the prompt.

System Help

You can obtain help when entering commands by using the following
methods:

® For abrief description of the context-sensitive help system higipe

® To list all commands for a command mode, enter a question mark (?)
at the system prompt.

® To obtain a list of commands that start with a particular character set,
enter an abbreviated command immediately followed by a question
mark (?).

® To list a command’s keywords or argunt® enter a question mark
(?) in place of a kavord or argument othe command line.

® At any time during an active Telnet session, you can list the Telnet
commands by typing the following command at the system prompt:

Ctrl-~ ?
Press the Ctrl, Shift, and 6 keys simultaneously, let go, and?type
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User Interface Commands

This chapter describes the function and displays the syntax of each
command used to enter and exit the command modes supported by the
Internetwork Operating System (I0S). For more information about
defaults and usage guidelines, see the corresponding chapter of the
Router Products @mmand Referengeublication.

disable

To exit privileged EXEC mode and return to user EXEC mode, enter the
disable EXEC command.

[no] editing

To enable enhanced editing mode for a particular line, usediting
line configuration command. To disable the enhanced editing mode, use
theno form of this command.

enable

To enter privileged EXEC mode, use #@able EXEC command.

end

To exit configuration mode, use thad global configuration command.

exit

To exit any command mode or close an active terminal session and
terminate the EXEC, use tlegit command at the system prompt.

full-help

To get help for the full set of user-level commands, uséuthbelp line
configuration command.
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help

To display a brief description of the help system, entehéfe
command.

[no] history [sizenumber-of-linek

To enable the command history function, or to change the command
history buffer size for a particular line, use tigtory line configuration
command. To disable the command history feature, useotferm of
this command.

size Number of command lines that the system will
number-of-lines record in its history buffer. The range is 0
to 256.

show history

To list the commands you have entered in the current EXEC session, use
the show history EXEC command.
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System Image, Microcode Image,
and Configuration File Load
Commands

This chapter describes the function and displays the syntax of each
command used to load and copy system images, microcode images, and
configuration files. For more information about defaults and usage
guidelines, see the corresponding chapter oRiheter Products

Command Referengaiblication.

boot

boot filename[ip-addres$

boot flash [filenamé

boot flash [device]partition-numberfilenamg

To boot the router manually, use th@ot ROM monitor command.

filename Name of the system image you want to
netboot.
ip-address (Optional) IP address of the TFTP server on

which the system image resides. If omitted,
this value defaults to the IP broadcast
address of 255.255.255.255.

flash filename (Optional) Boots the router from Flash
memory with the optional filename of the
image you want loaded. The filename is case
sensitive. Without a filename, the first valid
file in Flash memory is loaded.

device (Optional) Valid value idlash.

partition-number Boots the router from Flash memory with
the optional filename of the image you want
loaded from the specified Flash partition. If
you do not specify a filename, thesti valid
file in the specified partition of Flash
memory is loaded.
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[no] boot bootstrap flash[filenamé
[no] boot bootstrap mopfilename[mac-addredg|interfacq
[no] boot bootstrap [tftp] filename[ip-addres$

To configure the filename that is used to boot a secondary bootstrap
image, use thboot bootstrap global configuration command. Use the

no form of this command to disable booting from a secondary bootstrap
image.

flash Indicates that the router will be booted from
Flash memory.

mop Indicates that the router will be netbooted from a
system image stored on a Digital MOP server.

tftp (Optional) Indicates that the router will be
netbooted from a system image stored on a
TFTP server.

filename (Optional withflash) Name of the system image
from which you want to netboot. If you omit the
filename when booting from Flash, the router
uses the first system image stored in Flash
memory.
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ip-address

mac-address

interface

bytes

(Optional) IP address of the TFTP server on
which the system image resides. If omitted, this
value defaults to the IP broadcast address of
255.255.255.255.

(Optional) MAC address of the MOP server on
which the file resides. If the MAC address
argument is not included, a broadcast message is
sent to all MOP boot servers. The first MOP
server to indicate that it has the file will be the
server from which the router gets the boot
image.

(Optional) Interface out which the router should
send MOP requests to reach the MOP server.
The interface options aesyng dialer,

ethernet, loopback, null, serial, andtunnel. If

the interface argument is not specified, a request
will be sent on all interfaces that have MOP
enabled, and the interface out which the first
response is received will be used to load the
software.

boot buffersize bytes
no boot buffersize

To modify the buffer size used to load configuration files, usdédioe
buffersize global configuration command. Use theform of this
command to return to the default setting.

Specifies the size of the buffer to be used. There
is no minimum or maximum buffer size.
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[no] boot host mopfilename[mac-addredg|interfacq
[no] boot host[tftp | rcp] filename[ip-addres$

To change the default name of the host configuration filename from
which you want to load configuration commands, usebtiat host
global configuration command. Use the form of this command to
restore the host configuration filename to the default.

mop Indicates that the router will be configured from
a configuration file stored on a Digital MOP
server.

tftp (Optional) Indicates that the router will be

configured from a configuration file stored on a
TFTP server.

rcp (Optional) Indicates that the router will be
configured from a configuration file stored on a
rcp server.

filename Name of the file from which you want to load

configuration commands.

ip-address (Optional) IP address of the TFTP server on
which the file resides. If omitted, this value
defaults to the IP broadcast address of
255.255.255.255.

mac-address  (Optional) MAC address of the MOP server on
which the file resides. If the MAC address
argument is not included, a broadcast message is
sent to all MOP boot servers. The first MOP
server to indicate that it has the file is the server
from which the router gets the boot image.

interface (Optional) Interface out which the router should
send MOP requests to reach the MOP server.
The interface options aesyng dialer,
ethernet, serial, andtunnel. If the interface
argument is not specified, a request is sent on all
interfaces that have MOP enabled, and the
interface out which the first response is received
is used to load the software.
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[no] boot network mopfilename[mac-addregg[interfacq
[no] boot network [tftp | rcp] filename[ip-addres$

To change the default name of the network configuration file from which
you want to load configuration commands, usedibet network global
configuration command. Use the form of this command to restore the
network configuration filename to the default.

mop Configures the router to download the
configuration file from a network server using the
Digital MOP protocol.

rcp (Optional) Configures the router to download the
configuration file from a network server using rcp.
If omitted, defaults taftp .

tftp (Optional) Configures the router to download the
configuration file from a network server using
TFTP. If omitted andcp is not specified, defaults
totftp.

filename Name of the file from which you want to load
configuration commands. The default filename is
network-config

ip-address (Optional) Ifrcp or tftp is specified, the IP
address of the network server on which the
compressed image file resides. If omitted, this
value defaults to the IP broadcast address of
255.255.255.255.

mac-address (Optional) IfMOP is specified, the MAC address
of the network server on which the file resides. If
the MAC address argument is not included, a
broadcast message is sent to all MOP boot servers.
The first server to indicate that it has the file will
be the server from which the router gets the boot
image.
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interface (Optional) If MOP is specified, interface out
which the router should send MOP requests to
reach the server. The interface optionsaamng
dialer, ethernet, serial, andtunnel. If the
interface argument is not specified, a request will
be sent on all interfaces that have MOP enabled,
and the interface out which the firssponse is
received will be used to load the software.

boot system flasHdevice][ partition-number][filenamé
[no] boot system mogfilename[mac-addredg[interfacq
[no] boot system rom

[no] boot systemtftp |rcp] filename[ip-addres$

no boot system flastifilenamé
no boot system

To change the filename of the system image that is loaded onto the router
at reboot time, use thmot systemglobal configuration command. Use
theno boot systemcommand to remove the name.

flash Boots the router from Flash memory.

mop Boots the router from a system image stored
on a Digital MOP server.

rom Boots the router from ROM.

rcp (Optional) Boots the router from a system

image stored on a network server using rcp.
If you omit this keyword, the tresport
mechanism defaults tdtp .

tftp (Optional) Boots the router from a system
image stored on a TFTP server. If omitted
andrcp is not specified, the trsport
mechanism defaults ttp .
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filename

ip-address

mac-address

interface

device

(Optional withflash.) Name of the
configuration file from which you want to
netboot. It is case sensitive. If you do not
specify a system image file with theot
systemcommand, the router uses the
configuration register settings to determine
the default system image filename to boot
from the network server. The router forms
the default boot filename by starting with the
word ciscoand then appending the octal
equivalent of the boot field number in the
configuration register, followed by a hyphen,
and the processor type name (ciscecpy).

(Optional) IP address of the rcp or TFTP
server on which the image file resides.
Defaults to the IP broadcast address of
255.255.255.255.

(Optional) If MOP is used, the MAC address
of the server on which the file resides. If the
MAC address argument is not included, a
broadcast message is sent to all MOP boot
servers. The first server to indicate that it has
the file will be the server from which the
router gets the boot image.

(Optional) Interface out which the router
should send MOP requests to reach the server.
The interface options assyng dialer,

ethernet, serial, andtunnel. If the interface
argument is not specified, a request will be
sent on all interfaces that have MOP enabled,
and the interface out which the first response
is received will be used to load the software.

(Optional) Valid value idlash.
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partition-number (Optional) Boots the router from Flash
memory with the optional filename of the
image you want loaded from the specified
Flash partition. If you do not specify a
filename, the first valid file in the specified
partition of Flash memory is loaded.

config-register value

To change the router configuration register settings, use the
config-register global configuration command.

value Hexadecimal or decimal value that represents
the 16-bit configuration register value you want
to use the next time the router is restarted. The
value range is from 0x0 to OXFFFF (O to 65535
in decimal). The default isxa01for the router
models without Flash memory; default is 0x10F
for router models with Flash memory.

configure {terminal | memory | network}

To enter global configuration mode, use ¢befigure privileged EXEC
command.

terminal Executes configuration commands from the
terminal.
memory Executes the configuration commands stored in

nonvolatile random-access memory (NVRAM).

network Retrieves the configuration commands stored in
a file on a server.

configure overwrite-network

To load a configuration file directly into NVRAM, use tbenfigure
overwrite-network privileged EXEC command.
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copy bootflash rcp

To use rcp to copy a bootstrap image from Flasmarg on a Cisco
4500 router to a network server, use ¢bpy bootflash rcpEXEC
command.

copy bootflash tftp

To copy a boot image from Flash memory to a TFTP server, useiie
bootflash tftp EXEC command.

copy flash rcp

To copy a system image from Flash memory to aoek server using
rcp, use theopy flash rcpEXEC command.

copy flash tftp

To copy a system image from Flash memory to a TFTP server, use the
copy flash tftp EXEC command.

copy mop bootflash

To copy a boot image from a MOP server to Flash memory on the
Cisco 4500, use thmopy mop bootflashEXEC command.

copy mop flash

To use MOP to copy a system image to Flash memory, usepienop
flash EXEC command.

copy rcp bootflash

To copy a bootstrap image from a network server to Flash memory on a
Cisco 4500 router using rcp, use tupy rcp bootflashEXEC
command.
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copy rcp flash

To copy a system image from a network server into Flash memory using
rcp, use theopy rcp flashEXEC command.

copy rcp running-config

To copy a configuration file from a network server to the router using rcp
and run that configuration, use tbepy rcp running-config EXEC
command.

copy rcp startup-config

To copy a configuration file from a network server to the router’s
NVRAM using rcp, use theopy rcp startup-config EXEC command.

copy running-config {rcp | tftp}

To copy the running configuration file from the router to a network
server using rcp or TFTP, use ttwpy running-config EXEC
command.

copy startup-config {rcp | tftp}

To copy a startup configuration file to a werk server using rcp or
TFTP, use theopy startup-config rcp EXEC command.

copy tftp bootflash

To copy a boot image from a TFTP server to Flash memory on the
Cisco 4500, use thmopy tftp bootflash EXEC command.

copy tftp flash

To copy a system image using TFTP into Flash memory, ussye
tftp flash EXEC command.
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copy verify

To verify the checksum of a system image in Flash memory, usejilie
verify EXEC command.

copy verify bootflash

To verify the checksum of a boot image in Flashmagy, use theopy
verify bootflash EXEC command.

erase bootflash

To erase the boot image in Flash memory on the Cisco 4500, use the
erase bootflashEXEC command.

erase flash

To erase Flash memory, use drase flashEXEC command.

[no] ip rarp-server ip-address

Use thep rarp-server interface configuration command to allow the
router to act as a Reverse Address Resolution Protocol (RARP) server.
Use theno form of this command to restore the interface to the default of
no RARP server support.

ip-address IP address to be provided in the source protocol
address field of the RARP response packet.
Normally, this is set to the address you configure
as the primary address for the interface.

[no] ip remd domain-lookup

Use thep rcmd domain-lookup global configuration command to
enable DNS security for rcp and rsh. To bypass DNS security for rcp and
rsh, use th@o form of this command.
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[no] ip rcmd rcp-enable

To configure the router to allow remote users to copy files to and from
the router, use thip rcmd rcp-enable global configuration command.
Use theno rcp-enablecommand to disable a router that is enabled for
rcp.

[no] ip remd remote-hostlocal-usernamdip-addresq hos}
remote-usernamgnablg

To allow remote users to execute commands on the router using rsh or
rcp, use thép remd remote-hostglobal configuration command to

create an entry for the remote user in a local authentication database. Use
theno form of this command to remove an entry for a remote user from
the local authentication database.

local-username Name of the user on the local router. You can
specify the router host name as the
username. This name needs to be
communicated to the network administrator
or the user on the remote system. To be
allowed to remotely execute commands on
the router, the remote user must specify this
value correctly.

ip-address IP address of the remote host from which the
local router will accept remotely executed
commands. Either the IP address or the host
name is required.

host Name of the remote host from which the
local router will accept remotely executed
commands. Either the host name or the IP
address is required.

remote-username Name of the user on the remote host from
which the router will accept remotely
executed commands.

enable (Optional) Enables the remote user to
execute privileged EXEC commands using
rsh. This keyword does not apply to rcp.
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[no] ip rcmd remote-usernameusername

To configure the remote username to be used when requesting a remote
copy using rcp, use thp rcmd remote-usernameglobal configuration
command. To remove the remote username form the configuration, use
theno form of this command.

username Name of the remote user on the server. This
name is used for rcp copy requests. All files and
images to be copied are searched for or written
relative to the directory of the remote user’s
account.

[no] ip remd rsh-enable

To configure the router to allow remote users to execute commands on
the router using rsh, use theremd rsh-enableglobal configuration
command. Use theo form of this command to disable a router that is
enabled for rsh.

[no] microcodeinterface[flash | rom | systen] [flash filenamé

To specify the location of the microcode you want to download from
Flash memory into the writable control store (WCS) on a Cisco 7000
series router, use tmeicrocodeinterface configuration command.

interface One of the following interface processor names:
aip, fip, fsip, hip, mip, trip , eip, or sp.

flash (Optional) If theflash keyword is specified, a
filenameargument is required, unless you are
using theno microcodeinterface-typdlash
command.
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rom

system

filename

microcode reload

cisco
ds200

(Optional) If therom keyword isspecified, no
further arguments are necessary. For example,
the commandnicrocode fip rom specifies that
all FDDI Interface Processors (FIPs) should be
loaded from their onboard ROM microcode.
This onboard ROM microcode is not the same
as the eight ROMs on the RP that contain the
system image.

(Optional) If specified, the router loads the
microcode from the microcode bundled into the
system image you are running for that interface
type.

(Optional) Filename of the microcode in Flash
memory you want to download. This argument
is used only with théash keyword. If you use
theflash keyword, the name of the microcode
file in Flash is required unless the command is
no microcodeinterfaceflash. (This command
results in the same default condition as the
commandmnicrocode interfacerom, which
indicates that the card should be loaded from its
onboard ROM microcode.)

To signal to the Cisco 7000 series router that all microcode configuration
commands have been entered and the processorsterdsl be
reloaded, use thmicrocodereload interface configuration command.

[no] mop device-codg cisco| ds20G

To identify the type of device sending MOP sysid messages and request
program messages, use thep device-codeglobal configuration
command. Use theo form of this command to set the identity to the
default value.

Denotes a Cisco device code.
Denotes a DECserver 200 device code.
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mop retransmit-timer seconds
no mop retransmit-timer

To configure the length of time the router waits before retransmitting
boot requests to a MOP server, userttop retransmit-timer global
configuration command. Use the form of this command to reinstate
the default value.

seconds  Sets the length of time, in seconds, that the router
waits before retransmitting a message. The value is a
number from 1 to 20.

mop retries count
no mop retries

To configure the number of times a router will retransmit boot requests
to a MOP server, use tieop retries global configuration command.
Use theno form of this command to reinstate the default value.

count Indicates the number of times a router will retransmit
a MOP boot request. The value is a number from 3
to 24.
o}
olr

To list the value of the boot field (bits 0-3) in the configuration register,
use the ROM monitay command. To reset the value of the boot field so
that the router boots from ROM, use the ROM momtorcommand.
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partition flash partitions[sizel sizep
no partition flash

To separate Flash memory into two patrtitions, use@éngtion flash
global configuration command. Use the form of this command to
undo partitioning, and restore Flash memory to one partition.

partitions  Number of partitions in Flash memory. Can be 1 or 2.

sizel (Optional) Size of the first partition in megabytes.
size2 (Optional) Size of the second partition in megabytes.
reload

To reload the operating system, userdglead EXEC command.

rsh {ip-addresq hos} [/userusernamgremote-command

To execute a command remotely on a remote rsh host, ushtB¥EC
command.

ip-address IP address of the remote host on which to
execute the rsh command. Either the IP
address or the host name is required.
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host Name of the remote host on which to execute
the command. Either the host name or the IP
address is required.

/user username (Optional) Remote username. If you do not
specify a remote username, the router
software uses the configured remote
username, if one exists. Otherwise, the
router software uses the username associated
with the current TTY, if it is a valid name. If
this name is invalid, the router software uses
the host name as the username.

remote-command Command to be executed remotely. This is a
required parameter. Unlike UNIX, the router
software does not default to a remote login.
Instead, the router provides Telnet and
connect services.

[no] service compress-config

To compress configuration files on the Cisco 7000 series, Cisco 4000,
Cisco 3000, and AGS+ routers, which have NVRAM, usesthgice
compress-configglobal configuration command. To disable
compression, use tm® form of this command.

[no] service config

To enable autoloading of configuration files from a network server, use
the serviceconfig global configuration command. Use the form of
this command to restore the default.

show async-bootp

Use theshow async-bootprivileged EXEC command to display the
parameters that have been configured for SLIP extended BOOTP
requests.
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show bootflash

To verify boot Flash memory, use tileow bootflashEXEC command.

show configuration

Use theshow configuration EXEC command to display the contents of
NVRAM, if present and valid.

NVRAM stores the configuration information in the wetk server in

text form as configuration commands. Tfew configuration

command shows the version number of the software used when you last
executed thevrite memory command.

show flash[all | chips|detailed | err | partition numberfall | chips|
detailed | err] | summary]

Use theshow flashEXEC command to verify Flash memory. Tsteow

flash command displays the type of Flash memory present, any files that
might currently existin Flash memory, and the amounts of Flash memory
used and remaining.

all (Optional) Shows complete information about Flash
memory, including information about the individual
ROM devices in Flash memory and the names and
sizes of all system image files stored in Flash,
including those that are invalidated.

chips (Optional) Shows information per partition and per
chip, including which bank the chip is in, its code,
size, and name.

detailed (Optional) Shows detailed file directory information
per partition, including file length, address, name,
Flash checksum, computer checksum, bytes used,
bytes available, total bytes, and bytes of system
Flash memory.

err (Optional) Shows write or erase failures in the form
of number of retries.
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partition (Optional) Shows output for the specified partition

number number. If you specify thpartition keyword, you
must specify a partition number. You can use this
keyword only when Flash memory has multiple
partitions.

summary (Optional) Shows summary information per
partition, including the partition size, bank size,
state, and method by which files can be copied into a
particular partition. You can use thisykeord only
when Flash memory has multiple partitions.

show flh-log

To view the system console output generated during the Flash load
helper operation, use tisdow flh-log privileged EXEC command.

show microcode

To show the microcode bundled into a Cisco 7€8@es system, use the
show microcodeEXEC command.

show version

Use theshow versionEXEC command to display the configuration of
the system hardware, the software version, the names and sources of
configuration files, and the boot images.
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tftp-server system[flash:][ partition-number]filename
[access-list-numbgr
no tftp-server system[flash:] filename[access-list-ambeti

To specify TFTP server operation for a router, useftpeserver
systemglobal configuration command. To remove a previously defined
filename, use theoform of this command with the appropriate filename
and, optionally, access-list number.

filename Name you give the router ROM file.

access-list-number (Optional) IP access list number.

flash: (Optional) Specifies TFTP server operation
from the file in the first partition of Flash
memory.

partition-number  (Optional) Specifies TFTP server operation
from the file in the specified partition of
Flash memory. If the partition number is not
specified, the file in the first partition is
used.

verify flash

To verify the checksums of files in Flash memory, usevérdy flash
EXEC command.

write erase

To erase the configuration information in NVRAM, usehée erase
EXEC command.

write memory

To copy the current configuration information to NVRAM, usevtiniée
memory EXEC command.
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write network

To copy the current configuration information to awatk server, use
thewrite network EXEC command.

write terminal

To display the current configuration information on the terminal, use the
write terminal EXEC command.
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Line Configuration and Terminal
Setting Commands

This chapter describes the function and displays the syntax of each
terminal line and modem support commna. For more information about
defaults and usage guidelines, see the corresponding chapter of the
Router Products @mmand Referengaublication.

absolute-timeoutminutes

To set the interval for closing the connection, useatieolute-timeout
line configuration command. Use the form of this command to restore
the default.

minutes Number of minutes after which the user’s
session is terminated.

activation-character ascii-number
no activation-character

To set the activation character, use dbgvation-character line
configuration command. This command defines the character you type at
a vacant terminal to begin a terminal session. Usadlerm of this
command to make any character activate a terminal.

ascii-number  ASCII decimal representation of the activation
character. Default is Return (decimal 13).

[no] autobaud

To set the line for automatic baud detection, usethiebaud line
configuration command. Use the form of this command to restore the
default.
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autocommandcommand

To configure the router to automatically execute a command or list of
commands automatically when a user connects to a particular line, use
theautocommandline configuration command.

command Any appropriate EXEC command, including the
host name and any switches associated with the
EXEC command.

autohangup

To configure automatic line disconnect, usedb&hangupline
configuration command. The command causes the EXEC to issue the
exit command when the last connection closes.

autoselec{arap | ppp | slip} | during-login
no autoselect

To configure a line to start an ARA, Point-to-Point (PPP), or SLIP
session, use thaitoselectine configuration command. Use theform
of this command to disable this function on a line.

arap Configures the router to allow an ARA
session to start up automatically.

ppp Configures the router to allow a PPP
session to start up automatically.

slip Configures the router to allow a SLIP
session to start up automatically.

during-login (Optional) The user receives a username
and/or password prompt without pressing
the Return key. After the user logs in, the
autoselect function begins.
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banner execd message d

To display a message on terminals with an interactive EXEC, use the
banner execglobal configuration command. This command specifies a
message to be displayed when an EXEC process is created (line
activated, or incoming connection to VTY).

d Delimiting character of your choice—a pound sign
(#), for example. You cannot use the delimiting
character in the banner message.

message Message text.

banner incomingd message d

To specify a message used when you have an incoming connection to a
line from a host on the network, use tr@nner incoming global
configuration command. An incoming connection is one initiated from
the network side of the router. To suppress the EXEC banner on certain
lines, use thao exec-banneiine configuration command. This line
shouldnot display the EXEC or MOTD banners when an EXEC is
created.

d Delimiting character of your choice—a pound sign
(#), for example. You cannot use the delimiting
character in the banner message.

message 0000000000

banner motd d message d

To specify a message-of-the-day (MOTD) banner, usbaheer motd
global configuration command.

d Delimiting character of your choice—a pound sign
(#), for example. You cannot use the delimiting
character in the banner message.

message Message text.
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busy-messagéostname d message d
no busy-messagaostname

To create a “host failed” message that displays when a connection fails,
use thebusy-messag@lobal configuration command. Use theform
of thiscommand to disable the “host failed” message from displaying on
the specified host.

hostname Name of the host that cannot be reached.

d Delimiting character of your choice—a pound sign
(#), for example. You cannot use the delimiting
character in the message.

message Message text.

databits {56 7|8}

To set the number of data bits per character that are interpreted and
generated by hardware, use tiaabits line configuration command.
Five data bits per character.

Six data bits per character.

Seven data bits per character.

0 N o O

Eight data bits per character.

data-characte-bits {7 | 8}

To set the number of data bits per character that are interpreted and
generated by software, use teta-character-bitsline configuration
command.

7 Seven data bits per character.

8 Eight data bits per character.
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default-value exec-character-bit{7 | 8}

To define the EXEC character width for either 7 bits or 8 bits, use the
default-value exec-character-bitgylobal configuration command.

Selects the 7-bit ASCII character set.
8 Selects the full 8-bit ASCII character set.

default-value special-character-bit7 | 8}

To configure the flow control default value from a 7-bit width to an 8-bit
width, use thelefault-value special-character-bitsglobal
configuration command.

Selects the 7-bit character set.
8 Selects the full 8-bit character set.

disconnect-characterascii-number
no disconnect-character

To define a character to disconnect a session, use the
disconnect-characterline configuration command. This command
defines the character you enter to end a terminal session. Weeftinm
of thiscommand to remove the disconnect character.

ascii-number  ASCII decimal representation of the session
disconnect character.

[no] dispatch-characterascii-number]ascii-number?2 . . .
ascii-numbef

To define a character that causes a packet to be sent, use the
dispatch-characterline configuration command. Uslee no form of
thiscommand to remove the definition of the specified dispatch
character.

ascii-number  ASCII decimal representation of the character,
such as Return (ASCII decimal 13) for
line-at-a-time transmissions.
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dispatch-timeout milliseconds
no dispatch-timeout

To set the character dispatch timer, usedibpatch-timeoutline
configuration command. Use theform of thiscommand to remove the
timeout definition.

milliseconds  Integer that specifies the number of milliseconds
the router waits after putting the first character
into a packet buffer before sending the packet.
During this interval, more characters may be
added to the packet, which increases the
processing efficiency of the remote host.

escape-charactemascii-number
no escape-character

To define a system escape character, usesbape-charactetine
configuration command. Theo form of thiscommand sets the escape
character to Break.

ascii-number  Either the ASCII decimal representation of the
character or a control sequence (Ctrl-E, for
example).

[no] exec

To allow an EXEC process on a line, useékecline configuration
command. Thao form of this command turns off the EXEC process for
the line specified.

[no] exec-banner

To control whether banners are displayedugupressed, use the
exec-bannerline configuration command. This command determines
whether the router will display the EXEC banner or the
message-of-the-day (MOTD) banner when an EXEC is createchdrhe
form of thiscommand suppresses the banner messages.

Line Configuration and Terminal Setting Commands




exec-character-bits{ 7 | 8}

To configure the character widths of EXEC and configuration command
characters, use thexec-character-bitsline configuration command.

Selects the 7-bit character set.

8 Selects the full 8-bit character set for use of
international and graphical characters in banner
messages, prompts, and so forth.

exec-timeoutminuteg secondp
no exec-timeout

To set the interval that the EXEC command interpreter waits until user
input is detected, use tb&ec-timeoutline configuration command. The

no form of thiscommand removes the timeout definition. It has the same
effect asexec-timeout 0

minutes Integer that specifies the number of minutes.

seconds (Optional) Additional time intervals in seconds.
An interval of zero specifies no time-outs.
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[no] flowcontrol {none| software[in | out] | hardware [in | out]}

To set the method of data flow control between the terminal or other
serial device and the router, use tlogvcontrol line configuration
command. To disable flow control, use theform of this command.

none Turns off flow control.

software Sets software flow control. An optional keyword
specifies the direction: in causes the router to
listen to flow control from the attached device,
and out causes the router to send flow control
information to the attached device. If you do not
specify a direction, both are assumed.

hardware Sets hardware flow control. An optional
keyword specifies the direction: in causes the
router to listen to flow control from the attached
device, and out causes the router to send flow
control information to the attached device. If
you do not specify a direction, both are assumed.
For more information about hardware flow
control, see the hardware installation and
maintenance manual for your router.

hold-character ascii-number
no hold-character

To define the local hold character used to pause output to the terminal
screen, use thieold-character line configuration command. The
form of thiscommand restores the default.

ascii-number  Either the ASCII decimal representation of the
hold character or a control sequence (for
example, Ctrl-P).
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length screen-length

To set the terminal screen length, uselémgth line configuration
command.

screen-length Number of lines on the screen. A value of
zero disables pausing between screens of
output.

line [aux | console| vty] line-numbefending-line-numb@gr

To configure a console port line, auxiliary port line, or virtual terminal
lines, use théne global configuration command.

aux (Optional) Enables the auxiliary RS-232
DTE port. Must be addressed as relative
line 0. The auxiliary port can be used for
modem support and asynchronous
connections.

console (Optional) Specifies the console terminal
line. The console port is DCE.

vty (Optional) Specifies a virtual terminal for
remote console access.

line-number Specifies the relative number of the
terminal line (or the first line in a
contiguous group) you want to configure
when the line type is specified. Numbering
begins with zero.

ending-line-number (Optional) Specifies the relative number of
the last line in a contiguous group you want
to configure. If you omit the keyword, then
line-numberandending-line-numbeare
absolute rather than relative line numbers.
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location text
no location

To record the location of a serial device, useltleation line
configuration command. Theo form of thiscommand removes the
description.

text Location description.

[no] lockable

To enable the EXEC commartatk, use thdockable global
configuration command. Theo form of this command reinstates the
default, which does not allow the terminal to be locked.

login [local | tacac§
no login

To enable password checking at login, usediyen line configuration

command. Use theo form of thiscommand to disable password
checking and allow connections without a password.

local (Optional) Selects local password checking.
Authentication is based on the username specified
with theusernameglobal configuration command.

tacacs (Optional) Selects the TACACS-style user ID and
password-checking mechanism.

[no] login authentication{default | list-namé

To enable AAA/TACACS+ authentication for logins, use lidgin
authentication line configuration command. Use the form of the
command to return to the default.

default Uses the default list created with thea
authentication login command.

list-name Uses the indicated list created with Hea
authentication login command.
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login-string hostname d messaffése@] [%sea] [%b] d
no login-string hostname

To define a string of characters that the router sends to a host after a
successful Telnet connection, use litgin-string global configuration
command. This command applies only to rlogin and Telnet sessions. The
no form of thiscommand removes the login string.

hostname Specifies the name of the host.

d Sets a delimiting character of your choice—a pound
sign (#) for example. You cannot use the delimiting
character in the busy message.

message  Specifies the login string.

%seq (Optional) Sets a pause in seconds. To insert pauses
into the login string, embed a percent sign (%)
followed by the number of seconds to pause and the
letter “p.”

% seav (Optional) Prevents users from issuing commands or
keystrokes during a pause.

%b (Optional) Sends a Break character.

modem answer-timeoutseconds
no modem answer-timeout

To set the amount of tinthat the router wait®r CTS after raising DTR

in response to RING, use tlrodemanswer-timeoutline configuration
command. Thao form of this command reverts the router to the default
value.

seconds  Specifies the timeout interval in seconds.

[no] modem callin

To support dial-in modems that use DTR to control the off-hook status
of the modem, use theodemcallin line configuration command. In
response to RING, the modem raises the DTR signal, which answers the
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modem. At the end of the session, the router lowers DTR, which
disconnects the modem. The form of this command disables this
feature.

[no] modem callout

To configure a line for reverse connections, usertbdemcallout line
configuration command. Theo form of this command disables this
feature.

[no] modem cts-required

To configure a line to require a Clear To Send (CTS) signal, use the
modemcts-required line configuration command. Use the form of
this command to disable this feature.

[no] modem dtr-active

To configure a line to leave DTR low unless the line has an active
incoming connection or an EXEC process, usantbdemdtr-active

line configuration command. The form of this command disables this
feature.

[no] modem in-out

To configure a line for both incoming and outgoing calls, usentieem
in-out line configuration command. The form of this command
disables this feature.

[no] modem ri-is-cd

To configure a line for a high-speed modem, usetbéemri-is-cd line
configuration command. Theo form of this command disables this
feature.
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[no] notify

To enable terminal notification about pending output from other
connections, use thmtify line configuration command. T form of
thiscommand ends notification.

padding ascii-number count
no paddingascii-number

To set the padding on a specific output character, uggatiaing line

configuration command. To remove padding for the specified output

character, use theo paddingline configuration command.
ascii-number  ASCII decimal representation of the character.

count Number of NULL bytes sent after that character;
the maximum is 255.

parity {none|even|odd | space| mark}

To define generation of a parity bit, use gaeity line configuration
command.

none No parity.
even Even parity.
odd Odd parity.
space Space parity.
mark Mark parity.

Line Configuration and Terminal Setting Commands




passwordpassword
no password

To specify a password on a linese thepasswordline configuration
command. Use theo form of this command to remove the password.

password Case-sensitive character string that specifies the
line password. The string can contain any
alphanumeric characters, including spaces, up to
80 characters, except that the first character
cannot be a number. You cannot specify the
password in the formatumber-space-anything
because the space after the number causes
problems. For example, “hello 21" is a legal
password, but “21 hello” is not.

[no] private

To save user EXEC command changes between terminal sessions, use
the private line configuration command. Use the form of this
command to restore the default condition.

refuse-message message d
no refuse-message

To define a line-in-use message, user#éfase-messagéine
configuration command. Use the form of the command to disable the
message.

d Delimiting character of your choice—a pound sign
(#), for example. You cannot use the delimiting
character in the message.

message Message text.
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rotary group
no rotary

To define agroup of lines consisting of one oone virtual terminal lines

or one auxiliary port line, use the rotaline configuration command.
Use theno form of this command to remove a line or group of lines from
a rotary group.

group Integer between 1 and 100 that you choose to
identify the rotary group.

rxspeedbps

To set the terminal baud rate receive (from terminal) speed, use the
rxspeedline configuration command.

bps Baud rate in bits per second (bps); see the line speeds
table in the terminal lines chapter of fReuter
Products Command Referengeblication for
settings.

[no] script activation regexp

To specify that a chat script start on a line any time the line is activated,
use thescript activation line configuration command. The form of
this command disables this feature.

regexp Regular expression that specifies the set of modem
scripts that might be executed. The first script name
that matches the argumeargexpwill be used.
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script connectionregexp
no script connection

To specify that a chat script start on a line any time a remote network
connection is made to a line, use $hept connectionline configuration
command. The&o form of this command disables this feature.

regexp Specifies the set of modem scripts that might be
executed. The first script name that matches the
argument regexp will be used.

script resetregexp
no script reset

To specify that a chat script start on a line any time the specified line is
reset, use thecript resetline configuration command. The form of
this command disables this feature.

regexp Specifies the set of modem scripts that might be
executed. The first script name that matches the
argument regexp will be used.

script startup regexp
no script startup

To specify that a chat script start on a line any time the router is powered
up, use thacript startup line configuration command. The form of
this command disables this feature.

regexp Specifies the set of modem scripts that might be
executed. The first script name that matches the
argumentegexpwill be used.

[no] service linenumber

To configure the router to display line number information after the
EXEC or incoming banner, use thervice linenumberglobal
configuration command. To disable this function, usenthform of this
command.
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session-limitsession-number
no session-limit

To set the maximum number of terminal sessions per line, use the
session-limitline configuration command. The form of this
command removes any specified session limit.

session-number Specifies the maximum number of sessions.

session-timeouminuteg output]
no session-timeout

To set the interval for closing the connection when there is no input or
output traffic, use theession-timeoutine configuration command. The
no form of this command removes the timeout definition.

minutes Specifies the time interval in minutes.

output (Optional) Specifies that when traffic is sent to an
asynchronous line from the router (within the
specified interval), the connection is retained.

show line[line-numbe}

To display a terminal line’s parameters, usesthew lineEXEC
command.

line-number  (Optional) Absolute line number of the line for
which you want to list parameters.

special-character-bits{ 7 | 8}

To configure the number of data bits per character for special characters
such as software flow control characters and escape characters, use the
special-character-bitsline configuration command.

7 Selects the 7-bit ASCII character set.
8 Selects the full 8-bit character set for special
characters.
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speedbps

To set the terminal baud rate, usegpeedine configuration command.
The command sets both the transmit (to terminal) and receive (from
terminal) speeds.

bps Baud rate in bits per second (bps); see the lines
speeds table in the terminal lines chapter of the
Router Products Command Referepoblication
for settings.

start-character ascii-number
no start-character

To define the character that signals the start of data transmission when
software flow control is in effect, use thtart-character line

configuration command. Theo form of thiscommand removes the
character.

ascii-number ASCII decimal representation of the start
character.
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start-chat regexp[aux O [dialer-strind]
no start-chat

To manually start a chat script, use st@rt-chat privileged EXEC
command. Tha&o form of the command stops the chat script.

regexp Specifies the name of a regular expression or
modem script to be executed. If there is more than
one script with a name that matches the argument
regexp the first script found will be used.

aux 0 (Optional) Indicates the line number on which to
execute the chat script. If you do not specify a line
number, the current line number is chosen. If the
specified line is busy, the script is not executed
and an error message appears. |fdiager-string
argument is specified, the line number (aux 0)
must be entered; it is not optional if you specify a
dialer string. This command functions only on
physical terminal (tty) lines. It does not function
on virtual terminal (vty) lines.

dialer-string  String of characters (often a telephone number) to
be sent to a DCE. If you enter a dialer string, you
must also specify the line number (aux 0), or the
chat scriptregexpwill not start.

stopbits{1| 1.5| 2}

To set the number of the stop bits transmitted per byte, ustoiblgits
line configuration command.

1 One stop bit.
1.5 One and one-half stop bits.
2 Two stop bits.
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stop-characterascii-number
no stop-character

To set the flow control stop character, usedstop-characterline
configuration command. Theo form of thiscommand removes the
character.

ascii-number ASCII decimal representation of the stop
character.

telnet break-on-ip

To configure the router to generate a hardware Break signal upon
receiving an Interrupt Process (IP) command, useethet break-on-ip
line configuration command.

telnet refuse-negotiations

To configure a line using Telnet to refuse to negotiate full-duplex, remote
echo options on incoming connections, uset¢hset
refuse-negotiationdine configuration command.

telnet speeddefault-speed maximum-speed

To allow the router to negotiate transmission speed of the line to a
connected device, use ttednet speedine configuration command.

default-speed Line speed (in bps) that the router will use if
the device on the other end of the connection
has not specified a speed.

maximum-speed Maximum speed (in bps) that the device on the
port will use.

telnet sync-on-break

To configure the router to cause an incoming connection to send a Telnet
synchronize signal when it receives a Telnet Break signal, useitie¢
sync-on-breakline configuration command.
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telnet transparent

To configure the router to send a carriage return (CR) as a CR followed
by a NULL instead of a CR followed by a line feed (LF), usetéheget
transparent line configuration command.

terminal-type terminal-name
no terminal-type

Use theterminal-type line configuration command to specify the type
of terminal connected to a line. Use tieeform of this command to
remove any information about the type of terminal and reset the line to
the default terminal emulation.

terminal-name Terminal name and type.

transport input {mop | telnet | nonég

To allow the system administrator to define which protocols to use to
connect to a specific line of the router, usetthasport input line
configuration command.

mop Selects the MOP protocol.

telnet Specifies all types of incoming TCP/IP
connections.

none Prevents any protocol selection on the line. This
makes the port unusable by incoming
connections.

transport output {telnet | none}

To determine the protocols that can be used for outgoing connections
from a line, use theransport output line configuration command.

telnet Selects the TCP/IP Telnet protocol. It allows a
user at one site to establish a TCP connection to
a login server at another site.
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none

Prevents any protocol selection on the line. The
system normally assumes that any unrecognized
command is a host name. If the protocol is set to
none, the system no longer makes that
assumption. No connection will be attempted if
the command is not recognized.

transport preferred {telnet| none

To specify the transport protocol the router uses if the user does not
specify one when initiating a connection, usetthasport preferred
line configuration command.

telnet

none

txspeedbps

Selects the TCP/IP Telnet protocol. It allows a
user at one site to establish a TCP connection to
a login server at another site.

Prevents any protocol selection on the line. The
system normally assumes that any unrecognized
command is a host name. If the protocol is set to
none the system no longer makes that
assumption. No connection will be attempted if
the command is not recognized.

To set the terminal transmit baud rate (to terminal), usxspeedline
configuration command.

bps

Baud rate in bits per second (bps); see the line
speeds table in the terminal lines chapter of the
Router Products Command Reference
publication for settings.
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vacant-messagéd message]d
no vacant-message

To display an idle terminal message, usevéeant-messagdine
configuration command. The command enables the banner to be
displayed on the screen of an idle terminal. Yéeant-message

command without any arguments restores the default messageo The
form of thiscommand removes the default vacant message or any other
vacant message that might have been set.

d (Optional) A delimiting character of your choice—a
pound sign (#), for example. You cannot use the
delimiting character in the banner message.

message (Optional) Vacant terminal message.

width characters

To set the terminal screen width, usewhdth line configuration
command. This command sets the number of character columns
displayed on the attached terminal.

characters Integer that specifies the number of character
columns displayed on the terminal.
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System Management Commands

This chapter describes the function and displays the syntax of commands
used to manage the router system and its performance on wuloet

For more information about defaults and usage guidelines, see the
corresponding chapter of tiouter Products Command Reference
publication.

aaa accounting{system| network | connection| exec| command
leve} { start-stop |

wait-start | stop-only} tacacs+
no aaa accounting system| network | connection| exec| command
leve}

To enable AAA accounting of requested services for billing or security
purposes when using TACACSH+, use #aa accountingglobal
configuration command. Use the form of this command to disable
accounting.

system Performs accounting for all system-level
events not associated with users, such as
reloads.

network Runs accounting for all nebrk-related

service requests, including SLIP, PPP, PPP
NCPs, and ARAP.

connection Runs accounting for outbound Telnet and
rlogin.
exec Runs accounting for Execs (user shells).

This keyword might return user profile
information such aautocommand
information.

command Runs accounting for all commands at the
specified privilege level.
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level

start-stop

wait-start

stop-only

Command level that should be accounted.
Valid entries ar® through 15.

Sends a start record accounting notice at the
beginning of a process and a stop record is
sent at the end of a process. The start
accounting record is sent in the baaknd.
The requested user process begins
regardless of whether or not the start
accounting record was received by the
accounting server.

As in start-stop, sends both a start and a
stop accounting record to the accounting
server. However, if you use thait-start
keyword, the requested user service does
not begin until the start accounting record is
acknowledged. A stop accounting record is
also sent.

Sends a stop record accounting notice at the
end of the requested user process.
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aaa authentication arap{default | list-namé method1...[method4]
no aaa authentication arap{ default | list-namé method1
[-..[methodq]

To enable an AAA authentication method for ARA users using
TACACSH, use th@aa authentication arapglobal configuration
command. Use theo form of the command to disable this
authentication.

default Uses the listed methods that follow this
argument as the default list of methods
when a user logs in.

list-name Character string used to name the following
list of authentication methods tried when a
user logs in.

method One of the keywords described in the table

“AAA Authentication ARAP Method
Descriptions.”

[no] aaa authentication enable defaultmethod]...[method4]

To enable AAA authentication to determine if a user can access the
privileged command level with TACACS+, use tiea authentication
enable defaultglobal configuration command. Use the form of the
command to disable this authorization method.

method At least one and up to four of the keywords
described in the table “AAA Authentication
Enable Default Method Descriptions.”

[no] aaa authentication local-override

To have the router check the local user database for authentication before
attempting another form of authentication, usedaha authentication
local-override global configuration command. Use the form of the
command to disable the override.
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[no] aaa authentication login{ default | list-namé method1l
[-..[methodq]

To set AAA authentication at login when using TACACS+, useatiee
authentication login global configuration command. Use tieform of
the command to disable AAA authentication.

default Uses the listed authentication methods that
follow this argument as the default list of
methods when a user logs in.

list-name Character string used to name the following
list of authentication methods tried when a
user logs in.

method At least one and up to four of the methods

described in the table “AAA Authentication
Login Method Descriptions.”

[no] aaa authentication ppp{default | list-namé method1
[-..[methodq]

To specify one or more AAA authentication methods for use on serial
interfaces running PPP when using TACACS+, usaiee
authentication ppp global configuration command. Use theform of

the command to disable authentication.

default Uses the listed authentication methods that
follow this argument as the default list of
methods when a user logs in.

list-name Character string used to name the following
list of authentication methods tried when a
user logs in.

method At least one and up to four of the methods

described in the table “AAA Authentication
PPP Method Descriptions.”
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aaa authorization{network | connection| exec| commandleve}
methods
no aaa authorization{ network | connection|exec| commandlevel

To set parameters that restrict a user'svoelt access based on
TACACS+ authorization, use tteaa authorization global

configuration command. To disable authorization for a function, use the
no form of the command.

network Performs authorization for all
network-related service requests;luding
SLIP, PPP, PPP NCPs, and ARAP.

connection Runs authorization for outbound Telnet and
rlogin.
exec Runs authorization to determine if the user

is allowed to run an EXEC shell. This
keyword might return user profile
information such aautocommand

information.

command Runs authorization for all commands at the
specified privilege level.

level Specific command level that should be
authorized. Valid entries afethrough 15.

methods The table “AAA Authorization Method

Descriptions” lists thenethodkeywords.

[no] aaa new-model

To enable the AAA access control model thatudes TACACS+, issue
the aaa new-modeblobal configuration command. Use the form of
the command to disable this functionality.
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aliasmode alias-name alias-command-line
no alias mode[alias-namé¢

To create a command alias, usedhas global configuration command.
Use theno form of this command to delete all aliases in a command
mode or to delete a specific alias, and to revert to the original command
syntax.

mode Command mode of the original and alias
commands. See the “Mode Argument
Options” table in th&kouter Roducts
Command Referengaublication for a list
of options for this argument.

alias-name Command alias.

alias-command-line Original command syntax.

[no] arap authentication { default | list-namé

To enable TACACS+ authentication for ARA on a line, usesatiag
authentication line configuration command. Use the form of the
command to disable authentication for an ARA line.

default Use the default list created with thaa
authentication arap command.

list-name Use the indicated list created with thea
authentication arap command.
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[no] buffers {small | middle | big | large | verylarge | huge | type
numbel{ permanent | max-free | min-free | initial } number

Use thebuffers global configuration command to make adjustments to
initial buffer pool settings and to the limits at which temporary buffers
are created and destroyed. Usertbéorm of this command to return the
buffers to their default size.

small

middle

big

large

verylarge

huge

type

number

permanent

max-free

Buffer size of this public buffer pool is
104 bytes.

Buffer size of this public buffer pool is
600 bytes.

Buffer size of this public buffer pool is
1524 bytes.

Buffer size of this public buffer pool is
5024 bytes.

Buffer size is of this public buffer pool
8188 hytes.

Default buffer size of this public buffer pool is
18024 bytes. This value can be configured
with thebuffers huge sizecommand.

Interface type of the interface buffer pool.
Value cannot bé&ddi.

Interface number of the interface buffer pool.

Number of permanent buffers that the system
tries to create and keep. Permanent buffers are
normally not trimmed by the system.

Maximum number of free or unallocated
buffers in a buffer pool.
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min-free Minimum number of free or unallocated
buffers in a buffer pool.

initial Number of additional temporary buffers that
are to be allocated when the system is
reloaded. This keyword can be used to ensure
that the system has necessary buffers
immediately after reloading in a high-traffic
environment.

number Number of buffers to be allocated.

[no] buffers huge sizenumber

Use thebuffers huge sizeglobal configuration command to dynamically
resize all huge buffers to the value you specify. Usathferm of this
command to restore the default buffer values.

number Number of buffers to be allocated

calendar sethh:mm:ss day month year
calendar sethh:mm:ss month day year

To set the Cisco 7000 series or Cisco 4500 series system calendar, use
the calendar setEXEC command.

hh:mm:ss  Current time in hours (military format), minutes,
and seconds.

day Current day (by date) in the month.

month Current month (by name).

year Current year (no abbreviation).
cdp enable

To enable CDP on an interface, usedtp enableinterface
configuration command. Use the form of this command to disable
CDP on an interface.
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cdp holdtime seconds
no cdp holdtime

To specify the amount of time the receiving device should hold a CDP
packet from your router before désding it, use thedp holdtime global
configuration command. Use the form of this command to revert to
the default setting.

seconds Specifies the hold time to be sent in the CDP
update packets.

cdp run

To enable CDP on your router, use tup run global configuration
command. Use theo form of this command to disable CDP.

cdp timer seconds
no cdp timer

To specify how often your router will send CDP updates, usedpe
timer global configuration command. Use theform of this command
to revert to the default setting.

seconds Specifies how often your router will send CDP
updates.

clear cdp counters

To reset CDP traffic counters to zero (0) on your router, usdgghecdp
countersprivileged EXEC command.

clear cdp table

To clear the table that contains CDP information about neighbors, use the
clear cdp tableprivileged EXEC command.
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[no] clock calendar-valid

To configure the Cisco 7000 series or Cisco 4500 series router as a time
source for a network based on its calendar, useldick calendar-valid

global configuration command. Use the form of this command to set

the router so that the calendar is not an authoritative time source.

clock read-calendar

To manually read the calendar into the Cisco 7000 series or Cisco 4500
series system clock, use tbleck read-calendarEXEC command.

clock sethh:mm:ss day month year
clock sethh:mm:ss month day year

To manually set the system clock, usedloek setEXEC command.

hh:mm:ss Current time in hours (military format), minutes, and

seconds.
day Current day (by date) in the month.
month Current month (by name).
year Current year (no abbreviation).
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clock summer-timezonerecurring [week day month hh:mm week day
month hh:mnjoffsei]

clock summer-timezonedate date month year hh:mm date month year
hh:mm][offse}

clock summer-timezonedate month date year hh:mm month date year
hh:mm][offse}

no clock summer-time

To configure the system to automatically switch to summer time
(daylight savings time), use one of the formats ofdbek

summer-time configuration command. Use the form of this

command to configure the router not to automatically switch to summer
time.

zone Name of the time zone (PDT, ...) to be displayed
when summer time is in effect.

week Week of the month (1 to 5 tast).

day Day of the week (Sunday, Monday, ...).

date Date of the month (1 to 31).

month Month (January, February, ...).

year Year (1993 to 2035).

hh:mm Time (military format) in hours and minutes.

offset (Optional) Number of minutes to add during daylight

savings time (default is 60).

clock timezonezonehours[minute$
no clock timezone

To set the time zone for display purposes,theelock timezoneglobal
configuration command. To set the time to Coordinated Universal Time
(UTC), use theno form of this command.

zone Name of the time zone to be displayed when
standard time is in effect.

hours Hoursoffset from UTC.

minutes (Optional) Minutes offset from UTC.
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clock update-calendar

To set the Cisco 7000 series or Cisco 4500 series calendar from the
system clock, use thiock update-calendarEXEC command.

custom-queue-listlist
no custom-queue-lisflist]

To assign a custom queue list to an interface, useugtem-queue-list
interface configuration command. To remove a specific list or all list
assignments, use the form of this command.

list Number of the custom queue list you want to assign
to the interface. An integer from 1 to 10.

[no] enable last-resort{ password| succeed

To specify what happens if the TACACS servers used bgrihble
command do not respond, use #mable last-resortglobal
configuration command. Theo form of this command restores the
default.

password Allows you to enable by entering the privileged
command level password.

succeed  Allows you to enable without further question.

enable passwordlevellevel [encryption-typgpassword
no enable passwordlevelleve]

To assign a password for the privileged command level, usntide
passwordglobal configuration command. The commaedable
passwordandenable-passwordare synonymous.

level level (Optional) Level for which the password applies.

encryption-  (Optional) Type of password encryption. Can be

type 0 or 7. 0 indicates that the password that follows
has not yet been encrypted. 7 indicates that the
password has been encrypted using
Cisco-proprietary encryjn.
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password Case-sensitive character string that specifies the
line password prompted for in response to the
EXEC commandnable The first character
cannot be a number. The string can contain any
alphanumeric characters, including spaces, up to
80 characters. You cannot specify fasswordn
the formatnumber-space-anythinghe space
after the number causes problems.

[no] enable use-tacacs

To enable use of the TACACS to determine whether a user can access
the privileged command level, use #mable use-tacacglobal
configuration command. Use the form of this command to disable
TACACS verification.

hostnamename

To specify or modify the host name for thewetk server, use the
hostnameglobal configuration command. The host name is used in
prompts and default configuration filenames. Shtupcommand
facility also prompts for a host name at startup.

name New host name for the network server; the name is
case sensitive.

[no] load-interval seconds

To change the length of time for which data is used to compute load
statistics, use thiwad-interval interface configuration command. Use
theno form of this command to revert to the default setting.

seconds  Length of time for which data is used to compute
load statistics. A value that is a multiple of thirty,
between 30 and 600 (30, 60, 90, 120, and so forth).
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[no] logging host

To log messages to a syslog server host, usedling global
configuration command. Theo form of this command deletes the syslog
server with the specified address from the list of syslogs.

host Name or IP address of the host to be used as a syslog
server.

[no] logging buffered

To log messages to an internal buffer, usddbging buffered global
configuration command. Theo form of this command cancels the use
of the buffer and writes messages to the console terminal, which is the
default.

logging consoldevel
no logging console

To limit messages logged to the console based on severity, use the
logging consolegglobal configuration command. The form of this
command disables logging to the console terminal.

level Limits the logging of messages displayed on the
console terminal to the named level. Sedgkel
keywords table for this command in tReuter
Products Command Referenmeblication.

logging facility facility-type
no logging facility

To configure the syslog facility in which error messages are sent, use the
logging facility global configuration command. To revert to the default
of local7, use thao form of this global configuration command.

facility-type  Syslog facility. See theacility-typekeywords
table for this command in tHeouter Roducts
Command Referengriblication.
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logging monitor level
no logging monitor

To limit messages logged to the terminal lines (monitors) based on
severity, use thebgging monitor global configuration command. This
command limits the logging messages displayed on terminal lines other
than the console line to messages with a level at or dbeskeTheno

form of this command disables logging to terminal lines other than the
console line.

level One of thdevel keywords. See thievel
keywords table for this command in the
Router Products Command Reference
publication.

[no] logging on

To control logging of error messages, useltiyging onglobal
configuration command. This command enables message logging to all
destinations except the console terminal. fibéorm of this command
enables logging to the console terminal only.

[no] logging synchronouqlevel severity-leve| all] [limit
number-of-buffers

To synchronize unsolicited messages and debug output with solicited
router output and prompts for a specific console port line, auxiliary port
line, or virtual terminal line, use thegging synchronousline
configuration command. The no form of this command disables the
synchronizing of messages.

level (Optional) Message severity level.

severity-level Messages with a severity level equal to
or higher than this value are printed
asynchronously. When specifying a
severity level number, consider that for
the logging system, low numbers
indicate greater severity and high
numbers indicate lesser severity. The
default value is 2.
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all (Optional) Specifies that all messages are
printed asynctonously, rgardless of the
severity level.

limit (Optional) Number of buffers to be

number-of-buffers queued for the terminal after which new
messages are dropped. The default value
is 20.

logging trap level
no logging trap

To limit messages logged to the syslog servers based on severity, use the
logging trap global configuration command. The command limits the
logging of error messages sent to syslog servers to only those messages
at the specified leveTTheno form of this command disables logging to
syslog servers.

level One of thdevelkeywords. See thevelkeywords
table for this command in tHeouter Roducts
Command Referengrublication.

[no] login authentication {default | list-namé

To enable TACACS+ authentication for logins, useltiygn
authentication line configuration command. Use the form of the
command to return to the default.

default Uses the default list created with thaa
authentication login command.

list-name Uses the indicated list created with Haa
authentication login command.
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ntp access-groug query-only | serve-only| serve| peer}
access-list-number
no ntp access-groud query-only | serve-only|serve|peer}

To control access to the system’s Network Time Protocol (NTP)
services, use thetp access-groupglobal configuration command. To
remove access control to the system’s NTP services, use foem of
this command.

query-only  Allows only NTP control queries. See RFC 1305
(NTP Version 3).

serve-only Allows only time requests.

serve Allows time requests and NTP control queries, but
does not allow the system to synchronize to the
remote system.

peer Allows time requests and NTP control queries and
allows the system to synchronize to the remote
system.

access-list-  Number (1 to 99) of a standard IP access list.
number

[no] ntp authenticate

To enable NTP authentication, use tip authenticate global
configuration command. Use the form of this command to disable the
feature.

ntp authentication-key numbemd5 value
no ntp authentication-keynumber

To define an authentication key for Network Time Protocol (NTP), use
thentp authentication-key global configuration command. Use the
form of this command to remove the authentication key for NTP.

number Key number (1 to 42857295).
value Key value (an arbitrary string of up to eight
characters).
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ntp broadcast [versionnumbet
no ntp broadcast

To specify that a specific interface should send Network Time Protocol
(NTP) broadcast packets, use ttip broadcastinterface configuration
command. Use theo form of this command to disable this capability.

version (Optional) Number from 1 to 3 indicating the NTP
number version.

ntp broadcast client
no ntp broadcast client

To allow the system to receive NTP broadcast packets on an interface,
use thentp broadcast clientcommand. Use theo form of this
command to disable this capability.

ntp broadcastdelaymicroseconds
no ntp broadcastdelay

To set the estimated round-trip delay between the router andhvaiitet
Time Protocol (NTP) broadcast server, usertipebroadcastdelay
global configuration command. Use the form of this command to
revert to the default value.

microseconds Estimated round-trip time (in microseconds) for
NTP broadcasts. The range is from B89999.
The default is 3000.

ntp clock-period value

Do not enter this command,; it is documented for informational purposes
only. The system automatically generates this command as Network
Time Protocol (NTP) determines the cloakag and compensates.

As NTP compensates for the error in the system clock, it keeps track of
the correction factor for this error. The system automatically saves this
value into the system configuration using ttp clock-period global
configuration command. The system usesrihéorm of this command

to revert to the default.
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ntp disable
no ntp disable

To prevent an interface from receiving Network Time Protocol (NTP)
packets, use thep disableinterface configuration command. To enable
receipt of NTP packets on an interface, usenthform of this interface
configuration command.

[no] ntp master [stratumnj

To configure the router as an NTP master clock to which peers
synchronize themselves when an external NTP source is not available,
use thentp master global configuration command. To disable the master
clock function, use theo form of this command.

stratum (Optional) Number from 1 to 15. Indicates the NTP
stratum number that the system will claim.

ntp peerip-addresqversion numbet [key keyid [sourceinterfacd
[prefer]
no ntp peerip-address

To configure the router’s system clock to synchronize a peer or to be
synchronized by a peer, use tip peer global configuration command.
To disable this capability, use the form of this command.

ip-address IP address of the peer providing, or being provided,
the clock synchronization.

version (Optional) Defines the Network Time Protocol
(NTP) version number.

number (Optional) NTP version number (1 to 3).
key (Optional) Defines the authentication key.

keyid (Optional) Authentication key to use when sending
packets to this peer.
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source (Optional) Identifies the interface from which to pick
the IP source address.

interface  (Optional) Name of the interface from which to pick
the IP source address.

prefer (Optional) Makes this peer the preferred peer that
provides synchronization.

ntp serverip-addresgversion numbe} [key keyid [sourceinterfacd
[prefer]
no ntp serverip-address

To allow the router’'s system clock to be synchronized by a time server,
use thentp server global configuration command. To disable this
capability, use theo form of this command.

ip-address IP address of the time server providing the clock
synchronization.

version (Optional) Defines the Network Time Protocol
(NTP) version number.

number (Optional) NTP version number (1 to 3).
key (Optional) Defines the authentication key.

keyid (Optional) Authentication key to use when sending
packets to this peer.

source (Optional) Identifies the interface from which to pick
the IP source address.

interface  (Optional) Name of the interface from which to pick
the IP source address.

prefer (Optional) Makes this server the preferred server that
provides synchronization.
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ntp sourceinterface
no ntp source

To use a particular source address in Network Time Protocol (NTP)
packets, use thatp sourceglobal configuration command. Use the
form of this command to remove the specified source address.

interface Any valid system interface name.

[no] ntp trusted-key key-number

To authenticate the identity of a system to which Network Time Protocol
(NTP) will synchronize, use thatp trusted-key global configuration
command. Use theo form of this command to disable authentication of
the identity of the system.

key-number Key number of authentication key to be trusted.

[no] ntp update-calendar

To periodically update the Cisco 7000 series calendar from Network
Time Protocol (NTP), use thitp update-calendarglobal configuration
command. Use theo form of this command to disable this feature.

ping [protocol { host| addres}

Use theping (packet internet groper) user or privileged EXEC or user
command to diagnose basic network connectivithpollo, AppleTalk,
CLNS, DECnet, IP, Novell IPX, VINES, or XNS networks.

protocol (Optional) Protocol keyword—one apollo,
appletalk, cns, decnet ip, ipx, vines, orxns.

host Host name of system to ping.

address Address okystem to ping.
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ppp authentication {chap | pap} [if-needed [list-nam§
no ppp authentication

To enable Challenge Handshake Authentication Protocol (CHAP) or
Password Authentication Protocol (PAP) and to enable an AAA
authentication method on an interface, usepthe authentication
interface configuration command. Use tieeform of the command to
disable this authentication.

chap Enables CHAP on a serial interface.
pap Enables PAP on a serial interface.
if-needed (Optional) Used with TACACS and

extended TACACS. Does not perform
CHAP or PAP authentication if the user has
already provided authentication. This
option is available only on asynchronous
interfaces.

list-name (Optional) Used with AAA/TACACS+.
Specifies the name of a list of AAA
methods of authentication to use. If no
listname is specified, the system uses the
default. Lists and default are created with
theaaa authentication pppcommand.

ppp use-tacacgsingle-ling]
no ppp use-tacacs

To enable TACACS for PPP authentication, usepihye use-tacacs
interface configuration command. Use tieeform of this command to
disable TACACS for PPP authentication.

single-line  (Optional) Accept the username and password in the
username field. This option applies only when using
CHAP authentication.
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priority-group list
no priority-group

To assign the specified priority list to an interface, use the
priority-group interface configuration command. Use tieform of
this command to remove the specifi@ibrity-group assignment.

list Priority list number assigned to the interface.

[no] priority-list list-numberdefault { high | medium | normal | low}

To assign a priority queue for those packets that do not match any other
rule in the priority list, use theriority-list default global configuration
command. Use theo form of this command to return to the default or
assignnormal as the default.

list-number Arbitrary integer between 1 and
10 that identifies the priority list
selected by the user.

high | medium | normal |low  Priority queue level.

[no] priority-list list-numberinterface interface-type interface-number
{high | medium | normal | low}

To establish queuing priorities on packets entering from a given
interface, use theriority-list interface global configuration command.
Use theno form of this command with the appropriate arguments to
remove an entry from the list.

list-number Arbitrary integer between 1 and
10 that identifies the priority list
selected by the user.

interface-type Name of the interface.
interface-number Number of the specified
interface.

high | medium | normal |low  Priority queue level.
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priority-list list-numberprotocol protocol-name high | medium |
normal | low} queue-keyword keyword-value
no priority-list list-numberprotocol

To establish queuing priorities basagbn the protocol typeise the
priority-list protocol global configuration command. Use theform
of this command with thappropriate list number to remove an entry
from the list.

list-number Arbitrary integer between 1 and
10 that identifies the priority list
selected by the user.

protocol-name Specifies the protocol type:
aarp, arp, apollo, appletalk,
bridge (transparent)lIns,
clns_esclns_is
compressedtcpcmns decnet
decnet_nodedecnet_router-11,
decnet_router-12, ip, ipx,
pad, rsrb, stun, vines xns, and
x25.

high | medium | normal |low  Priority queue level.

gueue-keyword keyword-value Possible queue keywords are
fragments, gt, It, list, tcp, and
udp. See the queue keywords
table for this command in the
Router Products Command
Referenceublication.
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priority-list list-numberqueue-limit high-limit medium-limit
normal-limit low-limit
no priority-list list-numberqueue-limit

To specify the maximum number of packets that can be waiting in each
of the priority queues, use tpeority-list queue-limit global

configuration command. Theo form of this command selects the

normal queue.

list-number Arbitrary integer between 1 and
10 that identifies the priority list
selected by the user.

high-limit medium-limit Priority queue maximum

normal-limit low-limit length. A value of O for any of
the four arguments means that
the queue can be of unlimited
size for that particular queue.

[no] priority-list list-numberstun { high | medium | normal | low}
addressgroup-number address

To establish queuing priorities based on the address of the serial link on
a STUN connection, use tipeiority-list stun global configuration
command. Use theo form of this command with the appropriate
arguments to remove an entry from the list.

list-number Arbitrary integer between 1 and
10 that identifies the priority list
selected by the user.

high | medium | normal |low  Priority queue level.
address Required keyword.

group-number Group nunber used in thetun
group command.
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address Address of the serial link. The
format of the address is either a
1-byte hex value (for example,
C1) for an SDLC link or one
that is specified by thgtun
schemaglobal configuration
command.

[no] privilege modelevellevelcommand

To set the privilege level for a command, useptigilege levelglobal
configuration command. Use the no form of this command to revert to
default privileges for a given command.

mode Configuration mode. See the mode argument options
table in the description of trdiascommand in the
Router Products @mmand Referengrublication
for a list of acceptable options.

level Privilege level to be associated with the specified
command. You can specify up to sixteen privilege
levels, using numbers 0 through 15.

command Command to which privilege level is associated.

[no] privilege levellevel

To set the default privilege level for a line, use hgilege levelline
configuration command. Use the form of this command to restore the
default user privilege level to the line.

level Privilege level to be associated with the specified
line.
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[no] prompt string

To customize the router prompt, use pinempt global configuration
command. To revert to the default router prompt, usaaterm of this
command.

string Router prompt. It can consist of all printing
characters and the escape sequences listed in the
“Custom Router Prompt Escape Sequences” table in
theRouter Products Command Reference
publication.

[no] queue-listlist-numberdefault queue-number

To assign a priority queue for those packets that do not match any other
rule in the queue list, use thheeue-list defaultglobal configuration
command. To restore the default value, usexthimrm of this command.

list-number Number of the queue list. An integer from 1
to 10.
queue-number Number of the queue. An integer from 1 to 10.

queue-listlist-numberinterface interface-type interface-number
queue-number
no queue-listlist-numberinterface queue-number

To establish queuing priorities on packets entering on an interface, use
the queue-list interfaceglobal configuration command. To remove an
entry from the list, use theo form of this command.

list-number Number of the queue list. An integer from 1
to 10.

interface-type Required argument that specifies the name of
the interface.

interface-number Number of the specified interface.
queue-number  Number of the queue. An integer from 1 to 10.
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queue-listlist-numberprotocol protocol-name queue-number

queue-keyword keyword-value

no queue-listlist-numberprotocol protocol-name

To establish queuing priority based upon the protocol type, use the
queue-listprotocol global configuration command. Use theform of
this command with the appropriate list number to remove an entry from

the list.

list-number

protocol-name

gueue-number

Number of the queue list. An
integer from 1 to 10.

Required argument that
specifies the protocol type:
aarp, arp, apollo, appletalk,
bridge (transparent)ins,
clns_esclns_is
compressedtcpcmns decnet
decnet_node
decnet_router-I1,
decnet_router-12 ip, ipx, pad,
rsrb, stun, vines, xns, andx25.

Number of the queue. An
integer from 1 to 10.

gueue-keyword keyword-value Possible keywords aig, It,
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[no] queue-listlist-numberqueuequeue-numbebyte-count
byte-count-number

To designate the byte size allowed per queue, usguihige-list queue
byte-countglobal configuration command. To return the byte size to the
default value, use theo form of this command.

list-number Number of the queue list. An integer from
1to 10.

gueue-number Number of the queue. An integer from
1to 10.

byte-count-number Specifies the lower boundary on how many
bytes the system allows to be delivered
from a given queue during a particular
cycle.

[no] queue-listlist-numberqueuequeue-numbelimit limit-number

To designate the queue length limit for a queue, usgutaee-list queue
limit global configuration command. To return the queue length to the
default value, use theo form of this command.

list-number Number of the queue list. An integer from 1
to 10.

gueue-number Number of the queue. An integer from 1
to 10.

limit-number Maximum number of packets which can be

queued at any time. Range is 0 to 32767
gueue entries.
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[no] queue-listlist-numberstun queue-numbeaddressgroup-number
address-number

To establish queuing priorities based on the address of the serial link on
a STUN connection, use tlggieue-liststun global configuration

command. Use theo form of this command with the appropriate
arguments to remove an entry from the list.

list-number Number of the queue list. An integer from 1
to 10.

queue-number  Queue number in the range from 1 to 10.
address Required keyword.

group-number  Group nunber used in thetun group
command.

address-number Address of the serialdk. The format of the
address is either a 1-byte hex value (for
example, C1) for an SDLC link or one that is
specified by thestun schemaconfiguration
command.

scheduler-interval milliseconds
no scheduler-interval

To control the maximum amount of time that can elapse without running
the lowest-priority system processes, usestfeeduler-interval global
configuration command. Theo form of this command restores the
default.

milliseconds Integer that specifies the interval, in
milliseconds. The minimum interval that you
can specify is 500 milliseconds; there is no
maximum value.

[no] service exec-wait

To delay the startup of the EXEC on noisy lines, usedieice
exec-waitglobal configuration command. Use the form of this
command to disable this feature.
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[no] service nagle

To enable the Nagle congestion control algorithm, ussghace nagle
global configuration command. Use the form of this command to
disable this feature.

[no] service password-encryption

To encrypt passwords, use tervice password-encryptiorglobal
configuration command. Use the form of this command to disable this
service.

[no] service tcp-keepalivegin | out}

To generate keepalive packets on idle network connections, use the
servicetcp-keepalivesglobal configuration command. Tie form of
this command with the appropriate keywordathles the keepalives.

in Generates keepalives on incoming connections
(initiated by remote host).

out Generates keepalives on outgoing connections
(initiated by a user).

[no] service telnet-zero-idle

To set the TCP window to zero (0) when the Telnet connection is idle,
use theservice telnet-zero-idleglobal configuration command. Use the
no form of this command to disable this feature.
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service timestampgtypeuptime]
service timestampdypedatetime [mseq [localtime] [show-timezoné
no service timestampgtypg

To configure the system to timestamp debugging or logging messages,
use one of theervice timestampgylobal configuration commands. Use
theno form of this command to disable this service.

type (Optional) Type of message to timestamp:
debug or log.

uptime (Optional) Timestamp with time since the
system was rebooted.

datetime Timestamp with the date and time.

msec (Optional) Include milliseconds with the date
and time.

localtime (Optional) Timestamp relative to the local
time zone.

show-timezone (Optional) Include the time zone name in the
timestamp.

show aliase§modg

To display all alias commands, or the alias commands in a specified
mode, use thehow aliase€EXEC command.

mode (Optional) Command mode. See the mode argument
options table in the description of thkas command
for acceptable options for tteodeargument.
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show buffersfall | alloc [dump]]
show buffers interface[type numbefalloc [dump]]]

Use theshow buffersEXEC command to display statistics for the buffer
pools on the network server.

all

alloc

dump

interface [type
numbet

show calendar

(Optional) Displays all public and interface
pool information.

(Optional) Displays a brief listing of all
allocated buffers. Whealloc is specified
afterinterface type numberdisplays a brief
listing of buffers allocated for that interface.

(Optional) Dumps all allocated buffers.
This keyword must be used with takoc
keyword, not by itself. Whealloc dumpis
specified aftemterface type number
dumps buffers allocated for that interface.

(Optional) Displays all interface pool
information. If the specified interfadgpe
andnumberhas its own buffer pool,
displays nformaion for that pool. Value of
typecan beethernet, serial, ortokenring.

To display the calendar hardware setting for the Cisco 7000 series or
Cisco 4500 series, use thleow calendarEXEC command.

show cdp

To display global CDP information, including timer and hold-time
information, use thehow cdpprivileged EXEC command.
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show cdp entryentry-namgprotocol | version]

To display information about a neighbor device listed in the CDP table,
use theshow cdp entryprivileged EXEC command.

entry-name  Name of neighbor about which you want
information.

protocol (Optional) Limits the display to information about
the protocols enabled on a device.

version (Optional) Limits the display to information about
the version of software running on the device.

show cdp interface[type humbgr

To display information about the interfaces on which CDP is enabled,
use theshow cdp interfacecommand.

type (Optional) Type of interface about which you want
information.

number  (Optional) Number of the interface about which
you want informabn.

show cdp neighborqinterface-type interface-numtiddetail]

To display information about neighbors, useshew cdp neighbors
privileged EXEC command.

interface-type (Optional) Type of the interface connected to
the neighbors about which you want
information.

interface-number (Optional) Number of the interface
connected to the neighbors about which you
want information.

detail (Optional) Displays detailed information
about a neighbor (or neighbors) including
network address, enabled protocols, hold
time, and software version.
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show cdp traffic

To display traffic information from the CDP table, use shew cdp
traffic privileged EXEC command.

show clock[detail]

To display the system clock, use gt@w clockEXEC command.

detail (Optional) Indicates the clock source (NTP, VINES,
7000 calendar, and so forth) and the current
summertime setting (if any).

show environment

Use theshow environmentEXEC command to display temperature and
voltage information on the AGS+ and Cist@00 series console.

show environment all

Use theshow environmentall EXEC command to display temperature
and voltage information on the Cisco 7000 series console.

show environment last

After a shutdown occurs due to detection of fatal environmental margins,
use theshow environment laste XEC command to display the last
measured value from each of six test points on the CSC-ENVM (on the
AGS+) or the route processor (RP) (on the Cisco 7000 series).

show environment table

Use theshow environment tableEXEC command to display
environmental measurements and a table that lists the ranges of
environment measurement that are within specification. This command
is available on the Cisco 7000 series only.
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show logging

Use theshow loggingEXEC command to display the state of syslog
error and event logging, including host addresses, and whether console
logging is enabled, and also to display Simple Network Management
Protocol (SNMP) configuration parameters and protocol activity.

show memory[typq [free]

Use theshow memoryEXEC command to show statistics about the
router's memory, including memory free pool statistics.

type (Optional) Memory type to display (processor,
multibus, io, sram). If type is not specified, statistics
for all memory types present in the router will be
displayed.

free (Optional) Displays free memory statistics.

show ntp associationgdetail]

To show the status of Network Time Protocol (NTP) associations, use the
show ntp association&€XEC command.

detail (Optional) Shows detailediformation about each
NTP association.

show ntp status

To show the status of Network Time Protocol (NTP), useskimav ntp
statusEXEC command.

show privilege

To display your current level of privilege, use g@w privilegeEXEC
command.
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show processefcpu]

Use theshow processeEXEC command to display information about
the active processes.

cpu (Optional) Displays detailed CPU utilization
statistics.

show processes memory

Use theshow processememory EXEC command to show memory
utilization.

show protocols

Use theshow protocolsEXEC command to display the global and
interface-specific status of any configured Level 3 protocol; for example,
IP, DECnet, IPX, AppleTalk, and so forth.

show queueingcustom | priority ]

To list the current state of the queue lists, useshizev queueing
privileged EXEC command.

custom (Optional) Shows status of custom queue lists.
priority (Optional) Shows status of priority lists.

show snmp

To check the status of communications between the SNMP agent and
SNMP manager, use tisdow snmpEXEC command.

show stacks

Use theshow stacksEXEC command to monitor the stack utilization of
processes and interrupt routines, including the reason for the last system
reboot; if the system was reloaded because of a system failure, a saved
system stack trace is displayed.
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[no] snmp-server access-lidtst-number

To set up an access list that determines which hosts can send requests to
the network server, use themp-server access-ligjlobal configuration
command. Use theo form of this command to remove the specified
access list.

list-number  Integer from 1 to 99 that specifies an IP access list
number.

snmp-server access-policgestination-partysource-partycontext
privileges
no snmp-server access-policgestination-party source-party context

To create or update an access policy, ussrthg-server access-policy
global configuration command. To remove the specified access policy,
use theno form of this command.

destination-party Name of a previously defined party identified
as the destination party or target for this
access policy. This name serves as a label
used to reference a record defined for this
party through thenmp-server party
command. A destination party performs
management operations that are requested by
a source party.

source-party Name of a previously defined party identified
as the source party or subject for this access
policy. This name serves as a label used to
reference a record defined for this party
through thesnmp-server party command. A
source party sends communications to a
destination party requesting the destination
party to peform management operations.
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context Name of a previously defined context that
defines the resources for the access policy.
This name serves as a label used to reference
a record defined for this context through the
snmp-server contextcommand. A context
identifies object resources accessible to a
party.

privileges Bit mask representing the access privileges
that govern the management operations that
the source party can ask the destination party
to perform. Use decimal or hexadecimal
format to specify privileges as a sum of
values in which each value specifies an
SNMP PDU type that the source party can
use to request an operation. The decimal
values are defined as follows:

e Get=1
e GetNext=2

* Response =4

e Set=8
* SNMPv1-Trap = 16
» GetBulk =32

* SNMPv2-Trap = 128

snmp-server chassis-idext
no snmp-server chassis-id

To provide a message line identifying the SNMP server serial number,
use thesnmp-server chassis-idjlobal configuration command. Use the
no form of this command to remove the message line.

text Message you want to enter to identify the chassis
serial number.
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snmp-server communitystring[RO | RW] [numbet}
no snmp-server communitystring

To set up the community access string to permit access to the SNMPv1
protocol, use thenmp-server communityglobal configuration

command. Tha&o form of this command removes the specified
community string. Thao snmp-servercommand disables both versions

of SNMP (SNMPv1 and SNMPv2).

string Community string that acts like a password and
permits access to the SNMP protocol.

RO (Optional) Specifies read-only access. Authorized
management stations are only able to retrieve MIB
objects. The default RO.

RwW (Optional) Specifies read-write access. Authorized
management stations are able to both retrieve and
modify MIB objects.The default iRO.

number (Optional) Integer from 1 to 99 that specifies an
access list of IP addresses that may use the
community string to gain access to the SNMPv1
agent.

snmp-server ontact text
no snmp-server contact

To set the system contact (syscontact) string, useniing-server
contact global configuration command. Use the form of this
command to remove the system contact information.

text String that describes the system contaftiimaion.
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snmp-server contextcontext-nameontext-oidview-name
no snmp-server contexcontext-name

To create or update a context record, usstigp-server contexiglobal
configuration command. To remove a specific context entry, usethe

form of thiscommand.

context-name

context-oid

view-name

Name of the context to be created or updated.
This name serves as a label used to reference
a record for this context.

Object identifier to assign to the context.
Specify this value in dotted decimal notation,
with an optional text identifier; for example,
1.3.6.1.6.3.3.1.4.131.108.45.11.1(==
initialContextld.131.108.45.11.1).

Name of a previously defined view. The view
defines the objects available to the context.

snmp-server hostaddress community-strifgnmp] [tty]
no snmp-server hostddress community-string

To specify the recipient of an SNMP trap operation, userthm-server
host global configuration command. The form of this command
removes the specified host.

address

community-string

snmp

tty

Name or IP address of the host.

Password-like communitstring to send with
the trap operation.

(Optional) Enables the SNMP traps defined
in RFC 1157.

(Optional) Enables Cisco enterprise-specific
traps when a TCP connection closes.
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snmp-server locationtext
no snmp-server location

To set the system location string, useghep-server locationglobal
configuration command. Use the form of this command to remove the
location string.

text String that describes the system location
information.

snmp-server packetsizéoyte-count
no snmp-server packetsize

To specify the largest SNMP packet size permitted when the SNMP
server is receiving a request or generating a reply, usnthp-server
packetsizeglobal configuration command. Use the form of this
command to restore the default value.

byte-count Integer byte count from 484 8192.

snmp-server party party-nameparty-oid[protocol-addresk
[packetsizesizq [local | remotd [authentication
{md5 key[clock clocK [lifetime lifetim¢g | snmpv1string}]
no snmp-server partypartyname

To create or update a party record, usestimap-server party global
configuration command. To remove a specific party entry, usecdhe
form of this command.

party-name Name of the party characterized by the
contents of the record. This name serves as a
label used to reference the party record that
you are creating or modifying.

party-oid Object identifier to assign to the party. Specify
this value in dotted decimal notation, with an
optional text identifier; for example,
1.3.6.1.6.3.3.1.3.131.108.34.54.1 (=
initialPartyld.131.108.34.54.1)
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protocol-address (Optional) Address of the protocol that the

packetsizesize

local | remote

authentication

md5 key

clock clock

lifetime lifetime

snmpvlstring

party record pertains to. Currently the only
supported protocol is UDP, so this value
specifies a UDP address in the forradi.c.d
port. In future releases, additional protocols
will be supported. This value is used to specify
the destination of trap messages.

(Optional) Maximum size in bytes of a
message that this party is able to receive. By
default, the packet size set throubk
snmp-server packetsiz&ommand is used.

(Optional) Indicates that the party is local or
remote. If neitheftocal norremoteis
specified, a default value @dcal is assumed.

(Optional) Indicates that the party uses an
authentication protocol. If specified, either
md>5 or snmpv1lis required.

(Optional) Indicates that the party uses the
Message Digest algorithm MD5 for message
authentication. Imd5 is specified, you must
also specify a 16-byte hexadecimal ASCII
string representing the MD5 authentication
key for the party.

(Optional) Initial value of the authentication
clock.

(Optional) Lifetime, in seconds, that
represents the upper bound on acceptable
delivery delay for messages generated by the

party.
(Optional) Community string. The keyword

snmpvlindicates that the party uses
community-based authentication.

All messages sent to this party will be
authenticated using the SNMPv1 community
string specified bwtring instead of MD5.

System Management Commands




snmp-server queue-lengtiength

To establish the message queue length for each trap host, use the
snmp-server queue-lengttglobal configuration command.

length Integer that specifies the number of trap events that
can be held before the queue must be emptied.

[no] snmp-server system-shutdown

To use the SNMP message reload feature, usenthe-server
system-shutdownglobal configuration command. The form of this
command prevents an SNMP system-shutdown request (from an SNMP
manager) from resetting the Cisco agent.

[no] snmp-server trap-authentication[snmpv1l | snmpv2

To establish trap message authentication, usenimp-server
trap-authentication global configuration command. To remove
message authentication, use mileesnmp-server trap-authentication
command.

snmpvl (Optional) Indicates that SNMP authentication traps
will be sent to SNMPv1 management stations only. If
no keyword is specified, trap message authentication
is turned on by default. In this case, messages are
sent to the host that is specified though the
snmp-server hosttcommand and to any SNMP
stations configured through access policies to receive
trap messages.

snmpv2 (Optional) Indicates that SNMP authentication traps
will be sent to SNMPv2 management stations only. If
no keyword is specified, trap message authentication
is turned on by default. In this case, messages are
sent to the host that is specified though the
snmp-server hosttcommand and to any SNMP
stations configured through access policies to receive
trap messages.
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snmp-server trap-sourceinterface
no snmp-server trap-source

To specify the interface (and hence the corresponding IP address) that an
SNMP trapshould originate from, use tlsamp-server trap-source

global configuration command. Use the form of this command to

remove the source designation.

interface  Interface from which the SNMP trap originates. The
argument includes the interface type and number in
platform-specific syntax.

snmp-server trap-timeoutseconds

To define how often to try resending trap messages on the retransmission
gueue, use thenmp-server trap-timeout global configuration
command.

seconds Integer that sets the interval, in seconds, for
resending the messages.

snmp-server useriduser-id[view view-namg¢[RO | RW]
[passwordpasswordl
no snmp-server useriduser-id

To create or update an SNMPV2 security context using the simplified
security conventions method, use #menp-server useridglobal
configuration command. Theo form of this command removes the
specified security context.

user-id User ID name that identifies an approved
SNMPv2 user. The user ID represents a set
of security information for this user. This
value can identify a particular user of the
system or a background process.
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view view-name (Optional) View to be used for this security
context. The argumeriew-namenust be
the name of a predefined view. For
authenticated users, defaults to the
predefined vieweverything For users who
are not authenticated, defaults to the
predefined viewestricted

RO (Optional) Specifies read-only access.This
is the default for unauthenticated users.

RW (Optional) Specifies read-write access. This
is the default for authenticated users.

passwordpassword (Optional) If specified, indicates that this is
an authenticated user, and defines the
password used to authenticate the user. The
password must be at least eight characters
long.

snmp-server viewview-nameoid-tree{included | excluded
no snmp-server viewiew-name

To create or update a view entry, useshmp-server viewglobal
configuration command. To remove the specified SNMP server view
entry, use th@o form of this command.

view-name Label for the view record that you are
updating or creating. The name is used to
reference the record.

oid-tree Object identifier of the ASN.1 subtree to
be included or excluded from the view. To
identify the subtree, specify a text string
consisting of numbers, suchh8.6.2.4or
a word, such asystemReplace a single
subidentifier with the asterisk (*) wildcard
to specify a subtree family; for example
1.3.*4.

included | excluded Type of view. Eitheincluded orexcluded
is required.
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tacacs-server attemptsount
no tacacs-server attempts

To control the number of login attempts that can be made on a line set up
for TACACS verification, use theacacs-server attemptglobal
configuration command. Use the form of this command to remove

this feature and restore the default.

count Integer that sets the number of attempts.

tacacs-server authenticatd connection[always | enable| slip
[alwayd [access-listh

To specify that the network or router must respioiditating whether

the user may perform an action when the user attempts to perform the
action, use thécacs-server authenticateglobal configuration
command.

connection Configures a required response when a user
makes a TCP connection.

always (Optional) Performs authentication even when a
user is not logged in. This option only applies to
theconnectionor slip keywords.

enable Configures a required response when a user
enters thenablecommand.

slip Configures a required response when a user
starts a SLIP or PPP session.

access-lists (Optional) Requests and installs access lists.
This option only applies to thaip keyword.

[no] tacacs-server extended

To enable an extended TACACS mode, usdabacs-server extended
global configuration command. Use the form of this command to
disable the mode.
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[no] tacacs-server hoshame

To specify a TACACS host, use ttecacs-server hosglobal

configuration command. You can use multifdeacs-server host
commands to specify multiple hosts. The software searches for the hosts
in the order you specify them. The form of this command deletes the
specified name or address.

name Name or IP address of the host.

[no] tacacs-server last-resor{ password| succeed

To cause the network server to request the privileged password as
verification, or to force successful login without further input from the
user, use theacacs-server last-resorglobal configuration command.
Theno form of this command restores the system to the default behavior.

password Allows the user to access the EXEC command mode
by entering the password set thye enable
command.

succeed  Allows the user to access the EXEC command mode
without further question.

tacacs-server notify{ connection[alwaysq | enable| logout [alwayq |
slip [alwayd}

Use thetacacs-server notifyglobal configuration command to cause a
message to be transmitted to the TACACS server, with retransmission
being performed by a background pees for up to 5 minutes.

connection Specifies that a message be transmitted
when a user makes a TCP connection.

always (Optional) Sends a message even when a
user is not logged in. This option applies
only to SLIP or PPP sessions and can be
used with theonnection logout, orslip
keywords.
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enable Specifies that a message be transmitted
when a user enters tk@ablecommand.

logout Specifies that a message be transmitted
when a user logs out.

slip Specifies that a message be transmitted
when a user starts a SLIP or PPP session.

[no] tacacs-server optional-passwords

To specify that the first TACACS request to a TACACS server be made
without password verification, usbetacacs-server
optional-passwordsglobal configuration command. Use th@form of

this command to restore the default.

tacacs-server retransmitretries
no tacacs-server retransmit

To specify the number of times the router software will search the list of
TACACS server hosts before giving up, usetdmacs-server

retransmit global configuration command. The form of this

command restores the default.

retries Integer that specifies the retransmit count. The
router software will try all servers, allowing each
one to time out before increasing tiegries count.

tacacs-server timeoutseconds
no tacacs-server timeout

To set the interval that the server waits for a server host to reply, use the
tacacs-server timeoufglobal configuration command. The form of
this command restores the default.

seconds Integer that specifies the timeout interval in
seconds.
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test flash

To test Flash nraory on MCl and ENVM Flash EPROM interfacese
thetestflash EXEC command.

test interfaces

To test the system interfaces on the modular router, useghe
interfaces EXEC command.

test memory

To perform a test of Multibus memory (including nonvolatile memory)
on the AGS+ router, use thest memory EXEC command.

trace [protocol [destination

Use thetrace privileged EXEC command to discover the routes the
router’s packets will actually take when traveling to their destination.

protocol (Optional) Protocols that can be used @ppletalk,
clns, ip andvines

destination (Optional) Destination address or host name on the
command line. The default parameters for the
appropriate protocol are assumed and theing
action begins.

trace [protocol [destination

Use thetrace EXEC command to discover the IP routes the router’s
packets will actually take when traveling to their destination.

protocol (Optional) Protocols that can be used @ppletalk,
clns, ip andvines

destination (Optional) Destination address or host name on the
command line. The default parameters for the
appropriate protocol are assumed and taeitig
action begins.

System Management Commands




usernamename[nopassword| passwordencryption-type password
usernamenamepasswordsecret
usernamename|access-clasaumbet
usernamename[autocommandcommangl
usernamename[noescapé[nohangup

To establish a username-based authentication system at login, even
though your network cannot support a TACACS servicethse
usernameglobal configuration command.

name

nopassword

password

encryption-type

password

secret

Host name, server name, user ID, or command
name.

(Optional) Specifies that no password is
required for this user to log in. This is usually
most useful in combination with the
autocommandkeyword.

(Optional) Specifies a possibly encrypted
password for this username.

(Optional) A single-digit number that defines
whether the text immediately following is
encrypted, and, if so, what type of encryption
is used. Currently defined encryption types are
0, which means that the text immediately
following is not encrypted, and 7, which
means that the text is encrypted using a
Cisco-defined encryption algorithm.

(Optional) A password can contain embedded
spaces and must be the last option specified in
theusernamecommand.

For CHAP authentication: specifies the secret
for the local router or the remote device. The
secret is encrypted when it is stored on the
local router. This prevents the secret from
being stolen. The secret can consist of any
string of up to 11 printable ASCII characters.
There is no limit to the number of
username/password combinatidhat can be
specified, allowing any number of remote
devices to be authenticated.
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access-class

number

autocommand

command

noescape

nohangup

(Optional) Specifies an outgoing access list
that overrides the access list specified in the
access-clasBne configuration command. It is
used for the duration of the user’s session.

(Optional) The access list number.

(Optional) Causes the specified command to
be issued automatically after the user logs in.
When the command is complete, the session is
terminated. As the command can be any length
and contain imbedded spaces, commands
using theautocommandkeyword must be the
last option on the line.

(Optional) The command string.

(Optional) Prevents a user from using an
escape character on the host to which that user
is connected.

(Optional) Prevents the router from
disconnecting the user after an automatic
command (set up with treutocommand
keyword) has complet. Instead, the user gets
another login prompt.
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Interface Commands

This chapter describes the function and displays the syntax of each
interface command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products
Command Referengrublication.

async default ip addressp-address
no async default ip address

To assign the interface address that is used by the device connecting to
the router via PPP or SLIP, unless you override the address at the
command line, use thasync defaultip addressinterface configuration
command. Use theo form of the command to remove the address from
your configuration.

ip-address Address of the client interface.

[no] async dynamic address

To specify an address on ayachronous interface (rather than using the
default address), use thsync dynamic addresinterface configuration
command. Use theo form of this command to disable dynamic
addressing.

[no] async dynamic routing

To implement asynchronous routing on an interface, usasyrec
dynamic routing interface configuration command. Theform of this
command disables use of routing protocols; static routing will still be
used.
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async mode dedicated
no async mode

To place a line into network mode using SLIP or PPP encapsulation, use
the async mode dedicateihterface configuration command. The
form of this command returns the line to interactive mode.

async mode interactive
no async mode

To enable thalip andppp EXEC commands, use tlasync mode
interactive line configuration command. Use the form of this
command to prevent users from implementing SLIP and PPP at the
EXEC level.

atm-dxi map protocol address vpi vdbroadcasf
no atm-dxi map protocol address

To map a given VPI and VCI to a DXI frame address, usatthedxi
map interface configuration command. Use tieform of this
command to remove the definition.

protocol Specifies the protocoépollo, appletalk, bridge,
clns, decnet ip, ipx, vines, xns.

address Protocol-specific address.

vpi Specifies the Virtual Path Identifier in the range 0
to 15.

vCi Specifies the Virtual Circuit Identifier in the range
0to 63.

broadcast (Optional) Broadcasts should be forwarded to this
address.

[no] auto-polarity

To enable automatic receiver polarity reversal on a hub port connected to
an Ethernet interface of a Cisco 2505 or Cisco 2507, use the
auto-polarity hub configuration command. To disable this feature, use
theno form of this command.
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[no] backup delay{enable-delay never} { disable-delay never}

To define how much timshould ehpse before a secondary line is set up
or taken down after a primary line transition, usetthekup delay
interface configuration command. Use tieform of this command to
remove the definition.

enable-delay Integer that specifies the delay in seconds after
the primary line goes down befdiee secondary
line is activated.

never Prevents the secondary line from being
activated.

disable-delay Integer that specifies the delay in seconds after
the primary line goes up before the secondary
line is deactivated.

never Prevents the secondary line from being
deactivated.

[no] backup interfaceinterface-name
[no] backup interfaceinterface-name slfgort
(for the Cisco 7000 series)

To configure the serial interface as a secondary, or dial backup line, use
thebackup interfaceinterface configuration command. Use ttee

form of this command with the appropriate serial port designation to
disable this feature.

interface-name Serial port to be set as the secondary interface

line.

slot On the Cisco 7000 series, specifies the slot
number.

port On the Cisco 7000 series, specifies the port
number.
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[no] backup load{ enable-thresholdinever} { disable-load never

To set the traffic load thresholds for dial backup service, udeettiaip
load interface configuration command. Use tieform of this command

to remove the setting.

enable-threshold

never

disable-load

never

bandwidth kilobits
no bandwidth

Integer that specifies a percentage of the
primary line’s available bandwidth.

Sets the secondary line to never be activated
due to load.

Integer that specifies a percentage of the
primary line’s available bandwidth.

Sets the secondary line to never be
deactivated due to load.

To set a bandwidth value for an interface, usebr@width interface
configuration command. Use the form of this command to restore the

default values.

kilobits

Intended bandwidth in kilobits per second.
For a full bandwidth DS3, enter the value
44736
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channel-groupnumbertimeslotsrange[speed{ 48| 56| 64}]

Use thechannel-group controller configuration command to define the
timeslots that belong to each T1 circuit.

number Channelgroup number. Wen configuring
a T1 data line, channel-group numbers can
be a value from 0 to 23. When configuring
an E1 data line, channel-group numbers
can be a value from 0 to 29.

timeslotsrange Timeslot or range of timeslots belonging to
the channefbroup. Thefirst timeslot is
numbered 1. For a T1 controller, the
timeslot range is from 1 to 24. For an E1
controller, the timeslot range is from 1
to 31.

speed{48| 56|64 (Optional) Specifies the line speed (in
kilobits per second) of the T1 or E1 link.

clear controller lex number[prom]
clear controller lex slot/port [prom] (for the Cisco 7000exies)

To reboot the LAN Extender and restart its operating software, use the
clear controller lex privileged EXEC command.

number Number of the LAN Extender interface
corresponding to the LAN Extender to be
rebooted.

prom (Optional) Forces a reload of the PROM

image, regardless of any Flash image.

slot On the Cisco 7000 series, specifies the
backplane slot number. On the Cisco 7000,
the value can be 0, 1, 2, 3, or 4. On the Cisco
7010, the value can be 0, 1, or 2.

port On the Cisco 7000 series, specifies the port
number of the interface. The value can be 0,
1, 2, or 3 for the serial interface.
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clear controller t1 slot'port

Use theclear controller t1 EXEC command to reset the T1 controller
interface on the Cisco 7000.

slot

port

Backplane slot number; can be 0, 1, 2, 3, or 4. The
slots are numbered from left to right.

Port number of the interface. It can be 0 orl for the
MIP (MultiChannel Interface Processor). Ports on
each interface processor are numbered from the top
down.

clear counters[type numbdr[ethernet | seriall
clear counterstype slot/port [ethernet | serial] (for the Cisco 7000

series)

To clear the interface counters, usedlsar countersEXEC command.

type

number

ethernet

serial

slot

port

(Optional) Specifies the interface type; it is one of
the keywords listed in the “Clear Counters Interface
Type Keywords” table.

(Optional) Specifies the interface counter displayed
with theshow interfacescommand.

(Optional) If thetypeislex, you can clear the
interface counters on the Ethernet interface.

(Optional) If thetypeislex, you can clear the
interface counters on the serial interface.

(Optional) On the Cisco 700@8es, specifies the
backplane slot number. On the 7000, value can be 0,
1,2, 3, or 4. On the 7010, lve can be 0, 1, or 2.

(Optional) On the Cisco 700@ses, specifies the
port number of the interface. Value can be 0, 1, 2, or
3 for the serial interface.
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clear hub ethernetnumber

To reset and reinitialize the hub hardware connected to an interface of a
Cisco 2505 or Cisco 2507, use tHear hub EXEC command.

ethernet Indicates the hub in front of an Ethernet interface.

number Hub number to clear, starting with 0. Since there is
currently only one hub, this number is 0.

clear hub counters[ether number[port [end-pori]]

To set to zero the hub counters on an interface of a Cisco 2505 or Cisco
2507, use thelear hub countersEXEC command.

ether (Optional) Indicates the hub in front of an Ethernet
interface.

number (Optional) Hub number for which to clear counters.
Since there is currently only one hub, this number is
0. If the keywordether is specified, th@umberis
required.

port (Optional) Port number on the hub. On the Cisco
2505, port numbers range from 1 through 8. On the
Cisco 2507, port numbers range from 1 through 16.
If a second port number follows, then this port
number indicates the beginning of a port range. If no
port number is specified, counters for all ports are
cleared.

end-port  (Optional) Ending port number of a range.
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clear interfacetype number

clear interfacetype slofport (on a Cisco 7000 series)

clear interfacetype slofport [:channel-group(on a Cisco 7000 series
MIP T1 interface)

To reset the hardware logic on an interface, uselda interface
EXEC command.

type Specifies the interface type; it is one of the keywords
listed in the “Interface Type Keywords” table of the
Router Products Command Referepedlication.

number Specifies the port, connector, or interface card
number.

slot In a Cisco 7000, specifies the backplane slot number
and can be 0, 1, 2, 3, or 4. In a Cisco 7010, the value
can be 0, 1, or 2.

port On a Cisco 7000 series, specifies the port number of
the interface and can be 0, 1, 2, 3, 4 or 5 depending
on the type of interface, as follows:

AIP (ATM Interface Processor)—0

EIP (Ethernet Interface Processor)—O0, 1, 2, 3, 4,
or5

FIP (FDDI Interface Processor)—0
HIP (HSSI Interface Processor)—0
TRIP (Token Ring Interface Processor)—O0, 1, 2,

or3

:channel- (Optional) On the Cisco 700@s8es suporting

group Channelized T1, specifies the channel in the range of
0 to 23.

clear rif-cache

To clear entries from the Routing Information Field (RIF) cache, use the
clear rif-cache EXEC command.
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clock rate bps
no clock rate

To configure the clock rate for appliques (connector hardware) on the
serial interface of the MCI and SCI cards to an acceptable bit rate, use the
clock rate interface configuration command. Use tteeclock rate

command to remove the clock rate if you change the interface from a
DCE to a DTE device.

bps Desired clock rate in bits per second: 1200, 2400,
4800, 9600, 19200, 34800, 56000, 64000, 72000,
125000, 148000, 500000, 800000, 1000000,
1300000, 2000000, or 4000000.

clock sourcefline | internal}
Use theclock sourcecontroller configuratiomommand to set the
T1-line clock-source for the MIP in the Ciséb00series.
line Specifies the T1 line as the clock source.
internal Specifies the MIP as the clock source.

clock source{line |internal}
no clock source

To control which clock a G.703-E1 interface will use to clock its
transmitted data from, use thiock sourceinterface configuration
command. Theo form of this command restores the default value.

line Specifies that the interface will clock its transmitted
data from a clock recovered from the line’s receive
data stream (default).

internal Specifies that the interface will clock its transmitted
data from its internal clock.
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cmt connect[interface-namégphy-a | phy-b]]

To start the processes thrform the connection management (CMT)
function and allow the ring on one fiber to be started, usertite
connectEXEC command.

interface-name (Optional) Specifies the FDDI interface.

phy-a (Optional) Selects Physical Sublayer A.

phy-b (Optional) Selects Physical Sublayer B.

cmt disconnect[interface-namégphy-a | phy-b]]

To stop the processes that perform the connection management (CMT)
function and allow the ring on one fiber to be stopped, usertite
disconnectEXEC command.

interface-name (Optional) Specifies the FDDI interface.

phy-a (Optional) Selects Physical Sublayer A.
phy-b (Optional) Selects Physical Sublayer B.

[no] compresg[predictor | stac]

To configure point-to-point software compression for LAPB, HDLC, or
PPP, use theompressinterface configuration command. To disable
compression, use tm® form of this command.

predictor  (Optional) Specifies that a predictor compression
algorithm will be used on LAPB and PPP
encapsulation.

stac (Optional) Specifies that a Stacker (LZS)
compression algorithm will be used on HDLC and
PPP encapsulation.
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controller [t1 | e]] slot/port (on the Cisco 7000)

To configure a T1 or E1 controller and enter controller configuration
mode, use theontroller global configuration command. This command
is used only on a Cisco 7000.

t1l T1 controller.
el E1 controller.
slot Backplane slot number; can be 0, 1, 2, 3, or 4. On the

7010, the slot number can be 0, 1, or 2. The slots are
numbered from left to right.

port Port number of the interface. It can®er 1 for the
MIP (MultiChannel Interface Processor). Ports on
each interface processor are numbered from the top
down.

copy flash lexnumber

To download an executable image from Flash memory on the core router
to the LAN Extender, use tlopy flash lexprivileged EXEC command.

number Number of the LAN Extender interface to which
to download an image from Flash.

copy tftp lex number

To download an executable image from a TFTP server to the LAN
Extender, use theopy tftp lex privileged EXEC command.

number Number of the LAN Extender interface to which to
download an image.
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crc size
no crc

To set the length of the cyclic redundancy ch&uRC) on a Fasberial
Interface Processor (FSIP) of the CiZ€80 series, use thec interface
configuration command. To set the CRC length to 16 bits, usecthe
form of this command.

size CRC size (16 or 32 bits); the default is 16 bits.

[no] crc4

To enable generation of the G.703-E1 CRCA4, useritweinterface
configuration command. To disable this feature, usentti®rm of this
command.

[no] dce-terminal-timing enable

When running a line at high speeds and long distances, use the
dce-terminal-timing enableinterface configuration command to
prevent phase shifting of the data with respect to the clock. If SCTE is
not available from the DTE, use the form of this command, which
causes the DCE to use its own clock instead of SCTE from the DTE.

delay tens-of-microseconds
no delay

To set a delay value for an interface, useddlay interface
configuration command. Use the form of this command to restore the
default delay value.

tens-of-microseconds Integer that specifies the delay in tens of
microseconds for an interface or network
segment.
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description string (controller configuration)
no description

To add a description to a T1 or E1 controller on a Cr@0series
router, use thdescription controller configuration command. Use the
no form of this command to remove the description.

string Comment or a description to help you remember
what is attached to the interface.

description string (interface configuration)
no description

To add a description to an interface configuration, useekeription
interface configuration command. Use tieform of this command to
remove the description.

string Comment or a description to help you remember
what is attached to this interface.

down-when-looped

To configure an interface taform thesystem it isdlown when loopback
is detected, use tldown-when-loopedinterface configuration
command.

[no] dte-invert-txc

On the Cisco 4000 pform, you can specify the serial Network Interface
Module timing signal configuration. When the board is operating as a
DTE, thedte-invert-txc command inverts the TXC clock signal it gets
from the DCE that the DTE uses to transmit data. Usedlierm of this
command if the DCE accepts SCTE from the DTE.
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[no] early-token-release

To enable early token release, a method whereby the Token Ring
interfaces can release the token back onto the ring immediately after
transmitting rather than waiting for the frame to return, use the
early-token-releaseinterface configuration command. This feature
helps increase the total bandwidth of the Token Ring.

The CSC-C2CTR, CSC-R16 (or CSC-R16M),CSC-2R, and CSC-1R
cards and the Token Ring Interface Processor (TRIP) on the Cisco 7000
all support early token release. Once eedbplse th@o form of this
command to disable this feature.

encapsulationencapsulation-type

To set the encapsulation method used by the interface, use the
encapsulationinterface configuration command.

encapsulation-type Encapsulation type. See the Encapsulation
Types table of th&outer Products
Command Referengaiblication for a list of
supportecencapsulation types.

[no] encapsulation atm-dxi

Use theencapsulation atm-dxiinterface configuration command to
enable ATM-DXI encapsulation. Th® encapsulation atm-dxi
command disables ATM-DXI encapsulation.

fddi burst-count number
no fddi burst-count

To allow the FCI card to preallocate buffers to handle bursty FDDI traffic
(for example, NFS bursty traffic), use tfuali burst-count interface
configuration command. Use the form of this command to revert to
the default value.

number Number of preallocated buffers. Valid values are
in the range from 1 to 10; the default is
3 buffers.
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fddi c-min microseconds
no fddi c-min

To set the C-Min timer on the PCM, use ftdi c-min interface
configuration command. Use the form of this command to revert to
the default value.

microseconds Sets the timer value in microseconds.

fddi cmt-signal-bits signal-bits[phy-a | phy-b]

To control the information transmitted during the connection
management (CMT) signaling phase, usefdlaé cmt-signal-bits

interface configuration command. If neither fitey-a norphy-b

keyword is specified, the signal bits apply to both physical connections.

signal-bits A hexadecimal number preceded by 0x; for
example, 0x208. The FDDI standard defines ten
bits of signaling information that must be
transmitted, as follows:

» bit 0—Escape bit. Reserved for future
assignment by the FDDI standards committee.

 hits 1 and 2—Physical type, as defined in
“FDDI Physical Type Bit Specifications” table
of theRouter Products Command Reference
publication

 bit 3—Physical compatibility. Set if topology
rules include the connection of a
physical-to-physical type alie end of the
connection.

e bits 4 and 5—Link Confidence test duration;
set as defined in the “FDDI Link Confidence
Test Duration Bit Specification” table of the
Router Products Command Reference
publication.
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signal-bits ¢ bit 6—Media Access Control (MAC) available

. for link confidence test.
(continued)

« bit 7—Link confidence test failed. The setting
of bit 7 indicates that the link confidence was
failed by the Cisco end of the connection.

* bit 8—MAC for local loop.

¢ bit 9—MAC on physical output.
phy-a (Optional) Selects Physical Sublayer A.
phy-b (Optional) Selects Physical Sublayer B.

[no] fddi duplicate-address-check

To enable the duplicate address detection capability on the FDDI, use the
fddi duplicate-address-checknterface configuration command. Use
theno form of this command to disable this feature.

[no] fddi encapsulate

To specify encapsulating bridge mode on the CSC-C2/FCIT interface
card, use th&ldi encapsulateinterface configuration command. Use the
no form of this command to turn off encapsulation bridging and return
the FCIT interface to its translational, nonencapsulating mode.

[no] fddi smt-frames

To enable the SMT frame processing capability on the FDDI, use the
fddi smt-framesinterface configuration command. Use tieform of
this command to disable this feature, in which case the router will not
generate or respond to SMT frames.

Interface Commands
123




fddi tb-min milliseconds
no fddi tb-min

To set the TB-Min timer in the physical connection management (PCM),
use thefddi tb-min interface configuration command. Use tieform
of this command to revert to the default value.

milliseconds Sets the TM-Min timer value in milliseconds. The
default is 100 milliseconds.

fddi tl-min-time microseconds

To control the TL-Min time (the minimum time to transmit a Physical
Sublayer, or PHY line state, before advancing to the next physical
connection management (PCM) state, as defined by the X3T9.5
specification), use thigdi tI-min-time interface configuration
command.

microseconds Integer that specifies the time used during the
connection management (CMT) phase to ensure
that signals are maintained for at least the value of
TL-Min so the remote station can acquire the
signal. The default is 30 microseconds.

fddi token-rotation-time microseconds

To control ring scheduling during normal operation and to detect and
recover from serious ring error situations, usefdi
token-rotation-time interface configuration command.

microseconds Integer that specifies the token rotation time
(TRT). The default is 5000 microseconds.
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fddi t-out milliseconds
no fddi t-out

To set the timeout timer in the physical connection management (PCM),
use thefddi t-out interface configuration command. Use tieform of
this command to revert to the default value.

milliseconds Sets the timeout timer. The default is
100 milliseconds.

fddi valid-transmission-time microseconds

To recover from a transient ring error, use fithdi
valid-transmission-time interface configuration command.

microseconds Integer that specifies the transmission valid timer
(TVX) interval. The default is 2500 microseconds.

framing {sf| esf|crc4 | no-crc4}

Use theframing controller configuration command to select the frame
type for the T1 or E1 data line.

sf Specifies super frame as the T1 frame type.
esf Specifies extended super frame as the T1 frame type.
crcd Specifies CRC4 frame as the E1 frame type.

no-crc4 Specifies no CRC4 frame as the E1 frame type.
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hold-queuelength{in | out}
no hold-queue{in | out}

To specify the hold-queue limit of an interface, usehbie-queue
interface configuration command. Use tiesform of this command with
the appropriate keyword to restore the default values for an interface.

length Integer that specifies the maximum number of
packets in the queue. Default input hold-queue limit
is 75 packets. Default output hold-queue limit is 40

packets.
in Specifies the input queue.
out Specifies the output queue.

[no] hssi external-loop-request

To allow the router to support a CSU/DSU that uses the LC signal to
request a loopback from the router, usehssi external-loop-request
interface configuration command. Use tieeform of this command to
disable the feature.

[no] hssi internal-clock

To convert the HSSI interface into a 45-MHz clock master, uskedsie
internal-clock interface configuration command. Use ttoform of this
command to disable the clock master mode.
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hub ethernetnumber porfend-por}

To enable and configure a port on an Ethernet hub of a Cisco 2505 or
Cisco 2507, use theub global configuration command.

ethernet Indicates that the hub is in front of an Ethernet
interface.

number Hub number, starting with O.irge there is currently
only one hub, this number is 0.

port Port number on the hub. On the Cisco 2505, port
numbers range fromthrough 8. Orthe Cisca2507,
port numbers range from 1 through 16. If a second
port number follows, then the first port number
indicates the beginning of a port range.

end-port  (Optional) Last port number of a range.

interface type number
interface type slotport (for the Cisco 7000 series)
interface type slofport:channel-group

(for channelized T1 on the Cisco 7000 series)

interface type numbesubinterface-numbgdmultipoint |
point-to-point]

interface type slofport.subinterface-numbdmultipoint |
point-to-point]  (for the Cisco 7000 series)

To configure an interface or subinterface type and enter interface
configuration mode, use tlieterface global configuration command.

type Type of interface to be configured. See
the “Interface Type Keywords” table of
theRRouter Products Command
Referenceublication.

number Port, connector, or interface card
number. The numbers are assigned at
the factory at the time of installation or
when added to a system, and can be
displayed with theshow interfaces
command.
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slot

port

channel-group

.subinterface-number

multipoint |
point-to-point

Interface Commands

On the Cisco 7000 series, specifies the
backplane slot number; can be 0, 1, 2,
3, or 4 on the Cisco 7000. On the Cisco
7010, can be 0, 1, or 2. The slots are
numbered from left to right.

On the Cisco 7000 series, specifies the
port number of the interface. It can be
0,1, 2, 3,4, or5 depending on the type
of interface, as follows:

AIP (ATM Interface Processor)—0

EIP (Ethernet Interface Processor)—
1,2,3,4,0r5

FIP (FDDI Interface Processor)e-

FSIP (Fast Serial Interface
Processor)-8, 1, 2, or3

HIP (HSSI Interface Processorp—

TRIP (Token Ring Interface
Processor)-6, 1, 2, or3

Ports on each interface processor are
numbered from the top down.

On the Cisco 7000, specifies the T1
circuit number in the range of 0 to 23
defined with thechannel-group
controller configuration command.

Subinterface number in the range 1 to
429496723. Thenumberthat precedes
the period () must match tiember
this subinterface belongs to.

(Optional) Specifies a multipoint or
point-to-point subinterface. The default
is multipoint .
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[no] invert-transmit-clock

Delays between the SCTE clock and data transmission indicate that the
transmit clock signal might not be appropriate for the interface rate and
length of cable being used. Different ends of the wire may have variances
that differ slightly. To invert the clock signal to compensate for these
factors, use thavert-transmit-clock interface configuration

command. This command applies to the Cisco 7000 series.

ip address-pool dhcp-proxy-client
no ip address-pool dhcp-proxy-client

To make temporary IP addresses available for dial-in asynchronous
clients using Serial Line Internet Protocol (SLIP)/PPP, usethe
address-poolglobal configuration command. Use the form of the
command to disable IP address pooling on all interfaces.

ip dhcp-server[ip-addresd namé
no ip dhcp-server[ip-addresy namé

To specify which Dynamic Host Configuration Protocol (DHCP) servers
to use on your network, specify the IP address of one or more DHCP
servers available on the network by usingithdhcp-serverglobal
configuration command. Use the form of the command to remove a
DHCP server’s IP address.

[no] keepalive[secondk

Use thekeepaliveinterface configuration command to set the keepalive
timer for a specific interface. Theo form of this command turns off
keepalives entirely.

seconds (Optional) Unsigned integer value greater than 0.
The default is 10 seconds.
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lex burned-in-addressieee-address
no lex burned-in-address

To set the burned-in MAC address for a LAN Extender interface, use the
lex burned-in-addressinterface configuration command. To clear the
burned-in MAC address, use the form of this command.

ieee-address  48-bit IEEE MAC address written as a dotted
triplet of four-digit hexadecimal numbers

lex input-address-listaccess-list-number
no lex input-address-list

To assign an access list that filters on MAC addresses, uksthe
input-address-listinterface configuration command. To remove an
access list from the interface, use tteeform of this command.

access-list- Number of the access list you assigned with the
number access-lisglobal configuration command. It
can be a number from 700 to 799.

lex input-type-list access-list-number
no lex input-type-list

To assign an access list that filters Ethernet packets by type code, use the
lex input-type-list interface configuration command. To remove an
access list from the interface, use tieeform of this command.

access-list- Number of the access list you assigned with the
number access-lisglobal configuration command. It
can be a number in the range 200 to 299.
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lex priority-group group
no lex priority-group

To activate priority output queuing on the LAN Extender, usdethe
priority-group interface configuration command. To disable priority
output queuing, use th form of this command.

group Number of the priority group. It can be a number in
the range 1 to 10.

lex retry-count number
no lex retry-count [numbet

To define the number of times to resend commands to the LAN Extender,
use thdex retry-count interface configuration command. To return to
the default value, use tm® form of this command.

number Number of times to retry sending commands to the
LAN Extender. It can be a number in the range 0 to
100. The default is 10 times.

lex timeout milliseconds
no lex timeout[millisecond$

To define the amount of time to wait for a response from the LAN
Extender, use thiex timeout interface configuration command. To
return to the default time, use the form of this command.

milliseconds Time, in milliseconds, to wait for a response from
the LAN Extender before resending the command.
It can be a number in the range 500 to 60000. The
default is 2000 milliseconds (2 seconds).
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linecode{ami | b8zs| hdb3}

Use thdinecodecontroller configuration command to select the
line-code type for the T1 or E1 line.

ami Specifies alternate mark inversion (AMI) as the
line-code type. Valid for T1 or E1 controllers.

b8zs Specifies B8ZS as the line-code type. Valid for T1
controller only.

hdb3 Specifies high-density bipolar 3 (hdb3) as the

line-code type. Valid for E1 controller only.

[no] link-test

To re-enable the link test function on a port on an Ethernet hub of a
Cisco 2505 or Cisco 2507, use thk-test hub configuration command.
Disable this feature if a pre-10BaseT twisted-pair device not
implementing link test is connected to the hub port withnitnéorm of
this command.

[no] local-Inm

To enable Lanoptics Hub Networking Management of a PCbhus Token
Ring interface, use thecal-lnm command. Use the no form of this
command to disable management.

[no] loopback

To diagnose equipment malfunctions between interface and device, use
theloopback interface configuration command. The form of this
command disables the test.

[no] loopback applique

To configure an internal loop on the HSSI applique, uséoityeback
applique interface configuration command. To remove the loop, use the
no form of this command.
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[no] loopback dte

To loop packets to DTE internally within the CSU/DSU at the DTE
interface, when the device supports this feature, usedpback dte
interface configuration command. To remove the loop, usadlerm
of this command.

[no] loopback line

To loop packets completely through the CSU/DSU to confithe€SU
loop, when the device supports this feature, uséotigback line
interface configuration command. To remove the loop, usadlierm
of this command.

[no] loopback local

To loop packets at the router physical interface on a T1 line, use the
loopback localcontroller configuration command. To remove the loop,
use theno form of this command.

[no] loopback remote

To loop packets completely through the CSU/DSU, over the DS3 link, to
the remote CSU/DSU and back, use ld@pback remotecontroller
configuration command. To remove the loop, usenthéorm of this
command.

[no] media-type[aui | 10base}l

To specify the Ethernet Nebrk Interface Module configuration on the
Cisco 4000 series, use timedia-typeinterface configuration command.

aui (Optional) Selects a 15-pin physical connection.
10baset (Optional) Selects an RJ45 10BaseT physical
connection.
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[no] mop enabled

To enable an interface to support the Maintenance Operation Protocol
(MOP), use thenop enabledinterface configuration command. To
disable MOP on an interface, use tteeform of this command.

[no] mop sysid

To enable an interface to send out periodic Maintenance Operation
Protocol (MOP) system identification messages, usenthye sysid

interface configuration command. To disable MOP message support on
an interface, use the form of this command.

mtu bytes
no mtu

To adjust the maximum packet size or maximum transmission unit
(MTU) size, use thentu interface configuration command. Use tte
form of this command to restore the MTU value to its original default
value.

bytes Desired size in bytes.

[no] nrzi-encoding

To enable non-return to zero inverted (NRZI) line coding format, use the
nrzi-encodinginterface configuration command. Use tieform of this
command to disable this capability.

peer default ip address pool
no peer default ip address pool

You can selectively disable DHCP proxy-client status on an individual
asynchronous interface on a router by usingntheeer default ip

address poolinterface configuration command. You can turn a single
interface back on by issuing the standard command after it is turned off.
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ppp [default | client [@tacacs-servdt [/routing]

To make an asynchronous connection from the auxiliary port using the
Point-to-Point Protocol (PPP), enter fhygp EXEC command.

default (Optional) Makes PPP connection when a
default address has been configured.

client (Optional) IP address or the name of the client
workstation or PC.

@tacacs-server (Optional) IP address or IP host name of the
TACACS server to which the user's TACACS
authentication request is to be sent.

/routing (Optional) Indicates asynchronous routing is
enabled.

ppp authentication {chap | pap} [if-needed [listnamé
no ppp authentication

To enable Challenge Handshake Authentication Protocol (CHAP) or
Password Authentication Protocol (PAP), and to enable a TACACS+
authorization method on a serial interface, usepfippauthentication
interface configuration command. Use tieeform of the command to
disable this authentication.

chap Enables CHAP on a serial interface.
pap Enables PAP on a serial interface.
if-needed (Optional) Used with TACACS and

XTACACS. Do not perform CHAP or PAP
authentication if the user has already provided
authentication. This option is available only on
asynchronous interfaces.

list-name (Optional) Used with AAA/ITACACS+.
Specify the name of a list of TACACS+
methods of authentication to use. If no listhame
is specified, the system uses the default. Lists
and default are created with thea
authentication ppp command.
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ppp authentication chaplif-needed
no ppp authentication chap

To enable Challenge Handshake Authentication Protocol (CHAP) on a
serial interface, use tippp authentication chapinterface configuration
command. Use theo form of this command to disable this
encapsulation.

if-needed (Optional) Indicates that the system will not
perform CHAP authentication if the user has
already been authenticated. This option applies
only to asynchronous and virtual asynchronous
interfaces.

ppp authentication pap [if-needed
no ppp authentication pap

To enable Password Authentication Protocol (PAP) on a serial interface,
use thepp authenticate papinterface configuration command. To
disable this feature, use the form of this command.

if-needed (Optional) Indicates that the system will not
perform PAP authentication if the user has
already been authenticated. This option applies
only to asynchronous and virtual asynchronous
interfaces.

ppp quality percentage
no ppp quality
To enable Link Quality Monitoring (LQM) on a serial interface, use the

ppp quality interface configuration command. Use tieform of this
command to disable LQM.

percentage  Specifies the link quality threshold. Range is 1
to 100.
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pri-group [timeslotsrangd
no pri-group

To specify ISDN Primary Rate Interface (PRI) on a channelized T1 card
on the Cisco 7000 series, use pinegroup controller configuration
command. Use theo pri-group command to remove the ISDN PRI.

timeslots (Optional) Specifies a single range of values
range from 1 to 23.

pulse-time seconds
no pulse-time

To enable pulsing DTR signal intervals on the serial interfaces, use the
pulse-timeinterface configuration command. Use tieform of this
command to restore the default interval.

seconds Integer that specifies the DTR signal interval in
secondsThe default is 0 seconds.

ring-speedspeed

To set the ring speed for the CSC-1R, CSC-2R, and IGS/TR Token Ring
interfaces, use théng-speedinterface configuration command.

speed Integer that specifies the ring speed, either 4 for
4-Mbps or 16 for 16-Mbps operation. The default
is 16-Mbps operation.

show async status

To list the status of the asynchronous interface 1 associated with the
router auxiliary port, use thehow async statusiser EXEC command.

show compress

To display compression statistics, usegshew compresEEXEC
command.
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show controllers cbus

Use theshow controllers cbusprivileged EXEC command on the AGS+
to display all information under the ciscoBus controller card. This
command also shows the capabilities of the card and reports
controller-related failures.

show controllers cxbus

Use theshow controllers cxbusprivileged EXEC command to display
information about the switch processor (SP) CxBus controller on the
Cisco 700Geries. This command displays information that is specific to
the interface hardware. The information displayed is generally useful for
diagnostic tasks performed by technical support personnel only.

show controllers el[slot/port]

Use theshow controllers elprivileged EXEC command on the Cisco
7000 to display information about the E1 links supported by the
MultiChannel Interface Processor (MIP). This command displays
controller status that is specific to the controller hardware. The
information displayed is generally useful for diagnostic tasks performed
by technical support personnel only.

slot Specifies the backplane slot number and can be 0, 1,
2,3,0r4.

port Specifies the port number of the controller and can
be O or 1.

show controllers ethernetinterface-number

Use theshow controllers ethernetEXEC command to display
information on the Cisco 2500, Cisco 3000, or Cisco 4000.

interface- Interface number of the Ethernet interface.
number
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show controllers fddi

Use theshow controllers fddi user EXEC command to display all
information under the FDDI controller card on the AGS+ or FDDI
Interface Processor (FIP) on the Cisco 7000 series.

show controllers lex[numbef
show controllers lex[slot/port] (for the Cisco 7008eries)

To show hardware and software information about the LAN Extender,
use theshow controllers lexEXEC command.

number (Optional) Number of the LAN Extender interface
about which to display information.

slot (Optional) Specifies the backplane slot number on
the Cisco 7000 series, and can be 0, 1, 2, 3, or 4.

port (Optional) Specifies the port number of the

controller and can be 0 or 1.

show controllers mci

Use theshow controllers mciprivileged EXEC command to display all
information under the Multiport Communications Interface card or the
SCI. This command displays information the system uses for bridging
and routing that is specific to the interface hardware. The information
displayed is generally useful for diagnostic tasks performed by technical
support personnel only.

show controllers serial

Use theshow controllers serialprivileged EXEC command to display
information specific to the interface hardware. The information
displayed is generally useful for diagnostic tasks performed by technical
support personnel only.
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show controllers t1[slot/port]

Use theshow controllers t1privileged EXEC command on the

Cisco 7000 to display information about the T1 links supported by the
MultiChannel Interface Processor (MIP). This command displays
controller status information that is specific to the controller hardware.
The information displayed is generally useful for diagnostic tasks
performed by technical support personnel only.

slot (Optional) Specifies the backplane slot number and
canbe 0,1, 2, 3, or 4.
port (Optional) Specifies the port number of the

controller and can be 0, 1, 2, or 3.

show controllers token

Use theshow controllers tokenprivileged EXEC command to display
information about memory management, error counters, and the CSC-R,
CSC-1R, CSC-2R, C2CTR, and CSC-R16 (or CSC-R16M) Token Ring
interface cards or Token Ring Interface Processor (TRIP), in the case of
the Cisco 7000 series.

show hub[ether number[port [end-pori]]

To display information about the hub on an Ethernerfate of a Cisco
2505 or Cisco 2507, use tsaow hubEXEC command.

ether (Optional) Indicates that this is an Ethernet hub.

number (Optional) Hub number, starting with 0. Since there
is currently only one hub, this number is 0.

port (Optional) Port number on the hub. On the Cisco
2505, port numbers range from 1 through 8. On the
Cisco 2507, port numbers range from 1 through 16.
If a second port number follows, then this port
number indicates the beginning of a port range.

end-port  (Optional) Ending port number of a range.
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show interfaces[typenumbetf [first] [last] [accounting]
show interfaces[type|[slot/port] [accounting (for the Cisco7000)

Use theshow interfacesEXEC command to display statistics for all
interfaces configured on the router. The resulting output varies,
depending on the network faich an interface has been configured.

type number (Optional) Specify that information for a
particular interface controller be displayed.
Allowed values fotypeincludeasyng briO,
ethernet, fddi, hssi loopback, null, serial,
tokenring, andtunnel. For the Cisco 7000 series,
typecan beatm, ethernet, fddi, serial, or
tokenring.

The argumenhumbermust match a port number
on the selected interface controller.

first last (Optional) The Cisco 2500 and Cisco 3000
support the ISDN Basic Rate énface (BRI). The
argumenfirst can be either 1 or 2. The argument
last can only be 2, indicating B channels 1 and 2.
D-channel information is obtained by using the
command without the optional arguments.

accounting  (Optional) Displays the number of packets of each
protocol type that has been sent through the
interface. You can show these numbers for all
interfaces, or you can specify a spedjfipeand
number

slot Specifies the backplane slot number and can be 0,
1,2,3,or4.
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port

Specifies the port number of the interface and can
be 0, 1, 2, 3, 4, or 5 depending on the type of
interface, as follows:

AIP (ATM Interface Processor)—0

EIP (Ethernet Interface Processor)—0, 1, 2, 3, 4,
or5

FIP (FDDI Interface Processor)—0

FSIP (Fast Serial Interface Processor)—o, 1, 2,
or3

HIP (HSSI Interface Processor) 0

TRIP (Token Ring Interface Processor)—0, 1, 2,
or3

show interfaces asyn¢numbet [accounting]

Use theshow interfaces asyngrivileged EXEC command to display
information about the serial interface.

number

accounting

(Optional)Must be 1.

(Optional) Displays the number of packets of each
protocol type that have been sent throthgh
interface.

show interfaces atm[slot/port]

Use theshow interfaces atmEXEC command to display information
about the ATM interface.

slot/port

(Optional)In the Cisco 700Gslotcan be 0, 1, 2, 3,
or 4. In the Cisco 7018Jotcan be 0, 1, or 2. Port
must be 0.
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show interfaces brinumber{first] [lasf] [accounting

Use theshow interfaces briprivileged EXEC command to display
information about the BRI D and B channels.

number Interface number. The value istrough 7 ifthe
router has one BRI NIM or 0 through 185like
router has two BRI NIMs. Specifying just the
interface-numbewill display the D channel and
both B channels for that BRI interface. (On the
Cisco 2500 or Cisco 3000, only the D channel
would be displayed.)

first last (Optional) The argumertiirst can be either 1 or 2.
The argumeniast can only be 2, indicating B
channels 1 and 2. D-channel information is
obtained by using the command without the
optional arguments.

accounting  (Optional) Displays the number of packets of each
protocol type that have been sent throtigh
interface.

show interfaces ethernehumber[accounting
show interfaces ethernefslot/port] [accounting (for the Cisco 7000
series)

Use theshow interfaces etherneprivileged EXEC command to display
information about an Ethernet interface on the router.

number Must match a port number on the selected
interface.

accounting  (Optional) Displays the number of packets of each
protocol type that have been sent throtigh
interface.

slot (Optional) On a Cisco 700series slot location of
the interface processor.

port (Optional) On a Cisco 700series port number
on the interface.
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show interfacesfddi number[accounting]
show interfacesfddi [slot/port] [accounting (for the Cisco D00 series)

Use theshow interfacesfddi user EXEC command to display
information about the FDDI interface.

number

accounting

slot

port

Must match a port number on the selected
interface.

(Optional) Displays the number of packets of each
protocol type that have been sent throthgh
interface.

(Optional) On a Cisco 7000 serisfgt location of
the interface processor.

(Optional) On a Cisco 7000 series, port number on
the interface.

show interfaceshssinumberaccounting]
show interfaceshssi[slot/port] [accounting (for the Cisco 7000 series)

Use theshow interfaceshssiprivileged EXEC command to display
information about the HSSI interface.

number

accounting

slot

port

Must match a port number on the selected
interface.

(Optional) Displays the number of packets of each
protocol type that have been sent throthgh
interface.

(Optional) On a Cisco 7000 serisint location of
the interface processor.

(Optional) On a Cisco 7000 series, port number on
the interface.
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show interfaces lexnumber[ethernet| serial]

To display statistics about a LAN Extender interface, usstibev
interface lexEXEC command.

number Number of the LAN Extender interface that
resides on the core router about which to display
statistics.

ethernet (Optional) Displays statistics about the Ethernet

interface that resides on the LAN Extender.

serial (Optional) Displays statistcs about the serial
interface that resides on the LAN Extender.

show interfaces loopbacknumbet [accounting]

Use theshow interfaces loopbaclprivileged EXEC command to
display nformaion about the dialer interface.

number (Optional) Must match a port number on the
selected interface.

accounting  (Optional) Displays the number of packets of each
protocol type that have been sent throthgh
interface.

show interfaces serial[numbet [accounting]
show interfaces serial[slot/port] [accounting (for the Cisco 7000
series)

Use theshow interfaces seriaprivileged EXEC command to display
information about a serial interface.

number (Optional) Must match an interface port number.

accounting  (Optional) Displays the number of packets of each
protocol type that have been sent throthgh
interface.

slot (Optional) On a Cisco 7000 series, slot location of
the interface processor.
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port

(Optional) On a Cisco 7000 series, port number on
interface.

show interfaces tokenring [numbet [accounting
show interfaces tokenring [slot/port] [accounting (for the Cisco 7000

series)

Use theshow interfaces tokenringprivileged EXEC command to
display nformafon about the Token Ring interface and the state of
source route bridging.

number

accounting

slot

port

(Optional) Must match an interface port line
number.

(Optional) Displays the number of packets of each
protocol type that have been sent throthgh
interface.

On a Cisco 7000 series, optional slot location of
the interface processor. Value can be 0, 1, 2, 3, or
4 in the Cisco 7000. In the Cisco 7010, value can
be 0, 1, or 2.

On a Cisco 7000 series, optional port number on
interface. Value can be 0, 1, 2, or 3.

show interfaces tunnelnumberfaccounting

To list tunnel interface information, use thl@ow interfaces tunnel
privileged EXEC command.

number

accounting

Must match the interface port line number.

(Optional) Displays the number of packets of each
protocol type that have been sent throtigh
interface.
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show ip interface[brief] [typd [numbef

To list a summary of an interface’s Iiférmaion and status, use the
show ip interfaceprivileged EXEC command.

brief (Optional) Displays a brief summary of IP status
and configuration.

type (Optional) Specifies that information be displayed
about that interface type only. The possible value
depends on the type of interfaces the system has.
For example, it could bethernet, null, serial,
tokenring, etc.

number (Optional) Interface number.

show interfaces vtynumber

Use theshow interfaces vtyEXEC command to display information
about virtual asynchronous interfaces.

number Number of the virtual terminal (VTY) that has
been configured for asynchronous protocol
features (vty-async).

show rif

Use theshow rif EXEC command to display the current contents of the
RIF cache.

[no] shutdown

To disable an interface, use tteutdown interface configuration
command. To restart a disabled interface, usadferm of this
command.
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slip [default | client [@tacacs-servdf [/routing] [/compressed

To make a SLIP connection on the auxiliary port, usslthaiser EXEC
command.

default (Optional) Makes a SLIP connection when a
default address has been configured.

client (Optional) IP address or the name of the client
workstation or PC.

@tacacs-server (Optional) IP address or IP hostname of the
TACACS server to which the user's TACACS
authentication request is sent.

/routing (Optional) Indicates routing is enabled.
Asynchronous interface 1 must be configured
for async dynamic routing

/compressed (Optional) Indicates IP header compression
should be used on the link.

smt-queue-thresholdnumber
no smt-queue-threshold

To set the maximum number of unprocessed FDDI station management
(SMT) frames that will be held for processing, use the
smt-queue-thresholdglobal configuration command. Use the form

of this command to restore the queue to the default.

number Number of buffers used to store unprocessed
SMT messages that are to be queued for
processing. Acceptable values are positive
integers.The default threshold value is equal to
the number of FDDI interfaces installed in the
router.
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source-addres§mac-address
no source-address

To configure source address control on a port on an Ethernet hub
(repeater) of a Cisco 2505 or Cisco 2507, usesthece-addresshub
configuration command. To remove a previously defined source address,
use theno form of this command.

mac-address (Optional) MAC address in the packets that the hub
will allow to access the nebrk.

[no] squelch{normal | reduced}

To extend the Ethernet twisted-pair 10BaseT capability beyond the
standard 100 meters on the Cig@®0 platform, use thequelch
interface configuration command. To restore the default, usetfiem
of this command.

normal Allows normal capability. The default value is
normal range.

reduced Allows extended 10BaseT capability.

timeslot start-slot— stop-slot
no timeslot

To enable framed mode on a G.703-E1 interface, ustintbslot
interface configuration command. To restore the default, usetftem
of this command or set the start-slot to 0.

start-slot The first subframe in the major frame. Range is
1 to 31 and must be less than or equal to
stop-slot

stop-slot The last subframe in the major frame. Range is 1
to 31 and must be greater than or equal to
start-slot
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[no] transmit-clock-internal

When a DTE does not return a transmit clock, use the
transmit-clock-internal interface command to enable the internally
generated clock on a serial interface on a Cisco 7000. Use tham of
this command to disable the feature.

transmitter-delay { microsecond$hdlc-flagg
no transmitter-delay

To specify a minimum dead-time after transmitting a packet, use the
transmitter-delay interface configuration command. The form of
this command restores the default.

microseconds Approximate number of mroseconds of
minimum delay after transmitting a packet on
the MCI and SClI interface cards. The default is
0 microseconds.

hdic-flags Minimum number of HDLC flags to be sent
between each packet on the HIP, HSCI, FSIP, or
HSSI. The valid range on the HSSI is 2 to
128000.

[no] ts16

To control the use of time slot 16 for data on a G.703-E1 interface, use
thets16interface configuration command. To restore the default, use the
no form of this command.

[no] tunnel checksum

To enable encapsulator-to-decapsulator checksumming of packets on a
tunnel interface, use thennel checksuminterface configuration
command. To disable checksumming, usenihéorm of this command.
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tunnel destination{hostnamd ip-addres}
no tunnel destination

To specify a tunnel interface’s destination, usettimael destination
interface configuration command. To remove the destination, usethe
form of this command.

hostname Name of the host destination.

ip-address IP address of the host destination expressed in
decimal in four-part, dotted notation.

tunnel key key-number
no tunnel key

To enable an ID key for a tunnel interface, usettinel key interface
configuration command. To remove the ID key, usenthérm of this
command.

key-number Integer from O to 294967295.

tunnel mode{aurp | cayman|dvmrp |eon|gre ip | nog
no tunnel mode

To set the encapsulation mode for the tunnel interface, userthel
modeinterface configuration command. To set to the default, usgthe
form of this command.

aurp AppleTalk Update Routing Protocol (AURP).

cayman Cayman TunnelTalk AppleTalk encapsulation.

dvmrp Distance Vector Multicast Routing Protocol.

eon EON compatible CLNS tunnel.

greip Generic route encapsulation GRE) protocol
over IP.

nos KA9Q/NOS compatible IP over IP.
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[no] tunnel sequence-datagrams

To configure a tunnel interface to drop datagrams that arrive out of order,
use theunnel sequence-datagramiterface configuration command.
To disable this function, use the form of this command.

tunnel source{ip-addresq interface-typenterface-numbégr
no tunnel source

To set a tunnel interfacesource address, use tfumnel source
interface configuration command. To remove the source address, use the
no form of this command.

ip-address IP address to use as the source address for
packets in the tunnel.

interface-type All types.

interface-number Specifies the port, connector, or interface card
number. The numbers are assigned at the
factory at the time of installation or when
added to a system, and can be displayed with
theshow interfacescommand.

tx-queue-limit number

To control the number of transmit buffers available to a specified
interface on the MCI and SCI cards, usetthqueue-limit interface
configuration command.

number Maximum number of transmit buffers that the
specified interface can subscribe. Defaults and
specified limits are displayed with tsaow
controllers mci EXEC command.
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ATM Commands

This chapter describes the function and displays the syntax of each ATM
command. For more information about defaults and usage guidelines, see
the corresponding chapter of tReuter Products Command Reference
publication.

atm aal aal3/4

To enable a subinterface supporting ATM adaptatiged 3/4 (AAL3/4)
on an ATM interface, use tlegm aal aal3/4interface configuration
command.

atm backward-max-burst-size-clpOcell-count
no atm backward-max-burst-size-clpO

To change the maximum number @gtn-priority cells coming from the
destination router to the source router at the burst level on the switched
virtual circuit (SVC), use thatm backward-max-burst-size-clp0
map-class configuration command. Tieeform of this command

restores the default.

cell-count Maximum number of high-priority cells coming
from the destination router at the burst level. The
default is 1.

atm backward-max-burst-size-clplcell-count
no atm backward-max-burst-size-clpl

To change the maximum number of low-priority cells coming from the
destination router to the source router at the burst level on the SVC, use
theatm backward-max-burst-size-clplmap-class configuration
command. Th&o form of this command restores the default value.

cell-count  Maximum number of low-priority cells coming from
the destination router at the burst level. The default
is—1.
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atm backward-peak-cell-rate-clpOrate
no atm backward-peak-cell-rate-clp0

To change the peak rate of high-priority cells coming from the
destination router to the source router on the SVC, usattine
backward-peak-cell-rate-clpOmap-class configuration command. The
no form of this command restores the default.

rate Maximum rate in kilobits per second (kbps) that this
SVC can receive high-priority cells from the
destination router. The default is —1. Maximum value
is 155,000 kbps.

atm backward-peak-cell-rate-clplrate
no atm backward-peak-cell-rate-clpl

To change the peak rate of low-priority cells coming from the destination
router to the source router on the SVC, useathe
backward-peak-cell-rate-clplmap-class configuration command. The
no form of this command restores the default.

rate Maximum rate in kilobits per second (kbps) that this
SVC can receive low-priority cells from the
destination router. The default is —1. Maximum value
is 155,000 kbps.

atm backward-sustainable-cell-rate-clpOrate
no atm backward-sustainable-cell-rate-clpO

To change the sustainable rate of high-priority cells coming from the
destination router to the source router on the SVC, usattine
backward-sustainable-cell-rate-clpOmap-class configuration
command. Thao form of this command restores the default.

rate Sustainable rate in kilobits per second (kbps) that this
SVC can receive high-priority cells from the
destination router. The default is —1. Maximum value
is 155,000 kbps.
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atm backward-sustainable-cell-rate-clpIrate
no atm backward-sustainable-cell-rate-clpl

To change the sustainable rate of low-priority cells coming from the
destination router to the source router on the SVC, usattine
backward-sustainable-cell-rate-clpImap-class configuration
command. The&o form of this command restores the default value.

rate Sustainable rate in kilobits per second (kbps) that this
SVC can receive low-priority cells from the
destination router. The default is —1. Maximum value
is 155,000 kbps.

[no] atm clock internal

To cause the AIP to generate the transmit clock internally, usgrthe
clock internal interface configuration command. The form of this
command restores the default value.

atm exception-queuenumber
no atm exception-queue

To set the exception-queue length, useatine exception-queue
interface configuration command. Theform of this command restores
the default value.

number Number of entries, in the range of 8 to 256. The
default is 32 entries.

atm forward-max-burst-size-clpOcell-count
no atm forward-max-burst-size-clp0

To change the maximum number of high-priority cells going from the
source router to the destination router at the burst leviédeo8VC, use
theatm forward-max-burst-size-clpOmap-class configuration
command. Tha&o form of this command restores the default value.

cell-count Maximum number of high-priority cells going from
the source router at the burst level. The default is —1.
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atm forward-max-burst-size-clpl1cell-count
no atm forward-max-burst-size-clp1

To change the maximum number of low-priority cells going from the
source router to the destination router at the burst levédeo8VC, use
theatm forward-max-burst-size-clpl map-class configuration
command. Thao form of this command restores the default value.

cell-count Maximum number of low-priority cells going from
the source router at the burst level. The default is —1.

atm forward-peak-cell-rate-clpO rate
no atm forward-peak-cell-rate-clp0

To change the peak rate of high-priority cells going from the source
router to the destination router on the SVC, usattre
forward-peak-cell-rate-clpO map-class configuration command. The
no form of this command restores the default value.

rate Maximum rate in kilobits per second (kbps) that this
SVC can send high-priority cells from the source
router. The default is —1. The maximum value is
155,000 kbps.

atm forward-peak-cell-rate-clpl rate
no atm forward-peak-cell-rate-clpl

To change the peak rate of low-priority cells coming from the source
router to the destination router on the SVC, useatire
forward-peak-cell-rate-clpl map-class configuration command. The
no form of this command restores the default value.

rate Maximum rate in kilobits per second (kbps) that this
SVC can sendow-priority cells from the source
router. The default is —1. The maximum value is
155,000 kbps.
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atm forward-sustainable-cell-rate-clpOrate
no atm forward-sustainable-cell-rate-clp0

To change the sustainable rate of high-priority cells coming from the
source router tthe destination router on the SVC, usedima
forward-sustainable-cell-rate-clpOmap-class configuration command.
Theno form of this command restores the default value.

rate Sustainable rate in kilobits per second (kbps) that
this SVC can send high-priority cells from the source
router. The default is —=1. The maximum value is
155,000 kbps.

atm forward-sustainable-cell-rate-clplrate
no atm forward-sustainable-cell-rate-clpl

To change the sustainable rate of low-priority cells coming from the
source router tthe destination router on the SVC, usedhm
forward-sustainable-cell-rate-clplmap-class configuration command.
Theno form of this command restores the default value.

rate Sustainable rate in kilobits per second (kbps) that
this SVC can send low-priority cells from the source
router. The default is —1. Maximum value is
155,000 kbps.

atm maxvc number
no atm maxvc

To set the ceiling value of the virtual circuit descriptor (VCD) on the AIP
card, use thatm maxvcinterface configuration command. The form
of this command restores the default value.

number Maximum number of supported virtual circuits.
Valid values are 256, 512, 1024, 2048, or 4096. The
default is 4096.
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atm mid-per-vc maximum

To limit the number of message identifier (MID) numbers allowed on
each virtual circuit, use thgm mid-per-vc interface configuration
command.

maximum Number of MIDs allowed per virtual circuit on
this interface. The values allowed are 16, 32, 64,
128, 256, 512, and 1024. The default is 16 MIDs
per virtual circuit.

atm multicast address

To assign an SMDS E.164 multicast address to the ATM subinterface
that supports AAL3/4 and SMDS encapsulation, usatimemulticast
interface configuration command.

address Multicast E.164 address assigned to the
subinterface.

atm nsap-addresssap-address
no atm nsap-address

To set the NSAP address for an ATM interface using SVC mode, use the
atm nsap-addressnterface configuration command. The form of
this command removes any configured address for the interface.

nsap-address 40-digit (hexadecimal) NSAP address of this
interface (the source address).
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[no] atm pvcved vpi vei aal-encaff midlow midhigh [peak average

bursf]

To create a permanent virtual circuit (PVC) on the AIP interface, use the

atm pvc interface configuration command. The form of this
command removes the specified PVC.

ved

vpi

VCi

ATM Commands

Virtual circuit descriptor. Unique number per
AIP that identifies to the AIP which VPI/VCI to
use for a particular packet. Valid values range
from 1 to the value set with tte¢m maxvc
command. The AIP requires this feature to
manage packet transmission. Muelis not
associated with the VPI/VCI used for the ATM
network cells.

ATM network virtual path identifier (VPI) of
this PVC, in the range from 0 through 255. The
VPl is an 8-bit field in the header of the ATM
cell. The VPI value is unique only on a single
interface, not ttoughout the ATM network (it
has local significance only).

Both vpi andvci cannot be specified as 0O; if one
is 0, the other cannot be 0.

ATM network virtual channel identifier (VCI) of
this PVC, in the range of 0 through 65535. The
VCl is a 16-bit field inthe header of the ATM
cell. The VCI value is unigue only on a single
interface, not troughout the ATM network (it
has local significance only).

Both vpi andvci cannot be specified as 0O; if one
is 0, the other cannot be 0.
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aal-encap

midlow

midhigh

peak

ATM adaptation layer (AAL) and encapsulation
type. Wheraal5muxis specified, a protocol is
also required. Possible values are as follows:

» aal34smds(encapsulation for SMDS
networks)

 aal5nlpid (encapsulation that allows ATM
interfaces to interoperate with HSSI
interfaces that are using an ADSU and
running ATM-DXI)

* aal5mux decnet(a MUX-type virtual circuit)
» aal5mux ip (a MUX-type virtual circuit)

» aal5mux novell(a MUX-type virtual circuit)
» aal5mux vines(a MUX-type virtual circuit)
» aal5mux xns(a MUX-type virtual circuit)

» aal5snap(LLC/SNAP precedes the protocol
datagram)

» (saal(a signaling-type PVC used for setting
up or tearing down SVCs)

(Optional) Starting message identifier (MID)
number for this PVC. The default is 0. If you set
thepeak average andburstvalues, you must
also set thenidlow andmidhighvalues.

(Optional) Ending MID number for this PVC.
The default is 0. If you set theeak average
andburstvalues, you must also set timédlow
andmidhighvalues.

(Optional) Maximum rate (in kbps) at which this
virtual circuit can transmit. Valid values are in
the range from 1 to the maximum rate set for a
rate queue. If you set this value, you must also
specify a value for thaverage burst, midlow
andmidhigharguments.
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average

burst

(Optional) Average rate (in kbps) at which this
virtual circuit will transmit. Valid values are in
the range from 1 to the maximum rate set for a
rate queue. If you set this value, you must also
specify a value for thpeak burst midlowand
midhigharguments.

(Optional) Value (in the range 1 through 2047)
that relates to the maximum number of ATM
cells the virtual circuit can transmit to the
network at thepeakrate of the PVC. The actual
burst cells equalsurst* 32 cells, thereby
allowing for a burst size of 32 cells to 65504
cells. The largest practical valuelnfrstis the
MTU size of the AIP card. If you set this value,
you must also specify a value for theerage
peak midlowandmidhigharguments.

atm rate-queuequeue-number speed

no atm rate-queue

To create a permanent rate queue for the AIP, usatitiheate-queue
interface configuration command. The form of this command
removes the rate queue.

queue-number Queue number in the range O through 7.

speed
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Speed in Mbps in the range from 1 through 155.
The maximum speed is determined by the
detected PLIM type on the AIP:

34 Mbps for E3

45 Mbps for DS3 (when available)
100 Mbps for TAXI

155 Mbps for SONET
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atm rawqg-sizenumber
no atm rawg-size

To define the AIP raw queue size, usedhm rawg-sizeinterface
configuration command. Theo form of this command restores the
default value.

number Maximum number of cells in the raw queue
simultaneously, in the range 8 through 256. The
default is 32.

atm rxbuff number
no atm rxbuff

To set the maximum number of Receive buffers for simultaneous packet
reassembly, use tta&m rxbuff interface configuration command. The
no form of this command restores the default value.

number Maximum number of packet reassemblies that the
AIP can perform simultaneously, in the range 0
through 512. The default is 256.

atm smds-addressaddress

To assign a unicast E.164 address to the ATM subinterfaceughaodrts
AAL3/4 and SMDS encapsulation, use #ten smds-addressnterface
configuration command.

address Unicast E.164 address assigned to the subinterface.

[no] atm sonet stm-1

To set the proper mode of operation for the SONET PLIM, usatthe
sonet stm-1linterface configuration command. The form of this
command restores the default (STS-3C).
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atm txbuff number
no atm txbuff

To set the maximum number of Transmit buffers for simultaneous packet
fragmentation, use them txbuff interface configuration command.
Theno form of this command restores the default value.

number Maximum number of packet fragmentations that the
AIP can perform simultaneously, in the range 0
through 512. The default is 256.

atm vc-per-vp number
no atm vc-per-vp

To set the maximum number of VCIs to support per VPI, usatthe
vc-per-vp interface configuration command. The form of this
command restores the default value.

number Maximum number of VClIs to support per VPI. Valid
values are 32, 64, 128, 256, 512, 1024, 2048, or
4096. The default is 1024.

atm vp-filter hexvalue
no atm vp-filter

To set the AIP filter register, use tham vp-filter interface
configuration command. Theo form of this command restores the
default value.

hexvalue Value in hexadecimal format. The default is 0x7B.
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[no] protocol protocol-addresatm-nsapatm-nsap-address
[classclass-namE[broadcasi

To define an ATM map statement for an SVC, usathensapmap-list
configuration command in conjunction with theap-list global
configuration command. Theo form of this command removes the

address.

protocol

protocol-address

atm-nsap-address

class

class-name

broadcast

One of the following keywordsippletalk,
apollo, bridge, clns, decnet ip, ipx, vines
Xns.

Destination address that is being mapped to
this SVC.

Destination ATM NSAP address. Must be
exactly 40 hexadecimal digits long and in
the correct dotted format.

(Optional) Keyword.

(Optional) Name of a table that contains
encapsulation-specific parameters. Such a
table can be shared between maps that have
the same encapsulation.

(Optional) Indicates this map entry is to be
used when the correspondipgtocol

sends broadcast packets to the interface (for
example, IGRP updates).
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[no] protocol protocol-addresatm-vc ved [broadcasf

To define an ATM map statement for a PVC, usesthe-vc map-list
configuration command in conjunction with theap-list global
configuration command. Theo form of this command removes the
address.

protocol One of the following keywordsippletalk,
apollo, bridge, clns, decnet ip, ipx, vines
Xns.

protocol-address  Destination address that is being mapped to
this PVC.

vcd Virtual circuit descriptor of the PVC.

broadcast (Optional) Keyword that indicates this map

entry is to be used when the corresponding
protocolwants to send broadcast packets
(such as IGRP updates) to the interface.
Provides pseudo-broadcasting support.

atmsig close atnslot/0 ved

To disconnect an SVC, use thtmsig close atmEXEC command.

slot Slot of the SVC to close.
vcd Virtual circuit descriptor of the signaling PVC to
close.

dxi map protocol protocol-address vpi vfliroadcasi
no dxi map protocol protocol-address

To map a protocol address to a given VPI and VCI, usdxthmap
interface configuration command. Use tieeform of this command to
remove the mapping for that protocol and protocol address.

protocol The bridging or protocol keyworéapollo,
appletalk, bridge, cIns, decnet ip, novell,
vines, orxns.

protocol-address  Protocol-specific address.
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vpi
VCi

broadcast

Virtual path identifier in the range 0 to 15.
Virtual circuit identifier in the range 0 to 63.

(Optional) Broadcasts should be forwarded
to this address.

[no] dxi pvc vpi vei[snap | nlpid | mux]

Use thedxi pvc interface configuration command to configure
multiprotocol or single protocol ATM-DXI encapsulation. Tineform
of thiscommand disables multiprotocol ATM-DXI encapsulation.

vpi

vCi

snap

nlpid

ATM network virtual path identifier (VPI) of this
PVC, in the range from 0 through 255. The VPl is an
8-bit field in the header of the ATM cell. The VPI
value is unique only on a single interface, not
throughout the ATM network (it hdscal

significance only).

Both vpi andvci cannot be specified as 0; if one is 0,
the other cannot be 0.

ATM network virtual channel identifier (VCI) of this
PVC, in the range of 0 through 65535. The VCl is a
16-bit field in the header of the ATM cell. The VCI
value is unique only on a single interface, not
throughout the ATM network (it hdscal

significance only).

Both vpi andvci cannot be specified as 0; if one is 0,
the other cannot be 0.

(Optional) LLC/SNAP encapsulation based on the
protocol used in the packet. This keyword defines a
PVC that can carry multiple network protocols. This
is the default.

(Optional) RFC 1294/1490 encapsulation. This
option is provided for backward compatibility with
the default encapsulation in earlier versions of the
Cisco 10S.
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vpi

vCi

snap

mux

ATM Commands

ATM network virtual path identifier (VPI) of this
PVC, in the range from 0 through 255. The VPl is an
8-bit field in the header of the ATM cell. The VPI
value is unique only on a single interface, not
throughout the ATM network (it hdscal

significance only).

Both vpi andvci cannot be specified as 0; if one is 0,
the other cannot be 0.

ATM network virtual channel identifier (VCI) of this
PVC, in the range of 0 through 65535. The VCl is a
16-bit field in the header of the ATM cell. The VCI
value is unique only on a single interface, not
throughout the ATM network (it hdscal

significance only).

Both vpi andvci cannot be specified as 0; if one is 0,
the other cannot be 0.

(Optional) LLC/SNAP encapsulation based on the
protocol used in the packet. This keyword defines a
PVC that can carry multiple network protocols. This
is the default.

(Optional) MUX encapsulation; the carried protocol
is defined by thelxi map command when the PVC
is set up. This keywordefines a PVC that carries
only one network protocol.

[no] loopback plim

To place the AIP into loopback mode, useld@pback plim interface
configuration command. Theo form of this command removes the
loopback.
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[no] map-classencapsulation class-name

To define quality of servic€QOS) parametrs that are associated with a
static map for an SVC, use theap-classglobal configuration
command. Thao form of this command deletes this class.

encapsulation Encapsulation type. One of the following:
atm, dialer, frame-relay, smds orx25.

class-name User-assigned name of the QOS parameters
table.

[no] map-group name

To associate an ATM map list to an interface or subinterface for either a
PVC or SVC, use thmap-group interface configuration command. The
no form of this command removes the reference to the map list.

name Name of the map list identified bynaap-list
command.

[no] map-list name

To define an ATM map statement for either a PVC or SVC, use the
map-list global configuration command. T form of this command
deletes this list and all associated map statements.

name Name of the map list.

show atm interfaceatm slot/O

To display ATM-specificmformaion about an interface, use thigow
atm interface atm privileged EXEC command.

slot Slot number of the AIP.

show atm map

To display the list of all configured ATM static maps to remote hosts on
an ATM network, use thehow atm mapEXEC command.
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show atm traffic

To display current, global ATM traffic information to and from all ATM
networks connected to the router, useshew atm traffic EXEC
command.

show atm vc[ved|

To display all active ATM virtual circuits (PVCs and SVCs) and traffic
information, use thehow atm vcprivileged EXEC command.

ved (Optional) Number of the virtual circuit to display
information about.

show dxi map

To display all the protocol addresses mapped to a serial interface, use the
show dxi mapEXEC command.

show dxi pvc

To display the PVC statistics for a serial interface, usstibes dxi pvc
EXEC command.

show sscop

To show SSCOP details for all ATM interfaces, usestth@wv sscop
EXEC command.

sscop cc-timerseconds
no sscop cc-timer

To change the connection control timer, usesg@p cc-timelinterface
configuration command. Theo form of this command restores the
default value.

seconds  Number of seconds between BGN messaghks.
default is 10 seconds.
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[no] sscop keepalive-timeseconds

To change the keepalive timer, use $Beop keepalive-timeinterface
configuration command. Theo form of this command restores the
default value.

seconds  Number of seconds the router waits between
transmission of POLL PDUs when no SD or SDP
PDUs are queued for transmission or are outstanding
pending acknowledgments. The default is
30 seconds.

SSCOp max-cagetries
NO SSCOpP max-cc

To change the retry count of connection control, ussshep max-cc
interface configuration command. Theform of this command restores
the default value.

retries Number of times that SSCOP will retry to transmit
BGN, END, or RS PDUs as long as an
acknowledgment has not been received. Valid range
is 1 to 6000. The dault is 10 retries.

sscop poll-timerseconds
no sscop poll-timer

To change the poll timer, use tegcop poll-timerinterface
configuration command. Theo form of this command restores the
default value.

seconds Number of seconds the router waits between
transmissions of POLL PDUs. The default is
10 seconds.
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sscop rcv-windowpackets
no sscop rcv-wndow

To change the receiver window, use $siseop rcv-windowinterface
configuration command. Theo form of this command restores the
default value.

packets Number of packets the interface can receive before it
must send an acknowledgment to the ATM switch.
Valid range is 1 to 6000. The default is 7 packets.

sscop send-windowpackets
no sscop send-window

To change the transmitter window, useskeop send-windovinterface
configuration command. Theo form of this command restores the
default value.

packets Number of packets the interface can send before it
must receive an acknowledgment from the ATM
switch. Valid range is 1 to 6000. The default is
7 packets.
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DDR Commands

This chapter describes the function and displays the syntax of each
dial-on-demand routing command. For more information about defaults
and usage guidelines, see the corresponding chapter®bther

Products Command Referengeblication.

[no] backup delay { enable-delay never} { disable-delay never}

To define how much time should elapse before a secondary line status
changes after a primary line status has changed, ubatkap delay
interface configuration command. To return to the default, which means
as soon as the primary fails, the secondary is broughtthpwtidelay,

use theno form of this command.

enable-delay Number of seconds that elapse after the
primary line goes down before the router
activates the secondary line. The default is
0 seconds.

disable-delay Number of seconds that elapse after the
primary line goes up before the router
deactivates the secondary line. The default is
0 seconds.

never Prevents the secondary line from being
activated or deactivated.

[no] backupinterface type number

To configure the serial interface as a secondary or dial backup line, use
the backup interface interface configuration command. To disable this
feature, use theo form of this command.

type Interface type. It must beerial.

number Serial port to be set as the secondary line.
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[no] backupload { enable-thresholdinever} { disable-load never}

To set traffic load threshold for dial backup service, usealc&up load
interface configuration command. To return to the default value, use the
no form of this command.

enable-threshold Percentage of the primary line’s available

bandwidth.

disable-load Percentage of the primary line’s available
bandwidth.

never Sets the secondary line to never be activated

due to traffic load.

[no] chat-script script-name expect-send

Use thechat-script global configuration command to create a script that
will place a call over a modem. Use tieform of this command to
disable the specified chat script.

script-name Name of the chat script.
expect-send Content of the chat script.

clear dialer [interface typenumbef
clear dialer [interface serial slotport] (Cisco 7000 series only)

To clear the values of dialer statistics for one or more serial or BRI
interfaces configured for DDR, use ttlear dialer privileged EXEC
command.

interface (Optional) Indicates that one interface will be
specified.

type Interface type, eitheserial or bri.

number Interface number.

slot/port On the Cisco 7000 series, specifies the slot and

port numbers.
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clear snapshot quiet-timeinterface

To end the quiet period on a client router within two minutes, use the
clear snapshot quiet-timeEXEC command.

interface Interface type and number.

[no] dialer caller number

To configure caller ID screening, use thialer caller interface
configuration command. To disable this feature, usenthirm of this
command.

number Telephone number for which to screen. Specify an x
to represent a single “don’t-care” character. The
maximum length of each number is 25 characters.

[no] dialer dtr

To enable DDR on an interface and specify that the serial line is
connected by non-V.25bis modems using EIA signaling only (the data
terminal ready [DTR] signal), use tdé@ler dtr interface configuration
command. To disable dial-on-demand routing for the interface, use the
no form of this command.

dialer enable-timeoutseconds
no dialer enable-timeout

Use thedialer enable-timeoutinterface configuration command to set
the length of time an interface stays down after a call has completed or
failed before it is available to dial again. Use tleeform of this

command to reset the enable timeout value to the default.

seconds  Time in seconds that the router waits before the next
call can occur on the specific interface. Acceptable
values are positive, nonzero integditse default is
15 seconds.
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dialer fast-idle seconds
no dialer fast-idle

Use thedialer fast-idle interface configuration command to specify the
amount of time that a line for which there is contention will stay idle

before the line is disconnected and the competing call is placed. Use the

no form of this command to return to the default value.

seconds Idle time, in seconds, that must occur on an interface
before the line is disconnected. Acceptable values are
positive, nonzero integers. The default is 20 seconds.

dialer hold-queuepackets
no dialer hold-queue[packet$

To allow “interesting” outgoing packets to be queued until a modem
connection is established, use thaler hold-queueinterface
configuration command. To disable a dialer hold queue, usetfoem
of this command.

packets Number of packets, in the range 0 to 100 packets, to
hold in the queue. This argument is optional with the
no form of this command.

dialer idle-timeout seconds
no dialer idle-timeout

Use thedialer idle-timeout interface configuration command to specify
the idle time before the line is disconnected. Usenthiorm of this
command to reset the idle timeout to the default value.

seconds Idle time, in seconds, that must occur on an
interface before the line is disconnected. Acceptable
values are positive, nonzero integers. The default is
120 seconds.
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dialer in-band [no-parity | odd-parity]
no dialer in-band

Use thedialer in-band interface configuration command to specify that
DDR is to be suppoed. Use theo form of thiscommand to disable
dial-on-demand routing fahe interface.

no-parity (Optional) Indicates that no parity is to be applied to
the dialer string that is sent out to the modem on
synchronous interfaces.

odd-parity  (Optional) Indicates that the dialed number has odd
parity (7-bit ASCII characters with the eighth bit the
parity bit) on synchronous interfaces.

dialer load-threshold load
no dialer load-threshold

To configure bandwidth on demand by setting the maximum load before
the dialer places another call to a destination, usditther
load-thresholdinterface configuration command. To disable the setting,
use theno form of this command.

load Interface load beyond which the dialer will initiate
another call to the destination. This argument is a
number between 1 and 255.

[no]dialer map protocol next-hop-addregaame hostnamp[spd
[speed 56 64] [broadcasi
[modem-script modem-regeXd system-scriptsystem-regexp
[dial-string[:isdn-subaddre$k

[no] dialer map protocol next-hop-addregsame hostnamg[spd
[speed 56 64] [broadcas{ [dial-string[:isdn-subaddredp

[no] dialer map bridge [namehostnamég[spd [broadcas{
[dial-string:isdn-subaddregk
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[no] dialer map protocol next-hop-address dial-strifigame hosthamg
[modem-script modem-regeq system-scriptsystem-regexp
[broadcast

To configure a serial interface or Integrated Services Digital Network
(ISDN) interface to call one or multiple sites, use a form ofiiaker

map interface configuration command; all options are shown in the first
form of the command. To configure a serial interface or ISDN interface
to place a call to multiple sites and to authenticate calls from multiple
sites, use the send form of thedialer map command. To configure a
serial interface or ISDN interface to support bridging, use the third form
of the command. To configure an asynchronous interface to place a call
to a single site that has no modem script assigned or that requires a
system script, or to multiple sites on a single line, on multiple lines, or on
a dialer rotary group, use the fourth form of dieder map command.To
delete a particular dialer map entry, usedorm of this command.

protocol Protocol keyword. See the “Dialer Map
Command Supported Pamiols” table in the
Router Products Command Reference
publication for a list of supported protocols
and their keywords.

next-hop-address Protocol address used to match against
addresses to which packets are destined. This
argument is not used with tiheidge protocol
keyword.

name (Optional) Indicates the remote system with
which the local router communicates.

hostname (Optional) Case-sensitive name or ID of the
remote device (usually the host name). For
routers with ISDN interfaces, if calling line
identification (CLI/ANI/caller ID) is provided,
thehostnamdield can contain the number that
the calling line ID provides.

spc Specifies a semipermanent connection
between customer equipment and the
exchange; used only in Germany to configure
connections between an ISDN BRI and a
1TR6 ISDN switch type.
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speed 56 64

broadcast

modem-script

modem-regexp

system-script

system-regexp

dial-string

Keyword and value indicating the line speed to
use. Used for ISDN only. The default is 64.

Indicates that broadcasthould be forwarded
to this protocol address.

(Optional) Indicates the modem script to be
used for the connectidfior asynchronous
interfaces).

(Optional) Regular expression to which a
modem script will be matched (for
asynchronous interfaces). No default scripts
are defined for placing calls.

(Optional) Indicates the system script to be
used for the connectidifior asynchronous
interfaces).

(Optional) Regular expression to which a
system script will be matched (for
asynchronous interfaces).

Telephone number sent to the dialing device
when it recognizes packets with the specified
next-hop-addresthat matches the access lists
defined.

The dial string must be the last item in the
command line.

:isdn-subaddress (Optional) Subaddress number used for ISDN
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dialer map snapshotsequence-number dial-string
no dialer map shapshofsequence-numbgr

To define a dialer map for Cisco’s snapshot routing protocol on a client
router connected to a DDR interface, usedia¢er map snapshot
interface configuration command. To delete one or more previously
defined snapshot routing dialer maps, usenthéorm of this command.

sequence-number Number in the range from 1 to 254,
inclusive, that uniquely identifies a dialer
map.

dial-string Telephone number of a remote snapshot
server to be called during an active period.

dialer priority number
no dialer priority

To set the priority of an interface in a dialer rotary group useitier
priority interface configuration command. Use tteeform of this
command to revert to the default setting.

number Specifies the priority of an interface in a dialer rotary
group; the highest number indicates the highest
priority. A number from 0 to 255. The default value
is 0.

dialer rotary-group number

Use thedialer rotary-group interface configuration command to
include an interface in a dialer rotary group.

number Number of the dialer interface in whose rotary group
you want this interface included. An integer that you
select that indicates the dialer rotary group; defined
by theinterface dialer command. A number from O
to 255.
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dialer string dial-string
no dialer string

Use thedialer string interface configuration command to specify the
string (telephone number) to be called for interfaces calling a single site.
Use theno form of this command to delete the dialer string specified for
the interface.

dial-string  String of characters to be sent to a DCE.

dialer wait-for-carrier-time seconds
no dialer wait-for-carrier-time

Use thedialer wait-for-carrier-time interface configuration command
to specify how long to wait for a carrier. Use tieform of this
command to reset the carrier wait time value to the default.

seconds  Number of seconds that the interface waits for the
carrier to come up when a call is placed. Acceptable
values are positive, nonzero integers. The default is
30 seconds.

dialer-group group-number
no dialer-group

To control access, use th@ler-group interface configuration
command. To remove an interface from the specified dialer ageags
use theno form of this command.

group-number Number of the dialer access group to which the
specific interface belongs. This access group is
defined using thdialer-list command.
Acceptable values are nonzero, positive integers
between 1 and 10.

DDR Commands
182




[no] dialer-list dialer-grouplist access-list-number

To group access lists, use ttialer-list list global configuration
command. To disable automatic dialing, userntbéorm of this
command.

dialer-group Specifies the number of a dialer access
group identified in angialer-group
interface configuration command.

access-list-number Specifies the access list number specified in
any IP or Novell IPX access lists including
Novell IPX extended, Service Access Point
(SAP) access lists and bridging type. See
the “Dialer-List List Command Access List
Types and Numbers” table in tRouter
Products Command Referengeblication
for the supported access list types and
numbers.

dialer-list dialer-groupprotocol protocol-nam¢g permit | deny |
list access-list-numbdraccess-group

no dialer-list dialer-group[protocol protocol-namglist
access-list-numbdraccess-group

To define a DDR dialer list to control dialing by protocol or by a
combination of protocol and access list, usedila¢er-list protocol
global configuration command. To delete a dialer list, usadlerm of
this command.

dialer-group Number of a dialer access group identified
in anydialer-group interface configuration
command.

protocol-name One of the following protocol kavords:

appletalk, bridge, cIns, clns_esclns_is
decnet decnet_router-L1,
decnet_router-L2, decnet_nodeip, ipX,
vines orxns.

permit (Optional) Permits access to an entire
protocol.
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deny (Optional) Denies access to an entire
protocol.

list Specifies that an access list will be used for
defining a granularity finer than an entire
protocol.

access-list-number Access list number. Access list numbers
include any DECnet, Banyan VINES, IP,
Novell IPX, or XNS standard or extended
access lists, plus Novell IPX extended,
Service Access Point (SAP) access lists and
bridging types. See the “Dialer-List
Supported Access List Types and Nagrs”
table in theRouter Products Command
Referenceublication.

access-group Filter list name used in thens filter-set
andclns access-grougommands.

encapsulation ppp

Use theencapsulationppp interface configuration command to
configure Point-to-Point Protocol (PPP) encapsulation.

interface dialer number

Use thanterface dialer global configuration command to define a dialer
rotary group.

number Number of the dialer rotary group. It can be
number in the range 0 through 255.
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ppp authentication chaplif-needed
no ppp authentication chap

To enable Challenge Handshake Authentication Protocol (CHAP) on a
serial interface, use tippp authentication chapinterface configuration
command. Use theo form of this command to disable this feature.

if-needed (Optional) CHAP authentication is not done on
this line if the user has already authenticated.

ppp authentication pap|if-needed
no ppp authentication pap

To enable Password Authentication Protocol (PAP) on a serial interface,
use thegpp authentication papinterface configuration command. To
disable this encapsulation, use tteeform of this command.

if-needed (Optional) PAP authentication is not done on
this line if the user has already authenticated.

script dialer regexp
no script dialer

To specify a default modem chat script, usesttrépt dialer line
configuration command. Use the form of this command to disable this
feature.

regexp Specifies the set of modem scripts that might be
executed. The first script that matches the argument
regexpwill be used.
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show dialer[interface type numbgr

To obtain a general diagnostic display for serial interfaces configured for
DDR, use tle show dialerEXEC command.

interface  (Optional) Information for only the interface
specified by the argumentgpeandnumberis to be
displayed.

type (Optional) Interface type.
number (Optional) Interface unit number.

show snapshofinterfacg

To display snapshot routing parameters associated with an interface, use
theshow snapshoEXEC command.

interface  (Optional) Interface type and number.

[no] snapshot clientactive-time quiet-time
[suppress-statechange-updatg¢§dialer]

To configure a client router for snapshot routing, usetizg@shot client
interface configuration command. To disable a client router, useothe
form of this command.

active-time Amount of time, in minutes, that
routing updates are regularly
exchanged between the client and
server routers. This can be an integer in
the range 5 to 100. There is no default
value. A typical value would be
5 minutes.
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quiet-time Amount of time, in minutes, that
routing entries are frozen and remain
unchanged between active periods.
Routes are not aged during the quiet
period, so they remain in the routing
table as if they were static entries. This
argument can be an integer from 8 to
100000. There is no default value. The
minimum quiet time is generally the
active time plus 3.

suppress-statechange- (Optional) Disables the exchange of

updates routing updates each time the line
protocol goes from “down” to “up” or
from “dialer spoofing” to “fully up.”

dialer (Optional) Allows the client router to
dial up the remote router in the absence
of regular traffic.

[no] snapshot serveractive-timg dialer]

To configure a server router for snapshot irgtuse thesnapshot
serverinterface configuration command. To disable a server router, use
theno form of this command.

active-time Amount of time, in minutes, that routing updates are
regularly exchanged between the client and server
routers. This can be an integer in the range 5 to 100.
There is no default value. A typical value would be
5 minutes.

dialer (Optional) Allows the client router to dial up the
remote router in the absence of regular traffic.
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usernam enamepasswordsecret

Use theusernamepasswordcommand to specify the password to be
used in Challenge Handshake Authentication Protocol (CHAP) caller
identification and Password Authentication Protocol (PAP).

name Host name, server name, user ID, or command name.

secret For CHAP authentication: specifies the secret for the
local router or the remote device. The secret is
encrypted when it is stored on the local router. This
prevents the secret from being stolen. The secret can
consist of any string of up to 11 printable ASCII
characters. There is no limit to the number of
username/password combinatidhat can be
specified, allowing any number of remote devices to
be authenticated.
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Frame Relay Commands

This chapter describes the function and displays the syntax of each
Frame Relay command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products

Command Referengrublication.

clear frame-relay-inarp

To clear dynamically created Frame Relay maps, which are created by
the use of Inverse ARP, use ttlear frame-relay-inarp EXEC
command.

[no] encapsulation frame-relay{cisco| ietf]

Use theencapsulation frame-relayinterface configuration command to
enable Frame Relay encapsulation. bdorm of this command

disables Frame Relay. If thetf keyword is not specified, this command
defaults to using Cisco’s encapsulation, which is a four-byte header, with
two bytes for the DLCI and two bytes to identify the packet type.

ietf (Optional) Sets the encapsulation method to comply
with the IETF standard (RFC 1294). Use this
keyword when connecting to another vendor’s
equipment across a Frame Relay network.

ietf (Optional) Sets the encapsulation method to comply
with the IETF standard (RFCs 1294 and 1493
this keyword when connecting to another vendor’s
equipment across a Frame Relay network.
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frame-relay broadcast-queuesize byte-rate packet-rate

To create a special queue for a specified interface to hold broadcast
traffic that has been replicated for transmission on multiple DLCIs, use
the frame-relay broadcast-queuenterface configuration command.

size Number of packets to hold in the broadcast queue.
The default is 64 packets.

byte-rate Maximum number of bytes to be transmitted per
second. The default is 8600bytes per second.

packet-rate  Maximum number of packets to be transmitted per
second. The default is 36 packets per second.

frame-relay de-group group-number dici
no frame-relay de-group[group-numbet [dici]

To specify the discard eligibility (DEJroup nunioer to be used for a
specified DLCI, use thtame-relay de-groupinterface configuration
command. To disable a previously defined group nurabsigned to a
specified DLCI, use theo form of this command with the relevant
keywordand arguments.

group-number DE group number to apply to the specified
DLCI number, in the range from 1 through 10.

dlci DLCI number.

[no] frame-relay de-listlist-number{ protocol protocol |
interface type numbér characteristic

To define a discard eligibility (DE) list specifying which packets will
have the DE bit set and thus will be eligible for discarding when
congestion is experienced on the Frame Relay switch, use the
frame-relay de-list global configuration command. To delete a portion
of a previously defined DE list, use the form of this command.

list-number  Number of the DE list.
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protocol

type

number

characteristic

One of the following keywords corresponding to a
supported protocol or device:

arp—Address Resolution Protocol.
apollo—Apollo Domain.

appletalk—AppleTalk.

bridge—Dbridging device.

clns—ISO Connectionless Network Service.
clns_es—CLNS end systems.

clns_is—CLNS intermediate systems.
compressedtcp—Compressed TCP.
decnet—DEChnet.

decnet_node—DECnet end node.
decnet_router-L1—DECnet Level 1 (intra-area)
router.

decnet_router-L2—DECnet Level 2 (interarea)
router.

ip—Internet Protocol.

ipx—Novell Internet Packet Exchange.
vines—Banyan VINES.

xns—Xerox Network Systems.

One of the following interface typeserial, null,
or ethernet

Interface number.
You must supply one of the following:

fragments—Classify fragmented IP packets.

tcp port—TCP packets to or from a specified port.
udp port—UDP packets to or from a specified
port.

list access-list-numberPreviously defined

access list number.

gt bytes—Packets larger than the specified number
of bytes will have the DE bit set.

It bytes—Packets smaller than the specified
number of bytes will have the DE bit set.
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[no] frame-relay interface-dlci dlci [optior]

frame-relay interface-dici dici [protocol ip ip-addres$

To assign a DLCI to a specified Frame Relay subinterface on the router,
use thdrame-relay interface-dlici interface configuration command. To
remove this feature, use the form of this command.

dici DLCI number to be used on the specified
subinterface.

option (Optional) Broadcast or encapsulation keyword, as
defined in the “Frame Relay Interface-DLCI Option
Keywords” table in th&kouter Products Command
Referenceublication.

protocol ip Indicates the IP address of the serial interface of a
ip-address  new router onto which a router configuration file is
to be autoinstalled over a Frame Relay network.

Use this option only when this router will act as the
BOOTP server for autoinstallation over Frame
Relay.

frame-relay intf-type [dce|dte | nni]
no frame-relay intf-type [dce| dte]
Use theframe-relay intf-type interface configuration command to

configure a Frame Relay switch type. Useribdorm of this command
to disable the switch.

dce (Optional) Router functions as a switch connected
to a router.
dte (Optional) Router is connected to a Frame Relay

network. This is the default.

nni (Optional) Router functions as a switch connected
to a switch(supports NNI connections).
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[no] frame-relay inverse-arpprotocol dici

Use theframe-relay inverse-arpinterface configuration command to
enable the Inverse Address Resolution Protocol (Inverse ARP) on the
router configured for Frame Relay. Use tiieform of this command to
disable this feature.

protocol Supported protaas: appletalk, decnet, ip ipX,
vines andxns.

dici A DLCI number used on the interface. Acceptable
numbers are integers in the range 16 to 1007.

frame-relay ip tcp header-compressiorjpassivé
no frame-relay ip tcp header-compression

To configure an interface to ensure that the associated PVC will always
carry outgoing TCP/IP headers in compressed form, ugeathe-relay

ip tcp header-compressiorinterface configuration command. To

disable compression of TCP/IP packet headers on the interface, use the
no form of this command.

passive (Optional) Compresses the outgoing TCP/IP packet
header only if an incoming packet had a compressed
header.

frame-relay keepalivenumber
no frame-relay keepalive

To enable the Local Management Interface (LMI) mechanism for serial
lines using Frame Relay encapsulation, usdrdme-relay keepalive
interface configuration command. To disable this capability, usedhe
form of this command.

number An integer that defines the keepalive interval. The
interval must be set and must be less than the interval
set on the switch; see tframe-relay Imi-t392dce
command description. The default is 10 seconds.
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[no] frame-relay Imi-n391dte keep-exchanges

To set a full status polling interval, use fr@me-relay Imi-n391dte
interface configuration command. To restore the default interval value,
assuming an LMI has been configured, usenthform of this command.

keep-exchanges Number of keep exchanges to be done before
requesting a full status message. Acceptable
value is a positive integer in the range 1
through 255. The default is 6.

[no] frame-relay Imi-n392dcethreshold

To set the DCE and NNI error threshold, usefthme-relay
Imi-n392dceinterface configuration command. To remove the current
setting, use thao form of this command.

threshold  Error threshold value. Acceptable value is a positive
integer in the range 1 through 10. The default is 2.

[no] frame-relay Imi-n392dtethreshold

To set the error threshold on a DTE or NNI interface, use the
frame-relay Imi-n392dteinterface configuration command. To remove
the current setting, use the form of this command.

threshold  Error threshold value. Acceptable value is a positive
integer in the range 1 through 10. The default is 2.

[no] frame-relay Imi-n393dceevents

To set the DCE and NNI monitored events coun, usé&anee-relay
Imi-n393dceinterface configuration commandt. To remove the current
setting, use thao form of this command.

events Monitored events count value. Acceptable value is a
positive integer in the range 1 through 10. The
default is 2.
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[no] frame-relay Imi-n393dte events

To set the monitored event count on a DTE or NNI interface, use the
frame-relay Imi-n393dteinterface configuration command. To remove
the current setting, use the form of this command.

events Monitored event count value. Acceptable value is a
positive integer in the range 1 through 10. The
default is 2.

[no] frame-relay Imi-t392dcetimer

To set the polling verification timer on a DCE or NNl interface, use the
frame-relay Imi-t392dceinterface configuration command. To remove
the current setting, use the form of this command.

timer Polling verification timer value. Acceptable value is
a positive integer in the range 5 through 30. The
default is 15 seconds.

[no] frame-relay Imi-type { ansi|cisco| 933

To select the Local Management Interface (LMI) type, use the
frame-relay Imi-type interface configuration command. Use ttee
form of this command to remove a previously selected LMI type.

ansi Annex D defined by ANSI standard B17.

cisco LMI type defined jointly by Cisco and three other
companies. This is the default.

g933a ITU-T Q.933 Annex A.
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frame-relay local-dici number
no frame-relay local-dici

To set the source DLCI for use when the LMI is not supported, use the
frame-relay local-dici interface configuration command . To remove
the DLCI number, use the form of this command.

number Local (source) data link connection identifier (DLCI)
number for the interface.

frame-relay map protocol protocol-address dI§broadcasi
[ietf | ciscd
no frame-relay map protocolprotocol-address

Use thdrame-relay map interface configuration command to define the
mapping between an address and the DLCI used to connect to the
address. Use theo frame-relay map command to delete the map entry.

protocol Supported protocobridging, or logical link
control keywordsappletalk, decnet ip, ipx,
lic2, rsrb, vines andxns.

protocol-address Destination protocol address.

dici DLCI number used to connect to the specified
protocol address on the interface.

broadcast (Optional) Broadcasts should be forwarded to
this address when multicast is not enabled (see
theframe-relay multicast-dici command for
more information about multicasts). This
keyword also simplifies the configuration of
OSPF (see the “Usage Guidelines” section for
this command in thRouter Products
CommandReferengqaublication).

ietf (Optional) IETF form of Frame Relay
encapsulation. Use when the router is
connected to another vendor's equipment
across a Frame Relay network.

cisco (Optional) Cisco encapsulation method.
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frame-relay map bridge dici [broadcasf
no frame-relay map bridgedici

Use theframe-relay map bridge interface configuration command to
specify that broadcasts should be forwarded when bridging. Usethe
form of this command to delete the map entry.

dici DLCI number to be used for bridging on the
specified interface or subinterface.

broadcast (Optional) Broadcasts should be forwarded to this
address when multicast is not enabled.

frame-relay map clnsdici [broadcasi
no frame-relay map clnsdici

Use theframe-relay map clns interface configuration command to
specify that broadcasts should be forwarded when routing using 1ISO
CLNS. Use theno form of this command to delete the map entry.

dici DLCI number to which CLNS broadcasts should
be forwarded on the specified interface.

broadcast  (Optional) Broadcasts should be forwarded when
multicast is not enabled.

frame-relay map ip ip-addressdici [broadcas{ [cisco|ietf]
[nocompres$ tcp header-compressior active | passivg
no frame-relay map ipip-address dlici

To assign header compression characteristics to an IP map that differ
from the compression characteristics of the interface with which the IP
map is associated, use fheme-relay map ip tcp header-compression
interface configuration command. To remove the IP map, usgothe

form of this command. To disable TCP/IP header compression on the IP
map, use theocompressform of this command.

ip-address  IP address.
dici DLCI number.
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broadcast  (Optional) Forwards broadcasts to the specified IP
address.

cisco (Optional) Uses Cisco’s proprietary encapsulation.
This is the default.

ietf (Optional) Uses RFC 1294 encapsulation. No
TCP/IP header compression is done if IETF
encapsulation is chosen for the IP map or the
associated interface.

nocompress (Optional) Disables TCP/IP header compression

for this map.

active Compresses the header of every outgoing TCP/IP
packet.

passive Compresses the header of an outgoing TCP/IP

packet only if an incoming TCP/IP packet had a
compressed header.

frame-relay multicast-dici number
no frame-relay multicast-dlci

Use theframe-relay multicast-dlci interface configuration command to
define the DLCI to be used for multicasts. Usertbdorm of this
command to remove the multicast group.

Note Theframe-relay multicast-dici command is provided mainly to
allow testing of the Frame Relay encapsulation in a setting where two
servers are connected back to back. This command is not required in a
live Frame Relay network.

number Multicast DLCI. (Note that this isotthe
multicast group number, which is an entirely
different value.)
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[no] frame-relay route in-dici out-interface out-dici

Use theframe-relay route interface configuration command to specify
the static route for PVC switching. Use th@form of this command to
remove a static route.

in-dlci DLCI on which the packet is received on the
interface.
out-interface Interface the router uses to transmit the packet.

out-dlci DLCI the router uses to transmit the packet over
the specifiedut-interface

[no] frame-relay short-status

To instruct the network server to request the short status message from
the switch (see Version 2.3 of the joiftame Relay Interface
specification), use thieame-relay short-statusinterface configuration
command. Use theo form of this command to override the default

[no] frame-relay switching

Use theframe-relay switching global configuration command to enable
PVC switching on a Frame Relay DCE or an NNI. Usenthérm of
this command to disable switching.

show frame-relay ip tcp header-compression

To display statistics and TCP/IP header compressafonmaion for the
interface, use thehow frame-relay ip tcp header-compressioEXEC
command.

show frame-relay Imi[type numbdr

Use theshow frame-relay Imi EXEC command to display statistics
about the Local Management Interface (LMI).

type (Optional) Interface type; serial only.
number (Optional) Interface number.
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show frame-relay map

To display the current map entries and information about the
connections, use thghow frame-relay mapEXEC command.

show frame-relay pvc[typenumberdici]]
To display statistics about PVCs for Frame Relay interfaces, use the
show frame-relay pvcEXEC command.

type (Optional) Interface type.

number (Optional) Interface number.

dici (Optional) One of the specific DLCI numbers used
on the interface. Statistics for the specified PVC
display when a DLCI is also specified.

show frame-relay route

Use theshow frame-relay route EXEC command to display all
configured Frame Relay routes, along with their status.

show frame-relay traffic

Use theshow frame-relay traffic EXEC command to display the
router’s global Frame Relay statistics since the last reload.

show interfaces seriahumber

Use theshow interfaces seriafEXEC command to display information
about a serial interface. When using the Frame Relay encapsulation, use
theshow interfacesserial command to display information about the
multicast DLCI, the DLCI of the interface, and the LMI DLCI used for
the Local Management Interface. The status information is taken from
the LMI, when active.

number Interface number.
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ISDN Commands

This chapter describes the function and displays the syntax of each ISDN
command. For more information about defaults and usage guidelines, see
the corresponding chapter of tReuter Products Command Reference
publication.

interface bri number

interface bri numbersubinterface-numbgmultipoint |
point-to-point]

To configure a BRI interface and enter interface configuration mode, use
theinterface bri global configuration command.

To configure a BRI subinterface, use theerface bri [multipoint |
point-to-point] global configuration command.

number Port, connector, or interface card
number. The numbers are assigned at
the factory at the time of installation or
when added to a system, and can be
displayed with theshow interfaces
command.

.subinterface-number  Subinterface number in the range 1 to
429496723. The number that precedes
the period () must match the number
this subinterface belongs to.

multipoint | (Optional) Specifies a multipoint or
point-to-point point-to-point subinterface. The default
is multipoint .
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[no] isdn answerl[called-party-numbégf:subaddreds

[no] isdn answer2[called-party-numbdf:subaddreds

To have the router verify a called-party number or subaddress number in
the incoming setup message for ISDN BRI calls, if the number is
delivered by the switch, use ttsgln answerlinterface configuration
command. To remove the verification request, usethi®rm of this
command.

To have the router verify an additional called-party number or
subaddress number in the incoming setup message for ISDN BRI calls,
if the number is delivered by the switch, useisitg answer2interface
configuration command. To remove this second verification request, use
theno form of this command.

called-party-number (Optional) Telephone number of the called
party. At least one of the
called-party-numbeor subaddressnust
be specified.

Identifies the number that follows as a
subaddress. Use the colon (:) when you
configure both the called party number and
the subaddress or when you configure only
the subaddress.

subaddress (Optional) Subaddress number, 20 or fewer
characters long, used for ISDN multipoint
connections. At least one of the
called-party-numbepr subaddressnust
be specified. Use the colon (:) when you
configure the subaddress only.
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[no] isdn caller number

To configure ISDN caller ID screening, use then caller interface
configuration command. To disable this feature, usenthirm of this
command.

number Telephone number for which to screen. Specify an
x to represent a single “don’'t-care” character. The
maximum length of each number is 25 characters.

isdn calling-number calling-number
no isdn calling number

To configure an Australian basist13ISDN BRI interface to present a
billing number of the device making the outgoing call, usadtie
calling-number interface configuration command. To remove a
previously configured calling number, use tteeform of this command.

calling-number Number of the device making the outgoing call;
only one entry is allowed and it is limited to
16 digits.

isdn not-end-to-endspeed

For incoming calls, to override the speed that the network reports it will
use to deliver the call data, use tben not-end-to-endinterface
configuration command.

speed The line speed used for incoming calls that are not
ISDN from end to end. Can be 56 or 64 kbps. The
default line speed is 64 kbps.

[no] isdn spid1spid-numbefldn]

Use theisdn spidlinterface configuration command to define at the
router the service profile identifier (SPID) number that has been assigned
by the ISDN service provider for the B1 channel. Usenthisdn spidl
command to disable the specified SPID, thereby preventing access to the
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switch. If you include the LDN in theo form of this command, the
access to the switch is permitted, but the other B-channel may not be able
to receive incoming calls.

spid-number Number identifying the service to which you have
subscribed. This value is assigned by the ISDN
service provider and is usually a ten-digit
telephone number with some extra digits.

ldn (Optional) Local directory number, as delivered
by the service provider in the incoming Setup
message. This is a seven-digit number assigned by
the service provider.

isdn spid2spid-numbefldn]
no isdn spid2spid-numbefldn]

Use thesdn spid2interface configuration command to define at the
router the SPID number that has been assigned by the ISDN service
provider for the B2 channel. Use theisdn spid2command to disable
the specified SPID, thereby preventing access to the switch. If you
include the LDN in thao form of this command, the access to the switch
is permitted, but the other B-channel might not be able to receive
incoming calls.

spid-number Number identifying the service to which you have
subscribed. This value is assigned by the ISDN
service provider and is usually a ten-digit
telephone number with some extra digits.

ldn (Optional) Local directory number. This is a
seven-digit number also assigned by the service
provider.
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isdn switch-type switch-type

To configure a central office switch on the ISDN interface, uséstire
switch-type global configuration command.

switch-type  Service provideswitch type; see the “ISDN
Service Provider Switch Types” table in the
Router Products Command Referepoblication
for a list of supported switches. The default is
none

isdn tei [first-call | powerup]
no isdntei

To configure when ISDN Layer 2 terminal endpoint identifier (TEI)
negotiation should occur, use tisein tei global configuration
command. Use theo form of this command to restore the default.

first-call (Optional) ISDN TEI negotiation should occur
when the first ISDN call is placed or received.

powerup (Optional) ISDN TEI negotiation should occur
when the router is powered on.

linecode b8zs

Use thdinecode b8zsontroller configuration command to select the
B8ZS line-code type for the T1 line attached to an ISDN PRI.

pri-group [timeslotsrangd
no pri-group

To specify ISDN Primary Rate Interface (PRI) on a channelized T1 card
on the Cisco 7000 series, use pinegroup controller configuration
command. Use theo pri-group command to remove the ISDN PRI.

timeslotsrange  (Optional) Specifies a single range of values
from 1 to 23.
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show controllers bri number

To display information about the ISDN Basic Rate Interface (BRI), use
theshow controllers bri privileged EXEC command.

number Interface number. The value istrough 7 ifthe
router has one BRI NIM or 0 through 15tlife
router has two BRI NIMs.

show interfaces brinumber{first] [lasf] [accounting

Use theshow interfaces briprivileged EXEC command to display
information about the BRI D- and B-channels.

number Interface number. The value istrough 7 ifthe
router has one BRI NIM or 0 through 185like
router has two BRI NIMs. Specifying just the
numberwill display the D-channel for that BRI
interface.

first (Optional) Specifies the first of the B-channels;
can be either 1 or 2. D-channel information is
obtained by using the command without the
optional arguments.

last (Optional) Specifies the last of the B-channels;
can only be 2, indicating B-channels 1 and 2.
D-channel information is obtained by using the
command without the optional arguments.

accounting  (Optional) Displays the number of packets of each
protocol type that have been sent throtigh
interface.
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show isdn{memory | timers | service$

To display thernformaion about memory, Layer 2 and Layer 3 timers
and, on the Cisco 7000 series only, to display information about the
status of PRI channels, use 8i®w isdnEXEC command.

memory Displays memory pool statistics.

timers Displays the values of Layer 2 and Layer 3 timers.

services Displays the status of PRI channels. (Cisco 7000
series only)
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SMDS Commands

This chapter describes the function and displays the syntax of each
SMDS command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products
Command Referengrublication.

[no] arp ip-address smds-addresmds

Use this variation of tharp global configuration command to enable
ARP entries for static routing over the SMDS network. Usenthierm
of this command to disable this capability.

ip-address IP address of the remote router.

smds-address 12-digit SMDS address in the dotted notation
nnnn.nnnn.nnnn (48 bits long).

smds Enables ARP for SMDS.

encapsulation smds

Use theencapsulation smdsnterface configuration command to enable
SMDS service on the desired interface.

show arp

Use theshow arp privileged EXEC command to display the entries in
the ARP table for the router.

show smds addresses

Use theshow smds addressgwivileged EXEC command to display the
individual addresses and the interface they are associated with.
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show smds map

To display all SMDS addresses that are mapped to higher-level protocol
addresses, use tebow smds mayprivileged EXEC command.

show smds traffic

To display statistics about bad SMDS packets the router has received, use
theshow smds trafficprivileged EXEC command.

[no] smds addressmds-address

To specify the SMDS individual address for a particular interface, use the
smds addressnterface configuration command. To remove the address
from the configuration file, use thr form of this command.

smds-address Individual address provided by the SMDS service
provider. This address is protocol independent.

smds dxi

To enable the DXI 3.2 support, use mds dxiinterface configuration
command. To disable the DXI 3.2 support, usenthéorm of this
command.

[no] smds enable-arp

To enable dynamic Address Resolution Protocol (ARP), usentids
enable-arpinterface configuration command. The multicast address for
ARP must be set before this command is issued. Once ARP has been
enabled, use theo form of this command to disable the interface.
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[no] smds multicastprotocol smds-address

To assign a multicast SMDS E.164 address to a higher-level protocol,
use thesmds multicastinterface configuration command. To remove an
assigned multicast address, userntbesmds multicastcommand with

the appropriate address.

protocol Protocol type. See the “SMDS Multicast
Supported Protais” table in theRouter Products
Command Referengrublication for a list of
supported protocoland their keywords.

smds-address SMDS address. Because SMDS does not
incorporate broadcast addressing, a group address
for a particular protocol must be defined to serve
the broadcast function.

[no] smds multicast arpsmds-addresfp-address magk

To map the SMDS address to a multicast address, usentie
multicast arp interface configuration command. Use tteeform of this
command to disable this feature.

smds-address SMDS address in E.164 format.
ip-address (Optional) IP address.
mask (Optional)Subnet maskor the IP address.

[no] smds multicast bridgesmds-address

To enable spanning tree updates, usesthés multicast bridge
interface configuration command. Use tieform of this command to
disable this function.

smds-address SMDS multicast address in E.164 format.
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[no] smds multicast ipsmds-addresgp-address magk

To map an SMDS group address to a secondary IP addseshesmds
multicast ip interface configuration command. Use tieform of this
command to remove the address map.

smds-address  SMDS address in E.164 format.
ip-address (Optional) IP address.
mask (Optional)Subnet maskor the IP address.

[no] smds static-mapprotocol protocol-addressmds-address
[broadcasf

To configure a static map between an individual SMDS address and a

higher-level protocol address, use #meds static-mapinterface
configuration command. Use the form of this command with the
appropriate arguments to remove the map.

protocol Protocol. It can be one of the following values:
appletalk, clns decnet ip, ipx, vines, orxns.

protocol-address Address of the higher-level paatol.

smds-address  SMDS address, to complete the mapping.

broadcast (Optional) Marks the specified protocol
address as a candidate for broadcast packets.
All broadcast requests will be sent to the
unicast SMDS address.
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X.25 and LAPB Commands

This chapter describes the function and displays the syntax of each X.25
and LAPB command. For moreformaton about defaults and usage
guidelines, see the corresponding chapter oRitveter Products

Command Referengrublication.

bfe {enter |leavg type number

To allow the router to participate in emergency mode or to end
participation in emergency mode when the interface is configured for
x25 bfe-emergency decisioandx25 bfe-decision askuse theébfe

EXEC command.

enter Causes the router to send a special address
translation packet that includes emter
emergency modecommand to the BFE if the
emergency mode window is open. If the BFE is
already in emergency mode, this command
enables the sending of address translation
information.

leave Disables the sending of address translation
information from the router to the BFE when the
BFE is in emergency mode.

type Interface type.

number Interface number.
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clear x25-vctypenumber[lcn]

To clear switched virtual circuits (SVCs) and to reset permanent virtual
circuits (PVCs), use thelear x25-vcprivileged EXEC command. To
clear all X.25 virtual circuits at once by restarting the packet layer
service, use this command withoutlan argument.

type Interface type.
number Interface number.
lcn (Optional) Virtual circuit.

[no] cmns enable

To enable Connection-Mode Network Service (CMNS) on a nonserial
interface, use themns enableinterface configuration command. Use
theno form of this command to disable this capability.

encapsulation lapb[dte | dce] [multi |protocol]

To exchange datagrams over a serial interface using LAPB
encapsulation, use tlemcapsulation lapbinterface configuration
command.

dte (Optional) Specifies operation as a DTE. This is the
default LAPB mode.

dce (Optional) Specifies operation as a DCE.

multi (Optional) Specifies use of multiple local-area
network (LAN) protocols to be carried on the LAPB
line.

protocol (Optional) A single protocol to be carried on the

LAPB line. A single protocol can be one of the
following: apollo, appletalk, clns (ISO CLNS),
decnet ip, ipx (Novell IPX),vines andxns. IP is
the default protocol.
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encapsulation x25dte | dcg [[ddn | bfe] | [ietf]]

To specify an interface’s operation as an X.25 device, use the
encapsulation x25nterface configuration command.

dte (Optional) Specifies operation as a DTE. This is the
default X.25 mode.

dce (Optional) Specifies operation as a DCE.

ddn (Optional) Specifies DDN encapsulation on a router

using DDN X.25 standard service.

bfe (Optional) Specifies BFE encapsulation on a router
attached to a Blacker Front End device. Available for
DTE operation only.

ietf (Optional) Specifies that the interface’s datagram
encapsulation should default to use of the IETF
standard method, as defined by RFC 1356.

lapb interface-outagemilliseconds

To specify a period during which a link will remain connected, even if a
brief hardware outage occurs, use ldpb interface-outageinterface
configuration command.

milliseconds ~ Number of milliseconds a hardware outage can
last without having the protocol disconnect the
service. The default is 0 milliseconds, which
disables this feature.

lapb k window-size

To specify the maximum permissible number of outstanding frames,
called the window size, use tlapb k interface configuration command.

window-size Frame count. It can be a value from 1 to the
modulo size minus 1. The default is 7 frames.
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lapb modulo modulus

To specify the LAPB operating modulo as the basic (modulo 8) or
extended (modulo 128) protocol modulo, useldéipd modulo interface
configuration command.

modulus  Either 8 or 128. The value 8 specifies LAPB’s basic
mode; the value 128 specifies LAPB'’s extended
mode. The default is 8.

lapb n1bits

To specify the maximum number of bits a frame can hold (the LAPB N1
parameter), use tHapb nl interface configuration command.

bits Number of bits from 1088 through 32840nitist
be a multiple of eight. N1 defaults to the largest
value available for the interface.

lapb n2 tries

To specify the maximum number of times a data frame can be
transmitted (the LAPB N2 parameter), useldpb n2 interface
configuration command.

tries Transmission count. It can be a value from 1
through 255. The default is 20 transmissions.

lapb protocol protocol

To configure the protocol carried on the LAPB line, usdabbé
protocol interface configuration command.

protocol Protocol, entered by keyword. It can be one of the
following: appletalk, apollo, clns (ISO CLNS),
decnet ip, ipx (Novell IPX), vines, andxns.
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lapb t1 milliseconds

To set the retransmission timer period (the LAPB T1 parameter), use the
lapb t1 interface configuration command.

milliseconds Time in milliseconds. It can be a value from 1
through 64000. The default is 3000 milliseconds.

lapb t4 seconds

To set the T4 idle timer, after which the router sends out a Poll packet to
determine whether the link has suffered an unsignaled failuréheise
lapb t4 interface configuration command.

seconds  Number of seconds between reception of the last
frame and the transmission of the outgoing Poll. The
default value is 0 seconds, which disables the T4
timer feature.

show cmng[type numbgr

To display X.25 Level 3 parameters for LAN interfaces (such as Ethernet
or Token Ring) and othenformaion pertaining to CMNS traffic
activity, use theshow cmnseEXEC command.

type (Optional) Interface type.
number (Optional) Interface number.

show interfaces seriahumber

To display information about a serial interface, usestimv interfaces
serial EXEC command.

number Specifies the interface port number.

show llc2

To display active LLC2 connections, use shew lic2privileged EXEC
command.
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show x25 map

To display information about X.25 address maps, usshtbe x25 map
EXEC command.

show x25 remote-red

To display the onée-one mapping othe host IP addresses and the
remote BFE device's IP addresses, usehioev x25 remote-redEXEC
command.

show x25 route

To display the X.25 routing table, use gteow x25 routeEXEC
command.

show x25 vdlcn]

To display information about active switched virtual circuits (SVCs) and
permanent virtual circuits (PVCs), use #f®ow x25 vcEXEC

command. To examine a particular virtual circuit, add an LCN argument
to theshow x25 vccommand.

Icn (Optional) Logical channel number (LCN).

[no] x25 accept-reverse

To configure the router to accept all reverse charge calls, ug23he
accept-reversenterface configuration command. To disable this
facility, use theno x25 accept-revers&ommand.

x25 addressx.121-address

To set the X.121 address of a particular network interface, us2%she
addressinterface configuration command.

x.121-address Variable-length X.121 address. The address is
assigned by the X.25 network service provider.
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x25 bfe-decision{no | yes| ask}

To specify how a router configured &5 bfe-emergency decisiowill
participate in emergency mode, usexB8 bfe-decisioninterface
configuration command.

no

yes

ask

Prevents the router from patrticipating in emergency mode and from sending address tr
device. This is the default.

Allows the router to participate in emergency mode and to send address translation inf
enters emergency mode. The router obtains this information from the table created2%yr

Configures the router to prompt the console operator to entefel©XEC command.

x25 bfe-emergency{ never | always | decisior}

To configure the circumstances under which the router participates in
emergency mode, use the5 bfe-emergencynterface configuration

command.

never

always

decision

Prevents the router from sending address translation
information to the BFE. If it does not receive address
translation information, the BFE cannot open a new
connection for which it does not know the address.
This is the default.

Allows the router to pass address translations to the
BFE when it enters emergency mode and an address
translation table has been created.

Directs the router to wait until it receives a
diagnostic packet from the BFE device indicating
that the emergency mode window is open. The
window is only open when a condition exists that
allows the BFE is to enter emergency mode. When
the diagnostic packet is received, the router’s
participation in emergency mode depends on how it
is configured using the25 bfe-decisioncommand.
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[no] x25 defaultprotocol

To set a default protocol, use th25 defaultinterface configuration
command. To remove the default protocol specified, usedhe5
default command.

protocol Specifies the protocol to assume; mayioer pad.

[no] x25 facility facility-keyword value

To force facilities on a per-call basis for calls originated by the router
(switched calls are not affected), use x@é facility interface
configuration command. To disable a facility, userntbex25 facility
command.

facility-keyword  User facility.

value Facility value; see the “X.25 User Facilities”
table in theRouter Products Command
Referenceublication for supported facilities
and their values.

x25 hic circuit-number

To set the highest incoming-only virtual circuit number, usex#&ehic
interface configuration command.

circuit-number Virtual circuit number from 1 through 4095, or 0
if there is no incoming-only virtual circuit range.
The default is 0.

x25 hoccircuit-number

To set the highest outgoing-only virtual circuit number, usex2&ehoc
interface configuration command.

circuit-number Virtual circuit number from 1 through 4095, or 0
if there is no outgoing-only virtual circuit range.
The default is 0.
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x25 hold-queuepackets
[no] x25 hold-queugpacket$

To set the maximum number of packets to hold until a virtual circuit is
able to transmit, use the&5 hold-queueinterface configuration
command. To remove this command from the configuration file and
restore the default value, use tieform of this command without an
argument.

packets Number of packets. A hold queue value of 0 allows
an unlimited number of packets in the hold queue.
The default is 10 packets.

x25 hold-vc-timer minutes
no x25 hold-vc-timer

To start the hold-vc-timer to prevent additional calls to a destination for
a given period of time (thus preventing overruns on some X.25 switches
caused by Call Request packets), usexgtehold-vc-timer interface
configuration command. To restore the default value for the timer, use
theno form of this command.

minutes Number of minutes to prevent calls from going to a
previously failed destination. Incoming calls will still
be accepted. The default is 0 minutes.

x25 htccircuit-number

To set the highest two-way virtual circuit number, usextiehtc
interface configuration command.

circuit-number Virtual circuit number from 1 through 4095, or O
if there is no two-way virtual circuit range. The
default is 1024 for X.25 network service
interfaces; 4095 for CMNS network service
interfaces.
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x25 idle minutes

To define the period of inactivity after which the router can clear a
switched virtual circuit (SVC), use the5 idle interface configuration
command.

minutes Idle period in minutes. The default is 0, which causes
the router to keep the SVC open indefinitely.

[no] x25 ip-precedence

To enable the router to use IP precedence value when it opens a new
virtual circuit, use tha25 ip-precedencénterface configuration
command. To cause the precedence value to be ignored when opening
virtual circuits, use thao form of this command.

x25 ipsbytes

To set the interface default maximum input packet size to match that of
the network, use the25 ipsinterface configuration command.

bytes Byte count. It can be one of the following
values: 16, 32, 64, 128, 256, 51924, 2048, or
4096. The default is 128 bytes.

x25 lic circuit-number

To set the lowest incoming-only virtual circuit number, usexgtielic
interface configuration command.

circuit-number Virtual circuit number from 1 through 4095, or 0
if there is no incoming-only virtual circuit range.
The default is 0.

[no] x25 linkrestart

To force X.25 Level 3 (packet-level) to restart when Level 2 (LAPB, the
link level) resets, use the5 linkrestart interface configuration
command. To disable this function, use tioeform of this command.
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x25 loccircuit-number

To set the lowest outgoing-only virtual circuit number, usex#tieloc
interface configuration command.

circuit-number Virtual circuit number from 1 through 4095, or 0
if there is no outgoing-only virtual circuit range.
The default is 0.

x25 ltc circuit-number

To set the lowest two-way virtual circuit number, usex?g Itc
interface configuration command.

circuit-number Virtual circuit number from 1 through 4095, or 0
if there is no two-way virtual circuit range. The
default is 1.

x25 mapprotocol addres$protocol2 addressp..[protocol9
addressy]

x.121-addresgoptior]
no x25 mapprotocol address x.121-address

To set up the LAN protocols-to-remote host mapping, usg2benap
interface configuration command. To retract a mapping, useah@5
map command with the appropriate network protocol(s) and X.121
address arguments.

protocol Protocol type, entered by keyword. As many as
nine protocol and address pairs can be specified
in one command line. See the “Protocols
Supported by X25” table in theRouter Products
Command Referengrublication.
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address Protocol address.
x.121-address X.121 address of the remote host.

option (Optional) Provides additional functionality or
allows X.25 facilities to be specified for
originated calls. See the “X.25 Map Options”
table in theRouter Products Command
Referenceublication.

x25 map bridgex.121-addresbroadcast[option

To configure Internet-to-X.121 addresspping for bridging over X.25,
use thex25 map bridgeinterface configuration command.

x.121-address  The X.121 address.
broadcast Required keyword for bridging over X.25.

option (Optional) Services that can be added to this
map. See “X.25 Map Options” table in the
Router Products Command Reference
publication.

[no] x25 map cmnsnsap mac-address
[no] x25 map cmnsnsap[x.121-addregs

To map NSAP addresses to either MAC-layer addresses or X.121
addresses after enabling CMNS on a nonserial interface, usgstheap
cmnsinterface configuration command. To retract a mapping, usethe
form of this command with the appropriate address arguments.

nsap NSAP address. The NSAP can be either the
actual DTE NSAP address or the prefix of the
NSAP address. The NSAP prefix is sufficient
for a best match to route a call.

mac-address MAC-level address.
x.121-address  (Optional) X.121 address.
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x25 map compressedtcaddressk.121-addresgoption]
no x25 map compressedtcaddressx.121-address

To map compressed TCP traffic to an X.121 address, us5hmap
compressedtcpnterface configuration command. To delete a TCP
header compression map for the link, usenthiéorm of this command.

address IP address.

x.121-address  X.121 address.

option (Optional) See the “X.25 Map Options” table
in theRouter Products Command Reference
publication.

x25 modulomodulus

To set the window modulus, use ##5 modulointerface configuration
command.

modulus  Either 8 or 128. The value of the modulo parameter
must agree with that of the device on the other end of
the X.25 link. The default is 8.

x25 nvccount

To specify the maximum number of switched virtual circuits (SVCs) that
a protocol can have open simultaneously to one host, ug2%hevc
interface configuration command.

count Circuit count from 1 to 8. A maximum of eight
virtual circuits can be configured for each
protocol/host pair | to increase throughput across
networks. Protocols that do not tolerate out-of-order
delivery, such as encapsulated TCP header
compression, will only use one virtual circuit despite
this value. The default is 1.
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x25 opsbytes

To set the interface default maximum output packet size to match that of
the network, use the?5 opsinterface configuration command.

bytes Byte count that is one of the following: 16, 32,
64, 128, 256, 512, 1024, 2048, or 40%6e
default is 128 bytes.

x25 pvccircuit protocol addres§protocol2 addresg2.[protocol9
addressy] x.121-addresfoptior]
no x25 pvccircuit protocol address

To establish an encapsulation permanent virtual circuit (PVC), use the
encapsulatingersion of thex25 pvcinterface configuration command.
To delete the PVC, use the form of this command with the appropriate
channel number.

circuit Virtual-circuit channel number which must be
less than the virtual circuits assigned to the
switched virtual circuits (SVCs).

protocol Protocol type, entered by keyword. As many
as nine protocol and address pairs can be
specified in one command line. See the
“ProtocolsSupported by X.25 PVCs” table in
theRouter Products Command Reference

publication.

address Protocol address of the host at the other end
of the PVC.

x.121-address X.121 address.

option (Optional) Provides additional functionality

or allows X.25 parameters to be specified for
the PVC.Can be any of the options listed in
the “X.25 PVC Options” table in thRouter
Products Command Referengeblication.
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x25 pvcnhumberlinterface type numbepvc numberZoptior]

To configure a switched permanent virtual circuit (PVC) for a given
interface, use thewitchedversion of thex25 pvcinterface configuration

command.

numberl

interface
type
number
pvc

number2

option

PVC number that will be used on the local
interface (as defined by the primary interface
command).

Required keyword to specify an interface.
Remote interface type.

Remote interface number.

Required keyword to specify a switched PVC.

PVC number that will be used on the remote
interface.

(Optional) Adds certain features to the mapping
specified. See “Switched PVC Options” table in
the Router Products Command Reference
publication.

x25 pvcnumberltunnel ip-addressnterface serial stringpvc

numberZoption]

To connect two permanent virtual circuits (PVCs) across a TCP/IP LAN,
use theunnelversion of thex25 pvcinterface configuration command.

numberl

tunnel

address

interface serial

string

PVC number of the connecting device.

Indicates two PVCs will be connected across
a TCP/IP LAN.

IP address of the router to which you are
connecting.

Indicates the interface is serial.

Serial interface specification that accepts
either a number or a string in Cisco 7000
format (number/number) to denote the serial
interface.
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pvc Indicates a PVC.
number2 Remote PVC number on the target interface.

option (Optional) Adds certain features for the
connection. See the “X.25 PVC Tunnel
Options” table in th&kouter Products
Command Referengrublication.

x25 remote-redhost-ip-addressemote-black blacker-ip-address

To set up the table that lists the Blacker Front End (BFE) nodes (host or
gateways) to which the router will send packets, usgabeemote-red
interface configuration command.

host-ip-address IP address of the host or a router that the
packets are being sent to.

remote-black Delimits the addresses for the table being
built.

blacker-ip-address IP address of the remote BFE device in
front of the host to which the packet is
being sent.

[no] x25 route[# positior] x.121-addres$cud patterr] interface
type number

x25 route [# positior] x.121-addres$cud patterri ip address
[address?2 ... addresk6
no x25 route[# positior] x.121-addres$cud patterr ip address

[no] x25 route [# positior] x.121-addres§cud patterr] alias
type number

[no] x25 route [# positior] x.121-addresgsubstitute-source
rewrite-patterq [substitute-destrewrite-patteri [cud patterri
interface type number
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To create an entry in the X.25 routing table, usexfteroute global
configuration command. To remove an entry from the table, entaothe
form of this command with the appropriate arguments and keywords.

Note For typographical reasons, the last command is shown on three
lines. When using the optional keywords in this variation okt

route command, theubstitute-sourcekeyword must precede the
substitute-destkeyword, and both must precede thuel keyword. The
entire command must be on one line.

# position (Optional) A pound sign (#) followed by a
number to designate a positional parameter
at which to insert the new entry. If no
positionparameter is given, the entry is
appended to the end of the routing table.

x.121-address Called X.121 address pattern. This argument
can be either an actual X.121 destination
address or a regular expression such as
1111* representing a group of X.121
addresses.

cud pattern (Optional) Call User Data pattern, which is
specified as a printable ASCII string. The
Call User Data field may be present in a call
packet and is commonly 4 bytes long.

interface type Keyword and destination interface type and
number unit or port number.
ip address Keyword and IP address of the wetk

interface or DTE for connections routed
through a LAN. Optionally, up to five
alternate IP addresses can be listed and each
in turn will be tried in the event that the first
destination fails.
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aliastype number Keyword and interface type and unit or port
number of the interface alias. Encapsulation
calls are normally accepted when the
destination address is that of the interface (or
the zero-length X.121 address). Aliases
allow the specified interface to accept calls
with other destination addresses.

substitute-source (Optional) See the “Pattern Rewrite

rewrite-pattern Elements,” “Pattern Matching,” and
“Character Matching” tables in thRouter
Products Command Referengeblication.

substitute-dest (Optional) Specifies the called X.121

rewrite-pattern address to replace in locally routed X.25
calls. (For backwards compatibility, the
substitute keyword will be accepted as
substitute-destand written to nonvolatile
memory in the new format.) The backslash
(\) character is treated specially in the
argumentewrite-pattern it indicates that
the digit immediately following it selects a
portion of the original called address to be
inserted in the new called address. The
characters \0 are replaced with the entire
original address. The characters \1 through
\9 are replaced with the strings that matched
the first through ninth parenthesized parts of
X.121-patternSee the “Pattern Rewrite
Elements” table in thRouter Products
Command Referengrublication.

x25 routing [use-tcp-if-defd
no x25 routing
To enable X.25 switching or tunneling, use %26 routing global

configuration command. To disable the forwarding of X.25 calls, use the
no form of this command.

use-tcp-if-defs (Optional) May be used to modify the
acceptance of calls received over TCP.
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x25 rpoanamenumber
no x25 rpoaname

To specify a sequence of packet network carriers, usethepoa
global configuration command. To remove the specified name, use the
no form of this command.

name Recognized Private Operating Agency (RPOA),
which must be unique with respect to all other RPOA
names. It is used in the5 facility andx25 map
interface configuration commands.

number A sequence of 1 or more numbers used to describe an
RPOA,; up to 10 numbers are accepted.

[no] x25 suppress-called-address

To omit the destination address in outgoing calls, us&2be
suppress-called-addresmterface configuration command. To reset
this command to the default state, usertbdorm of this command.

[no] x25 suppress-callig-address

To omit the source address in outgoing calls, us@2be
suppress-callng-addressinterface configuration command. To reset
this command to the default state, usertbéorm of this command.

x25 t10seconds

To set the value of the Restart Indication retransmission timer (T10) on
DCE devices, use the5 tl10interface configuration command.

seconds Time in seconds. The default is 60 seconds.

x25 tl1seconds

To set the value of the Incoming Call timer (T11) on DCE devices, use
thex25 t1linterface configuration command.

seconds Time in seconds. The default is 180 seconds.
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x25 t12seconds

To set the value of the Reset Indication retransmission timer (T12) on
DCE devices, use the5 t12interface configuration command.

seconds Time in seconds. The default is 60 seconds.

x25 t13seconds

To set the value of the Clear Indication retransmission timer (T13) on
DCE devices, use the5 t13interface configuration command.

seconds Time in seconds. The default is 60 seconds.

x25 t20seconds

To set the value of the Restart Request retransmission timer (T20) on
DTE devices, use the?5 t20interface configuration command.

seconds Time in seconds. The default is 180 seconds.

x25 t21seconds

To set the value of the Call Request timer (T21) on DTE devices, use the
x25 t21linterface configuration command.

seconds Time in seconds. The default is 200 seconds.

x25 t22seconds

To set the value of the Reset Request retransmission timer (T22) on DTE
devices, use the25 t22interface configuration command.

seconds Time in seconds. The default is 180 seconds.
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x25 t23seconds

To set the value of the Clear Request retransmission timer (T23) on DTE
devices, use the?5 t23interface configuration command.

seconds Time in second. The default is 180 seconds.

x25 th delay-count

To set the data packet acknowledgment threshold, useshin
interface configuration command.

delay-count Value between zero and the input window size. A
value of 1 sends one Receiver Ready
acknowledgment per packet. The default is 0 (which
disables the acknowledgment threshold).

[no] x25 use-source-address

To override the X.121 addresses of outgoing calls forwarded over a
specific interface, use th@5 use-source-addresimterface

configuration command. To prevent updating the source addresses of
outgoing calls, use theo form of this command.

x25 win packets

To change the default incoming window size to match that of the
network, use th&25win interface configuration command.

packets Packet count that can range from 1 to one less than
the window modulus. The default is 2 packets.

x25 woutpackets

To change the default outgoing window size to match that of the
network, use th&25wout interface configuration command.

packets Packet count that can range from 1 to the window
modulus. The default is 2 packets.
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Apollo Domain Commands

This chapter describes the function and displays the syntax of each
Apollo Domain command. For more information about defaults and
usage guidelines, see the corresponding chapter &aber Products
Command Referengaiblication.

apollo access-groumccess-list-name
no apollo access-group

To apply an access list to an interface, usaff@lo access-group
interface configuration command. To remove the access list, use the
form of this command.

access-list-name Name of an access list to apply to the
interface.

apollo access-lisaccess-lismame{deny | permit}
[firstnet]lastnet.hosfwildcard-mask
no apollo access-lishccess-list-name

To define an Apollo Domain access list, useaheess-lisglobal
configuration command. To remove an access list, usetfeem of this
command.

access-list-name Name of the access list.

deny Denies access if the conditions are matched.
permit Permits acces$the conditions are matched.
firstnet (Optional) Number that specifies the lower

limit of a selected Apollo network range.

lastnet.host Number that specifies the upper limit of a
selected Apollo network range. This is a 32-bit
Apollo address consisting of a network
number and a host number separated by a
period. To specify all networks, use a value
of —1.
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wildcard-mask  (Optional) A wildcard mask that uses the one
bits to ignore the host part of the network
address. Host bits corresponding to wildcard
mask bits set to zero are used in comparisons.

apollo maximum-paths paths
no apollo maximum-paths

To set the maximum number of paths the router uses when sending
packets, use thtepollo maximum-pathsglobal configuration command.
To restore the default value, use tteeform of this command.

paths Maximum number of equal-cost paths from
which the router chooses. The argumuaths
can be a value from 1 to 512. The default is 1.

[no] apollo network number

To enable Apollo Domain routing on a particular interface, use the
apollo network interface configuration command. To disable Apollo
Domain routing on an interface, use tieeform of this command. By
default, Apollo routing is disabled.

number Network number. This is an eight-digit
hexadecimal number consisting of the network
address followed by the host address.

[no] apollo route destination-network network.host

To add a static route to the Apollo Domain routing table, usagb#o
route global configuration command. To remove a route from the
routing table, use theo form of this command.

destination-network Network to which you want to establish a
static route. This is a 12-bit hexadecimal
number. You can omit leading zeros.
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network.host Network address of the router to which to
forward packets destined for
destination-networkThe argument
networkis a 12-bit hexadecimal number.
You can omit leading zeros. The argument
hostis the host number of the target router.
This is a 20-bit hexadecimal value.

[no] apollo routing host

To enable Apollo routing, use tlapollo routing global configuration
command. To disable Apollo routing, use tieeform of this command.
By default, Apollo routing is disabled.

host Host number of the router. This is a five-digit
hexadecimal host address that is unique across the
Apollo internet.

apollo update-timeinterval
no apollo update-time

To set the interval between Apollo Domain routing updates, use the
apollo update-timeinterface configuration command. To restore the
default value, use theo form of this command.

interval Interval, in seconds, at which Apollo Domain routing
updates are sent. The minimum interval is
10 seconds, and the maximum is 2493644 seconds.
The default is 30 seconds.

show apollo arp

To list the entries in the Apollo Domain ARP table, usestimv apollo
arp EXEC command.
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show apollo interface[typenumbet

To display the status of the Apollo Domain interfaces configured in the
router and the parameters configured on each interface, usiective
apollo interface EXEC command.

type (Optional) Interface type. It can be one of the
following types: asynchronous, dialer, Ethernet
(IEEE 802.3), loopback, null, serial, or tunnel.

number (Optional) Interface number.

show apollo route[network

To display the contents of the Apollo Domain routing table, usehtine
apollo route EXEC command

network (Optional) Number of the nebrk thatthe route is
to. This is a 12-bit hexadecimal number.

show apollo traffic

To display information about the number and type of Apollo Domain
packets transmitted and received by the router, usshihwe apollo
traffic EXEC command.
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AppleTalk Commands

This chapter describes the function and displays the syntax of each
AppleTalk command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products
Command Referengaiblication.

access-lisaccess-list-numbdrdeny | permit} additional-zones

To define the default action to take for access checks that apply to zones,
use theaccess-list additional-zoneglobal configuration command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

deny Denies access if the conditions are matched.
permit Permits access if the conditions are
matched.

access-lisaccess-list-numbdrdeny | permit} cable-range
cable-range

no access-lisaccess-list-nmber[{ deny| permit} cable-range
cable-rang¢

To define an AppleTalk access list for a cable range (for extended
networks only), use thaccess-list cable-rangglobal configuration
command. To remove an access list, usenthiorm of this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

deny Denies access if the conditions are matched.
permit Permits access if the conditions are
matched.
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cable-range

Cable range value. The argument specifies
the start and end of the cable range,
separated by a hyphen. These values are
decimal numbers from 1 to 65279. The
starting network number must be less than
or equal to the ending network number.

access-lisaccess-list-numbdrdeny | permit} includes

cable-range

no access-lisaccess-list-nmber[{ deny | permit} includes

cable-rangé

To define an AppleTalk access list that overlaps any part of a range of
network numbers or cable ranges (for both extended and nonextended

networks), use thaccess-list includeglobal configuration command.
To remove an access list, use tioeform of this command.

access-list-number Number of the access list. This is a decimal

deny

permit

cable-range

number from 600 to 699.
Denies access if the conditions are matched.

Permits access if the conditions are
matched.

Cable range or network number. The
argument specifies the start and end of the
cable range, separated by a hyphen. These
values are decimal numbers from 1 to
65279. The starting network number must
be less than or equal to the ending network
number. To specify a network number, set
the starting and ending network numbers to
the same value.
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access-lisaccess-list-numbdrdeny | permit} network network
no access-lisaccess-list-nmber[{ deny | permit} network networ}

To define an AppleTalk access list for a single network number (that is,
for a nonextended network), use #eress-list networkglobal
configuration command. To remove an access list, usetfeem of this
command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

deny Denies access if the conditions are matched.

permit Permits access if the conditions are
matched.

network AppleTalk network number.

access-lisaccess-list-numbdrdeny | permit} other-access

To define the default action to take for access checks that apply to
networks or cable ranges, use #teess-list other-accesglobal
configuration command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

deny Denies access if the conditions are matched.
permit Permits access if the conditions are
matched.

access-lisaccess-list-numbdrdeny | permit} within cable-range
no access-lisaccess-list-nmber[{ deny | permit} within cablerangd

To define an AppleTalk access list for an extended or a nonextended
network whose network number or cable range is included entirely
within the specified cable range, use tioeess-list withinglobal
configuration command. To remove this access list, usedfierm of

this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.
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deny

permit

cable-range

Denies access if the conditions are matched.

Permits access if the conditions are
matched.

Cable range or network number. The
argument specifies the start and end of the
cable range, separated by a hyphen. These
arguments are decimal numbers from 1 to
65279. The starting network number must
be less than or equal to the ending network
number. To specify a network number, set
the starting and ending network numbers to
the same value.

access-liseccess-list-numbdrdeny | permit} zonezone-name
no access-lisaccess-list-amber[{ deny| permit} zonezone-namg

To define an AppleTalk access list that applies to a zone, use the
access-list zonglobal configuration command. To remove an access
list, use theno form of this command.

access-lishumber

deny

permit

Zone-name

Number of the access list. This is a decimal
number from 600 to 699.

Denies access if the conditions are matched.

Permits access if the conditions are
matched.

Name of the zone. The name can include
special characters from the Apple

Macintosh character set. To include a
special character, type a colon followed by
two hexadecimal characters. For zone
names with a leading space character, enter
the first character as the special

sequence :20.
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appletalk access-groupaccess-list-nmber
no appletalk access-grougaccess-list-numbér

To assign an access list to an interface, usappéetalk access-group
interface configuration command. To remove the access list use the
form of this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

appletalk addressnetworknode
no appletalk addresg networknodg

To enable nonextended AppleTalk routing on an interface, use the
appletalk addressinterface configuration command. To disable
nonextended AppleTalk routing, use theform of this command.

networknode AppleTalk network address assigned to the
interface. The argumengetworkis the
16-bit network number in the range 0 to
65279. The argumentodeis the 8-bit node
number in the range 0 to 254. Both numbers
are decimal.

[no] appletalk alternate-addressing

To display network numbers in a two-octet format, useappetalk
alternate-addressingglobal configuration command. To return to
displaying netvork numbers in the formaetwork.nodeuse theno form
of this command.
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[no] appletalk arp [probe | reques] interval interval

To specify the time interval between the retransmission of ARP packets,
use theappletalk arp interval global configuration command. To
restore both default intervals, use tteeform of this command.

probe (Optional) Indicates that the interval specified is
to be used with AARP requests that are trying to
determined the address of the local router when
the router is being configured. If you omit probe
and request, probe is the default.

request (Optional) Indicates that the interval specified is
to be used when AARP is attempting to determine
the hardware address of another node so that
AARP can deliver a packet.

interval Interval, in milliseconds, between AppleTalk ARP
transmissions. When used with fvbe
keyword, the default interval is 200 milliseconds.
When used with theequestkeyword, the default
interval is 1000 milliseconds.

[no] appletalk arp [probe | requesi retransmit-count number

To specify the number of AARP probe or request transmissions, use the
appletalk arp retransmit-count global configuration command. To
restore both default values, use fteeform of this command.

probe (Optional) Indicates that the number specified is
to be used with AARP requests that are trying to
determine the address of the local router when the
router is being configured. If you omit probe and
request, probe is the default.

request (Optional) Indicates that the number specified is
to be used when AARP is attempting to determine
the hardware address of another node so that
AARP can deliver a packet.
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number Number of AARP retransissions that will occur.
The minimum number is 1. When used with the
probe keyword, the default value is 10
retransmissions. When used with tequest
keyword, the default value is 5 retransmissions.
Specifying 0 selects the default value.

appletalk arp-timeout interval
no appletalk arp-timeout [intervall

To specify the interval at which entries are aged out of the ARP table, use
theappletalk arp-timeout interface configuration command. To return
to the default timeout, use the form of this command.

interval Time, in minutes, after which an entry is removed
from the AppleTalk ARP table. The default is
240 minutes, or 4 hours.

[no] appletalk aurp tickle-time [secondk

To set the AURP last-heard-from timer value, useaphetalk aurp
tickle-time interface configuration command. To return to the default
last-heard-from timer value, use the form of this command.

seconds Time-out value, in seconds. This value can be a
number in the range 30 to infinity. The default is
90 seconds.

[no] appletalk aurp update-interval [secondb

To set the minimum interval between AURP routing updates, use the
appletalk aurp update-interval global configuration command. To
return to the default interval, use the form of this command.

seconds AURP routing update interval, in seconds. This
interval must be a multiple of 10. The default is
30 seconds.
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[no] appletalk cable-rangecable-rangg networknoddq

To enable an extended AppleTalk network, useatietalk
cable-rangeinterface configuration commana enable an extended
AppleTalk networkTo disable an extended AppleTalk network, use the
no form of this command.

cable-range Cable range value. The argument specifies the
start and end of the cable range, separated by a
hyphen. These arguments are decimal number
from 0 to 65279. The starting medirk number
must be less than or equal to the ending network
number.

networknode (Optional) Suggested AppleTalk address for the
interface. The argumenetworkis the 16-bit
network number, and the argumewideis the
8-bit node number. Both numbers are decimal.
The suggested network number must fall within
the specified range of nebrk nunmbers.

[no] appletalk checksum

To enable the generation and verification of checksums for all AppleTalk
packets (except routed packets), useaiygetalk checksumglobal
configuration command. To disable checksum generation and
verification, use th@o form of thiscommand.

[no] appletalk client-mode

To allow users to access an AppleTalk zone when dialing into an
asychronous line via the router’s auxiliary port, useaitygetalk
client-modeinterface configuration command. To disable this function,
use theno form of this command.

[no] appletalk discovery

To place an interface into discovery mode, usefijgetalk discovery
interface configuration command. To disable discovery mode, use the
form of this command.
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appletalk distribute-list access-list-numben
no appletalk distribute-list [access-lismumberin]

To filter routing updates received from other routers over a specified
interface, use thappletalk distribute-list in interface configuration
command. To remove the routing table update filter, usadterm of
this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

appletalk distribute-list access-list-numbesut
no appletalk distribute-list [access-lismumberout]

To filter routing updates transmitted to other routers, usappéetalk
distribute-list out interface configuration command. To remove the
routing table update filter, use the form of this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

appletalk domain-group domain-number
no appletalk domain-group [domain-numbgr

To assign a predefined domain number to an interfaceéheappletalk
domain-group interface configuration command. To remove an
interface from a domain, use the form of this command.

domain-number Number of an AppleTalk domain. It can be
a decimal integer from 1 througl®@@0000.

[no] appletalk domain domain-numbehop-reduction

To reduce the hop-count value in packets traveling between segments of
a domains, use thappletalk domain hop-reductionglobal

configuration command. To disable the reduction of hop-count values,
use theno form of this command.

domain-number Number of an AppleTalk domain. It can be
a decimal integer from 1 througl®@@0000.
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[no] appletalk domain domain-numbename domain-name

To create a domain and assign it a name and number, usgplleéalk
domain nameglobal configuration command. To remove a domain, use
theno form of this command.

domain-number Number of an AppleTalk domain. It can be
a decimal integer from 1 througl®@@0000.

domain-name Name of an AppleTalk domain. The name
must be unique across the AppleTalk
internetwork. It can be up to 32 characters
long and can include special characters
from the Apple Macintosh character set. To
include a special character, type a colon
followed by two hexadecimal characters.
For zone names with a leading space
character, enter the first character as the
special sequence :20.

appletalk domain domain-numberemap-range{in | out}
start-rangeend-range

no appletalk domaindomain-numberemap-range{in | out}
[start-rangeend-rangé

Toremap ranges of AppleTalk network numbers or cable ranges between
two segments of a domain, use #ppletalk domain remap-range

global configuration command. To disable remapping, usedlerm

of this command.

domain-number Number of an AppleTalk domain. It can be
a decimal integer from 1 througl®@@0000.

in Specifies that the remapping is performed
on inbound packetshat is, on packets
arriving at the domain router. All nebrk
numbers or cable ranges coming from the
domain are remapped into the specified
range.
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out Specifies that the remapping is performed
on outbound packets, that is, on packets
exiting from the domain router. All ngbrk
numbers or cable ranges going to the
domain are remapped into the specified
range.

start-range First AppleTalk network number or
beginning of cable range to remap. The
number must be immediately followed by a
hyphen.

end-range Last AppleTalk network number or end of
cable range to remap. The number must be
immediately preceded by a hyphen.

[no] appletalk eigrp-splithorizon

To configure split horizon, use tlag@pletalk eigrp-splithorizon
interface configuration command. To disable split horizon, usedhe
form of this command.

[no] appletalk eigrp-timers hello-interval hold-tine

To configure the AppleTalk Enhanced IGRP hello packet interval and
the route hold time, use tlappletalk eigrp-timers interface

configuration command. To return to the default values for these timers,
use theno form of this command.

hello-interval Interval between hello packets, in seconds.
The default interval is 5 seconds. It can be a
maximum of 30 seconds.

hold-time Hold time, in seconds. The hold time is
advertised in hello packets and indicates to
neighbors the length of time they should
consider the sender valid. The hold time can
be in the range of 15 to 90 seconds. The
default is 45 seconds.
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[no] appletalk event-logging

To log significant network events, use tigpletalk event-logging
global configuration command. To disable this function, usadtierm
of this command.

[no] appletalk free-trade-zone

To establish a free-trade zone, usedppletalk free-trade-zone
interface configuration command. To disable a free-trade zone, use the
no form of this command.

appletalk getzonelist-filter access-list-amber
no appletalk getzonelist-filter [access-lisnumbet

To filter GetZoneList (GZL) replies, use thppletalk getzonelist-filter
interface configuration command. To remove a filter, usatiferm of
this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

[no] appletalk glean-packets

To derive AARP table entries from incoming packets, usappéetalk
glean-packetsinterface configuration command. To disable this
function, use thao form of this command.

[no] appletalk ignore-verify-errors

To allow a router to start functioning even if the network is
misconfigured, use theppletalk ignore-verify-errors global
configuration command. To disable this function, useathform of this
command.
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appletalk iptalk networknode zone
no appletalk iptalk [networknode zongp

To enable IPTalk encapsulation on an interface that already has a
configured IP address, use thgpletalk iptalk interface configuration
command. To disable IPTalk encapsulation, usenthiorm of this
command.

networknode AppleTalk network address assigned to the
interface. The argumenetworkis the
16-bit network number, and the argument
nodeis the 8-bit node number. Both
numbers are decimal.

zone Name of the zone for the connected
AppleTalk network.

appletalk iptalk-baseport port-number
no appletalk iptalk-baseport [port-numbe}

To specify the UDP port number when configuring IPTalk, use the
appletalk iptalk-baseport global configuration command. To return to
the default UDP port number, use theform of this command.

port-number  First UDP port number in the range of UDP ports
used in mapping AppleTalk well-known DDP
socket numbers to UDP ports. The default is 768.
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appletalk lookup-type service-type
no appletalk lookup-type[service-typg

To specify which NBP service types are retained in the name cache, use
theappletalk lookup-type global configuration command. To disable
the caching of services, use theform of this command.

service-type AppleTalk service types. The name of a service
type can include special characters from the Apple
Macintosh character set. To include a special
character, type a colon followed by two
hexadecimal numbers. For zone names with a
leading space character, enter the first character as
the special sequence :20. For a list of possible
types, see AppleTalk service types table in the
Router Products Command Refacepublication.
The default is to retain ciscoRouter entries in
name cache.

appletalk macip dynamic ip-addresgip-addres$
zoneserver-zone

no appletalk macip[dynamic ip-addresdip-addres$
zoneserver-zong

To allocate IP addresses to dynamic MaclP clients, usapibletalk
macip dynamic global configuration command. To delete a MacIP
dynamic address assignment, usertbhéorm of this command.

ip-address IP address, in four-part dotted decimal
notation. To specify a range, enter two IP
addresses, which represent the first and last
addresses in the range.
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zoneserver-zone Zone in which the MaclP server resides. The
argumenserver-zonean include special
characters from th&pple Macintosh chacter
set. To include a special character, specify a
colon followed by two hexadecimal
characters. For zone names with a leading
space character, enter the first character as the
special sequence :20. For a list of Macintosh
characters, refer to the Apple Computer, Inc.
specificationinside AppleTalk

appletalk macip serverip-addresszoneserver-zone
no appletalk macip[serverip-addresszoneserver-zong

To establish a MaclP server for a zone, usefipetalk macip server
global configuration command. To shut down a MACIP server, use the
no form of this command.

ip-address IP address, in four-part dotted decimal
notation. It is suggested that this address
match the address of an existing IP interface.

zoneserver-zone Zone in which the MaclP server resides. The
argumentserver-zonean include special
characters from th&pple Macintosh chacter
set. To include a special character, specify a
colon followed by two hexadecimal
characters. For zone names with a leading
space character, enter the first character as the
special sequence :20. For a list of Macintosh
characters, refer to the Apple Computer, Inc.
specificationinside AppleTalk

AppleTalk Commands




appletalk macip staticip-addresq ip-addresg zoneserver-zong
no appletalk macip[static ip-addresqip-addres$ zoneserver-zong

To allocate an IP address to be used by a MaclP client that has reserved
a static IP address, use tiggpletalk macip staticglobal configuration
command. To delete a MaclP static address assignment, useftnm

of this command.

ip-address IP address, in four-part dotted decimal format.
To specify a range, enter two IP addresses,
which represent the first and last addresses in
the range.

zoneserver-zone Zone in which the MaclP server resides. The
argumenserver-zonean include special
characters from th&pple Macintosh chacter
set. To include a special character, specify a
colon followed by two hexadecimal
characters. For zone names with a leading
space character, enter the first character as the
special sequence :20. For a list of Macintosh
characters, refer to Apple Computer, Inc.
specificationinside AppleTalk
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appletalk name-lookup-interval seconds
no appletalk name-lookup-interval [secondk

To set the interval between service pollings by the router on its
AppleTalk interfaces, use tlapletalk name-lookup-interval global
configuration command. To purge the name cache and return to the
default polling interval, use theo form of this command.

seconds Interval, in seconds, between NBP lookup
pollings. This can be any positive integer;
there is no upper limit. It is recommended that
you use an interval between 300 seconds
(5 minutes) and 1200 seconds (20 minutes).
The smaller the interval, the more packets are
generated to handle the names. Specifying an
interval of O purges all entries from the name
cache and disables the caching of service type
information that is controlled by treppletalk
lookup-type command, including the caching
of information about our routers. The default
is 0 seconds.

[no] appletalk permit-partial-zones

To permit access to the other networks in a zone when access to one of
those networks is denied, use éppletalk permit-partial-zones global
configuration command. To return to the default behavior, which is to
deny access to all networks in a zone if access to one of thegerket

is denied, use theo form of this command.

[no] appletalk pre-fdditalk

To enable the recognition of pre-FDDITalk packets, useiptetalk
pre-fdditalk global configuration command. To disable this function,
use theno form of this command.
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[no] appletalk protocol {aurp | eigrp |rtmp}

To specify the routing protocol to use on an interface, usepgpletalk
protocol interface configuration command. To disable a routing
protocol, use thao form of this command.

aurp Specifies that the routing protocol to use is
AURP. You can enable AURP only on tunnel
interfaces.

eigrp Specifies that the routing protocol to use is

Enhanced IGRP.

rtmp Specifies that the routing protocol to use is
RTMP. RTMP is enabled by default.

appletalk proxy-nbp network-number zone-name
no appletalk proxy-nbp [network-number zone-naine

To assign a proxy network number for each zone in which there is a
router that supports only nonextended AppleTalk, usapipéetalk
proxy-nbp global configuration command. To delete the proxy, use the
no form of this command.

network-number Network number of the proxy. It is a 16-bit
decimal number and must be unique on the
network. This is the network number that will
be advertised by the router as if it were a real
network number.

zone-name Name of the zone that contains the routers that
support only nonextended AppldkaThe
name can include special characters from the
Apple Macintosh character set. To include a
special character, type a colon followed by two
hexadecimal characters. For zone names with
a leading space character, enter the first
character as the special sequence :20.
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[no] appletalk require-route-zones

To prevent the advertisement of routes (network numbers or cable
ranges) that have no assigned zone, useppketalk
require-route-zonesglobal configuration command. To disable this
option and allow the router to advertise to its neighbors routes that have
no network-zone association, use tiweform of this command.

[no] appletalk route-cache

To enable fast switching on all supported interfaces, useppletalk
route-cacheinterface configuration command. To disable fast
switching, use thao form of this command.

[no] appletalk route-redistribution

To redistribute RTMP routes into AppleTalk Enhanced IGRP and vice
versa, use thappletalk route-redistribution global configuration
command. To keep Enhanced IGRP and RTMP routes separate, use the
no form of this command.

[no] appletalk routing [eigrp router-numbe}

To enable AppleTalk routing, use thppletalk routing global
configuration command. To disable AppleTalk routing, usenthi®rm

of this command. If you omit the keyword and argument, this command
enables AppleTalk routing without enabling Enhanced IGRP. In this
case, the routing protocol used is RTMP.

eigrp router-number (Optional) Specifies the Enhanced IGRP
routing protocol. The argument
router-numbercan be a decimal integer
from 1 to 65535. Imust be unique in your
AppleTalk Enhanced IGRP internetwork.

AppleTalk Commands




[no] appletalk send-rtmps

To allow a router to send routing updates to its neighbors, use the
appletalk send-rtmpsinterface configuration command. To block
updates from being sent, use tieform of this command. By default,
the router sends routing updates.

appletalk static cable-rangecable-rangeto networknode

Zzonezone-name

no appletalk static cable-rangecable-rangeo networknode

[zonezone-name

To define a static route on an extended network, uspihletalk static
cable-rangeglobal configuration command. To remove a static route,
use theno form of this command.

cable-range

networknode

Zonezone-name

Cable range value. The argument specifies the
start and end of the cable range, separated by a
hyphen. These values are decimal numbers
from 1 to 65279. The starting meirk number
must be less than or equal to the ending
network number.

AppleTalk network address of the remote
router. The argumemetworkis the 16-bit
network number in the range 0 to 65279. The
argumennodeis the 8-bit node number in the
range 0 to 254. Both numbers are decimal.

Name of the zone on the remote network. The
name can include special characters from the
Apple Macintosh character set. To include a
special character, type a colon followed by two
hexadecimal characters. For zone names with
a leading space character, enter the first
character as the special sequence :20.
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[no] appletalk static network network-numbeto networknode
[zonezone-namp

To define a static route on a nonextended network, usapihietalk
static network global configuration command. To remove a static route,
use theno form of this command.

network-number AppleTalk network number assigned to the
interface. It is a 16-bit decimal number and
must be unique on the network. This is the
network number that will be advertised by the
router as if it were a real network number.

networknode AppleTalk network address of the remote
router. The argumemetworkis the 16-bit
network number in the range 0 to 65279. The
argumennodeis the 8-bit node number in the
range 0 to 254. Both numbers are decimal.

zonezone-name Name of the zone on the remote network. The
name can include special characters from the
Apple Macintosh character set. To include a
special character, type a colon followed by two
hexadecimal characters. For zone names with
a leading space character, enter the first
character as the special sequence :20.

[no] appletalk strict-rtmp-checking

To perform maximum checking of routing updates to ensure their
validity, use theappletalk strict-rtmp-checking global configuration
command. To disable the maximum checking, usethferm of this
command.
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appletalk timers update-interval valid-interval invalid-interval
no appletalk timers[update-interval valid-interval invalid-intervgl

To change the routing update timers, useaihygetalk timers global
configuration command. To return to the default routing update timers,
use theno form of this command.

update-interval  Time, in seconds, between routing updates
sent to other routers on the network. The
default is 10 seconds.

valid-interval Time, in seconds, that the router will consider
a route valid without having heard a routing
update forthat route. The default is 20 seconds
(two times the update interval).

invalid-interval ~ Time, in seconds, that the route is retained
after the last update. The default is 60 seconds
(three times the valid interval).

[no] appletalk virtual-net network-numberone-name

To add AppleTalk users logging in on an asynchronous line and using
PPP encapsulation to an internal network, usapipéetalk virtual-net
global configuration command. To remove an internal network, use the
no form of this command.

network-number  AppleTalk network address assigned to the
interface. This is a 16-bit decimal network
number in the range 0 t&B79. The
network address must be unique across your
AppleTalk internetwork.

zone-name Name of a new or existing zone to which
the AppleTalk user will belong.
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appletalk zip-query-interval interval
no zip-query-interval [intervall

To specify the interval at which the router sends ZIP queries, use the
appletalk zip-query-interval global configuration command. To return
to the default interval, use tim® form of this command.

interval Interval, in seconds, at which the router sends
ZIP queries. It can be any positive integer. The
default is 10 seconds.

appletalk zipreply-filter access-list-number
no appletalk zipreply-filter [access-list-numbér

To configure a ZIP reply filter, use tlappletalk zipreply-filter
interface configuration command. To remove a filter, usatiferm of
this command.

access-list-number Number of the access list. This is a decimal
number from 600 to 699.

appletalk zonezone-name
no appletalk zone[zone-namk

To set the zone name for the connected AppleTalk network, use the
appletalk zoneinterface configuration command. To delete a zone, use
theno form of this command.

zone-name Name of the zone. The name can include
special characters from the Apple Macintosh
character set. To include a special character,
type a colon followed by two hexadecimal
characters. For zone names with a leading
space character, enter the first character as the
special sequence :20.
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clear appletalk arp [networknodg

To delete all entries or a specified entry from the AARP table, use the
clear appletalk arp EXEC command. If no network node is specified,
this command deletes all entries from thedabl

networknode (Optional) Specific AppleTalk network
address to be deleted from the router's AARP
table. The argumemetworkis the 16-bit
network number in the range 0 to 65279. The
argumennodeis the 8-bit node number in the
range 0 to 254. Both numbers are decimal.

clear appletalk neighbor[neighbor-addregs

To delete all entries or a specified entry from the neighbor table, use the
clear appletalk neighborEXEC command. If no neighbor address is
specified, this command deletes all entries from thetabl

neighbor-address (Optional) Netvork address of thepecific
neighboring router to be deleted from the
neighbor table. The address is in the format
network.nodeThe argumentetworkis the
16-bit network number in the range 1 to
65279. The argumemiodeis the 8-bit node
number in the range 0 to 254. Both numbers
are decimal.

clear appletalk route [network

To delete all entries or a specified entry from the routing table, use the
clear appletalk route EXEC command. If no network is specified, this
command deletes all entries from the ¢abl

network (Optional) Number of the specific network the
route is to.
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clear appletalk traffic

To reset AppleTalk traffic counters, use thear appletalk traffic
EXEC command.

ping appletalk networknode

To check host reachability and network connectivity, useiting
appletalk user EXEC command.

appletalk Specifies the AppleTalk protocol.

networknode AppleTalk address of the system to ping.

ping [appletalk] [networknodg

To check host reachability and network connectivity, useiting
appletalk privileged EXEC command.

appletalk (Optional) Specifies the AppleTalk protocol.

networknode (Optional) AppleTalk address of the system to
ping.

show appletalk access-lists

To display the AppleTalk access lists currently defined, usshitwe
appletalk access-listaiser EXEC command.

show appletalk adjacent-routes

To display routes to networks that are directly connected or that are one
hop away, use thehow appletalk adjacent-routesprivileged EXEC
command.

show appletalk arp

To display the entries in the AARP cache, usestimv appletalk arp
privileged EXEC command.
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show appletalk aurp events

To display the pending events in the AURP update-events queue, use the
show appletalk aurp eventgprivileged EXEC command.

show appletalk aurp topology

To display entries in the AURP private path database, which consists of
all paths learned from exterior routers, usesiew appletalk aurp
topology privileged EXEC command.

show appletalk cache

To display the routes in the AppleTalk fast-switching table on an
extended AppleTalk network, use tsteow appletalk cacheEXEC
command.

show appletalk domain[domain-numbdr
To display all domain-related information, use shew appletalk
domain EXEC command.

domain-number (Optional) Number of an AppleTalk domain
about which to display information. It can be a
decimal integer from 1 through 1000000.

show appletalk eigrp neighborginterfacq
To display the neighbors discovered by Enhanced IGRP, ushohe
appletalk eigrp neighborsEXEC command.

interface  (Optional) Displays information about the specified
neighbor router.
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show appletalk eigrp topology[network-numbefactive |
zero-successolls

To display the AppleTalk Enhanced IGRP topology table, usshbe
appletalk eigrp topologyEXEC command.

network-number (Optional) Number of the AppleTalk network
whose topology table entry you want to display.

active (Optional) Displays the entries for all active
routes.

zero-successors (Optional) Displays the entries for destinations
for which no successors exist. These entries are
destinations that the router currently does not
know how to reach via Enhanced IGRP. This
option is useful for debugging network
problems.

show appletalk globals

To display information and settings about the router’s AppleTalk
internetwork and other parameters, usestiew appletalk globals
EXEC command.

show appletalk interface[brief] [typenumbet

To display the status of the AppleTalk interfaces configured in the router
and the parameters configured on each interface, usédhe
appletalk interface privileged EXEC command.

brief (Optional) Displays a brief summary of the status of
the AppleTalk interfaces.

type (Optional) Interface type. It can be one of the
following types: asynchronous, dialer, Ethernet
(IEEE 802.3), Token Ring (IEEE 802.5), FDDI,
High Speed Serial Interface, Virtual Interface, ISDN
Basic Rate Interface, ATM interface, loopback, null,
or serial.
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number (Optional) Interface number.

show appletalk macip-clients

To display statusmiformaion about all known MaclP clients, use the
show appletalk macip-clientsEXEC command.

show appletalk macip-servers

To display statusiformaion about a router’s servers, use shew
appletalk macip-serversEXEC command.

show appletalk macip-traffic

To display statistics about MaclP traffic throuple router, use the
show appletalk macip-traffic EXEC command.

show appletalk name-cache

To display a list of NBP services offered by nearby routers and other
devices that support NBP, use #teow appletalk name-cach&eXEC
command.

show appletalk nbp

To display the contents of the NBP name registration table, use the
show appletalk nbpEXEC command.
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show appletalk neighbors[neighbor-addreds

To display information about AppleTalk routers that are directly
connected to any of the networks to which this router is directly
connected, use thehow appletalk neighborsEXEC command. If no
neighbor address is specified, this command displays information about
all AppleTalk routers.

neighbor-address (Optional) Displays information about the
specified neighbor router.

show appletalk remap[domain domain-numbef{in | out}
[{to | from} domain-networK]

To display domain remapping information, useshew appletalk
remap EXEC command.

domain (Optional) Number of an AppleTalk domain

domain-number about which to display remapping
information. It can be a decimal integer from 1
through 1000000.

in (Optional) Displays remappingfiormaton
about inbound packets, that is, on packets
entering the local segment of the domain.

out (Optional) Displays remappingfiormaton
about outbound packets, that is on packets
exiting from the local segment of the domain.

to (Optional) Displays information about the
network number or cable range to which an
address has been remapped.

from (Optional) Displays information about the
original network number or cable range.

domain-network (Optional) Number of an AppleTalk rvebrk.
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show appletalk route[network| interfacq

To display the entries in the AppleTalk routing table, usestiosy
appletalk route EXEC command. If no network or unit type is specified,
this command displays all entries in the routing table.

network (Optional) Displays the routing table entry for
the specified network.

interface (Optional) Displays the routing table entries for
networks that can be reached via the specified
interface type and number.

show appletalk socket§socketnumbef

To display information about process-level operation in the sockets of an
AppleTalk interface, use trehow appletalk socketEXEC command.

If no socket number is specified, this command displays information
about all sockets.

socket-number (Optional) Displays information about the
specified socket number.

show appletalk static

To display information the statically defined routes, usestioav
appletalk static EXEC command.

show appletalk traffic

To display statistics about AppleTalk traffic, including MaclP traffic, use
theshow appletalk traffic EXEC command.
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show appletalk zongzone-namg

To display the entries in the zone information table, use the
show appletalk zoneEXEC command. If no zone name is specified, the
command displays all entries in the zone information table.

zone-name  (Optional) Displays the entry for the specified
zone.
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Banyan VINES Commands

This chapter describes the function and displays the syntax of each
Banyan VINES command. For more information about defaults and
usage guidelines, see the corresponding chapter &aber Products
Command Referengaiblication.

clear vines cachdinterface interface| neighbor addresg
server networ

To delete entries from the VINES fast-switching cache, usel¢tiae
vines cacheEXEC command. If you do not specify any keywords or
arguments, all entries in the fast-switch cache are deleted.

interface interface  (Optional) Deletes from the fast-switching
cache table any entry that has one or more
paths that go through the specified
interface.

neighbor address  (Optional) Deletes from the fast-switching
cache table any entry that has one or more
paths via the specified neighbor router.

server network (Optional) Deletes from the fast-switching
cache table any entry whose network
number part of the destination address
matches the specified network address.The
argumennetworkcan be either a 4-byte
hexadecimal number or a 4-byte decimal
number (if you have issuedvanes decimal
command).

clear vines ipcnumber

To delete VINES IPC connection blocks from the router, uselédz
vines ipc EXEC command.

number Hexadecimal number of the IPC connection
to delete.
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clear vines neighbor{ network| *}

To delete entries from the neighbor table, tgeclear vines neighbor
EXEC command.

network Network number of the neighbor whose entry should
be deleted from the neighbor table. The argument
networkcan be either a 4-byte hexadecimal number
or a 4-byte decimal number (if you have issued a
vines decimalcommand).

* Deletes all entries from the neighbor path table
except the entry for the local router.

clear vines route{ network| *}

To delete network addresses from the routing table, usgehevines
route EXEC command.

network Network number of the entry to delete from the
routing table. The argumenetworkcan be either a
4-byte hexadecimal number, a 4-byte decimal
number (if you have issuedvianes decimal
command), or a host name (if you have issued a
vines hostcommand).

* Deletes all entries from the routing table.

clear vines traffic

To clear all VINES-related statistics that are displayed bghbe/ vines
traffic command, use thdear vines traffic EXEC command.
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ping [vineg [addres$
To determine basic network connectivity, usegimg EXEC command.
vines (Optional) Specifies the VINES protocol. If you omit
this keyword, the router prompts for it.

address (Optional) Address of system to ping. If you omit the
address, the router prompts for it.

show vines acces$access-list-numbér

To display the VINES access lists currently defined, usstiber vines
accesEXEC command. If no access list number is specified, all access
lists are displayed.

access-list-number (Optional) Number of the access list to
display.

show vines cachgaddresq interface typenumber| neighbor addresq
server networ

To display the contents of the VINES fast-switching cache, usitve
vines cacheEXEC command. If no kavords or argurants are
specified, all entries in the fast-switching cache are displayed.

address (Optional) Displays the entry in the
fast-switching cache for the specified
station.

interface type (Optional) Displays all neighbors in the

number fast-switching cache that are accessible via

the specified interface type and number.
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neighbor address  (Optional) Displays all routes in the VINES
fast-switching cache that have the specified
neighbor as their first hop. The argument
addressis a 6-byte hexadecimal number in
the formatetwork:hostwherenetworkis
4 bytes andhostis 2 bytes, @-byte decimal
number in the same format (if you have
issued arines decimalcommand), or a host
name (if you have issuedvanes host
command).

server network (Optional) Displays all entries in the
VINES fast-switching cache that are in the
specified logical network. The argument
networkcan be either a 4-byte hexadecimal
number or a 4-byte decimal number (if you
have issued wines decimalcommand).

show vines hosfnamé

To display the entries in the VINES host name table, usehtie vines
host EXEC command. If no name is specified, all entries in the host
name table are displayed.

name (Optional) Displays the entry in the VINES
name table that has the specified name.

show vines interfacgtype numbdr

To display status of the VINES interfaces configured in the router and the
parameters configured on each interface, usshbe vines interface
EXEC command. If no interface is specified, values for all interfaces are
displayed.

type (Optional) Interface type.
number (Optional) Interface number.
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show vines ipc

To display information about any currently active IB&nections, use
theshow vines ipcEXEC command.

show vines neighbofaddresqinterface typenumber servernumbet

To display the entries in the VINES neighbor table, usetiogv vines
neighbor EXEC command. If no keywords or arguments are specified,
all entries in the neighbor table are displayed.

address (Optional) Displays the entry for the
specified neighbor.

interface type (Optional) Displays all neighbor paths in

number the neighbor table thase the specified
interface.

server number (Optional) Displays all entries in the

neighbor table that have the specified
network number.

show vines route number| neighbor addres$

To display the contents of the VINES routing table, usesktosv vines
route EXEC commandf no keywords or arguments are specified, all
entries in the routing table are displayed.

number (Optional) Displays the routing table entry
for the specified network.

neighbor address  (Optional) Displays all routes in the VINES
routing table that have the specified
neighbor as their first hop.

Banyan VINES Commands




show vines servicgfs | nsm | ss| v

To display information about the router’s current time, usesitoav
vines serviceEXEC command.

fs (Optional) Displays file service information.

nsm (Optional) Displays netork and system
management service inforniat.

Ss (Optional) Displays server service
information.

VS (Optional) Displays security service
information.

show vines traffic[type numbdr

To display the statistics maintained about VINES protocol traffic, use the
show vines trafficEXEC command. If no interface is specified, values
for all interfaces are displayed.

type number (Optional) Displays values for a specific
interface.

trace [vines|oldvineg [addres$

To determine the path that a packet takes when traversing a VINES
network, use th&race EXEC command.

vines (Optional) Specifies the VINES protocol. If
you omit this keyword, the router prompts
for it.

oldvines (Optional) Specifies the VINES protocol.

This trace is compatible with otnace
function prior to 10S Release 10.2.
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address (Optional) Address of a node. This is a
6-byte hexadecimal number in the format
network:hostwherenetworkis 4 bytes and
hostis 2 bytes.

[no] vines access-groupccess-list-number

To apply an access list to an interface, usesthes access-group
interface configuration command. To remove the access list, use the
form of this command.

access-list-number Number of the access list. All outgoing
packets defined with either standard or
extended access lists and forwarded through
the interface are filtered by the entries in
this access list. For standard access lists,
access-list-numbes a decimal number
from 1 to 100. For extended access lists,
access-list-numbas a decimal number
from 101 to 200.

vines access-lisaccess-lisnumber{deny | permit} protocol
source-address source-mgslource-port destination-address
destination-maskdestination-porit

no vines access-lisiccess-list-number

To specify a standard VINES access list, use this version ofrthe
access-lisglobal configuration command. To remove the access list, use
theno form of this command.

access-list-number Number of the access list. This is a decimal
number from 1 to 100.

deny Denies access if the conditions are matched.
permit Allows access if the conditions are
matched.
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protocol

source-address

source-mask

source-port

VINES protocol ID nhumber or name. It can
be a value from 1 to 25& one of the
following protocol keywords:

» arp—Address Resolution Protocol
» icp—Internet Control Protocol

* ip—VINES Internet Protocol

* ipc—Interprocess Communications
» rtp—Routing Update Protocol

» spp—Sequence Packets Protocol

Address of the network from whiche
packet is being sent. This is a 6-byte
hexadecimal number in the format
network:hostwherenetworkis 4 bytes and
hostis 2 bytes.

Mask to be applied tsource-addressThis

is a 6-byte hexadecimal value. Place ones in
the bit positions you want to mask. These
bits correspond to the bit in the address that
should be ignored.

(Optional) Number of the local port from
which the packet is being sent. This
argument is required when the protocol
specified is IPC or SPP, and is not accepted
when any other protocol is specified. It can
be a number from 0x0000 through OXFFFF.
Well-known local port numbers have values
from 0x0001 through Ox01FF. Tnaient

local port numbers have values from
0x0200 through OxFFFE. Refer to the IPC
port number table in thRouter Products
Command Referengaiblication for a list of
some IPC port numbers.
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destination-address Address of the rtevork to which the packet

destination-mask

destination-port

is being sent. This is a 6-byte hexadecimal
number in the formatetwork:hostwhere
networkis 4 bytes anthostis 2 bytes.

Mask to be applied tdestination-address
This is a 6-byte hexadecimal value. Place
ones in the bit positions you want to mask.
These bits correspond tioe bits in the
address that should be ignored.

(Optional) Number of the local port to
which the packet is being sent. This
argument is required when the protocol
specified is IPC or SPP, and is not accepted
when any other protocol is specified. It can
be a number from 0x0000 through OXFFFF.
Well-known local port numbers have values
from 0x0001 through Ox01FF. Taient

local port numbers have values from
0x0200 through OxFFFE. Refer to the IPC
port number table in thRouter Products
Command Referengaiblication for a list of
some IPC port numbers.
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vines access-lishccess-lisnumber{deny | permit} protocol
source-address source-mdgslource-port source-port-magk
destination-address destination-mdslestination-port
destination-port-magk

no vines access-lisiccess-list-number

To create an extended VINES access list, use this version ahtse
access-lisglobal configuration command. To remove an extended
access list, use thm form of this command.

access-list-number Number of the access list. This is a decimal

deny

permit

protocol

source-address

source-mask

number from 101 to 200.
Denies access if the conditions are matched.

Allows access if the conditions are
matched.

VINES protocol ID number or name. The
number can be a value from 1 to 25%one
of the following protocol keywords:

» arp—Address Resolution Protocol
 icp—Internet Control Protocol

* ip—VINES Internet Protocol

* ipc—Interprocess Communications

* rtp—Routing Update Protocol

* spp—Sequence Packets Protocol 276

Address of the network from whiche
packet is being sent. This is a 6-byte
hexadecimal number in the format
network:hostwherenetworkis 4 bytes and
hostis 2 bytes.

Mask to be applied tsource-addressThis

is a 6-byte hexadecimal value. Place ones in
the bit positions you want to mask. These
bits correspond to the bits in the address
that should be ignored.
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source-port

source-port-mask

Number of the local port from which the
packet is being sent. This argument is
required when the protocol specified is IPC
or SPP, and is not accepted when any other
protocol is specified. It can be a number
from 0x0000 through OXFFFF. Well-known
local port numbers have values from
0x0001 through Ox01FF. Transient local
port numbers have values from 0x0200
through OXFFFE. Refer to the IPC port
number table in thRouter Products
Command Referengaiblication for a list of
some IPC port numbers.

(Optional) Mask to be applied to
source-port This argument is required

when the protocol specified is IPC or SPP,
and is not accepted when any other protocol
is specified. It can be a number from
0x0000 through OxFFFF. These bits
correspond to the bits in the port that should
be ignored.

destination-address VINES address of the network to which the

destination-mask

packet is being sent. This is a 6-byte
hexadecimal number in the format
network:hostwherenetworkis 4 bytes and
hostis 2 bytes.

Mask to be applied tdestination-address
This is a 6-byte hexadecimal value. Place
ones in the bit positions you want to mask.
These bits correspond tioe bits in the
address that should be ignored.
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destination-port

destination-port-
mask

Number of the local port to which the
packet is being sent. This argument is
required when the protocol specified is IPC
or SPP, and is not accepted when any other
protocol is specified. It can be a number
from 0x0000 through OXFFFF. Well-known
local port numbers have values from
0x0001 through Ox01FF. Transient local
port numbers have values from 0x0200
through OXFFFE. Refer to the IPC port
number table in thRouter Products
Command Referengaiblication for a list of
some IPC port numbers.

(Optional) Mask to be applied to
destination-port This argument is required
when the protocol specified is IPC or SPP,
and is not accepted when any other protocol
is specified. It can be a number from
0x0000 through OxFFFF. These bits
correspond to the bits in the port that should
be ignored.
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vines access-lisaccess-lisnumber{deny | permit} source-address
source-mask
no vines access-lisaiccess-list-number

To create a simple VINES access list, use this version ofiriles
access-lisglobal configuration command. To remove a simple access
list, use theno form of this command.

access-list-number Access list number. It is a number from 201

to 300.
deny Denies access if the conditions are matched.
permit Allows access if the conditions are

matched.

source-address Address of the network from whighe
packet is being sent. This is a 6-byte
hexadecimal number in the format
network:hostwherenetworkis 4 bytes and
hostis 2 bytes.

source-mask Mask to be applied tsource-addressThis
is a 6-byte hexadecimal value. Place ones in
the bit positions you want to mask. These
bits correspond to the bits in the address
that should be ignored.

[no] vines arp-enable{dynamic]

To enable the processing of ARP packets, useitles arp-enable
interface configuration command. To disable the processing of ARP
packets, use theo form of this command. By default, the interface
always responds to ARP and SARP requests.

dynamic (Optional) Respond to ARP and SARP
requests on this interface only if there are
no other VINES servers present.
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[no] vines decimal

To display VINES addresses in decimal notation, useittes decimal
global configuration command. To return to displaying the addresses in
hexadecimal, use thm form of this command. By default, addresses are
displayed in hexadecimal.

vines encapsulatiorfarpa | snap| vines-tr]
no vines encapsulation

To set the MAC-level encapsulation used for VINES broadcast packets,
use thevines encapsulatiorinterface configuration command. To
disable encapsulation, use theform of this command.

arpa (Optional) ARPA encapsulation. This is the default
encapsulation for Ethernet interfaces.

shap (Optional) SNAP encapsulation. This encapsulation
uses an IEEE 802.2 SNAP header. This is the default
encapsulation for all media except Ethernet and
Token Ring.

vines-tr (Optional) Our VINES Token Ring encapsulation.
This is the default encapsulation for Token Ring
interfaces.

vines hostname address
no vines hostname

To associate a host name with a VINES address, useéntae host
global configuration command. To delete the association, usethe
form of this commandrlhe default is to display hosts by address.

name VINES host name. It can be any length and sequence
of characters separated by white space.

address Number of a VINES network. You enter it in the
current VINES radix, in the formatetworkhost
wherenetworkis 4 bytes andiostis 2 bytes.
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vines input-network-filter access-list-number
no vines input-network-filter

To filter the information contained in routing messages received from
other stations, use thénes input-network-filter interface

configuration command. To disable this filtering, usentbéorm of this
command.

access-list-number Number of the access list. It is a decimal
number from 201 to 300.

vines input-router-filter access-list-number
no vines input-router-filter

To filter received routing messages based upon the address of the
sending station, use thines input-router-filter interface configuration
command. To disable this filtering, use tieeform of this command.

access-list-number Number of the access list. It is a decimal
number from 201 to 300.

vines metric[whole[fractionall]
no vines metric

To enable VINES routing on an interface, usevines metricinterface
configuration command. To disable VINES routing, usenthéorm of
this command.

whole (Optional) Integer cost value associated
with the interface. It is optional for all
interface types. If you ominhetric, the
router automatically chooses a reasonable
value. Refer to the metric values table in the
Router Products Command Reference
publication. If metric is zero, then a
fractional portion must bsupplied.
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fractional

(Optional) Fractional cost value associated
with the interface expressed in 10,000ths. It
is optional for all interface types, but may
only be present if a whole number portion is
specified. This number will be rounded to
the nearest 1/16. If you onmitetric, the

router automatically chooses a reasonable
value. These values are listed in VINES IPC
port number table in thRouter Products
Command Referengrublication.

vines neighboraddress mac-address encapsulatiamole[fractional]]
no vines neighboraddress mac-address

To specify a static path to a neighbor stafiuse thevines neighbor
interface configuration command. To remove a static path from the
neighbor table, use thm form of this command.

address

mac-address

encapsulation

whole

VINES IP address of the station to which to
add or remove a static path.

MAC-level address used to reach the
neighbor station.

Encapsulation type to use on the media. It
can be one of the following values:

» arpa—Use ARPA encapsulation. This is
recommended for Ethernet interfaces.

* snap—Use an IEEE 802.2 SNAP header.
This is recommended for FDDI
interfaces.

* vines-tr—Use our VINES Token Ring
encapsulation. This is recommended for
Token Ring interfaces.

(Optional) Delay metric to use on the
neighbor. If you omit this argument, the
metric used is that specified with thiees
metric command for the selected interface.
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fractional (Optional) Fractional metric value
associated with this neighbor. This number
will be rounded to the nearest 1/16. If you
omit both whole and fractional numbers,
then the interface metric will be used.

vines output-network-filter access-list-number
no vines output-network-filter

To filter the information contained in routing updates transmitted to
other stations, use thénes output-network-filter interface
configuration command. To disable this filtering, usertbéorm of this
command.

access-list-number Number of the access list. It is a decimal
number from 201 to 300.

[no] vines propagate{dynamic]

To modify how routers forward a broadcast packet, useities
propagate interface configuration command. To return to the default
dynamic forwarding scheme, use tieeform of this command. If you
omit the keyword, broadcast messages are always propagated on the
interface.

dynamic (Optional) Propagates broadcasts lus t
interface only if there are no servers on any
local network.
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vines redirect[secondb
no vines redirect

To determine how frequently a router sends an RTP redirect message on
an interface, use thenes redirectinterface configuration command. To
restore the default, use the form of this command.

seconds (Optional) Interval, in seconds, that the router waits
after sending a redirect message on an interface
before it sends another redirect message on that
same interface. If you specify a value of 0, the
router never sends redirect messages on that
interface. The default is 1 second.

[no] vines routenumber addresgvhole[fractionall]

To specify a static route to a server, usevihes routeglobal

configuration command. To remove a static route from the routing table,
use theno form of this command. By default, no static routes are
specified.

number Number of the server to which to add or remove the
static route.

address VINES IP address of the neighbor station to use to
reach the server.

whole (Optional) Metric value assigned to this route.

fractional  (Optional) Fractional cost value associated with this
route.

[no] vines route-cache

To enable fast switching, use thi@es route-cachenterface
configuration command. To disable fast switching, usexthiorm of
this command.
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vines routing [addresg recompute]
no vines routing

To enable VINES routing, use th@es routing global configuration
command. To disable VINES routing, use tieeform of this command.

address (Optional) Netvork address of the roeit. You
should specify an address on a router that does not
have any Ethernet or FDDI interfaces. You also can
specify an address in the unlikely event that two
routers map themselves to the same address.

recompute (Optional) Dynamically redetermine the router’s
network address.

[no] vines serverlesgdynamic | broadcasf

To configure a Banyan VINES netwottkat does not have a server, use
thevines serverlessnterface configuration command. To turn off this
functionality, use th@o form of this command. If all keywords are
omitted, broadcasts are always forwarded toward one server.

dynamic (Optional) Forward broadcasts toward one server
only if there are no servers present on this interface.
This is the default.

broadcast (Optional) Flood broadcasts out all router interfaces
in order to reach all servers.

[no] vines split-horizon

To use split horizon when sending routing updates, usériks
split-horizon interface configuration command. To disable split horizon,
use theno form of this command.

[no] vines srtp-enabled

To enable Sequenced Routing Update Protocol (SRTP), usetee
srtp-enabledglobal configuration command. To disable SRTP, use the
no form of this command.
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vines time access-groupccess-list-number
no vines time access-group

To control the servers from which the router will accept VINES network
time, use theines time access-grouglobal configuration command.

To accept VINES network time messages from any server, us@ the
form of this command.

access-list-number Number of the access list. It is a decimal
number from 201 to 300.

vines time destinationaddress
no vines time destination

To control the servers to which the router sends VINES network time,
use thevines time destinationglobal configuration command. To send
VINES network time messages to all servers, usatiferm of this
command.

address Destination VINES address for the wetrk time
messages.

[no] vines time participate

To enable the router’s participation in the synchronization of time across
a VINES network, use thénes timeparticipate global configuration
command. To disable the router’s participation in time synchronization,
use theno form of this command.

[no] vines time set-system

To set the router’s internal time basgibnthe received VINES network
time, use th&ines timeset-systemglobal configuration command. To
uncouple the router’s time from VINES network time, usenthform of
this command.
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[no] vines time use-system

To set VINES network time based upon the routererirdl time, use the
vines timeuse-systenglobal configuration command. To uncouple
VINES network time from the router’s time, use tieeform of this
command.

[no] vines update deltas

To modify the manner in which routing updates are sent, usgrtée
update deltasinterface configuration command. To return to the default
method, use theo form of this command.

[no] vines update interval[secondb

To modify the frequency at which routing updates are sent, usangse
update interval interface configuration command. To return to the
default frequency, use time form of this command.

seconds Interval, in seconds, between the sending of
periodic VINES routing updates. This can be a
number in the range 0 td2and will be rounded up
to the nearest 5 seconds. The default value is
90 seconds. If you om@gecondr specify a value
of 0, the default value of 90 seconds is used.
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DECnet Commands

This chapter describes the function and displays the syntax of each
DECnet command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitveter Products
Command Referengrublication.

access-lisccess-list-numbépermit | deny} source source-mask

no access-list

To create a standard access list, usatioess-lisglobal configuration
command. Use theo form of this command to delete the entire access

list.

access-list-number Integer you choose between 300 and 399

permit

deny

source

source-mask

that uniquely identifies the access list.

Permits access when there is an address
match.

Denies access when there is an address
match.

Source address. DECnet addresses are
written in the formareanode For example,
50.4 is node 4 in area 50. All addresses are
in decimal.

Mask to be applied to the address of the
source node. Bits are set wherever the
corresponding bits in the address should be
ignored. All masks are in decimal.
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access-listaccess-list-numbdmpermit | deny} source source-mask
[destination [destination-magk
no access-list

To create an extended access list, usatbess-lisglobal configuration
command. Use theo form of this command to delete the entire access
list.

access-list-number Integer you choose between 300 and 399
that uniquely identifies the access list.

permit Permits access when there is an address
match.

deny Denies access when there is an address
match.

source Source address. DECnet addresses are

written in the formarea.node For example,
50.4 is node 4 in area 50. All addresses are
in decimal.

source-mask Mask to be applied to the address of the
source node. All masks are in decimal.

destination (Optional) Destination node’s DECnet
address in decimal format. DECnet
addresses are written in the foamea.node
For example, 50.4 is node 4 in area 50.

destination-mask (Optional) Destination masPECnet
addresses are written in the foamea.node
For example, 50.4 is node 4 in area 50. All
masks are in decimal.
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access-listaccess-list-numbdmpermit | deny} source source-mask
[destination destination-masglq | neq[source-object
destination-objectidentification| any]]

no access-list

The optional argumersiource-objectonsists of the following string:
src [[eq|neq| gt | It] object-numbdr[expregular expression

[uic [group, use}f
The optional argumenmtestinaton-objectconsists of the following
string:
dst[[eq|neq| gt | It] object-numbdr[expregular expressioh

[uic [group, use}
The optional argumendentificationconsists of the following string:

[id regular expression passwordregular expressignaccount
regular expression

To create an access list that filtecnnect initiatepackets, use the
access-lisglobal configuration command. Use the form of this
command to disable the access list.

access-list-number Integer you choose between 300 and 399
that uniquely identifies the access list.

permit Permits access when there is an address
match.

deny Denies access when there is an address
match.

source Source address. DECnet addresses are

written in the formarea.node For example,

50.4 is node 4 in area 50. All addresses are

in decimal.

source-mask Mask to be applied to the address of the
source node. All masks are in decimal.

destination (Optional) Destination node’s DECnet
address in decimal format. DECnet
addresses are written in the foanea.node
For example, 50.4 is node 4 in area 50. All
addresses are in decimal.
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destination-mask  (Optional) Destination maslPECnet
addresses are written in the foanea.node
For example, 50.4 is node 4 in area 50. All
masks are in decimal.

eq|neq Use either of these keywords:

eg—item matches the packetafl the
specified parts asource-object
destination-objegtandidentificationmatch
data in the packet.

neg—item matches the packetafy of the
specified parts doot match the
corresponding entry in the packet.

source-object (Optional) Contains the kevord src and
one of the following optional keywords:

eq|neq|lt |gt—equal to, not equal to, less
than, or greater than. These keywords must
be followed by the argument
object-numbera numeric DECnet object
number.

exp—stands for expression; followed by a
regular expression that matches a string.

uic—stands fouser identification code;
followed by a numeric user ID (UID
expression.The argumergrpup, usefis a
numeric UID expression. In this case, the
bracket symbols are literal; they must be
entered. The group and user parts can be
specified in decimal, in octal by prefixing
the number with a 0, or in hex by prefixing
the number with Ox. The uic expression is
displayed in show displays as an octal
number.
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destination-object

identification

any

(Optional) Contains the mandatory
keyworddst and one of the following
optional keywords:

eq| neq| It | gt—equal to, not equal to, less
than, or greater than. These keywords must
be followed by the argument
object-numbera numeric DECnet object
number.

exp—stands for expression; followed by a
regular expression that matches a string.

uic—stands fouser identification code;
followed by a numeric user ID (UID
expression. In this case, the bracket
symbols are literal; they must be entered.
The group and user parts can either be
specified in decimal, in octal by prefixing
the number with a 0, or in hex by prefixing
the number with Ox. The uic expression is
displayed in show displays as an octal
number.

(Optional) Uses any of the following three
keywords:

id—regular expression; refers to user ID.

password—regular expression; the
password to the account.

account—regular expression; the account
string.

Item matches i&nyof the specified parito
match the corresponding entries for
source-objectdestination-objector
identification
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clear decnet counters

To clear DECnet counters that are shown in the output afttbe
decnet traffic EXEC command, use tlebear decnet countersEEXEC
command.

decnet access-groupccess-list number

To create a DECnet access group, useéoaet access-groupterface
configuration command.

access-list-number Either a standard or extended DECnet
access list. A standard DECnet access list
applies to destination addresses. The value
(or values in the case of extended lists) can
be in the range 30Gtough 399.

decnet advertisedecnet-area hops cost
no decnet advertisgdecnet-areh

To configure border routers to propagBtease IV areas through an OSI
backbone, use thégecnet advertiseglobal configuration command. To
disable this feature, use the form of this command.

decnet-area Phase IV area that you want propagated.

hops Hop count to be associated with the route being
advertised. Default is 0.

cost Cost to be associated with the route being
advertised. Default is 0.

decnet-area Phase IV area that you want propagated.
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decnet[network-numbgrarea-max-costvalue

To set the maximum cost specification valueifiberarearouting, use
thedecnet area-max-cosglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). The default is
network 0.

value Maximum cost for a route to a distant area that
the router may consider usable; the router
treats as unreachable any route with a cost
greater than the value you specify. A valid
range for cost is from 1 tbugh 1022. This
parameter is only valid for area routers. The
default is1022.

decnet[network-numbdrarea-max-hopsvalue

To set the maximum hop count value iitterarearouting, use the
decnet area-max-hopglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network 0.

value Maximum number of hops for a usable route
to a distant area. The router treats as
unreachable any route with a count greater
than the value you specify. A valid range for
the hop count is from 1 through 30. The
default is 30 hops.
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decnet congestion-thresholshumber
no decnet congestion-threshold

Use thedecnet congestion-thresholdhterface configuration command

to set the congestion-experienced bit if the output queue has more than
the specified number of packets in itnAmbervalue of zero or thao

form of this command prevents this bit from being set. UsadHerm

of this command to remove the parameter setting and set it to 0.

number Number of packets that are allowed in the output
queue before the system will set the congestion
experience bit. This value is an integer between 0
and 0x7fff. The value zero prevents this bit from
being set. Only relatively small integers are
reasonable. The default is 1 packet.

[no] decnet conversiomsap-prefix

To allow Phase IV routers (running Software Release 9.1 or later) to run
in a Phase V network and vice versa, enable conversion withetimet
conversionglobal configuration command. To disable conversion, use
theno form of this command.

nsap-prefi Value used for the IDP field when constructing
X NSAPs from a Phase IV address

decnet costtost-value
no decnet cost

To set a cost value for an interface, usedéenet cosinterface
configuration command. Use the form of this command to disable
DECnet routing for an interface.

cost-value Integer from 1 through 63. There is no default cost
for an interface, although a suggested cost for FDDI
is 1, for Ethernet is 4, and for serial links is greater
than 10.
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decnet encapsulatiod pre-dec| dec}

To provide DECnet encapsulation over Token Ring, usel¢lcaet
encapsulationinterface configuration command.

pre-dec Configures routers for operation on the same Token
Ring with routers running software versions prior to
Release 9.1. In this mode, Cisco routers cannot
communicate with non-Cisco equipment. Referred to
as Cisco-style encapsulation.

dec Provides encapsulation that is compatible with other
Digital equipment. All Cisco routers must be running
Software Release 9.1 or later. The defaultsis

decnet hello-timerseconds
no decnet hello-timer

To change the interval for sending broadcast hello messages, use the
decnet hello-timerinterface configuration command. To restore the
default value, use theo form of this command.

seconds Interval at which the router sends hello messages. It
can be a decimal number in the rangarbugh
8191 seconds. The default is 15 seconds.

decnet hosthame decnet-address
no decnet hosname

Use thedecnet hostglobal configuration command to associate a
name-to-DECnet address mapping, which will show up in the output of
various commands. To disable name mapping, usediierm of this
command.

name A name you choose that uniquely identifies this
DECnet address.

decnet-address Source address. DECnet addresses are written in
the formarea.node For example, 50.4 is node 4
in area 50. All addresses are in decimal.
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decnet in-routing-filter access-list-number
no decnet in-routing-filter

To provide access control to hello messages or routing information
received on an interface, use texnet in-routing-filter interface
configuration command. Use the form of this command to remove
access control.

access-list-number Standard DECnet access list. This list
applies to destination addresses. The value
can be in the range 3@rough 399.

decnetfirst-networkmap virtual-address second-network real-agds

To establish an address translation for selected nodes, ubectst
map global configuration command.

first-network DECnet network numbers in the range 0
through 3.

virtual-address  Numeric DECnet address (10.5, for example).

second-network DECnet network number you map to; DECnet
numbers range from 0 through 3.

real-address Numeric DECnet address (10.5, for example).

decnet[network-numbdrmax-addressvalue

To configure the router with a maximum number of node addresses, use
thedecnet max-addresglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network O.

value A number less than or equal to 1023 that
represents the maximum node address possible
on the network. In general, all routers on the
network should use the same valaethis
argument. The default is 1023.
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decnet[network-numbdrmax-areaarea-number

To set the largest number of areas that the router can handle in its routing
table, use thdecnet max-areaglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network 0.

area-number Area number from lhrough63. Like the
decnet max-addresglobal configuration
command value, this argument controls the
sizes of internal routing tables and of messages
sent to other nodesll routers on the network
should use the same maximum address value.
The default is 63.

decnet[network-numbgrmax-costcost

To set the maximum cost specification fiatra-arearouting, use the
decnet max-cosglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network 0.

cost Cost from 1 through 1022. The defaultis 1022.
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decnet[network-numbgrmax-hopshop-count

To set the maximum hop count specificatioluedorintra-arearouting,
use thedecnet max-hopgglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network O.

hop-count Hop count from 1 through 30. The router
ignores routes that have a hop count greater
than the corrgponding value of this paraneet
The default is 30 hops.

decnet[network-numbgrmax-pathsvalue

To define the maximum number of equal-cost paths to a destination that
the router will keep in its routing table, use tleenet max-pathsglobal
configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network O.

value Decimal number equal to the maximum
number of equal-cost paths the router will
save. The valid range is from 1 thgh 31.
The default is 1.

DECnet Commands
308




decnet[network-numbgrmax-visits value

To set the limit on the number of times a packet canthassgh a rodr,
use thedecnet max-visitsglobal configuration command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network O.

value Number of times a packet can pass through a
router. It can be a decimal number in the range
1 through 63. If a packet exceeddue the
router discards the packet. Digital
recommends that the value of thex-visits
parameter be at least twice that of the
max-hopsparameter, to allow packets to still
reach their destinations when routes are
changing. The default is 63 times.

[no] decnet multicast-mapmulticast-address-type functional-address

Use thedecnet multicast-mapinterface configuration command to

specify a mapping between DECnet multicast addresses and Token Ring
functional addresses, other than the default mappingad f@m of this
command deletes the specified information.

multicast-address-type Type of multicast address that is used.
The following are valid values:

« jv-all-routers All Phase-IV routers

« jv-all-endnodesAll Phase-IV
endnodes

* iv-prime-all-routers All Phase IV
Prime routers
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functional-address Functional MAC address that this

multicast ID will map to. In the form of
“c000.xxxx.yyyy.” See the table “Default
Mapping of DECnet Multicast Address
Types and Token Ring Functional
Addresses” of th&®outer Products
Command Referengrublication for the
default mapping.

decnet[network-numbdrnode-type{area | routing-iv}

To specify the node type, use tiecnet node-typeglobal configuration

command.

network-number (Optional) Netvork number in the range 0

area

routing-iv

DECnet Commands

through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network O.

Router participates in the DECnet routing
protocol with other area routers, as described
in the Digital documentation, and routes
packets from and to routers in other areas. This
is sometimes referred to as Level 2, or
interarea, routing. An area router does not just
handle interarea routing; it also acts as an
intra-area or Level 1 router in its own area.

Router acts as an intra-area (standard DECnet
Phase IV, Level 1 router) and ignores Level 2
routing packets. In this mode, it routes packets
destined for other areas to a designated
interarea router, exchanging packets with other
end-nodes and routers in the same area.

310



decnet out-routing-filter access-lisnumber
no decnet out-routing-filter

To provide access control to routing information being sent out on an
interface, use thdecnet out-routing-filter interface configuration
command. Use theo form of this command to remove access control.

access-list-number Standard DECnet access list applying to
destination addresses. The value can be in
the range 300 tbugh 399.

decnet path-split-mode{normal | interim }

To specify how the router will split the routable packets between
equal-cost paths, use ttecnet path-split-modeglobal configuration
command with the appropriate keyword.

normal Normal mode, where equal-cost paths are selected on
a round-robin basis. This is tdefault.

interim Traffic for any particular (higher-layer) session is
always routed over the same path. This mode
supports aer implementations of DECnet (VMS
Versions 4.5 and earlier) that do not support
out-of-order packet caching. Other seas may take
another path, thus using equal-cost paths that a router
may have for a particular destination.

[no] decnet route piopagatestatic

Use this form of thelecnet propagate statiglobal configuration
command to enable static route propagation. Advorm of this
command disables propagation.
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decnet routedecnet-address next-hop-type numlsepa-addregs
[hops[cosi]
no decnet routedecnet-address next-hop-type number

Use this form of the decnet routeglobal configuration command to
create an interface static route. Teeform of this command removes
this route.

decnet-address DECnet address. This value is entered into a
static routing table and used to match a
destination DECnet address. Use a node address
value of 0 to specify an area static route.

next-hop-type Interface type.
number Interface unit number.

snpa-address (Optional) Optional for serial links; required for
multiaccess networks.

hops (Optional) Hop count to besaociated with the
route being advertised. Default is 0.

cost (Optional) Cost to be associated with the route
being advertised. Default is 0.

decnet routedecnet-address next-hop-addrglssps[cosi]
no decnet routedecnet-address next-hop-address

Use this form of thelecnet routeglobal configuration command to enter
a specific static route. DECnet addresses that match are forwarded to the
next-hop-addressTheno form of this command removes this route.

decnet-address DECnet address. This value is entered into a
static routing table and used to match a
destination DECnet address. Use a hode
address value of 0 to specify an area static
route.
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next-hop-address This value is used to establish the next hop of
the route for forwarding packets.

hops (Optional) Hop count to be associated with the
route being advertised. Default is 0.

cost (Optional) Cost to be associated with the route
being advertised. Default is 0.

decnet route default next-hop-addresghops|cosi]
no decnet route defaultnext-hop-address

Use this form of theecnet route defaultglobal configuration command
to enter a specific default route. Tine form of this command removes
this route.

next-hop-address This value is used to establish the next hop of
the route for forwarding packets.

hops (Optional) Hop count to be associated with the
route being advertised. Default is 0.

cost (Optional) Cost to be associated with the route
being advertised. Default is 0.

next-hop-address This value is used to establish the next hop of
the route for forwarding packets.

[no] decnet route-cache

To enable fast-switching, use thecnet route-cachénterface
configuration command. To disable fast switching, usexthiorm of
this command.
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decnet router-priority value

To elect a designated router to which packets will be sent when no
destination is specified, use ttlecnet router-priority interface
configuration command.

value Priority of the router. This can be a number in the
range O through 127. The larger the number the
higher the priority. The default priority is 64.

decnet[network-numbdrrouting [iv-prime] decnetaddress
no decnet routing

To enable DECnet routing, use tthecnet routing global configuration
command. To disable DECnet routing, usertbéorm of this command.

network-number (Optional) Netvork number in the range 0
through 3. Specified when using Address
Translation Gateway (ATG). If not specified,
the default is network O.

iv-prime (Optional) Enables DECnet Phase IV Prime
routing.

decnet-address Address in DECnet format X.Y, where X is the
area number and Y is the node number.

decnet routing-timer seconds
no decnet routing-timer

To specify how often the router sends routing updates that list the hosts
that the router can reach, use deenet routing-timer interface
configuration command. Use the form of this command to disable the
routing update timer.

seconds Time, in seconds, from 1 through 65535. The
default is 40 seconds.
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lat host-delaynumber
no host-delay

To set the delayed acknowledgment for incoming LAT slave
connections, use that host-delayglobal configuratiocommand. To
restore the default, use the form of this command.

number The delay in milliseconds.

[no] lat serviceservice-namautocommandcommand

To associate a command with a service, uséatheervice
autocommandglobal configuration command. To remove the specified
autocommand, use tm® form of this command.

service-name Name of the service.
command Command to be associated with the service.
ping

Use the DECnating privileged EXEC command to send DECnet echo
packets to test the reachability of a remote host over a DECnet network.

ping decnet{host|addres}

Use theping decnetuser EXEC command to send DECnet echo packets
to test the reachability of a remote host over a DECnetarkt

host DECnet host of system to ping.

address DECnet address of system to ping.

show decnet

Use theshow decnetprivileged EXEC command to display the global
DECnet parameters.
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show decnet interfacqtype numbgr

Use theshow decnet interfaceEXEC command to display the global
DECnet status and configuration for all interfaces, or the status and
configuration for a specified interface.

type (Optional) Interface type.
number (Optional) Interface unit number.

show decnet map

Use theshow decnet mapEXEC command to display the address
mapping information used by the DECRAeldress Translain Gateway.

show decnet neighbors

Use theshow decnet neighborgrivileged EXEC command to display
all Phase IV and Phase IV Prime adjacencies and the MAC address
associated with each neighbor.

show decnet routddecnet-addreds

Use theshow decnet routeEXEC command to display the DECnet
routing table.

decnet-address (Optional) DECnet address and, when specified,
the first hop route to that address is displayed.

show decnet traffic

The show decnet trafficEXEC command shows the DECnet traffic
statistics, including datagrams sent, received, and forwarded.
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IP Commands

This chapter describes the function and displays the syntax of IP
commands. For more information about defaults and usage guidelines,
see the corresponding chapter of Bwuter Products @mmand
Referenceublication.

[no] access-clasaccess-lismumber{in | out}

To restrict incoming and outgoing connections between a particular
virtual terminal line (into a Cisco device) and the addresses in an access
list, use theaccess-claskne configuration command. To remove access
restrictions, use theo form of this command.

access-list-number Number of an access list. This is a decimal
number from 1 through 99.

in Restricts incoming connections between a
particular Cisco device and the addresses in
the access list.

out Restricts outgoing connections between a
particular Cisco device and the addresses in
the access list.
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access-liseccess-list-numberdeny | permit} source
[source-wildcard
no access-lisaccess-list-nmber

To define a standard IP access list, use the standard version of the
access-lisglobal configuration command. To remove a standard access
lists, use th@o form of this command.

access-list-number Number of an access list. This is a decimal
number from 1 through 99.

deny Denies access if the conditions are matched.

permit Permits access if the conditions are
matched.

source Number of the network or host from which

the packet is being sent. There are two
alternative ways to specify the source:

» Use a 32-bit quantity in four-part
dotted-decimal format.

» Use the keywora@ny as an abbreviation
for asourceandsource-wildcardof
0.0.0.0 255.255.255.255.

source-wildcard (Optional) Wildcard bits to be applied to the
source There are two alternative ways to
specify the source wildcard:

» Use a 32-bit quantity in four-part
dotted-decimal format. Place ones in the
bit positions you want to ignore.

» Use the keywora@ny as an abbreviation
for asourceandsource-wildcardof
0.0.0.0 255.255.255.255.
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access-lisaccess-list-numbdrdeny | permit} protocol source
source-wildcard destination destination-wildcdmtecedence
precedencg|tos tog

no access-lisaccess-list-nmber

access-lisaccess-list-numbdrdeny | permit} icmp source
source-wildcard destination destination-wildcgdidmp-type
[icmp-codé¢| icmp-messadd precedenceprecedenck]tos tog

For ICMP, you can also use the syntax shown above.

access-lisaccess-list-numberdeny | permit} igmp source
source-wildcard destination destination-wildcgdigmp-typé
[precedenceprecedencE|tos tog

For IGMP, you can also use the syntax shown above.

access-liseaccess-list-numbdrdeny | permit} tcp source
source-wildcard operator port[port]] destination
destination-wildcardoperator port[port]] [ established
[precedenceprecedencE[tos tog

For TCP, you can also use the the syntax shown above.

access-lisaccess-list-numbdrdeny | permit} udp source
source-wildcard operator port[port]] destination
destination-wildcardoperator porfport]] [ precedencerecedence
[tostos]

For UDP, you can also use the syntax shown above.

To define an extended IP access list, use the extended version of the
access-lisglobal configuration command. To remove the access lists,
use theno form of this command.

access-list-number Number of an access list. This is a decimal
number from 100 through 199.

deny Denies access if the conditions are matched.
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permit

protocol

source

source-wildcard

IP Commands

Permits access if the conditions are
matched.

Name or number of an IP protocol. It can be
one of the keywordsigrp, gre, icmp,

igmp, igrp, ip, ipinip, nos, ospf, tcp, or

udp, or an integer in the range 0 through
255 representing an IP protocol number. To
match any Internet protocol, including
ICMP, TCP, and UDP, use the keywapd
Some protocols allow further qualifiers
described below.

Number of the network or host from which
the packet is being sent. There are three
alternative ways to specify the source:

» Use a 32-bit quantity in four-part
dotted-decimal format.

» Use the keywora@ny as an abbreviation
for asourceandsource-wildcardof
0.0.0.0 255.255.255.255.

» Usehostsourceas an abbreviation for a
sourceandsource-wildcardof source
0.0.0.0.

Wildcard bits to be applied to source. There
are three alternative ways to specify the
source wildcard:

» Use a 32-bit quantity in four-part
dotted-decimal format. Place ones in the
bit positions you want to ignore.

» Use the keywora@ny as an abbreviation
for asourceandsource-wildcardof
0.0.0.0 255.255.255.255.

» Usehostsourceas an abbreviation for a
sourceandsource-wildcardof source
0.0.0.0.
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destination

destination-
wildcard

precedence
precedence

tos

Number of the network or host to which the
packet is being sent. There are three
alternative ways to specify the destination:

» Use a 32-bit quantity in four-part
dotted-decimal format.

» Use the keywora@ny as an abbreviation
for thedestinationand
destination-wildcardf 0.0.0.0
255.255.255.255.

» Usehostdestinationas an abbreviation
for adestinatiomnddestination-wildcard
of destination0.0.0.0.

Wildcard bits to be applied to the
destination. There are three alternative ways
to specify the destination wildcard:

» Use a 32-bit quantity in four-part
dotted-decimal format. Place ones in the
bit positions you want to ignore.

» Use the keywora@ny as an abbreviation
for adestinatioranddestination-wildcard
of 0.0.0.0 255.255.255.255.

» Usehostdestinationas an abbreviation
for adestinatioranddestination-wildcard
of destination0.0.0.0.

(Optional) Packets can be filtered by
precedence level, as specified by a number
from O to 7 or by name as listed in the
“Precedence Names” table in tReuter
Products Command Referengeblication.

(Optional) Packets can be filtered by type of
service level, as specified by a number from
0 to 15 or by name as listed in the “Type of
Service Names” table in thieouter

Products Command Referengeblication.
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icmp-type

icmp-code

icmp-message

igmp-type

operator

IP Commands

(Optional) ICMP packets can be filtered by
ICMP message type. The type is a number
from O to 255.

(Optional) ICMP packets which are filtered
by ICMP message type can also be filtered
by the ICMP message code. The code is a
number from O to 255.

(Optional) ICMP packets can be filtered by
an ICMP message type name or ICMP
message type and code name. The possible
names are found in the “ICMP Message
Type Names” table in thRouter Products
Command Referengriblication.

(Optional) IGMP packets can be filtered by
IGMP message type or message name. A
message type is a number from 0 to 15.
IGMP message names are listed in the
“IGMP Message Names” table in the
Router Products Command Reference
publication.

(Optional) Compares source or destination
ports. Possible operands includéless
than),gt (greater thankq (equal),neq (not
equal), andange (inclusive range).

If the operator is positioned after theurce
andsource-wildcardit must match the
source port.

If the operator is positioned after the
destinationanddestination-wildcardit
must match the destination port.

Therange operator requires two port
numbers. All other operators require one
port number.
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port

established

(Optional) The decimal number or name of
a TCP or UDP port. A port number is a
number from 0 to 65535. TCP port names
are listed in the “TCP Port Names” table in
the Router Products Command Reference
publication. TCP port names can only be
used when filtering TCP.

UDP port names are listed in the section
“UDP Port Names” table in thRouter
Products Command Referengeblication.
UDP port names can only be used when
filtering UDP.

(Optional) For the TCP protocol only:
Indicates an established connection. A
match occurs if the TCP datagram has the
ACK or RST bits set. The nonmatching
case is that of the initial TCP datagram to
form a connection.
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[no] arp ip-address hardware-address tyfsias]

To add a permanent entry in the ARP cache, usarfhglobal
configuration command. To remove an entry from the ARP cache, use
theno form of this command.

ip-address IP address in four-part dotted-decimal
format corresponding to the local data link
address.

hardware-address Local data link address (a 48-bit address).

type Encapsulation description. For Ethernet
interfaces, this is typically therpa
keyword. For FDDI and Token Ring
interfaces, this is alwaysap.

alias (Optional) Indicates that the router should
respond to ARP requests as if it were the
owner of the specified address.

[no] arp {arpa | probe | snap

To control the interface-specific handling of IP address resolution into
48-bit Ethernet, FDDI, and Token Ring hardware addresses, uapthe
interface configuration command. To disable an encapsulation type, use
theno form of thiscommand.

arpa Standard Ethernet-style ARP (RFC 826); the
default.

probe HP Probe protocol for IEEE-802.3 networks.

snap ARP packetgonforming to RFCL042.
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[no] arp timeout seconds

To configure how long an entry remains in the ARP cache, usaphe
timeout interface configuration command. To restore the default value,
use theno form of this command.

seconds  Time, in seconds, that an entry remains in the ARP
cache. A value of zero means that entries are never
cleared from the cache.

clear arp-cache

To delete all dynamic entries from the ARP cache, to clear the
fast-switching cache, and to clear the IP route cache, uséetire
arp-cache EXEC command.

clear host{name| *}

To delete entries from the host-name-and-address cache, udeathe
host EXEC command.

name Particular host entry to remove.

* Removes all entries.

clear ip accounting[checkpoinf

To clear the active or checkpointed database when IP accounting is
enabled, use thelear ip accountingEXEC command.

checkpoint  (Optional) Clears the checkpointed database.

clear ip nhrp

To clear all dynamic entries from the Next Hop Resolution Protocol
(NHRP) cache, use ttetear ip nhrp EXEC command.
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clear ip route { network[mask | *}

To delete entries from the IP routing table, usectbar ip route EXEC
command.

network Network or subnet address to remove.

mask (Optional) Subnet mask to remove.

* Removes all routing table entries.
clear ip sse

To have the route processor recompute the SSE program for IP on the
Cisco 7000 series, use ttlear ip sseEXEC command.

clear sse

To reinitialize the route processor on the Cisco 7000 series, usedhe
sseEXEC command.

[no] dnsix-dmdp retries count

To set the retransmit count used by the DNSIX Message Delivery
Protocol (DMDP), use thénsix-dmdp retries global configuration
command. To restore the default number of retries, usectferm of
this command.

count Number of times DMDP will retransmit a message.
It can be a decimal integer from 0 through ZDige
default is 4 retries, or until acknowledged.
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[no] dnsix-nat authorized-redirection ip-address

To specify the address of a collection center that is authorized to change
the primary and secondary adsies of the host to receive audit
messages, use thasix-nat authorized-redirection global

configuration command. To delete an address, usedifi@m of this
command.

ip-address IP address of the host from which redirection
requests are permitted.

[no] dnsix-nat primary ip-address

To specify the IP address of the host to which DNSIX audit messages are
sent, use thdnsix-nat primary global configuration command. To
delete an entry, use the form of this command.

ip-address IP address for the primary collection center.

[no] dnsix-nat secondaryip-address

To specify an alternate IP address for the host to which DNSIX audit
messages are sent, usedhsix-nat secondaryglobal configuration
command. To delete an entry, use tloform of this command.

ip-address IP address for the secondary collection center.

[no] dnsix-nat sourceip-address

To start the audit-writing module and to define audit trail source address,
use thalnsix-nat sourceglobal configuration command. To disable the
DNSIX audit trail writing module, use the form of this command.

ip-address  Source IP address for DNSIX audit messages.
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[no] dnsix-nat transmit-count count

To have the audit writing module collect multiple audit messages in the
buffer before sending the messages to a collection center, use the
dnsix-nat transmit-count global configuration command. To revert to
the default audit message count, usenihéorm of this command.

count Number of audit messages to buffer before
transmitting to the server. Integer from 1 through
200. The default is 1.

[no] ip access-groupaccess-list-numbdiin | out}

To control access to an interface, useiphaccess-grougnterface
configuration command. To remove the specified access group, use the
no form of this command. If a keyword is not specifiedt is the

default.

access-list-number Number of an access lists. This is a decimal
number from 1 through 199.

in Filters on inbound packets.
out Filters on outbound packets.

[no] ip accounting[access-violations

To enable IP accounting on an interface, uséthecountinginterface
configuration command. To disable IP accounting, usad¢ferm of
this command.

access-violations  (Optional) Enables IP accounting with the
ability to identify IP traffic that fails IP
access lists.
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[no] ip accounting-listip-address mask

To define filters to control the hosts for which IP accounting information
is kept, use th@ accounting-list global configuration command. To
remove a filter definition, use theo form of this command.

ip-address  IP address in dotted-decimal format.

mask IP mask.

[no] ip accounting-thresholdthreshold

To set the maximum number of accounting entries to be created, use the
ip accounting-thresholdglobal configuration command. To restore the
default number of entries, use theform of this command.

threshold  Maximum number of entrigsource and deisiation
address pairs) that the router accumulates. The
default is 512 entries.

ip accounting-transits count
no ip accounting-transits

To control the number of transit records that are stored in the IP
accounting database, use theccounting-transits global

configuration command. To return to the default number of records, use
theno form of this command.

count Number of transit records to store in the IP
accounting database. The default is 0.

[no] ip addressip-address mask

To set an IP address for an interface, useptlaeldressinterface
configuration command. To remove an IP address, useafam of
this command.

ip-address  IP address.

mask Mask for the associated IP subnet.
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[no] ip addressip-address maskecondary

To set multiple IP addresses for an interface, us@gthddress
secondaryinterface configuration command. To remove an address, use
the no form of this command.

ip-address  IP address.

mask Mask for the associated IP subnet.

[no] ip broadcast-addresdip-addres$

To define a broadcast address for an interface, usp the
broadcast-addresdnterface configuration command. To restored the
default IP broadcast address, usertbhdéorm of this command.

ip-address (Optional) IP broadcast address for a network. The
default address is 255.255.255.255 (all ones).

ip cache-invalidate-delayminimum maximum quiet threshpld
no ip cache-invalidate-delay

To control the invalidation rate of the IP route cache, us@gthe
cache-invalidate-delayglobal configuration command. To allow the IP
route cache to be immediately invalidated, usenthéorm of this
command.

minimum  (Optional) Minimum time, in seconds, between
invalidation request and actual invalidation. The
default is 2 seconds.

maximum  (Optional) Maximum time, in seconds, between
invalidation request and actual invalidation. The
default is 5 seconds.

quiet (Optional) Length of quiet period, in@@nds,
before invalidation.

threshold  (Optional) Maximum number of invalidation
requests considered to be quiet.
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[no] ip classless

At times the router might receive packets destined for a subnet of a
network that has no network default route. To have the router forward
such packets to the best supernet route possible, ugedlassless

global configuration command. To disable this feature, usadlierm

of this command.

[no] ip default-gatewayip-address

To define a default gateway (router) when IP routing is disabled, use the
ip default-gatewayglobal configuration command. To disable this
function, use th@o form of this command.

ip-address  IP address of the router.

[no] ip directed-broadcast[access-list-numbgr

To enable the translation of directed broadcast to physical broadcasts,
use thdp directed-broadcastinterface configuration command. To
disable this function, use th form of this command.

access-list-number (Optional) Number of the access list. If
specified, a broadcast must pass the access
list to be forwarded. If not specified, all
broadcasts are forwarded.

[no] ip domain-list name

To define a list of default domain names to complete unqualified host
names, use thp domain-list global configuration command. To delete
a name from a list, use the form of this command.

name Domain name. Do not include the initial period that
separates an unqualified name from the domain
name.
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[no] ip domain-lookup

To enable the IP Domain Name System-based host name-to-address
translation, use thip domain-lookup global configuration command.
To disable the Domain Name System, usenthform of this command.

[no] ip domain-lookup nsap

To allow Domain Name System (DNS) queries for CLNS addresses, use
theip domain-lookup nsapglobal configuration command. To disable
this feature, use theo form of this command.

ip domain-namename
no ip domain-name

To define a default domain name that the router uses to complete
unqualified host names (names without a dotted-decimal domain name),
use thap domain-nameglobal configuration command. To disable use

of the Domain Name System, use tteeform of this command

name Default domain name used to complete unqualified host
names.Do not include the initial period that separates an
unqualified name from the domain name.
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[no] ip forward-protocol {udp [porf] | nd | sdng

To specify which protocols and ports the router forwards when
forwarding broadcast packets, use ithéorward-protocol global
configuration command. To remove a protocol or port, usadtferm
of this command.

udp Forward User Datagram Protocol (UDP)
datagrams. See the “Default” section in the
Router Products Command Reference
publication for a list of port numbers forwarded

by default.

port (Optional) Destination port that controls which
UDP services are forwarded.

nd Forward Network Disk (ND) datagrams. This

protocol is used by older diskless SUN
workstations.

sdns Secure Data Natork Service.

[no] ip forward-protocol any-local-broadcast

To forward any broadcasts including local subnet broadcasts, uge the
forward-protocol any-local-broadcastglobal configuration command.
To disable this type of forwarding, use th@form of this command.

[no] ip forward-protocol spanning-tree

To permit IP broadcasts to be flooded throughout the internetwork in a
controlled fashion, use thp forward-protocol spanning-tree global
configuration command. To disable the flooding of IP broadcasts, use the
no form of this command.

[no] ip forward-protocol turbo-flood

To speed up flooding of User Datagram Protocol (UDP) datagrams using
the spanning-tree algorithm, use thdorward-protocol turbo-flood

global configuration command. To disable this feature, usadlierm

of this command.
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[no] ip gdp gdp

To configure the router discovery feature using the Cisco Gateway
Discovery Protocol (GDP) routing protocol, useithgdp gdpinterface

configuration command. To disable this feature, usetiferm of this

command.

[no] ip gdp igrp

To configure the router discovery feature using the Cisco Interior
Gateway Routing Protocol (IGRP), use thedp igrp interface
configuration command. To disable this feature, useattferm of this
command.

[no] ip gdp irdp

To configure the router discovery feature using the ICMP Router
Discovery Protocol (IRDP), use tiyegdp irdp interface configuration
command. To disable this feature, usertbdorm of this command.

[no] ip gdp rip

To configure the router discovery feature using the Routing Information
Protocol (RIP), use thie gdp rip interface configuration command. To
disable this feature, use the form of this command.

[no] ip helper-addressaddress

To have the router forward User Datagram Protocol (UDP) broadcasts,
including BOOTP, received on an interface, usepheelper-address
interface configuration command. To disable the forwarding of
broadcast packets to specific addresses, useotfm of this

command.

address Destination broadcast or host address to be used
when forwarding UDP broadcasts. You can have
more than one helper address per interface.
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ip host name[tcp-port-numbelraddressladdressp..[addressy]
no ip hostname address

To define a static host name-to-address mapping in the host cache, use
theip host global configuration command. Tfemove the
name-to-address mapping, use tieform of this command.

name Name of the host. The first character can be
either a letter or a number, but if you use a
number, the operations you can perform are
limited.

tcp-port-number (Optional) TCP port number to connect to
when using the defined host name in
conjunction with an EXEC connect or telnet
command. The default is Telnet (port 23).

address Associated IP address. You can bind up to
eight addresses to a host name.

[no] ip hp-hosthostname ip-address

To enter into the host table the host name of an HP host to be used for HP
Probe Proxy serviceise thap hp-hostglobal configuration command.
To remove a host name, use tleeform of this command.

hosthname  Name of the host.
ip-address IP address of the host.

[no] ip mask-reply

To have the router to respond todmtet Control Message Protocol

(ICMP) mask requests by sending ICMP Mask Reply messages, use the
ip mask-reply interface configuration command. To disable this

function, use th@o form of this command.
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[no] ip mobile arp [timers keepalive hold-timgaccess-group

access-list-numbégr

To enable local-area mobility, use tbemobile arp interface
configuration command. To disable local-area mobility, usadferm

of this command.

timers

keepalive

hold-time

access-group

access-list-number
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(Optional) Indicates that you are setting
local-area mobility timers.

(Optional) Frequency, in seconds, at which
the router sends unicast ARP messages to a
relocated host to verify that the host is
present and has not moved. The default
keepalive time is 300 seconds (5 minutes).

(Optional) Hold time, in seconds. This is
the length of time the router considers that a
relocated host is present without receiving
some type of ARP broadcast or unicast
from the host. Normally, the hold time
should be at least three times greater than
the keepalive time. The default hold time is
900 seconds (15 minutes).

(Optional) Indicates that you are applying
an access list. This access list applies only
to local-area mobility.

(Optional) Number of a standard IP access
list. It is a decimal number from 1 to 99.
Only hosts with addresses permitted by this
access list are accepted for local-area
mobility.
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ip mtu bytes
no ip mtu

To set the maximum transmission unit (MTU) size of IP packets sent on
an interface, use thp mtu interface configuration command. To restore
the default MTU size, use tm form of this command.

bytes MTU in bytes. The minimum is 128 bytes; the
maximum depends on the interface medium.

[no] ip name-serverserver-address]server-address?2
[...[server-addresdH

To specify the address of one or more name servers to use for name and
address resolution, use trename-serverglobal configuration

command. To remove the addresses specified, usettoem of this
command.

server-addresqdl. IP addresses of up to six name servers.
[server-addresgp
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ip netmask-format { bitcount | decimal | hexadecima}
no ip netmask-format[bitcount | decimal | hexadecima]

To specify the format in which netmasks are displayeshow
command output, use tlig netmask-format line configuration
command. To restore the default display format, usadtferm of this
command.

bitcount Addresses are followed by a slasid the
total number of bits in the netmask. For
example, 131.108.11.0/24 indicates that the
netmask is 24 bits.

decimal Network masks are displayed in dotted
decimal notation (for example,
255.255.255.0). The default is dotted
decimal notation.

hexadecimal Network masks are displayed in
hexadecimal format, as indicated by the
leading 0X (for example, OXFFFFFFQO).

ip nhrp authentication string
no ip nhrp authentication [string]

To configure the authentication string for an interface using Next Hop
Resolution Protocol (NHRP), use tipenhrp authentication interface
configuration command. To remove the authentication string, usmthe
form of this command.

string Authentication string configured for the source
and destination stations that controls whether
NHRP stations allow intercommunication. The
string can be up to 8 characters long.
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ip nhrp holdtime seconds-positiveseconds-negatiye
no ip nhrp holdtime [seconds-positiveseconds-negatife

To change the number of seconds that NHRP nonbroadcast, multiaccess
(NBMA) addresses are advertised as valid in authoritative NHRP
responses, use th@nhrp holdtime interface configuration command.

To restore the default value, use tteeform of this command.

seconds-positive  Time in seconds that NBMA addresses are
advertised as valid in positive authoritative
NHRP responses. The default is
7200 seconds (2 hours).

seconds-negative  (Optional) Time in seconds that NBMA
addresses are advertised as valid in negative
authoritative NHRP responses. The default
is 7200 seconds (2 hours).

ip nhrp interest access-list-number
no ip nhrp interest [access-lishumbef

To control which IP packets can trigger sending a Next Hop Resolution
Protocol (NHRP) Request, use tpenhrp interest interface

configuration command. To restore the default value, usedaferm of

this command.

access-list-number Standard or extended IP access list number
in the range 1 through 199.
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ip nhrp map ip-address nbma-address
no ip nhrp map ip-address nbma-address

To statically configure the IP-to-NBMA address mapping of IP
destinations connected to a nonbroadcast, multiaccess (NBM#nket
use thdp nhrp map interface configuration command. To remove the
static entry from NHRP cache, use tieeform of this command.

ip-address IP address of the destinations reachable
through the NBMA network. This address
is mapped to the NBMA address.

nbma-address Nonbroadcast, multiaccefSBMA)
address which is directly reachable through
the NBMA network. The address format
varies depending on the medium you are
using. For example, ATM has an NSAP
address, Ethernet has a MAC address, and
SMDS has an E.164 address. This address
is mapped to the IP address.

[no] ip nhrp map multicast nbma-address

To configure NBMA addresses used as destinations for broadcast or
multicast packets to be sent over a tunnel network, usp tirep map
multicast interface configuration command. To remove the destinations,
use theno form of this command.

nbma-address Nonbroadcast, multiacce@§BMA)
address which is directly reachable through
the NBMA network. The address format
varies depending on the medium you are
using.
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ip nhrp network-id number
no ip nhrp network-id [numbet

To enable the Next Hop Resolution Protocol (NHRP) on an interface, use
theip nhrp network-id interface configuration command. To disable
NHRP on the interface, use the form of this command.

number Globally unigue, 32-bit network identifier for a
nonbroadcast, multiaccess (NBMA) network.
The range is 1 to 42967295.

[no] ip nhrp nhs nhs-addres$net-addresgnetmask

To specify the address of one or more NHRP Next Hop Servers, use the
ip nhrp nhs interface configuration command. To remove the address,
use theno form of this command.

nhs-address  Address othe Next Hop Server being specified.

net-address (Optional) IP address of a network served by the
Next Hop Server.

netmask (Optional) IP network mask to be associated
with thenetIP address. TheetlIP address is
logically ANDed with the mask.

[no] ip nhrp record

To re-enable the use of forward record and reverse record options in
NHRP Request and Reply packets, usapherp record interface
configuration command. To suppress the use of such options, use the
form of this command.
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ip nhrp responder typenumber
no ip nhrp responder[typd [numbef

To designate which interface’s primary IP address the Next Hop Server
will use in NHRP Reply packets when the NHRP requestor uses the
Responder Address option, use ih@hrp responder interface
configuration command. To remove the designation, usedfierm of

this command.

type Interface type whose primary IP address is used
when a Next Hop Server complies with a
Responder Address option (for examseial,
tunnel).

number Interface number whose primary IP address is
used when a Next Hop Server complies with a
Responder Address option.

[no] ip probe proxy

To enable the HP Proliroxy support, which allows a router to respond
to HP Probe Proxy Name requestse thdp probe proxy interface
configuration command. To disable HP Prove Proxy, usedtierm of
this command.

[no] ip proxy-arp
To enable proxy ARP on an interface, useithgroxy-arp interface

configuration command. To disable proxy ARP on the interface, use the
no form of this command.

[no] ip redirects

To enable the sending of redirect messages if the router is forced to
resend a packet through the same interface on which it was received, use
theip redirects interface configuration command. To disable the

sending of redirect messages, usertbiéorm of this command.
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[no] ip route-cache[cbug
[no] ip route-cache same-interface
[no] ip route-cache sse

To control the use of a high-speed switching cache for IP routing as well
as the use of autonomous switching, uséghieute-cacheinterface
configuration command. To disable fast switching and autonomous
switching, use thao form of this command.

cbus (Optional) Enables both autonomous switching
and fast switching. By default, autonomous
switching is disabled. By default, fast switching
may be enabled or disabled, depending on the
interface and medium.

same-interface Enables fast switching packets back out the
interface on which they arrived. By default, fast
switching may be enabled or disabled,
depending on the interface and medium.

sse Enables SSE fast switching on the SSP board on
the Cisco 7000 series. By default, SSE
switching is disabled.

[no] ip routing

To enable IP routing on the router, useifheouting global
configuration command. To disable IP routing on the router, useahe
form of this command.

[no] ip security add

To add a basic security option to all outgoing packets, usp seeurity
add interface configuration command. To disable the adding of a basic
security option to all outgoing packets, usertbéorm of this command.
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[no] ip security aescsource compartment-bits

To attach Auxiliary Extended Security Options (AESOs) to an interface,
use thep security aesaccommand. To disable AESO on an interface, use
theno form of this command.

source Extended Security Option (ESO) source.
This can be an integer from O through 255.

compartment-bits Compartment bits in hexadecimal.

[no] ip security dedicatedlevel authorityfauthority...]

To set the level of classification and authority on the interface, uge the
security dedicatedinterface configuration command. To reset the
interface to the default classification and authorities, usadtierm of
this command.

level Degree of sensitivity of information. The level
keywords are listed in the IPSO level keywords
table in theRouter Products Command Reference
publication.

authority Organization that defines the set of security levels
that will be used in a network. The authority
keywords are listed in IPSO authority keywords
table in theRouter Products Command Reference
publication.
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[no] ip security eso-infosource compartment-size default-bit

To configure system-wide defaults for extended IP Security Option
(IPSO) information, use thip security eso-infoglobal configuration
command. To return to the default settings, usenthiorm of this
command.

source Hexadecimal or decimal value representing
the extended IPSO source. This is an integer
from O through 255.

compartment-size  Maximum number of bytes of compartment
information allowed for a particular
extended IPSO source. This is an integer
from 1 through 16.

default-bit Default bit value for any unsent
compartment bits.

[no] ip security eso-maxsource compartment-bits

To specify the maximum sensitivity level for an interface, usepthe
security eso-maxinterface configuration command. To return to the
default, use thao form of this command.

source Extended Security Option (ESO) source.
An integer from 1 through 255.

compartment-bits  Compartment bits in hexadecimal.

[no] ip security eso-minsource compartment-bits

To configure the minimum sensitivity for an interface, usejthe
security eso-mininterface configuration command. To return to the
default, use thao form of this command.

source Extended Security Option (ESO) source.
An integer from 1 through 255.

compartment-bits  Compartment bits in hexadecimal.
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[no] ip security extended-allowed

To accept packets on an interface that has an extended security option
present, use thip security extended-allowednterface configuration
command. To restore the default, usertbdorm of this command.

[no] ip security first

To prioritize the presence of security options on a packet, uge the
security first interface configuration command. To disable this function,
use theno form of this command.

[no] ip security ignore-authorities

To have the router ignore the authorities field of all incoming packets,
use thdp security ignore-authorities interface configuration
command. To disable this function, use tieform of this command.

[no] ip security implicit-labelling [level authority{authority...]]

To force the router to accept packets on the interface, even if they do not
include a security option, use fipesecurity implicit-labelling interface
configuration command. To disable this function, usentiform of this
command.

level (Optional) Degree of sensitivity of information. If
your interface has multilevel security set, you must
specify this argument. The levelykgords are listed
in the IPSO level keywords table in tReuter
Products Command Referenpeblication.

authority (Optional) Organization that defines the set of
security levels that will be used in a network. If your
interface has multilevel security set, you must
specify this argument. You can specify more than
one. The authority keywords are listed in IPSO
authority keywordsable in theRouter Products
Command Referengruiblication.
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ip security multilevel levell[authorityl..] to level2 authority2
[authority?2..]
no ip security multilevel

To set the range of classifications and authorities on an interface, use the
ip security multilevel interface configuration command. To disable this
function, use thao form of this command.

levell Degree of sensitivity of information. The
classification level of incoming packets must be
equal to or greater than this value for processing to
occur. The level keywords are listed in the IPSO
level keywords table in thRouter Products
Command Referengrublication.

authorityl  (Optional) Organization that defines the set of
security levels that will be used in awetk. The
authority bits must be a superset of this value. The
authority keywords are listed IRSO authority
keywords table in thRouter Products @nmand
Referenceublication.

to Separates the range of classifications and
authorities.
level2 Degree of sensitivity of information. The

classification level of incoming packets must be
equal to or less than this value for processing to
occur. The level keywords are listed in the IPSO
level keywords table in theouter Products
Command Referengrublication.

authority2  Organization that defines the set of security levels
that will be used in a network. The authority bits
must be a proper subset of this value. The authority
keywords are listed in IPSO authority keywords
table in theRouter Products Command Reference
publication.
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[no] ip security reserved-allowed

To treat as valid any packets that have Reservedl through Reserved4
security levels, use thp security reserved-allowedinterface
configuration command. To disable this feature, usetiferm of this
command.

[no] ip security strip

To remove any basic security option on outgoing packets on an interface,
use thdp security strip interface configuration command. To disable
this function, use thao form of this command.

[no] ip source-route

To allow the router to handle IP datagrams with source routing header
options, use thip source-routeglobal configuration command. To have

the router discard any IP datagram containing a source-route option, use
the no form of this command.

[no] ip subnet-zero

To enable the use of subnet zero for interface addresses and routing
updates, use thp subnet-zeroglobal configuration command. To
restore the default, use the form of this command.

[no] ip tcp compression-connectionaumber

To specify the total number of header compression connections that can
exist on an interface, use thgetcp compression-connectioninterface
configuration command. To restore the default, usenthferm of this
command.

number Number of connections the cache supports. It can be
a number from 3 through 256.
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[no] ip tcp header-compressiorjpassivé

To enable TCP header compression, usttep header-compression
interface configuration command. To disable compression, ug®the
form of this command.

passive (Optional) Compresses outgoing TCP packets only
if incoming TCP packets on the same interface are
compressed. If you do not specify thassive
keyword, the router compresses all traffic.

ip tcp path-mtu-discovery
no ip tcp path-mtu-discovery

To enable Path MTU Discovery for all new TCP connections from the
router, use th@ tcp path-mtu-discoveryinterface configuration
command. To disable the feature, usertbéorm of this command.

[no] ip tcp synwait-time seconds

To set a period of time the router waits while attempting to establish a
TCP connection before it times out, useith&cp synwait-time global
configuration command. To restore the default time, usadtierm of

this command.

seconds Time in seconds the router waits while attempting to
establish a TCP connection. It can be an integer
from 5 to 300 seconds. The default is 30 seconds.

[no] ip unnumbered interface-name

To enable IP processing on a serial interface without assigning an
explicit IP address to the interface, useithennumbered interface
configuration command. To disable the IP processing on the interface,
use theno form of this command.

interface-name Name of another interface on which the router
has an assigned IP address. It cannot be another
unnumbered interface.
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[no] ip unreachables

To enable the generation of ICMP Unreachable messages, upe the
unreachablesinterface configuration command. To disable this
function, use theo form of this command.

ping [protocol { host| addres}

To check host reachability and network connectivity, useitig (1P
packet internet groper function) EXEC command.

protocol (Optional) Protocol keyword. The default is IP.
host Host name of system to ping.
address IP address of system to ping.

show access-lists

To display the contents of all current access lists, usshitner
access-listprivileged EXEC command.

show arp

To display the entries in the ARP table for the router, use the atpw
privileged EXEC command.

show dnsix

To display state information and the current configuration of the DNSIX
audit writing module, use thehow dnsixprivileged EXEC command.

show hosts

To display the default domain name, the style of name lookup service, a
list of name server hosts, and the cached list of host names and addresses,
use theshow hostsEXEC command.
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show ip access-lisfaccess-list-numbgr

To display the contents of all current IP access lists, usehthe ip
access-lisEXEC command.

access-list-number (Optional) Number of the IP access list to
display. This is a decimal number from 1 to
199.

show ip accounting[checkpoinf] [output-packets|access-violationk

To display the active @ounting or checkpointed database, useskioav
ip accounting privileged EXEC command.

checkpoint (Optional) Displays the checkpointed
database.
output-packets (Optional) Indicates that information

pertaining to packets that passed access
control and were successfully routed should
be displayed. If neither thmutput-packets
nor access-violationkeyword is specified,
output-packetsis the default.

access-violations  (Optional) Indicates that information
pertaining to packets that failed access lists
and were not routed should be displayed. If
neither theoutput-packets nor
access-violationkeyword is specified,
output-packetsis the default.

show ip aliases

To display the router’'s IP addresses mapped to TCP ports (aliases) and
SLIP addresses, which are treated similarly to aliases, usadheip
aliasesEXEC command.
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show ip arp

To display the Address Resolution Protocol (ARP) cache, where SLIP
addresses appear as permanent ARP table entries, use thip sinpw
EXEC command.

show ip cachd prefix mask[type numbdr

To display the routing table cache used to fast switch IP traffic, use the
show ip cacheEXEC command.
prefix (Optional) Display only the entries in the cache
that match the prefix and mask combination.

mask (Optional) Display only the entries in the cache
that match the prefix and mask combination.

type (Optional) Display only the entries in the cache
that match the interface type and number
combination.

number (Optional) Display only the entries in the cache
that match the interface type and number
combination.

show ip interface[type numbdr

To display the usability status of interfaces, usestt@w ip interface
EXEC command.

type (Optional) Interface type.
number (Optional) Interface number.

show ip masksaddress

To display the masks used for network addresses and the number of
subnets using each mask, useghew ip masksEXEC command.

address Network address for which a mask is required.
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show ip nhrp [dynamic | static] [type humbdr

To display the Next Hop Resolution Protocol (NHRP) cache, use the
show ip nhrp EXEC command.

dynamic (Optional) Displays only the dynamic (learned)
IP-to-NBMA address cache entries.
static (Optional) Displays only the static IP-to-NBMA

address entries in the cache (configured through
theip nhrp map command).

type (Optional) Interface type about which to display
the NHRP cache (for examplatm, tunnel).
number (Optional) Interface number about which to

display the NHRP cache.

show ip nhrp traffic

To display Next Hop Resolution Protocol (NHRP) traffic statistics, use
theshow ip nhrp traffic EXEC command.

show ip redirects

To display the address of a default gateway (router) and the address of
hosts for which a redirect has been received, usshthw ip redirects
EXEC command.

show ip route[addresgmask | protocol

To display the entries in the routing table, usesti@w ip route EXEC
command.

address (Optional) Address about which routing information
should be displayed.

mask (Optional) Argument for a subnet mask.

protocol (Optional) Argument for a particular routing

protocol, orstatic or connected
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show ip route summary

To display summary information about entries in the routing table, use
theshow ip routesummary EXEC command.

show ip tcp header-compression

To display statistics about TCP header compression, usadheip tcp
header-compressiorEXEC command.

show ip traffic

To display statistics about IP traffic, use #ew ip traffic EXEC
command.

show sse summary

To display a summary of Silicon Switch Processor (SSP) statistics, use
theshow sse summarngXEC command.

show standby

To display standby protocol information, use shew standbyEXEC
command.

[no] standby[group-numbelrauthentication string

To configure an authentication string for the Hatr&tby Router
Protocol, use thetandby authenticationinterface configuration
command. To delete an authentication string, usadHerm of this
command.

group-number (Optional)Group number on the iatface to
which this authentication string applies. The
default number is 0.

string Authentication string. It can be up to eight
characters in length. The default stringisca
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[no] standby[group-numbelrip [ip-addres$

To activate the Hot Standby Router Protocol, usestiwedby ip
interface configuration command. To disable the Hah8by Router
Protocol, use thao form of this command.

group-number (Optional)Group number on the iatface
for which the Hot Standby Router Protocol
is being activated. The default number is 0.

ip-address (Optional) IP address of the Hotastlby
Router interface.

[no] standby[group-numbelrpreempt

To indicate that, when the local router has a Hot Standby priority higher
than the current active router, the local router should attempt to assume
control as the active router, use giandby preemptinterface

configuration command. To have the local router assume control as the
active router only if it receives information indicating that there is no
router currently in the active state (acting as the designated router), use
the no form of this command.

group-number (Optional)Group number on the iatface
for which the Hot Standby preemptive
feature is being activated. The default
number is O.

[no] standby[group-numbelr priority priority-number

To prioritize a potential Hot Standby router, usestamdby priority
interface configuration command. To restore the priority to the default,
use theno form of this command.

group-number (Optional)Group number on the iatface
to which the priority number applies. The
default number is 0.

priority-number Priority value. It is an integer from O
through 255. The default is 100.
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[no] standby[group-numbelrtimers hellotimeholdtime

To configure the time between hellos and the time before other routers
declare the active Hot Standby or standby router to be down, use the
standby timersinterface configuration command. To restore the timers
to their default values, use the form of this command.

group-number

hellotime

holdtime

(Optional)Group number on the iatface
to which the timers apply. The default is 0.

Hello interval in seconds. This is an integer
from 1 through 85. The default is
1 second.

Time in seconds before the active or
standby router is dedled to bedown. This
is an integer from 1 through 25bhe
default is 3 seconds.

[no] standby [group-numbelrtrack type numbefinterface-priority

To configure an interface so that the router's Hot Standby priority
changes based on the availability of other interfaces, ustahdby

track interface configuration command. To remove the tracking, use the
no form of this command.

group-number

type
number

interface-priority

IP Commands

(Optional)Group number on the iatface
to which the tracking applies. The default
number is 0.

Interface type (combined with interface
number) that will be tracked.

Interface number (combined with interface
type) that will be tracked.

(Optional) Amount by which the Hot
Standby prity for the router is
decremented (or incremented) when the
interface goes down (or comes back up).
The default value is 10.
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term ip netmask-format { bitcount | decimal | hexadecima}
term no ip netmask-format [bitcount | decimal | hexadecima]

To specify the format in which netmasks are displayeshow
command output, use therm ip netmask-format EXEC command. To
restore the default display format, use tioeform of this command.

bitcount Addresses are followed by a slasid the total
number of bits in the netmask. For example,
131.108.11.55/24 indicates that the netmask is
24 bits.

decimal Netmasks are displayed in dotted decimal
notation (for example, 255.255.255.0).

hexadecimal = Netmasks are displayed in hexadecimal format,
as indicated by the leading 0X (for example,
OXFFFFFFO0).

trace ip destination

To discover the routes the router’s packets follow when traveling to their
destination, use thieace user EXEC command.

destination (Optional) Destination address or host name on the
command line. The default parameters for the
appropriate protocol are assumed and taeitig
action begins.

trace [destinatiof

To discover the routes the router’s packets follow when traveling to their
destination, use theace privileged EXEC command.

destination (Optional) Destination address or host name on the
command line. The default parameters for the
appropriate protocol are assumed and taeitig
action begins.
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transmit-interface interface-name
no transmit-interface

To assign a transmit interface to a receive-only interface, use the
transmit-interface interface configuration command. To return to
normal duplex Ethernet interfaces, usenbdorm of this command.

interface-name Transmit interface to be linked with the (current)
receive-only interface

tunnel mode{aurp | cayman|dvmrp | eon|gre ip [multipoint] | nog
no tunnel mode

To set the encapsulation mode for the tunnel interface, userthel
modeinterface configuration command. To set to the default, usgthe
form of this command.

aurp AppleTalk Update Routing Protocol
(AURP).

cayman Cayman TunnelTalk AppleTalk
encapsulation.

dvmrp Distance Vector Multicast Routing
Protocol.

eon EON compatible CLNS tunnel.

greip Generic route encapsulation (GRE)

protocol over IP.

multipoint (Optional) Enables a GRE tunnel to be used
in a multipoint fashion. Can be used with
thegre ip keyword only, and requirdbe
use of thaunnel key command.

nos KA9Q/NOS compatible IP over IP.



IP Routing Protocols Commands

This chapter describes the function and displays the syntax of each IP
routing command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitveter Products
Command Referengaiblication.

[no] aggregate-addressaddress masfas-se} [summary-only]
[suppress-mapmap-namg

To create an aggregate entry in a BGP routing table, use the
aggregate-addressouter configuration command. To disable this
feature, use theo form of this command.

address Aggregate address.

mask Aggregate mask.

as-set (Optional) Generate AS set path
information.

summary-only (Optional) Filter more specific routes from
updates.

suppress-map (Optional) Name of route-map to suppress.

map-name

[no] areaarea-idauthentication
no areaarea-id

To enable authentication for an OSPF ansa thearea authentication
router configuration command. To remove an area’s authentication
specification or a specified area from the router’s configuration, use the
no form of this command.

area-id Identifier of the area for which authentication is to
be enabled. The identifier can be specified as either
a decimal value or an IP address.
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[no] areaarea-iddefault-costcost

To specify a cost for the default summary route sent into a stuluaeea
the area default-costrouter configuration command. To remove the
assigned default route cost, use tiloform of this command.

area-id Identifier for the stub area. The identifier can be
specified as either a decimal value or as an IP
address.

cost Cost for the default summary route used for a stub

area. The acceptable value i84bit number. The
default cost is 1.

[no] areaarea-idrange address mask

To consolidate and summarize routes at an laneadaryuse thearea
range router configuration command. To disable this function, use the
no form of this command.

area-id Identifier of the area about which routes are to be
summarized. It can be specified as either a decimal
value or as an IP address.

address IP address.
mask IP mask.

[no] areaarea-idstub

To define an area as a stub area, usatéa stubrouter configuration
command. To disable this function, use tieeform of this command.

area-id Identifier for the stub area. The identifier can be
either a decimal value or an IP address.
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[no] areaarea-idvirtual-link router-id [hello-interval seconds
[retransmit-interval secondg[transmit-delay seconds
[dead-interval secondg[authentication-key password

To define an OSPF virtual link, use theea virtual-link router
configuration command with the optional parameters. To remove a
virtual link, use theno form of this command.

area-id

router-id

hello-interval

seconds

retransmit-
interval

seconds

transmit-delay

Area ID assigned to the transit area for the
virtual link. This can be either a decimal
value or a valid IP address. There is no
default.

Router ID associated with the virtual link
neighbor. The router ID appears in gieow
ip ospf display. It is internally derived by
each router from the router’s interface IP
addresses. This value must be entered in the
format of an IP address. There is no default.

(Optional) Number of seconds between the
hello packets that the router sends on an
interface.

(Optional) Unsigned integer value to be
advertised in the router’s hello packets. The
value must be the same for all routers
attached to a common network. The default
is 10 seconds.

(Optional) Number of seconds between link
state advertisement retransmissions for
adjacencies belonging to the interface.

(Optional) Expected round-trip delay
between any two routers on the attached
network. The value must be greater than the
expected round-trip delay. The default is

5 seconds.

(Optional) Estimated number of seconds it
takes to transmit a link state update packet
on the interface.
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seconds (Optional) Integer value that must be
greater than zero. Link state advertisements
in the update packet have their age
incremented by this amount before
transmission. The default value is 1 second.

dead-interval (Optional) Number of seconds that a
router’s hello packets are not seen before its
neighbors declare the router down.

seconds (Optional) Unsigned integer value. The
default is four timeshe hello interval. As
with the hello interval, this value must be
the same for all routers attached to a
common nework.

authentication-key (Optional) Specific password to be used by
neighboring routers.

password (Optional) Any continuous string of
characters, up to 8 bytes long, that you can
enter from the keyboard. This string acts as
a key that will allow the authentication
procedure to generate or verify the
authentication field in the OSPF header.
This key is inserted directly into the OSPF
header when originating routing protocol
packets. A separate password can be
assigned to each nedrk on a per-intdace
basis. All neighboring routers on the same
network must have the same password to be
able to route OSPF traffic. There is no
default value.

area-password[passwordl
no area-passwordpassword

To configure the I1S-IS area authentication password, use the
area-passwordrouter configuration command. To disable the password,
use theno form of this command.

password Password you assign.
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[no] auto-summary

To restore the default behavior of automatic summarization of subnet
routes into network-level routes, use thgo-summary router
configuration command. To disable this feature, usenthirm of this
command.

[no] autonomous-systentocal-as

To specify the local autonomous system that the router resides in for
EGP, use thautonomous-systenglobal configuration command. To
remove the autonomous system number, usaatferm of this
command.

local-as Local autonomous system number to which the
router belongs.

[no] bgp common-asautonomous-systefautonomous-system}..

To specify which autonomous systems belong to a common
administration, use thegp common-agouter configuration command.

To remove an autonomous system from the common administration, use
theno form of this command.

autonomous-systemAutonomous system numbers that belong to
a common administration.

[no] bgp confederation identifierautonomous-system

To specify a BGP confederation identifier, uselthp confederation
identifier router configuration command. To remove the confederation
identifier, use th@o form of this command.

autonomous-systemAutonomous system number that internally
includes multiple autonomous systems.
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[no] bgp confederation peersautonomous-systefautonomoussystem

To configure the autonomous systems that belong to the confederation,
use thebgp confederation peergouter configuration command. To
remove an autonomous system from the confederation, use them

of this command.

autonomous-systemAutonomous system number.

[no] bgp default local-preferencevalue

To change the default local preference value, usbghealefault
local-preferencecommand. To return to the default setting, usenthe
form of this command.

value Local preference value. Higher is more preferred.
Integer from O through £21967295.

[no] bgp fast-external-fallover

To immediately reset the BGP sessions of any directly adjacent external
peers if the link used to reach them goes down, uskghe
fast-external-fallover router configuration command. To disable this
feature, use theo form of this command.

clear ip bgp{* | addres}

To reset a BGP connection, use thear ip bgp EXEC command at the
system prompt.

* Resets all current BGP sessions.
address Resets only the identified BGP neighbor.
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clear ip eigrp neighbors[ip-addresq interfacq

To delete entries from the neighbor table, theeclear ip eigrp
neighborsEXEC command.

ip-address (Optional) Address of the neighbor.

interface (Optional) Interface type and number. Specifying
this argument removes from the neighbor table all
entries learned via this interface.

clear ip igmp group [group-namg group-addresgtype numbgr

To delete entries from the IGMP cache, usectkar ip igmp group
privileged EXEC command.

group-name (Optional) Name of the multicast group, as defined
in the DNS hosts table or with ti@host
command.

group-address(Optional) Address of the multicast group. This is
a multicast IP address in four-part dotted notation.

type (Optional) Interface type.

number (Optional) Interface number.

clear ip mroute * | {group-namd group-addresp[ source-addregs

To delete entries from the IP multicast routing table, uselda ip
mroute EXEC command.

* Deletes all entries from the IP multicast routing
table.

group-name Name of the multicast group, as defined in the
DNS hosts table or with thp host command.

group-address Address of the multicast group. This is a
multicast IP address in four-part dotted notation.
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source-address (Optional) Address of a router that is a member
of the multicast group. If you specify
source-addressyou must specify either
group-nameor group-address

clear ip route { network[mask | *}

To delete entries from the IP routing table, usectbar ip route EXEC
command.

network Network or subnet address to remove.
mask (Optional)Subnet mask to remove.

* Removes all routing table entries.

[no] default-information allowed {in | out} [ route-map map-tad

To control the candidate default routing information between IGRP or
Enhanced IGRP processes, usedbfault-information allowed router
configuration command. To suppress IGRP or Enhanced IGRP candidate
information in incoming updates, use tie default-information

allowed in command. To suppress IGRP or Enhanced IGRP candidate
information in outbound updates, use tiredefault-information

allowed outcommand.

in Allows IGRP or Enhanced IGRP exterior or
default routes to be received by an IGRP or
Enhanced IGRP process.

out Allows IGRP or Enhanced IGRP exterior routes to
be advertised in updates.

route-map (Optional) Indicates that the route map should be

map-tag interrogated to filter the importation of routes
from this source routing protocol to the current
routing protocol. The argumentap-tagis the
identifier of a configured route map. If you
specifyroute-map without specifyingnap-tag
no routes are imported. If you omitute-map, all
routes are redistributed.
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[no] default-information originate

To allow the redistribution of network 0.0.0.0 into BGP, use the
default-information originate router configuration command. To
disable this feature, use the form of this command.

[no] default-information originate

To explicitly configure EGP to generate a default route, use the
default-information originate router configuration command. To
disable this feature, use the form of this command.

[no] default-information originate [route-map map-namg

To generate a default route into an 1S-IS routing domain, use the
default-information originate router configuration command. To
disable this feature, use the form of this command.

originate Originates the default route regardless of
whether it resides in the routing table.

route-map (Optional) Routing process will generate

map-name the default route if the route-map is
satisfied.
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[no] default-information originate [alwayg [metric metric-valué
[metric-type type-valug { level-1|level-1-2| level-2
[route-map map-namg

To generate a default route into an OSPF routing domain, use the
default-information originate router configuration command. To
disable this feature, use the form of this command.

originate

always

metric metric-value

metric-type
type-value

For OSPF, causes the router to generate a
default external route into an OSPF domain
if the router already has a default route and
you want to propagate to other routers. For
IS-1S, originates the default route whether
or not it resides in the routing table.

(Optional) For OSPF, the default route
always will be advertised whether or not the
router has a default route.

(Optional) Metric used for generating the
default route. If a value is not specified for
this option, and no value is specified using
thedefault-metric router configuration
command, the default metric value is 10.
The value used is specific to the protocol.

(Optional) For OSPF, the external link type

associated with the default route advertised
into the OSPF routing domain. It can be one
of two values:

1—Type 1 external route
2—Type 2 external route

If a metric-type is not specified, the router
adopts a Type 2 external route.

For IS-IS, it can be one of two values:
internal —IS-1S metric which is < 63.

external—IS-IS metric which is > 64 <
128. The default isternal .
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level-1

level-1-2

level-2

route-map
map-name

For IS-IS only, Level 1 routes are
redistributed into other IP routing protocols
independently. It specifies if IS-IS
advertises network 0.0.0.0 into the Level 1
area.

For IS-IS only, both Level 1 and Level 2
routes are redistributed into other IP routing
protocols. It specifies if IS-IS advertises
network 0.0.0.0 into both levels in a single
command.

For IS-IS only, Level 2 routes are
redistributed into other IP routing protocols
independently. It specifies if IS-IS
advertises network 0.0.0.0 into the Level 2
subdomain.

(Optional) Routing process will generate
the default route if the route-map is
satisfied.
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[no] default-metric number

To set default metric values for the BGP, EGP, OSPF, and RIP routing
protocols, use this form of thdefault-metric router configuration
command. To return to the default state, usenthform of this

command.

number Default metric value appropriate for the specified
routing protocol

[no] default-metric bandwidth delay reliability loading mtu

To set metrics for IGRP or Enhanced IGRP, use this form of the
default-metric router configuration command. To remove the metric
value and return to the default state, usenthéorm of this command.

bandwidth Minimum bandwidth of the route in kilobits per
second. It can be 0 or any positive integer.

delay Route delay in tens of microseconds. It can be 0 or
any positive number that is a multiple of
39.1 nanoseconds.

reliability  Likelihood of successful packet transmission
expressed as a number between 0 and 255. The value
255 means 100 percent reliability, and the value 0
means no reliability.

loading Effective bandwidth of the route expressed as a
number from 0 to 255 (255 is 100 percent loading).

mtu Minimum maximum transmission unit (MTU) size
of the route in bytes. It can be 0 or any positive
integer.
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[no] distanceweight[address masfaccess-list-ambeti] [ip]

To define an administrative distance, usedistancerouter
configuration command. To remove a distance definition, usedhe
form of this command.

weight Administrative distance. This can be an
integer from 10 to 255. (The values 0
through 9 are reserved for internal use.)
Used alone, the argumamkightspecifies a
default administrative distance that the
router uses when no other specification
exists for a routing information source.
Routes with a distance of 255 are not
installed in the routing table.

address (Optional) IP address in four-part dotted
notation.
mask (Optional) IP address mask in four-part

dotted-decimal format. A bit set to 1 in the
maskargument instructs the router to ignore
the corresponding bit in the address value.

access-list-number (Optional) Number of a standard IP access
list to be applied to incoming routing
updates.

ip (Optional) IP-derived routes for 1S-IS. It
can be applied independently for IP routes
and ISO CLNS routes.
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distance bgpexternal-distance internal-distance local-distance
no distance bgp

To allow the use of external, internal, and local administrative distances
that could be a better route to a node, usaligtance bgprouter
configuration command. To return to the default values, useatferm

of thiscommand.

external-distance  Administrative distance for BGP external
routes. External routes are routes for which
the best path is learned from a neighbor
external to the autonomous system.
Acceptable values are from 1 to 255. The
default is 20. Routes with a distance of 255
are not installed in the routing table.

internal-distance  Administrative distance for BGP internal

routes. Internal routes are those routes that
are learned from another BGP entity within
the same autonomous system. Acceptable
values are from 1 to 255. The default is 200.
A distance of 255 is the maximum possible
distance, and any route with that distance
will not be installed in the routing table.

local-distance Administrative distance for BGP local
routes. Local routes are those networks
listed with anetwork router configuration
command, often as back doors, for that
router or for networks that are being
redistributed from another process.
Acceptable values are from 1 to 255. The
default is 200. A distance of 255 is the
maximum possible distance, and any route
with that distance will not be installed in the
routing table.
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distance eigrpinternal-distance external-distance
no distance eigrp

To allow the use of two administrative distances—internal and
external—that could be a better route to a node, useistence eigrp

router configuration command. To reset these values to their defaults, use
theno form of thiscommand.

internal-distance  Administrative distance for IP Enhanced
IGRP internal routes. Internal routes are
those that are learned from another entity
within the same autonomous system. It can
be a value from 1 to 255.

external-distance  Administrative distance for IP Enhanced
IGRP external routes. External routes are
those for which the best path is learned from
a neighbor external to the autonomous
system. It can be a value from 1 to 255.

[no] distribute-list access-list-numben [interface-namp

To filter networks received in updates, usedigribute-list in router
configuration command. To change or cancel the filter, usedlierm
of this command.

access-list-number Standard IP access list number. The list
explicitly specifies which netorks are to
be received and which are to be suppressed.

in Applies the access list to incoming routing
updates.
interface-name (Optional) Interface on which the access list

should be applied to incoming updatés.
no interface is specified, the access list will
be applied to all incoming updates.
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[no] distribute-list access-list-numbesut [interface-namé
routing-procesg autonomous-system-number

To suppress networks from being advertised in updasesthe
distribute-list out router configuration commando cancel this
function, use thao form of this command.

access-list-number Standard IP access list number. The list
explicitly specifies which netorks are to
be sent and which are to be suppressed in
routing updates.

out Applies the access list to outgoing routing
updates.

interface-name (Optional) Name of a particular interface.

routing-process (Optional) Name of a particular routing
process, or the keywosldatic or
connected

autonomous-system-(Optional) Autonomous system number.
number

[no] domain-password[passwordl

To configure the 1S-IS routing domain authentication password, use the
domain-passwordrouter configuration command. To disable a
password, use theo form of this command.

password  Password you assign.

[no] ip addressaddressnask[secondary

To specify the IP address on an interface, usépthedressinterface
configuration command. To remove an address, usedferm of this
command.

address IP address.

mask IP address mask.

secondary (Optional) Address to be added as a secondary
address.
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[no] ip as-path access-lisaccess-lismumber{ permit | deny}
as-regular-expression

To define a BGP-related access list, uséglas-path access-lisglobal
configuration command. To disable use of the access list, use fitnen
of this command.

access-list-number Integer from 1 to 199 that indicates the
regular expression access list number.

permit Permits access for matching conditions.
deny Denies access to matching conditions.
as-regular- Autonomous system in the access list using
expression a regular expressioee the “Regular

Expressions” appendix of thiouter
Products Command Referengeblication
for information about forming regular
expressions.

ip community-list community-list-numbefpermit | deny}
community-number
no ip community-list community-list-number

To create a community list for BGP and control access to it, use the
community-list global configuration command. To delete the
community list, use thao form of this command.

community-list- Integer 1 hrough 99 thatdentifies one or

number more permit or deny groups of
communities.

permit Permits access for a matching condition.

deny Denies access for a matching condition.
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community-number Community humber configured byset
community command. Valid value is one of
the following:

» 1 through 429496720(.0u can specify
a single number or multiple numbers
separated by a space.

* internet—The Internet community.

* no-export—Do not advertise this route
to an EBGP peer.

» no-advertise—Do not advertise this
route to any peer (internal or external).

[no] ip default-network network-number

To select a network as a candidate route for computing the gateway of
last resort, use thp default-network global configuration command.
To remove a route, use the form of this command.

network-number Number of the network.

[no] ip dvmrp accept-filter access-list-nmber[distancé

To configure an acceptance filter for incoming DVMRP reports, use the
ip dvmrp accept-filter interface configuration command. To disable
this feature, use theo form of this command.

access-list-number Number of a standard IP access list. This can
be a number from 0 to 99. A value of 0
means that all sources are accepted with the
configured distance.

distance (Optional) Administrative distance to the
destination.
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ip dvmrp default-information {originate | only}
no ip dvmrp default-information {originate | only}

To advertise network 0.0.0.0 to DVMRP neighbors on an interface, use
theip dvmrp default-information interface configuration command.
To prevent the advertisement, use tloform of this command.

originate Other routes more specific than 0.0.0.0 can also
be advertised.

only No DVMRP routes other than 0.0.0.0 are
advertised.

[no] ip dvmrp metric metric[access-list-numbégfprotocolprocess-idl

To configure the metric associated with a set of destinations for DVMRP
reports, use th dvmrp metric interface configuration command. To
disable this function, use tim form of this command.

metric Metric associated with a set of destinations for
DVMRP reports. It can be a value from 0 to 32.
A value of 0 means that the route is not
advertised. A value of 32 is equivalent to infinity
(unreachable).

access-list- (Optional) Number of an access list. If you

number specify this argument, only the destinations that
match the access list are reported with the
configured metric. Any destinations not
advertised because of split horizon do not use the
configured metric.
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protocol

process-id

(Optional) Name of unicast routing protocol. It
can bebgp, egp eigrp, igrp, isis, ospf, orrip .
(Note that these are the protocol names you can
specify with arouter protocolcommand.)

If you specify these arguments, only routes
learned by the specified routing protocol are
advertised in DVMRP report messages.

If you omit these arguments, only directly
connected networks are advertised when
DVMRP neighbors are discovered.

(Optional) Process ID number of the unicast
routing protocol.

ip gdp [priority number reporttime seconds holdtime seconds

no ip gdp

To enable GDP routing on an interface, useiphgdp interface
configuration command. To disable GDP routing, usetiferm of this

command.

priority number

(Optional) Alters the GDP priority; default
is a priority of 100. A larger number
indicates a higher priority. The default

is 100.

reporttime seconds (Optional) Alters the GDP reporting

interval; the default is 5 sends for
broadcast media such as Ethernets, and
never for nonbroadcast mediach as X.25.
The default is 5 for broadcast media; 0 for
nonbroadcast media.

holdtime seconds (Optional) Alters the GDP default hold time
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[no] ip hello-interval eigrp autonomous-system-number seconds

To configure the hello interval for the IP Enhanced IGRP routing process
designated by an autonomous system number, use tieHlo-interval

eigrp interface configuration command. To restore the default value, use
theno form of this command.

autonomous-systemAutonomous system number.
number

seconds Hello interval, in seconds.

[no] ip hold-time eigrp autonomous-system-number seconds

To configure the hold time for the IP Enhanced IGRP routing process
designated by the autonomous system number, use ltodd-time

eigrp interface configuration command. To restore the default value, use
theno form of this command.

autonomous-systemAutonomous system number.
number

seconds Hold time, in seconds.

[no] ip igmp access-groupaccess-lisnumber

To control the multicast groups that hosts on the subnet serviced on an
interface can join, use tlg igmp access-groupnterface configuration
command. To disable groups on an interface, usedterm of this
command.

access-list-number Number of a standard IP access list. This can
be a number from 1 to 99.
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[no] ip igmp join-group group-address

To have the router join a multicast group, useiphigmp join-group
interface configuration command. To cancel membership in a multicast
group, use thao form of this command.

group-address Address of the multicast grouphit is a
multicast IP address in four-part dotted
notation.

ip igmp query-interval seconds
no ip igmp query-interval

To configure the frequency at which the router sends IGMP host-query
messages, use tieigmp query-interval interface configuration
command. To return to the default frequency, usathi®rm of this
command.

seconds Frequency, in seconds, at which to transmit IGMP
host-query messages. The can be a number from 0 to
65535. The default is 60 seconds.

ip irdp [multicast | holdtime secondg maxadvertinterval second$
minadvertinterval second$ preferencenumber| addressaddres
[numbei]

no ip irdp

To enable ICMP Router Discovery Protocol (IRDP) processing on an
interface, use thip irdp interface configuration command. To disable
IRDP routing, use thao form of this command.

multicast (Optional) Use the multicast address
(224.0.0.1) instead of IP broadcasts.

holdtime seconds (Optional) Length of time in seconds
advertisements are held valid. The default is
three times thenaxadvertinterval value.
Must be greater thamaxadvertinterval
and cannot be greater than 9000 seconds.
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maxadvertinterval
seconds

minadvertinterval
seconds

preferencenumber

addressaddress
[numbet

[no] ip multicast-routing

(Optional) Maximum interval in seconds
between advertisements. The default is 600
seconds.

(Optional) Minimum interval in seconds
between advertisements. The default is 0.75
times themaxadvertinterval. If you

change thenaxadvertinterval value, this
value defaults to three-quarters of the new
value.

(Optional) Router’s preference value. The
allowed range is Fto 2L The default is

0. A higher value increases the router’s
preference level. You can modify a
particular router so that it will be the
preferred router to which others home. The
default is 0.

(Optional) IP addressafldres}to
proxy-advertise, and optionally, its
preference valuemgmbe}.

To enable IP multicast routing on the router, usdphe
multicast-routing global configuration command. To disable IP
multicast routing, use theo form of this command.

ip multicast-threshold ttl
no ip multicast-threshold [ttl]

To configure the time-to-live (TTL) threshold of packets being
forwarded out an interface, use tpenulticast-threshold interface

configuration command. To return to the default TTL threshold, use the

no form of this command.

ttl Time-to-live value, in hops. It can be a value from 0
to 255. The default value is 0, which means that all
multicast packets are forwarded out the interface.

IP Routing Protocols Commands

381



ip ospf authentication-keypassword
no ip ospf authentication-key

To assign a password to be used by neighboring routers that are using
OSPF's simple password authentication, usdptuspf

authentication-key interface configuration command. To remove a
previously assigned OSPF password, usenthferm of this command.

password Any continuous string of characters, up to 8 bytes
long, that can be entered from the keyboard.

ip ospf costcost
no ip cost

To explicitly specify the cost of sending a packet on an interface, use the
ip ospf costinterface configuration command. To reset the path cost to
the default value, use tim® form of this command.

cost Unsigned integer value expressed as the link state
metric. It can be a value in the range 1 to 65535.

ip ospf dead-interval seconds
no ip ospf dead-interval

To set how long a router’s Hello packets must not have been seen before
its neighbors declare the routdswn, use thép ospf dead-interval

interface configuration command. To return to the default time, use the
no form of this command.

seconds  Unsigned integer that specifies the interval in
secondsthe value must be the same for all nodes on
the network. The default is four times the interval set
by theip ospf hello-interval command.

IP Routing Protocols Com mands
382




ip ospf hello-interval seconds
no ip ospf hello-interval

To specify the interval between Hello packets that the router sends on the
interface, use thi ospf hello-interval interface configuration

command. To return to the default time, usertbéorm of this

command.

seconds Unsigned integer that specifies the interval in
secondsThe value must be the same for all nodes
on a specific network. The default is 10 seconds.

[no] ip ospf-name-lookup

To configure OSPF to look up Domain Name System (DNS) names for
use in all OSPBhow EXEC command displays, use tipe
ospf-name-lookupglobal configuration command. To disable this
feature, use theo form of this command.

ip ospf network { broadcast| non-broadcast| point-to-multipoint }
no ip ospf network

To configure the OSPF network type to a type other than the default for
a given media, use tlip ospf network interface configuration

command. To return to the default value, useitérm of this

command.

broadcast Sets the networtype to broadcast.
non-broadcast Sets the networype to nonbroadcast.

point-to- Sets the networtype to point-to-multipoint.
multipoint
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ip ospf priority number
no ip ospf priority

To configure the OSPF network type to a type other than the default for
a given media, use tlip ospf network interface configuration

command. To return to the default value, usenthéorm of this

command.

number 8-bit unsigned integer that specifies the priority. The
range is from O to 255. The default is 1.

ip ospf retransmit-interval seconds
no ip ospf retransmit-interval

To specify the number of seconds between link state advertisement
retransmissions for adjacencies belonging to the interface, Upeogy
retransmit-interval interface configuration command. The form of

this command resets the link state advertisement retransmission interval
to the default value.

seconds Time in seconds between retransmissions. It must
be greater than the expected round-trip delay
between any two routers on the attached network.
The range is 1 to 65535 seconds. The default is
5 seconds.

ip ospf transmit-delay seconds
no ip ospf transmit-delay

To set the estimated time it takes to transmit a link state update packet on
the interface, use thp ospf transmit-delayinterface configuration
command. To return to the default value, usenthéorm of this

command.

seconds Time in seconds that it takes to transmit a link state
update. It can be an integer in the range is 1 to 65535
secondsThe default is 1 second.
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[no] ip pim {dense-mod¢g sparse-modé

To enable IP multicast routing on an interface, useptipém interface
configuration command. To disable the PIM multicast routing protocol
on the interface, use tim® form of this command.

dense-mode  Enables dense mode of operation.

sparse-mode  Enables sparse mode of operation.

ip pim query-interval seconds
no ip pim query-interval [secondp

To configure the frequency of PIM router-query messages, usg the
pim query-interval interface configuration command. To return to the
default interval, use theo form of this command.

seconds Interval, in seconds, at which periodic PIM
router-query messages are sent. It can be a number
from 1 to 65535. The dault is 30 seconds.

[no] ip pim rp-addressip-addresgaccess-list-numbér

To configure the address of a PIM rendezvous point (RP), ugepha
rp-addressglobal configuration command. To remove an RP address,
use theno form of this command.

ip-address IP address of a router to be a PIM RP. This is
a unicast IP address in four-part dotted
notation.

access-list-number (Optional) Number of an access list that
defines which RPs are members of the
group. This is a standard IP access list. The
number can be from 1 to 100.
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ip route network[mask { addresq interfacg [ distancé
no ip route

To establish static routes, use theoute global configuration
command. To remove static routes, usentérm of this command.

network IP address of the target network or subnet.

mask (Optional) Network mask that lets you mask network
and subnetwork bits.

address IP address of the next hop that can be used to reach
that network.

interface  Network interface to use.
distance  (Optional) An administrative distance.

[no] ip router isis [tag]

To configure an IS-IS routing process for IP on an interface, usp the
router isis interface configuration command. To disable I1S-IS for IP, use
theno form of this command.

tag (Optional) Defines a meaningful name for a routing
process. If not specified, a null tag is assumed. It
must be unique among all IP router processes for a
given router. Use the same text for the argurtemt
as specified in theouter isis global configuration
command.

[no] ip split-horizon

To enable the split-horizon mechanism, useighgplit-horizon
interface configuration command. To disable the split-horizon
mechanism, use th form of this command.
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[no] ip split-horizon eigrp autonomous-system-number

To enable IP Enhanced IGRP split horizon, uséptsplit-horizon
eigrp interface configuration command. To disable split horizon, use the
no form of this command.

autonomous-systemAutonomous system number.
number

[no] ip summary-address eigrpautonomous-system-number address
mask

To configure a summary aggregate address for a specified interface, use
theip summary-address eigrpinterface configuration command. To
disable a configuration, use the form of this command.

autonomous-systemAutonomous system number.

number

address IP summary aggregate address to apply to an
interface.

mask Subnet mask.

[no] is-type{level-1|level1-2|level-2-only}

To configure the IS-IS level at which the router operates, uss-tijpe
router configuration command. To reset the default value, usethe
form of this command.

level-1 Router acts as a station router.

level-1-2 Router acts as both a station router and an area
router. This is the default.

level-2-only  Router acts as an area router only.

IP Routing Protocols Commands
387




isis circuit-type {level-1| level-1-2| level-2only}
no isis circuit-type

To configure the type of adjacency, useigtig circuit-type interface
configuration command. To reset the circuit type to Level | and Level 2,
use theno form of this command.

level-1 A Level 1 adjacency may be established if there is
at least one area address in common between this
system and its neighbors.

level-1-2 A Level 1 and 2 adjacency is established if the
neighbor is also configured &s/el-1-2and there
is at least one area in common. If there is no area
in common, a Level 2 adjacency is established.
This is the default.

level-2-only A Level 2 adjacency is established if and only if
the neighbor igonfigured exclusively to be a
Level 2 router.

[no] isis csnp-intervalsecondglevel-1| level-2

To configure the IS-IS complete sequence number PDUs (CSNP)
interval, use thésis csnp-intervalinterface configuration command. To
restore the default value, use tieform of this command.

seconds Interval of time between transmission of CSNPs on
multiaccess networks. This interval only applies for
the designated router. The default is 10 seconds.

level-1 Configures the interval of time between
transmission of CSNPs for Level 1 independently.

level-2 Configures the interval of time between
transmission of CSNPs for Level 2 independently.
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isis hello-interval secondglevel-1|level-2
no isis hello-interval{level-1| level-2

To specify the length of time between Hello packets that the router sends,
use thdsis hello-interval interface configuration command. To restore
the default value, use tim® form of this command.

seconds Unsigned integer value. A value three times the
hello intervalsecondss advertised as theoldtime
in the hello packets transmitted. It must be the same
for all routers attached to a commonwetk. With
smaller hello intervals, topological changes are
detected faster, but there is more routing traffic. The
default is 10 seconds.

level-1 Configures the hello interval for Level 1
independently. Use this on X.25, SMDS, and Frame
Relay multiaccess networks.

level-2 Configures the hello interval for Level 2
independently. Use this on X.25, SMDS, and Frame
Relay multiaccess networks.
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isis metric default-metriddelay-metridexpense-metric
[error-metrid]]

{level-1| level-2
no isis metric{level-1| level-2

To configure the metric for an interface, useitie metric interface
configuration command. To restore the default metric value, usethe
form of this command.

default-metric  Metric used for the redistributed route. The
default metric is used as a value for the I1S-IS
metric. This is the value assigned when there is
no QOS routing performed. Only this metric is
supported by Cisco roetts. You can configure
this metric for Level 1 and/or Level 2 routing.
The range is from 0 to 63. The default value
is 10.

delay-metric ~ Not supported.
expense-metric Not supported.
error-metric Not supported.
level-1 Router acts as a station router (Level 1) only.
level-2 Router acts as an area router (Level 2) only.

isis passwordpassword level-1| level-2
no isis password{level-1|level-2

To configure the authentication password for an interfase thesis
passwordinterface configuration command. To disable authentication
for 1S-IS, use tha@o form of this command.

password Authentication password you assign for an
interface.
level-1 Configures the authentication password for

Level 1 independently. For Level 1 routing, the
router acts as a station router only.

level-2 Configures the authentication password for
Level 2 independently. For Level 2 routing, the
router acts as an area router only.
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isis priority value{level-1|level-2
no isis priority {level-1]|level-2
To configure the priority of designated routers, usdgisepriority

interface configuration command. To reset the default priority, usethe
form of this command.

value Sets the priority of a router and is a number from 0
to 127. The default value is 64.

level-1 Sets the priority of a router for Level 1
independently.

level-2 Sets the priority of a router for Level 2
independently.

[no] isis retransmit-interval seconds

To configure the time between retransmission of IS-IS link-state
PDU (LSP) retransmission for point-to-point links, useisie
retransmit-interval interface configuration command. To restore
the default value, use thmo form of this command.

seconds  Time in seconds between retransmission of IS-IS
LSP retransmissions. It is an integer thladuld be
greater than the expected round-trip delay between
any two routers on the attachedwetk. Thedefault
is 5 seconds.

[no] match as-pathpath-list-number

To match a BGP autonomous system path access list, usattie
as-pathroute-map configuration command. To remove a path list entry,
use theno form of this command.

path-list-  Autonomous system path access list. An integer from
number 1 through 199.
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[no] match community-list community-list-numbefiexact

To match a BGP community, use ti@tch community-list route-map
configuration command. To remove the community list entry, usecahe
form of this command.

community-list- Community list number in the range from 1
number through 99.
exact (Optional) Indicates an exact match is

required. All of the communities and only
those communities in the community list
must be present.

[no] match interfacetype number...type number

To distribute any routes that have their fep out one ofhe interfaces
specified, use thmatch interface route-map configuration command.
To remove thenatch interface entry, use thao form of this command.

type Interface type.

number Interface number.

[no] match ip addressaccess-list-number...access-istimber

To distribute any routes that have a destinatiowort nunber address
that is permitted by a standard access list, usm#teh ip address
route-map configuration command. To removerttach ip address
entry, use th@o form of this command.

access-list-number Number of an access list. It can be an
integer from 1 through 99.
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[no] match ip next-hop access-list-nmber...acceslist-number

To redistribute any routes that have a next-hop router address passed by
one of the access lists specified, usentlagch ip next-hoproute-map
configuration command. To remove the next-hop entry, usedifem

of this command.

access-list-number Number of an access list. It can be an
integer from 1 through 99.

[no] match ip route-sourceaccess-list-nmber...acceslistnumber

To redistribute routes that have been advertised by routers at the address
specified by the access lists, usertegch ip route-sourceroute-map
configuration command. To remove the route-source entry, us®the

form of this command.

access-list-number Number of an access list. It can be an
integer from 1 through 99.

[no] match metric metric-value

To redistribute routes with the metric specified, usenthé&ch metric
route-map configuration command. To remove the entry, usetioem
of this command.

metric-value Route metric. This may be an IGRP five-part
metric. A metric value from 0 through
4294967295.
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[no] matchroute-type {local | internal |external [type-1 |type-2] |
level-1]|level-2

To redistribute routes of the specified type, usenthéch route-type
route-map configuration command. To remove the route-type entry, use
theno form of this command.

local Locally generated BGP routes.

internal OSPF intra-area and interarea routes or
Enhanced IGRP internal routes.

external [type-1|  OSPF external routes, or enhanced IGRP

type-2] external routes. For OSPé&xternal type-1
matches only type 1 external routes and
external type-2matches only type 2
external routes.

level-1 IS-IS Level 1 routes.
level-2 IS-IS Level 2 routes.

[no] match tagtag-value...tag-value

To redistribute routes in the routing table that match the specified tags,
use thematch tagcommand. To remove the tag entry, usertbhéorm
of this command.

tag-value List of one or more route tags. An integer from 0
through 4294967295.

mbranch {group-addres$group-namé branch-addreséttl]

To trace a branch of a multicast tree for a specific group, use the
mbranch privileged EXEC command.

group-address  Address of the multicast grouphib is a
multicast IP address in four-part dotted
notation.

group-name Name of the multicast group, as defined in the
DNS hosts table or with thHp host command.
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branch-address Address of a routghat is a member of the
group. This is a unicast IP address in four-part
dotted notation.

ttl (Optional) Time-to-live value, in seconds, that
is used in trace request packets sent to the
branch router. The default value is 30 seconds.

[no] metric holddown

To keep new IGRP routing information from being used for a certain
period of time, use thmetric holddown router configuration command.
To disable this feature, use the form of this command.

[no] metric maximum-hopshops

To have the IP routing software to advertise as unreachable those routes
with a hop count higher than is specified by the command (IGRP only),
use themetric maximum-hopsrouter configuration command. To reset

the value to the default, use the form of this command.

hops Maximum hop count (in decimal). The default value
is 100 hops; the maximum number of hops that can
be specified is 255. The default is 100.

metric weightstos k1 k2 k3 k4 k5
no metric weights

To allow the tuning of the IGRP or Enhanced IGRP metric calculations,
use themetric weightsrouter configuration command. To reset the
values to their defaults, use the form of this command.

tos Type of service. Currently, it must always be zero.

k1-k5 Constants that convert an IGRP or Enhanced IGRP
metric vector into a scalar quantity. The default
values are as follow&l=0; k2 =0;k3=1;k4=0;
k5=0.
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mrbranch {group-addres$group-namég branch-addres#ttl]

To trace a branch of a multicast tree for a group in the reverse direction,
use themrbranch EXEC command.

group-address  Address of the multicast grouphis is a
multicast IP address in four-part dotted
notation.

group-name Name of the multicast group, as defined in the
DNS hosts table or with thip host command.

branch-address Address of a routghat is a member of the
group. This is a unicast IP address in four-part
dotted notation.

ttl (Optional) Time-to-live value, in hops, that is
used in trace request packets sent to the branch
router. The default value is 30.

[no] neighbor ip-address

To define a neighboring router with which to exchange routing
information, use this form of theeighbor router configuration
command. To remove an entry, use tioform of this command.

ip-address IP address of a peer router with which routing
information will be exchanged.
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[no] neighbor ip-addresgpriority numbe} [poll-interval secondk

To configure OSPF routers interconnecting to nonbroadcast networks,
use thiform of theneighbor router configuration command. To remove
a configuration, use theo form of this command.

ip-address Interface IP address of the neighbor.

priority number (Optional) 8-bit number indicating the
router priority value of th@eonbroadcast
neighbor associated with the IP address
specified. The default is 0.

poll-interval seconds (Optional) Unsigned integer value
reflecting the poll interval. RFC 1247
recommends that this value should be
much larger than the hello interval. The
default is 120 seconds.

[no] neighbor {addresq tag} advertisement-intervalseconds

To set the minimum interval between the sending of BGP routing
updates, use theeighbor advertisement-intervalrouter configuration
command. To remove an entry, use tioform of this command.

address Neighbor address.

tag Neighbor tag.

seconds  Time in seconds. Integer from 0 through 600. The
default is 30 for external peers and 5 for internal
peers.
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[no] neighbor any[access-lishumbet

To control how neighbor entries are added to the routing table for both
EGP and BGP, use timeighbor anyrouter configuration command. To
remove a configuration, use the form of this command.

access-list-number (Optional) Access list number the neighbor
mustbe accepted by to be allowed to peer
with the EGP or BGP process. If no list is
specified, any neighbor will be allowed to
peer with the router.

[no] neighbor any third-party ip-addresginternal | external

To configure an EGP process that determines whichhberg are

treated as the next hop in EGP advertisements, usetitebor any
third-party router configuration command. To remove a configuration,
use theno form of this command.

ip-address  IP address of the third-gg router that is to be the
next hop in EGP advertisements.

internal (Optional) Indicates that the third-party router
should be listed in the internal section of the EGP
update.

external (Optional) Indicates that the third-party router
should be listed in the external section of the EGP
update.

[no] neighbor template-nameonfigure-neighbors

To have the router treat temporary neighlibes have been accepted by
a template as if they had been configured manually, usgeigbbor
configure-neighborsrouter configuration command. To restore the
default, use thao form of this command.

template-name User-selectable designation that identifies a
particular template. This can be an arbitrary
word.
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[no] neighbor ip-addresdistribute-list access-list-amber{in | out}

To distribute BGP neighbor information as specified in an access list, use
theneighbor distribute-list router configuration command. To remove
an entry, use theo form of this command.

ip-address Neighbor's IP address.

access-list-number Predefined access list number. Only
standard access lists can be used with this
command.

in Access list is applied to incoming
advertisements to that neighbor.

out Access list is applied to outgoing
advertisements from that neighbor.

neighbor ip-addressbgp-multihop
no neighborip-address

To accept and attempt BGP connections to external peers residing on
networks that are not directly connected, usentighbor

ebgp-multihop router configuration command. To return to the default,
use theno form of this command.

ip-address IP address of the BGP-speaking neighbor.

[no] neighbor ip-addresdilter-list access-lisnumber{in |out | weight
weight

To set up BGP filter, use threighbor filter-list router configuration
command. To disable this function, use tioform of this command.
ip-address IP address of the neighbor.

access-list-number Number of an access for the autonomous
system path. You define this access list with
theip as-path access-listommand.
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in Access list to incoming routes.
out Access list to outgoing routes.

weight weight Assigns a relative importance to incoming
routes matching autonomous system paths.
Acceptable values are 0 to 65535.

neighbor template-namaeighbor-list access-list-number
no neighbortemplate-namaeighbor-list

To configure BGP to support anonymous neighbergby configuring
aneighbor template, use theighbor neighbor-listrouter configuration
command. To delete a template, usertbéorm of this command.

template-name User-selectable designation that identifies a
particular template (an arbitrary word).

access-list-number Number of an access list. It can be a number
in the range 1 through 99.

[no] neighbor ip-addressext-hop-self

To disable next-hop processing of BGP updates on the router, use the
neighbor next-hop-selfrouter configuration command. To disable this
feature, use theo form of this command.

ip-address IP address of the BGP-speaking neighbor.

[no] neighbor ip-addressemote-asnumber

To add an entry to the BGP neighbor table, use¢hghbor remote-as
router configuration command. To remove an entry from the table, use
theno form of this command.

ip-address Neighbor’s IP address.
number AS to which the neighbor belongs.
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[no] neighbor {addresq tag} route-map route-map-namein | out}

To apply a route map to incoming or outgoing routes, usedlghbor
route-map router configuration command. To remove a route map, use
theno form of this command.

address Neighbor’s IP address.
tag Neighbor tag.
routemap-name  Name of route map.

in Apply to incoming routes.
out Apply to outgoing routes.

[no] neighbor ip-addresssend-community

To specify that a COMMUNITIES attribute should be sent to a BGP
neighbor, use theeighbor send-communityrouter configuration
command. To remove the entry, use tiodform of this command.

ip-address Neighbor’s IP address.

[no] neighbor ip-addresshird-party third-party-ip-address
[internal |external]

To send updates regarding EGP third-party routers, useetbbbor
third-party router configuration command. To disable these updates,
use theno form of this command.

ip-address IP address of the EGP peer.

third-party-ip-address Address of the third-pty router on the
network shared by the Cisco router and
the EGP peespecified byip-address

internal (Optional) Indicates that the third-party
router should be listed in the @nhal
section of the EGP update. This is the
default.
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external (Optional) Indicates that the third-party
router should be listed in the extal
section of the EGP update.

[no] neighbor ip-addressupdate-sourceinterface

To have the router allow internal BGP sessions to use any operational
interface for TCP connections, use tleghbor update-sourcerouter
configuration command. To restore the interface assignment to the
closest interface, which is called the best local address, use than

of this command.

ip-address IP address of the BGP-speaking neighbor.

interface Loopback interface.

[no] neighbor ip-addressversionvalue

To configure the router to accept only a particular version, use the
neighbor versionrouter configuration command. To use the default
version level of a neighbor, use the form of this command.

ip-address IP address of the BGP-speaking neighbor.

versionvalue  Version number. The version can be setto 2 to
force the router to only use Version 2 with the
specified neghbor.The default is to use Version
4 of BGP and dynamically negotiate down to
Version 2 if requested.
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[no] neighbor ip-addresswveight weight

To assign a weight to a neighbor connection, use¢ighbor weight
router configuration command. To remove a weight assignment, use the
no form of this command.

ip-address Neighbor's IP address.

weight weight  Weight to assign. Acceptable values are 0 to
65535. Routes learned through another BGP
peer have a default weight of 0 and routes
sourced by the local router have a default weight
of 32768.

[no] net network-entity-title

To configure a Network Entity Title (NET) for the routing process, use
the net router configuration command. To remove a NET, useithe
form of this command.

network-entity-title  NET that specifies the area address and the
system ID for an IS-IS routing process. This
argument can be either an address or a
name

[no] network network-numbemask network-mask

To specify the list of networks for the BGP routing process, use this form
of the network router configuration command. To remove an entry, use
theno form of this command.

network-number IP address of the network.

mask (Optional) Netvork mask address.
network-mask
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[no] network network-number

To specify the list of networks for the EGP routing process, ustothis
of thenetwork router configuration command. To remove an entry, use
theno form of this command.

network-number IP address of a peer router with which
routing information will be exchanged.

[no] network network-number

To specify a list of networks for the Enhanced IGRP, IGRP, or RIP
routing process, use timetwork router configuration command. To
remove a network from the list, use th@form of this command.

network-number IP address of the directly connected
network.

[no] network addresswildcard-maskareaarea-id

To define the interfaces on which OSPF runs and to define the area ID
for those interfaces, use thetwork arearouter configuration

command. To disable OSPF routing for interfaces defined with the
address wildcard-magbair, use the@o form of this command.

address IP address.

wildcard-mask IP-address-type mask that includes “don’t
care” bits.

area-id Area that is to be associated with the OSPF

address range. It can be specified as either a
decimal value or as an IP address. If you
intend to associate areas with IP subnets, you
can specify a subnet address asatea-id
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[no] network addresshackdoor

To specify a backdoor route to a BGP border router that will provide
better information about the network, use tleévork backdoor router
configuration command. To remove an address from the list, use@the
form of this command.

address IP address of the network which you want
a backdoor route.

[no] network addressweight weight

To assign an absolute weight to a BGP network, useetveork weight
command. To delete an entry, use tloform of the command.

address IP address of the network.

weight weight Absolute weight. Integer from 0 to 65535. By
default,weightis unmodified and is zero
unless it has been modified by other router
configuration commands.

[no] offset-list{in |out} offsetfaccess-lismumber]|[type numbdt

To add an offset to incoming and outgoing metrics to routes learned via
RIP and IGRPuse theoffset-list router configuration command. To
remove an offset list, use the form of this command.

in Applies the access list to incoming metrics.
out Applies the access list to outgoing metrics.
offset Positive offset to be applied to metrics for

networks matching the access lifthe offset is
zero, no action is taken.
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access-list- (Optional) Access list to be applied. If

number unspecified, the argumestipplied tooffsetis
applied to all metrics. I6ffsetis zero, no action
is taken. For IGRP, the offset is added to the
delay component only. Must be a standard

access list.

type (Optional) Interface type to which the offset-list
is applied.

number (Optional) Interface number to which the

offset-list is applied.

[no] ospf auto-cost-determination

To control how OSPF calculates default metrics for the interface, use the
ospf auto-cost-determinationrouter configuration command. To
disable this feature, use the form of this command.

[no] passive-interfacetype number

To disable sending routing updates on an interface, use the
passive-interfacerouter configuration command. To reenable the
sending of routing updates, use tteeform of this command.

type Interface type.

number Interface number.
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[no] redistribute protocol[process-idl {level-1]| level-1-2]| level-2
[metric metric-valué [metric-type type-valug¢ [match {internal |
external 1| external 3] [tag tag-valug [route-map map-tag
[weight weighi [subnetd

To redistribute routes from one routing domain into another routing
domain, use theedistribute router configuration command. To disable
redistribution, use theo form of this command.

protocol Source protocol from which routes are
being redistributed. It can be one of the
following keywords:bgp, egp, igrp, isis,
ospf, static [ip], connectedandrip .

The keywordstatic [ip] is used to
redistribute IP static routes. The optioial
keyword is used when redistributing into
1S-1S.

The keywordconnectedrefers to routes
which are established automatically by
virtue of having enabled IP on an interface.
For routing protocols such as OSPF and
IS-1S, these routes will be redistributed as
external to the autonomous system.

process-id (Optional) Forbgp, egp, origrp, this is an
autonomous system number, which is a
16-bit decimal number.
Forisis, this is an optionabhgthat defines a
meaningful name for a routing process. You
can specify only one IS-IS process per
router. Creating a name for a routing
process means that you use names when
configuring routing.
For ospf, this is an appropriate OSPF
process ID from which routes are to be
redistributed. This identifies the routing
process. This value takes the form of a
nonzero decimal number.
Forrip, noprocess-idvalue is needed.
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level-1 For I1S-IS, Level 1 routes are redistributed
into other IP routing protocols

independently.

level-1-2 For I1S-1S, both Level 1 and Level 2 routes
are redistributed into other IP routing
protocols.

level-2 For IS-1S, Level 2 routes are redistributed
into other IP routing protocols
independently.

metric metric-value (Optional) Metric used for the redistributed
route. If a value is not specified for this
option, and no value is specified using the
default-metric router configuration
command, the default metric value is 0. Use
a value consistent with the destination

protocol.
metric-type (Optional) For OSPF, the external link type
type-value associated with the default route advertised

into the OSPF routing domain. It can be one
of two values:

1—Type 1 external route
2—Type 2 external route

If a metric-type is not specified, the router
adopts a Type 2 external route.

For IS-IS, it can be one of two values:
internal —IS-1S metric which is < 63.

external—IS-IS metric which is > 64 <
128.

The default isnternal.
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match {internal |
external 1|
external 2}

tag tag-value

route-map

map-tag

weight weight

subnets

(Optional)For OSPF, the criteria by which
OSPF routes are redistributed into other
routing domains. It an be one of the
following:

internal —Routes that are internal to a
specific autonomous system.

external I—Routes that are external to the
autonomous system, but are imported into
OSPF as type 1 external route.

external 2—Routes that are external to the
autonomous system, but are imported into
OSPF as type 2 external route.

(Optional) 32-bit decimal value attached to
each external route. This is not used by the
OSPF protocol itself. It may be used to
communicate information between
Autonomous System Boundary Routers. If
none is specified, then the remote
autonomous system number is used for
routes from BGP and EGP; for other
protocols, zero (0) is used.

(Optional) Route map should be
interrogated to filter the importation of
routes from this source routing protocol to
the current routing protocol. If not
specified, all routes are redistributed. If this
keyword is specified, but no route map tags
are listed, no routes will be imported.

(Optional) Identifier of a configured route
map.

Network weight when redistributing into
BGP. An integer between 0 and 65535.

(Optional) For redistributing routes into
OSPF, the scope of redistribution for the
specified protocol.
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[no] route-map map-tag[[permit | deny] | sequence-numbr

To define the conditions for redistributing routes from one routing
protocol into another, use theute-map global configuration command
and the route-map configuration commantsgch andset To delete an
entry, use th@o route-map command.

map-tag

permit

deny

sequence-number

Defines a meaningful name for the route
map. Theredistribute router configuration
command uses this name to reference this
route map. Multiple route maps may share
the same map tag name.

(Optional) If the match criteria are met for
this route map, angermit is specified, the
route is redistributed as controlled by the set
actions. If the match criteria are not met,
andpermit is specified, the next route map
with the same map-tag is tested. If a route
passes none of the match criteria for the set
of route maps sharing the same name, it is
not redistributed by that set.

(Optional) If the match criteria are met for
the route map, andeny s specified, the

route is not redistributed, and no further
route maps sharing the same map tag name
will be examined.

(Optional) Number that indicates the
position a new route map is to have in the
list of route maps already configured with
the same name. If given with the form of
this command, it specifies the position of
the route map that should be deleted.
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[no] router bgp autonomous-system

To configure the Border Gateway Protocol (BGP) routing process, use
therouter bgp global configuration command. To remove a routing
process, use theo form of this command.

autonomous-systemNumber of an autonomous system that
identifies the router to other BGP routers
and tags the routing information passed
along.

[no] router egpremote-as

To configure the Exterior Gateway Protocol (EGP) routing process, use
therouter egp global configuration command. To turn off an EGP
routing process, use ti® router egpcommand.

remote-as Autonomous system number the router
expects its peers to be advertising in their
EGP messages.

[no] router egp O

To specify that a router should bensidered a core gateway, use the
router egp Oglobal configuration command. To disable this function,
use theno form of this command.

[no] router eigrp autonomous-system-number

To configure the IP Enhanced IGRP routing process, usetiter
eigrp global configuration command. To shut down the routing process
on the specified autonomous system, usenti®rm of this command.

autonomous-systemNumber of the autonomous system. It

number identifies the routes to the other IP Enhanced
IGRP routers and is used to tag the routing
information.
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[no] router igrp autonomoussystem

To configure the Interior Gateway Routing Protocol (IGRP) routing
process, use theuter igrp global configuration command. To shut
down an IGRP routing process, use tiloform of this command.

autonomous-systemNumber of a process that identifies the
routes to the other IGRP routers. It is also
used to tag the routing information. If you
have an autonomous system number, you
can use it for the process number.

[no] router isis [tag]

To enable the I1S-IS routing protocol and to specify an I1S-IS process for
IP, use theouter isis global configuration command. To disable 1S-IS
routing, use th@o form of this command.

tag (Optional) Meaningful name for a routing pess. If
it is not specified, a null tag is assumed and the
process is referenced with a null tag. This name must
be unique among all IP router processes for a given
router.

[no] router ospf process-id

To configure an OSPF routing process, usetier ospf global
configuration command. To terminate an OSPF routing process, use the
no form of this command.

process-id Internally used identification parameter for an OSPF
routing process. It is locally assigned and can be any
positive integer. A unique value is assigned for each
OSPF routing process.

[no] router rip

To configure the Routing Information Protocol (RIP) routing process,
use therouter rip global configuration command. To turn off the RIP
routing process, use ti® form of this command.
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[no] set autonatic-tag

To automatically compute the tag value, useseiteautomatic-tag
route-map configuration command. To disable this function, useahe
form of this command.

[no] set communitycommunity-numbeiadditive]

To set the BGP COMMUNITIES attribute, uge set community
route-map configuration command. To delete the entry, useotfe@m
of this command.

community-number Valid values are 1 tbugh 4294967200,
internet, no-export, or no-advertise

additive (Optional) Add the community to the
already existing communities.

[no] set levellevel-1|level-2|level-1-2| stub-area| backbong

To indicate where to import routes, use skélevelroute-map
configuration command. To delete an entry, usenthBrm of this
command.

level-1 Import into a Level 1 area.

level-2 Import into Level 2 subdomain. For IS-IS
destinations, this is the default.

level-1-2 Import into Level 1 and Level 2.
stub-area Import into OSPF NSSA area.

backbone Import into OSPF backbone area. For OSPF
destinations, this is the default.
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[no] set local-preferencevalue

To specify a preference value for autonomous system path, usetthe
local-preferenceroute-map configuration command. To delete an entry,
use theno form of this command.

value Preference value. An integer from 0O thgb
429496725. The default is 100.

[no] set metricmetric-value

To set the metric value for the destination routing protocol, ussethe
metric route-map configuration command. To return to the default
metric value, use theo form of this command.

metric-value Metric value or IGRP bandwidth in kilobits per
second. An integer from O through 294967295.

[no] set metric-type{internal | external | type-1 |type-2}

To set the metric type for the destination routing protocol, useethe
metric-type route-map command. To return to the default, usathe
form of this command.

internal IS-IS internal metric.
external IS-IS external metric.
type-1 OSPF external type 1 metric.
type-2 OSPF external type 2 metric.

[no] set next-hopnext-hop

To specify the address of the next hop, usesttanext-hoproute-map
configuration command. To delete an entry, usenthBrm of this
command.

next-hop IP address of the next hop router.
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set origin{igp | egpautonomous-systepincomplete

To set the BGP origin code, use gt origin route-map configuration
command. To delete an entry, use tloform of this command.

igp Remote EGP.
egp Local IGP.

autonomous- Remote autonomous system. This is an integer
system from O through 65535.

incomplete  Unknown heritage.

[no] set tagtag-value

To set a tag value of the destination routing protocol, ussethiag
route-map configuration command. To delete the entry, useotf@m
of this command.

tag-value Name for the tag. Integer from 0 through
4294967295.

[no] set weightweight

To specify the BGP weight for the routing table, useseteveight
route-map configuration command. To delete an entry, useotferm
of this command.

weight Weight value. From €hrough 65535.
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show ip bgp[network [network-mask[subnet§
To display entries in the BGP routing table, usestimwv ip bgpEXEC
command.
network (Optional) Netvork numberentered to display a
particular network in the BGP routing table.

network-mask (Optional) Displays all BGP routes matching the
address/mask pair.

subnets (Optional) Displays route and more specific
routes.

show ip bgp cidr-only

To display routes with non natural network masks, usshbe ip bgp
cidr-only privileged EXEC command.

show ip bgp communitycommunity-numbeexaci
To display routes that belong to specified BGP communities, use the
show ip bgp communityEXEC command.

community-number Valid value is community number in the
range from 1 through 4294967200,
internet, no-export, or no-advertise

exact (Optional) Displays only routes that have
exactly the same specified communities.

show ip bgp community-listcommunity-list-numbefexac

To display routes that are permitted by the BGP community list, use the
show ip bgp community-listEXEC command.

community-list- Community list number in the range from 1
number through 99.
exact (Optional) Displays only routes that have an

exact match.
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show ip bgp filter-list access-list-number

To display routes that conform to a specified filter list, usestwav ip
bgp filter-list privileged EXEC command.

access-list-number Number of an access list. It can be a
number from 1 through 199.

show ip bgp neighborqaddresgroutes | paths]]

To display information about the TCP and BGP connections to
individual neighbors, use thlhow ip bgp neighborsEXEC command.

address (Optional) Address of the neighbor whose
routes you have learned from.

routes (Optional) Displays routes to specified
neighbors.

paths (Optional) Displays autonomous system

paths to specified neighbor.

show ip bgp paths

To display all the BGP paths in the database, ussehin ip bgp paths
EXEC command.

show ip bgp regexpregular-expression

To display routes matching the regular expression, usshthe ip bgp
regexpprivileged EXEC command.

regular-expression Regular-expression to match the BGP
autonomous system paths.

show ip bgp summary

To display the status of all BGP connections, usestiosv ip bgp
summary EXEC command.
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show ip dvmrp route [ip-addres$

To display the contents of the DVMRP routing table, usesltiosv ip
dvmrp route EXEC command.

ip-address (Optional) IP address of an entry in the
DVMRP routing table.

show ip egp

To display statistics about EGP connections and neighborthasieow
ip egp EXEC command.

show ip eigrp neighborg[type numbdr

To display the neighbors discovered by IP Enhanced IGRP, usledive
ip eigrp neighborsEXEC command.

type (Optional) Interface type.

number (Optional) Interface number.

show ip eigrp topology[autonomous-system-number
[[ip-addres$ maskK]

To display the IP Enhanced IGRP topology table, usstibe ip eigrp
topology EXEC command.

autonomous-system{Optional) Autonomous system number.
number

ip-address (Optional) IP address. When specified with a
mask, a detailed description of the entry is
provided.

mask (Optional) Subnet mask.

IP Routing Protocols Com mands
418




show ip eigrp traffic [autonomous-system-number

To display the number of IP Enhanced IGRP packets sent and received,
use theshow ip eigrptraffic EXEC command.

autonomous-system{Optional) Autonomous system number.
number

show ip igmp groups[group-namg group-addres$type numbgr

To display the multicast groups that are directly connected to the router
and that were learned via IGMP, use shew ip igmp groupseEXEC
command.

group-name (Optional) Name of the multicast group, as
defined in the DNS hosts table.

group-address (Optional) Address of the multicast group.
This is a multicast IP address in four-part
dotted notation.

type (Optional) Interface type.

number (Optional) Interface number.

show ip igmp interface[type numbgr

To display multicast-related information about an interface, ushtive
ip igmp interface EXEC command.

type (Optional) Interface type.
number (Optional) Interface number.
show ip irdp

To display IRDP values, use thhow ip irdp EXEC command.
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show ip mroute[group-namg group-addresk[summary] [count]
show ip mroute[group-namegsource-addredq group-address
[source-addredp

To display the contents of the IP multicast routing table, usshthe ip
mroute EXEC command.

group-name (Optional) Name of the multicast group, as
defined in the DNS hosts table.

group-address (Optional) Address of the multicast group. This
is a multicast IP address in four-part dotted

notation.

summary (Optional) Displays a one-line, abbreviated
summary of each entry in the IP multicast routing
table.

count (Optional) Displays statistics about the group,

source router, and multicast packets.

source-address (Optional) Address of a router that is a member
of the multicast group.

show ip ospf[process-idl

To display general information about OSPF routing processes, use the
show ip ospfEXEC command.

process-id (Optional) Process ID. If this argument is
included, only information for the specified
routing process is displayed.

show ip ospf border-routers

To display the internal OSPF routing table entries to an Area Border
Router (ABR) and Autonomous System Boundary Router (ASBR), use
theshow ip ospf border-routersprivileged EXEC command.
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show ip ospf[process-idarea-id database

show ip ospf[process-idcarea-id database[router] [link-state-id

show ip ospf[process-icarea-id database[network] [link-state-id

show ip ospf[process-idarea-id database[summary] [link-state-id

show ip ospf[process-idarea-id database[asbr-summary]
[link-state-id

show ip ospf[process-ifl database[external] [link-state-id

show ip ospf[process-icarea-id database[database-summary

Use theshowip ospf databaseEXEC command to display lists of
information related to the OSPF database for a specific router. The
various forms of this command deliver information about different OSPF
link state advertisements.

process-id (Optional) Internally used identifier. It is locally
assigned and can be any positive integer
number. The number used here is the number
assigned administratively when enabling the
OSPF routing process.

area-id (Optional) Area number associated with the
OSPF address range defined in mieéwork
router configuration command used to define the
particular area.
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link-state-id

router

network

summary

asbr-summary

external

database-
summary

(Optional) Portion of the IP environment that is
being described by the advertisement. The value
entered depends on the advertisement’s LS type.
It must be entered in the form of an IP address.

When the link state advertisement is describing
a network, théink-state-idcan take one of two
forms:

—Network’s IP address (as in types@mmary
link advertisements and autonomous system
external link advertisements).

—Derived address obtained from the link state
ID. (Note that masking a network links
advertisement’s link state ID with the netrk’s
subnet mask yields the network’s IP address.)

When the link state advertisement is describing
a router, the link state ID is always the described
router's OSPF router ID.

When an autonomous system external
advertisement (LS Type of 5) is describing a
default route, its link state ID is set to Default
Destination (0.0.0.0).

(Optional) Displays information about router
link states.

(Optional) Displays information about meirk
link states.

(Optional) Displays summary information about
network link states.

(Optional) Displays summary information about
Autonomous System Boundary Router link
states.

(Optional) Displays information about
autonomous system external link states.

(Optional) Displays database summary
information and totals.
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show ip ospf interface[type numbdr

To display OSPF-related interface information, usesti@v ip ospf
interface EXEC command.

type (Optional) Interface type.
number (Optional) Interface number.

show ip ospf neighbor{type numbdr[neighbor-id detail

To display OSPF-neighbonformaton on a per-interface basis, use the
show ip ospf neighborEXEC command.

type (Optional) Interface type.
number (Optional) Interface number.
neighbor-id (Optional) Neighbor ID.

detail Display all neighbors given in detail (list all
neighbors).

show ip ospf virtual-links

To display parameters about and the current state of OSPF virtual links,
use theshow ip ospfvirtual-links EXEC command.

show ip pim interface[typenumbet

To display information about interfaces configured for PIM, use the
show ip pim interface EXEC command.

type (Optional) Interface type.

number (Optional) Interface number.
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show ip pim neighbor[typenumbet

To list the PIM neighbors discovered by the router, usshbe ip pim
neighbor EXEC command.

type (Optional) Interface type.

number (Optional) Interface number.

show ip pim rp [group-nam¢ group-addresk
To display the rendezvous point (RP) routers associated with a
sparse-mode multicast group, useghew ip pim rp EXEC command.

group-name (Optional) Name of the multicast group, as
defined in the DNS hosts table.

group-address (Optional) Address of the multicast group.
This is a multicast IP address in four-part
dotted notation.

show ip protocols

To display the parameters and current state of the active routing protocol
process, use thghow ip protocolsEXEC command.

show ip route[addresgmasK [longer-prefixes]] | [protocol
[process-idl

Use theshow ip route EXEC command to display the current state of the
routing table.
address (Optional) Address about which routing
information should be displayed.

mask (Optional) Argument for a subnet mask.
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longer-prefixes (Optional) Theaddressandmaskpair
becomes a prefix and any routes that match
that prefix are displayed.

protocol (Optional) Name of a routing protocol; or
the keywordconnected static, or
summary. If you specify a routing protocol,
use one of the following keywordsgp,
egp eigrp, hello, igrp, isis, ospf, orrip .

process-id (Optional) Number used to identify a
process of the specified protocol.

show ip route summary

To display the current state of the routing table, usshbey ip route
summary EXEC command.

show ip route supernets-only

To display information about supernets, usesthew ip route
supernets-onlyprivileged EXEC command.

show isis databaséglevel-1] [level-Z [11] [I2] [detail] [Ispid]

To display the I1S-IS link state database, usestt@v isis database
EXEC command.

level-1 (Optional) Displays the IS-IS link state database for

Level 1.

level-2 (Optional) Displays the IS-IS link state database for
Level 2.

11 (Optional) Abbreviation for the optidevel-1
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detail

Ispid

(Optional) Abbreviation for the optidevel-2

(Optional) When specified, the contents of each LSP
is displayed. Otherwise, a summary display is
provided.

(Optional) Link-state protocol ID. When specified,
the contents of a single LSP is displayed by its ID
number.

show route-map[map-namg

To display configured route-maps, use shew route-mapEXEC

command.

map-name (Optional) Name of a specific route-map.

[no] summary-addressaddresanask{ level-1|level-1-2| level-2&

Use thesummary-addressrouter configuration command to create
aggregate addresses for IS-1S or OSPF.nmtheummary-address
command restores the default.

address

mask

level-1

level-1-2

level-2

Summary address designated for a range of
addresses.

IP subnet mask used for the summary route.

Only routes redistributed into Level 1 are
summarized with the configured
address/mask value. Thisykeord does not
apply to OSPF.

The summary router is injected into both a
Level 1 area and a Level 2 subdomain. This
keyword does not apply to OSPF.

Routes learned by Level 1 routing will be
summarized into the Level 2 backbone with
the configured address/mask value. This
keyword does not apply to OSPF.
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[no] synchronization

To disable the synchronization between BGP and your IGP, use the
synchronization router configuration command. To enable a router to
advertise a network route without waiting for the IGP, usatiferm of
this command.

[no] table-map route-map-name

To modify metric and tag values when the IP routing table is updated
with BGP learned routes, use ttadle-maprouter configuration
command. To disable this function, use tioeform of the command.

routeemap-name Route map name, frompute-map command.
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timers basicupdate invalid holddown fluglsleeptimg
no timers basic

To adjust EGP, RIP, or IGRP network timers, usdithers basicrouter
configuration command. To restore the default timers, useaf@m of
this command.

update Rate in seconds at which updades sent. This is the
fundamental timing parameter of the routing
protocol.

invalid Interval of time in seconds after which a route is
declared invalid; it should be three times the value of
update A route becomes invalid when there is an
absence of updates that refresh the route. The route
then enters Hddown. Theroute is marked
inaccessible and advertised as unreachable.
However, the route is still used for forwarding
packets.
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holddown

flush

sleeptime

Interval in seconds during which routing information
regarding better paths is suppressed. It should be at
least three times the valuegidate A route enters

into a holddown state when an update packet is
received that indicates the route is unreachable. The
route is marked inaccessible and advertised as
unreachable. However, the route is still used for
forwarding packets. Whemolddown expires, routes
advertised by other sources are accepted and the
route is no longer inaccessible.

Amount of time in seconds thatust pass before the
route is removed from the routing table; the interval
specified must be at least the sumnvialid and
holddown If it is less than this sum, the proper
holddown inerval cannot elapse, which results in a
new route being accepted before the holddown
interval expires.

(Optional) For IGRP only, interval in milliseconds
for postponing routing updates in the event of a flash
update. Thesleeptimevalue should be less than the
updatetime. If thesleeptimds greater than the
updatetime, routing tables will become
unsynchronized.

timers bgp keepalive holdtime

no timers bgp

To adjust BGP network timers, use tiraers bgp router configuration
command. To reset the BGP timing defaults, useathi®rm of this

command.

keepalive

holdtime

Frequency, in seconds, with which the router sends
keepalivemessages to its peer. The default is
60 seconds.

Interval, in seconds, after not receivingeepalive
message that the router declares a peer dead. The
default is 180 seconds.
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timers egphello polltime
no timers egp

To adjust EGP Hello and polltime network timers, usetithers egp
router configuration command. The timers egpcommand resets the
EGP timing defaults.

hello Freqguency, in seconds, with which the router sends
hello messages to its peer. The default is 60 seconds.

polltime Interval, in seconds, for how frequently to exchange
updates. The default is 180 seconds.

[no] timers spfspf-delay spf-holdtime

To configure the delay time between when OSPF receives a topology
change and when it starts a Shortest Path First (SPF) calculation, and the
hold time between two consecutive SPF calculations, ugirtaes spf

router configuration command. To return to the default timer values, use
theno form of this command.

spf-delay Delay time, in seconds, between when OSPF
receives a topology change and when it starts a
SPF. calculation. It can be an integer from 0O to
65535. The default time is 5 seconds. A value of 0
means that there is no delay; that is, the SPF
calculation is started immediately.

spf-holdtime  Minimum time, in seconds, between two
consecutive SPF calculations. It can be an integer
from 0 to 65535. The dault time is 10 seconds.
A value of 0 means that there is no delay; that is,
two consecutive SPF calculations can be done one
immediately after the other.
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[no] traffic share {balanced|min}

To control how traffic is distributed among routes when there are
multiple routes for the same destination network that have different
costs, use theraffic-share router configuration command. To disable
this function, use theo form of the command.

balanced Distributes traffic proportionately to the ratios of the
metrics.

min Uses routes that have minimum costs.

[no] validate-update-source

To have the router to validate the source IP address of incoming
routing updates for RIP and IGRP routing protocols, use the
validate-update-sourcerouter configuration command. To disable
this function, use thao form of this command.

variance multiplier
no variance

To control load balancing in an IP Enhanced IGRP-based internetwork,
use thevariancerouter configuration command. To reset the variance to
the default value, use tm® form of this command.

multiplier  Metric value used for load balancing. It can be a
value from 1 to 128. The default is 1, which means
equal-cost load balancing.
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ISO CLNS Commands

This chapter describes the function and displays the syntax of each ISO
CLNS command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products

Command Referengrublication.

[no] area-password[passwordl

Use thearea-passwordrouter configuration command to configure the
area authentication password. Tieeform of this command disables the
password.

password Password you assign.

clear cIns cache

Use theclear clns cachéeXEC command to clear and reinitialize the
CLNS routing cache.

clear clns es-neighbors

Use theclear cIns es-neighbor&XEC command to remove ES
neighbor information from the adjacency database.

clear clns is-neighbors

Use theclear clns is-neighbor€EXEC command to remove IS géibor
information from the adjacency database.

clear clns neighbors

Use theclear clns neighborsEXEC command to remove CLNS
neighbor information from the adjacency database.
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clear clns route

Use theclear clns routeEXEC command to remove all of the
dynamically derived CLNS routing information.

[no] clns access-groumamelin |out]

Use theclns access-groupnterface configuration command to filter
transit CLNS traffic going either into or out of the router or both on a
per-interface basis. Use the form of this command to disable filtering
of transit CLNS packets.

name Name of the filter set or expression to apply.

in (Optional) Filter should be applied to CLNS packets
entering the router.

out (Optional) Filter should be applied to CLNS packets
leaving the router. If you do not specify ianor out
keyword,out is assumed.

[no] cIns adjaceng-filter {es|is} name

Use thecins adjacency-filterinterface configuration command to filter
the establishment of CLNS end system (ES) and intermediate system
(IS) adjacencies. Use tim® form of this command to disable this
filtering.

es End system adjacencies are to be filtered.
is Intermediate system adjacencies are to be filtered.
name Name of the filter set or expression to apply.

[no] cIns checksum

Use thecins checksuminterface configuration command to enable
checksum generation when ISO CLNS routing software sources a CLNS
packet. Use thao form of this command to disable checksum
generation.
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[no] cIns cluster-alias

Use thecins cluster-aliasinterface configuration command to allow
multiple systems to advertise the same system ID as other systems in
end-system hello messages. Hoeform of this command disables
cluster aliasing.

clns configuration-time seconds
no clns configuration-time

Use thecins configuration-time global configuration command to

specify the rate at which ES hellos (ESHs) and IS hellos (ISHs) are sent.
You can restore the default value by specifyingrtbéorm of this
command.

seconds  Rate in seconds at which ESH and ISH packets are
sent. The default is 60 seconds.

clns congestion-thresholchumber
no clns congestion-threshold

Use theclns congestion-thresholdnterface configuration command to

set the congestion experienced bit if the output queue has more than the
specified number of packets in it.Aimbervalue of zero or theo form

of the command prevents this bit from being set. Usadtferm of this
command to remove the parameter setting and set it to 0.

number Number of packets that are allowed in the output
queue before the system sets the
congestion-experienced bit. The value zero (0)
prevents this bit from being set. The default is 4.

[no] clns dec-compatible

Use theclns dec-compatibleinterface configuration command to allow
ISHs sent and received to ignore the N-selector byte. Usetioem of
this command to disable this feature.
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[no] clns enable

Use theclns enableinterface configuration command if you do not
intend to perform any static or dynamic routing on an interface, but
intend to pass ISO CLNS packet traffic to end systems. Usetftem
of this command to disable ISO CLNS on a particular interface.

[no] cIns erpdu-interval milliseconds

Use thecins erpdu-interval interface configuration command to
determine the minimum interval time, in milliseconds, between error
PDUs (ERPDUSs). Anillisecondsvalue of zero or theo form of this
command turns off the interval and effectively sets no limit between
ERPDUs.

milliseconds Minimum interval time (in milliseconds) between
ERPDUSs. The default is 10 milliseconds.

[no] cIns esct-timeseconds

Use theclns esct-timeinterface configuration command to supply an ES
Configuration Timer (ESCT) option in a transmitted IS hello packet that
tells the end system how often it should transmit ES hello packet protocol
data units (PDUs). Use tim® form of this command to restore the

default value and disable this feature.

seconds Time, in seconds, between ESH PDBange is
from O through 65535The default is O seconds.

clns es-neighbomsap snpa
no clns es-neighbonsap

Use thecins es-neighboiinterface configuration command to list all end
systems that will be used when you manually specify the
NSAP-to-SNPA mapping. The SNPAs are the MAC addresses. Use the
no form of this command to delete the ES néigh

nsap Specific NSAP to map to the MAC address.
shpa Data link (MAC) address .
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clns filter-expr enameterm

clns filter-expr enamenot term

clns filter-expr enametermor term
clns filter-expr enameermand term
clns filter-expr enametermxor term
no clns filter-expr ename

Use one or morelns filter-expr global configuration commands to
combine CLNS filter sets and CLNS address templates into complex
logical NSAP pattern-matching expressions. fibdorm of this
command deletes the expression. There are many forms of this
command.

ename Alphanumeric name to apply to this filter
expression.

term Filter expression term. A term can be any of the
following:

ename—Another, previously defined, filter
expression.

shame(or destination snamg—A previously
defined filter set name, with the filter set applied
to the destination NSAP address.

sourcesname—A previously defined filter set
name, with the filter set applied to the source
NSAP address.
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clns filter-set snamepermit | deny] template
no clns filter-setsname

Use one or morelns filter-set global configuration commands to build
a list of CLNS address templates with associated permit and deny
conditions for use in CLNS filter expressions. CLNS filter expressions
are used in the creation and use of CLNS access listaoffban of this
command deletes the entire filter set.

shame Alphanumeric name to apply to this filter set.

permit |[deny  (Optional) Addresses matching the pattern
specified bytemplateare to be permitted or
denied. If neithepermit nor deny is specified,
permit is assumed.

template Address templategmplate alias name, or the
keyworddefault. Address templates and alias
names are described under the description of the
clns template-aliasglobal configuration
command. Thelefault keyword denotes a
zero-length prefix and matches any address.

clns holding-time seconds
no clns holding-time

Use thecins holding-time global configuration command to allow the
sender of an ESH or ISH to specify the length of time you consider the
information in the hello packets to be valid. You can restore the default
value (300 seconds or 5 minutes) by usingnhéorm of this command.

seconds Length of time in seconds during which the
information in the hello packets is considered
valid. The default is 300 seconds (5 minutes).
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clns hostname nsap

Use thecins hostglobal configuration command to define a
name-to-NSAP mapping that can then be used with commands requiring
NSAPs.

name Desired name for the NSAP. The first character
can be either a letter or a number, but if you use
a number, the operations you can perform are
limited.

nsap NSAP that the name maps to.

clns is-neighbornsap snpa
no clns is-neighbomsap

Use thecIns is-neighborinterface configuration command to list all
intermediate systems that will be used when you manually specify the
NSAP-to-SNPA mapping. The SNPAs are the MAC addresses. Use the
no form of this command to delete the specified IS neighbor.

nsap NSAP address of a specific intermediate system to
enter as a neighbor to a specific MAC address.
snpa Data link (MAC) address.

clns mtu size
no clns mtu

Use theclns mtuinterface configuration command to set the MTU
packet size for the interface. The form of this command restores the
default and maximum packet size.

size Maximum packet size in bytes. The minimum
value is 512; the default and maximum packet size
depends on the interface type.
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[no] cIns net{ net-addres$namé

Use theclns netglobal configuration command to assign a static address
for a router. If a router is configured to support ISO CLNS but is not
configured to dynamically route CLNS packets using ISO-IGRP or
IS-1S, use this command to assign an address to the routenolfbem

of this command removes any previously configured NET or NSAP
address.

net-address  Network Entity Title (NET). See this command in
theRouter Products Command Reference
publication for the algorithm used.

name CLNS host name to be associated with this
interface.

[no] cIns net{ nsap-addresgnamé

Use this form of thelns netcommand as an interface configuration
command to assign an NSAP address or name to a router interface. If a
router is configured to support ISO CLNS, but is not configured to
dynamically route CLNS packets using a ISO-IGRP or IS-1S, use this
command to assign an address to the routern®term of this

command removes any previously configured NSAP address.

nsap-address Specific NSAP address.
name Name to be associated with this interface.

clns packet-lifetimeseconds
no clns packet-lifetime

Use thecins packet-lifetimeglobal configuration command to specify
the initial lifetime for locally generated packets. Tweform of this
command removes the parameter’s settings.

seconds Packet lifetime in second$he default is
32 seconds.
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[no] cIns rdpdu-interval milliseconds

Use thecins rdpdu-interval interface configuration command to
determine the minimum interval time, in milliseconds, between redirect
PDUs (RDPDUSs). Anillisecondsvalue of zero or thao form of this
command turns off the interval rate and effectively sets no limit between
RDPDUs.

milliseconds Minimum interval time (in milliseconds) between
RDPDUs. The default is 100 milliseconds.

clns route nsap-prefix type numbgsnpa-addreds
no clns routensap-prefix

Use this form of thelns route global configuration command to create
an interface static route. The form of the command removes this route.

nsap-prefix Network service access point prefix. This value
is entered into a static routing table and used to
match the beginning of a destination NSAP. The
longest NSAP-prefix entry that matches is used.

type Interface type.
number Interface unit number.

snpa-address (Optional) Optional for serial links; required for
multiaccess networks.
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clns route nsap-prefix{ next-hop-net namé
no clns routensap-prefix

Use this form of thelns route global configuration command to enter a
specific static route. NSAPs that start withap-prefixare forwarded to
next-hop-nebr thenameof the next hop. Theo form of this command
removes this route.

nsap-prefix Network service access point prefix. This value
is entered into a static routing table and used to
match the beginning of a destination NSAP. The
longest NSAP-prefix entry that matches is used.

next-hop-net  Next-hop Network Entity Title. This value is
used to establish the next hop of the route for
forwarding packets.

name Name of the next hop node. This value can be
used instead of the rehop NET to establish
the next hop of the route for forwarding packets.

clns route defaultnsap-prefix type number
no clns route default

Use this form of thelns routedefault global configuration command to
configure a default zero-length prefix rather than type an NSAP prefix.
Theno form of this command removes this route.

nsap-prefix Network service access point prefix that is a
default zero-length prefix.

type Interface type. Specify the interface
immediately followed by the unit number; there
is no space between the two. For example,
ethernet3.

number Interface unit number.
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clns route nsap-prefixdiscard
no clns routensap-prefix

Use this form of thelns route discard global configuration command
to tell a router explicitly to discard packets with NSAP addresses that
match the specifiedsap-prefix Theno form of this command removes
this route.

nsap-prefix Network service access point prefix. This value
is entered into a static routing table and used to
match the beginning of a destination NSAP. The
longest NSAP-prefix entry that matches is used.

discard Explicitly tells a router to discard packets with
NSAPs that match the specifiadap-prefix

[no] clns route-cache

Use theclns route-cachenterface configuration command to allow fast
switching through the cache. To disable fast switching, usedaf@m
of this command.

[no] clns router isis[tad]

Use theclns router isisinterface configuration command to enable 1S-1S
routing for OSI on a specified interface. Use tloform of this
command with the appropriate area tag to disable 1S-IS on the interface.

tag (Optional) Meaningful name for a routing pess. If
not specified, a null tag is assumed. It must be unique
among all CLNS router processes for a given router.
Use the same text for the argumtayg as specified
in therouter isis global configuration command.
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clns router iso-igrp tag[level 24
no clns router iso-igrptag

Use theclns router iso-igrp interface configuration command to specify
ISO-IGRP routing on a specified interface. Userthdorm of this
command with the appropriate tag to disable ISO-IGRP routing on the
interface.

tag Meaningful name for routing process. It must be
unique among all CLNS router processes for a given
router. This tag should be the same as defined for the
routing process in theuter iso-igrp global
configuration command.

level 2 (Optional) Allows the interface to advertise Level 2
information.

[no] clns routing

Use theclns routing global configuration command to enable routing of
CLNS packets. Use theo form of this command to disable CLNS
routing.

[no] clns security pass-through

Use thecins security pass-throughglobal configuration command to
allow the router to pass packets that have security options set. To revert
to the default, use the form of this command.

[no] cIns send-erpdu

Use theclns send-erpduinterface configuration command to allow
CLNS to send an error PDU when the routing software detects an error
in a data PDU. To disable this function, usertbhérm of this command.

[no] cIns send-rdpdu

Use thecins send-rdpduinterface configuration command to allow
CLNS to send redirect PDUs (RDPDUs) when a better route for a given
host is known. To disable this function, userthéorm of this command.
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[no] clns split-horizon

Use thecins split-horizon interface configuration command to
implement split horizon for ISO-IGRP updates. Tieeform of this
command disables this feature.

clns template-aliasname template
no clns template-aliasame

Use one or morelns template-aliasglobal configuration commands to
build a list of alphanumeric aliases of CLNS address templates for use in
the definition of CLNS filter sets. Theo form of this command deletes

the alias.

name Alphanumeric name to apply as an alias for the
template.

template  Address template. Se¢leis command in thRouter
Products Command Referengeblication for more
information.

[no] clns want-erpdu

Use thecins want-erpdu global configuration command to specify
whether to request error PDUs on packets sourced by the routero The
form of this command removes the parameter’s settings.
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[no] distancevalue[clng]

Use thedistancerouter configuration command to configure the
administrative distance for CLNS routes learned. itvéorm of this
command restores the administrative distance to the default.

value Administrative distance, indicating the
trustworthiness of a routing information source. This
argument has a numerical value between 0 and 255.
A higher relative value indicates a lower
trustworthiness rating. Preference is given to routes
with smaller values. Defaults are: static routes—10;
ISO-IGRP routes—100; I1S-IS routes—110. The
default, if unspecified, is 110.

clns (Optional) CLNS-derived routes for 1S-IS.

[no] domain-password[password

Use thedomain-passwordrouter configuration command to configure
the routing domain authentication password. mbdorm of this
command disables the password.

password Password you assign

[no] ip domain-lookup nsap

Use thdép domain-lookup nsapglobal configuration command to allow
Domain Name System (DNS) queries for CLNS addre3sedisable
this feature, specify theo form of this command.
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[no] is-type{level-1]level-1-2 |level-2-only}

Use thes-type router configuration command to configure the IS-I1S
level at which the router is to operate. Tieeform of this command
resets the parameter to the default.

level-1 Causes the router to act as a station router.

level-1-2 Causes the router to act as both a station router
and an area router. This is the default.

level-2-only  Causes the router to act as an area router only.

[no] isis adjacerty-filter name[match-all]

Use thesis adjacency-filterinterface configuration command to filter
the establishment of IS-IS adjacencies. Usathferm of this command
to disable filtering of the establishment of IS-IS adjacencies.

name Name of the filter set or expression to apply.

match-all (Optional) All NSAP addresses must match the
filter in order to accept the adjacency. If not
specified (the default), only one address need
match the filter in order for the adjacency to be
accepted.
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isis circuit-type {level-1| level-1-2| level-2-only}
no isis circuit-type

Use thesis circuit-type interface configuration command to configure
the type of adjacency desired for the specified interfacen@ierm of
this command resets the circuit type to Level | and Level 2.

level-1 Level 1 adjacency can be established if there is at
least one area address in common between this
system and its neighbors.

level-1-2 Level 1 and 2 adjacency is established if the
neighbor is also configured &s/el-1-2and there
is at least one area in common. If there is no area
in common, a Level 2 adjacency is established.
This is the default.

level-2-only  Level 2 adjacency is established on the circuit. If
the neighboring router is a Level 1 only router, no
adjacency will be established.

[no] isis csnp-intervalsecondqlevel-1|level-2

Use thdsis csnp-intervalinterface configuration command to configure
the 1S-1S complete sequence number PDUs (CSNP) interval for the
specified interface. Theo form of this command restores the default
value.

seconds Interval of time in seconds between transmission
of CSNPs on multiaccess networks. (Only applies
for the designated router.) The default is 10
seconds.

level-1 Interval of time between transmission of CSNPs
for Level 1 independently.

level-2 Interval of time between transmission of CSNPs
for Level 2 independently.
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[no] isis hello-interval secondglevel-1]level-2

Use thesis hello-interval interface configuration command to specify

the length of time in seconds between hello packets that the router sends
on the specified interface. The form of this command restores the
default value.

seconds Unsigned integer value. A value three times
the hello intervakecondss advertised as the
holdtimein the hello packets transmitted. It
must be the same for all routers attached to a
common nework. With smaller hello
intervals, topological changes are detected
faster, but there is more routing traffic. The
default is 10 seconds.

level-1 Configure the hello interval for Level 1
independently. Use this on X.25, SMDS, and
Frame Relay multiaccess networks.

level-2 Configure the hello interval for Level 2
independently. Use with X.25, SMDS, and
Frame Relay multiaccess networks.

isis metric default-metric delay-metric expense-metric error-metric
{level-1]|level-Z
no isis metric{level-1| level-2

Use theisis metric interface configuration command to configure the
metric (or cost) for the specified interface. Tioeform of this command
restores the default metric value.

default-metric Metric used for the redistributed route. The
range is from O through 63. The defaultue
is 10.

delay-metric Not supported.
expense-metric  Not supported.

ISO CLNS Commands
448




error-metric Not supported.

level-1 The router acts as a station router (Level 1)
only.

level-2 The router acts as an area router (Level 2)
only.

isis passwordpassword level-1| level-2
no isis password level-1|level-2

Use thdsis passwordnterface configuration command to configure the
authentication password for a specified interface.fidrm of this
command disables authentication for IS-IS.

password Authentication password you assign for an
interface.
level-1 Configure the authentication password for

Level 1 independently. For Level 1 routing,
the router acts as a station router only.

level-2 Configure the authentication password for
Level 2 independently. For Level 2 routing,
the router acts as an area router only.

isis priority value{level-1|level-2
no isis priority {level-1|level-2
Use theisis priority interface configuration command to configure the

priority of this system for designated router election. idéorm of this
command resets priority to 64.

value Priority of a router; a number from 0 through
127. The default is 64.

level-1 Set priority of a router for Level 1
independently.

level-2 Set priority of a router for Level 2
independently.

ISO CLNS Commands
449




[no] isis retransmit-interval seconds

Use thdsis retransmit-interval interface configuration command to
configure the number of seconds between retransmission of 1S-IS
link-state PDU (LSP) retransmission for point-to-point links. fhe
form of this command restores the default value.

seconds  Integer that should be greater than the expected
round-trip delay between any two routers on the
attached network. The setting of this parameter
should be conservative, or needless retransmission
will result. The value should be larger farigl lines
and virtual links. The default is 5 seconds.

[no] iso-igrp adjacercy-filter name

Use theiso-igrp adjacency-filter interface configuration command to
filter the establishment of ISO-IGRP adjacencies. Usaatierm of this
command to disable filtering of the establishment of ISO-IGRP
adjacencies.

name Name of the filter set or expression to apply.

[no] match cIns addressiaame[name...namle

To define the address match criterion, usentlaéch clns address
route-map configuration command; routes that have a network address
matching one or more of the names—and that satisfy all other defined
match criteria—will be redistributed. To remove the match criterion, use
theno form of this command.

name Name of a standard address list, filter set, or
expression.
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[no] match cInsnext-hop name[name...name

Use thematch clns next-hoproute-map configuration command to
define the next-hop match criterion; routes that have a next-hop router
address matching one of the names—and that satisfy all other defined
match criteria—will be redistributed.

name Name of an access list, filter set, or expression.

[no] match cIns route-sourcename[name..namke

Use thematch clns route-sourceoute-map configuration command to
define the route-source match criterion; routes that have been advertised
by routers at the address specified by the name—and that satisfy all other
defined match criteria—will be redistributed. Use tioeform of this
command to remove the specified match criterion.

name Name of filter set or expression.

[no] match interfacetype numbeftype number...type numBer

Use thematch interface route-map configuration command to define

the interface match criterion; routes that have the next hop out one of the
interfaces specified—and that satisfy all other defined match
criteria—will be redistributed. Use the form of this command to

remove the specified match criterion.

type Interface type.

number Interface unit number.

[no] match metric metric-value

Use thematch metric route-map configuration command to define the
metric match criterion; routes that have the specified metric—and that
satisfy all other defined match criteria—will be redistributed. Usathe
form of this command to remove the specified match criterion.

metric-value Route metric. This can be an IGRP five-part
metric.
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[no] matchroute-type {level-1| level-2

Use thematch route-typeroute-map configuration command to define
the route-type match criterion; routes that have the specified route
type—and that satisfy all other defined match criteria—will be
redistributed. Use theo form of the command to remove the specified
match criterion.

level-1 IS-IS Level 1 routes.
level-2 IS-IS Level 2 routes.

metric weightsqos k1 k2 k3 k4 k5
no metric weights

Use themetric weights router configuration command to specify
different metrics for the ISO-IGRP routing protocol on CLNS. This
command allows you to configure the metric constants used in the
ISO-IGRP composite metric calculation of reliability and load. Use the
no metric weightscommand to return the fikeconstants to their default
values.

gos Quality of service. QOS defines
transmission quality and availability of
service. The value must be 0, tefault
metricvalue.

k1, k2, k3, k4, k5 Values that apply to ISO-IGRP for the
default metric QOS. Thievalues are metric
constants used in the ISO-IGRP equation
that converts an IGRP metric vector into a
scalar quantity. They are numbers from O
through 127; higher numbers mean a
greater multiplier effect. The defaults are
kl=1 k2=0;k3=1;k4=0;k5=0.
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[no] net network-entity-title

Use thenetrouter configuration command to configure a Network Entity
Title (NET) for the specified routing process. Tieform of this
command removes a specific NET; you must specify the NET.

network-entity-title Area addresses for the ISO-IGRP or IS-1S
area.

ping clns {host| addres}

Use theping user and privileged EXEC command to send ISO CLNS
echo packets to test the reachability of a remote host over a
connectionless OSI network.

clns CLNS protocaol.
host Host name of system to ping.
address Address okystem to ping.
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[no] redistribute protocol[tag] [route-map map-tag
redistribute {static [cIns |ip]}

Use theredistribute router configuration command to redistribute
routing informafon from one domain into another routing domain. The
no form of this command disables redistribution, or disables any of the
specified kgwords.

protocol Type of other routing protocol that is to be
redistributed as source of routesito the
current routing protocol being configured. The
keywords supported argo-igrp, isis, andstatic
[cIng].
The keywordstatic [cIng] is used to redistribute
CLNS prefix static routes. This causes the router
to inject any static CLNS routes into the domain.
The optionaklns keyword is used when
redistributing into I1S-IS.

tag (Optional) Meaningful name for a routing
process.

route-map (Optional) A route map should be interrogated

map-tag to filter the importation of routes from this

source routing protocol to the current routing
protocol. If not specified, all routes are
redistributed. If this keyword is specified, but no
route map tags are listed, no routes will be
imported. The argumentap-tagis the identifier
of a configured route map.

static The keywordstatic is used to redistribute static
routes. When used without the optional
keywords, this causes the router to inject any
OSiI static routes into an OSI domain.

clns (Optional) Theclns keyword is used when
redistributing OSI static routes into IS
domain.

ip (Optional) Theip keyword is used when

redistributing IP into an 1S-1S domain.
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[no] route-map map-tag[[permit | deny] | sequence-numbjer

Use theroute-map global configuration command, and the route-map
configuration command®atch andset, to define the conditions for
redistributing routes from one routing protocol into another. Each
route-map command has a list ofiatch andsetcommands associated
with it. Thematch commands specify thmatch criteria—the conditions
under which redistribution is allowed for the curremite-map. Theset
commands specify theet actions-the particular redistribution actions
to perform if the criteria enforced by theatch commands are met. The
no form of this command deletes the route map.

map-tag Meaningful name for the route map. The
redistribute command uses this name to
reference this route map. Multiple
route-maps can share the same map tag
name. Can either be an expression or a filter
set.

permit If the match criteria are met for this route
map, andgermit is specified, the route is
redistributed as controlled by the set
actions. If the match criteria are not met,
andpermit is specified, the next route map
with the same map-tag is tested. If a route
passes none of the match criteria for the set
of route maps sharing the same name, it is
not redistributed by that set.

deny If the match criteria are met for the route
map, andleny is specified, the route is not
redistributed, and no further route maps
sharing the same map tag name will be
examined.

sequence-number Number that indicates the position a new
route map is to have in the list of route maps
already configured with the same name. If
given with theno form of the command, it
specifies the position of the route map that
should be deleted.
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[no] router isis [tag]

Use therouter isis global configuration command to enable the I1S-IS
routing protocol on your router and to configure the 1S-IS routing
process. This command identifies the area the router will work in and lets
the router know that it will be routing dynamically rather than statically.
Theno form of this command with the appropriate tag disables IS-IS
routing for the system.

tag (Optional) Meaningful name for a routing process. If
it is not specified, a null tag is assumed. The
argumentag must be unique among all CLNS router
processes for a given router. Tlag argument is
used later as a reference to this process.

[no] router iso-igrp [tag]

Use therouter iso-igrp global configuration command to identify the
area the router will work iand let it know that it will be routing

dynamically using the ISO-IGRP protocol. Ti@form of this command
with the appropriate tag disables ISO-IGRP routing for the system.

tag (Optional) Meaningful name for a routing process.
For example, you could define a routing process
namedFinancefor the Finance department, and
another routing process namiarketingfor the
Marketing department. If not specified, a null tag is
assumed. Theag argument must be unique among
all CLNS router processes for a given router.
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[no] set level{level-1|level-2|level-1-2%

Use theset levelroute-map configuration command to specify the
routing level of routes to be advertised into a specified area of the routing
domain. Use theao form of this command to disable advertising the
specified routing level into a specified area.

level Redistributed routes are advertised into this
specified area of the routing domain. For IS-IS
destinations, the default valuelésel-2

level-1 Inserted in IS-IS Level 1 LSPs.
level-2 Inserted in IS-IS Level 2 LSPs.
level-1-2 Inserted into both Level 1 and Level 2 I1S-IS LSPs.

[no] set metricmetric-value
Use theset metric route-map configuration command to set the metric
value to give the redistributed routes.

metric Metric value to give the redistributed routes.
There is no default value.

metric-value Route metric. This can be an IGRP five-part
metric.

[no] set metric-type{internal | external}
Use theset metric-typeroute-map configuration command to set the
metric type to give redistributed routes.

metric-type  Metric type to give redistributed routes. There is
no default value.

internal IS-IS internal metric.

external IS-IS external metric.
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[no] set tagtag-value
Useset tagroute-map configuration command to set a tag value to
associate with the redistributed routes.

tag Tag value to associate with the redistributed route. If
not specified, the default action isftyward the tag
in the source routing protocol onto the new
destination protocol.

tag-value Name for the tag.

show clns

Use theshow cInsEXEC command to display information about the
CLNS network.

show clns cache

Use theshow clns cach&aXEC command to display the CLNS routing
cache. The cache contains an entry for each destination that has packet
switching enabledl he output of this command includes entries showing
each destination for which the router has switched a packet in the recent
past. This includes the router.

show clns es-neighborftype numbdr[detail]
Use theshow clns es-neighbor&XEC command to list the ES
neighbors (end-system adjacencies) that this router knows about.
type (Optional) Interface type.
number (Optional) Interface unit number.

detail (Optional) When specified, the areas associated with
the End Systems are displayed. Otherwise, a
summary display is provided.
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show clns filter-expr [namé [detail]
Use theshow clins filter-expr EXEC command to display one or all
currently defined CLNS filter expressions.

name (Optional) Name of the filter expression to display. If
none is specified, all are displayed.

detail (Optional) When specified, expressions are
evaluated down to their most primitive filter set
terms before being displayed.

show clns filter-setfnamé
Use theshow clins filter-setEXEC command to display one or all
currently defined CLNS filter sets.

name (Optional) Name of the filter set to display. If none is
specified, all are displayed.

show clns interface{type numbdr
Use theshow clIns interfaceEXEC command to list the CLNS-specific
information about each interface.

type (Optional) Interface type.

number (Optional) Interface unit number.

show clns is-neighborgtype numbdr{detail]

Use theshow clns is-neighbor&XEC command to display IS-IS related
information for IS-1S router adjacencies. Neighbor entries are sorted
according to the area in which they are located.

type (Optional) Interface type.

number (Optional) Interface unit number.

detail (Optional) When specified, the areas associated with
the Intermediate Systems are displayed. Otherwise, a
summary display is provided.

ISO CLNS Commands
459




show clns neighborgtype numbdr|detail]
Theshow clns neighborsEXEC command displays both ES and IS
neighbors.

type (Optional) Interface type.

number (Optional) Interface unit number.

detail (Optional) When specified, the area addresses
advertised by the neighbor in the hello messages is
displayed. Otherwise, a summary display is
provided.

show clns protocol[domain| area-tag

Use theshow cins protocolEXEC command to list the protocol-specific
information for each 1ISO-IGRP routing process in the router. There will
always be at least two routing processes, a Level 1 and a Level 2, and
there can be more.

domain (Optional) A particular ISO-IGRP routing domain.

area-tag  (Optional) A particular IS-IS area.

show clns route[nsag

Use theshow clns routeEXEC command to display all of the
destinations to which this router knows how to route packets.

Theshow cIns routecommand shows the I1S-IS Level 2 routing table as
well as static and ISO-IGRP learned prefix routes. This table stores IS-IS
area addresses and prefix routes. Destinations are sorted by category.

nsap (Optional) CLNS Network Service Access Point
address.

show clins traffic

Use theshow clns traffic EXEC command to list the CLNS packets this
router has seen.
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show isis databasélevel-1] [level-Z [I1] [I2] [detail] [Ispid]

Use theshow isis databas&XEC command to display the IS-IS link
state database. A summary display is provided if no options are specified.

level-1 (Optional) Displays the IS-IS link state database for

Level 1.

level-2 (Optional) Displays the IS-IS link state database for
Level 2.

11 (Optional) Abbreviation for the optidevel-1

12 (Optional) Abbreviation for the optidevel-2

detalil (Optional) When specified, the contents of each LSP
is displayed. Otherwise, a summary display is
provided.

Ispid (Optional) Link-state protocol ID (LSPID). Displays

the contents of the specified link state packet. The
LSPID must be of the form XXxx.XXXX.XXXX.yy-zz or
name.yy-zz. For a description of these values, see the
table in the “Usage Guidelines” for this command in
the Router Products Command Reference
publication.

show isis routes

Use theshow isis routes EXEC command to display the IS-IS Level 1
forwarding table for IS-IS learned routes.

show route-map[map-namg

Use theshow route-mapEXEC command to display all route-maps
configured or only the one specified.

map-name (Optional) Name of a specific route-map.
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[no] timers basicupdate-interval holddown-interval invalid-interval

Use thetimers basicrouter configuration command to configure
ISO-IGRP timers. Thao form of this command restores the default
values.

update-interval Time, in seconds, between the sending of
routing updates. The default value is
90 seconds.

holddown-interval ~Time, in seconds, a system or area router is
kept in holddown state, during which
routing information regarding better paths
is suppressed. (A router enters into a
holddown state when an updateket is
received that indicates the route is
unreachable. The route is marked
inaccessible and advertised as unreachable.
However, the route is still used for
forwarding packets.) When the holddown
interval expires, routes advertised by other
sources are accepted and the route is no
longer inaccessible. The default value is
145 seconds.

invalid-interval Time, in seconds, that a route remains in the
routing table after it has been determined
that it is not reachable. After that length of
time, the route is removed from the routing
table. The default value is 135 seconds.

trace

You can use th&race privileged EXEC command to trace routes on a
router configured with the ISO CLNS protocol.
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trace clnsdestination

Use therace clnsuser EXEC command to discover the CLNS routes the
router’s packets will actually take when traveling to their destination.

destination Destination address or host name on the
command line. The default parameters for the
appropriate protocol are assumed and the tracing
action begins.

which-route { nsap-addres$cins-namég

Use thewhich-route EXEC command if you want to know which
next-hop router will be used or if you have multiple processes running
and want to troubleshogburconfiguration. This command displays the
routing table in which the specified CLNS destination is found.

nsap-address CLNS destination netork address.

clns-name Destination host name.
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Novell IPX Commands

This chapter describes the function and displays the syntax of each
Novell IPX command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products
Command Referengaiblication.

[no] access-lisaccess-lisnumber{deny | permit}
source-networksource-noé [source-node-magk
[destination-networkdestination-nod¢destination-node-magk

To define a standard IPX access list, use the standard version of the
access-lisglobal configuration command. To remove a standard access
list, use theno form of this command.

access-list-number Number of the access list. This is a decimal
number from 800 to 899.

deny Denies access if the conditions are matched.
permit Permits acces$§the conditions are
matched.

source-network Number of the network from which the
packet is being sent. This is an eight-digit
hexadecimal number that uniquely
identifies a network cable segment. It can be
a number in the range 1 to FFFFFFFD. A
network number of 0 matches the local
network. A network number of —1 matches
all networks.

You do not need to specify leading zeros in
the network number. For example, for the
network number 000000AA, you can just
enter AA.
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source-node

source-node-mask

(Optional) Node orsource-networkrom
which the packet is being sent. This is a
48-bit value represented by a dotted triplet
of four-digit hexadecimal numbers

(XXX XXX XXRXK

(Optional) Mask to be applied to
source-nodeThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbergxxx. XXXX.XX3X
Place ones in the bit positions you want to
mask.

destination-network (Optional) Number of the nebrk towhich

destination-node

destination-node-
mask

the packet is being sent. This is an
eight-digit hexadecimal number that
uniquely identifies a network cable
segment. It can be a number in the range 1
to FFFFFFFD. A network number of O
matches the local network. A network
number of —1 matches all networks.

You do not need to specify leading zeros in
the network number. For example, for the
network number 000000AA, you can enter
AA.

(Optional) Node omlestination-networko
which the packet is being sent. This is a
48-bit value represented by a dotted triplet
of four-digit hexadecimal numbers
(XXXX XXX X XXRX

(Optional) Mask to be applied to
destination-nodeThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbersxxx. Xxxx.XxX3x
Place ones in the bit positions you want to
mask.
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[no] access-lisaccess-lishumber{deny | permit} protocol
[source-networ[[. source-nodesource-node-magk
[.source-node source-network-masiurce-node-magk
[source-sockéfdestination.networK[ .destination-node
destination-node-makk[.destinaton-rode
destination-network-mask.destination-noderijask
[destination-sockét

To define an extended Novell IPX access list, use the extended version
of theaccess-lisglobal configuration command. To remove an extended
access list, use the no form of this command.

access-list-number Number of the access list. This is a decimal
number from 900 to 999.

deny Denies access if the conditions are
matched.

permit Permits acced$the conditions are
matched.

protocol Number of an IPX protocol type, in

decimal. This also is sometimes referred to
as the packet type. The IPX protocol
numbers table in thRouter Products
Command Referengaiblication lists some
IPX protocol numbers.

source-network (Optional) Number of the network from
which the packet is being sent. This is an
eight-digit hexadecimal number that
uniquely identifies a network cable
segment. It can be a number in the range 1
to FFFFFFFD. A network number of O
matches the local network. A network
number of —1 matches all networks.

You do not need to specify leading zeros in
the network number. For example, for the
network number 000000AA, you can just
enter AA.
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source-node

source-network-

mask

source-node-mask

source-socket

destination-network

(Optional) Node orsource-networrom
which the packet is being sent. This is a
48-bit value represented by a dotted triplet
of four-digit hexadecimal numbers

(XX XXX XXRXK

(Optional) Mask to be applied to
source-networkThis is an eight-digit
hexadecimal mask. Place ones in the bit
positions you want to mask. The mask
must immediately be followed by a period,
which must in turn immediately be
followed bysource-node-mask

(Optional) Mask to be applied to
source-nodeThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbergxxx.XXXX.XXXx
Place ones in the bit positions you want to
mask.

Socket number from which the packet is
being sent, in hexadecimal. The IPX socket
numbers table in thRouter Products
Command Referengaiblication lists some
IPX protocol numbers.

(Optional) Number of the network to

which the packet is being sent. This is an
eight-digit hexadecimal number that
uniquely identifies a network cable
segment. It can be a number in the range 1
to FFFFFFFED. A network number of O
matches the local network. A network
number of —1 matches all networks.

You do not need to specify leading zeros in
the network number. For example, for the
network number 000000AA, you can enter
just AA.
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destination-node (Optional) Node omlestination-networko
which the packet is being sent. This is a
48-bit value represented by a dotted triplet
of four-digit hexadecimal numbers
(XK XXX XXRX

destination-network- (Optional) Mask to be applied to

mask destination-networKThis is an eight-digit
hexadecimal mask. Place ones in the bit
positions you want to mask. The mask
must immediately be followed by a period,
which must in turn immediately be
followed bydestination-node-mask

destination-node-  (Optional) Mask to be applied to

mask destination-nodeThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbergxxx.XXXX.XXXx
Place ones in the bit positions you want to
mask.

destination-socket  (Optional) Socket number to which the
packet is being sent, in hexadecimal. The
IPX socket numbers table in tReuter
Products Command Referenaeblication
lists some IPX socket numbers.

[no] access-lisaccess-lismumber{ deny | permit} network.nodg
[networknodemasH [service-typdserver-namp

To define an access list for filtering Service Advertisement Protocol
(SAP) requests, use the SAP filtering form of dlceess-lisglobal
configuration command. To remove the access list, usedlierm of
this command.

access-list-number Number of the SAP access list. This is a
decimal number from 1000 to 1099.

deny Denies access if the conditions are matched.
permit Permits access if the conditions are
matched.
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network

node

networknodemask

service-type

server-name

Network number. This is an eight-digit
hexadecimal number that uniquely
identifies a network cable segment. It can be
a number in the range 1 to FFFFFFFD. A
network number of O matches the local
network. A network number of —1 matches
all networks.

You do not need to specify leading zeros in
the network number. For example, for the
network number 000000AA, you can enter
AA.

(Optional) Node ometwork This is a

48-bit value represented by a dotted triplet
of four-digit hexadecimal numbergxxx.
XXXX XXXK

(Optional) Mask to be applied tetwork
andnode Place ones in the bit positions to
be masked.

(Optional) Service type on which to filter.
This is a hexadecimal number. A value of 0
means all services. The IPX SAP services
table in theRouter Products Command
Referenceublication lists examples of
service types.

(Optional) Name of the server providing the
specified service type. This can be any
contiguous string of printable ASCII
characters. Use double quotation marks

(* ") to enclose strings containing
embedded spaces. You can use an asterisk
(*) at the end of the name as a wildcard to
match one or more trailing characters.
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[no] area-addressaddress mask

To define a set of network numbers to be part of the current NLSP area,
use thearea-addressrouter configuration command. To remove a set of
network numbers from the current NLSP area, us@dferm of this
command.

address Network number prefix. This is a 32-bit
hexadecimal number.

mask Mask that defines the length of thewetk number
prefix. This is a 32-bit hexadecimal number.

clear ipx accounting[checkpoinf

To delete all entries in the accounting database when |BaUating is
enabled, use theear ipx accountingEXEC command. If the keyword
is not specified, all entries in the active database are deleted.

checkpoint (Optional) Clears the checkpointed database.

clear ipx cache

To delete entries from the IPX fast-switching cache, useléa ipx
cacheEXEC command.

clear ipx nlsp neighbors

To delete all NLSP adjacencies from the router’s adjacency database, use
theclear ipx nisp neighborsEXEC command.
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clear ipx route [network| *]

To delete routes from the IPX routing table, useclbar ipx route
EXEC command.

network (Optional) Number of the network whose routing
table entry you want to delete. This is an eight-digit
hexadecimal number that uniquely identifies a
network cable segment. It can be a number in the
range 1 to FFFFFFFD. You do not need to specify
leading zeros in the network number. For example,
for the network number 000000AA, you cjaist
enter AA.

* (Optional) Deletes all routes in the routing table.

clear ipx sse

To have the Cisco 7000 series route processor recompute the entries in
the IPX SSE fast-switching cache, use d¢hear ipx sseEXEC
command.

clear sse

To reinitialize the route processor on the Cisco 7000 series, udedhe
sseEXEC command.

[no] distribute-list access-list-numben [interface-namp

To filter networks received in updatese thedistribute-list in router
configuration command. To change or cancel the filter, usedlierm
of this command.

access-list-number Standard IPX access list number in the range
800 to 899. The list explicitly specifies
which newvorks are to be received amthich
are to be suppressed.

in Applies the access list to incoming routing
updates.
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interface-name

(Optional) Interface on which the access list
should be applied to incoming updatéso
interface is specified, the access list is
applied to all incoming updates.

[no] distribute-list access-list-numbesut [interface-namé

routing-procesk

To suppress networks from being advertised in updasesthe
distribute-list out router configuration command. Tancel this function,
use theno form of this command.

access-list-number Standard IPX access list number in the range

out

interface-name

routing-process

Novell IPX Commands

800 to 899. The list explicitly specifies
which networks are to be sent and which are
to be suppressed in routing updates.

Applies the access list to outgoing routing
updates.

(Optional) Interface on which the access list
should be applied to outgoing updates. If no
interface is specified, the access list is
applied to all outgoing updates.

(Optional) Name of a particular routing
processi{p oreigrp
autonomous-system-numher
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[no] ipx access-groupmccess-list-amber

To apply a generic output filter to an interface, ipseaccess-group
interface configuration command. To remove the access list, use the
form of this command.

access-list-number Number of the access list. All outgoing
packets defined with either standard or
extended access lists and forwarded through
the interface are filtered by the entries in
this access list. For standard access lists,
access-list-numbes a decimal number
from 800 to 899. For extended access lists,
access-list-numbes a decimal number
from 900 to 999.

[no] ipx accounting

To enable IPX accounting, use fip& accountinginterface
configuration command. To disable IPX accounting, usathi®rm of

this command.

[no] ipx accounting-listhumber mask

To filter the networks for which IPX accounting information is kept, use
theipx accounting-list global configuration command. To remove the
filter, use theno form of this command.

number Network nunber. This is an eight-digit hexadecimal
number that uniquely identifies a network cable
segment. It can be a humber in the range 1 to
FFFFFFFD. You do not need to specify leading zeros
in the network number. For example, for the network
number 000000AA you can enter AA.

mask Network mask.

Novell IPX Commands
475




[no] ipx accounting-thresholdthreshold

To set the maximum number of accounting database entries, upg the
accounting-thresholdglobal configuration command. To restore the
default, use thao form of this command.

threshold Maximum number of entries (source and destination
address pairs) that the router can accumulate. The
default is 512.

ip accounting-transits count
no ip accounting-transits

To set the maximum number of transit entries that will be stored in the
IPX accounting database, use e accounting-transits global
configuration command. To disable this function, useathform of this
command.

count Number of transit entries that will be stored in the
IPX accounting database. The default is 0.

[no] ipx advertise-default-route-onlynetwork

To advertise only the default route via the specified network, usgxthe
advertise-default-route-onlyinterface configuration command. To
advertise all known routes out the interface, usenthiorm of this
command.

network Number of the network via which to advertise the RIP
default route. This is the only network advertised.
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ipx backup-server-query-interval interval
no ipx backup-server-query-interval

To change the time between successive queries of each IPX Enhanced
IGRP neighbor’s backup server table, useiplxe
backup-server-query-interval global configuration command. To

restore the default time, use theform of this command.

interval Minimum time, in seconds, between successive
queries of each Enhanced IGRP neighbor’s backup
server table. The default is 15 seconds.

[no] ipx default-route

To forward towards the default networkkifown, all packets fowhich

a route to the destination networkiisknown, us¢heipx default-route
global configuration command. To discard all packets for which a route
to the destination network isiknown, use theo form of this command.

ipx delay ticks
no ipx delay

To set the tick count, use thex delayinterface configuration command.
To reset the default increment in the delay field, usathferm of this
command.

ticks Number of IBM clock ticks of delay to use. One
clock tick is 1/18th of a second (approximately
55 milliseconds). The default is determined from the
delay configured on the interface with tihelay
command. It is (interface delay + 333) / 334.
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ipx down network
no ipx down

To administratively shut down an IPX network, useithedown
interface configuration command. To restart the network, useahe
form of this command.

network Number of the network to shut down. This is an
eight-digit hexadecimal number that uniquely
identifies a network cable segment. It can be a
number in the range 1 to FFFFFFFD. You do not
need to specify leading zeros in the network number.
For example, for the network number 000000AA,
you can enter AA.

[no] ipx gns-reply-disable

To disable the sending of replies to IPX GNS queries, usgxthe
gns-reply-disableinterface configuration command. To return to the
default, use thao form of this command.

ipx gns-response-delaymillisecond$
no ipx gns-response-delay

To change the delay when responding to Get Nearest Server (GNS)
requests, use thpx gns-response-delaglobal configuration
command. To return to the default delay, usenthéorm of this
command.

milliseconds (Optional) Time, in milliseconds, that the router
waits after receiving a Get Nearest Server request
from an IPX client before responding with a
server name to that client. The default is zero,
which indicates no delay.
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[no] ipx gns-round-robin

To rotate using a round-robin selection method through a set of eligible
servers when responding to Get Nearest Server (GNS) requedtse use
ipx gns-round-robin global configuration command. To use the most
recently learned server, use tiheform of this command.

[no] ipx hello-interval eigrp autonomous-system-numissconds

To configure the interval between IPX Enhanced IGRP hello packets,
use thapx hello-interval eigrp interface configuration command. To
restore the default interval, use tiheform of this command.

autonomous-systemAutonomous system number. It can be a
number decimal integer from 1 to 65535.

seconds Interval between hello packets, in seconds.
The default interval is 5 seconds, which is
one-third of the default hold time.

[no] ipx helper-addressnetworknode

To forward broadcast packets (except type 20 propagation packets) to a
specified server, use tl@x helper-addressinterface configuration
command. To disable this function, use tioeform of this command.

network Network on which the target IPX server resides.
This is an eight-digit hexadecimal number that
uniquely identifies a network cable segment. It can
be a number in the range 1 to FFFFFFFD. A
network number of —1 indicates all-nets flooding.
You do not need to specify leading zeros in the
network number. For example, for the network
number 000000AA you can enter AA.

node Node number of the target Novell server. This is a
48-bit value represented by a dotted triplet of
four-digit hexadecimal numbersxXx.XXXX.XXX)x A
node number of FFFF.FFFF.FFFF matches all
servers.
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[no] ipx helper-list access-list-number

To assign an access list to an interface to control broadcast traffic
(including type 2(ropagaibn packets), use thipx helper-list interface
configuration command. To remove the access list from an interface, use
theno form of this command.

access-list-number Number of the access list. All outgoing
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listsaccess-list-numbeés a decimal
number from 800 to 899. For extended
access lists, it is a decimal number from 900
to 999.

[no] ipx hold-time eigrp autonomous-system-numtssconds

To specify the length of time a neighbor should consider IPX Enhanced
IGRP hello packets valid, use tipx hold-time eigrp interface
configuration command. To restore the default time, usadtferm of

this command.

autonomous-systemiPX Enhanced IGRP autonomous system

number number. It can be a decimal integer from 1 to
65535.
seconds Hold time, in seconds. The hold time is

advertised in hello packets and indicates to
neighbors the length of time they should
consider the sender valid. The default hold
time is 15 seconds, which is three times the
hello interval.
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[no] ipx input-network-filter access-list-number

To control which netiorks are added to the reuts routing table, use the
ipx input-network-filter interface configuration command. To remove
the filter from the interface, use the form of this command.

access-list-number Number of the access list. All incoming
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listsaccess-list-numbeés a decimal
number from 800 to 899. For extended
access lists, it is a decimal number from 900
to 999.

[no] ipx input-sap-filter access-list-number

To control which services are added to the router’'s SAP table, upe the
input-sap-filter interface configuration command. To remove the filter,
use theno form of this command.

access-list-number Number of the SAP access list. All
incoming packets are filtered by the entries
in this access list. The argument
access-list-numbes a decimal number
from 1000 to 1099.

ipx internal-network network-number
no internal-network [network-numbgr

To set an internal network number for use by NLSP and IPXWAN, use
theipx internal-network global configuration command. To remove an
internal network number, use the form of this command.

network-number Number of the internal network.
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ipx ipxwan [local-node{ network-numbef unnumbered}
local-server-name retry-interval retry-linjit

no ipxwan

To configure the IPXWAN protocol on a serial interface, usépke
ipxwan interface configuration command. To disable the IPXWAN
protocol, use theo form of this command.

local-node

network-number

unnumbered

Novell IPX Commands

(Optional) Primary network number of the
router. This is an IPX network numbiat

is unique across the entire internet. On
NetWare 3 servers, the primary ngork
number is called the internal network
number. The router with the higher number
is determined to be the link master. A value
of O causes the router to use the configured
internal network number.

(Optional) IPX network number to be used
if this router is the one determined to be the
link master. The number is an eight-digit
hexadecimal number that uniquely
identifies a network cable segment. It can be
a number in the range 1 to FFFFFFFD. A
value 0 is equivalent to specifying the
keywordunnumbered.

You do not need to specify leading zeros in
the network number. For example, for the
network number 000000AA you can

enter AA.

(Optional) Specifies that no IPX network
number is defined for the link. This is
equivalent to specifying a value of 0 for the
network-numbeargument.
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local-server-name (Optional) Name of the local router. It can
be up to 47 characters long, and can contain
uppercase letters, digits, underscores (),
hyphens (=), and at signs (@). On NetWare
3.x servers, this is the router namk@r our
routers, this is the name of the router as
configured via thdvostnamecommand
(that is, the name that precedes the standard
prompt, which is an angle bracket (>) for
EXEC mode or a pound sign (#) for
privileged EXEC mode).

retry-interval (Optional) Retry interval, in seconds. This
interval defines how often the router will
retry the IPXWAN startup negotiation if a
startup failure occurs. Retries will occur
until the retry limit defined by the
retry-limit argument is reached. It can be a
value from 1 through 600. The default is
20 seconds.

retry-limit (Optional) Maximum number of times the
router retries the IPXWAN startup
negotiation before taking the action defined
by theipx ipxwan error command. It can
be a value from 1 through 100. The default
is 3.

[no] ipx ipxwan error [shutdown | reset|resume

To define how to handle IPXWAN when a serial link fails, useiple
ipxwan error interface configuration command. To restore the default,
use theno form of this command.

reset (Optional) Resets the link when it fails. This is the
default action.

resume (Optional) When a link fails, IPXWAN ignores the
failure, takes no special action, and resumes the
connection.

shutdown (Optional) Shuts down the link when it fails.

Novell IPX Commands
483




[no] ipxwan static

To negotiate static routes on a link configured for IPXWAN, usépthe
ipxwan static interface configuration command. To disable static route
negotiation, use theo form of this command.

[no] ipx link-delay microseconds

To specify the link delay, use tigx link-delay interface configuration
command. To return to the default link delay, which is no delay, use the
no form of this command.

microseconds Delay, in microseconds. The default is no link
delay (a delay of 0).

[no] ipx maximum-hopshops

To set the maximum hop count allowed for IPX packets, usgthe
maximum-hop global configuration command. To return to the default
number of hops, use tm® form of this command.

hops Maximum number of hops considered to be
reachable by non-RIP routing protocols. Also,
maximum number of routers that an IPX packet can
traverse before being dropped. It can be a value from
16 through 254. The default is 16 hops.

ipx maximum-paths paths
no ipx maximum-paths

To set the maximum number of equal-cost paths the router uses when
forwarding packets, use tiiygx maximum-paths global configuration
command. To restore the default value, useatiferm of this command.

paths Maximum number of equal-cost paths which the
router will use. It can be an integer from 1 to 512.
The default is 1.
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[no] ipx netbios input-access-filter{ host | byteg name

To control incoming IPX NetBIOS messages, usdpienetbios
input-access-fiter interface configuration command. To remove the
filter, use theno form of this command.

host Indicates that the following argument is the name of
a NetBIOS access filter previously defined with one
or morenetbios access-list hostommands.

bytes Indicates that the following argument is the name of
a NetBIOS access filter previously defined with one
or morenetbios access-list bytesommands.

name Name of a NetBIOS access list.

[no] ipx netbios output-access-filted host | bytes name

To control outgoing NetBIOS messages, usdpkaetbios
output-access-filterinterface configuration command. To remove the
filter, use theno form of this command.

host Indicates that the following argument is the name of
a NetBIOS access filter previously defined with one
or morenetbios access-list hostommands.

bytes Indicates that the following argument is the name of
a NetBIOS access filter previously defined with one
or morenetbios access-list bytesommands.

name Name of a previously defined NetBIOS access list.
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ipx network numberencapsulationencapsulation-typgsecondary]
no ipx network numberencapsulationencapsulation-tyde

To enable IPX routing on a particular interface and to optionally select
the type of encapsulation (framing), use ifirenetwork interface
configuration command. To disable IPX routing, usenthéorm of this
command.

number Network nunber. This is an eight-digit
hexadecimal number that uniquely identifies a
network cable segment. It can be a humber in
the range 1 to FFFFFFFD.

You do not need to specify leading zeros in the
network number. For example, for the network
number 000000AA you can enter AA.
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encapsulation
encapsulation-

type

(Optional) Type of encapsulation. It can be one
of the following values:

arpa (for Ethernet interfaces only)—Use
Novell's Ethernet_Il encapsulation. This
encapsulation is recommended for networks
that handle both TCP/IP and IPX traffic.

hdlc (for serial interfaces only)—Use HDLC
encapsulation.

novell-ether (for Ethernet interfaces
only)—Use Novell's “Ethernet_802.3"
encapsulation, which consists of a standard
802.3 MAC header followed directly by the
IPX header with a checksum of FFFF. It is the
default encapsulation used by NetWare
Version 3.11.

sap (for Ethernet interfaces)—Use Novell's
Ethernet_802.2 encapsulation, which
consists of a standard 802.3 MAC header
followed by an 802.2 LLC header. This is the
default encapsulation used by NetWare
Version 4.0.

(for Token Ring interfaces)—This
encapsulation consists of a standard 802.5
MAC header followed by an 802.2 LLC
header.

(for FDDI interfaces)—This encapsulation
consists of a standard FDDI MAC header
followed by an 802.2 LLC header.

snap (for Ethernet interfaces)—Use Novell
Ethernet_Snap encapsulation, which consists
of a standard 802.3 MAC header followed by
an 802.2 SNAP LLC header.

(for Token Ring and FDDI interfaces)— This
encapsulation consists of a standard 802.5 or
FDDI MAC header followed by an 802.2
SNAP LLC header.
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secondary (Optional) Indicates an additional (secondary)
network configured after the first (primary)
network.

[no] ipx nlsp csnp-interval seconds

To configure the NLSP complete sequence number PDU (CSNP)
interval, use th@x nlsp csnp-interval interface configuration
command. To restore the default value, usetferm of this command.

seconds  Time, in seconds, between the transmission of
CSNPs on multiaccess networks. This interval
applies to the designated router only. The interval
can be a number in the range 1 to 600. The default is
30 seconds.

[no] ipx nisp enable

To enable NLSP routing on the primary network configured on this
interface or subinterface, use ipg nlsp enableinterface configuration
command. To disable NLSP routing on the primary network configured
on this interface or subinterface, use tioform of this command.

[no] ipx nisp hello-interval seconds

To configure the interval between the transmission of hello packets, use
theipx nlsp hello-interval interface configuration command. To restore
the default value, use time form of this command.

seconds  Time, in seconds, between the transmission of hello
packets on the interface. It can be a decimal integer
in the range 1 to 1600. The default is 10 seconds for
the designated router and 20 seconds for
nondesignated routers.
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[no] ipx nlsp metric metric-number

To configure the NLSP cost for an interface, usepgikenlsp metric
interface configuration command. To restore the default cost, use the
form of this command.

metric-number Metric value for the interface. It can be a
decimal integer from O to 63. The default
varies based on the throughput of the link
connected to the interface.

[no] ipx nlsp priority priority-number

To configure the election priority of the specified interface for designated
router election, use thpx nlsp priority interface configuration
command. To restore the default priority, usertbdorm of this

command.

priority-number Election priority of the designated router for
the specified interface. This can be a
number in the range 0 to 127. This value is
unitless. The default is 44.

[no] ipx nlsp retransmit-interval seconds

To configure the link-state packet (LSP) retransmission interval on
WAN links, use thépx nisp retransmit-interval interface
configuration command. To restore the default interval, usedlierm
of this command.

seconds LSP retransmission interval, in seconds. This can be
a number in the range 1 to 30. The default is
5 seconds.

Novell IPX Commands
489




[no] ipx nisp rip [on | off | auto]

To configure RIP compatibility when NLSP is enabled, uségkhalsp
rip interface configuration command. To restore the default, usesthe
form of this command.

on

off

auto

(Optional) Always generates and sends RIP periodic
traffic.

(Optional) Never generates and sends RIP periodic
traffic.

(Optional) Sends RIP periodic traffic only if another
RIP router in sending periodic RIP traffic. This is the
default.

[no] ipx nisp sap[on | off | auto]

To configure SAP compatibility when NLSP in enabled, uséathalsp
sapinterface configuration command. To restore the default, usethe
form of this command.

on

off

auto

(Optional) Always generates and sends SAP periodic
traffic.

(Optional) Never generates and sends SAP periodic
traffic.

(Optional) Sends SAP periodic traffic only if another
SAP router in sending periodic SAP traffic. This is
the default.
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[no] ipx output-gns-filter access-lismumber

To control which servers are included in the Get Nearest Server (GNS)
responses sent by the router, usepikeutput-gns-filter interface
configuration command. To remove the filter from the interface, use the
no form of this command.

access-list-number Number of the SAP access list. All outgoing
GNS packets are filtered by the entries in
this access list. The argument
access-list-numbés a decimal number
from 1000 to 1099.

[no] ipx output-network-filter access-list-number

To control the list of networks included in routing updates sent out an
interface, use thigx output-network-filter interface configuration
command. To remove the filter from the interface, usatiferm of this
command.

access-list-number Number of the access list. All outgoing
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listsaccess-list-numbes a decimal
number from 800 to 899. For extended
access lists, it is a decimal number from 900
to 999.
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ipx output-rip-delay delay
no ipx output-rip-delay

To adjust the delay between the individual packets sent in a
multiple-packet routing update, use th& output-rip-delay interface
configuration command. To return to the default value, usadlierm
of this command.

delay Delay, in milliseconds, between packets in a
multipacket RIP update. The default delay is O (that
is, no delay). The delay recommended by Novell is
55 ms.

ipx output-sap-delaydelay
no ipx output-sap-delay

To set a delay between packets sent in a multipacket Service
Advertisement Protocol (SAP) update, useifheoutput-sap-delay
interface configuration command. To disable the delay mechanism, use
theno form of this command.

delay Delay, in milliseconds, between packets in a
multipacket SAP update. The default delay is O (that
is, no delay). The delay recommended by Novell is
55 ms.

[no] ipx output-sap-filter access-lismumber

To control which services are included in Service Advertisement
Protocol (SAP) updates sent by the router, us@theutput-sap-filter
interface configuration command. To remove the filter, us@éhferm
of this command.

access-list-number Number of the SAP access list. All outgoing
service advertisements are filtered by the
entries in this access list. The argument
access-list-numbes a decimal number
from 1000 to 1099.
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[no] ipx pad-process-switched-packets

To control whether odd-length packets are padded so as to be
sent as even-length packets on an interface, uspxhe
pad-process-switched-packetmterface configuration command.
To disable padding, use the form of this command.

[no] ipx ping-default {cisco| novell}

To select the ping type that the router transmits, uspxhgng-default
global configuration command. To return to the default ping type, use the
no form of this command.

cisco Transmits standard Cisco pings. This is the default.
novell Transmits standard Novell pings.

[no] ipx rip-max-packetsizebytes

To configure the maximum packet size of RIP updates sent out the
interface, use thigx rip-max-packetsizeinterface configuration
command. To restore the default packet size, usedlierm of this
command.

bytes Maximum packet size in bytes. The default is 432
bytes, which allows for 50 routes at 8 bytes each
plus a 32-byte IPX RIP header.

[no] ipx rip-multiplier multiplier

To configure the interval at which a network’s or server’s RIP entry ages
out, use thépx rip-multiplier interface configuration command. To
restore the default interval, use theform of this command.

multiplier ~ Multiplier used to calculate the interval at which to
age out RIP routing table entries. This can be any
positive integer. The value you specify is multiplied
by the RIP update interval to determine the
aging-out interval. The default is three times the
RIP update interval.
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ipx route { network| default} networknode[floating-static]
no ipx route

To add a static route to the routing table, usepkeoute global
configuration command. To remove a route from the routing table, use
theno form of this command.

network Network to which you want to establish a static
route.

This is an eight-digit hexadecimal number that
uniquely identifies a network cable segment. It
can be a number in the range 1 to FFFFFFFD.
You do not need to specify leading zeros in the
network number. For example, for the network
number 000000AA, you can just enter AA.

default Default network number as defined by the
default-route global configuration command.

networknode  Router to which to forward packets destined for
the specified network.

The argumennetworkis an eight-digit
hexadecimal number that uniquely identifies a
network cable segment. It can be a number in
the range 1 to FFFFFFFD. You do not need to
specify leading zeros in the mairk nunber.

For example, for the network number
0O0OO00AA, you can enter AA.

The argumennodeis the node number of the
target router. This is a 48-bit value represented
by a dotted triplet of four-digit hexadecimal
nUMbErs XXXX.XXXX.XXXX

floating-static  (Optional) Specifies that this route is a
floating-static route. This is a static route that
can be overridden by a dynamically learned
route.
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[no] ipx route-cache[cbus|ssé

To enable IPX fast switching and autonomous switching, usipxhe
route-cacheinterface configuration command. To disable fast
switching, use theo form of this command. If no keywords are
specified, fast switching is enabled. By default, fast switching is enabled,
and autonomous switching and SSE switching are disabled.

cbus (Optional) Enables IPX autonomous switching.

sse (Optional) Enables SSE fast switching.

ipx router {eigrp autonomous-system-numbeisp |rip }

To specify the routing protocol to use, useitherouter global
configuration command.

eigrp Enables the Enhanced IGRP routing
autonomous-systemprotocol. The argument
number autonomous-system-numbeithe 1PX

Enhanced IGRP autonomous system
number. It can be a decimal integer from 1 to

65535.

nisp Enables the NLSP routing protocol.

rp Enables the RIP routing protocol. It is on by
default.
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ipx router-filter access-list-nmber
no ipx router-filter

To control the routers from which packets are accepted, ugexthe
router-filter interface configuration command. To remove the filter
from the interface, use thm form of this command.

access-list-number Number of the access list. All incoming
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listsaccess-list-numbes a decimal
number from 800 to 899. For extended
access lists, it is a decimal number from 900
to 999.

[no] ipx router-sap-filter access-list-number

To filter Service Advertisement Protocol (SAP) messages received from
a particular router, use tl@x router-sap-filter interface configuration
command. To remove the filter, use tieeform of this command.

access-list-number Number of the access list. All incoming
service advertisements are filtered by the
entries in this access list. The argument
access-list-numbes a decimal number
from 1000 to 1099.
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ipx routing [nodq
no ipx routing

To enable IPX routing, use tlix routing global configuration
command. To disable IPX routing, use tieform of this command.

node (Optional) Node number of the router. This is a
48-bit value represented by a dotted triplet of
four-digit hexadecimal numbergxxx.xxxx.xx3x It
must not be a multicast address.

If you omitnode the router uses the hardware MAC
address currently assigned to it as its node address.
This is the MAC address of the first Ethernet, Token
Ring, or FDDI interface card. If no satisfactory
interfaces are present in the router (such as only
serial interfaces), you must specifgde

[no] ipx sapservice-type name netwonlode socket hop-count

To specify static Service Advertisement Protocol (SAP) entries, use the
ipx sap global configuration command. To remove static SAP entries,
use theno form of this command.

service-type SAP service-typaumber. The sample IPX SAP
services table in thRouter Products Command
Referencdists some IPX SAP services.

name Name of the server that provides the service.
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networknode  Network number and node address of the server.

The argumenhetworkis an eight-digit
hexadecimal number that uniquely identifies a
network cable segment. It can be a humber in
the range 1 to FFFFFFFD. You do not need to
specify leading zeros in the mairk number.

For example, for the network number
000000AA you can enter just AA.

The argumenhodeis the node number of the
target Novell server. This is a 48-bit value
represented by a dotted triplet of four-digit
hexadecimal numbersxxx.xxxx.xxxx

socket Socket number for this service. The IPX socket
numbers table in thRouter Products Command
Referenceublication lists some IPX socket
numbers.

hop-count Number of hops to the server.

[no] ipx sap-incremental[eigrp autonomous-system-number
[rsup-only]

To send SAP updates only when a change occurs in the SAP table, use
theipx sap-incremental eigrpinterface configuration command. To
send periodic SAP updates, use ilosform of this command.

autonomous-system{Optional) IPX Enhanced IGRP autonomous
number system number. It can be a decimal integer
from 1 to 65535.

rsup-only (Optional) Indicates that the system uses
Enhanced IGRP on this interface to carry
reliable SAP update information only. RIP
routing updates are used, and Enhanced
IGRP routing updates are ignored.
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ipx sap-interval interval
no ipx sap-interval

To configure less frequent Service Advertisement Protocol (SAP)
updates over slow links, use fip& sap-interval interface configuration
command. To return to the default value, usenthéorm of this
command.

interval Interval, in minutes, between SAP updates sent by
the router. The default value is 1 minuteintierval
is 0, periodic updates are never sent.

[no] ipx sap-max-packetsizéytes

To configure the maximum packet size of SAP updates sent out the
interface, use thipx sap-max-packetsizenterface configuration
command. To restore the default packet size, usedlierm of this
command.

bytes Maximum packet size in bytes. The default is 480
bytes, which allows for seven servers (64 bytes
each) plus a 32-byte IPX SAP header.

[no] ipx sap-multiplier multiplier

To configure the interval at which a metrk’s or server’'s SAP entrygas
out, use thépx sap-multiplier interface configuration command. To
restore the default interval, use theform of this command.

multiplier ~ Multiplier used to calculate the interval at which to
age out SAP routing table entries. This can be any
positive integer. The value you specify is multiplied
by the SAP update interval to determine the
aging-out interval. The default is three times the
SAP update interval.
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ipx sap-queue-maximumnumber
no ipx sap-interval

To configure the maximum length of the queue of pending input SAP
GNS requests and SAP query packets, usipxsap-queue-maximum
global configuration command. To return to the default value, ugethe
form of this command.

number Maximum length of the queue of pending SAP
requests. By default, there is no limit to the number
of pending SAP requests that the router stores in
this queue.

[no] ipx source-network-update

To repair corrupted network numars, use thigx
source-network-updateinterface configuration command. To
disable this feature, use the form of this command.

[no] ipx split-horizon eigrp autonomous-system-number

To configure split horizon, use tlgx split-horizon eigrp interface
configuration command. To disable split horizon, usenthform of this
command.

autonomous-systemiPX Enhanced IGRP autonomous system
number number. It can be a decimal integer from 1 to
65535.

[no] ipx throughput bits-per-second

To configure the throughput, use tipe throughput interface
configuration command. To restore the default throughput, usgthe
form of this command.

bits-per-second Throughput, in bits per second. No default
throughput is defined.
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[no] ipx type-20-helpered

To forward IPX type 20 propagation packet broadcasts to specific
network segments, use tipx type-20-helperedinterface configuration
command. To disable this function, use tioeform of this command.

[no] ipx type-20-input-checks

To restrict the acceptance of IPX type 20 propagation packet broadcasts,
use thapx type-20-input-checksglobal configuration command. To
remove these restrictions, use tteeform of this command.

[no] ipx type-20-output-checks

To restrict the forwarding of IPX type 20 propagation packet broadcasts,
use thapx type-20-output-checksglobal configuration command. To
remove these restrictions, use tteeform of this command.

[no] ipx type-20-propagation

To forward IPX type 20 propagation packet broadcasts to otheoriet
segments, use thiex type-20-propagationinterface configuration
command. To disable both the reception and forwarding of type 20
broadcasts on an interface, usernbdorm of this command.

ipx update-time interval
no ipx update-time

To adjust the IPX routing update timers, useifixeupdate-time
interface configuration command. To restore the default value, use the
form of this command.

interval Interval, in seconds, at which IPX routing updates
are sent. The default is 60 seconds. The minimum
interval is 10 seconds.
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[no] ipx watchdog-spoof

To have the router respond to a server’s watchdog packbehaif of a
remote client, use thpx watchdog-spoofinterface configuration
command. To disable spoofing, use tieeform of this command.

[no] Isp-gen-interval seconds

To set the minimum interval at which link-state packets (LSPs) are
generated, use thgp-gen-interval router configuration command. To
restore the default interval, use tiheform of this command.

seconds Minimum interval, in seconds. It can be a number in
the range 0 through 120. The default is 5 seconds.

[no] Isp-mtu bytes

To set the maximum size of a link-state packet (LSP), ussghatu
router configuration command. To restore the default MTU size, use the
no form of this command.

bytes MTU size, in bytes. It can be a decimal number in
the range 512 through 4096. The default is 512 bytes.

[no] Isp-refresh-interval seconds

To set the link-state packet (LSP) refresh interval, use the
Isp-refresh-interval router configuration command. To restore the
default refresh interval, use the form of this command.

seconds Refresh interval, in seconds. It can be a value in the
range 1 through 50000 seconds. The default is
7200 seconds.
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[no] max-Isp-lifetime seconds

To set the maximum time that link-state packets (LSPs) persist, use the
max-Isp-lifetime router configuration command. To restore the default
time, use thao form of this command.

seconds Lifetime of LSP, in seconds. It can be a number in
the range 1 through 50000 seconds. The default is
7500 seconds.

[no] netbios access-list hostame{deny | permit} string
[no] netbios access-list bytesame{deny | permit} offset byte-pattern

To define an IPX NetBIOS access list filter, usenkéios access-list
interface configuration command. To remove a filter, usatiferm of
the command.

host Indicates that the following argument is the name
of a NetBIOS access filter previously defined with
one or moreetbios access-list hostommands.

bytes Indicates that the following argument is the name
of a NetBIOS access filter previously defined with
one or moreetbios access-list bytesommands.

name Name of the access list being defined. The name
can be an alphanumeric string.

deny Denies access if the conditions are matched.

permit Permits acces$the conditions are matched.

string Character string that identifies one or more

NetBIOS host name#.can be up to 14 characters
long. The argumenstringcan include the
following wildcard characters:

» *—Match one or more characters. You can use
this wildcard character only at the end of a
string.

» ?—Match any single character.
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offset Decimal number that indicates the number of
bytes into the packet at which the byte comparison
should begin. An offset of 0 indicates the
beginning of the NetBIOS packet header, which is
at the end of the IPX header.

byte-pattern Hexadecimal pattern that represents the byte
pattern to match. It can be up to 16 bytes (32
digits) long and must be an even number of digits.
The argumenbyte-patterncan include the
following wildcard character:

» **_—_Match any digits for that byte.

[no] network { network-numbet all}

To enable IPX Enhanced IGRP on the router, usaé¢hsork
IPX-router configuration command. To disable IPX Enhanced IGRP on
the router, use theo form of this command.

network-number IPX network number.

all Enables the routing protocol for all IPX
networks configured on the router.

ping [ipx] [addres$

To check host reachability and network connectivity, useiting
privileged EXEC command.

ipXx (Optional) Specifies the IPX protocol.
address (Optional) Address of system to ping.

ping ipx {host| addres$

To check host reachability and network connectivity, useittg ipx
user EXEC command.

ipXx Specifies the IPX protocol.
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host Host name of system to ping.

address Address of system to ping.

[no] redistribute {rip | eigrp autonomoussystem-numbgrconnected|
static | floating-static}

To redistribute from one routing domain into another, and vice versa, use
theredistribute IPX-router configuration command. To disable this
feature, use theo form of this command.

rip Specifies the RIP protocol.

eigrp Specifies the Enhanced IGRP protocol and
autonomous-systemthe autonomous system number. It can be a
number decimal integer from 1 to 65535.

connected Specifies connected routes.

static Specifies static routes.

floating-static Specifies a floating static route. This is a

static route that can be overridden by a
dynamically learned route.

show ipx accounting[checkpoinf]

To display the active @ounting or checkpointed database, useskioav
ipx accounting EXEC command.

checkpoint  (Optional) Displays entries in the checkpointed
database.

show ipx cache

To display the contents of the IPX fast-switching cache, ushthe ipx
cacheEXEC command.
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show ipx eigrp neighbors[serverg [autonomous-system-number
interfacq

To display the neighbors discovered by Enhanced IGRP, ushohe
ipx eigrp neighborsEXEC command.

servers (Optional) Displays the server list advertised
by each neighbor. This is displayed only if
theipx sap incrementalcommand is
enabled on the interface on which the
neighbor resides.

autonomous-system{Optional) Autonomous system number. It
number can be a decimal integer from 1 to 65535.

interface (Optional) Interface type and number.

show ipx eigrp topology[network-numbdr

To display the IPX enhanced IGRP topology table, usslibes ipx
eigrp topology EXEC command.

network-number  (Optional) IPX network number whose
topology table entry to display

show ipx interface[type numbdr

To display the status of the IPX interfaces configured in the router and
the parameters configured on each interface, usshthe ipx interface
privileged EXEC command.

type (Optional) Interface type. It can be one of the
following types: asynchronous, dialer, Ethernet
(IEEE 802.3), FDDI, loopback, null, serial,
Token Ring, or tunnel.

number (Optional) Interface number.
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show ipx nlspdatabase[lspid] [detail]

To display the entries in the link-state packet (LSP) database, use the
show ipx nlspdatabaseEXEC command.

Ispid (Optional) Link-state protocol ID (LSPID). You
must specify this in the formakxxxXXxxXxxxxyy-zz
or nameyy-zz

detail (Optional) Displays the contents of the LSP
database entries. If you omit this keyword, only a
summary display is shown.

show ipx nlsp neighborqginterfacq [detail]

To display the router's NLSP neighbors and their states, usadheipx
nlsp neighborsEXEC command.

interface (Optional) Interface type and number.

detalil (Optional) Displays detailed information about the
neighbor. If you omit this keyword, only a summary
display is shown.

show ipx route [networl [default] [detailed]

To display the contents of the IPX routing table, useshimav ipx route
user EXEC command.

network (Optional) Number of the network whose routing
table entry you want to display. This is an
eight-digit hexadecimal number that uniquely
identifies a network cable segment. It can be a
number in the range 1 to FFFFFFFD. You do not
need to specify leading zeros in the network
number. For example, for the network number
O0O0000AA, you caljust enter AA.

default (Optional) Displays the default route.
detailed (Optional) Displays detailed route information.
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show ipx servers[sorted [name | net | type]]

To list the IPX servers discovered through SAP advertisementthaise
showipx serversuser EXEC command.

unsorted (Optional) Does not sort entries when displaying
IPX servers.

sorted (Optional) Sorts the display of IPX servers
according to the kavord that follows.

name (Optional) Displays the IPX servers alphabetically
by server name.

net (Optional) Displays the IPX servers numerically by
network number.

type (Optional) Displays the IPX servers numerically by
SAP service type. This is the default.

show ipx traffic

To display information about the number and type of IPX packets
transmitted and received by the router, usestimv ipx traffic user
EXEC command.

[no] spf-interval seconds

To control how often the router performs the Shortest Path First (SPF)
calculation, use thepf-interval router configuration command. To
restore the default interval, use theform of this command.

seconds Minimum amount of time between Shortest Path
First (SPF) calculations, in seconds. It can be a
number in the range 1 tiugh 120. The default is 5
seconds.
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XNS Commands

This chapter describes the function and displays the syntax of each XNS
command. For more information about defaults and usage guidelines, see
the corresponding chapter of tReuter Products Command Reference
publication.

access-lislaccess-list-numbegrdeny | permit}
source-networksource-addresfsource-address-maBk
[destination-netwoikdestination-address
[destination-address-malk

no access-lisaccess-list-nmber

To define a standard XNS access list, use the standard version of the
access-lisglobal configuration command. To remove a standard access
list, use theno form of this command.

access-list-number Number of the access list. This is a decimal
number from 400 to 499.

deny Denies access if the conditions are
matched.

permit Permits acces$the conditions are
matched.
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source-network

source-address

Number of the network from which the
packet is being sent. This is a 32-bit
decimal number. You can omit leading
zeros. A network number of —1 matches all
networks.

Note that you enter the network number in
decimal, and this number is expressed in
decimal format in our configuration files
and routing tables. However, the router
internally converts the network number
into hexadecimal. Network analyzers also
display the netork nunber in

hexadecimal.

(Optional) Host orsource-networrom
which the packet is being sent. This is a
48-bit hexadecimal value represented as a
dotted triplet of four-digit hexadecimal
NUMbErs XXXX.XXXX. XXX

source-address-maskOptional) Mask to be applied to
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source-addressThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbergxxx.XXxXxX.XXXx
Place ones in the bit positions you want to
mask.
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destination-network

destination-address

destination-address-
mask

(Optional) Number of the network to
which the packet is being sent. This is a
32-bit decimal number. A network number
of —1 matches all neforks.

You can omit leading zeros from the
network number.

Note that you enter the network number in
decimal, and this number is expressed in
decimal format in our configuration files
and routing tables. However, the router
internally converts the network number
into hexadecimal. Network analyzers also
display the netork nunber in

hexadecimal.

(Optional) Host ordestination-networko
which the packet is being sent. This is a
48-bit hexadecimal value represented as a
dotted triplet of four-digit hexadecimal
NUMbErs XXXX.XXXX. XXX

(Optional) Mask to be applied to
destination-addressThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbergxxx.XXXxX.XXXx
Place ones in the bit positions you want to
mask.
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[no] access-lisaccess-lishumber{deny | permit} protocol
[source-networksource-host
[source-network-masJsource-host-maslsource-socket
[destination-network.destinaton-host
[destination-network-masikestination-host-magk
destination-sockgtpep]]]

To define an extended XNS access list, use the extended version of the
access-lisglobal configuration command. To remove an extended
access list, use thm form of this command.

access-list-number Number of the access list. This is a decimal
number from 500 to 599.

deny Denies access if the conditions are
matched.

permit Permits acces$the conditions are
matched.

protocol Number of an XNS protocol, in decimal.

See the documentation accompanying your
host's XNS implementation for a list of
protocol humbers.

source-network (Optional) Number of the network from
which the packet is being sent. This is a
32-bit decimal number. A network number
of —1 matches all neforks.

You can omit leading from the network
number.

Note that you enter the network number in
decimal, and this number is expressed in
decimal format in our configuration files
and routing tables. However, the router
internally converts the network number
into hexadecimal. This means, for
instance, that a ne@brk andyzer will

display the netork nurber in

hexadecimal.
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source-host

source-network-
mask

source-host-mask

source-socket

(Optional) Host orsource-networrom
which the packet is being sent. This is a
48-bit hexadecimal value represented as a
dotted triplet of 4-digit hexadecimal
nuMbers xXxx.XXXX.XXQX

(Optional) Mask to be applied to
source-networkThis is an eight-digit
hexadecimal mask. Place ones in the bit
positions you want to mask.

The mask must immediately be followed
by a period, which must in turn
immediately be followed by
source-host-mask

(Optional) Mask to be applied to
source-hostThis is a 48-bit value
represented as a dotted triplet of
four-digit hexadecimal numbers
(xxxx.xxxx.xxX¥x Place ones in the bit
positions you want to mask.

Number of the socket from which the
packet is being sent. This is a 16-bit
decimal value. See the documentation
accompanying your host’'s XNS
implementation for a list of socket
numbers.
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destination-network

destination-host

destination-network-
mask

destination-host-
mask
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(Optional) Number of the network to
which the packet is being sent. This is a
32-bit decimal number. A network number
of —1 matches all neforks.

You can omit leading zeros from the
network number.

Note that you enter the network number in
decimal, and this number is expressed in
decimal format in our configuration files
and routing tables. However, the router
internally converts the network number
into hexadecimal. This means, for
instance, that a nebrk andyzer will

display the netork nunber in

hexadecimal.

(Optional) Host ordestination-networko
which the packet is being sent. This is a
48-bit hexadecimal value represented as a
dotted triplet of four-digit hexadecimal
NUMbErs XXXX.XXXX. XXX

(Optional) Mask to be applied to
destination-networKThis is an eight-digit
hexadecimal mask. Place ones in the bit
positions you want to mask.

The mask must immediately be followed
by a period, which must in turn
immediately be followed by
destination-host-mask

(Optional) Mask to be applied to
destination-hostThis is a 48-bit value
represented as a dotted triplet of four-digit
hexadecimal numbersxXxx. XxXxx.XxXXx
Place ones in the bit positions you want to
mask.
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destination-socket  (Optional) Number of the socket to which
the packet is being sent. This is a 16-bit
decimal value. See the documentation
accompanying your host's XNS
implementation for a list of socket
numbers.

pep (Optional) Packet Exchange Protocol
type. PEP is a connectionless-oriented
protocol that uses XNS Type 4 IDP frames.

ping xns address

To check host reachability and network connectivity, useiting user
EXEC command.

XNns Specifies the XNS protocol.
address Address of system to ping.
ping

To check host reachability and network connectivity, useiting
privileged EXEC command.

show xns cache

To display the contents of the XNS fast-switching cache, usshthe
xns cacheEXEC command.
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show xns interface[type numbdr

To display the status of the XNS interfaces configured in the router and
the parameters configured on each interface, usshthe xns interface
EXEC command.

type (Optional) Interface type. It can be one of the
following types: asynchronous, dialer, Ethernet
(IEEE 802.3), loopback, null, serial, or tunnel.

number (Optional) Interface number.

show xns route[network

To display the contents of the XNS routing table, ussltlogr xns route
EXEC command.

network (Optional) Number of the network that the route is
to. This is a 32-bit decimal number. You can omit
leading zeros.

show xns traffic

To display information about the number and type of XNS packets
transmitted and received by the router, usesttav xns traffic EXEC
command
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[no] xns access-groumccess-list-number

To apply a generic filter to an interface, usexhs access-group
interface configuration command. To remove the access list, use the
form of this command.

access-list-number Number of the access list. All outgoing
packets defined with either standard or
extended access lists and forwarded through
the interface are filtered by the entries in
this access list. For standard access lists,
access-list-numbes a decimal number
from 400 to 499. For extended access lists,
access-list-numbes a decimal number
from 500 to 599.

[no] xns encapsulation{ snap | ub | 3com}

To select the type of encapsulation used on a Token Ring interface, use
thexns encapsulatiorinterface configuration command. To disable the
encapsulation, use tm® form of this command.

snap 802.2 LLC encapsulation. This is the default
encapsulation type. Use this encapsulation type with
IBM Token Ring networks.

ub Ungermann-Bass encapsulation.

3com 3Com encapsulation. Use this encapsulation type
when older 3Com Corporation products are present
on the network.

[no] xns flood broadcast allnets

To flood broadcast packets whose destination address is
—1.FFFF.FFFF.FFFF, use tkes flood broadcast allnetsinterface
configuration command. To disable this type of flooding, usadlerm
of this command.
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[no] xns flood broadcast net-zero

To flood packets whose destinations address is 0.FFFF.FFFF.FFFF, use
thexns flood broadcast net-zerdnterface configuration command. To
disable this type of flooding, use the form of this command.

[no] xns flood specific allnets

To flood packets whose destination address ispetific-hostuse the
xns flood specific allnetgnterface configuration command. To disable
this type of flooding, use theo form of this command.

[no] xns forward-protocol protocol

To forward packets of a specific XNS protocol to a helper address, use
thexns forward-protocol global configuration command. To disable the
forwarding of these packets, use tieform of this command.

protocol Number of an XNS protocol, in decimal. See the
documentation accompanying your i®s<XNS
implementation for a list of protocol numbers.

xns hear-rip [access-list-numbgr
no xns hear-rip

To receive RIP updates, use ttres hear-rip interface configuration
command. To disable the receipt of RIP updates, useotfem of this
command.

access-list-number (Optional) Number of the access list. This
list defines the routes the router is to learn
through standard RIP. The list is applied to
individual routes within the RIP packet, not
to the address of the packet’s sender. For
standard access listg;cess-list-numbeés a
decimal number from 400 to 499. For
extended access lise;cess-list-numbéas
a decimal number from 500 to 599.
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[no] xns helper-addressetworkhost

To forward broadcast packets to a specified server, usashe
helper-addressinterface configuration command. To disable this
function, use thao form of this command.

network Network on which the target XNS server resides.
This is a 32-bit decimal number.

host Host number of the target XNS server. This is a
48-bit hexadecimal value represented as a dotted
triplet of four-digit hexadecimal numbers
(XXX Xxxx.xxXx The host must be directly
connected to one of the router’s directly attached
networks. A number of FFFF.FFFF.FFFF indicates
all hosts on the specified network.

[no] xns input-network-filter access-list-number

To control which netorks are added to thieuting table, use thens
input-network-filter interface configuration command. To remove the
filter from the interface, use the form of this command.

access-list-number Number of the access list. All incoming
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listsccess-list-numbds a decimal
number from 400 to 499. For extended
access lists, it is a decimal number from 500
to 599.
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Xns maximum-pathsnumber
no xns maximum-paths

To set the maximum number of paths the router uses when sending
packets, use thens maximum-pathsglobal configuration command.
To restore the default value, use tteeform of this command.

number Maximum number of equal-cost paths from which
the router chooses. It can be a number from 1 to
512. The default is 1.

Xxns network number
no xns network

To enable XNS routing on a particular interface by assigning a network
number to the interface, use tkies network interface configuration
command. To disable XNS routing on an interface, usaaterm of

this command.

number Network number. This is a 32-bit decimal number.
You can omit leading zeros.

[no] xns output-network-filter access-lisnumber

To control the list of networks included in routing updates sent out an
interface, use thens output-network-filter interface configuration
commandTo remove the filter from the interface, uselodorm of this
command.

access-list-number Number of the access list. All outgoing
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listsaccess-list-numbeés a decimal
number from 400 to 499. For extended
access lists, it is a decimal number from 500
to 599.
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[no] xns route network networkost

To add a static route to the XNS routing table, useiiseroute global
configuration command. To remove a route from the routing table, use
theno form of this command.

network Network to which you want to establish a static
route. This is a 32-bit decimal number. You can
omit leading zeros.

networkhost Router to which to forward packets destined for
the specified network.

The argumenhetworkis a 32-bit decimal
number. You can omit leading zeros.

The argumenhostis the host number of the
target router. This is a 48-bit value represented
by a dotted triplet of four-digit hexadecimal
numMbers XxXxx.XXXX. XXX

[no] xns route-cache

To enable XNS fast switching, use tkies route-cachenterface
configuration command. To disable fast switching, usexthiorm of
this command.

[no] xns router-filter access-list-number

To control the routers from which packets are accepted, usashe
router-filter interface configuration command. To remove the filters
from the interface, use the form of this command.

access-list-number Number of the access list. All incoming
packets defined with either standard or
extended access lists are filtered by the
entries in this access list. For standard
access listgccess-list-numbds a decimal
number from 400 to 499. For extended
access lists, itis a decimal number from 500
to 599.
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xns routing [addres$
no xns routing

To enable XNS routing, use thlas routing global configuration
command. To disable XNS routing, use titeform of this command.

address (Optional) Host number of the router. This is a
48-bit value represented by a dotted triplet of
four-digit hexadecimal numbergxxx.xxxx.xx3x It
must not be a multicast address.

If you omitaddressthe router uses the address of
the first IEEE-compliant (Token Ring, FDDI, or
Ethernet) interface MAC address it finds in its
interface list. The router uses thddress
0123.4567.abcd for non-IEEE—compliant
interfaces.

[no] xns ub-emulation

To enable Ungermann-Bass Net/One routing, usertheib-emulation
global configuration command. To disable Net/One routing and restore
standard routing mode, use theform of this command.

Xns update-timeinterval
no xns update-time

To set the XNS routing update timers, usextheupdate-timeinterface
configuration command. To restore the default value, usedferm of
this command.

interval Interval, in seconds, at which XNS routing updates
are sent. The minimum interval is 10 seconds, and
the maximum is 293,644 seconds, whichasout
29 days. The default is 30 seconds.
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Transparent Bridging Commands

This chapter describes the function and displays the syntax of transparent
bridging commands. For more information about defaults and usage
guidelines, see the corresponding chapter oRitveter Products

Command Referengrublication.

access-lisaccess-list-numbépermit |deny} address mask
no access-lisaccess-list-nmber

Use theaccess-lisglobal configuration command to establish MAC
address access lists. Use tiodform of this command to remove a single
access list entry.

access-list-number Integer from 700 to 799 that you select for

the list.
permit Permits the frame.
deny Denies the frame.
address mask 48-bit MAC addresses written in dotted

triplet form. The ones bits in theask
argument are the bits to be ignored in
address

Transparent Bridging Commands
523




access-lisaccess-list-numbédipermit |deny} sourcesource-mask
destinationdestination-mask offset siaperator operand

Use theaccess-lisglobal configuration command to provide extended
access lists that allow finer granularity of control. These lists allow you
to specify both source and destination addresses and arbitrary bytes in the

packet.

access-list-number Integer from 1100 through 1199 that you

permit

deny

source

source-mask

destination

destination-mask

assign to identify one or mopzrmit/deny
conditions as an extended access list. Note
that a list number in the range 1100 through
1199 distinguishes an extended access list
from other access lists.

Allows a connection when a packet matches
an access condition. The router stops
checking the extended access list after a
match occurs. All conditions must be met to
make a match.

Disallows a connection when a packet
matches an access condition. The router
stops checking the extended access list after
a match occurs. All conditions must be met
to make a match.

MAC Ethernet address in the form
XXXXL XXX X XXXX.

Mask of MAC Ethernet source address bits
to be ignored. The router uses Hwirce
andsource-maslarguments to match the
source address of a packet.

MAC Ethernet value used for matching the
destination address of a packet.

Mask of MAC Ethernet destination address
bits to be ignored. The router uses the
destinatioranddestination-maskrguments

to match the destination address of a packet.
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offset Range of values that must be satisfied in the
access list. Specified in decimal or in
hexadecimal format in the form BR The
offset is the number of bytes from the
destination address field; it is not an offset
from the start of the packet. The number of
bytes you need to offset from the
destination address varies depending on the
media encapsulation type you are using.

size Range of values that must be satisfied in the
access list. Must be an integer 1 through 4.

operator Compares arbitrary bytes within the packet.
Can be one of the following keywords:

[t—less than

gt—qreater than
eg—equal

neg—not equal
and—hbitwise and
xor—bitwise exclusive or
nop—address match only

operand Compares arbitrary bytes within the packet.
The value to be compared to or masked
against.

access-lisaccess-list-numbépermit |deny} type-code wild-mask
no access-lisaccess-list-uamber

Use theaccess-lisglobal configuration command to build type-code
access lists. Use tim® form of this command to remove a single access
list entry.

access-list-number User-selectable number between 200 and
299 that identifies the list.

permit Permits the frame.
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deny Denies the frame.

type-code 16-bit hexadecimal number written with a
leading “0x”; for example, 0x6000. You can
specify either an Ethernet type code for
Ethernet-encapsulated packets, or a
DSAP/SSAP pair for 802.3 or
802.5-encapsulated packets. Ethernet type
codes are listed in the appendix “Ethernet
Type Codes” in th&®outer Products
Command Referengrublication.

wild-mask 16-bit hexadecimal number whose ones bits
correspond to bits in thgpe-code
argument that should be ignored when
making a comparison. (A mask for a
DSAP/SSAP pair should always be at least
0x0101. This is because these two bits are
used for purposes other than identifying the
SAP codes.)

[no] bridge bridge-groupacquire

Use thebridge acquire global configuration command to use the system
default behavior of forwarding any frames for stations that it has learned
about dynamically. Use the form of this command to change the
default behavior.

bridge-group Bridge group number specified in the
bridge protocol command.
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bridge bridge-groupaddressmac-addres§forward | discard}
[interfacq
no bridge bridge-groupaddressmac-address

Use thebridge addressglobal configuration command to filter frames
with a particular MAC layer station source or destination address. Use
theno form of this command followed by the MAC address to disable
the forwarding ability.

bridge-group Group number you assigned to the spanning
tree. Must be the same as that specified in
thebridge protocol command.

mac-address 48-bit dotted-triplet hardware address such
as that displayed by the EXEBow arp
command, for example, 08@®00.45e9. It
is either a station address, the broadcast
address, or a multicast destination address.

forward Frame sent from or destined to the specified
address is forwarded as appropriate.

discard Frame sent from or destined to the specified
address is discarded without further
processing.

interface (Optional) Interface specification, such as

Ethernet 0. It is added after tfward
keyword to indicate the interface on which
that address can be reached.
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bridge bridge-groupcircuit-group circuit-group pausemilliseconds

Use thebridge circuit-group pauseglobal configuration command to
configure the interval during which transmission is suspended in a circuit
group after circuit group changes take place.

bridge-group  Number of the bridge group to which the
interface belongs.

circuit-group ~ Number of the circuit group to which the
interface belongs.

milliseconds  Forward delay interval. It must be a value in the
range 0 through 10000 milliseconds.

[no] bridge bridge-groupcircuit-group circuit-groupsource-based

Use thebridge circuit-group source-basedjlobal configuration
command to use just the source MAC address for selecting the output
interface. Use theo form of this command to remove the interface from
the bridge group.

bridge-group  Number of the bridge group to which the
interface belongs.

circuit-group ~ Number of the circuit group to which the
interface belongs.

Transparent Bridging Commands
528




bridge bridge-groupdomain domain-number
no bridge bridge-groupdomain

Use thebridge domain global configuration command to establish a
domain by assigning it a decimal value between 1 and 10. Use the
form of this command to return to the default single bridge domain.

bridge-group Bridge group number specified in thedge
protocol ieeecommand. Theleckeyword is
not valid for this command.

domain-number Domain number you choose. The default
domain number is zero; this is the domain
number required when communicating to
IEEE bridges that do not support this domain
extension.

bridge bridge-groupforward-time seconds
no bridge bridge-groupforward-time

Use thebridge forward-time global configuration command to specify
the forward delay interval for the router. Use tieeform of this
command to return the default interval.

bridge-group  Bridge group number specified in thedge
protocol command.
seconds Forward delay interval. It must be a value in the

range 10 through 200 seconds. The default is
30 seconds.
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bridge bridge-grouphello-time seconds
no bridge bridge-grouphello-time

Use thebridge hello-time global configuration command to specify the
interval between Hello Bridge Protocol Data Units (BPDUSs). Usadhe
form of this command to return the default interval.

bridge-group  Bridge group number specified in thedge
protocol command.

seconds Any value between 1 and 10 seconds. The
default is 1 second.

[no] bridge bridge-grouplat-service-filtering

Use thebridge lat-service-filtering global configuration command to
specify LAT group-code filtering. Use thm form of this command to
disable the use of LAT service filtering on the bridge group.

bridge-group  Bridge group in which this special processing is
to take place.

bridge bridge-groupmax-ageseconds
no bridge bridge-groupmax-age

Use thebridge max-ageglobal configuration command to change the
interval the bridge will wait to hear BPDUs from the root bridge. If a
bridge does not hear BPDUs from the root bridge within this specified
interval, it assumes that the network has changed and will recompute the
spanning-tree topology. Use the form of this command to return the
default interval.

bridge-group  Bridge group number specified in thedge
protocol command.

seconds Interval the bridge will wait to hear BPDUs
from the root bridge. It must be a value in the
range 10 through 200 seconds. The default is
15 seconds.
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[no] bridge bridge-groupmulticast-source

Use thebridge multicast-sourceglobal configuration command to
configure bridging support to allow the forwarding, but not the learning,
of frames received with multicast source addresses. Usetitem of

this command to disable this function on the bridge.

bridge-group  Bridge group number specified in thedge
protocol command.

bridge bridge-grouppriority number

Use thebridge priority global configuration command to configure the
priority of an individual bridge, or the likelihood that it will be selected
as the root bridge.

bridge-group  Bridge group number specified in thedge
protocol command.

number The lower the number, the more likely the
bridge will be chosen as root. When the IEEE
spanning-tree protocol is enabled on the router,
numberranges from 0 through 65535; the
default is 32768. When the Digital spanning-tree
protocol is enablechumberranges from 0
through 255; the default is 128.

[no] bridge bridge-groupprotocol {ieee| deg

Use thebridge protocol global configuration command to define the
type of spanning-tree protocol. Use tieform of this command, with
the appropriate keywords and arguments, to delete the specified bridge

group.
bridge-group  Number in the range 1 through 9 that you choose

to refer to a particular set of bridged interfaces.
Frames are bridged only among interfaces in the

same group.
ieee IEEE Ethernet spanning-tree protocol.
dec Digital spanning-tree protocol.
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[no] bridge-group bridge-group

Use thebridge-group interface configuration command to assign each
network interface to a bridge group. Usetlbdorm of this command to
remove the interface from the bridge group.

bridge-group  Number of the bridge group to which the
interface belongs. The value must be in the
range 1 through 9.

[no] bridge-group bridge-groupaging-time seconds

Use thebridge-group aging-time global configuration command to set
the length of time that a dynamic entry can remain in the bridge table,
from the time the entry was created or last updated. Useotfaem of

this command to return to the default aging time.

bridge-group  Number of the bridge group to which the
interface belongs.

seconds Aging-time interval, in the range 0 to
1000000 seconds.

[no] bridge-group bridge-groupcbus-bridging

Use thebridge-group cbus-bridginginterface configuration command
to enable autonomous bridging on a ciscoBus lI-resident interface. Use
theno form of this command to disable autonomous bridging.

bridge-group  Number of the bridge group to which the
interface belongs.
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[no] bridge-group bridge-groupcircuit-group circuit-group

Use thebridge-group circuit-group interface configuration command
to assign each network interface to a group. Usadtferm of this
command to remove the interface from the bridge group.

bridge-group  Number of the bridge group to which the
interface belongs.

circuit-group  Circuit group number. The range is 1 through 9.

bridge-group bridge-groupinput-address-list
no bridge-group bridge-groupinput-address-listaccess-list-number

Use thebridge-group input-address-listinterface configuration

command to assign an access list to a particular interface. This access list
is used to filter packets received on that interface based on their MAC
source addressedse theno form of this command to remove an access
list from an interface.

bridge-group Bridge group number defined by the
bridge-group command. It must be in the
range 1 through 9.

access-list-number Access list number you assigned with the
bridgeaccess-listommand. It must be in
the range 700 tbugh 799.

[no] bridge-group bridge-groupinput-lat-service-denygroup-list

Use thebridge-group input-lat-service-denyinterface configuration
command to specify the group codes by which to deny access upon input.
Use theno form of this command to remove this access condition.

bridge-group Bridge group number defined by the
bridge-group command. It must be a value
in the range 1 through 9.

group-list List of LAT servicegroups. Single numbers
and ranges are permitted. Specify a zero (0)
to disable the LAT group code for the
bridge group.
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[no] bridge-group bridge-groupinput-lat-service-permit group-list

Use thebridge-group input-lat-service-permit interface configuration
command to specify the group codes by which to permit access upon
input. Use theno form of this command to remove this access condition.

bridge-group Bridge group number defined in the
bridge-group command. It must be a value
in the range 1 through 9.

group-list LAT service groups. Single numbers and
ranges are permitted. Specify a zero (0) to
disable the LAT group code for the bridge

group.

[no] bridge-group bridge-groupinput-lsap-list access-list-number

Use thebridge-group input-lsap-list interface configuration command
to filter IEEE 802.2-encapsulated packets on input. Usadterm of
this command to disable this capability.

bridge-group Bridge group number defined in the
bridge-group command. It must be a value
in the range 1 through 9.

access-list-number Access list number assigned with the bridge
access-listommand. Specify a zero (0) to
disable the application of the access list on
the bridge group.
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[no] bridge-group bridge-groupinput-pattern access-list-number

Use thebridge-group input-pattern interface configuration command
to associate an extended access list with a particular interface in a
particular bridge group. Use the form of this command to disable this
capability.

bridge-group The bridge group number defined in the
bridge-group command. It must be a value
in the range 1 through 9.

access-list-number Access list number assigned with the bridge
access-listommand. Specify a zero (0) to
disable the application of the access list on
the interface.

[no] bridge-group bridge-groupinput-type-list access-list-number

Use thebridge-group input-typ e-list interface configuration command
to filter Ethernet- and SNAP-encapsulated packets on input. Usmthe
form of this command to disable this capability.

bridge-group Bridge group number defined in the
bridge-group command.

access-list-number Access list number assigned with the bridge
access-listommand. Specify a zero (0) to
disable the application of the access list on
the bridge group.

[no] bridge-group bridge-grouplat-compression

Use thebridge-group lat-compressioninterface configuration

command to reduce the amount of bandwidth that LAT traffic consumes
on the serial interface by specifying a LAT-specific form of
compression. Use the form of this command to disable LAT
compression on the bridge group.

bridge-group Bridge group number defined in the
bridge-group command.
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[no] bridge-group bridge-groupoutput-address-list
access-list-number

Use thebridge-group output-address-listinterface configuration
command to assign an access list to a particular interface for filtering the
MAC destination addresses of packets that would ordinarily be
forwarded out that interface. Use theform of this command to remove

an access list from an interface.

bridge-group Bridge group number in the range 1 through
9, defined in thédridge-group command.

access-list-number Access list number assigned with the bridge
access-listommand.

[no] bridge-group bridge-groupoutput-lat-service-denygroup-list

Use thebridge-group output-lat-service-denyinterface configuration
command to specify the group codes by which to deny access upon
output. Use the@o form of this command to cancel the specified group
codes.

bridge-group Bridge group number in the range 1 through
9, specified in théridge-group command.

group-list List of LAT groups. Single numbers and
ranges are permitted.

[no] bridge-group bridge-groupoutput-lat-service-permit group-list

Use thebridge-group output-lat-service-permit interface

configuration command to specify the group codes by which to permit
access upon output. Use tieform of this command to cancel specified
group codes.

bridge-group Bridge group number in the range 1 through
9, specified in théridge-group command.

group-list LAT service advertisements.
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[no] bridge-group bridge-groupoutput-Isap-list access-list-number

Use thebridge-group output-Isap-list interface configuration
command to filter IEEBO2-encasulated packets on output. Use tioe
form of this command to disable this capability.

bridge-group Bridge group number in the range 1 through
9, specified in théridge-group command.

access-list-number Access list number assigned with the bridge
access-listommand. Specify a zero (0) to
disable the application of the access list on
the bridge group.

[no] bridge-group bridge-groupoutput-pattern-list
access-list-number

Use thebridge-group output-pattern-list interface configuration

command to associate an extended access list with a particular interface.

Use theno form of this command to disable this capability.

bridge-group Bridge group number in the range 1 through
9, specified in théridge-group command.

access-list-number Extended access list number assigned with
the extendedccess-liscommand. Specify
a zero (0) to disable the application of the
access list on the interface.
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[no] bridge-group bridge-groupoutput-typ e-list access-lisnumber

Use thebridge-group output-type-list interface configuration
command to filter Ethernet- and SNAP-encapsulated packets on output.
Use theno form of this command to disable this capability.

bridge-group Bridge group number in the range 1 through
9, specified in théridge-group command.

access-list-number Access list number assigned with the bridge
access-listommand. Specify a zero (0) to
disable the application of the access list on
the bridge group. This access list is applied
just before sending out a frame to an
interface.

[no] bridge-group bridge-grouppath-costcost

Use thebridge-group path-costinterface configuration command to set
a different path cost. Use the form of this command to choose the
default path cost for the interface.

bridge-group Bridge group number specified in the
bridge-group command.

cost Path cost can range from 1 throudit85,
with higher values indicating higher costs.
This range applies regardless of whether the
IEEE or Digital spanning-tree protocol has
been specified.
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bridge-group bridge-grouppriority number

Use thebridge-group priority interface configuration command to set
an interface priority when two bridges tie for position as the root bridge.
The priority you set breaks the tie.

bridge-group  Bridge group number specified in the
bridge-group command.

number Priority number ranging from 0 through 255
(Digital), or 0 hrough 64000 (IEEE)The
defaults are:
128—Digital spanning-tree protocol
32768—IEEE spanning-tree protocol

[no] bridge-group bridge-groupspanning-disabled

Use thebridge-group spanning-disabledinterface configuration
command to disable the spanning tree on a given interface.

bridge-group  Bridge group number of the interface, specified
in thebridge-group command.

[no] bridge-group bridge-groupsse

Use thebridge-group sseinterface configuration command to enable
Cisco’s silicon switching engine (SSE) switching function. Usenthe
form of this command to disable SSE switching.

bridge-group  Bridge group number in the range 1 through 9,
specified in théridge-group command.

clear bridge bridge-group

Use theclear bridge EXEC command to remove any learned entries
from the forwarding database and to clear the transmit and receive counts
for any statically or system-configured entries.

bridge-group  Bridge goup number in theange 1 through 9,
specified in the bridge-group command.
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clear sse

Use theclear sseprivileged EXEC command to reinitialize the Silicon
Switch Processor (SSP) on the Cisco 7000 series.

encapsulation sdesaid

Use theencapsulation sdesubinterface configuration command to
enable IEEE 802.10 Secure Data Exchange (SDE) encapsulation of
transparently bridged traffic on a specified interface within an assigned
bridge group.

said Security Association Identifier. The valid range
is 0 through OXFFF.

ethernet-transit-oui [90-compatible| standard | ciscq
no ethernet-transit-oui

Use theethernet-transit-oui interface configuration command to

choose the Organizational Unique Identif@l) code to be used in the
encapsulation of Ethernet Type Il frames across Token Ring backbone
networks. Various versions of this OUI code are used by Ethernet/Token
Ring translational bridges. The default OUI forn®@&compatible

which can be chosen with the form of this command.

90-compatible (Optional) Default OUI form.
standard (Optional) Standard OUI form.
cisco (Optional) Cisco’s OUI form.

frame-relay map bridge dici broadcast
no frame-relay map bridgedici

Use theframe-relay map bridge broadcastglobal configuration
command to bridge over a Frame Relay network. Usedtierm of this
command to delete the mapping entry.

dici DLCI number in the range 16 through 1007.

Transparent Bridging Commands
540




[no] ip routing

Use theip routing global configuration command to enable IP routing.
Use theno form of this command to disable IP routing so that you can
then bridge IP.

show bridge[bridge-group [interfacq
show bridge[bridge-group [addresgmasH]

Use theshow bridge privileged EXEC command to view classes of
entries in the bridge forwarding database.

bridge-group (Optional) Number you chose that specifies a
particular spanning tree.

interface (Optional) Specific interface, such as
Ethernet 0.

address (Optional) 48-bit canonical (Ethernet ordered)

MAC address. This may be entered with an
optional mask of bits to be ignored in the
address, which is specified with thmask
argument.

mask (Optional) Bits to be ignored in the address.
You must specify thaddressargument if you
want to specify a mask.

show bridge[bridge-group circuit-group [[circuit-group]
[src-mac-addredqdst-mac-addregp

Use theshow bridgecircuit-group EXEC command to display the
interfaces configured in each circuit group and show whether they are
currently participating in load distribution.

bridge-group (Optional) Number that specifies a particular
bridge group.

Transparent Bridging Commands
541




circuit-group (Optional) Number that specifies a particular
circuit group.

src-mac-address (Optional) 48-bit canonical (Ethernet ordered)
source MAC address.

dst-mac-address (Optional) 48-bit canonical (Ethernet ordered)
destination MAC address.

show bridge group[verbosq

Use theshow bridgegroup privileged EXEC command to display the
status of each bridge group.]

verbose (Optional) Displays detailed information.

show bridge vlan

Use theshow bridgevlan privileged EXEC command to view virtual
LAN subinterfaces.

show span

Use theshow spanprivileged EXEC command to display the
spanning-tree topology known to the router/bridge.

show sse summary

Use theshow sse summangXEC command to display a summary of
Silicon Switch Processor (SSP) statistics.
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x25 map bridgex.121-addreséroadcast[options-keywords
no x25 map bridge

Use thex25 map bridge broadcastnterface configuration command to
configure the bridging of packets in X.25 frames. Usethi®rm of this
command to disable the InternetX.121 mapping.

x.121-address  The X.121 address.

options-keywords (Optional) The services that can be added to
this map; these services are listed in the
“Setting Address Mappings” section of the
Router Products Configuration Guide
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Source-Route Bridging Commands

This chapter describes the function and displays the syntax of each
source-route bridging command. For more information about defaults
and usage guidelines, see the corresponding chapter®bther
Products Command Referengeblication.

[no] access-expressiofin | out} expression

Use theaccess-expressioimterface configuration command to define an
access expression. Use tieeform of this command to remove the
access expression from the given interface. You use this command in
conjunction with theaccess-listnterface configuration command.

in | out Eitherin or out is specified to indicate
whether the access expression is applied to
packets entering or leaving this interface.

You can specify both an input and an output
access expression for an interface, but only
one of each.

expression Boolean access list expression, built as
explained in the “Usage Guidelines” section
for this command in thRouter Products
Command Referengriblication.
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[no] access-lisaccess-lishumber{ permit | deny} { type-code
wild-mask address magk

Use theaccess-lisglobal configuration command to configure the
access list mechanism for filtering frames by protocol type or vendor
code. Use thao form of this command to remove the single specified
entry from the access list.

access-list-number Integer that identifies the access list. If the

permit
deny
type-code

wild-mask

address

type-codeandwild-maskarguments are
included, this integer ranges from 200
through 299, indicating that filtering is by
protocol type. If theddressand mask
arguments are included, this integer ranges
from 700 through 799, indicag that

filtering is by vendor code.

Permits the frame.
Denies the frame.

16-bit hexadecimal number written with a
leading 0x; for example, 0x6000. Specify
either a Link Service Access Point (LSAP)
type code for 802-encapsulated packets or a
SNAP type code for SNAP-encapsulated
packets. (LSAP, sometimes called SAP,
refers to the type codes found in the DSAP
and SSAP fields of the 802 header.)

16-bit hexadecimal number whose ones bits
correspond to bits in thgpe-code

argument. Thevild-maskindicates which

bits in thetype-codeargument should be
ignored when making a comparison. (A
mask for a DSAP/SSAP pair should always
be 0x0101 because these two bits are used
for purposes other than identifying the SAP
code.)

48-bit Token Ring address written in dotted
triplet form. This field is used for filtering
by vendor code.
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mask 48-bit Token Ring address written in dotted
triplet form. The ones bits imaskare the
bits to be ignored iaddress This field is
used for filtering by vendor code.

[no] bridge bridge-groupprotocol ibm

Use thebridge protocol ibm global configuration command to create a
bridge group that runs the automatic spanning tree function. Use the
form of this command to cancel the previous assignment.

bridge-group  Number in the range 1 through 9 that you choose
to refer to a particular set of bridged interfaces.
Frames are bridged only among interfaces in the
same group.

clear netbios-cache

Use theclear netbios-cachéeXEC command to clear the entries of all
dynamically learned NetBIOS names. This command will not remove
statically defined name cache entries.

clear rif-cache

Use theclear rif-cache EXEC command to clear the entire RIF cache.

clear source-bridge

Use theclear source-bridgeEXEC command to clear the source-bridge
statistical counters.

clear sse

Use theclear sseprivileged EXEC command to reinitialize the Silicon
Switch Processor (SSP) on the Cisco 7000 series.
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ethernet-transit-oui { standard | 90-compatible| ciscd
no ethernet-transit-oui

Use theethernet-transit-oui interface configuration command to

choose the Organizational Unique Identif@l) code to be used in the
encapsulation of Ethernet Type Il frames across Token Ring backbone
networks. Various versions of this OUI code are used by Ethernet/Token
Ring translational bridges. Tlsandard keyword isused when you are
forced to interoperate with other vendor equipment, such as the IBM
8209, in providing Ethernet and Token Ring mixed media bridged
connectivity. Use thao form of this command to return the default OUI
code.

standard (Optional) Standard OUI form.
90-compatible (Optional) Default OUI form.
cisco (Optional) Cisco’s OUI form.

Inm alternate number
no Inm alternate

Use thdnm alternate interface configuration command to specify the
threshold reporting link number. In order for a LAN Reporting Manager
(LRM) to change parameters, it must be attached to the reporting link
with the lowest reporting link number, and that reporting link number
must be lower than this threshold reporting link number. Usedifierm

of this command to restore the default of 0.

number Threshold reporting link number. It must be in
the range 0 through 3. The default is 0.

[no] Inm crs

Use thdnm crs interface configuration command to monitor the current
logical configuration of a Token Ring. Use th@form of this command
to disable this function.

Source-Route Bridging Commands
549




Inm loss-thresholdnumber
no Inm loss-threshold

Use thdnm loss-thresholdinterface configuration command to set the
threshold at which the router sends a message informing all attached
LNMs that it is dropping frames. Use the form of this command to
return to the default value.

number A single number expressing the percentage loss rate
in hundredths of a percent. The valid range is 0
through 9999. The default is 10 (.10 percent).

Inm password numberstring
no Inm passwordnumber

Use thdnm passwordinterface configuration command to set the
password for the reporting link. Use the form of this command to
return the password to its default value of @TE0O.

number Number of the reporting link to which to apply the
password. This value should be in the range 0
through 3.

string Password you enter at the keyboard. In order to
maintain compatibility with LNM, the parameter
string should be a six- to eight-character string of the
type listed in the “Usage Guidelines” section for this
command in th&outer Roduct Command
Referenceublication.

[no] Inm rem

Use thenm rem interface configuration command to monitor errors
reported by any station on the ring. Useribdorm of this command to
disable this function.
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[no] Inm rps

Use thdnm rps interface configuration command to ensure that all
stations on a ring are using a consistent set of reporting parameters. Use
theno form of this command to disable this function.

[no] Inm snmp-only

Use thdnm snmp-only global configuration command to prevent any
LNM stations from modifying parameters in the router. Usenthiorm
of this command to allow modifications.

Inm softerr milliseconds
no Inm softerr

Use thdnm softerr interface configuration command to set the time
interval in which the router will accumulate error messages before
sending them. Use the form of this command to return to the default
value.

milliseconds Time interval in tens of milliseconds between
error messages. The valid range ifi®@tgh
65535. The default is 200 milliseconds
(2 seconds).

[no] locaddr-priority list-number

Use thdocaddr-priority interface configuration command to assign a
remote source-route bridging (RSRB) priority group to an input
interface. Use thao form of this command to remove the RSRB priority
group assignment from the interface.

list-number  Priority list number of the input interface.
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[no] locaddr-priority-list list-numberaddress-number queue-keyword
[dsap d§[dmac drh

Use thdocaddr-priority-list global configuration command to map
logical units (LUs) to queuing priorities as one of the steps to establishing
gueuing priorities based on LU addresses. UsadHerm of this

command to remove that RSRB priority queuing assignment. You use
this command in conjunction with thpgiority list command.

list-number Arbitrary integer between 1 and 10 that
identifies the LU address priority list selected
by the user.

address-number Value of the LOCADDR= parameter on the
LU macro, which is a one-byte address of the
LU in hex.

queue-keyword Priority queue name; one bigh, medium,
normal, orlow.

dsapds (Optional) Indicates that the next argument,
ds represents the destination service access
point address. The argumetgis a
hexadecimal value.

dmacdm (Optional) Indicates that the next argument,
dm is the destination MAC address. The
argumendmis a dotted triple of four-digit
hexadecimal numbers.

mac-addressieee-address

Use themac-addressinterface configuration command to set the MAC
layer address of the Cisco Token Ring.

ieee-address 48-bit IEEE MAC address written as a dotted
triplet of four-digit hexadecimal numbers.
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[no] multiring {protocol-keyword all | other}

Use themultiring interface configuration command to enable collection
and use of RIF information. Use the form of this command with the
appropriate keyword to disable the use of RIF information for the
protocol specified.

protocol-keyword Specifies a protocol; see theykeord list in
the “Usage Guidelines” section for this
command in th&kouter Products @Gmmand
Referenceublication.

all Enables the multiring faall frames.

other Enables the multiring faany routed frame
not included in the previous list sftipported
protocols.

[no] netbios access-list bytesame{permit | deny} offset pattern

Use thenetbios access-list byteglobal configuration command to
define the offset and hexadecimal patterns with which to match byte
offsets in NetBIOS packets. Use theform of this command to remove
an entire list or the entry specified with thatternargument.

name Name of the access list being defined.
permit Permits the condition.
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deny
offset

pattern

Denies the condition.

Decimal number indicating the number of
bytes into the packet where the byte
comparison should begin. An offset of zero
points to the very beginning of the NetBIOS
header. Therefore, the NetBIOS delimiter
string (Oxffef), for example, begins at

offset 2.

Hexadecimal string of digits representing a
byte pattern. The argumepdtternmust
conform to certain conventions. These
conventions are listed in the “Usage
Guidelines” section for this command in the
Router Products Command Reference
publication.

[no] netbios access-list hostame{permit | deny} pattern

Use thenetbios access-list hogflobal configuration command to assign
the name of the access list to a station or set of stations on the network.
The NetBIOS station access list contains the station name to match,
along with a permit or deny condition. Use titeform of this command

to remove either an entire list or just a single entry from a list, depending
upon the argument given fpattern

name
permit
deny
pattern

Name ofthe access list being defined.
Permits the condition.
Denies the condition.

A set of characters. The characters can be the name
of the station, or a combination of characters and
pattern-matching symbols that establish a pattern for
a set of NetBIOS station names. This combination
can be especially useful when stations have names
with the same characters, such as a prefix. For
available pattern-matching symbols, see the table in
the “Usage Guidelines” section of tReuter

Products Command Referengeblication.
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[no] netbios enable-name-cache

Use thenetbios enable-name-cachimterface configuration command
to enable NetBIOS name caching. Usenthdorm of this command to
disable the name-cache behavior.

[no] netbios input-access-filter byte;iame

Use thenetbios input-access-filter bytesnterface configuration
command to define a byte access list filter on incoming messages. The
actual access filter byte offsets and patterns used are defined in one or
morenetbios-access-list bytesommands. Use theo form of this
command with the appropriate name to remove the entire access list.

name Name of a NetBIOS access filter previously defined
with one or more of thaetbios access-list bytes
global configuration commands.

[no] netbios input-access-filter hoshame

Use thenetbios input-access-filter hostnterface configuration

command to define a station access list filter on incoming messages. The
access lists of station names are definatktbios access-list host
commands. Use theo form of this command with the appropriate
argument to remove the entire access list.

name Name of a NetBIOS access filter previously
defined with one or more of theetbios
access-list hosglobal configuration commands.

netbios name-cachenac-address netbios-narfimterface-name
ring-group group-numbeyr
no netbios name-cachenac-addresgetbios-name

Use thenetbios name-cachglobal configuration command to define a
static NetBIOS name-cache entry, tying the server with the name
netbios-naméo themac-addressand specifying that the server is
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accessible either locally via tirterface-namespecified, or remotely,
via thering-group group-numbespecified. Use theo form of this
command to remove the entry.

mac-address The MAC address.
netbios-name Server name linked to the MAC address.

interface-name Name of the interface by which the server is
accessible locally.

ring-group Specifies that the link is accessible remotely.

group-number Number of the ring group by which the server is
accessible remotely. This ring group number
must match the number you have specified with
the source-bridge ring-group command. The
valid range is 1 through 4095.

netbios name-cache name-lelength

Use thenetbios name-cache name-leglobal configuration command
to specify how many characters of the NetBIOS type name the name
cache will validate.

length The length of the NetBIOS type name. The default
length is 15 characters. The range is 8 to 16
characters.

netbios name-cache proxy-datagranseconds

Use thenetbios name-cache proxy-datagranglobal configuration
command to enable the router to act as a proxy and send NetBIOS
datagram type frames.

seconds  Time interval, in seconds, that the router forwards a
route broadcast datagram type packet. The valid
range is any number greater than 0.
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netbios name-cache query-timeouseconds
no netbios name-cache query-timeout

Use thenetbios name-cache query-timeouglobal configuration

command to specify the “dead” time, in seconds, that starts when a host
sends any ADD_NAME_QUERY, ADD_GROUP_NAME, or
STATUS_QUERY frame. During this dead time, the router drops any
repeat, duplicate ADD_NAME_QUERY, ADD_GROUP_NAME, or
STATUS_QUERY frame sent by the same host. This timeout is only
effective at the time of the login negotiation process. Usedtierm of

this command to bring the time back to the default of 6 seconds.

seconds  “Dead” time period in seconds. The default is 6
seconds.

netbios name-cache recognized-timeoseconds
no netbios name-cache recognized-timeout

Use thenetbios name-cache recognized-timeowgfiobal configuration
command to specify the “dead” time, in seconds, that starts when a host
sends any FIND_NAME or NAME_RECOGNIZED frame. During this
dead time, the router drops any repeat, duplicate FIND_NAME or
NAME_RECOGNIZED frame sent by the same host. This timeout is
only effective at the time of the login negotiation process. Usedhe

form of this command to bring the time back to the default of 6 seconds.

seconds  “Dead” time period in seconds. The default is
6 seconds.

[no] netbios name-cache timeouminutes

Use thenetbios hame-cache timeouglobal configuration command to
enable NetBIOS name caching and to set the time that entries can remain
in the NetBIOS name cache. Use tieeform of this command to bring

the time back to the default of 15 minutes.

minutes Time, in minutes, that entries can remain in the
NetBIOS name cache. Once the time expires, the
entry will be deleted from the cache. The default is
15 minutes.
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[no] netbios output-access-filter bytemame

Use thenetbios output-access-filter bytesnterface configuration
command to define a byte access list filter on outgoing messages. Use the
no form of this command to remove the entire access list.

name Name of a NetBIOS access filter previously defined
with one or more of thaetbios access-list bytes
global configuration commands.

[no] netbios output-access-filter hoshame

Use thenetbios output-access-filter hosinterface configuration
command to define a station access list filter on outgoing messages. Use
theno form of this command to remove the entire access list.

name Name of a NetBIOS access filter previously
defined with one or more of theetbios
access-list hosglobal configuration commands.

[no] priority-group list

Use thepriority-group interface configuration command to assign a
specified priority list to an interface. Use the form of this command
to cancel the assignment.

list Priority list number assigned to the interface.

priority-list list-numberprotocol protocol-name queue-keyword
no priority-list list-numberaddress-number queue-keyword

Use thepriority-list global configuration command to establish queuing
priorities based upon the protocol type as one of the steps to establishing
queuing priorities based on logical unit (LU) addresses. Usgotfam

of this command to remove the priority list. Use this command in
conjunction with thdocaddr-priority-list command.

list-number Arbitrary integer between 1 and 10 that
identifies the LU address priority list selected
by the user.
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protocol Keyword indicating you want the priority list
to be based on a protocol type.

protocol-name Protocol you are using. In most cases, this will
beip.

queue-keyword Priority queue name; one bigh, medium,
normal, orlow.

rif mac-address rif-stringjinterface-namering-group ring}
no rif mac-addresginterface-namering-group ring}

Use therif global configuration command to enter static source-route
information into the RIF cache. If a Token Ring host does not support the
use of IEEE 802.2 TEST or XID datagrams as explorer packets, you
might need to add static information to the RIF cache of the
router/bridge. Use theo form of this command to remove an entry from
the cache.

mac-address 12-digit hexadecimal string written as a dotted
triplet; for example, 0010.0a00.20a6.

rif-string Series of 4-digit hexadecimal numbers
separated by a period (). This RIF string is
inserted into the packets sent to the specified
MAC address.

interface-name  Interface name (for example, tokenring0) that
indicates the origin of the RIF.

ring-group Specifies the origin of the RIF is a ring group.

ring Ring group number that indicates the origin of
the RIF. This ring group number must match
the number you have specified with the
source-bridge ring-groupcommand. The
valid range is 1 through 4095.
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rif timeout minutes
no rif timeout

Use therif timeout global configuration command to determine the
number of minutes an inactive RIF entry is kept. RIF information is
maintained in a cache whose entries are aged. Usmtioem of this
command to restore the default.

minutes Number of minutes the RIF entry is kept. The
value must be greater than 0. The default is 15
minutes.

rif validate-age seconds

Use therif validate-age global configuration command to define the
validation time when the router is acting as a proxy fongteios
name-querycommand or for explorer frames.

seconds Interval, in seconds, at which a proxy is
sent. The valid range is any number greater
than 0. The default is 2 seconds.

rsrb remote-peerring-grouptcp ip-addresdsap-output-list
access-list-number

rsrb remote-peerring-groupfst ip-addresdsap-output-list
access-list-number

rsrb remote-peerring-groupinterface interface-namésap-output-list
access-list-number

Use thersrb remote-peer Isap-output-listglobal configuration
command to define SAP filters by LSAP address on the remote
source-route bridging WAN interface.

ring-group Virtual ring number of the remote peer.
tcp Indicates TCP encapsulation.

fst Indicates FST encapsulation.
ip-address IP address.
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interface Indicates direct encapsulation.
interface-name Interface name.

access-list-number Number of the access list.

rsrb remote-peerring-grouptcp ip-addressetbios-output-list name

rsrb remote-peerring-groupfst ip-addressetbios-output-list name

rsrb remote-peerring-groupinterface interface-name
netbios-output-list host

Use thersrb remote-peer netbios-output-listglobal configuration
command to filter packets by NetBIOS station name on a remote
source-route bridging WAN interface.

ring-group Virtual ring number of the remote peer.

tcp Indicates TCP encapsulation.

fst Indicates FST encapsulation.

ip-address IP address.

name Name of a NetBIOS access filter previously

defined with one or moreetbios access-list
hostglobal configuration commands.

interface Indicates direct encapsulation.
interface-name  Interface name.

host Host name.

sap priority number

Use thesap-priority interface configuration command to define a
priority list on an interface.

number Priority list number you specified in the
sap-priority-list command.
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sap-priority-list number queue-keywofdsapdg [ssapsq [dmacdm]

[smacsm

Use thesap-priority-list global configuration command to define a

priority list.

number

queue-keyword

dsapds

ssapss

dmacdm

smacsm

Arbitrary integer between 1 and 10 that
identifies the priority list.

Priority queue name or a remote source-route
bridge TCP port name.

(Optional) Indicates that the next argument,
ds, represents the destination service access
point address. The argumetgis a
hexadecimal number.

(Optional) Indicates that the next argumest,
represents the source service access point
address. The argumesgis a hexadecimal
number.

(Optional) Indicates that the next argument,
dm, represents the destination MAC address.
The argumentimis written as a dotted triple
of four-digit hexadecimal numbers.

(Optional) Indicates that the next argument,
sm,represents the source MAC address. The
argumensmis written as a dotted triple of
four-digit hexadecimal numbers.

show controllers token

Use theshow controllers tokenprivileged EXEC command to display
information about memory management, error counters, and the board
itself. Depending on the board being used, the output can vary. This
command also displays proprietary information. Thus, the information
thatshow controllers tokendisplays is of primary use to our technical
personnel. Information that is useful to users can be obtained with the
show interfaces tokenringcommand.

Source-Route Bridging Commands

562



show interfaces tokenring[unit]

Use theshow interfaces tokenringprivileged EXEC command to
display nformaion about the Token Ring interface and the state of
source-route bridging.

unit (Optional) Interface number. If you do not provide
a value for thaunit argument, the command will
display statistics for all Token Ring interfaces.

show Inm bridge

Use theshow Inm bridge privileged EXEC command to display all
currently configured bridges and all parameters that are related to the
bridge as a whole, not to one of its interfaces.

show Inm config

Use theshow Inm configprivileged EXEC command to display the
logical configuration of all bridges configured in a router. This
information is needed to configure an LNM Management Station to
communicate with a router. This is especially important when the router
is configured as a multiport bridge, thus employing the concept of a
virtual ring.

show Inm interface[interfacq

Use theshow Inm interface privileged EXEC command to display all
LNM-related information about a specific interface, or about all
interfaces.

interface (Optional) Number of a specific interface for
which LNM-related information is to be
displayed.
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show Inm ring [ring-numbef

Use theshow Inm ring privileged EXEC command to display all LNM
information about a specific Token Ring, or about all Token Rings. If a
specific interface is requested, it also displays a list of all currently active
stations on that interface.

ring-number  (Optional) Number of a specific Token Ring. It
can be a value in the range 1 through 4095.

show Inm station[addres$

Use theshow Inm stationprivileged EXEC command to display
LNM-related information about a specific station, or about all known
stations on all rings. If a specific station is requested, it also displays a
detailed list of that station’s current MAC-level parameters.

address (Optional) Address of a specific LNM station.

show local-ack

Use theshow local-ackprivileged EXEC command to display the
current state of any current Local Acknowledgment for both LLC2 and
SDLLC connections, as well as any configured passthrough rings.

show netbios-cache

Use theshow netbios-cacherivileged EXEC command to display a list
of NetBIOS cache entries.

show rif

Use theshow rif privileged EXEC command to display the current
contents of the RIF cache.

show source-bridge
Use theshow source-bridgeprivileged EXEC command to display the
current source bridge configuration and miscellaneous statistics.
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show span

Use theshow spanEXEC command to display the spanning-tree
topology known to the router.

source-bridgelocal-ring bridge-numbetarget-ring
no source-bridge

Use thesource-bridgeinterface configuration command to configure an
interface for source-route bridging. Use tteeform of this command to
disable source bridging on a particular interface.

local-ring Ring number for this interface’s Token Ring. It
must be a decimal number between 1 and 4095
that uniquely identifies a network segment or
ring within the bridged Token Ring network.

bridge-number Number that uniquely identifies the bridge
connecting the local and target rings. It must be
a decimal number between 1 and 15.

target-ring Decimal ring number of the destination ring on
this router/bridge. It also must be unique within
the bridged Token Ring network. The target ring
can also be a ring group.

[no] source-bridge cos-enable

Use thesource-bridge cos-enablglobal configuration command to
force the router to read the contents of the Format Identification 4
(FID 4) frames to prioritize traffic when using TCP. Use ttoform of
this command to disable prioritizing.

[no] source-bridge enable-80d5

Use thesource-bridge enableB0d5global configuration command to
change the router’s Token Ring to Ethernet translation behavior. Use the
no form of this command to restore the default behavior.
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[no] source-bridge explorer-fastswitch

Use thesource-bridge explorer-fastswitchglobal configuration
command to enable explorer fast switching. To disable explorer fast
switching, use thao form of this command.

source-bridge explorer-maxratemaxrate
no source-bridge explorer-maxrate

Use thesource-bridge explorer-maxrateglobal configuration
command to set the maximum byte rate of explorers per ring. To reset the
default rate, use theo form of this command.

maxrate Number in the range 100Brough -1.

[no] source-bridge explorerg-depthdepth

Use thesource-bridge explorerg-depthglobal configuration command
to set the maximum explorer queue depth. To reset the default value, use
theno form of this command.

depth The maximum number of incoming packets.
The valid range is 1 through 500. The default is
30.

[no] source-bridge fst-peernamdocal-interface-address

Use thesource-bridge fst-peernameglobal configuration command to
set up a Fast Sequenced Transport (FST) peer name. Useftim of
this command to disable the IP address assignment.

local-interface-address IP address to assign to the local router.
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[no] source-bridge input-address-listaccess-list-nmber

Use thesource-bridge input-address-listinterface configuration
command to assign an access list to a particular input interface for
filtering the Token Ring or IEEE 802.2 source addresses. This command
filters packets coming into the router. Use tioform of this command

to remove the application of the access list.

access-list-number Number of the access list. The value
must be in the range 700 through 799.

source-bridge input-Isap-listaccess-list-number

Use thesource-bridgeinput-Isap-list interface configuration command

to filter, on input, FDDI and IEEE 802-encapsulated packets which
include the destination service access point (DSAP) and source service
access point (SSAP) fields in their frame formats. The access list
specifying the type codes to be filtered is given by this variation of the
source-bridgeinterface configuration command.

access-list-number Number of the aass list. This access list is
applied to all IEEE 802 or FDDI frames
received on that interface prior to the
source-routing process. Specify zero (0) to
disable the filter. The value must be in the
range 200 through 299.

source-bridge input-type-listaccess-list-number

Use thesource-bridge input-type-listinterface configuration command
to filter SNAP-encapsulated packets on input.

access-list-number Number of the acess list. This access list is
applied to all SNAP frames received on that
interface prior to the source-routing
process. Specify zero (0) to disable the
application of the access list on the bridge
group. The value must be in the range 200
through 299.
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source-bridge keepaliveseconds
no source-bridge keepalive

Use thesource-bridge keepalivanterface configuration command to
assign the keepalive interval of the remote source-bridging peer. Use the
no form of this command to cancel previous assignments.

seconds Keepalive interval in seconds. The valid
range is 1@hrough 300. The dault is
30 seconds.

source-bridge largest-framering-group size
no source-bridge largest-framering-group

Use thesource-bridge largest-frameglobal configuration command to
configure the largest frame size that is used to communicate with any
peers in the ring group. Use the form of this command to cancel
previous assignments.

ring-group Ring group number. This ring group
number must match the number you have
specified with thesource-bridge
ring-group command. The valid range is 1
through 4095.

size Maximum frame size.

[no] source-bridge old-sna

Use thesource-bridge old-snanterface configuration command to
rewrite the RIF headers of explorer packets sent by the PC/3270
emulation program to go beyond the local ring. Usenthéorm of this
command to disable this compatibility mode.

[no] source-bridge output-address-lisaccess-list-number

Use thesource-bridge output-address-listinterface configuration
command to assign an access list to a particular output interface packet
for filtering the Token Ring or IEEE 802.2 source (rather than
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destination) addresses. This command filters packets sent out from the
router. Use thao form of this command to remove the application of the
access list.

access-list-nmber Number of the access list. The value must
be in the range 70Gitough 799.

source-bridge output-Isap-listaccess-lisnumber

Use thesource-bridge output-Isap-listinterface configuration

command to filter, on output, FDDI and IEEE 802-encapsulated packets
which include the destination service access point (DSAPyaunte
service access point (SSAP) fields in their frame formats.

access-list-number Number of the access list. This access list is
applied just before sending out a frame to an
interface. Specify zero (0) to disable the
filter. The value must be in the range 200
through 299.

source-bridge output-type-listaccess-lismumber

Use thesource-bridge output-type-list interface configuration
command to filter SNAP-encapsulated frames by type code on output.

access-list-number Number of the access list. This access list is
applied just before sending out a frame to an
interface. Specify zero (0) to disable the
application of the access list on the bridge
group. The value must be in the range 200
through 299.
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[no] source-bridge passthroughring-group

Use thesource-bridge passthough global configuration command to
configure some sessions on a few rings to be locally acknowledged and
the remaining to pass through. Use tloform of this command to

disable passthrough on all the rings and allow the session to be locally
acknowledged.

ring-group Ring group number. This ring is either the start
ring or destination ring of the two IBM end
machines for which the passthrough feature is to
be configured. This ring group number must
match the number you have specified with the
source-bridge ring-groupcommand. The valid
range is 1 through 4095.

[no] source-bridge proxy-explorer

Use thesource-bridge proxy-explorerinterface configuration
command to configure the interface tspend to any explorer pkets
from a source node that meet the conditions described in the “Usage
Guidelines” section for this command in fReuter Products Command
Referencepublication. Use thao form of this command to cancel
responding to explorer packets with proxy explorers.

[no] source-bridge proxy-netbbs-only

Use thesource-bridge proxy-netbios-onlyinterface configuration
command to enable proxy explorers for the NetBIOS naacking
function. Use thao form of this command to disable the NetBIOS
name-caching function.
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source-bridge remote-peering-groupfst ip-addresdIf sizg
no source-bridge remote-peering-groupfst ip-address

Use thesource-bridge remote-peer fsglobal configuration command
to specify a Fast Sequenced Transport (FST) encapsulation connection.
Use theno form of this command to disable the previous assignments.

ring-group Ring group number. This ring group number
must match the number you have specified with
the source-bridge ring-group command. The
valid range is 1 through 4095.

ip-address IP address of the remote peer with which the
router will communicate.

If size (Optional) Maximum size frame to be sent to
this remote peer. The router negotiates all transit
routes down to this size or lower. Use this
argument to prevent timeouts in end hosts by
reducing the amount of data they have to
transmit in a fixed interval. The legal values for
this argument are 516, 1500, 2052, 4472, 8144,
11407, and 17800 bytes.

source-bridge remote-peering-groupftcp ip-address
[If siz4 [local-ackK]
no source-bridge remote-peering-groupftcp ip-address

Use thesource-bridge remote-peer ftcglobal configuration command
to enable fast switching of Token Ring frames over TCP/IP. Useathe
form of this command to remove a remote peer from the specified ring

group.

ring-group Ring-group number. This ring-group number
must match the number you have specified with
the source-bridge ring-group command. The
valid range is 1 through 4095.

ip-address IP address of the remote peer with which the
router will communicate.
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If size

local-ack

(Optional) Maximum size frame to be sent to
this remote peer. The router negotiates all transit
routes down to this size or lower.

(Optional) LLC2 sessions destined for a specific
remote peer are to be locally terminated and
acknowledged. Local acknowledgment should
be used for LLC2 sessions going to this remote
peer.

source-bridge remote-peering-groupinterface interface-name
[mac-addreddIf sizg
no source-bridge remote-peering-groupinterface interface-name

Use thesource-bridge remote-peer interfacaylobal configuration
command when specifying a point-to-point direct encapsulation
connection. Use theo form of this command to disable previous
interface assignments.

ring-group

interface-name

mac-address

Ring group number. This ring group number
must match the number you have specified with
the source-bridge ring-group command. The
valid range is 1 through 4095.

Name of the router’s serial interface over which
to send source-route bridged traffic.

(Optional) MAC address for the interface you
specify using thanterface-nameargument. This
argument is required for nonserial interfaces.
You can obtain the value of this MAC address
by using theshow interfacecommand, and then
scanning the display for the interface specified
by interface-name
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If size

(Optional) Maximum size frame to be sent to
this remote peer. The router negotiates all transit
routes down to this size or lower. This argument
is useful in preventing timeouts in end hosts by
reducing the amount of data they have to
transmit in a fixed interval. The legal values for
this argument are 516, 1500, 2052, 4472, 8144,
11407, and 17800 bytes.

source-bridge remote-peering-grouptcp ip-addresdlIf sizg
[local-acK [priority ]
no source-bridge remote-peering-grouptcp ip-address

Use thesource-bridge remote-peer tcglobal configuration command
to identify the IP address of a peer in the ring group with which to
exchange source-bridge traffic using TCP. Usenthérm of this
command to remove a remote peer for the specifiedgriogp.

ring-group

ip-address

If size

local-ack

Ring group number. This ring group number
must match the number you have specified with
the source-bridge ring-group command. The
valid range is 1 through 4095.

IP address of the remote peer with which the
router will communicate.

(Optional) Maximum size frame to be sent to
this remote peer. The router negotiates all transit
routes down to this size or lower. Use this
argument pair to prevent timeouts in end hosts
by reducing the amount of data they have to
transmit in a fixed interval. The valid values for
this argument pair are 516, 1500, 2052, 4472,
8144, 11407, and 17800 bhytes.

(Optional) LLC2 sessions destined for a specific
remote peer are to be locally terminated and
acknowledged. Local acknowledgment should
be used for LLC2 sessions going to this remote
peer.
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priority (Optional) Enables prioritization over a TCP
network. You must specify the ye&ord
local-ack earlier in the samsource-bridge
remote-peercommand. The keyworgriority
is a prerequisite for features such as SNA class
of service and SNA LU address prioritization
over a TCP network.

source-bridge remote-peer-keepaliveeconds
no source-bridge remote-peer-keepalive

Use thesource-bridge remote-peer-keepalivénterface configuration
command to enable remote-peer keepalives, which are used to verify that
a remote peer is reachable. Usenbdorm of this command to disable

the keepalive mechanism.

seconds Keepalive interval in seconds. The valid
range is 1@hrough 300. The dault is 30
seconds.

[no] source-bridge ring-groupring-group

Use thesource-bridge ring-group global configuration command to
define or remove a ring group from the router configuratitse theno
form of this command to cancel previous assignments.

ring-group Ring group number. The valid range is 1 through
4095.

[no] source-bridge route-cache

Use thesource-bridge route-cacheénterface configuration command to
enable fast switching. Use the form of this command to disable fast
switching.
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[no] source-bridge route-cache cbus

Use thesource-bridge route-cache cbusterface configuration
command to enable autonomous switching. Usenthferm of this
command to disable autonomous switching.

[no] source-bridge route-cache sse

Use thesource-bridge route-cache ssaterface configuration
command to enable Cisco’s silicon switching engine (SSE) switching
function. Use theno form of this command to disable SSE switching.

[no] source-bridge sap-80d%isap

Use thesource-bridge sap-80dgjlobal configuration command to

allow non-IBM hosts (attached to a router with 80d5 processing enabled)
to use the standard Token Ring to Ethernet LLC2 translation instead of
the nonstandard Token Ring to Ethe®@d5 tanslation. This command
allows you to set the translation on a per-DSAP basis. Useotfiem

of this command to disable this feature.

dsap Destination service access point (DSAP).

[no] source-bridge spanningoridge-group

Use thesource-bridge spanningnterface configuration command to
enable the automatic spanning tree function for a specified group of
bridged interfaces. Use tim® form of this command to disable the
previous assignment.

bridge-group  Number in the range 1 through 9 that you choose
to refer to a particular group of bridged
interfaces. This must be the same bridge-group
number as assigned in thedge protocol ibm
command.
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[no] source-bridge spanningoridge-grouppath-costpath-cost

Use thesource-bridge spanning path-cosinterface configuration
command to assign a path cost for a specified interface. Use them
of this command to disable the previous assignment.

bridge-group  Number in the range 1 through 9 that you choose
to refer to a particular group of bridged
interfaces. This must be the same bridge-group
number as assigned in thedge protocol ibm
command.

path-cost Path cost for the interface. The valid range is 0
through 65535.

[no] source-bridge tcp-queue-maxumber

Use thesource-bridge tcp-queue-maxglobal configuration command

to modify the size of the backup queue for remote source-route bridging.
This backup queue determines the number of packets that can wait for
transmission to a remote ring before packets start being thrown away.
Use theno form of this command to return to the default value.

number Number of packets to hold in any single
outgoing TCP queue to a remote router. The
default is 100 packets.
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source-bridge transparentring-group pseudoing bridge-number
tb-group [oui]

no source-bridge transparentring-group pseudo-ring bridge-number
th-group

Use thesource-bridgetransparent global configuration command to
establish bridging between transparent bridging and source-route
bridging. Use theo form of this command to disable a previously
established link between a source-bridge ring group and a transparent
bridge group.

ring-group Virtual ring group created by themurce-bridge
ring-group command. This is the source-bridge
virtual ring to associate with the transparent
bridge group. This ring group number must
match the number you have specified with the
source-bridge ring-groupcommand. The valid
range is 1 through 4095.

pseudo-ring Ring number used to represent the transparent
bridging domain to the source-route bridged
domain. This number must be a unique number,
not used by any other ring in your source-route
bridged network.

bridge-number Bridge number of the bridge that leads to the
transparent bridging domain.

tb-group Number of the transparent bridge group that you
want to tie into your source-route bridged
domain.

oui (Optional) Organizational unique identifier.

Possible values includ@0-compatible
standard, andcisca
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STUN Commands

This chapter describes the function and displays the syntax of each
STUN command. For more information about defaults and usage
guidelines, see the corresponding chapter oRitneter Products
Command Referengrublication.

encapsulation stun

Use theencapsulation stuninterface configuration command to enable
STUN encapsulation on a specified serial interface.

locaddr-priority-list list-number address-number queue-keyword
no locaddr-priority-list

Use thdocaddr-priority-list interface configuration command to
establish queuing priorities based upon the address of the logical unit
(LU). Use theno form of thiscommand to cancel all previous
assignments.

list-number Arbitrary integer between 1 and 10 that
identifies the LU address priority list.

address-number Value of the LOCADDR= parameter on the
LU macro, which is a 1-byte address of the LU
in hexadecimal.

gueue-keyword Priority queue typehigh, medium, normal,
or low.

[no] priority-group list-number

Use thepriority-group interface configuration command to assign a
priority group to an interface. Use the form of this command to
remove assignments.

list-number Priority list number assigned to the interface.
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[no] priority-list list-numberprotocol ip queue-keywortcp

tcp-port-number

Use thepriority-list protocol ip tcp global configuration command to
establish STUN queuing priorities based on the TCP port. Usethe
form of this command to revert to normal priorities.

list-number

queue-keyword

tcp-port-number

Arbitrary integer between 1 and 10 that
identifies the priority list selected by the user.

Priority queue typehigh, medium, normal,
or low.

STUN port and priority settings are as follows:
high (1994, medium 1990, normal (999,
and low @993).

[no] priority-list list-numberstun queue-keywordddress
group-number address-number

Use thepriority-list stun address global configuration command to

establish STUN queuing priorities based on the address of the serial link.

Use theno form of this command to revert to normal priorities.

list-number

queue-keyword

group-number

address-number

Arbitrary integer between 1 and 10 that
identifies the priority list selected by the user.

Priority queue typehigh, medium, normal,
or low.

Group nunber that is used in thetun group
command.

Address of the serial link. For an SDLIGHK,

the format is a 1-byte hex value (for example,
C1). For a non-SDLC link, the address format
can be specified by theun schema

command.
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sdlc address FF ack-mode

Use thesdlc address FF ack-modeterface configuration command to
configure the IBM reserved address FF as a valid local (not broadcast)
address.

[no] sdlc virtual-multidrop

Use thesdlc virtual-multidrop interface configuration command to

allow SDLC broadcast address FF to be replicated for each of the STUN
peers, so each of the end stations receive the broadcast frame. tuse the
form of this command to disable the SDLC broadcast feature.

show stun

Use theshow stunprivileged EXEC command to display the current
status of STUN connections.

show stun sdlc

Use theshow stun sdIEXEC command to display the status of the
STUN interfaces using SDLC encapsulation and whether proxy polling
is enabled for that interface.

[no] stun group group-number

Use thestun group interface configuration command to place each
STUN-enabled interface on a router in a previously defined STUN
group. Use th@o form of this command to remove an interface from a

group.

group-number  Integer in the range hitough 255.
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stun keepalive-countcount
no stun keepalive-count

Use thestun keepalive-countglobal configuration command to define
the number of times to attempt a peer connection before declaring the
peer connection to be down. Use tieeform of this command to cancel
the previous definition.

count Number of connection attempts. The range is
between 2 and 10 retries.

[no] stun peer-nameip-address

Use thestun peer-nameglobal configuration command to enable STUN
on IP addresses. Use the form of this command to disable STUN on
an IP address.

ip-address IP address by which this STUN peer is known
to other STUN peers.

stun protocol-group group-numbef basic| sdic| schemg [ sdlc-tg]
no stun protocol-group

Use thestun protocol-group global configuration command to create a
protocolgroup. Use theo form of this command to remove an interface
from the group.

group-number Integer in the range hitough 255.

basic Indicates a non-SDLC protocol.

sdlc Indicates an SDLC group.

schema Indicates a custom protocol.

sdlc-tg (Optional) Used in conjunction with the sdic

keyword. Identifies the group as part of an
SNA transmission group.
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stun remote-peer-keepaliveseconds
no stun remote-peer-keepalive

Use thestun remote-peer-keepaliveglobal configuration command to
enable detection of the loss of a peer.

seconds Keepalive interval, in seconds. The range is 1
to 300 seconds. The default is 30 seconds.

stun route addressaddress-numbenterface serialinterface-number
[direct]

no stun route addressaddress-numbenterface serial
interface-number

Use thestun route address interface seriainterface configuration
command to forward all HDLC traffic of a serial interface. Usenthe
form of this command to disable this method of HDLC encapsulation.

address-number Address of the serial iatface.

interface-number Number assigned to the serial interface.

direct (Optional) Forwards all HDLC traffic on a
direct STUN link.

[no] stun route addressaddress-numbetcp ip-addresglocal-ack]
[priority ]

Use thestun route address tcpinterface configuration command to

specify TCP encapsulation and optionally establish SDLC local

acknowledgment (SDLC Transport) for STUN. Usetiloform of this

command to disable this method of TCP encapsulation.

address-number Number that conforms to TCP addressing
conventions.
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ip-address IP address by which this STUN peer is known
to other STUN peers that are using the TCP as
the STUN encapsulation.

local-ack (Optional) Enables local acknowledgment for
STUN.

priority (Optional) Establishes the four levels used in
priority queuing: low, medium, normal, and
high.

stun route all interface serialinterface-numbefdirect]

Use thestun route all interface serialinterface configuration command
to encapsulate and forward all STUN traffic using HDLC encapsulation
on a serial interface.

interface-number Number assigned to the serial interface.

direct (Optional) Indicates that the specified
interface is also a direct STUN link, rather
than a serial connection to another peer.

stun route all tcpip-address

Use thestun route all tcp interface configuration command to use TCP
encapsulation and forward all STUN traffic on an interface regardless of
what address is contained in the serial frame.

ip-address IP address by which this remote STUN peer is
known to other STUN peers. Use the address
that identifies the remote STUN peer that is
connected to the far serial link.
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[no] stun schemanameoffset constant-offselength address-length
format format-keyword

Use thestun schemaglobal configuration command to define a protocol
other than SDLC for use with STUN. Use tieeform of this command
to disable the new protocol.

name Name that defines your protocol. It can be up
to 20 characters long.

offset Constant offset (in bytes) for the address to be
constant-offset  found in the frame.

length Length (in bytes) in one of the following
address-length  address formats:

decimal (4 bytes)

hexadecimal (8 bytes)

octal (4 bytes)

format Format to be used to specify and display
format-keyword addresses for routes on interfaces that use this
STUN protocol. The allowable format
keywords are:
decimal (0 through 9)
hexadecimal(0 through F)
octal (O through 7)

stun sdlc-role primary

Use thestun sdlc-role primary interface configuration command to
assign the router the role of SDLC primary node. Primary nodes poll
secondary nodes in a predetermined order.

stun sdlc-role secondary

Use thestun sdlc-role secondaryinterface configuration command to
assign the router the role of SDLQzeadary node. Secondary nodes
respond to polls sent by the SDLC primary by transmitting any outgoing
data they might have.
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LLC2 and SDLC Commands

This chapter describes the function and displays the syntax of each LLC2
and SDLC command. For moneformaton about defaults and usage
guidelines, see the corresponding chapter oRifngter Products

Command Referengrublication.

encapsulation sdlc

Use theencapsulation sdldnterface configuration command to
configure the router as the primary SDLC station if you plan to configure
either DLSw+ or Frame Relay accesgport.

encapsulation sdlc-primary

Use theencapsulation sdlc-primaryinterface configuration command
to configure the router as the primary SDLC station when you plan to
configure SDLLC media translation.

encapsulation sdlc-secondary

Use theencapsulation sdlc-secondarynterface configuration
command to configure the router as a secondary SDLC station when you
plan to configure SDLLC media translation.
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lic2 ack-delay-timemilliseconds

Use thdlc2 ack-delay-timeinterface configuration command to set the
amount of time the router waits for an acknowledgment before sending
the next set of information frames.

milliseconds Number of milliseconds the router allows
incoming information frames to stay
unacknowledged. The minimum is 1; the
maximum is 60000. The default is
3200 milliseconds.

llc2 ack-max packet-count

Use thdlc2 ack-maxinterface configuration command to control the
maximum amount of information frames the router can receive before it
must send an acknowledgment.

packet-count Maximum number of packets the router will
receive before sending an acknowledgment. The
minimum is 1 packet. The maximum is
127 packets. The default is 3 packets.

llc2 idle-time milliseconds

Use thdlc2 idle-time interface configuration command to control the
frequency of polls during periods of idle time (no traffic).

milliseconds Number of milliseconds that can pass with no
traffic before the LLC2 station sends a Receiver
Ready frame. The minimum is 1 millisecond; the
maximum is 60000 milliseconds. The default is
10000 milliseconds.
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lic2 local-window packet-count

Use thdlc2 local-window interface configuration command to control
the maximum number of information frames the router sends before it
waits for an acknowledgment.

packet-count Maximum number of packets that can be sent
before the router must wait for an
acknowledgment. The minimum is 1 packet; the
maximum is 127 packets. The default is 7 packets.

llc2 n2 retry-count

Use thdlc2 n2 interface configuration command to control the amount
of times the router retries sending unacknowledged frames or repolls
remote busy stations.

retry-count  Number of times the router retries operations. The
minimum is 1; the maximum is 255. The default
is 8 retries.

llc2 t1-time milliseconds

Use thdlc2 t1-time interface configuration command to control the
amount of time the router will wait before resending unacknowledged
information frames.

milliseconds Number of milliseconds the router waits before
resending unacknowledged information frames.
The minimum is 1 millisecond; the maximum is
60000 milliseconds. The default is
1000 milliseconds.
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lic2 tbusy-time milliseconds

Use thdlc?2 tbusy-time interface configuration command to control the
amount of time the router waits until repolling a busy remote station.

milliseconds Number of milliseconds the router waits before
repolling a busy remote station. The minimum is 1
millisecond; the maximum is 60000 milliseconds.
The default is 9600 milliseconds.

lic2 tpf-time milliseconds

Use thdlc2 tpf-time interface configuration command to set the amount
of time the router waits for a finalgponse to poll frame before
resending the poll frame.

milliseconds Number of milliseconds the router waits for a final
response to a poll frame before resending the poll
frame. The minimum is 1; the maximum is 60000.
The default is 1000 milliseconds.

llc2 trej-time milliseconds

Use thellc2 trej-time interface configuration command to control the
amount of time a router waits for a correct frame after sending a reject
(REJ) command to the remote LLC2 station.

milliseconds Number of milliseconds the router waits for a
resend of a rejected frame before sending a reject
command to the remote station. The minimum is 1
millisecond; the maximum is 60000 milliseconds.
The default is 3200 milliseconds.
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llc2 xid-neg-val-timemilliseconds

Use thdlc2 xid-neg-val-tim interface configuration command to
control the frequency of exchange of identification (XID) transmissions
by the router.

milliseconds Number of milliseconds after which the router
sends XID frames to other LLC2-speaking
stations. The minimum is 0 milliseconds; the
maximum is 60000 milliseconds. The default is
0 milliseconds.

lic2 xid-retry-time milliseconds

Use thdlc2 xid-retry-time interface configuration command to set the
amount of time the router waits for a reply to exchange of identification
(XID) frames before dropping the session.

milliseconds Number of milliseconds the router waits for a
reply to XID frame beforéropping a ession. The
minimum is 1 millisecond; the maximum is
60000 milliseconds. The default is
60000 milliseconds.

sdic addresshexbytgechd
no sdic addresshexbyte

Use thesdlc addressnterface configuration command to assign a set of
secondary stations attached to the serial link. Usadlierm of this
command to remove an assigned secondary station.

hexbyte Hexadecimal number (base 16) indicating the
address of the serial link.

echo (Optional) Treats nonecho and echo SDLC addresses
as the same address.
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sdlc address ff ack-mode

Use thesdlc address ff ack-moddnterface configuration command to
configure the IBM reserved address FF as a valid local address.

sdlc cts-delayunit

Use thesdlc cts-delayinterface configuration command to adjust the
delay between the detection of request to send (RTS) and the assertion of
clear to send (CTS) on an interface that is in half-duplex mode and that
has been configured for DCE.

unit The delay in microseconds. The valid range is 1 to
64000. Each unit is approximately 5 microseconds.
The default is 3 units (approximately
15 microseconds).

[no] sdlc diswsdlc-addressdlc-address

Use thesdlc diswinterface configuration command to attach sdlc
addresses to DLSw+. Use the no form of the command to cancel the
configuration.

sdic-address  SDLC address in hex. The valid range is 1
through FE.

sdlc dte-timeoutunit

Use thesdlc dte-timeoutinterface configuration command to adjust the
amount of time a data terminal equipment (DTE) interface waits for the
DCE to assert a CTS (clear to send) before dropping an RTS (request to
send).

unit Timeout wait interval in microseconds. The valid
range is 10 to 64000. Each unit is approximately
5 microseconds. The default is 10 units
(approximately 50 microseconds).
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[no] sdlc frmr-disable

Use thesdlc frmr-disable interface configuration command to indicate
that secondary stations on a particular serial link do not support Frame
Rejects (FRMRs) or error indications. Use tloform of this command

to specify that the secondary station deegport FRMRs.

[no] sdlc hdx

Use thesdlc hdxinterface configuration command to configure an
interface for half-duplex mode. Use theform of this command to reset
the interface for full-duplex mode.

sdlc holdg address queue-size

Use thesdlc holdginterface configuration command to control the
maximum number of packets that can be held in a buffer before being
transmitted to a remote SDLC station.

address SDLC address for which you are specifying a
queue size.

queue-size  Router’s local send window size. The minimum is
1 packet. No maximum value has been
established. The default is 12 packets.

sdlc k window-size

Use thesdlc kinterface configuration command to set the window size
in order to control the maximum number of information frames a router
receives before sending an acknowledgment.

window-size Router’s local send window size. The minimum is
1 frame; the maximum is 7 frames. The default is
7 frames.
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sdlc line-speedate

Use thesdlc line-speednterface configuration command to enable
adaptive SDLC T1.

rate Clockrate in bits per second.

sdlc nlbit-count

Use thesdlc nlinterface configuration command to control the
maximum size of an incoming frame.

bit-count Number indicating bit size. Frames that exceed
this size are rejected. The minimum is 1 bit. The
maximum is 12000 bits. Thaefault is 12000 bits.

sdlc n2retry-count

Use thesdlc n2interface configuration command to determine the
number of times that a router resends a frame before terminating the
SDLC session.

retry-count  Number of retry attempts. When this number is
exceeded, the SDLC station terminates its session
with the other station. The minimum is 1. The
maximum is 255. The default is 20 retries.

[no] sdlc partner mac-address sdlc-address

Use thesdlc partner command to specify the destination address with
which an LLC session is established for the SDLC station. Usecthe
form of this command to cancel the configuration.

mac-address  The 48-bit MAC address of the Token Ring host

sdic-address  SDLC address of the serial device that will
communicate with the Token Ring host. The
valid range is 1 through FE.
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[no] sdlc poll-limit-value count

Use thesdlc poll-limit-value interface configuration command to

control how many times a single secondary station can be polled for input
before the next station must be polled. Usenthéorm of this command

to retrieve the default value.

count Number of times the router can poll one secondary
station before proceeding to the next station. The
minimum is 1; the maximum is 10. The default is
1 time.

[no] sdlc poll-pause-timermilliseconds

Use thesdlc poll-pause-timerinterface configuration command to
control how long the router pauses between sending each poll frame to
secondary stations on a single serial interface. Usealfierm of this
command to retrieve the default value.

milliseconds Number of milliseconds that the router waits
before sending the poll frame to a single serial
interface. The minimum is 100; the maximum is
10000. The default is 100 milliseconds.

sdlc poll-wait-timeout milliseconds

Use thesdlc poll-wait-timeout interface configuration command when
the router has been configured for local acknowledgment and some form
of SDLC communication (SDLLC or STUN, for example), to specify the
interval the router will wait for polls from a primary node before timing
out that connection.

milliseconds Number of milliseconds the router will wait for a
poll from the primary station before timing out the
connection to the primary station. The minimum
is 10; the maximum is 64000. The default is
10000 milliseconds.
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sdlc gllc-prtnr virtual-mac-addressdlc-address

To establish correspondence between an SDLC and QLLC connection,
use thesdlc gllc-prtnr interface configuration command.

virtual-mac-address The virtual MAC address in the form
H.H.H.

sdlc-address SDLC address in hexadecimal. The valid
range is 1 through FE.

[no] sdlc role{none| primary | secondary| prim-xid-poll }

Use thesdlc roleinterface configuration command to establish the router
to be either a primary or secondary SDLC Station. Usediferm of
this command to cancel the designation.

none Establishes the router as either a primary or
secondary station, depending on the end
stations.

primary Establishes the router as a primary station.

secondary Establishes the router as a secondary station.

prim-xid-poll  Establishes the router as a primary station when
the end station is configured as a secondary
NT2.1.

sdlc rts timeout unit

Use thesdlc rts timeoutinterface configuration command to adjust the
amount of time the interface waits for the DCE to assert clear to send
(CTS) before dropping a request to send (RTS). Use this command on an
interface that is in half-duplex mode and that has been configured for
DCE.

unit The amount of time in microsecondse valid
range is 10 to 64000. Each unit is approximately
5 microseconds. The default is 10 units
(approximately 50 microseconds).

LLC2 and SDLC Commands
596




[no] sdlc sdlc-largest-frameaddress size

Use thesdlc sdlc-largest-frameinterface configuration command to
indicate the largest information frame (I-frame) size that can be sent or
received by the designated SDLC station. Usenthiorm of this

command to return to the default value.

address Address of the SDLC stan that will
communicate with the router.

size Largest frame size that can be sent or received.

sdlc simultaneous{full -datamode| half-datamode}

To enable an interface configured as a primary SDLC station to operate
in two-way simultaneous mode, use Htc simultaneousnterface
configuration command.

full-datamode Enables the primary station to send data to and
receive data from the polled secondary station.

half-datamode Prohibits the primary station from sending data
to the polled secondary station.

sdlc slow-pollseconds
no sdic slow-poll

Use thesdlc slow-pollinterface configuration command to enable the
slow-poll capability of the router as a primary SDLC station. Usathe
form of this command to disable slow-poll capability.

seconds Amount of time in seconds; the default is
10 seconds.
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sdlctl milliseconds

Use thesdlc tlinterface configuration command to control the amount
of time the router waits for an acknowledgment to a frame or sequence
of frames.

milliseconds Number of milliseconds that the router waits. The
minimum is 1; the maximum 84000. The
default is 3000 milliseconds.

[no] sdic vmacmac-address

Use thesdlc vmacinterface configuration command to configure a MAC
address for the serial interface. Usetlodform of this command to
disable the configuration.

mac-address The 48-bit MAC address dhe Token Ring host

[no] sdlc xid address xid

Use thesdlc xid interface configuration command to specify an
eXchanged ID (XID) value appropriate for the designated SDLC station
associated with this serial interface. Userthéorm of this command to
disable XID processing for this address.

address Address of the SDLC stiah associated with
this interface.

xid XID the router will use to respond to XID
requests the router receives. This value must be
4 bytes (8 digits) in length and is specified with
hexadecimal digits.

show interfaces

Use theshow interfacesprivileged EXEC command to display the
SDLC information for a given SDLC interface.
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show llc2

Use theshow llc2 privileged EXEC command to display the LLC2
connections active in the router.
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IBM Network Media Translation
Commands

This chapter describes the function and displays the syntax of each
SDLLC and QLLC command. For more information about defaults and
usage guidelines, see the corresponding chapter &aber Products
Command Referengrublication.

[no] gllc largest-packetvirtual-mac-addr max-size

Use thajlic largest-packetinterface configuration command to indicate
the maximum size of the SNA packet that can be sent or received on an
X.25 interface configured for QLLC conversion. Usertbdorm of this
command to restore the default largest packet size.

virtual-mac-addr Virtual MAC address associated with the
remote X.25 device, as defined using x2&
map or x25 pvccommands. This address is
written as a dotted triple of four-digit
hexadecimal numbers.

max-size Maximum size, in bytes, of the SNA packet
that can be sent or received on the X.25
interface configured for QLLC conversion.
This value agrees with the value configured
in the remote SNA device. The valid range is
0 through 1024.
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[no] gllc partner virtual-mac-addr mac-addr

Use thayllc partner interface configuration command to enable a router
configured for QLLC conversion to open a connection to the local Token
Ring device on behalf of the remote X.25 device when an incoming call
is received. Use theo form of this command to disable this capability.

virtual-mac-addr Virtual MAC address associated with the
remote X.25 device, as defined using x2&
map or x25 pvccommand. This address is
written as a dotted triple of four-digit
hexadecimal numbers.

mac-addr 48-bit MAC address of the Token Ring host
that will communicate with the remote X.25
device.

[no] glic sapvirtual-mac-addr ssap dsap

Use thegllc sapinterface configuration command to associate a SAP
value other than the default SAP value with a serial interface configured
for X.25 communication and QLLC conversion. Tieform of this
command returns this SAP value to its default state.

virtual-mac-addr Virtual MAC address associated with the
remote X.25 device, as defined using x2&
map or x25 pvccommand.

ssap Source SAP value. It can be a decimal
number in the range 2 through 254.

dsap Destination SAP value. It can be a decimal
number in the range 2 through 254.
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[no] gllc srb virtual-mac-addr srn trn

Use thegllc srb interface configuration command to enable the use of
QLLC conversion on a serial interface configured for X.25
communication. Thao form of this command disables QLLC
conversion on the interface.

virtual-mac-addr Virtual MAC address associated with the
remote X.25 device, as defined using x2&
map or x25 pvccommand. It can be 1 to 15
digits long.

srn Source ring number. This value defines a
virtual ring for all of the remote X.25 devices
attached to the QLLC interface. Any number
of QLLC conversion connections using the
same X.25 serial interface can share a
common source ring. However, this source
ring must be a unique hexadecimal ring
number within the source-bridged network.

trn Target ring number. It must be a virtual ring
group that has been defined with the
source-bridge ring-groupcommand. If the
router has only one Token Ring interface and
is bridging from the remote X.25 devices to
this interface, thetrn is the number of the
ring on that Token Ring interface. If the
router has several Token Ring interfaces and
interconnects them by means of the
source-bridge ring-groupcommand, then
trn is the number of thatirtual ring group, as
assigned using treource-bridge ring-group
global configuration command.
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[no] gllc xid virtual-mac-addr xid

Use thegllc xid interface configuration command to associate an XID
value with the remote X.25 device that communicates through the router
using QLLC conversion. Theo form of this command disables XID
processing for this address.

virtual-mac-addr Virtual MAC address associated with the
remote X.25 device, as defined using x28&
map or x25 pvccommand.

xid Combined XID IDBLK and XID IDNUM
you are associating with the X.25 device at
this X.121 address. This hexadecimal value
must be four bytes (eight digits) in length.

[no] sdllc partner mac-address sdlc-address

Use thesdllc partner interface configuration command to enable
device-initiated connections for SDLLC. This command must be
specified for the serial interface that links to the serial line device. Use
the no form of this command to cancel the original instruction.

mac-address  48-bit MAC address of the Token Ring host.

sdic-address  SDLC address of the serial device that will
communicate with the Token Ring host.

[no] sdllc ring-largest-frame value

Use thesdllc ring-largest-frame interface configuration command to
indicate the largest I-frame size that can be sent to or received from the
LLC2 primary station. Use theo form of this command to return to the
default.

value Frame size in bytes. The default is 516 bytes.
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[no] sdllc sapsdic-address ssap dsap

Use thesdllc sapinterface configuration command to associate a service
access point (SAP) value other than the default SAP value with a serial
interface configured for SDLLC. Use the form of this command to
return this SAP value to 4, the default value.

sdic-address  Virtual MAC address associated with the remote

SDLC device.

ssap Source SAP value. It must be in the range 1
through 254.

dsap Destination SAP value. It must be in the range 1

through 254.

[no] sdllc sdlc-largest-frameaddress value

Use thesdllc sdlc-largest-frameinterface configuration command to
indicate the largest information frame (I-frame) size that can be sent or
received by the designated SDLC station. Usenthiorm of this

command to return to 265, the default value.

address Address of the SDLC stian that will
communicate with the Token Ring host.

value Largest frame size that can be sent or received
by this SDLC station.

[no] sdllc traddr xxxx.xxxx.xx00 Ir bn tr

Use thesdllc traddr interface configuration command to enable the use
of SDLLC Media Translation on a serial interface. The address specified
is a MAC address to be assigned to the serial station. Use fbem of

this command to disable SDLLC media translation on the interface.

XXXX.XXXX.XX00 MAC address to be assigned to the serial

interface.
Ir SDLLC virtual ring number.
bn SDLLC bridge number.
tr SDLLC target ring number.
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[no] sdllc xid address Xxxxxxxx

Use thesdllc xid interface configuration command to specify an
exchanged ID (XID) value appropriate for the desighated SDLC station
associated with this serial interface. Usertbéorm of this command to
disable XID processing for this address.

address Address of th&DLC station associated
with this interface.

XXXXXXXX XID the router will use to respond to
XID requests the router receives on the
Token Ring (LLC2) side of the
connection. This value must be 4 bytes
(8 digits) long and is specified with
hexadecimal digits.

show interfaces

Use theshow interfacesprivileged EXEC command to display the
SDLC information for a given SDLC interface.

show glic

Use theshow gllic EXEC command to display the current state of any
QLLC connections.

show sdllc local-ack

Use theshow sdllc local-ackprivileged EXEC command to display the
current state of any current local acknowledgment connections and any
configured passthrough rings.

[no] source-bridge fst-peernamdocal-interface-address

Use thesource-bridge fst-peernameglobal configuration command to
set up a Fast-Sequencedsport (FST) peer name. Use tieform of
this command to disable the IP address assignment.

local-interface-address IP address to assign to the local router.
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[no] source-bridge glic-local-ack

Use thesource-bridge gllc-local-ackglobal configuration command to
enable or disable QLLC local acknowledgment for all of the router’s
QLLC conversion connection. T form of this command disables
this capability.

source-bridge remote-peering-groupfst ip-addresg[If sizd
[version numbe}
no source-bridge remote-peering-groupfst ip-address

Use thesource-bridge remote-peer fsglobal configuration command
to specify a Fast-Sequenced Transport (FST) encapsulation connection.
Use theno form of this command to disable the previous assignments.

ring-group Ring group number. This ring group
number must match the number you
have specified with theource-bridge
ring-group command. The valid range
is 1 through 4095.

ip-address IP address of the remote peer with
which the router will communicate.

If size (Optional) Maximum size frame to be
sent to this remote peer. The router
negotiates all transit routes down to this
size or lower. Use this argument to
prevent timeouts in end hosts by
reducing the amount of data they have
to transmit in a fixed interval. The legal
values for this argument are 516, 1500,
2052, 4472, 8144, 11407, and
17800 bytes.

version number (Optional) Forces RSRB protocol
version number for the remote peer.
Because all FST peesapporiversion 2
RSRB, theversionkeyword is always
specified.
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source-bridge remote-peering-groupinterface interface-name
[mac-addregg]If sizd
no source-bridge remote-peering-groupinterface interface-name

Use thesource-bridge remote-peer interfacaglobal configuration
command when specifying a point-to-point direct encapsulation
connection. Use theo form of this command to disable previous
interface assignments.

ring-group

interface-name

mac-address

If size

Ring group number. This ring group number
must match the number you have specified
with thesource-bridge ring-group command.
The valid range is 1 through 4095.

Name of the router’s serial interface over
which to send source-route bridged traffic.

(Optional) MAC address for the interface you
specify using thénterface-namergument.
This argument is required for nonserial
interfaces. You can obtain the value of this
MAC address by using ttehow interface
command, and then scanning the display for
the interface specified bpterface-name

(Optional) Maximum size frame to be sent to
this remote peer. The router negotiates all
transit routes down to this size or lower. This
argument is useful in preventing timeouts in
end hosts by reducing the amount of data they
have to transmit in a fixed interval. The legal
values for this argument are 516, 1500, 2052,
4472, 8144, 11407, and@800bytes.
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source-bridge remote-peering-grouptcp ip-addresdlIf sizg
[local-acK [priority ]
no source-bridge remote-peering-grouptcp ip-address

Use thesource-bridge remote-peer tcgylobal configuration command
to identify the IP address of a peer in the ring group with which to
exchange source-bridge traffic using TCP. Usenthérm of this
command to remove a remote peer for the specifiedgriogp.

ring-group

ip-address

If size

local-ack

priority

Ring group number. This ring group number
must match the number you have specified
with thesource-bridge ring-group command.
The valid range is 1 through 4095.

IP address of the remote peer with which the
router will communicate.

(Optional) Maximum size frame to be sent to
this remote peer. The router negotiates all
transit routes down to this size or lower. Use
this argument to prevent timeouts in end hosts
by reducing the amount of data they have to
transmit in a fixed interval. The valid values
for this argument are 516, 1500, 2052, 4472,
8144, 11407, and 17800 bytes.

(Optional) LLC2 sessions destined for a
specific remote peer are to be locally
terminated and acknowledged. Local
acknowledgment should hesed for LLC2
sessions going to this remote peer.

(Optional) Enables prioritization over a TCP
network. You must specify the keord

local-ack earlier in the samgource-bridge
remote-peercommand. The keyworgtiority

is a prerequisite for features such as SNA class
of service and SNA LU address prioritization
over a TCP network.
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[no] source-bridge ring-groupring-group

Use thesource-bridge ring-group global configuration command to
define or remove a ring group from the router configuratitse theno
form of this command to cancel previous assignments.

ring-group Ring group number. The valid range is 1
through 4095.

[no] source-bridge sdllc-local-ack

Use the source-bridge sdllc-local-aclglobal configuration command to
activate local acknowledgment for SDLLC sessions paréicular
interface. Use thao form of this command to deactivate local
acknowledgment for SDLLC sessions.

[no] x25 map gllcvirtual-mac-addr x121-addr

Use thex25 map gllcinterface configuration command to associate a
virtual MAC address with the X.121 address of the remote X.25 device
with which you plan to communicate using QLLC conversion. ite
form of this command disables QLLC conversion to this X.121 address.

virtual-mac-addr Virtual MAC address you are associating
with the X.25 device at this X.121 address.
The router will accept explorer and data
packets destined for this MAC address. It can
be from 1 to 15 digits long.

x121-addr X.121 address of the remote X.25 device you
are associating with this virtual MAC
address. It can be from 1 to 15 digits long.
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[no] x25 pvccircuit gllc virtual-mac-addr

Use thex25 pvcinterface configuration command to associate a virtual
MAC address with a permanent virtual circuit (PVC) for communication
using QLLC conversion. Theo form of this command removes the
association.

circuit PVC you are associating with the virtual
MAC address. This must be lower than any
number assigned to switched virtual circuits.

virtual-mac-addr Virtual MAC address you are associating
with the X.25 device at this pvc. The router
will accept explorer and data packets destined
for this MAC address. This virtual MAC
address must match the virtual MAC address
you specified using the25 map glic
command.
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DSPU Configuration Commands

This chapter describes the function and displays the syntax of each
DSPU configuration command. For more information about defaults and
usage guidelines, see the corresponding chapter &aber Products
Command Referengrublication.

[no] dspu activation-window

Use thedspu activation-window global configuration command to
define the number of activation request units (RUs) and response
messages (such as ACTLUs or DDDLU NMVTSs) that can be sent
without waiting for responses from the remote PU. Usathiorm of
this command to return to the default window size.

window-size Number of outstanding unacknowledged
activation RUs.

[no] dspu default-pu[window window-siz¢[ maxiframe max-iframé

Use thedspu default-pu global configuration command to enable the
default PU feature to be used when a downstream PU attempts to
connect, but does not match any of the explicit PU definitions. Use the
no form of this command to disable the default PU feature.

window (Optional) Defines the send and receive window
window-size  sizes used across the link. The range is 1 to 127.
The default is 7.

maxiframe (Optional) Defines the maximum size (in bytes)

max-iframe of an I-frame that can be transmitted or received
across the link. The range is 64 bytes to 18,432
bytes. The default is 1472.
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[no] dspu enable-hosflsap local-sag

Use thedspu enable-hostnterface configuration command to enable a
SAP for use by DSPU host connections. Usenthérm of this
command to disable the SAP.

Isap

local-sap

(Optional) Specifies that the local SAP will be
activated as an upstream SAP for both receiving
incoming connection attempts and for starting
outgoing connection attempts.

(Optional) The local SAP address. The default
is 12.

[no] dspu enable-pulsaplocal-saf

Use thedspu enable-puinterface configuration command to enable a
SAP for use by DSPU downstream connections. Usedtierm of this
command to disable the SAP.

Isap

local-sap

(Optional) Specifies that the local SAP will be
activated as a downstream SAP for both
receiving incoming connection attempts and for
starting outgoing connection attempts.

(Optional) The local SAP address. The default
is 8.

[no] dspu hosthost-namexid-snd xid rmac remote-mac
[rsap remote-sap[lsap local-sap [window window-siz¢
[maxiframe max-iframé [retries retry-couni [retry-timeout
retry-timeout [focalpoint]

Use thadspu hostglobal configuration command to define a DSPU host.
Use theno form of this command to delete the DSPU host definition.

host-name

The specified DSPU host.
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xid-snd xid

rmac rmac

rsap
remote-sap

Isap local-sap

window
window-size

maxiframe
max-iframe

retries
retry-count

retry-timeout
retry-timeout

focalpoint

The XID that will be sent to the host during
connection establishment. The XID value is 8
hexadecimal digits that include both Block and
ID numbers. For example, if the XID value is
05D00001, the Block number is 05D and the ID
number is 0001.

The MAC address of the remote host PU.

(Optional) Specifies the SAP address of the
remote host PU. The default is 4.

(Optional) Specifies the local SAP address used
by the DSPU to establish connection with the
remote host.

(Optional) Specifies the send and receive
window sizes used for the host link. The range is
1to 127.

(Optional) Specifies the send and receive
maximum I-frame sizes used for the host link.
The range is 64 to 18432. The default is 1472.

(Optional) Specifies the number of times the
DSPU attempts to retry establishing connection
with remote host PU. The range is 0 to 255 (0 =
no retry attempts, 255 = infinite retry attempts).
The default is 255.

(Optional) Specifies the delay (in seconds)
between DSPU attempts to retry establishing
connection with remote host PU. The range is 1
to 600 seconds. The default is 30.

(Optional) Specifies that the host link will be
used for the focal point support.
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[no] dspu lulu-start [lu-end [pool pool-namé [host host-name
host-lu-star} [pu pu-namé

Use thedspu lu global configuration command to define a range of LUs
on a downstream PU. Use the form of this command to remove the

definition.

lu-start

lu-end

pool
pool-name

host
host-name
host-lu-start

pu pu-name

Specifies the starting LU address in the range of
LUs to be assigned from a pool or dedicated to a
host.

(Optional) Specifies the ending LU address in
the range of LUs to be assigned from a pool or
dedicated to a host.

(Optional) Specifies that each LU in the range of
LUs will be assigned from the specified pool.

(Optional) Specifies that each LU in the range of
LUs will be dedicated to a host Liwbst-name

The range of host LUs starts with the address
host_lu_start

(Optional) Specifies the downstream PU for
which this range of LUs is being defined.

[no] dspu poolpool-namehost host-namédu lu-start[lu-end
[inactivity-timeout inactivity-minutep

Use thedspu poollu global configuration command to define a range of
host LUs in an LU pool. Use tmo form of this command to remove the

definition.

pool-name

host host-name

lu lu-start

Specifies the name identifier of the pool.

Specifies the name of the host that owns the
range of host LUs in the pool.

Specifies the starting LU address in the
range of host LUs in the pool.
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lu-end (Optional) Specifies the ending address
(inclusive) of the range of host LUs in the
pool. If no ending address is specified, only
one LU (identified byu-start) will be
defined in the pool.

inactivity-timeout  (Optional) Specifies the interval of inactivity

inactivity-minutes  (in minutes) on either the SSCP-LU or
LU-LU sessions, which will cause the
downstream LU to be disconnected from the
upstream LU.

[no] dspu pupu-namermac remote-mak[rsap remote-sap
[Isaplocal-sag [xid-rcv xid] [window window-siz¢[maxiframe
max-iframé [retries retry-count [retry-timeout retry-timeou}

Use thedspu pu global configuration command to define an explicit
downstream PU. Use tm® form of this command to remove the
definition.

pu-name Name of the downstream PU.
rmac (Optional) Specifies the MAC address of the
remote-mac downstream PU.

rsap remote-sap (Optional) Specifies the SAP address of the
downstream PU. The default is 4.

Isap local-sap (Optional) Specifies the local SAP address
used by the DSPU to establish connection with
the downstream PU. The default is 8.

xid-rev xid (Optional) Specifies a match on XID.
window (Optional) Specifies the send and receive sizes
window-size used for the downstream PU link. The range is

1to 127. The default is 7.
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maxiframe (Optional) Specifies the maximum I-frame

max-iframe that can be transmitted or received across the
link. The range is 64 to 18,432. The default is
1472.

retries Specifies the number of times the DSPU

retry-count attempts to retry establishing connection with

downstream PU. The range is 0 to 255 (0 = no
retry attempts, 255 = infinite retry attempts).
The default is 4.

retry-timeout (Optional) Specifies the delay (in seconds)

retry-timeout between DSPU attempts to retry establishing
connection with downstream PU. The range is
1 to 600 seconds. The default is 30.

[no] dspu rsrb local-virtual-ring bridge-number target-virtual-ring
virtual-macaddr

Use thedspu rsrb global configuration command to define the local
virtual ring, the virtual bridge, the target virtual ring, and the virtual
MAC address that the DSPU feature will simulate at the RSRB. Use the
no form of this command to cancel the definition.

local-virtual-ring The DSPU local virtual ring number

bridge-number The bridge number connecting the DSPU
local virtual ring and the RSRB target
virtual ring. Currently, the bridge number
must always be configured with a value
of 1.

target-virtual-ring  The RSRB target virtual ring number. The
RSRB target virtual ring corresponds to the
ring-number parameter defined by a
source-bridge ring-group command.

virtual-macaddr The DSPU virtual MAC address.
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[no] dspu rsrb enable-hos{Isap local-sag

Use thedspu rsrb enable-hosglobal configuration command to enable
an RSRB SAP for use by DSPU host connections. Useotferm of this
command to disable the RSRB SAP.

Isap local-sap (Optional) Specifies that the local SAP address
will be activated as an upstream SAP for both
receiving incoming connections attempts and
for starting outgoing connection attempts. The
default is 12.

[no] dspu rsrb enable-pu[lsap local-sag

Use thedspu rsrb enable-puglobal configuration command to enable
an RSRB SAP for use by DSPU downstream connections. Us® the
form of this command to disable the SAP.

Isap local-sap (Optional) Specifies that the local SAP address
will be activated as an upstream SAP for both
receiving incoming connection attempts and
for starting outgoing connection attempts.

[no] dspu rsrb start { host-namg pu-namé

Use thedspu rsrb start global configuration command to specify that an
attempt will be made to connect to the remote resource defined by host
name or pu name through the RSRB. Usenthérm of this command

to cancel the definition.

host-name The name of a host defined idspu host
command.

pu-name The name of a PU defined irdapu pu
command.
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[no] dspu start { host-namdg pu-namé

Use thedspu start interface configuration command to specify that an
attempt will be made to connect to the remote resource defined by host
name or pu name. Use the form of this command to cancel the
definition.

host-name The name of a host defined irdgpu host
command.

pu-name The name of a PU defined irdapu pu
command.

show dspu[pool pool-name [pu { pu-name| host-namg[ all]]

Use theshow dspuprivileged EXEC command to display the status of
the DSPU feature.

pool pool-name  (Optional) Specifies the name of a pool of LUs
(as defined by thdspu poolcommand).

pu (Optional) Specifies the name of defined PU
(as defined by either thaspu pu or thedspu
hostcommand).

pu-name The name of a PU defined irdapu pu
command.

host-name The name of a host defined idapu host
command.

all (Optional) Show a detailed status.
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SNA Frame Relay Access Support
Commands

This chapter describes the function and displays the syntax of each SNA
Frame Relay access support command. For more information about
defaults and usage guidelines, see the corresponding chapter of the
Router Products @mmand Referengaublication.

[no] fras map llc mac-address lan-Isap lan-rsagrial port
frame-relay dici fr-Isap fr-rsap[PFID2 | AFID2 | FID4]

Use thefras map llc interface configuration command to associate an
LLC connection with a Frame Relay connection. Usenthiorm of this
command to cancel the association.

mac-address The MAC address of the downstream SNA
device. It is a 48-bit dotted-triple address.

lan-Isap The local SAP address of tdewnstream SNA
device in hexadecimal. For SNA, the address
must be multiples of 4.

lan-rsap The destination SAP address from the
perspective of the downstream SNA device in
hexadecimal. For SNA, the address must be
multiples of 4.

serial port The serial interface on which Frame Relay is
configured.

frame-relay The Frame Relay data link connection identifier.
dici

fr-Isap The local SAP address of the logical link
connection on the CFRAD.

fr-rsap The destination SAP address on the host.

PFID2 (Optional) The FID2 SNA transmission header
for SNA peripheral traffic.

AFID2 (Optional) The FID2 transmission header for

APPN traffic.
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FID4 (Optional) The transmission header used on
SNA subarea flows.

[no] fras map sdlcsdlc-addresserial port frame-relay dici
fr-lsap fr-rsap[PFID2 | AFID2 | FID4]

Use thefras map sdlcinterface configuration command to associate an
SDLC link with a Frame Relay DLCI. Use the form of this command
to cancel the association.

sdlc-address  The SDLC address of the downstream SNA
device in hexadecimal.

serial port The serial interface on which Frame Relay is
configured.

frame-relay The Frame Relay data link connection identifier.
dici

fr-Isap The local SAP address of the logical link
connection on the CFRAD.

fr-rsap The destination SAP address on the host.

PFID (Optional) The FID2 SNA transmission header
for SNA peripheral traffic.

AFID2 (Optional) The FID2 transmission header for
APPN traffic.

FID4 (Optional) The transmission header used on

SNA subarea flows.

frame-relay map lic2 dlci

Use therame-relay map lic2interface configuration command to map
LLC2 traffic to a DLCI.

dici The Frame Relay data link connection identifier.
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frame-relay map rsrb dici

Use theframe-relay map rsrb interface configuration command to
specify the DLCI number onto which the RSRB traffic is to be mapped.

dici The Frame Relay data link connection identifier.

[no] llc2 dynwind [nw nw-numbe} [dwc dwe-numbelr

Use thdlc2 dynwind interface configuration command to enable
dynamic window congestion management. Usenthéorm of this
command to cancel the configuration.

nw nw-number (Optional) Specifies a number of frames that
must be received to increment the working
window value by 1.

dwc (Optional) Specifies the number by which the

dwc-number  working window value is dided when BECN
occurs. Valid numbers are 1, 2, 4, 8, and 16. 1 is
a special value that indicates that the working
window value should be set to 1 when BECN is
indicated.

show fras map

Use theshow fras mapprivileged EXEC command to display the
mapping and connection state of Frame Relay access support.
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DLSw+ Commands

This chapter describes the function and displays the syntax of each
DLSw+ configuration command. For morgérmaion about defaults
and usage guidelines, see the corresponding chapter®bther
Products Command Referengeblication.

[no] disw bgroup-list group-list

Use thedlsw bgroup-list global configuration command to configure a
transparent bridge group list.

group-list  The transparent bridge group list number. The valid
range is 1 through 255.

[no] disw bridge-group group-number

Use thedlsw bridge-group global configuration command to link
DLSw+ to the bridge group of the Ethernet LANs. Wseno form of
this command to disable the link.

group-number The transparent bridge group to which DLSw+
will be attached. The valid range is 1 through 63.

disw disable

Use thedlsw disableglobal configuration command to disable and
reenable DLSw+ without altering the configuration.
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[no] disw duplicate-path-bias[load-balancg

Use thedlsw duplicate-path-biasglobal configuration command to
specify how DLSw+ handles duplicate paths to the same MAC address
or NetBIOS name. Use thm form of the command to return to the
default (fault-tolerance).

load-balance  (Optional) Specifies that sessions are
load-balanced across duplicate paths.

[no] disw explorerg-depth queue-max

Use thedlsw explorerg-depth global configuration command to

configure the depth of the DLSw explorer packet processing queue. Use
theno form of this command to disable the explorer packet processing
queue.

gueue-max Maximum queue size in packets. The valid
range is 25 through 500 packets.

[no] disw icannotreach sapsap[sap ..]

Use thedlsw icannotreach sapglobal configuration command to
configure a list of SAPs not locally reachable by the router. Usedhe
form of this command to remove the list.

sap sap ... Array of SAPs.
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[no] dIsw icanreach{ mac-exclusive| netbios-exclusivel mac-address
mac-addrfmask masR | netbios-namenamé

Use thedlsw icanreachglobal configuration command to configure a
resource that is locally reachable by this router. Usadtferm of this
command to remove the resource.

mac-exclusive Router can reach only the MAC addresses
that are user configured.

netbios-exclusive  Router can reach only the NetBIOS names
that are user configured.

mac-address Configure a MAC address that this router

mac-addr can locally reach.

mask mask (Optional) MAC address mask in
hexadecimal h.h.h.

netbios-name Configure a NetBIOS name that this router

name can locally reach. Wildcards are allowed.
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[no] disw local-peer[peer-id ip-addres$ [group group] [border]
[costcos] [If sizd [keepalivesecondk[passivé [promiscuougd

Use thedlsw local-peerglobal configuration command to define the
parameters of the DLSw+ local peer. Usertbdorm of this command
to cancel the definitions.

peer-id ip-address

group group

border
costcost

If size

keepaliveseconds

passive

promiscuous

(Optional) Local peer IP address; required
for FST and TCP.

(Optional) Peer group number for this
router. The valid range is 1 through 255.

(Optional) Enables as a border peer.

(Optional) Peer cost advertised to remote
peers. The valid range is 1 through 5.

(Optional) Largest frame size for this local
peer. Valid sizes are the following:
11407-11407 byte maximuframe size
11454-11454 byte maximuframe size
1470-1470 byte maximurfname size
1500-1500 byte maximurname size
17800-17800 byte maximuframe size
2052-2052 byte maximurfname size
4472-4472 byte maximurname size
516-516 byte maximum frame size
8144-8144 byte maximurfname size

(Optional) Default remote peer keepalive
interval in seconds. The valid range is 0
through 1200 seconds.

(Optional) Specifies that the router will not
initiate remote peer connections.

(Optional) Accepts connections from
nonconfigured remote peers.

[no] disw mac-addrmac-addr{rif rif-entry | ring-group ring |
remote-peer{interface serialnumber| ip-addressip-addres} |

group groupt

Use thedlsw mac-addrglobal configuration command to configure a
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static MAC address. Use tim® form of this command toancel the

configuration.

macaddr

rif rif-entry

ring-group ring

remote-peer

interface serial

number

ip-address
ip-address

group group

Specifies the MAC address.

Maps the MAC address to a specified
routing information field (RIF). The RIF
entry is a hexadecimal number in the form
h.h...

Maps the MAC address to a ring number or
ring group number. The valid range is 1
through 4095.

Maps the MAC address to a specific remote
peer.

Specifies the remote peer by direct serial
interface.

Specifies the remote peer by IP address.

Maps the MAC address to a specified peer
group. Valid numbers are in the range 1
through 255.

[no] disw netbios-namenetbios-namérif rif-entry | ring-group ring |
remote-peer{interface serialnumber| ip-addressip-addres$ |

group groupt

Use thedlsw netbios-nameglobal configuration command to configure
a static NetBIOS name. Use the form of this command toancel the

configuration.

netbios-name

rif rif-string

ring-group ring

remote-peer
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Specifies the NetBIOS name. Wildcards are
allowed.

Maps the NetBIOS name to a specified RIF.

Maps the NetBIOS name to a ring number
or ring group number.

Maps the NetBIOS name to a specific
remote peer.
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interface serial
number

ip-address
ip-address

group group

Specifies the remote peer by direct
interface.

Specifies the remote peer by IP address.

Maps the NetBIOS name to a specified peer
group. Valid numbers are in the range 1
through 255.

[no] disw peer-on-demand-defaults fsfbytes-netbios-out
bytes-list-namégcostcost| host-netbios-outhost-list-name
keepalivekeepalive Isap-output-list access-list-numbgr

port-list portnumbe}

Use thedlsw peer-on-demand-defaults fsglobal configuration
command to configure FST for peer-on-demand transport. Usethe
form of this command to disable the previous assignment.

bytes-netbios-out
bytes-list-name

costcost

host-nethios-out
host-list-name

Configures NetBIOS bytes output filtering
for peer-on-demand peers. The
bytes-list-namés the name of the

previously defined netbios bytes access list
filter.

Specifies the cost to reach peer-on-demand
peers. The valid range is 1 through 5. The
default cost is 3.

Configures NetBIOS host output filtering
for peer-on-demand peers. The
host-list-names the name of the previously
defined NetBIOS host access list filter.
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keepalivekeepalive Configures the peer-on-demand keepalive

Isap-output-list
access-list-number

port-list
portlistnumber

interval. The valid range is Ordbugh 1200
secondsThe default is 30 seconds.

Configures LSAP output filtering for
peer-on-demand peers. Valid numbers are in
the range 200 tbugh 299.

Configures a port list for peer-on-demand
peers. Valid numbers are in the range 0
through 4095.

[no] disw peer-on-demand-defaults tcpbytes-netbios-out
bytes-list-namégcostcost| host-netbios-outhost-list-name
keepalivesecondg local-ack | Isap-output-list accesslistnumbdr
port-list portnumber priority ]

Use thedlsw peer-on-demand-defaults tcglobal configuration
command to configure TCP for peer-on-demand transport. Usethe
form of this command to disable the previous assignment.

bytes-netbios-out
bytes-list-name

costcost

host-nethios-out
host-list-name

keepaliveseconds

local-ack

DLSw+ Commands

Configures NetBIOS bytes output filtering
for peer-on-demand peers. The
bytes-list-name is the name of the
previously defined netbios bytes access list
filter.

Specifies the cost to reach peer-on-demand
peers. The valid range is 1 through 5. The
default cost is 3.

Configures netbios host output filtering for
peer-on-demand peers. Host-list-name is
the name of the previously defined netbios
host access list filter.

Configures the peer-on-demand keepalive
interval. The valid range is Oribugh 1200
secondsThe default is 30 seconds.

Configures local acknowledgment for
peer-on-demand sessions.
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Isap-output-list Configures local SAP (LSAP) output
accesslistnumber filtering for peer-on-demand peers. Valid
numbers are in the range 200 through 299.

port-list Configures a port-list for peer-on-demand

portlistnumber peers. Valid numbers are in the range 0
through 4095.

priority Configures prioritization for
peer-on-demand peers. The default state is
off.

[no] dIsw port-list list-number{typenumbe}

Use thallsw port-list global configuration command to configure a peer
post list. Use thao form of this command to disable the previous
assignment.

list-number Port list number. The valid range is 1
through 255.
type The interface type, indicated by the

keywordethernet, serial, ortokenring.

number The interface number.
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[no] disw remote-peerring-groupfst ip-addresqcostcosi [If sizg
[keepalivesecondg[lsap-output-list list] [host-netbios-out
host-list-namg[bytes-netbios-outbytes-list-namf[backup-peer
ip-addres$

Use thedlsw remote-peer fstglobal configuration command to specify
a Fast-Sequenced Transport (F8mg¢apsulation connection for remote
peer transport. Use tim® form of this command to disable the previous
assignments.

ring-group Remote peer ring g2.57

roup list number. This ring group number
must match the number you have specified
with thesource-bridge ring-group
command. The valid range is 1 through
4095.

fst ip-address IP address of the remote peer with which
the router is to communicate.

costcost (Optional) Cost to reach this remote peer.
The valid range is 1 through 5.

If size (Optional) Sets the largest frame size for
this remote peer. Valid sizes are the
following:

11407-11407 byte maximuframe size
11454-11454 byte maximufmrame size
1470-1470 byte maximurfname size
1500-1500 byte maximuriname size
17800-17800 byte maximuframe size
2052-2052 byte maximurfname size
4472-4472 byte maximuriname size
516-516 byte maximum frame size
8144-8144 byte maximuiiname size

keepaliveseconds (Optional) Sets the keepalive interval for
this remote peer. The range is 0 through
1200 seconds.

Isap-output-list list (Optional) Filters output IEEE 802.5
encapsulated packets. Valid access list
numbers are in the range 200 through 299.
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host-netbios-out  (Optional) Configures NetBIOS host

host-list-name output filtering for this peer. The
host-list-names the name of the previously
defined NetBIOS host access list filter.

bytes-netbios-out  (Optional) Configures NetBIOS bytes

bytes-list-name output filtering for this peer. The
bytes-list-name is the name of the
previously defined NetBIOS bytes access

list filter.
backup-peer (Optional) Configures as a backup to an
ip-address existing TCP/FST peer.

[no] disw remote-peerring-groupinterface serialnumber[costcosf
[If sizg [keepalivesecond[Isap-output-list list] [host-netbios-out
host-list-namg[bytes-netbios-outbytes-list-namjg[ backup-peer
ip-addres$

Use thedlsw remote-peer interfaceglobal configuration command
when specifying a point-to-point direct encapsulation connection. Use
the no form of this command to disable previous interface assignments.

ring-group Remote peer ring group list number. This
ring group number must match the number
you have specified with theource-bridge
ring-group command. The valid range is 1
through 4095.

interface serial Specifies the remote peer by direct serial
number interface.
costcost (Optional) Cost to reach this remote peer.

The valid range is 1 through 5.
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If size

keepaliveseconds

Isap-output-list list

host-netbhios-out
host-list-name

bytes-netbios-out
bytes-list-name

DLSw+ Commands

(Optional) Sets the largest frame size for
this remote peer. Valid sizes are the
following:

11407-11407 byte maximuframe size
11454-11454 byte maximuframe size
1470-1470 byte maximurname size
1500-1500 byte maximurfname size
17800-17800 byte maximufmrame size
2052-2052 byte maximuiiname size
4472-4472 byte maximurftame size
516-516 byte maximum frame size
8144-8144 byte maximuriname size

(Optional) Sets the keepalive interval for
this remote peer. The range is 0 through
1200 seconds.

(Optional) Filters output IEEE 802.5
encapsulated packets. Valid access list
numbers are in the range 200 through 299.

(Optional) Configures NetBIOS host
output filtering for this peer. The
host-list-names the name of the previously
defined NetBIOS host access list filter.

(Optional) Configures NetBIOS bytes
output filtering for this peer. The
bytes-list-name is the name of the
previously defined NetBIOS bytes access
list filter.
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[no] disw remote-peerring-grouptcp ip-addresgpriority ] [costcosi
[If sizg [keepalivesecondl[tcp-queue-maxsizq [Isap-output-list
list] [host-netbios-outhost-list-namg[bytes-netbios-out
bytes-list-namg[backup-peerip-addres$

Use tle disw remote-peer tclobal configuration command to identify

the IP address of a peer with which to exchange traffic using TCP. Use

theno form of this command to remove a remote peer.

ring-group

tcp ip-address

priority

costcost

If size

keepaliveseconds

Remote peer ring group list number. This
ring group number must match the number
you have specified with theource-bridge
ring-group command. The valid range is 1
through 4095.

IP address of the remote peer with which
the router is to communicate.

Enables prioritization features for this
remote peer.

(Optional) The cost to reach this remote
peer. The valid range is 1 through 5.

(Optional) Sets the largest frame size for
this remote peer. Valid sizes are the
following:

11407-11407 byte maximufmrame size
11454-11454 byte maximufmrame size
1470-1470 byte maximurfname size
1500-1500 byte maximuriname size
17800-17800 byte maximuframe size
2052-2052 byte maximurfname size
4472-4472 byte maximurfiname size
516-516 byte maximum frame size
8144-8144 byte maximuiiname size

(Optional) Sets the keepalive interval for
this remote peer. The range is 0 through
1200 seconds.
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tcp-queue-max Maximum output TCP queue size for this

size remote peer. The valid maximum TCP
gueue size is a number in the range 10
through 2000.

Isap-output-list list  (Optional) Filters output IEEE 802.5
encapsulated packets. Valid access list
numbers are in the range 200 through 299.

host-netbios-out (Optional) Configures NetBIOS host

host-list-name output filtering for this peer. The
host-list-name is the name of the previously
defined NetBIOS host access list filter.

bytes-netbios-out  (Optional) Configures NetBIOS bytes

bytes-list-name output filtering for this peer. The
bytes-list-name is the name of the
previously defined NetBIOS bytes access

list filter.
backup-peer (Optional) Configures a backup to an
ip-address existing TCP/FST peer.

[no] disw ring-list list-numberrings ring-numbers

Use thedlsw ring-list to configure a ring list, mapping traffic on a local
interface to remote peers. Use tteeform of this command to cancel the
definition.

list-number Ring list number. The valid range is 1
through 255.

rings Specify one or more physical or virtual ring

ring-number Physical or virtual ring number. The valid

range is 1-4095.
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[no] disw timer {icannotreach-block-time| netbios-cache-timeout
netbios-explorer-timeout| netbios-retry-interval |
netbios-verify-interval | sna-cache-timeout

sna-explorer-timeout
| sna-retry-interval | sna-verify-interval} time

Use thedlsw timer global configuration command to tune an existing
configuration parameter. Use theform of this command to restore the
default parameters.

icannotreach-block-time Cache life of unreachable resource,

time during which searches for that
resource are blocked. The valid range
is 1 through 86400 seconds. The
default is O (disabled).

netbhios-cache-timeout  Cache life of NetBIOS name location

time for both local and remote reachability
cache. The valid range is 1 through
86400 seconds. The defaultis 16
minutes.

netbios-explore-timeout Length of time that this router waits

time for an explorer response before
marking a resource unreachable
(LAN and WAN). The valid range is
1 through 86400 s®nds. The default

is 6 seconds.

netbios-retry-interval NetBIOS explorer retry interval

time (LAN only). The valid range is 1
through 86400 seconds. The default
is 1 second.

netbios-verify-interval Interval between the creation of a

time cache entry and when the entry is

marked as stale. If a search request
comes in for a stale cache entry, a
directed verify query is sent to assure
that it still exists. The valid range is 1
through 86400 seconds. The default
is 4 minutes.
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sna-cache-timeoutime

sha-explorer-timeout
time

sna-retry-interval time

sna-verify-interval time

Length of time that an SNA
MAC/SAP location cache entry
exists before it is discarded (local and
remote). The valid range is 1 through
86400 seconds. The default is

16 minutes.

Length of time that this router waits
for an explorer response before
marking a resource unreachable
(LAN and WAN). The valid range is
1 through 86400 s®nds. The default
is 3 minutes.

Interval between SNA explorer
retries (LAN). The valid range is 1
through 86400 seconds. The default
is 30 seconds.

Interval between the creation of a
cache entry and when the entry is
marked as stale. If a search request
comes in for a stale cache entry, a
directed verify query is sent to assure
that it still exists. The valid range is 1
through 86400 seconds. The default
iS 4 minutes.

show dIsw capabilities[interface {typenumbe} | ip-address

ip-addresgd local]

Use theshow disw capabilitiesprivileged EXEC command to display
the configuration of the peer specified or of all peers.

interface type (Optional) The interface type is indicated by
the keywordethernet, null, serial, or
tokenring.
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number (Optional) The interface number.

ip-address (Optional) Specifies a remote peer by its IP
ip-address address.
local (Optional) Specifies the local DLSw peer.

show dlsw circuits

Use theshow dIsw circuit privileged EXEC command to display the
state of all circuits involving this MAC address as a source and
destination.

show dlsw fastcache

Use theshow dlsw fastcacherivileged EXEC command to display the
fast cache for FST and direct-encapsulated peers.

show disw peerdinterface {ethernetnumber| null number| serial
number| tokenring numbe} | ip-addressip-addres$

Use theshow disw peergrivileged EXEC command to display DLSw
peer information.

interface (Optional) Specifies a remote peer by a
{Ethernet number direct interface.

| Null number|

Serial number|

TokenRing

numbe}

ip-address (Optional) Specifies a remote peer by its IP
ip-address address.

show dIsw reachability

Use theshow dlsw reachabilityprivileged EXEC command to display
DLSw reachability information.
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IBM Channel Attach Commands

This chapter describes the function and displays the syntax of each IBM
Channel Attach command. For more information about defaults and
usage guidelines, see the corresponding chapter &aber Products
Command Referengrublication.

claw path device-address ip-address host-name device-name host-app
device-app

Use theclaw interface configuration command to establish the IBM
channel attach configuration for an ESCON Channel Adapter (ECA)
interface or Bus and Tag Parallel Channel Adapter (PCA) interface on
the Cisco 7000 series. This command defines information that is specific
to the interface hardware and the IBM channels supported on the
interface.

path A hexadecimal value in the range of 0x0000 —
OxFFFF. This value specifies the data path and
consists of two digits for the physical connection
(either on the host or on the ESCON Director
switch), one digit for the control unit address,
and one digit for the channel logical address. If
not specified, the control unit address and
channel logical address default to O.

device-address A hexadecimal value in the range of 0x00 —
OxFE. This is the unit address associated with
the control unit number and path as specified in
the host IOCP file. The device address must
have an even value.

ip-address The IP address specified in the host TCP/IP
application configuration file.

host-name The host name specified in the device statement
in the host TCP/IP application configuration
file.
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device-name  The CLAW workstation name specified in the
device statement in the host TCP/IP application
configuration file.

host-app The host application name specified in the host
application file. When connected tite IBM
TCP host offerings, this value will GeCPIP,
which is the constant specified in the host
application file. Otherwise, this value must
match the value hard-coded in the host
application.

device-app The CLAW workstation application specified in
the device statement in the host TCPIP
application configuration file. For the initial
release of IBM channel attach support, this
value will beTCPIP, which is a constant
specified in the host application file.

channel-protocol[s|s4]

Use thechannel-protocolinterface configuration command to define a
data rate of either 3 megabytes per second or 4.5 megabytes per second
for the Parallel Channel Adapter (PCA) daughter card on a Cisco 7000
series router.

S (Optional) Specifies a data rate of 3 megabytes per
second.

s4 (Optional) Specifies a data rate of 4.5 megabytes
per second.
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interface channelslot/port

Use theinterface channelinterface configuration command to enter
interface configuration mode. This command is used only on the Cisco
7000 series.

slot On the Cisco 7000 series, specifies the slot
number where the CIP is located.

port On the Cisco 7000 series, specifies the port
number where the CIP is located.

show extended channedlot/port statistics[path [device-addred$

Use theshow extended channel statisticgrivileged EXEC command

to display information about the channel interface processor (CIP)
interfaces on the Cisct)00series. This command displays information
that is specific to the interface hardware. The information displayed is
generally useful for diagnostic tasks performed by technical support
personnel only.

slot On the Cisco 7000 series, specifies the slot
number.

port On the Cisco 7000 series, specifies the port
number.

path (Optional) This keyword is required if a value is

specified fordevice-addresA hexadecimal value
in the range of 0x0000 — OxFFFF. This specifies
the data path and consists of two digits for the
physical connection (either on the host or on the
ESCON Director switch), one digit for the control
unit address, and one digit for the channel logical
address. If not specified, the control unit address
and channel logical address default to O.

device-address (Optional) A hexadecimal value in the range of
0x00 — OxFE. This is the unit address associated
with the control unit number and path as specified
in the host IOCP file. The device address must
have an even value.
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show extended channedlot/port subchannel

Use theshow extended channel subchannelivileged EXEC

command to display information about the channel interface processor
(CIP) interfaces on the Cisco 700&igs. This command displays
information that is specific to the interface hardware. The information
displayed is generally useful for diagnostic tasks performed by technical
support personnel only.

slot On the Cisco 7000 series, specifies the slot
number.

port On the Cisco 7000 series, specifies the port
number.

show interfaces channelslot/port]

Use theshow interfaces channeprivileged EXEC command to display
information about the channel interface processor (CIP) interfaces on the
Cisco 700Geries. This command displays information that is specific to
the interface hardware. The information displayed is generally useful for
diagnostic tasks performed by technical support personnel only.

slot (Optional) On the Cisco 700@mses, specifies the
slot number.
port (Optional) On the Cisco 700@mses, specifies the

port number.
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A

aaa accounting command 55
aaa authentication arap command 56
aaa authentication enable default command 57
aaa authentication local-override command 57
aaa authentication login command 58
aaa authentication ppp command 58
aaa authorization command 59
aaa new-model command 59
AAA/TACACS+
ppp authentication command 135
absolute-timeout command 32
access-class command 317
access-expression command 546
access-list additional-zones command 244
access-list cable-range corand 244
access-list command
Apollo Domain 238
DECnet
connect initiate 299
extended 298
standard 297

IP
extended 319
ICMP 319
IGMP 319
TCP 319
UDP 319
standard 318
IPX

extended 468
standard 466
SAP filtering 470
source route bridging 547
transparent bridging
extended 524
standard 523
type-code lists 525
XNS
extended 512
standard 509
access-list includes command 245
access-list network command 246
access-list other-access command 246
access-list within command 246
access-list zone command 247
accounting-threshold command 476
activation-character command 32
aggregate-address command 359
alias command 60
apollo accesgroupcommand 238
apollo maximum-paths command 239
apollo network command 239

apollo route command 239

apollo routing command 240

apollo update-time command 240

appletalk access-group command 248
appletalk address command 248

appletalk alternate-addressing command 248
appletalk arp interval command 249
appletalk arp retransmit-count command 249
appletalk arp-timeout command 250
appletalk aurp tickle-time command 250
appletalk aurp updateterval command 250
appletalk cable-range command 251
appletalk checksum command 251
appletalk client-mode command 251
appletalk discovery command 251

appletalk distribute-list in command 252
appletalk distribute-list out command 252
appletalk domain hop-reduction command 252
appletalk domain name command 253
appletalk domain remap-range command 253
appletalk domain-group command 252
appletalk eigrp split-horizon command 254
appletalk eigrp-timers command 254
appletalk event-logging command 255
appletalk free-trade-zone command 255
appletalk getzonelist-filter command 255
appletalk glean-packets command 255
appletalk ignore-verify-errorsocnmand 255
appletalk iptalk command 256

appletalk iptalk-baseport command 256
appletalk lookup-type command 257
appletalk macip dynamic command 257
appletalk macip server command 258
appletalk macip static command 259
appletalk name-lookup-inteal command 260
appletalk permit-partial-zones command 260
appletalk pre-fdditalk command 260
appletalk protocol command 261

appletalk pray-nbpcommand 261

appletalk require-route-zones command 262
appletalk route-cache command 262
appletalk route-redistribution command 262
appletalk routing command 262

appletalk send-rtmps command 263
appletalk static cable-range command 263
appletalk static network command 264
appletalk strict-rtmp-checking command 264
appletalk timers command 265

appletalk virtual-net command 265

appletalk zip-query-intervaloenmand 266
appletalk zipreply-filter command 266
appletalk zone command 266

arap authentication command 60

area authentication command 359

area default-cost command 360
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area range command 360
area stub command 360
area virtual-link command 361
area-address command 472
area-password command
IP routing 362
ISO CLNS 432
arp command
global configuration 324
interface configuration 324
arp smds command 210
arp timeout command 325
async default ip address command 108
async dynamic address command 108
async dynamic routing command 108
async mode dedicated command 109
async mode interactive command 109
atm aal aal3/4 command 154
atm backward-max-burst-size-clp0 command 154
atm backward-max-burst-size-clpl command 154
atm backward-peak-cell-rate-clp0 command 155
atm backward-peak-cell-rate-clpl command 155
atm backward-sustainable-cell-rate-clgbromand 155
atm backward-sustainable-cell-rate-clghomand 156
atm clock internal command 156
atm exception-queue command 156
atm forward-max-burst-size-clp0 command 156
atm forward-max-burst-size-clpl command 157
atm forward-peak-cell-rate-clpO command 157
atm forward-peak-cell-rate-clpl command 157
atm forward-sustainable-cell-rate-clp0O coend 158
atm forward-sustainable-cell-rate-clpl coend 158
atm maxvc command 158
atm mid-per-vc command 159
atm multicast command 159
atm nsap-address command 159
atm pvc command 160
atm rate-queue command 162
atm rawg-size command 163
atm rxbuff command 163
atm smds command 163
atm sonet stm-1 command 163
atm txbuff command 164
atm vc-per-vp ommand 164
atm vp-fiter command 164
atm-dxi map command 109
atm-nsap command 165
atmsig close command 166
atm-vc command 166
autobaud command 32
autocommand command 33
autohangup command 33
automatic protocol startup
ARA 33
PPP 33

SLIP 33
autonomous-systeeobmmand 363
auto-polarity command 109
autoselect command 33
auto-summary command 363

B

backup delay command

DDR 174

interface 110
backup interface command

DDR 174

interface 110
backup load command

DDR 175

interface 111
bandwidth command 111
banner exec command 34
banner incoming command 34
banner motd command 34
bfe command 216
bgp common-as command 363
bgp confederation identifier command 363
bgp confederation peers command 364
bgp default local-preference command 364
bgp fast-external-fallover command 364
boot bootstrap command 11
boot buffersize command 12
boot command 10
boot flash command 10
boot host command 13
boot network command 14
boot system command 15
bridge acquire command 526
bridge address command 527
bridge circuitgroup pause command 528
bridge circuitgroupsource-based command 528
bridge domain command 529
bridge forward-time command 529
bridge hello-time command 530
bridge lat-service-filtering command 530
bridge max-age command 530
bridge multicast-source command 531
bridge priority command 531
bridge protocol command 531
bridge protocol ibm command 548
bridge-group aging-time command 532
bridge-groupcbus-bridging command 532
bridge-group circuit-grouommand 533
bridgegroupcommand 532
bridge-group input-address-list command 533
bridge-group input-lat-service-dergommand 533
bridge-group input-lat-service-permiommand 534
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bridgegroup input-Isap-list command 534
bridgegroup inputpattern command 535
bridge-group inputtype-list command 535
bridgegroup latcompression command 535
bridgegroup outputaddress-list command 536
bridge-group output-lat-service-deny command 536
bridge-group output-lat-service-permit command 536
bridge-group output-Isap-listommand 537
bridgegroup output-patm-list command 537
bridge-group outputtype-list command 538
bridge-group patheost ommand 538

bridge-group prority command 539

bridge-group spanning-disabled command 539
bridge-group sseommand 539

buffers command 61

buffers huge size command 62

busy-message command 35

C

calendar set command 62

cdp enable command 62

cdp holdtime command 63

cdp run command 63

cdp timer command 63

cfrad map llc command 624

Challenge Handshake Authentication Protocol
See CHAP

channel-group command 112

channel-protocol command 646

chat-script command 175

claw command 645

clear appletalk arp command 267

clear appletalk righbor command 267

clear appletalk route command 267

clear appletalk traffic command 268

clear arp-cache command 325

clear bridge command 539

clear cdp counters command 63

clear cdp table command 63

clear clns cache command 432

clear clns es-neighbors command 432

clear clns is-neighbors canand 432

clear clns neighborsommand 432

clear clns route command 433

clear controller lex command 112

clear controller t1 command 113

clear counters command 113

clear decnet counters command 302

clear dialer command 175

clear frame-relay-inarp command 189

clear host command 325

clear hub counters command 114

clear hub ethernet command 114

clear interface@ammand 115
clear ip accounting command 325
clear ip bgp command 364
clear ip eigrp neighborsommand 365
clear ip igmp group command 365
clear ip mroute command 365
clear ip nhrp command 325
clear ip route command

IP 326

IP routing 366
clear ip sse command 326
clear ipx accounting command 472
clear ipx cache command 472
clear ipx nlsp neighbors command 472
clear ipx route command 473
clear ipx sse command 473
clear netbios-cache command 548
clear rif-cache command

interface 115

source-route bridging 548
clear snapshot quiet-time command 176
clear source-bridge command 548
clear sse command

IP 326

IPX 473

source-route bridging 548

transparent bridging 540
clear vines cache command 276
clear vines ipc command 276
clear vines nghborcommand 277
clear vines route command 277
clear vines traffic 277
clear x25-vc command 217
clns access-group command 433
clns adjacency-filter command 433
clns checksum command 433
clns cluster-alias command 434
clns configuration-time command 434
cIns congestion-threshold command 434
clns dec-compatible command 434
clns enable command 435
clns erpdu-interval command 435
clns esct-time command 435
clns es-neighbor command 435
clns filter-expr command 436
clns filter-set command 437
clns holding-time command 437
clns host command 438
clns is-neighbor command 438
clns mtu command 438
clns net command

global configuration 439

interface configuration 439
clns packet-lifetime command 439
clns rdpdu-interval command 440
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clns route command

interface static route 440

specific static route 441
clns route default comand 441
clns route discard command 442
clns route-cache command 442
clns router isis command 442
clns router iso-igrp comand 443
clns routing command 443
clns security pass-througommand 443
clns send-erpdu command 443
clns send-rdpdu command 443
clns split-horizon command 444
clns template-alias command 444
clns want-erpdu command 444
clock calendar-valid command 64
clock rate command 116
clock read-calendar command 64
clock set command 64
clock source command

controller 116

interface 116
clock summer-time command 65
clock timezone command 65
clock update-calendar command 66
cmns enable command 217
cmt connect command 117
cmt disconnect command 117
compress command 117
config-register command 17
configure command 17
configure overwrite command 17
controller command 118
copy bootflash rcp command 18
copy bootflash tftp command 18
copy flash lex command 118
copy flash rcp command 18
copy flash tftp command 18
copy mop bootflash command 18
copy mop flash command 18
copy rcp bootflash command 18
copy rcp flash command 19
copy rcp running-config command 19
copy rcp startup-config command 19
copy running-config command 19
copy startup-config command 19
copy tftp bootflash command 19
copy tftp flash command 19
copy tftp lex command 118
copy verify bootflash command 20
copy verify command 20
crc command 119
crc4 command 119
Ctrl-~r? 3
custom-queue-list command 66

D

databits command 35
data-character-bits command 35
dce-terminal-timing enable command 119
decnet access-group command 302
decnet advertise command 302
decnet area-max-cost command 303
decnet area-max-hops command 303
decnet congestion-threshold command 304
decnet conversion command 304
decnet cost command 304
decnet encapsulation command 305
decnet hello-timer command 305
decnet host command 305
decnet in-routing-filter command 306
decnet map command 306
decnet max-address command 306
decnet max-area command 307
decnet max-cost command 307
decnet max-hops command 308
decnet max-paths command 308
decnet max-visits command 309
decnet multicast-map command 309
decnet node-type command 310
decnet out-routing-filter command 311
decnet path-split-mode command 311
decnet propagate static command 311
decnet route command 312
decnet route default command 313
decnet route-cache command 313
decnet router-priority command 314
decnet routing command 314
decnet routing-timer command 314
default-information allowed command 366
default-information originate command
BGP 367

EGP 367
IS-IS 367
OSPF 368

default-metric command
BGP, EGP, OSPF, RIP 370
IGRP, Enhanced IGRP 370
default-value exec-character-bits command 36
default-value special-character-bits command 36
delay command 119
description command
controller 120
interface 120
DHCP
IP address pooling 129
selective disable 134
specifying server 129
dialer dtr command 176
dialer enable-timeout command 176
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dialer fast-idle command 177
dialer hold-queue command 177
dialer idle-timeout command 177
dialer in-band command 178
dialer load-threshold command 178
dialer map bridge command 178
dialer map command 179
dialer map snapshot command 180
dialer priority command 181
dialer rotary-group command 181
dialer string command 182
dialer wait-for-carrier-time command 182
dialer-group ommand 182
dialer-list list command 183
dialer-list protocol command 183
disable command 6
disconnect-character command 36
dispatch-character command 36
dispatch-timeout command 37
distance bgp command 372
distance command
IP routing 371
ISO CLNS 445
distance eigrp command 373
distribute-list in command
IP 373
IPX 473
distribute-list out command
IP 374
IPX 474
disw 636
disw bgroup-list command 628
disw bridge-grougommand 628
disw disable command 628
disw duplicate-path-bias command 629
disw explorer-queue-depth command 629
disw icannotreach saps command 629
disw icanreach command 630
disw local-peer command 631
disw mac-addr command 631
disw netbios command 632
disw peer-on-demand-defaults fstcommand 633, 634
disw port-list command 635
disw remote-peer interface command 637
disw remote-peer tcp command 638
disw ring-list command 640
disw timer command 641
DLSw+
configuring a static NetBIOS name 632
configuring SAPs 629
configuring static MAC address 631
defining local peer 631
duplicate MAC addresses 629
explorer packet processing 629
fault-tolerance 629

load-balancing 629

point-to-point encapsulation 637
dnsix-dmdp retries command 326
dnsix-nat authorized-redirection command 327
dnsix-nat primary command 327
dnsix-nat secondary command 327
dnsix-nat source command 327
dnsix-nat transmit-count command 328
domain-password command

IP 374

ISO CLNS 445
down-when-looped command 120
dspu activation-window comand 614
dspu default-pu comand 614
dspu enable-host command 615
dspu enable-pu command 615
dspu host command 615
dspu lu command 617
dspu pool command 617
dspu pucommand 618
dspu rsrb command 619
dspu rsrb enable-host command 620
dspu rsrb enable-pu command 620
dspu rsrb start command 620
dspu start command 621
dte-invert-txc command 120
dxi map command 166
dxi pvc command 167

E

early-token-release command 121
editing command 6

enable command 6

enable last-resort command 66

enable password command 66

enable use-tacacs command 67
encapsulation atm-dxi command 121
encapsulation command 121
encapsulation frame-relay command 189
encapsulation lapb command 217
encapsulation ppp command 184
encapsulation sde command 540
encapsulation sdic command 587
encapsulation sdlc-primary command 587
encapsulation sdlc-secondary command 587
encapsulation smds command 210
encapsulation stun command 580
encapsulation x25 command 218

end command 6

erase bootflash command 20

erase flash command 20
escape-character command 37
ethernet-transit-oui command
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source-route bridging 549
transparent bridging 540
exec command 37
exec-banner command 37
exec-character-bits command 38
exec-timeout command 38
exitcommand 6

F

fddi burst-count command 121
fddi c-min command 122
fddi cmt-signal-bits command 122
fddi duplicate-address-check command 123
fddi encapsulate command 123
fddi smt-frames command 123
fddi tb-min command 124
fddi tl-min-time command 124
fddi token-rotation-time command 124
fddi t-out command 125
fddi valid-transmission-time command 125
flowcontrol command 39
Frame Relay

OSPF over 196

test environment 198
frame-relay broadcast-queue command 190
frame-relay de-group command 190
frame-relay de-list command 190
frame-relay interface-dici command 192
frame-relay intf-type command 192
frame-relay inverse-arp command 193
frame-relay ip tcp header-compression command 193
frame-relay keepalive command 193
frame-relay Imi-n391dte command 194
frame-relay Imi-n392dce command 194
frame-relay Imi-n392dte command 194
frame-relay Imi-n393dce command 194
frame-relay Imi-n393dte command 195
frame-relay Imi-t392dce command 195
frame-relay Imi-type command 195
frame-relay map bridge broadcast command 540
frame-relay map bridge command 197
frame-relay map clns command 197
frame-relay map command 196
frame-relay map ip tcp

command 197

frame-relay map lic2 command 625
frame-relay map rsrb command 626
frame-relay multicast-dici command 198
frame-relay route command 199
frame-relay short-status command 199
frame-relay switchingommand 199
framing command 125
fras map sdlc command 625

header-compression

full-help command 6

H

help command 7

history size command 7

hold-character command 39
hold-queue command 126

hostname command 67

hssi external-loop-request command 126
hssi internal-clock command 126

hub command 127

input-sap-filtercommand 481
interface bri coomand 202
interface channel command 646
interface comand 127
interface dialer command 184
invert-transmit-clock command 129
ip access-group command 328
ip accounting command 328
ip accounting-list command 329
ip accounting-threshold command 329
ip accounting-transits command 329
IP address

pooling withDHCP 129
ip address command 329
ip address secondary command

IP 330

IP routing 374
ip address-pool dhcp-proxy-client 129
ip as-path access-list command 375
ip broadcast-address command 330
ip cache-invalidate-delay command 330
ip classless command 331
ip communty-list command 375
ip default-gateway command 331
ip default-network command 376
ip dhcp-server command 129
ip directed-broadcast command 331
ip domain-list ommand 331
ip domain-lookup command 332
ip domain-lookup nsap command

IP 332

ISO CLNS 445
ip domain-name command 332
ip dvmrp accept-filter command 376
ip dvmrp default-information command 377
ip dvmrp metric command 377
ip forward-protocol any-local-broadcast command

333
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ip forward-protocol command 333
ip forward-protocol spanning-tree command 333
ip forward-protocol turbo-flood command 333
ip gdp command 378
ip gdp gdp command 334
ip gdp igrp command 334
ip gdp irdp command 334
ip gdp rip command 334
ip hello-interval eigrp command 379
ip helper-address command 334
ip hold-time eigrp command 379
ip host command 335
ip hp-host command 335
ip igmp access-group command 379
ip igmp join-group command 380
ip igmp query-interval command 380
ip irdp command 380
ip mask-reply command 335
ip mobile arp command 336
ip mtu command 337
IP multicast routing
enabling 405
ip multicast-routing command 381
ip multicast-threshold command 381
ip name-server command 337
ip netmask-format command 337
ip nhrp authentication command 338
ip nhrp holdtime command 338
ip nhrp interest command 338
ip nhrp map command 339
ip nhrp map multicast command 339
ip nhrp network-id command 340
ip nhrp nhs command 340
ip nhrp record command 340
ip nhrp responder command 341
ip ospf authentication-key command 382
ip ospf cost command 382
ip ospf dead-interval command 382
ip ospf hello-intervalemmand 383
ip ospf network command 383
ip ospf priority command 384
ip ospf retransmit-intervalmnmand 384
ip ospf transmit-delay command 384
ip ospf-name-lookup command 383
ip pim command 385
ip pim query-interval command 385
ip pim rp-address command 385
ip probe proxycommand 341
ip proxy-arp command 341
ip rarp-server command 20
ip rcmd domain-lokupcommand 20
ip rcmd rcp-enable command 21
ip rcmd remote-host command 21
ip rcmd remote-username command 22
ip rcmd rsh-enable command 22

ip redirects command 341
ip route command 386
ip route-cache command 342
ip router isis command 386
IP routing
local-area mobility 336
ip routing command
IP 342
transparent bridging 541
ip security add command 342
ip security aeso command 343
ip security dedicated command 343
ip security eso-info command 344
ip security eso-max command 344
ip security eso-min command 344
ip security extended-allowed command 345
ip security first command 345
ip security ignore-authorities command 345
ip security implicit-labelling command 345
ip security multilevel command 346
ip security reserved-allowed command 347
ip security strip command 347
ip source-route command 347
ip split-horizon command 386
ip split-horizon eigrp command 387
ip subnet-zero command 347
ip summary-address eigrp command 387
ip tcp compression-connections command 347
ip tcp header-compression command 348
ip tcp path-mtu-discovery command 348
ip tcp synwait-time command 348
ip unnumbered command 348
ip unreachables command 349
ipx access-group command 475
ipx accounting command 475
ipx accounting-list command 475
ipx accounting-transits command 476
ipx advertise-default-route-only command 476
ipx backup-server-query-interval command 477
ipx default-route command 477
ipx delay command 477
ipx down command 478
ipx gns-reply-digble command 478
ipx gns-response-delay command 478
ipx gns-round-robin command 479
ipx hello-interval comand 479
ipx helper-address command 479
ipx helper-list command 480
ipx hold-time eigrp command 480
ipx input-network-filter command 481
ipx internal-network command 481
ipx ipxwan command 482
ipx ipxwan error command 483
ipx ipxwan static command 484
ipx link-delay command 484
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ipx maximum-hops command 484 ISO CLNS 447

ipx maximum-paths command 484 isis csnp-interval command
ipx netbios input-access-filter command 485 IP routing 388

ipx netbios output-access-filter command 485 ISO CLNS 447

ipx network command 486 isis hello-interval ommand
ipx nisp csnp-interval command 488 IP routing 389

ipx nlsp enable command 488 ISO CLNS 448

ipx nisp hello-interval command 488 isis metric command

ipx nlsp metric command 489 IP routing 389

ipx nlsp priority command 489 ISO CLNS 448

ipx nisp retransmit-interval command 489 isis password command
ipx nisp rip command 490 IP routing 390

ipx nlsp sap command 490 ISO CLNS 449

ipx output-gns-filter command 491 isis priority command

ipx outputnetwork-filter command 491 IP routing 390

ipx output-rip-delay command 492 ISO CLNS 449

ipx output-sap-delay command 492 isis retransmit-intervalammand
ipx output-sap-filter command 492 IP routing 391

ipx pad-process-switched-packets command 493 ISO CLNS 450

ipx ping-default command 493 iso-igrp adjacency-filter command 450
ipx rip-max-packetsize command 493 is-type command

ipx rip-multiplier command 493 IP routing 387

ipx route command 494 ISO CLNS 446

ipx route-cache command 495

ipx router command 495

ipx router-filter command 496 K
ipx router-sap-filter command 496
ipx routing command 497

ipx sap command 497

ipx sap-incremental command 498
ipx sap-interval coomand 499

keepalive command 129

ipx sap-max-packetsize command 499 L
ipx sap-multiplier command 499
ipx sap-queue-maximum command 500 lapb interface-outage command 218
ipx source-network-update command 500 lapb k command 218
ipx split-horizon eigrp command 500 lapb modulo command 219
ipx throughput command 500 lapb n1 command 219
ipx type-20-helpered command 501 lapb n2 command 219
ipx type-20-input-checksommand 501 lapb protocol command 219
ipx type-20-output-checks command 501 lapb t1 command 220
ipx type-20-propagé&n command 501 lapb t4 command 220
ipx update-time command 501 lat host-delay command 315
ipx watchdog-spoof command 502 lat service autocommand command 315
isdn answerl command 203 length command 40
isdn answer2 command 203 lex burned-in-address command 130
isdn caller command 176, 204 lex input-address-list command 130
isdn calling-number command 204 lex input-type-list command 130
isdn not-end-to-end command 204 lex priority-group command 131
isdn spidl command 204 lex retry-count command 131
isdn spid2 command 205 lex timeout command 131
isdn switch-type command 206 line command 40
isdn teicommand 206 linecode b8zs command 206
isis adjacency-filter command 446 linecode command 132
isis circuit-type cormand link-test command 132
IP routing 388 lic2 ack-delay-time command 588
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llc2 ack-max command 588
llc2 dynwind command 626
lic2 idle-time command 588
lic2 local-window command 589
llc2 n2 command 589
lic2 t1-time command 589
lic2 tbusy-time command 590
lic2 tpf-time command 590
lic2 trej-time command 590
lic2 xid-neg-val-tim command 591
lic2 xid-retry-time command 591
Inm alternate command 549
Inm crs command 549
Inm loss-threshold command 550
Inm password command 550
Inm rem command 550
Inm rps command 551
Inm softerr command 551
load interval command 67
locaddr-priority ommand 551
locaddr-priority-list command

serial tunneling 580

source route bridging 552
local-area mobility 336
local-lnm command 132
location command 41
lockable command 41
logging buffereccommand 68
loggingcommand 68
loggingconsole command 68
logging facility command 68
logging monior command 69
logging on command 69
logging synchronous command 69
logging trap command 70

login authentication command 41, 70

login command 41

login-string command 42
loopback appue command 132
loopback command 132
loopback dte command 133
loopback line command 133
loopback locacommand 133
loopback plim command 168
loopback remoteommand 133
Isp-gen-interval emmand 502
Isp-mtu command 502
Isp-refresh-interval comand 502

M

mac-address command 552
map-class command 169
map-group command 169

map-list command 169
match as-path command 391
match clns address command 450
match clns next-hopommand 451
match clns route-source command 451
match community-list command 391
match interface command

IP routing 392

ISO CLNS 451
match ip address command 392
match ip next-hogommand 392
match ip route-source command 392
match metric command

IP routing 393

ISO CLNS 451
match route-type command

IP routing 393

ISO CLNS 452
match tag command 393
max-Isp-lifetime command 503
mbranch command 394
media-type command 133
metric holddown command 394
metric maximum-hops command 394
metric weights command

IP routing 395

ISO CLNS 452
microcode command 22
microcode reload command 23
modem answer-timeout command 42
modem callin command 42
modem callout command 43
modem cts-required command 43
modem dtr-active command 43
modem in-out command 43
modem ri-is-cd command 43
mop device-code command 23
mop enabled command 134
mop retransmit-timer command 24
mop retries command 24
mop sysid command 134
mrbranch command 395
mtu command 134
multiing command 553

N

neighbor advertisement-interval command 396
neighbor any command 397
neighbor any third-partyaanmand 397
neighbor command
EGP, IGRP, RIP 396
OSPF 396
neighbor configure-neighbors command 397
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neighbor distibute-list command 398
neighbor ebgp-multihop command 398
neighbor filter-listcommand 398
neighbor neighbor-list command 399
neighbor next-hop-self command 399
neighbor emote-as command 399
neighbor routenap command 400
neighbor end-@mmunity command 400
neighbor thid-party command 400
neighbor updatsource command 401
neighbor versiocommand 401
neighbor wgght command 402
net command

IP routing 402

ISO CLNS 453
netbios access-list bytes command 553
netbios access-list host command

IPX 503

source route bridging 554
netbios enable-name-cache command 555
netbios input-access-filter bytes command 555
netbios input-access-filter host command 555
netbios name-cache command 555
netbios name-cache name-len command 556
netbios name-cache proxy-datagram command 556
netbios name-cache query-timeout command 557
netbios name-cache recognized-timeout command 557
netbios name-cache timeout command 557
netbios output-access-filter bytes command 558
netbios output-access-filter host command 558
network area command 403
network backdoor command 404
network command

BGP 402
EGP 403
Enhanced IGRP, IGRP, RIP 403
XNS 504

network weight command 404
notify command 44

nrzi-encoding command 134

ntp access-group command 71
ntp authenticate command 71

ntp authentication-key command 71
ntp broadcast client command 72
ntp broadcastdelay command 72
ntp clock-period command 72

ntp disable command 73

ntp master command 73

ntp peer command 73

ntp server command 74

ntp source command 75

ntp trusted-key command 75

ntp update-calendar command 75

O

ocommand 24
o/rcommand 24
offset-list command 404
OSPF
as broadcast over Frame Relay 196
ospf auto-cost-determination command 405

P

paddingcommand 44
parity command 44
partition flash command 25
passive-interface command 405
Password Authentication Protocol
See PAP
password command 45
peer default ip address pool 134
ping appletalk command 268
ping command
AppleTalk 268
DECnet 315
IP 349
IPX 504
ISO CLNS 453
system management 75
VINES 278
XNS 515
ping decnet command 315
ping ipx command 504
ping XNS command 515
ppp authentication chap command
DDR 185
interfaces 136
ppp authentication command 76, 135
chap 135
pap 135
ppp authentication pap command
DDR 185
interfaces 136
ppp command 135
ppp quality command 136
ppp use-tacacs command 76
pri-groupcommand
interface configuration 137
ISDN 206
priority-group command
serial tunneling 580
source route bridging 558
system management 77
priority-list command 558
priority-list default conrmand 77
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priority-list interface cormand 77
priority-list protocol command 78
priority-list protocol ip tcp command 581
priority-list queue-limit command 79
priority-list stun addressoenmand 581
priority-list stun command 79
private command 45
privilege level command

global configuration 80

line configuration 80
prompt command 81
pulse-time command 137

Q

gllc parthner command 602

gllc sap command 602

gllc srb command 603

gllc xid command 604

queue-list default comand 81

gueue-list interface comand 81

gueue-list protocol command 82
gueue-list queue byte-count command 83
gueue-list queue limit command 83
queue-list stun command 84

R

redistribute command
CLNS 454
IP routing 406
IPX 505

refuse-message command 45
reload command 25
rif command 559
rif timeout command 560
rif validate-age command 560
ring-speed comand 137
rotary command 46
route-map command

IP routing 409

ISO CLNS 455
router bgp command 410
router egp 0 command 410
router egp command 410
router eigrp command 410
router igrp command 411
router isis command

IP routing 411

ISO CLNS 456
router iso-igrp command 456
router ospf command 411

router rip command 411
rsh command 25

rsrb remote-peer Isap-output-list command 560
rsrb remote-peer netbios-output-list command 561

rxspeed command 46

S

sap-priority command 561
sap-priority-list command 562
scheduler-interval command 84
script activation command 46

script connection command 47

script dialer command 185

script reset command 47

script startup command 47

sdic address comand 591

sdlc address FF ack-modenemand 582, 592
sdlc cts-delay command 592

sdlc dlsw command 592

sdlc dte-timeout command 592

sdlc frmr-disable command 593

sdlc hdx command 593

sdlc holdg comand 593

sdlc k command 593

sdlc line-speed command 594

sdlc n1 command 594

sdlc n2 command 594

sdlc partner command 594

sdlc poll-limit-value command 595
sdlc poll-pause-timer command 595
sdlc poll-wait-timeout command 595
sdlc gllc-prtnr command 596

sdic role comand 596

sdlc rts timeout comand 596

sdlc simultaneous command 597

sdlc slow-poll command 597

sdic t1 command 598

sdlc virtual multidrop command 582
sdlc vmac command 598

sdlc xid command 598

sdlic partner command 604

sdlic ring-largest-frame command 604
sdllc sap command 605

sdlic sdlc-largest-frame command 605
sdllc traddr command 605

sdllc xid command 606

service compress-config command 26
service config command 26

service exec-wait command 84
service linenumber command 47
service nagle command 85

service password-encryption command 85
service tcp-keepalives command 85
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service telnet-zero-idle command 85
service timestamps command 86
session-limit command 48
session-timeout command 48
set automatic-tag command 412
set level command

IP routing 412

ISO CLNS 457
set local-preference command 413
set metric command

IP routing 413

ISO CLNS 457
set metric-type command

IP routing 413

ISO CLNS 457
set next-hop command 413
set origin command 414
set tag command

IP routing 414

ISO CLNS 458
set weight command 414
show access-lists command 349
show aliases command 86
show apollo arp command 240
show apollo interface command 241
show apollo route command 241
show apollo traffic command 241
show appletalk access-lists command 268
show appletalk adjacent-routes command 268
show appletalk arp command 268
show appletalk aurp events command 269
show appletalk aurp topology command 269
show appletalk cache command 269
show appletalk domain command 269
show appletalk eigrp neighbors command 269
show appletalk eigrp pmlogycommand 270
show appletalk globals command 270
show appletalk interface camand 270
show appletalk macip-clients command 271
show appletalk macip-servers command 271
show appletalk macip-traffic command 271
show appletalk name-cache command 271
show appletalk nbp command 271
show appletalk neighbors command 272
show appletalk remap command 272
show appletalk route command 273
show appletalk sockets command 273
show appletalk static command 273
show appletalk traffic command 273
show appletalk zone command 274
show arp command

IP 349

SMDS 210
show async status command 137
show async-bootp command 26

show atm interface atm command 169
show atm map command 169
show atm traffic command 170
show atm vc command 170
show bootflash command 27
show bridge circuit group command 541
show bridge circuit-group comand 541
show bridge command 541
show bridge group command 542
show bridge vlan command 542
show buffers command 87
show calendar command 87
show cdp command 87
show cdp entry command 88
show cdp interface command 88
show cdp nghborscommand 88
show cdp traffic command 89
show cIns cache command 458
show clns command 458
show clns es-neighbocommand 458
show clns filter-expr command 459
show clins filter-set command 459
show clns interfaceaanmand 459
show clns is-neighbors command 459
show cIns neighbors command 460
show clIns protocol command 460
show cins route command 460
show clins traffic command 460
show clock command 89
show cmns command 220
show compress command 137
show configuration command 27
show controllers bri command 207
show controllers cbus command 138
show controllers cxbus command 138
show controllers el command 138
show controllers fddi command 139
show controllers lex command 139
show controllers mciammand 139
show controllers serialoenmand 139
show controllers tlammand 140
show controllers token command

interface 140

source route bridging 562
show decnet command 315
show decnet interface command 316
show decnet map command 316
show decnet neighbors command 316
show decnet route command 316
show decnet traffic command 316
show dialer command 186
show disw capabilities command 642
show dIsw fastcache command 643
show dIisw mac-circuitammand 643
show disw reachability command 643
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show dnsix command 349

show dspu command 621

show dxi map command 170

show dxi pvc command 170

show environment all command 89

show environment command 89

show environment last command 89

show environment table command 89

show extended channel statistics command 647

show extended channel subchannel command 647

show flash command 27
show flh-log command 28

show  frame-relay ip tcp header-compression

command 199

show frame-relay Imi command 199
show frame-relay map command 200
show frame-relay pvc command 200
show frame-relay route command 200
show frame-relay traffic command 200
show fras map command 626
show history command 7
show hosts command 349
show hub command 140
show interface lex command 145
show interfaces async command 142, 147
show interfaces atm command 142
show interfaces bri command

interface configuration 143

ISDN 207
show interfaces channel command 648
show interfaces command 202

IBM network protocol translation 606

interface 141

LLC2 598
show interfaces ethernet comand 143
show interfaces fddi command 144
show interfaces hssi command 144
show interfaces loopback command 145
show interfaces serial command

Frame Relay encapsulation 200

interface 145

X.25 220
show interfaces tokenring command

interface 146

source route bridging 563
show interfaces tunnel command 146
show ip access-list command 350
show ip accounting command 350
show ip aliases command 350
show ip arp command 351
show ip bgp cidr-only command 415
show ip bgp command 415
show ip bgp ommunity command 415
show ip bgp ommunty-list command 415
show ip bgp filter-list command 416

show ip bgp neighbors command 416
show ip bgp paths command 416
show ip bgp regexp command 416
show ip bgp summary command 416
show ip cache command 351
show ip dvmrp route command 417
show ip egp command 417
show ip eigrp neighbors command 417
show ip eigrp topology command 417
show ip eigrp traffic command 418
show ip igmp groups command 418
show ip igmp interface command 418
show ip interface comand

interface 147

IP 351
show ip irdp command 418
show ip masks command 351
show ip mroute command 419
show ip nhrp command 352
show ip nhrp traffic command 352
show ip ospf border-routers command 419
show ip ospf command 419
show ip ospf database command 420
show ip ospf interface command 422
show ip ospf neighbor command 422
show ip ospf virtual-links command 422
show ip pim interface command 422
show ip pim neighbocommand 423
show ip pim rp command 423
show ip protocols command 423
show ip redirects command 352
show ip route command 423

IP 352
show ip route summary command
IP 353

IP routing 424
show ip route supernets-only command 424
show ip tcp header-compression command 353
show ip traffic command 353
show ipx accounting command 505
show ipx cache command 505
show ipx eigrp neighborsommand 506
show ipx eigrp topology command 506
show ipx interface command 506
show ipx nlsp database command 507
show ipx nlsp neighbors command 507
show ipx route command 507
show ipx servers command 508
show ipx traffic command 508
show isdn command 208
show isis database command

IP routing 424

ISO CLNS 461
show isis routes command 461
show line command 48
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show llc2 command

LLC2 599

X.25and LAPB 220
show Inm bridge command 563
show Inm config command 563
show Inm interface comand 563
show Inm ring command 564
show Inm station command 564
show local-ack command 564
show logging command 90
show memory command 90
show microcode command 28
show netbios-cache command 564
show ntp associations command 90
show ntp status command 90
show privilege command 90
show processes command 91
show processes memory command 91
show protocols command 91
show gllc command 606
show queueing command 91
show rif command

interface 147

source route bridging 564
show route-map command

IP routing 425

ISO CLNS 461
show sdllc local-ack command 606
show smds addresses command 210
show smds map command 211
show smds traffic command 211
show snapshot command 186
show snmp command 91
show source-bridge command 564
show span command

source route bridging 565

transparent bridging 542
show sscop command 170
show sse summary command

IP 353

transparent bridging 542
show stacks command 91
show standby command 353
show stun command 582
show stun sdic command 582
show version command 28
show vines access command 278
show vines cache command 278
show vines host command 279
show vines interface command 279
show vines ipc command 280
show vines neighbor command 280
show vines route command 280
show vines service command 281
show vines traffic command 281

show x25 map command 221
show x25 remote-red command 221
show x25 route command 221
show x25 vc command 221
show xns cache command 515
show xns interface command 516
show xns route command 516
show xns traffic command 516
shutdown command 147
slip command 148
SMDS

addresses

broadcast 212
multicast 212

smds enable-arp command 211
smds multicast arp command 212
smds multicast bridge command 212
smds multicast command 212
smds multicast ip command 213
smds static-map command 213
smt-queue-threshold command 148
snapshot client command 186
snapshot server command 187
snmp-server access-list command 92
snmp-server access-policy command 92
snmp-server chassis-id command 93
snmp-server@mmunity command 94
snmp-server contact command 94
snmp-server context command 95
snmp-server host camand 95
snmp-server location command 96
snmp-server packetsize command 96
snmp-server party command 96
snmp-server queue-length corand 98
snmp-server systeshutdown command 98
snmp-server trap-authentication command 98
snmp-server trap-source corand 99
snmp-server trap-timeout command 99
snmp-server userid comand 99
snmp-server view command 100
source-address command 149
source-bridge command 565
source-bridge cos-enable command 565
source-bridge enab®0d5 command 565
source-bridge explorer-fastswitch command 566
source-bridge explorer-maxrate command 566
source-bridge explorerg-depth command 566
source-bridge fst-peername command

IBM network protocol translation 606

source route bridging 566
source-bridge input-address-list command 567
source-bridge input-Isap-list command 567
source-bridge input-type-list command 567
source-bridge keepalive command 568
source-bridge largest-frame command 568
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source-bridge old-sna command 568
source-bridge output-address-list command 568
source-bridge output-lsap-list command 569
source-bridge output-type-list command 569
source-bridge padsough command 570
source-bridge proxy-explorer command 570
source-bridge proxy-netbios-only command 570
source-bridge glic-local-acloommand 607
source-bridge remote-peer fst command
IBM network protocol translation 607
source route bridging 571
source-bridge remote-peer ftcp command 571
source-bridge remote-peer interface command
IBM network protocol translation 608
source route bridging 572
source-bridge remote-peer tcp command
IBM network protocol translation 609
source route bridging 573

source-bridge remote-peer-keepalive command 574

source-bridge ring-group command
IBM network protocol translation 610
source route bridging 574
source-bridge route-cache cbus command 575
source-bridge route-cache command 574
source-bridge route-cache sse command 575
source-bridge sap-80d5 command 575
source-bridge sdllc-local-ack command 610
source-bridge spanning command 575
source-bridge spanning path-costenand 576
source-bridge tcp-queue-max command 576
source-bridge transparent command 577
special-character-bits command 48
speed command 49
spf-interval command 508
squelch command 149
sscop cc-timer command 170
sscop keepalive-timer command 171
sscop max-cc command 171
sscop poll-timer command 171
sscop rcv-window command 172
sscop send-window command 172
standby authentication command 353
standby ip command 354
standby preempt command 354
standby piority command 354
standby timers command 355
standby track command 355
start-character command 49
start-chat command 50
stopbits command 50
stop-character command 51
stun group command 582
stun keepalive-count command 583
stun peer-name command 583
stun protocolgroupcommand 583

stun remote-peer-keepalive command 584

stun route address interface serial command 584
stun route address tcp command 584

stun route all interface serial command 585

stun route all tcp command 585

stun schema command 586

stun sdlc-role primary command 586

stun sdlc-role secondary camand 586
summary-address command 425
synchronization command 426

T

table-map command 426
tacacs-server attempts command 101
tacacs-server authenticate command 101
tacacs-server extended command 101
tacacs-server host command 102
tacacs-server last-resort command 102
tacacs-server notify command 102
tacacs-server optional-passwords command 103
tacacs-server retransmit command 103
tacacs-server timeout command 103
telnet break-on-ip command 51
telnet refuse-negotiations command 51
telnet speed command 51
telnet sync-on-break command 51
telnet transparent command 52
term ip netmask-format command 356
terminal-type command 52
test flash command 104
test interfaces command 104
test memory command 104
tftp-server system command 29
timers basic command

IP routing 427

ISO CLNS 462
timers bgp command 428
timers egp command 429
timers spf command 429
timeslot command 149
trace cins command 463
trace command 104

IP

privileged 356
user 356

ISO CLNS 462

system management 104

VINES 281
traffic-share command 430
transmit-clock- internal command 150
transmit-interface command 357
transmitter-delay command 150
transport input command 52
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transport output command 52
transport preferred command 53
ts16 command 150
tunnel checksummommand 150
tunnel deination command 151
tunnel key command 151
tunnel mode command
interface configuration 151
IP 357
tunnel sequence-datagraommmand 152
tunnelsource command 152
tx-queue-limit command 152
txspeed command 53

U

username command 105
username password command 188

Vv

vacant-messagommand 54
validate-update-source command 430
variance command 430
verify flash command 29
vines access-group command 282
vines access-list command

extended 285

simple 288

standard 282
vines arp-enable command 288
vines decimal command 289
vines encapsulation command 289
vines host command 289
vines input-network-filter command 290
vines input-router-filter command 290
vines metric command 290
vines neighbor command 291
vines output-network-filter command 292
vines propagate command 292
vines redirect command 293
vines route command 293
vines route-cache command 293
vines routing command 294
vines serverless command 294
vines split-horizon command 294
vines srtp-enabled command 294
vines time access-group command 295
vines time destination command 295
vines time participate command 295

vines update deltas command 296
vines update interval camand 296

W

which-route command 463
width command 54

write erase command 29
write memory command 29
write network command 30
write terminal command 30

X

x25 accept-reverse command 221
x25 address command 221
x25 bfe-decision command 222
x25 bfe-emergency command 222
x25 default command 223
x25 facility command 223
x25 hic command 223
x25 hoc command 223
x25 hold-queue command 224
x25 hold-ve-timer command 224
x25 htc command 224
x25 idle command 225
x25 ip-precedence command 225
x25 ips command 225
x25 liccommand 225
x25 linkrestart command 225
x25 loc command 226
x25 Itc command 226
x25 map bridge broadcast command 543
x25 map bridge command 227
x25 map cmns command 227
x25 map command 226
x25 map compressedtcp corand 228
x25 map gllc command 610
x25 modulo command 228
x25 nvc command 228
x25 ops command 229
x25 pvc command
encapsulating version 229
IBM network protocol translation 611
switched version 230
tunnel version 230
x25 remote-red command 231
x25 route command 232
x25 routing command 233
x25 rpoa command 234

vines time set-system command 295
vines time use-system command 296

x25 suppress-called-address command 234
x25 suppress-calling-address command 234
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x25 t10 command 234

x25t11 command 234

x25 t12 command 235

x25 t13 command 235

x25 t20 command 235

x25 t21 command 235

x25 t22 command 235

x25 t23 command 236

x25 use-source-address command 236
x25 win command 236

x25 wout command 236

Xns access-group command 517

xns encapsulation command 517

xns flood broadcast allnets command 517
xns flood broadcast net-zero command 518
xns flood specific allnetsoenmand 518
xns forward-protocol command 518
xns hear-rip command 518

xns helper-address command 519

xns input-network-filter command 519
xns maximum-paths command 520
xns network command 520

xns output-network-filter command 520
Xxns route command 521

Xns route-cache command 521

xns router-filter command 521

Xns routing command 522

xns ub-emulation command 522

Xns update-time command 522
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