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Preface

Objectives

This guide contains information about configuring and monitoring the network
interfaces in your bridging router. Specifically, this guide enables you to:

* Configure, monitor, and use the network interfaces in the bridging router.

e Configure, monitor, and use the budget, telesaving, WAN restoral and X.25
switching features the bridging router.

*  Configure, monitor, and use the Dial Circuit and Link Layer software supported
by the bridging router.

Audience

This guide is intended for persons who install and operate computer networks.
Although experience with computer networking hardware and software is helpful,
you do not need programming experience to use the protocol software.

This preface describes how to use this book and the documentation set to which it
belongs.

Xi



Using This Guide

The following table helps you locate information in this guide:
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Using Related Documentation

Digital Documents

XVi

This Document...

Describes...

RouteAbout Access El Installation
EK-DEXBR-IN

Installation and use of the RouteAbout Access El
router.

RouteAbout Access EW Installation
EK-DEX2R-IN

Installation and use of the RouteAbout Access EW
router.

RouteAbout Access TW Installation
EK-DEWTR-IN

Installation and use of the RouteAbout Access TW
router.

RouteAbout Central El Installation
EK-DEZBR-IN

Installation and use of the RouteAbout Central El
router.

RouteAbout Central EP Installation
EK-DEZPR-IN

Installation and use of the RouteAbout Central EP
router.

RouteAbout Central EW Installation
EK-DEZ8R-IN

Installation and use of the RouteAbout Central EW
router.

Bridging Configuration Guide
AA-QL29E-TE

The configuration and monitoring procedures for
bridging methods. Bridging features that enhance
system performance.

clearVISN Router Configurator
User’s Guide
AA-RO8YB-TE

The graphic user interface application which enables
you to create and load a basic configuration for the
bridging router.

DTF (DIGITAL Trace Facility) User
Guide
AA-R85DA-TE

How to install and use the DIGITAL Trace Facility,
which enables you to trace packets within the
protocol layers of the bridging router.

Event Logging System Messages
Guide
AA-QL2AE-TE

How events are logged, how to interpret Event
Logging System (ELS) messages. Provides a
description of each ELS message with a
corresponding corrective action.




This Document... Describes...

Quick Reference Guide How to configure and monitor the main protocols,
AA-R7QAA-TE features and interfaces, and lists the associated
commands.

Routing Protocols Reference Guide Reference information about the micro-operating
AA-QL2CE-TE system structure, and the protocols and interfaces
supported by bridging routers.

Routing Protocols User’s Guide Configuring and monitoring the protocols in the
AA-QL2DE-TE Distributed Routing Software bridging router. How to
use the DIGITAL Trace Facility.

Systems Network Architecture SNA interfaces and protocols for the Distributed
Guide Routing Software System.

AA-QU5SC-TE

System Software Guide Installing, configuring, and operating the Distributed
AA-QL2EE-TE Routing Software system software.

Document Set Structure

Figure 1 shows the structure of the documentation set.
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Conventions

The following conventions are used in this guide:

Monospace type
Bol df ace type

lowercaseitalics

[]

key
arl/X

underscore

M onospace type in examples indicates system output or user input.

Boldface type in examples indicates user input. Boldface typeis aso
used for file names and command names within text.

Lowercaseitalicsin command syntax or examplesindicate variablesfor
which either the user or the system supplies avalue.

Brackets enclose operands or symbolsthat are either optional or
conditional. Specify the operand and vaue if you want the condition to
apply. Do not type the brackets in the line of code.

A key namein bold type indicates that you press the specified key.

Indicates that you hold the Ctrl key while pressing the key specified by
the X. The server displays the key combination as*X.

Charactersunderlined in acommand listing represent the fewest number
of characters you must enter to identify that command to the interpreter.

Inthendex, page reference numbersin bold type indicate areference to
a command description.
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Symbols

XX

The configuring and monitoring chapters contain a description of
all commands you can use to configure and monitor the protocol,
feature, or interface.

means you use the command to configure the router. You

access configuration commands after you enter talk 6 at the*

prompt. Configuration commands change the router’'s nonvolatile
database; a router restart is necessary to activate the change.

means you use the command to monitor and dynamically
configure the router. You access monitoring commands after you
entertalk 5 at the * prompt. Changes made in this mode take effect
immediately, but are not made in the router’s nonvolatile database
(and thereforeot preserved after a router restart).

means you use the command both to configure and to
monitor the router.

Note: Talk 5 monitoring commands are also referred to as console commands

in this guide.Talk 6 configuration commands are sometimesmefd to
as config commands.



Commands

Figure 2 shows the components of acommand description.

Figure 2 Command Components

Command Name

Description of commands.

Syntax:

parameter 1 option
Description of parameter and options.

Example:

command nane par aret er
Prompt [Default val ue] ?options

command-name
parameter 1. ..
parameter 2 . ..

Command Name

Syntax:

parameter

option

Example:

The name of the command followed by an overview
description.

The command followed by each parameter you can configure
using that command. If an elipsis follows a parameter, you
need to enter additional information (options). When you enter
acommand, you can save time by typing only the underlined
letters.

Description of each parameter.

(initalics) Information you must enter with the command and
parameter.

An example of how you enter that command and parameter.
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Entering Commands
Instead of being prompted for options, you can save time by entering the complete
command on oneline. For example, you can enter the set framesize command shown in
Figure 3 as follows:

set framesize 2048
If you abbreviate the command using the underlined letters, you can enter
s f 2048

Figure 3 Set Framesize Command

Set

Configures frame size and local address.

Syntax: set
framesize . ..
parameter 2 . ..

framesize 1024 or 2048 or 4096

The size of the network-layer portion of frames transmitted and received
on the interface.
Example:

set framesize
Framesi ze in bytes (1024/2048/4096) [1024]? 2048

Accepting the Current Setting
When the software promptsyou for information, the current setting appearsin brackets| ].
To accept the information in the brackets, press Ret ur n. In this example, the current
setting is 1024.

Framesi ze in bytes (1024/2048/4096) [1024]7?

XXii



Correspondence

Documentation Comments

If you have comments or suggestions about his document, send them to the
DIGITAL Network Products Business Organization.

Attn: Documentation Project Manager

E-MAIL: doc_quality@lkg.mts.dec.com

Online Services

To locate product-specific information, refer to the DIGITAL Network Products
Home Page on the World Wide Web, located at the following addresses:
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Getting Started with Network Interfaces

This guide describes how to configure and monitor the network interfaces and the
link layer protocols supported by the Bridging Router. The purpose of this chapter is
to provide basic configuration and monitoring guidelines. This chapter also describes
the basic procedures and the information needed to monitor the interfaces through
the GWCON inter face command.

1.1 Network Interfaces and the GWCON Interface Command

When configuring network interfaces, you may find it necessary to display certain
information about specific interfaces. While some interfaces have their own console
processes for monitoring purposes, the router displays statistics for all installed
network interfaces when you use the inter face command from the GWCON
environment. For more information on the interface command, refer to the chapter
covering the GWCON process and commands in the System Software Guide.

1.1.1 Accessing Network Interface Configuration Processes

In the chapters that follow, you must access various interface configuration
processes. To do this, you must determine the network interface number of the
device that you want configure. Then, to access the configuration process, you must
activate it from the Conf i g> prompt by supplying that interface number.

To access any interface configuration process, perform these steps:

1. Enter the following command at the OPCON prompt:
* talk 6

The console displays the CONFIG prompt (Conf i g>). Now you can enter
CONFIG commands. If the prompt does not appear, press the Return key
again. To exit CONFIG and return to OPCON, enter the OPCON intercept
character Ctrl/P (hold the Ctrl key down and press P).
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2. Determine the device’s network interface number by enterinkysthaevices
command at th€onf i g> prompt. For example:
Config> list devices
Ifc O (Ethernet): CSR 1001600, CSR2 1000C00, vector 94
Ifc 1 (WAN PPP): CSR 1001620, CSR2 1000D00, vector 93
Ifc 2 (WAN PPP): CSR 1001640, CSR2 1000E00, vector 92
Confi g>

3. Specify the appropriate number by entering a command of thenfirm where
nis the network interface number. For example, to access the Ethernet
configuration process, you would entegt O:
Config> net 0

Et hernet interface configuration
ETH confi g>

Note: Configuration changes that you make to the protocol parameters do not
take effect until you restart the router.

The changes you make through CONFIG are retained in a configuration database in
non-volatile memory. They are retained during power downs and are recalled when
you restart the router.

To restart the router, enter the OPC@dstart command. For example:
* restart

Are you sure you want to restart the router? (Yes or No)[No]: yes

1.1.2 Accessing Network Interface Console Processes

1-2

The interface console processes let you monitor software configurable parameters
for the specific network types used in your router.

Note: In this guide, the termonsole process means the same as the term
monitoring process. The termsonsole commands andmonitoring
commands are interchangeable.

Unlike configuration commands, console commands éfleet immediately, but do

not become part of the router’s non-volatile configuration memory. Thus, while
console commands let you make real-time changes to the router’s configuration, the
changes are only temporary. The configuration memory overwrites them when the
router restarts.
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1.2 Accessing Link Layer Protocol Management Processes

The console processis used to:
e Monitor the protocols and network interfaces currently in use by the router.

* Digplay ELS (Event Logging System) messages relating to router activities and
performance.

* Makereal-time changesto the configuration without permanently affecting the
router’s non-volatile configuration memory.

To access any interface console process, perform the following steps:

1. Determine the network iatface number by entering theerface command at
the GWCON ) prompt. For example,

+interface

Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
0 0 Eth/0O 1001600 5E 1 0 0

2. Specify the appropriate number by entering a command of the form net n, where
n isthe network interface number. For example, to access the Ethernet console
process, you would enter net O:

+ net 0O
Ethernet interface console
Eth>

1.2 Accessing Link Layer Protocol Management Processes

Refer to the System Software Guide for complete information about accessing the
protocol configuration and console processes. These processes | et you change and
monitor configurable parameters for the Link Layer protocols supported by your
bridging router.

Getting Started with Network Interfaces 1-3






2

Configuring and Monitoring Dial Circuits

This chapter describes how to configure and monitor Dia Circuitsin the router.

A network interface used to make dial connections may either be connected to a V.25
bis modem or to an ISDN line. You must configure the network interface, create a
Dial Circuit device and map it to the interface. The datalink protocols which may be
used over the Dial Circuit depend on the type of network interface used.

You can configure PPP, Multilink PPP or PSL asthe datalink protocol over both V.25
bis interfaces and ISDN interfaces. Frame Relay and X.25 are also supported as
datalink protocols over ISDN.

In addition to the above Dia Circuitsyou can configure PPP-FR Dial Circuits. These
circuits make use of aFrame Relay SVC on aFrame Relay interface. Only PPP or
Multilink PPP datalink protocols are supported for these Dial Circuits.

The tasks you need to perform to configure Dial Circuits depend on the network
interface you are using, and the datalink protocol you will run over the interface.

For more information about ISDN, V.25 bis, X.25 and Frame Relay, refer to the
Routing Protocols Reference Guide.

2.1 Configuring V.25 bis Dial Circuits

This section describes how to configure Dial Circuitsfor V.25 bis. Thetasksyou
need to perform are:

1. SetupaV.25 bis network interface.

2. Either add a network address name and network address, or configure the
modem to dial the remote station.

3. Add Didl Circuits.
4. Configure Dial Circuit parameters.
5. Configure V.25 bis network interface parameters.
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Therest of this section describes these tasks. Refer to Chapter 11 for details of the
commands used to configure the V.25 bis network interface.

Note: You must restart the router for changes to the configuration to take effect.

2.1.1 Configuring the Modem for DTR Dialing

If you are using a modem which does not support V.25 bisauto-calling on aV.25 bis

circuit, you will need to use the DTR dialing procedure. This procedure uses the

modem'’s direct call operating mode. You must manually configure the local modem
with the dial address of the remote destination. Use a terminal to access the modem
and enter the configuration commands to store the remote dial address in the
modem'’s default dialing register. Refer to your modem’s documentation for more
information about manually configuring the modem.

2.1.2 Setting Up a V.25 bis Dial Circuit

2-2

Dial Circuitsare mapped to V.2Bis network interfaces. You can map multiple Dial
Circuits to one V.2%is network interface.

Figure 2—1 illustrates an imaginary router with one Ethernet port (Net 0) and two
serial ports (Net 1 and Net 2). The serial port Net 2 has been configured with datalink
protocol V.25his, so the interface name is V25/0. A Dial Circuit has been added as
Net 3 and its datalink is set to PPP by default, so the interface name is PPP/0. This is
indicated by the protocol PPP shown in a box, “encapsulated” within gméaice.

The procedure which follows demonstrates how to set up this configuration.
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Figure 2-1 Configuring a V.25 bis Dial Circuit
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1. Set the datalink protocol of the network interface Net 2 to be V.25 bis. For
example, to set interface 2 to V.25 bis, enter the following:

Config>set data v25bis 2
Confi g>

2. AddaDial Circuit (Net 3 in thisexample). The protocol will be PPP by default.

Confi g>add device dial-circuit
Confi g>
Note: You can change the protocol to the Proteon Serial Link (PSL) protocol
using the set data-link pd command at the Conf i g> prompt. Other
datalink types (Frame Relay, X.25, V.25 bis, SDLC, and SRLY) are not
supported over V.25 bis.
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2-4

3. Add V.25 bis network addresses. Enter a network address name and a network

dial address name for each local port (serial line interface) and for each
destination port. The network dial addressis the telephone number of the local
or destination port. The network address name can be anything, such asa
description of the port.

Confi g>add v25-bi s-address [ ocaddrnane | ocdi al addr

Confi g>add v25-bi s-address renaddrnane rentdi al addr
Confi g>

Example:

Confi g>add v25-bi s- addr ess

Assign address nanme [1-23] chars []? renpte-site-baltinore
Assign network dial address [1-20 digits] []? 1-909-555-0983
Confi g>

Note: If you are using DTR dialing, you do not need perform this step.

4. Configurethe V.25 bis network interface (in this example network 2). At the

Conf i g> prompt enter network 2 to display theV. 25bi s Conf i g> prompt.

Confi g>network 2

V. 25bi s Configuration

V. 25bi s Config>

Use the V.25 bis configuration commands described in Chapter 11 to
configure the interface. For example, if you are not using DTR dialing, set
the local address to the network address name of the local port (this must
match the local name you specified at the Conf i g> prompt).

V. 25bi s Config>set |ocal -address [/ ocaddrnane
V. 25bi s Config>

Return to the Conf i g> prompt.

V. 25bi s Config>exit

Confi g>

At the Conf i g> prompt enter network 3todisplay theCircuit Confi g>
prompt so you can configure the Dial Circuit (network 3 in our example).
Confi g>network 3

Circuit configuration
Circuit Config>

Set the destination address to the network address name of the remote port (this
must match the remote name you specified at the Conf i g> prompt).

Circuit Config>set destination remaddrnane
Circuit Config>
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8. Map the Dial Circuit (network 3) to the V.25 bisinterface (network 2).

Circuit Config>set network 2

Circuit Config>

Usethe Dial Circuit configuration commands described in Section 2.5 to
configure the Dial Circuit.

9. Usethe encapsulator command to configure the datalink protocol. When you
have configured the protocol, use the exit command to returntothe Ci rcui t
Conf i g> prompt.

Circuit Config>encapsul ator
PPP Config> . . .

PPP Confi g>exi t

Circuit Config>

10. AttheCircuit Confi g> prompt, set the call direction. You must set calls
inbound at one end of the Dial Circuit, and outbound at the other end.

Circuit Config>set calls direction
Circuit Config>

11. Ontheinbound router, you must allow incoming calls from the remote
destination. Use the set inbound command and specify either the remote name
you specified at the Conf i g> prompt, or any to accept all incoming calls.

Circuit Config>set inbound renote-destination
Circuit Config>

12. On the outbound router define the number to call. Set the destination address of
the remote router (this must match the remote name you specified at the
Conf i g> prompt).

13. Set the destination address of the remote router (this must match the remote
name you specified at the Conf i g> prompt).

Circuit Config>set destination remaddrnane
Circuit Config>

14. Return to the Conf i g> prompt.

Circuit Config>exit
Confi g>

2.2 Configuring Dial Circuits over ISDN

This section describes how to configure Dial Circuitson an ISDN network interface.
Thetasks you need to perform are:

1. SetupanISDN network interface.
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2. Add anetwork address name and network address.
3. Add Did Circuits.

4. Configure Dia Circuit parameters.

5. Configure ISDN interface parameters.

Therest of this section describes these tasks in more detail. To configure the ISDN
interface, use the ISDN configuration commands described in Chapter 6.

Note: You must restart the router for changes to the configuration to take effect.

2.2.1 Setting Up Dial Circuits over ISDN

2-6

Dial Circuitsare mapped to a base network interface. When you map the circuit to an
ISDN network interface, it uses one of the B-channels on that device. You can map
multiple Dial Circuits to one network interface. Basic Rate ISDN (BRI) has two B-
channels, while Primary Rate ISDN has 23 B-channelsonaT1 line (PRI-T1) or 30
B-channelson an E1 line (PRI-E1).

Figure 2-2 illustrates an imaginary router (such as an “El" family router) with one
Ethernet port (Net 0) and two other ports (Net 1 and Net 2). The port at Net 2 is a
Basic Rate ISDN interface, and the interface name is ISDN/O. A Dial Circuit has
been added as Net 3 and its datalink is set to PPBfaylt so the interface name is
PPP/0. This is indicated by the protocol PPP shown in a box, “encapsulated” within
the interface. Another Dial Circuit has been added as Net 4 and its datalink is set to
FR (Frame Relay), so the interface name is FIRAls is indicated by the protocol

FR shown in a box, encapsulated within theifstce.
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Figure 2—2 Configuring ISDN Dial Circuits
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The procedure which follows demonstrates how to set up this configuration.

\ .

1. AddaDial Circuit (for example on interface 3). The protocol will be PPP by
default.

Confi g>add device dial-circuit
Confi g>

2. If you are not going to use PPP, change the datalink protocol to Frame Relay,
Proteon Serial Link (PSL) or X.25, using the set data-link command at the
Confi g> prompt. Other datalink types (SDLC, and SRLY) are not supported

over |SDN.

Config>set data-link frane-relay 3
Confi g>
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3. Add an ISDN network address. Enter a network address name and a network

dial address namefor each local port (network interface) and for each destination
port. The network dial addressisthe ISDN number of the local or destination
port. The network address name can be anything, such as a description of the
port.

Confi g>add i sdn-address [ ocaddrnane | ocdi al addr

Confi g>add i sdn-address remaddrnane rendi al addr
Confi g>

Example:

Conf i g>add i sdn- addr ess

Assign address nanme [1-23] chars []? renpte-site-baltinore
Assign network dial address [1-20 digits] []? 1-909-555-0983
Assign network subdial address [0-20 digits] []?

Confi g>

Configure the ISDN network interface (in this example network 2). At the
Conf i g> prompt enter network 2 to display thel SDN Conf i g> prompt.
Confi g>network 2

| SDN Confi guration
| SDN Confi g>

Usethe ISDN configuration commands described in Chapter 6 to configure the
interface. For example, set the local address to the network address name of the
local port (this must match the local name you specified at the Confi g>
prompt).

| SDN Confi g>set |ocal -address [ ocaddrnane
| SDN Confi g>

Return to the Conf i g> prompt.

| SDN Confi g>exi t

Confi g>
At the Conf i g> prompt enter network 3todisplay theCircuit Confi g>
prompt so you can configure the Dial Circuit (network 3 in our example).

Confi g>network 3
Circuit configuration
Circuit Config>

Set the destination address to the network address name of the remote port (this
must match the remote name you specified at the Conf i g> prompt).

Circuit Config>set destination remaddrnane
Circuit Config>
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10.

11.

12.

13.

14.

15.

Map the Dial Circuit (network 3) to the ISDN interface (network 2).

Circuit Config>set network 2
Circuit Config>

Usethe Dial Circuit configuration commands described in Section 2.5 to
configure the Dial Circuit.

Use the encapsulator command to get the command prompt to configure the
datalink protocol (PPP, PSL, Frame Relay or X.25). The command prompt to
configure an encapsulated protocol is the same as the prompt for an interface of
that type, for example FR Confi g>. However, commands which configure the
physical level characteristics are not relevant for the encapsulated protocol since
the datais being transferred over ISDN. These commands are not avail able when
configuring an encapsulated protocol. Refer to the appropriate chapter for details
about configuring each protocol.

Circuit Config>encapsul ator

FR Confi g>

FR Config> . . .

FR Confi g>exit
Circuit Config>

AttheCircuit Confi g> prompt, set thecall direction. You must set calls
inbound at one end of the Dial Circuit, and outbound at the other end.

Circuit Config>set calls direction
Circuit Config>

On the inbound router, you must allow incoming calls from the remote
destination. Use the set inbound command and specify either the remote name
you specified at the Conf i g> prompt, or any to accept all incoming calls.

Circuit Config>set inbound renote-destination
Circuit Config>

On the outbound router define the number to call. Set the destination address of
the remote router (this must match the remote name you specified at the
Conf i g> prompt).

Set the destination address of the remote router (this must match the remote
name you specified at the Conf i g> prompt).

Circuit Config>set destination remaddrnane
Circuit Config>

Return to the Conf i g> prompt.

Circuit Config>exit
Confi g>
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2.2.2 Using X.25 Dial Circuits over ISDN

You can configure X.25 SV Cs over X.25 on an ISDN Dial Circuit. When the
datalink protocol of the Dial Circuit is set to X.25, you use the encapsulator
command at the Ci rcui t Confi g> prompt to get tothe X. 25 Conf i g> prompt.

Figure 2-3 illustrates an imaginary router with one Ethernet port (Net 0) and two
other ports (Net 1 and Net 2). The port at Net 2 is an ISDN Basic Rate interface, so
the interface name is ISDN/O. Dial Circuits have been added as Net 3 and Net 4 and
their datalinks set to X.25, so the irfsee names arg25/0 and X25/1. This is

indicated by the protocol X.25 shown in a box, “encapsulated” within the interface.

Figure 2—3 Configuring X.25 Dial Circuits over ISDN

Point-to-Point Proprietary
X.25 Dial Circuit X.25 Dial Circuit
Net 3 Net 4 )
[ 2 14
X25/0 X251 > Dial Circuits
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You configure the X.25 options of the Dial Circuit asyou would configure an X.25
interface, with some minor differences. You can either use the X.25 Dial Circuit asa
point-to-point connection, or you can useit in proprietary mode. In point-to-point
mode the ISDN link is kept open when the SV C isidle by sending idle messages. In
proprietary mode the ISDN line is allowed to go down when X.25 isidle.

LKG-10605-97C
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e X.25Dial Circuit in Point-to-Point Mode. The dial type of the X.25 Dial
Circuit is set to point-to-point by default. You must use the national set idle-
frame-timer command to set the idle timer for the refresh messages. The
following dialogue configures anew Dial Circuit as interface 6, setsthe datalink
to X.25, and mapsthe dia Dial Circuit to the ISDN device (interface 2). It isnot
strictly necessary to set the dial-type since the default value is point-to-point, but
the idle-frame-timer is required.

Example:
Config> add device dial-circuit
Addi ng device as interface 3
Config> set data-link x.25 3
Config> net 3
Circuit Config> set net 2
Circuit Config> encapsul ator
X. 25 Config> set dial-type point-to-point
X.25 Config> national set idle-frame-tinmer 30
X. 25 Config>

e X.25Dial Circuit in Proprietary Mode. You must set the dia typeto
proprietary if you want to allow the ISDN line to go down when thereisno X.25
datatraffic. The following dialogue configures anew Dia Circuit asinterface 7,
setsthe datalink to X.25, and maps the Dial Circuit to the ISDN device (interface
2). It then sets the dial-type to proprietary mode.

Example:
Config> add device dial-circuit
Addi ng device as interface 4
Config> set data-link x.25 4
Config> net 4
Circuit Config> set net 2
Circuit Config> encapsul ator
X.25 Config> set dial-type proprietary
X. 25 Config>

See Chapter 12 for details about configuring the X.25 options on the Dia Circuit.
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2.3 Configuring PPP-FR Dial Pseudo Interfaces

This section describes how to configure your router to encapsul ate Point-to-Point
Protocol over a Frame Relay SV C using a PPP-FR Dial pseudo interface.

You can map multiple PPP-FR Dial pseudo devices to one Frame Relay interface,
but each hasits own SVC. The DIGITAL RouteAbout Access 90 supportsa
maximum of 8 PPP-FR pseudo interfaces, and the DIGITAL RouteAbout Central
900 can support up to 32.

Figure 2—4 illustrates an imaginary router with one Ethernet port (Net 0) and 4 serial
ports (Net 1, Net 2 and Net 3). The serial port Net 2 has been configured with
datalink protocol FR, so the interface name is FR/0. A PPP-FR Dial pseudo device
has been added as Net 4, and its interface name is PPP/0. The encapsulated protocol
is PPP-FR, shown in a box “encapsulated” within the interface.

Figure 2—4 Configuring PPP-FR Dial Circuits
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The procedure which follows demonstrates how to set up the Dial Circuit aspects of
this configuration (refer to the appropriate chapters for more information about
configuring Frame Relay and PPP over Frame Relay):

1. Configure the serial network interface Net 1 to use Frame Relay with SVCs
enabled. Follow the procedure described in Chapter 5 to configure a Frame
Relay interface with Frame Relay SV Cs and enable the SV Cs.

2. Add aPPP-FR Dial Circuit. PPP-FR Dial pseudo devices are mapped to SVCs
over aFrame Relay interface.

Confi g> add device ppp-fr-dial
Addi ng device as interface 4

3. Add aFrame Relay network address using the add frame-relay-addr ess
command. Enter a network address name and a network dial address name for
each local port (Frame Relay interface) and for each destination port. The
network dial address isthe number of thelocal or destination port. The network
address name can be anything, such as a description of the port.

Example:

Confi g>add frane-rel ay- addr ess

Assign address nanme [1-23] chars []? renpte-site-baltinore
Assign network dial address [1-20 digits] []? 1-909-555-0983
Confi g>

4. Configure the PPP-FR Dial pseudo interface (Net 4 in our example) using the

Circuit Confi g> process.
Confi g>network 4
Circuit configuration
Circuit Config>

5. Set the destination address to the network address name of the remote port (this

must match the remote name you specified at the Conf i g> prompt).
Circuit Config>set destination remaddrnane
Circuit Config>
6. Map the PPP-FR Dial pseudo device (network 4) with the Frame Relay interface

(network 1) using the set networ k command. This command promptsfor Frame
Relay attributes.

Circuit Config>set net 1

Require matching information rates? [Yes]:
Committed Infornmation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?
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7.

10.

11.

12.

Use the encapsulator command to access the PPP-FR process. Configure the
PPP characteristics of the PPP-FR Dial pseudo device using the commands
described in Chapter 8. The commands which relate to HDL C do not apply to
PPP-FR Dial pseudo interfaces since all data transfer is performed by the Frame
Relay protocol. These commands will be suppressed for this process.

Confi g>encapsul at or

Poi nt-to-Point over Frame Relay user configuration

PPP- FR Confi g>

PPP-FR Config> . . .

PPP- FR Confi g>exit
Circuit Config>

AttheCircuit Confi g> prompt, set thecall direction. You must set calls
inbound at one end of the Dial Circuit, and outbound at the other end.

Circuit Config>set calls direction

Circuit Config>

On the inbound router, you must allow incoming calls from the remote
destination. Use the set inbound command and specify either the remote name
you specified at the Conf i g> prompt, or any to accept all incoming calls.
Circuit Config>set inbound renote-destination

Circuit Config>

On the outbound router define the number to call. Set the destination address of

the remote router (this must match the remote name you specified at the
Conf i g> prompt).

Set the destination address of the remote router (this must match the remote
name you specified at the Conf i g> prompt).

Circuit Config>set destination remaddrnane
Circuit Config>

Return to the Conf i g> prompt.

Circuit Config>exit
Confi g>

You must restart the router for these changes to the system configuration to take
effect.
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2.3.1 Using PPP-FR Pseudo Devices over ISDN

Aswe saw in Section 2.2.1, you can configure a Frame Relay Dial Circuit over an
ISDN network interface. To configure PPP-FR pseudo devicesto run over an ISDN
Dial Circuit, you set up a Frame Relay Dial Circuit over ISDN and use that Dial
Circuit as the base network for the PPP-FR pseudo device.

Figure 2-5 illustrates an imaginary router with one Ethernet port (Net 0) and 2 serial
ports (Net 1 and Net 2) which has been set up to run PPP over a Frame Relay PVC
and a Frame Relay SVC using a Frame Relay Dial Circuit over an ISDifagge

Figure 2-5 Configuring PPP-FR Pseudo Devi ces over ISDN
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Frame Relay
FR Dial Circuit
ETH/O ISDN/O
Network
Interfaces

LKG-10607-97C

Theport at Net 2 isan ISDN Basic Rate interface, so the interface name is ISDN/O.
A Dial Circuit has been added as Net 3 and its datalink set to Frame Relay, so its
interface name is FR/0. A PPP-FR Circuit pseudo device has been added as Net 4

Configuring and Monitoring Dial Circuits ~ 2-15



2.4 Calling Line Identification (Caller ID)

and its interface name is PPP/0. It is not a dial-type circuit since it uses a Frame
Relay PVC, so it isconfigured using the PPP- FR Conf i g> process directly (the
protocol PPP-FR is not encapsul ated).

Finally, a PPP-FR Dial pseudo device has been added as Net 5 (the encapsul ated
protocol is PPP-FR, shown in a box “encapsulated” within the interfaces).

Accessing Net 4 gives tHRPP- FR Conf i g> prompt and you map the PPP-FR
Circuit pseudo device to a PVC on the Frame Relay Dial Circuit usirsgtifieame-
relay 3 command. Accessing Net 5 gives tie cuit Conf i g> prompt because it
is a PPP-FR Dial pseudo device. Usesiiget 3 command to map the PPP-FR Dial
pseudo device to an SVC on the Frame Relay Dial Circuit.

2.4 Calling Line Identification (Caller ID)

In certain configurations of earlier versions of the software, a call with invalid
Calling Line Identification (CLID) information (that is, a caller that did not match
any Dial Circuit) would have been allowed to connect via the Line ID (LID)
protocol.

In order to maintain maximum backwards compatibility, this ability is allowed.
However, it can be disabled on arfial Circuit basis with theet send_line_id
command. This command has been used to disabling the Line ID protocol on
outbound circuits; it is now, additionally, used to disable the protocol on inbound
circuits as well. The wording of the displays for this command have been changed to
reflect this:
Example:

Grcuit Config>set send_ line_id

Send/ Recei ve Local |D (Both, Send_only, Recei ve_only, None) [BOTH] ? none
Circuit Config>list

Base net: 2

Desti nati on nane: renot e

I nbound calls al | owed

Idle tiner =0 (fixed circuit)
Sel f Test Delay Tiner = 150 ns

Send/ Rcv Line ID: NONE

Circuit Config>

The original settings ofes andno are still allowed, and map twth andnone
respectively. The settings sénd_only andreceive_only are used to restrict LID to
outbound or inbound use respectively.

For maximum security, and to maintain your current connection abilities, you should
review your Dial Circuit settings before upgrading to this version of the software.
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If Calling Line Identification (or Caller ID) isnot available, or inconsistently used in
your area, you may wish to use the Local ID protocol to match callersto Dial
Circuits, and depend on PPP security to prevent unauthorized access. Set the Send/
Rcv Line ID parameter to both.

If you wish to only allow callers with avalid CLID to connect, you will wish to
disable the Local ID protocol. Set the Send/Rcv Line ID paramter to none.

If CLID isnot available to you, but is available at the site(s) you call, you may wish
to set the parameter to receive_only. The protocol will be used to validate incoming
callers, but will not be used when making outbound calls. Conversely, if you wish to
use only CLID to identify incoming callers, but a site you call needsto use LID, set
the parameter to send_only.

You may decide to have amixture of circuits, some allowing Local ID and some not.
Additionally, acircuit set to any_inbound will always allow connects, whether or
not CLID and/or Local ID are present.

2.5 Dial Circuit Configuration Commands

This section summarizes and explains the Dial Circuit configuration commands.
These commands allow you to display, create, or modify a Dial Circuit
configuration. Enter the Dial Circuit configuration commands at the Ci r cui t
Conf i g> prompt.

Table 2-1 lists the Dial Circuit configuration commands.

Table 2-1 Dial Circuit Configuration Commands Summary

Command Function

? (Help) Lists the configuration commands or lists the options associated with that
command.

Delete Deletes the inbound call settings from the Dial Circuit configuration.

Encapsulator  Allows you to change the datalink protocol configuration.

List Displays the Dial Circuit configuration parameters.

Profile-list Displays telesaving profiles used for Call Blocking, Call Back and Initial
Minimum Call Timer.

Set Configures the Dial Circuit for inbound or outbound calls, maps the Dial
Circuit to a serial line interface, and sets addresses, idle timeout, and self-
test delay.

Exit Exits the Dial Circuit configuration process and returns to the Conf i g>
prompt.
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? (Help)

List the available commands. You can also enter ? after a specific command nameto
list its options.

Syntax: ?
Example:
?
DELETE
ENCAPSULATOR
LI ST
PROFI LE- LI ST
SET
EXIT
Example:
Set ?
NET
CALLS
DESTI NATI ON
| NBOUND DESTI NATI ON
ANY_| NBOUND
I DLE
SELFTEST- DELAY
SEND LI NE_I D
I'NITI AL- M NI MUM TI MER
BLOCKI NG
CALL- BACK

Delete

Remove the inbound call settings from the Dial Circuit configuration.
Syntax: delete inbound destination
delete inbound destination
Removes both the inbound destination and the any_inbound settings from the Dial

Circuit configuration. This causesthe Dial Circuit to accept calls only from callers
that have a phone number that matches the destination parameter.

Example:
del ete i nbound

Encapsulator

Enter the configuration process for the link-layer protocol that isrunning on the Dial
Circuit. The default protocol for Dial Circuitsis PPP (PPP Confi g> prompt). You
can change the protocol using the set data-link command at the Conf i g> prompt.
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List

On a V.25 bisinterface the datalink protocol may be PPP, Multilink PPP or PSL. On
an ISDN interface the datalink protocol may be PPP, PSL, Frame Relay or X.25.

On a PPP-FR Dial pseudo device the datalink protocol must be PPP or Multilink
PPP

Syntax: encapsulator

Example:
encapsul at or

Frame Rel ay user configuration
FR Confi g>

Be aware of the following when you configure PSL or PPP on a V.25 bis interface:

* Theserid interface predefines clocking as external and encoding as NRZ. The
DCE controls the clock speed. The V.25 bis interface ignores those parameters
in the PPP or PSL configuration.

* Theseria interface does not enforce transmit delay counters that you set in the
PSL or PPP configurations.

* Makesure that the PSL frame size of the Dial Circuits on all routersis set to at
least 602. (The default is 2048.) The PSL protocol requires an initial exchange
of messages of this size.

* Do not enable pseudo-serial-ethernet on the Dial Circuit.

Toreturntothe Circuit Confi g> prompt, use the exit command.

Display the current Dial Circuit configuration.
Syntax: list

Example:
l'ist
Base net: 1
Desti nati on nane: pppf rdest
I nbound dst nane: pppfrlocal
Qut bound cal |l s al | oned
Idle tinmer =0 (fixed circuit)
Sel f Test Delay Tiner = 150 ns
Send Line ID: YES
Require matching rates: Yes
Committed Information Rate: 64000
Conmi tted Burst Size: 64000
Excess Burst Size: 0
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Profile(s) configured:

Initial MninmmCall Tiner
Cal |
Cal |l -

type:
type:
type:

Base net:

Destination name

Inbound dst name

Outbound calls

Inbound calls

Idle timer

SelfTest Delay
Timer
Send Line ID

Committed
Information Rate

Committed Burst
Sze (Be)

name: INIT1

Bl ocki ng name: DEFAULT
Back name: DEFAULT

Name of the interface to which this Dial Circuit is mapped.

Network address name to be called for outbound circuits, and the
default comparison address used by the caller-1D mechanism for
inbound calls.

When* ANY * gppears, the circuit is configured to accept
inbound callsthat do not match any other addresses.

When configuredto aname, thisis used asan alternate comparison
address name by the caller-ID mechanism for inbound calls.

Displays this parameter when the circuit is configured to initiate
outbound calls.

Displays this parameter when the circuit is configured to accept
inbound calls.

Displaystheidletimer setting in seconds. Therangeis0 to 65535;
0 indicates that thisis a dedicated circuit (leased line).

The Idle timer isalways O for Frame Relay Did Circuits.

Displays the self-test delay timer setting in milliseconds. The
rangeis 0 to 65535; 0 indicates no delay.

Indicates whether proprietary local id messages are sent.

Displays the committed information rate (CIR) that will be
requested in an outbound call or that will be expected in an
inbound call.

Therange is 300 bps to 2048000 bps. The default is 64 Kbps.
Thisisonly displayed if the Base net is a Frame Relay interface.

Defines the maximum amount of committed datathat the Frame
Relay SVC can transmit. This value will be requested in an
outbound call or will be expected in an inbound call.

The range is 300 bps to 2048000 bps. The default is 64 Kbps.
Thisisonly displayed if the Base net is a Frame Relay interface.
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ExcessBurst Sze  Defines the maximum allowed amount of uncommitted data for
(Be) the Frame Relay SV C. Thisvaluewill bereguested inan outbound
call or will be expected in an inbound call.

Therangeis 0 bpsto 2048000 bps. The default is O bps.
Thisisonly displayed if the Base net is a Frame Relay interface.

Profiles configured Displays the three telesaving profiles configured for use by this
Dial Circuit.

Type Identifies the type of telesaving profile:
Initial Minimum Timer
Call-Back or
Call Blocking

Name Displays the name of the telesaving profile configured for use by
this Did Circuit. The default profilein all casesis DEFAULT.

Profile-list

Displaysthe three telesaving profilesif they have been configured on the router. This
command can be used to display the profile definitions that are available, before
using the set command to configure the Dial Circuit with selected profiles.

Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.

Syntax: profile-list
blocking
call-back
initial-minimum-timer
blocking

Displays the call blocking telesaving profiles.

Example:
profile-list blocking
LI ST profile(s) - BLOCKING * = current active action
Enter profile name, or ALL (1 to 15 characters): [1? all
Type Nanme Def aul t Bl ocki ng
BLOCKI NG DEFAULT *Action :- NONE

Clear Active Calls :- DI SABLE
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No bands defi ned

Type Nanme Def aul t Bl ocki ng
BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE
Band Start Day End Day Start Time End Time Action
1 MONDAY FRI DAY 00: 00 24:00 BOTH
*2 MONDAY FRI DAY 08: 00 18: 00 NONE

*** End of profile listing ***

List profile(s)

Enter profile name

Type

Name

Default Blocking

Action

Clear Active
Calls

BLOCKING. Thisisacall-blocking profile.

Specify the name of the call blocking profile you want to list, or
ALL todisplay all call blocking profiles.

Indicates the type of profile being displayed. BLOCKING
indicates that this is a call-blocking profile.

Indicates the name used to identify this profile. Thenamehas 1 to
15 characters.

The default call blocking action which is used if none of the
configured bands apply.

None —Allow incoming and outgoing calls.

Incoming — Do not accept incoming calls.

Outgoing — Do not allow outgoing calls.

Both — Do not allow incoming or outgoing calls.
The asterisk (*) indicates that thisis the currently active action.

Indicates whether active calls will be cleared when this band
becomes active.
Enable — Active calls, in the direction specified Bygtion,
will be cleared when this band becomes active.
Disable — Active calls will not be cleared when this band
becomes active.
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Band Indicates the sequence number of the timeband defined within
each profile. If timebands overlap, then the band with the highest
sequence number takes priority over those with alower number.

The asterisk (*) indicates that thisis the currently active band.

Sart Day Indicates the day of the week on which this timeband begins.
End Day Indicates the day of the week on which this timeband ends.
Start Time Indicates the time of day at which this timeband begins. The

format is hh:mm, where hh represents the hour, in the range 00 to
23, and mm represents minutes and is either 00 or 30.

End Time Indicates the time of day at which thistimeband ends. The format
is hh:mm, where hh represents the hour, in the range 00 to 24, and
mm represents minutes and is either 00 or 30.

Action Indicates the call blocking action which is used when this
timeband is active.

None —Allow incoming and outgoing calls.
Incoming — Do not accept incoming calls.
Outgoing — Do not allow outgoing calls.

Both — Do not allow incoming or outgoing calls.

call-back

Displays the call-back telesaving profiles.

Example:
profile-list call-back
LI ST profile(s) - CALL-BACK * = current active action
Enter profile name, or ALL (1 to 15 characters): [1? clbOl
Type Nanme Default Call-Back
CALL- BACK CLBO1 Action :- NONE

Del ay nms 1000
Wait seconds 20

Configuring and Monitoring Dial Circuits ~ 2-23



2.5 Dial Circuit Configuration Commands

1 MONDAY

Band Start Day End Day Start Time End Time Action
FRI DAY 00: 00 24:00 REQUEST
FRI DAY 08: 00 18: 00 ACCEPT

*2 MONDAY

*** End of profile listing ***

List profile(s)

Enter profile name

Type

Name

Default Call-Back

Action

Accept Delay

Wait

Band

CALL-BACK. Thisisacall-back telesaving profile.

Specify the name of the call-back profile you want to list, or ALL
to display all call-back profiles.

Indicates the type of profile being displayed. CALL-BACK
indicates that thisis a call-back profile.

Indicates the name used to identify this profile. Thenamehas 1 to
15 characters.

The default call-back action which isused if none of the
configured bands apply.
None —Do not use call-back.

Accept — Call-back the remote station when monitoring
incoming calls.

Request — Request call-back from remote station on outgoing

calls.
The asterisk (*) indicates that thisis the currently active action.

Indicatesthethe default interval, in milliseconds, that the acceptor
waits before redialing when calling back to the remote station.
The range is 100 milliseconds to 5000 milliseconds, and the
default value is 1000 milliseconds.

Indicates the default interval, in seconds, that the Receiver waits
for a remote station to respond to an outgoing call which requests
call-back.

Therangeis 5 to 120 seconds and the default value is 20 seconds.

Indicates the sequence number of the timeband defined within
each profile. If timebands overlap, then the band with the highest
segquence number takes priority over those with alower number.

The asterisk (*) indicates that thisis the currently active band.
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Sart Day
End Day

Sart Time

End Time

Action

List profile(s)

initial-minimum-timer

Indicates the day of the week on which this timeband begins.
Indicates the day of the week on which this timeband ends.

Indicates the time of day at which this timeband begins. The
format is hh:mm, where hh represents the hour, in the range 00 to
23, and mm represents minutes and is either 00 or 30.

Indicates the time of day at which thistimeband ends. The format
is hh:mm, where hh represents the hour, in the range 00 to 24, and
mm represents minutes and is either 00 or 30.

Indicates the call-back action which isused when thistimeband is
active.

None —Do not use call-back.

Accept — Call-back the remote station when accepting
incoming calls.

Request — Request call-back from remote station on outgoing
calls.

CALL-BACK. Thisisacall-back telesaving profile.

Displays the initial minimum timer telesaving profiles.

Example:
profile-list initial-mninumtirmer
LI ST profile(s)-INTIAL-M N MUM Tl MER * = current active tiner
Enter profile name, or ALL (1 to 15 characters): [1? all
Type Nanme Default Timer(secs)
I NI TI AL- M NI MUM Tl MER DEFAULT 00090
Band Start Day End Day Start Tine End Tinme Tinmer(secs)
1 MONDAY FRI DAY 00: 00 24:00 00050
*2 MONDAY FRI DAY 08: 00 18: 00 00030
Type Nanme Default Timer(secs)
I NI TI AL- M NI MUM Tl MER | MCTO1 00120
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1 MONDAY

Band Start Day End Day Start Time End Tinme Tinmer(secs)
FRI DAY 00: 00 24:00 00090
FRI DAY 08: 00 18: 00 00060

*2 MONDAY

*** End of profile listing ***

List profile(s)

Enter profile name

Type

Name

Default Timer

Band

Sart Day
End Day

Sart Time

End Time

Timer

INITIAL-MINIMUM-TIMER. Thisisan initial minimum timer
profile.

Specify the name of the initia minimum timer profile you want to
list, or ALL todisplay al initial minimum timer profiles.

Indicates the type of profile being displayed. INITIAL-
MINIMUM-TIMER indicatesthat thisisan initial minimum timer
profile.

Indicates the name used to identify this profile. Thenamehas 1 to
15 characters.

Indicates the default minimum time, in seconds, that callswill be
connected. This timer is used when no other timeband in the
profileisactive.

Indicates the sequence number of each timeband in the profile. If
timebands overlap, then the band with the highest sequence
number takes priority over those with alower number.

The asterisk (*) indicates that thisis the currently active band.
Indicates the day of the week on which this timeband begins.
Indicates the day of the week on which this timeband ends.

Indicates the time of day at which this timeband begins. The
format is hh:mm, where hh represents the hour, in the range 00 to
23, and mm represents minutes and is either 00 or 30.

Indicates the time of day at which thistimeband ends. The format
is hh:mm, where hh represents the hour, in the range 00 to 24, and
mm represents minutes and is either 00 or 30.

Indicates the minimum time, in seconds, that calls will be
connected when this timeband is active.
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Set

Map the Dia Circuit to aserial lineinterface; configure the Dia Circuit for inbound
and/or outbound calls; set destination addresses, inbound addresses, idle timeout,
and self-test delay and configure the circuit to use specified telesaving profiles.

Syntax: set
net...
calls...
destination...
inbound destination...
any_inbound
idle...
selftest-delay...
send_line_id...
blocking
call-back
initial-minimum-timer

net # of interface

Specifies the number of the serial line, ISDN or Frame Relay interface to which you
want to map this circuit.

Example:
set net 2

If you are mapping a PPP-FR Dial Circuit to an SV C on a Frame Relay network
interface the command prompts for additional Frame Relay data rate parameters:

Example:
set net 1
Require matching information rates? [Yes]:
Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc)in bits [64000]?
Excess Burst Size (Be) in bits [0]?
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Require matching
information rates

Committed I nformation
Rate

Committed Burst Size
(Be)

Excess Burst Sze (Be)

Controlswhether this circuit will require specific information
rates (CIR, Bc, Be) onincoming and outgoing calls. If setto
Yes then:
incoming Frame Relay SV C callswill only be accepted
if the information rates proposed are the same asthe rates
configured for this SVC.
outgoing callswill request the information rates you
specify, and will only accept the call connection if the
remote station confirms the same rates.
The default is Yes.

Defines the committed information rate (CIR) that will be
requested in an outbound call or that will be expected in an
inbound call when running with Accept network default
information rates set to No.

The range is 300 bpsto 2048000 bps. The default is 64 Kbps.

Defines the maximum amount of committed datathat the
Framer Relay SV C can transmit. Thisvaluewill berequested
in an outbound call or will be expected in an inbound call
when running with Accept network default information rates
set to No.

The range is 300 bpsto 2048000 bps. The default is 64 Kbps.

Defines the maximum allowed amount of uncommitted data
for the Frame Relay SVC. This vaue will be requested in an
outbound call or will be expected in an inbound call when
running with Accept network default information rates set to
No.

Therangeis 0 bpsto 2048000 bps. The default is 0 bps.
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calls outbound orinbound or both

Restricts this Dial Circuit to initiating outbound calls only, accepting inbound calls
only, or both initiating and accepting calls. The default is both.

Example:
set call s out bound

destination address name

This parameter isrequired for the Dial Circuit to operate. It specifies the network
dial address of the remote router to which this Dial Circuit will connect. The caler-
ID protocol usesthis parameter as the default comparison address for incoming calls.
This parameter must match aremote address name that you assigned at the Conf i g>
prompt using the:

e add v25-bis-address command for V.25 bis interfaces
e add isdn-address command for ISDN interfaces

e add frame-relay-address command for Frame Relay SV Cs used by PPP-FR
Dial pseudo devices

Note: This parameter is not required for V.25 bis interfaces operating in DTR
dialing mode. The modem must be configured to automatically dial the
remote address.

Example:
set destination renote-site-baltinore

inbound destination address name
Set this parameter if the Dial Circuit is set up for both inbound and outbound calls
and if this router’s local dial address iffelient from the dasation dial address that
the remote router dials. For example, the numbers are different if one of the routers
goes through a PBX, international, orednrt. ATA exchange. This parameter

overrides the default comparison address that the caller-ID protocol uses for
incoming calls.

This parameter must match the local address name that you assignethat ihg>
prompt using the:

e add v25-bis-address command for V.25 bis interfaces

e add isdn-address command for ISDN interfaces
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e add frame-relay-address command for Frame Relay SV Cs used by PPP-FR
Dial pseudo devices.

Example:

set inbound renpte-site-1

any_inbound

Specifies that inbound calls that do not match any other Dial Circuit are mapped to
this circuit and accepted as inbound calls.

Example:
set any_i nbound

idle #of seconds

Specifies atimeout period for the circuit. If thereisno protocol traffic over the
circuit for this specified time period, the Dial Circuit hangs up. TherangeisO to
65535, and default is 60 seconds. A zero setting specifies that there is no timeout
period and that thisis a dedicated circuit (leased line).

Note: For WAN-Restoral operations, you must set the idle timeout to O.
Example:
set idle 60

Note: Frame Relay Dial Circuits — the idle timer must be 0. If you try to set
the idle timer on a Frame Relay Dial Circuit you will get an error
message:

Example:
set idle 60

Frame Relay Dial Circuits can only be fixed circuits (idle timer = 0)

selftest-delay # of milliseconds

You can use this parameter to delay the time between when the call is established and
the initial packet is sent. The range is 0 to 65535, and the default iff $6Qr
modems take extra time to synchronize, adjust this setting.

send_line_id both/yes or send_only or receive_only or none/no

Specifies whether proprietary or local Caller ID or Line ID messages are sent.
Options aréBoth (or Yes), Send_only, Receive only or None (or No). The default is
Both. For V.25bis Dial Circuits you should set this optionBaoth.
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Exit

See Section 2.4 for adiscussion of the use of this command to control call
acceptance based on Caller ID or Line ID.
Example:

set send_line_id

Send/ Recei ve Local |D (Both, Send_only, Recei ve_only, None) [BOTH] ? none

blocking

Specifies the call blocking profile that this Dial Circuit will use.

Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.

Example:
set bl ocking
Enter profile name, or NONE (1 to 15 characters):
call-back

[ DEFAULT] ?

Specifies the call-back profile that this Dial Circuit will use.
Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.

Example:

set call - back

Enter profile name, or NONE (1 to 15 characters): [ DEFAULT] ?
nitial-minimum-timer

Specifies the initial-minimum-timer profile that this Dial Circuit will use.
Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.
Example:

set initial-mninumtimer

Enter profile name, or NONE (1 to 15 characters): [ DEFAULT] ?

Return to the Conf i g> prompt.

Syntax: exit
Example:
exit
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2.6 Dial Circuits and the GWCON Interface Command

While Dial Circuits have their own console processes for monitoring purposes,
bridging routers also display complete statistics for installed network interfaces
when you use the interface command from the GWCON environment.

+ interface
Sel f-Test Sel f-Test Maintenance

Nt Nt’' Interface CSR Vec Passed Fai |l ed Fai |l ed
0 0 Eth/0 80000000 44 1 0 0
1 1 V25/0 80001000 48 1 0 0
2 1 PPPIO 80001000 48 0 1 0
3 1 PPP/1 80001000 48 0 1 0
+
Nt Global network number.
Nt Base network on which thiscircuit is configured. The previous

output indicates the following:

Nt O is astandard Ethernet network.

Nt 1 isthe network interface on which the base V.25 bisdevice
is configured.

Nt 2 and Nt 3 are V.25 bis Dial Circuits configured for PPP.
Thisisindicated becausethe Nt' number isidentical to the
number inthe Nt fieldfor thebaseV.25bisinterface (Nt 1).
Also, the CSRand Vec fieldsareidentical to Nt 1. Refer to
the highlighted fieldsin the following extract:

Nt Nt’' Interface CSR Vec
0 0 Eth/O 80000000 44
1 1 V25/0 80001000 48
2 1 PPP/IO 80001000 48
3 1 PPP/1 80001000 48
Interface Interface name and its port number.
CSR Command and status register addresses.
Vec Interrupt vector address.
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Sf-Test Passed Number of self-tests that succeeded.
Self-Test Failed Number of self-tests that failed.

Maintenance Failed Number of maintenance failures.
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3

Configuring and Monitoring the Ethernet
Network Interface

This chapter describes how to configure and monitor the Ethernet interface.

3.1 Accessing the Interface Configuration and Console
Processes

For information about accessing the configuration and console processes, refer to
Chapter 1.

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a change to a
user-configurable interface parameter, you must restart the router for this
change to take effect.

Enter configuration commands at the ETH conf i g> prompt.

Enter console (monitoring) commands at the ETH> prompt.

3.2 Ethernet Configuration and Console Commands

Table 3—1 summarizes the Ethernet configuration and console commands. The
sections that follow explain these commands.

Note: Refer to the hardware documentation for specifimuayour router
type. Some commands may not apply for your hardware platform.
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Table 3—-1 Ethernet Configuration and Console Command Summary

Command Task Function
? (Help) Configure/ Displays all the Ethernet commands or lists
Monitor subcommand options for specific commands.

Collisons Monitor Displays a collisions statistic for the specified
Ethernet interface.

Connector-Type Configure Sets the connector type.

IP-Encapsulation Configure Sets the IP encapsulation as Ethernet type 8137
or Ethernet 802.3.

List Configure Displays the connector type, Ethernet version
number, NetWare IPX encapsulation, and IP
encapsulation.

LLC Configure/ Accesses the LLC configuration or monitoring

Monitor process and displays the LLC> prompt.

Frame Configure Sets the NetWare IPX encapsulation as
Ethernet type 8137, Ethernet 802.3, Ethernet
802.2, or Ethernet SNAP.

Exit Configure/ Exits the config and monitor processes and

Monitor returns to the previous prompt level.

? (Help) Y

List the commands that are available from the current prompt level. You can also
enter a ? after a specific command nameto list its options.

Syntax: ?

Example:
ETH config> ?
CONNECTOR- LOCATI ON
CONNECTOR- TYPE
| P- ENCAPSULATI ON
LI ST
LLC
FRAME
VERSI ON
EXIT

Example:
ETH> ?
COLLI SI ONS
LLC
EXIT
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Collisions

Shows the number of transmissions for packets that incurred collisions before they
were successfully transmitted. The counterstally the number of packets successfully
sent after the specified number of collisions for the range of 1 to 15 collisions.
Increasing numbers of packets transmitting with collisions and higher numbers of
collision per packet are signs of transmitting onto a busy Ethernet.

These counters are cleared by the clear command in the OPCON process. This data
is exported through SNMP asthe dot 3Col | Tabl e.

Syntax: collisions

Example:
collisions
Transmitted with 1 collisions: 0
Transmitted with 2 collisions: 0
Transmitted with 3 collisions: 0
Transmitted with 4 collisions: 0
Transmitted with 5 collisions: 0
Transmitted with 6 collisions: 0
Transmitted with 7 collisions: 0
Transmitted with 8 collisions: 0
Transmitted with 9 collisions: 0
Transmitted with 10 collisions: 0
Transmitted with 11 collisions: 0
Transmitted with 12 collisions: 0
Transmitted with 13 collisions: 0
Transmitted with 14 collisions: 0
Transmitted with 15 collisions: 0

Connector-Type

Set the connector-type. Some DIGITAL routers support AUI (10Base5), BNC
(10Base2) and RJM5 (10BASET) connectors. Other DIGITAL routers support AUI
(10Base5), BNC (10Base?) and Auto-config options.
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Note: You do not have to use this command because the router automatically
senses the connector type.

Syntax: connector-type name

Example:
connect or -type aui

Frame

Set the NetWare IPX encapsulation type. Refer to Table 3—2 and enter one of the
following:

Table 3-2 NetWare IPX Encapsulation Types

Option Description Syntax
Ethernet_lI Uses Ethernet type 8137 as the packet format. frame
(Ethernet type This format is required if you are using NetWare  ethernet_lII
8137) IPX on the Ethernet.

Ethernet_8023 Uses an IEEE 802.3 packet format without the frame
(IEEE 802.3 'raw’ 802.2 header. This is the command default, and  ethernet_8023
without 802.2) also the default for NetWare versions prior to 4.0.

Ethernet 802.3 does not conform to the IEEE 802.

standards because it does not include an 802.2

header. It may cause problems with other nodes

on the network.

Ethernet_8022 Packet format includes an 802.2 header. Thisis frame
the default for NetWare versions 4.0 and later. ethernet_8022

Ethernet_ SNAP Uses the 802.2 format with a SNAP header. This frame
encapsulation type is meant to be compatible with  ethernet_snap
Token Ring SNAP encapsulation. However, it
violates |IEEE standards and is not interoperable
across conformant bridges.

Syntax: frame encapsulation type

Example:
frame et hernet_8022

3-4  Configuring and Monitoring the Ethernet Network Interface



3.2 Ethernet Configuration and Console Commands

IP-Encapsulation

Select Ethernet (Ethernet type 8137) or |EEE-802.3 (Ethernet 802.3 without 802.2).
Enter eori.

Syntax: IP-encapsulation type
Example:
| P-encapsul ation e

List

Display the current configuration for the Ethernet interface including the connector-

type, Ethernet version, NetWare |PX encapsulation type, and the |P encapsulation
type.

Syntax: list
all
Example:
list all
Connect or type: BNC ( 10BASE2)
ETHERNET ver si on: 2
Net Ware | PX encapsul ati on: Et hernet _I1I
| P Encapsul ati on: ETHER

e

Accessthe LLC prompt. LLC commands are entered at the LLC Confi g> or
LLC> prompt. See Chapter 7 for an explanation of each of these commands.

Syntax: lic

Example:
ETH Config>llc
LLC user configuration
LLC Confi g>
Example:
ETH>I | ¢

LLC user monitoring
LLC
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exit T

Return to the previous prompt level.

Syntax: exit

Example:
exit

3.3 Displaying Ethernet Statistics Through the Interface
Command

Use the interface command from the GWCON environment to display power-up
and operating statistics of the Ethernet interface. The output formats for the various
DIGITAL routers differ. The format for the RouteAbout Access EW router is:

+interface

Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed

0 0 Eth/0 1001600 5E 1 1 0
11 PPP/O 1001620 5D 0 9451 0
2 2 PPP/1 1001640 5C 0 9451 0

+interface 0

Self-Test Self-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
0 0 Eth/0O 1001600 5E 1 1 0

Ethernet/IEEE 802.3 MAC/data-link on SCC Ethernet interface

Physical address 08002BB19F1D

PROM address 08002BB19F1D

Input statistics:

failed, frame too long 0 failed, FCS error 0
failed, alignment error 0 failed, FIFO overrun 0
internal MAC rcv error 0 packets missed 0
Output statistics:

deferred transmission 0 single collision 0
multiple collisions 1486001 total collisions 1486001
failed, excess collisions 1486001 failed, FIFO underrun 0
failed, carrier sense err 0 SQE test error 0
late collision 0 internal MAC trans errors 0
RISC Microcode Revision 2
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The format for the RouteA bout Access TW output format is shown bel ow.
+interface 1
Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
11 FR/O 1001620 5D 0 0 0

Frame Relay MAC/data-link on SCC Serial Line interface

Adapter cable: Undefined RISC Microcode Revision: 2
Line speed: unknown
Last port reset: 15 seconds ago

Input frame errors:

CRC error 0 alignment (byte length) 0
missed frame 0 too long (> 2062 bytes) 0
aborted frame 0 DMA/FIFO overrun 0

L & F bits not set 0

Output frame counters:

DMA/FIFO underrun errors 0 Output aborts sent 0

+

Thefields in the previous examples are explained bel ow.

Nt Global interface number.

Nt Reserved for Dial Circuit use
Interface Interface name and its instance number.
CSR Command and Status Register address.
Vec Interrupt vector.

Self-Test Passed  Number of times self-test succeeded (state of interface changes
from down to up).

Self-Test Failed Number of times self-test failed (state of interface changes from up
to down).

Maintenance Failed Number of maintenance failures.

Physical address  Theethernet address of the device currently in use. Thismay bethe
PROM address or an address overwritten by another protocol.

PROM address The permanent unique Ethernet addressin the PROM for this
Ethernet interface.

Interface type This output specifies the connector type as AUI, BNC, or RM45.
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3-8

Input statistics:

failed, packet too
long or failed,
frame too long

failed, framing
error or failed,
alignment error

failed, FIFO
over-run or
failed, FIFO
overrun
collisonin
packet

short frame

buffer full
warnings

packets missed

internal mac rx
errors

Input statistics:

Internal mac rx
errors

The Failed, Packet Too Long counter increments when the interface
receives apacket that islarger than the maximum size of 1518 bytes
for an Ethernet frame. This datais exported through SNMP as the
dot 3St at sFraneToolLongs counter.

The Failed, Framing Error counter increments when the interface
receives a packet whose length in bitsis not a multiple of eight.

The Failed, FIFO (First In, First Out) Over-run counter increments
when the Ethernet chipset is unable to store bytesin thelocal packet
buffer as fast asthey come off the wire.

The counter increments when a packet collides as the interface
attempts to receive apacket, but the local packet bufferisfull. This
error indicates that the network has more traffic than the interface
can handle.

The counter increments when the interface receives a packet with a
short frame.

The Buffer Full Warnings counter increments each time the local
packet buffer isfull.

The Packets Missed counter increments when the interface attempts
to receive a packet, but the local packet buffer isfull. Thiserror
indicates that the network has more traffic than the interface can
handle.

Receive errors that are not late, excessive, or carrier check
collisions. This datais exported through SNMP as the
dot 3St at sl nt er nal MacRecei veErr or s counter.

Receive errors that are not late, excessive, or carrier check
collisions. This data is exported through SNMP as the
dot 3St at sl nt er nal MacRecei veErr or s counter.
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Output statistics:
initially deferred  The Initially Deferred counter increments when the carrier sense
or deferred mechanism detects line activity causing the interface to defer
transmission transmission. Thisdatais exported through SNMP as the

single collision

multiple
collisions

total collisions

failed, excess
collisions

failed, FIFO
under-run

failed, carrier
check or failed,
carrier sense
error

CD heartbeat

error or SQE test

error

dot 3St at sDef erredTr ansn ssi ons counter.

The Single Collision counter increments when a packet has a
collision on the first transmission attempt, and then successfully
sends the packet on the second transmission attempt. This datais
exported through SNMP as the

dot 3St at sSi ngl eCol | i si onFr anes counter.

The Multiple Collisions counter increments when a packet has
multiple collisions before being successfully transmitted. Thisdata
is exported through SNMP as the

dot 3Mul ti pl eCol I i si onFr anes counter.

TheTotal Collisions counter increments by the number of collisions
apacket incurs.

The Failed, Excess Collisions counter increments when a packet
transmission fails due to 16 successive collisions. This error
indicates a high volume of network traffic or hardware problems
with the network. Thisdataisexported through SNMP as the
dot 3St at sExcessi veCol | i si ons counter.

The Failed, FIFO Under-run counter increments when packet
transmission fails due to the inability of the interface to retrieve
packets from the local packet buffer fast enough to transmit them
onto the network.

The Failed, Carrier Check counter increments when a packet
collides because carrier senseisdisabled. This error indicates a
problem between the interface and its Ethernet transceiver. This
datais exported through SNMP as the

dot 3St at sCarri er SenseEr r or s counter.

The CD (Collision Detection) Heartbeat Error counter increments
whentheinterface sends a packet but detectsthat the transceiver has
no heartbeat. The packet is treated as successfully transmitted
because some transceivers do not generate heartbeats. Thisdatais
exported through SNMP asthe dot 3St at sSSQETest Errors
counter.
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out of window The Out of Window Collisions counter increments when a packet
collisionsor ate collides after transmitting at least 512 bits. Thiserror indicatesthat
collisions an interface on the network failed to defer, or that the network has
too many stations. This datais exported through SNMP as
dot 3St at sLat eCol | i si ons counter.

internal mactx  Transmit errors that are not late, excessive, or carrier check
errorsor internal collisions. This datais exported through SNMP as the
MAC transerrors dot 3St at sl nt er nal MacTr ansmi t Er r or s counter.

RISC Microcode This givesthe version of the microcode running in the RISC
Version controller of the communications processor module.

3-10 Configuring and Monitoring the Ethernet Network Interface



A

Configuring and Monitoring the FDDI
Network Interface

This chapter describes the commands that configure the FDDI network interface.
Since FDDI does not include a console process for monitoring the interface, the
chapter also describes how to use the GWCON interface command.

4.1 Accessing the Interface Configuration Processes

For information about accessing the configuration process, refer to Chapter 1.

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

4.2 Network Interfaces and the GWCON Interface Command

The FDDI interface does not have its own consol e process that you can use for
monitoring. However, you can use the interface command from the GWCON
environment to display complete statistics for al installed network interfaces. For
more information about the interface command, refer to the GWCON chapter in the
System Software Guide. Information about displaying statistics for FDDI interfaces
isincluded in this chapter.

4.3 Basic FDDI Configuration Procedures

The FDDI software default configuration supports adual attach or single attach node
on astandard FDDI backbone. There are no required software configuration steps
although it is highly recommended that default settings be used. For special
configurations, use the following commands, which are described later in this
chapter:

* Usethe set config command to indicate the ports the interface uses to transmit
and receive.
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* Usethe set policy command to select the FDDI connection types.

* Usethe set station-type command to set the FDDI station type as single-attach
slave or dual-attach peer.

4.4 FDDI Configuration Commands

This section explains the FDDI configuration commands. Enter configuration
commands at the FDDI  Conf i g> prompt. Table 4-1 summarizes the FDDI
configuration commands.

Table 4-1 FDDI Configuration Command Summary

Command Function

? (Help) Displays all the FDDI commands or lists subcommand options for specific
commands.

Frame Sets the NetWare IPX encapsulation type.

List Displays FDDI software configurable information such as buffer
allocation, timer settings, station types, and connection policies.

Set Sets the configuration for the interface including the maximum token

rotation time, frequency of NIF information frames, alarms and timers to
manage connections and monitor link nodes, the type of FDDI
connections, requested token rotation time, and the frequency for the
head of a frame.

Exit Exits the FDDI configuration process.

? (Help)

List the commands that are available from the current prompt level. You can also
enter? after a specific command name to list its options.

Syntax: ?

Example:
?
FRAMVE
LI ST
SET
EXIT
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Frame

Set the NetWare IPX encapsulation type. Table 4-2 summarizes the options you can
use:

Table 4-2 Frame Command NetWare IPX Encapsulation Types

Option Description Syntax
FDDI using 802.2 Uses the standard 802.2 DSAP/SSAP of frame fddi
EO for IPX.

FDDI using 802.2 with Uses the 802.2 with SNAP header for frame fddi_snap
SNAP IPX. This is the default for Digital routers.
Syntax: frame encapsulation type
Example:

frame fddi

List

Display the FDDI configuration etently in SRAM

Syntax: list
all
apple-I-OUI
config
max-trt
phy ...
policy
req-trt
smt-timer
station-type
tvx-timer
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all

Displays all FDDI software configurable information such as buffer allocation,
timers, station types and connection policies.
Example:

list all

Appl etal k Phase | will use Interoperable QU

Preferred configuration THRU-A or El THER
TMax: 2097152

Target Rotation Time 100000 (0x186A0) byte clocks = 8.000 nsec
PHYA Cutoff = 6

PHYA Alarm = 7

PHYB Cutoff = 6

PHYB Alarm = 7

Policy = reject no connections

SMI notify time (sec): 30
Station type: PEER (default)
Valid transm ssion expiration tinmer (ns): 2621440
apple-I-OUI
Displays whether AppleTalk Phase 1 isusing interoperable or proprietary OUI in the
header of the Appletalk frames.

Example:
list apple-1-CQJ
Appl etal k Phase | will use Interoperable QU

config

Displays the type of configuration in effect for the interface and shows the ports the
interface uses to transmit and receive tokens.

Example:
list config
Preferred configuration THRU-A

max-trt

Displays the maximum acceptable token rotation time in 80 nanosecond byte clocks.

Example:

list max-trt
TMax: 2097152
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phy a b

Displays alarms and timers the interface uses to manage connections and monitor
link errors. Thevalid ring names are a and b. The alarm and cutoff display a-Iog10
rate.

Example:
l'ist phy a
PHYA Cutoff = 6
PHYA Alarm = 7

policy
Displays the valid types of FDDI connections for the interface.

Example:
l'ist policy
Policy = reject no connections

req-trt

Displays the requested token rotation time in 80 nanosecond byte clocks.

Example:

list reg-trt
Target Rotation Time 100000 (0x186A0) byte clocks = 8.000 nsec

smt-timer

Displays the number of seconds that can pass before the interface generates NIF
frames to neighbor nodes.

Example:
list sm-tinmer
SMI notify time (sec): 30

station-type

Displaysthe interface FDDI station type.

Example:
list station-type
Station type: PEER (default)

tvx-time
Displays the amount of time (in 80 nanosecond byte clocks) that can pass before the
interface must see the head of aframe.

Example:
list tvx-time
Valid transmi ssion expiration tinmer (ns): 2621440
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Set

Specify the type of configuration including the maximum token rotation times,
alarms, timers, and FDDI station type.

Syntax: set
apple-1-OUI
config . ..
max-trt . . .
notify-timer . . .
phy a/b . ..
policy . ..
reg-trt . . .
station-type . . .
tvx-timer . . .

appletalk-1-OUlI

Sets AppleTalk Phase 1 using interoperable or proprietary OUl. Thevalid entriesare
i (interoperable) or p (proprietary). Proprietary is compatible with AppleTalk Phase
1. The default setting is proprietary.

Example:
set Apple-1-QJ p

config interface

Selects the type of FDDI configuration in effect for the interface, apeer or aslave.
Use this parameter to indicate which ports the interface transmits and receives
tokens. Interface hasfive possible variables: a-thru, b-thru, awrap, b-wrap, and
either. The default configuration isa-thru for dual attach nodes, and either for single
attach nodes.

This parameter works in conjunction with the station-type parameter. For example,
a slave station must use the awrap, b-wrap, or the either configuration type. A peer
station must use the a-thru or b-thru configuration type.

* A-thru — Configure this for a peer interface port that receives the token in port A
and transmits on port B. This is the default setting.

* B-thru - Configure this for agerinterface port that receives ttaken on port B
and transmits on port A.
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* A-wrap — Configure this for a slave interface port that receives the token on port
A and transmits on port A.

* B-wrap — Configure this for a slave eface port that receives ttaken on port
B and transmits on port B.

e Either — Configure this for a slave interface port that used as eittenaap or
b-wrap. Use this for stations that are attached to more than one concentrator.

Example:
set config b-thru

max-trt #of-byte-clks

Selects the maximum acceptable token-rotation ti#vad-pyte-clocks). The TRT is
a timer used to schedule FDDI ring access. This parameter determines the maximum
amount of time that may pass before the interface must see a token. FDDI nodes use
token rotation time to claim the token during the negotiation process. During
negotiation, each node uses its max-trt to determine how often it must see a token.
The default setting is 2097152 and the range is 4 to 165 milliseconds.
Example:

set max-trt 2097152

notify-timer #of-seconds
Selects how often#of-seconds) the interface generates a NIFiffféborhood
information frame) to neighbor nodes. This frame includes transmitting node

information for use with ring management. The default time is 30 seconds. The
range is 2 to 30 seconds.

Caution: Do not change this value unless you understand the system-wide
consequences to the network.

Example:
set notify-tiner ?
SMI Notify time in seconds [65535]?

phy ring type parameter value

Manages connections and monitors link errors between the A or B ring and
neighboring nodes.

Ring Type Definesthering (aor b) that you want to monitor.
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Parameter Definesthevariable that you want to set. Thetwo variablesarealarm
and cutoff.
Value Sets the alarm and cutoff link error rates.

Alarmvalue Setsthelink error rate (value) the alarm displays. If thelink error rate
exceedsthislevel, the system setsaflag causing the SMT management
station to note aproblem. Set the alarm to a higher value than the
cutoff value. Thevaluesare: Default = 7, Minimum = 4,

Maximum = 12.

Cutoff value  Setsthelink error rate (value) at which the neighbor nodeiscut off. If
aconnected node istoo noisy and exceedsthisrate, it is disconnected.
The values are: Default = 6, Minimum =4,

Maximum = 12.

Caution: Do not change this value unless you understand the system-wide
conseguences to the network.

Example:
set phy a alarm 7

policy router-port-type neighbor-node-port-type
Selectsthetypes of FDDI connections that are valid for theinterface. Thiscommand
allows you to reject connections that neighboring nodes cannot support. It aso

allows you to prevent illegal or undesirable topologies. The default router-port-type
policy setting is reject, which tells the interface to reject all connections.

Router-port-type  Specifiesif the router accepts or regjects connections that neighboring
nodes cannot support.

Neighbor-node-  Valid port types are:

port-type . A = Primary RCV/Secondary XMT
. B = Secondary RCV/Primary XMT
. M = Single attach to a concentrator
. S = Single attach node

Example:

set policy reject ab
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The policy type you choose must be compatible with the key setting on the MICs

connecting the p4222 intede. Tablel-3 summarizes rules for connections from
the router to a neighbor port:

Table 4-3 FDDI Port Connection Rules

Valid Unless You Set

Always Valid Policy to "Reject" Never Valid
AtoB AtoA StoA Mto M
Bto A AtoS StoB
StoM AtoM StoS
Mto S

BtoB Mto A

BtoS Mto B

BtoM

req-trt #-of-byte-clks

Selects the requested token rotation tithef(byte-clks). Each FDDI node uses its
requested token rotation time when negotiating to claim the token. The node with
the lowest reqg-trt wins the bid for the token. The requested rotation time must be a
value between the minimum and maximum rotation times for thdaneer The

default is 2,066,208 byte clocks. Each byte clock is 80 nanoseconfis. tdréhe

max-trt parameters.

Caution: Setting the requested token rotation time too low may cause the ring to
become non-operational.

Example:

set reg-trt 1000000
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station-type interface-type

Selectsthe interface FDDI station (node) type, peer or dave. The default setting is
peer. You can set the software station type independent of its hardware
configuration. For example, if aninterfaceis cabled as adual attach station, you can
set its station type to dave.

Peer Refersto asingle MAC, dual attach topology. The station attaches to
main FDDI ring.
Save Refersto asingle MAC, single attach topology. The station attaches to

an FDDI concentrator.

Example:
set station-type peer

tvx-timer #-of-bye-clks
Selects the amount of time (in 80 nanosecond byte clocks) that may pass before the
interface must see the head of adataframe. The rangeis 31125 to 65535 and the

default is 32768 byte clocks. A largevalueinthisfield allowslonger periods of time
between transmissions on the ring.

Example:
set tvx-tiner 31125

Exit
Return to the Conf i g> prompt.

Syntax: exit

Example:
exit
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4.5 Statistics Displayed For the FDDI Interface

The FDDI interface does not have its own consol e process that you can use for
monitoring. However, you can use the inter face command from the GWCON
environment to display complete statistics for al installed network interfaces. For
more information about the interface command, refer to the GWCON chapter in the
System Software Guide.

The following statistics are displayed when you execute the inter face command
from the GWCON environment for the FDDI Interface:

+int O

Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
0 0 FDDI/O 00 1 0 0

FDDI/IEEE 802.2 MAC/data-link on FDDI interface

UNA: 08002BA34EES8 -> MLA: 08002BB1E5ES8 -> DNA: 08002BA34EES8
Policy = reject A-A B-B M-M

Connection: AB_FRONT

T_Neg = 0x18600 = 7.987200 msec, Latency = 0.000000 msec

TVX =2.621440 T_Max =167.772160  T_Req = 7.987200 msec

PHYA state:active PHYB state:connecting

ECM:In CFM:c_wrap_a RMT:Ring_Op

ringinits:0

My bcn:0 Other beacon:0 Trace rcv:0, xmt:0

PHYA: LEM Alarms:0 LCT Fails:0 LEM Ct:0
Alarm:10"-8 Cutoff:107-8 Estimate:107-15

PHYB: LEM Alarms:0 LCT Fails:0 LEM Ct:0
Alarm:10"-8 Cutoff:10"-8 Estimate:107-15

T_Notify: 10 sec

Frames:0 Errors:0 Losts:0

Xmts:0 Xmts failed:0 Xmt underruns:0

Copied:0 Rcv overruns:0 Rcv no buffer:0

+

Nt Nt' Intrfc No CSR  Vec Pass Fail Maint: Fail Errs: Input Output
3 3 FDDI 1 2063FC00 42 1 O 0 0 o0

Shows the configuration and routing statistics including the interface number, CSR
address, interface self-test, maintenance-test results, and the number of input and
output errors.
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FDDI Interface
PEER St ation Preferred configuration THRU*A

Shows theinterface station type and configuration. Refer to the set station-type and
set config FDDI commands.
UNN: 000093994090 *> MLA: 000093002045 *> DNN:  0000930040B0

Displays the upstream neighbor, main address, and downstream neighbor addresses.

Policy = reject no connections

Shows the interface connection policy. Refer to the set policy FDDI command.

T_Neg = 0x18700 byte clocks = 8.0076 nsec, Latency = 0.0038 msec
TVX = 2.621, T_Max = 167.772, T_Req = 8.000 nsec

Displays the following timer values:

T_neg Displays the token rotation time.

Latency Displays the amount of time for the capturing of atoken and when it is
reissued.

TVX Displaysthe number of byte clocks that may expire beforetheinterface
must see the head of aframe. Seethe set tvx-timer command.

T_max Displays the maximum token rotation time. See the set max-trt
command.

T req Displaysthe requested token rotation time. Seethe set reg-trt number

of byte clocks.
PHYA state: ACTIVE ILSin 1 PHYB state: ACTIVE ALS in 1

Shows the status of the PHY A and B lines states. The line states are as follows:

ALS Activeline state.
HLS Halt line state.
ILS Idleline state.
MLS Master line state.
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NLS Noise line state.

NSD No signal detect.

QLS Quiet line state.
ECM I N CFM THRU_A RMI: RING. OP  Noise:A:'l, Bl
Status: RINGOP 278 secs since |ast RINGOP
Ri nginits: 15 TVX expired ct:5 TRT expired ct: 0

Represents the ring operating status from the FDDI SMT layer software as follows:

ECM Displays the entity connection management state. Thisisthe software
controlling the bypass switch.

CFM Displays the configuration management state.

RMT Specifies the ring management software monitoring the state of thering.

Noise Displays the number of times a noise byte occurred on the PHY A and
PHY B connections.

Satus Displaysthelast time the ring became operational.

Ringinits Displays the number of timesinitialization of the ring occurred.

TVX expired Displays the number of times the valid transmission timer expired. See
the set TV X-timer command.

TRT expired Displays the number of times the target rotation timer expired.

PHYA: LEM Al ar ns: 0 Cutof fs: 0 LCT fails:0/0 LEM Ct : 49
Al arm 10*7 Cut of f: 10"*6 Esti mat e: 10"*12
PHYB: LEM Al ar ns: 0 Cutof fs: 0 LCT fails:0/0 LEM Ct:9

Al arm 10*7 Cut of f: 10"*6 Esti mat e: 10"*12

Shows the number of times the interface entered a beacon transmit state, and the
number of times the interface saw its own and other beacon frames.

These lines also show the number of times the interface entered the claim state, the
number of times it saw its own claim frames, and the number of timesit saw frames
with higher and lower claim values than its own.
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PHYA: LEM Al ar ns: 0 Cutof fs: 0 LCT fails:0/0 LEM Ct : 49
Al arm 10*7 Cut of f: 10"*6 Esti mat e: 107*12
PHYB: LEM Al ar ns: 0 Cutof fs: 0 LCT fails:0/0 LEM Ct:9

Al arm 10*7 Cut of f: 10"*6 Esti mat e: 10"*12

Showsthe Link Error Monitor (LEM) information for each PHY connection as

follows:

Alarms Displaysthe acceptable link error rate and the number of times the link
error rate exceeded thisvalue for each interface connection. Seethe set
phy aarm command.

Cutoff Displays the number of times cutoffs occurred. See the set phy cutoff
command.

LCT fails Displays the number of times the link confidence test failed.

LEM count Displaysthe total number of link error events that occurred.

Estimate Displaysan estimate of thetotal error ratefor each interface connection.

T _Notify 30 sec, SMI franmes in:300 SMI franmes out: 310

Shows the following SMT frame information:

T_notify Displays how often the interface generates NIF frames to neighbor
nodes. Seethe set notify-timer command.

SMT frames Displays the number of SMT frames received and generated by the
interface.

Frame: 57439. Errors:3, Losts:0, Xnts:1028, Copied1291, Not Copied: 157

Shows the number of frames passed on thering, the total CRC errorsfor thering, the
total frames lost and the number of frames copied and not copied on the ring.

5706 rcvs forwarded, O filtered, O in error, O dropped
rcv buff/stat full:6/00/00/0

Shows the following numbers for frames on the network: forwarded, filtered, errors,
and dropped.
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xnts ok: 1208, aborted:0, FIFO underrun:6, Ri ng popped: 0
xnt MAC aborted:0, tined out:0 fail:0, reset:0, hdw err:0

Shows the number of token errors, the number of missed frames, the number of

times the receive buffer was too full to accept incoming frames, and, whether the
ring popped due to a bad fiber.
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Configuring and Monitoring Frame Relay
Network Interfaces

This chapter describes how to configure and monitor PV Cs and SV Cs on Frame
Relay interfaces.

Refer to the Routing Protocols Reference Guide for more information about the
Frame Relay protocol.

5.1 Accessing the Interface Configuration and Console
Processses

For information about accessing the configuration and console processes, refer to
Chapter 1.

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

Enter configuration commands at the FR conf i g> prompt.

Enter console (monitoring) commands at the FR> prompt.

Refer to Chapter 2 for details about configuring and monitoring Frame Relay Dial
Circuitsover 1SDN network interfaces.

5.2 Frame Relay PVCs Basic Configuration Procedure

This section outlines the minimum configuration steps that are required to get the
Frame Relay PV Cs up and running. If you desire any further configuration
information and explanation, refer to the configuration commands described in this
chapter.
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To configure Frame Relay PV Cs, perform the following steps:

1. Settheselected deviceto Frame Relay. You must set up the FR device from
the Conf i g> prompt using the set datalink frame-relay commands. By default
the devices are initially configured to be PPP datalinks.

2. Select FR management. The FR Local Management Interface protocol defaults
to Revision 1. You have the option of connecting to a network using LMI-Rev1
management, ANSI Annex D management, or CCITT management. Use the
enable and set commands at the FR Conf i g> prompt to enable and set the
required management.

3. Add aPVC. Add any required PVCsthat are needed if FR management is
disabled or orphan circuits are disabled. Use the add per manent-virtual-
circuit command from the FR Conf i g> prompt.

Note: Do not use the add permanent-virtual-circuit command to add PV Cs
for use by PPP encapsulation over Frame Relay. These PV Cs are added
when the PPP-FR pseudo device is configured.

4. ConfigureFR destination addresses. If you are running a protocol, such as P,
IPX, and so forth over standard FR PV Cs on the FR interface, and are
interconnecting with devices not supporting ARP on FR, use the add protocol-
address command from the FR Conf i g> prompt to add the static protocol and
address mapping.

Note: Do not configure IP addresses on PV Cs created for use by PPP over
Frame Relay. Use the PPP-FR configuration process to configure these
devices.

5.3 Frame Relay SVCs Basic Configuration Procedure

This section outlines the minimum configuration stepsthat are required to get Frame
Relay SVCsup and running. If you desire any further configuration information and
explanation, refer to the configuration commands described in this chapter.

To configure Frame Relay SV Cs, perform the following steps:

1. Settheselected deviceto Frame Relay. You must set up the FR device from
the Conf i g> prompt using the set datalink frame-relay commands. By default
the devices are initially configured to be PPP datalinks. For example to set
interface 1 to Frame Relay enter the following:

Config>set datalink frane-relay 1
Confi g>
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2. Add Frame Relay network addresses, entering the name and number at the
prompts for both local and remote routers.
Confi g>add frame-rel ay-address [ ocaddrnanme |ocdi al addr

Confi g>add frame-rel ay-address renaddrnanme rendi al addr
Confi g>

3. Configure SVCs. Add and configure any SV Csthat are needed. Usethe svc
command from the FR Confi g> prompt to reachthe FR SVC Confi g>
prompt.

FR Confi g>svc
FR SVC Confi g>

4. Configure Frame Relay SVC local addresses. Usethe set local-address
command from the FR SVC Conf i g> prompt to set the local address mapping.
Use the local address you defined in step 2.

FR SVC Config>set |ocal -address [ ocaddrnane
FR SVC Confi g>

5. Add RFC1490 Frame Relay SVCs. Usetheadd svc command from the
FR SVC Confi g> prompt to add Frame Relay SV Cswhich will be used for
inbound or outbound calls. Use one of the remote addresses which you defined
in step 2 for each SVC.

Note: Do not use the add svc command to add SV Cs for use by PPP
encapsulation over Frame Relay. These SV Cs are added when the PPP-
FR Dia pseudo deviceis configured.

FR SVC Config>add svc

Frame Rel ay destination address? renaddrnane
Idle tinmer? [60]:

Recal | timer? [15]:

Max recalls? [30]:

Call direction (In/Qut/Both)? [BOTH

Al'l ow broadcast traffic? [Yes]

Require matching information rates? [ Yes]
Committed Infornmation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc)in bits [64000]?
Excess Burst Size (Be) in bits [0]?

Assigned circuit name? []:

FR SVC Confi g>

6. Add protocol addresses. Use the add protocol-address command from the
FR SVC Confi g> prompt to add protocol addresses for each outbound SvVC
created in step 5.
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Note: Do not usethe add protocol-address command on SV Csfor use by PPP
encapsulation over Frame Relay.
FR SVC Config>add protocol address
Frame Rel ay destination address? renaddrnane

Protocol ? [I1P]
Prot ocol Address? remnetaddr

7. Enable SVCs. When you have configured all the SV Cs, use the enable
interface command to globally enable Frame Relay SV C activity on this
interface and then return to the FR Conf i g> prompt.

FR SVC Config>enabl e interface
FR SVC Config>exit
FR Confi g>

If you want to encapsulate PPP over Frame Relay SV Csyou will need to add a PPP-

FR Dial pseudo device and configure it. Refer to Chapter 8, Configuring and

Monitoring Point-to-Point Protocol Network Interfaces, and Chapter 2, Configuring

and Monitoring Dial Circuits, for the procedures and commands to configure a PPP-

FR Dia pseudo device.

5.4 Enabling Frame Relay Management

There are three management options under Frame Relay: LMI Revision 1, ANSI
Annex D, and LMI CCITT. Frame Relay defaults to management type Rev 1
enabled; if you want to change management types, or if you want to re-enable Rev 1
management, follow the procedure described below. Enabling management over
Frame Relay is a two-step process:

1. Enter enablelmi at the FR Conf i g> prompt to enable all management activity.

2. Enter set Imi_typeat the FR Conf i g> prompt to select the type of management
for the interface. Refer to Tabie-1 for details of the management types
available.

The options available under teet command for enabling Frame Relay management
are listed in Table 5-1 and an example of how to set these management modes is
shown below it. Refer to thenable andSet commands in this chapter for more
information.
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Table 5-1 Frame Relay Set Commands Options

Command Options Description Default

set Imi-type revl Conforms to LMI Revision 1, (Stratacom’s Enabled
Frame Relay Interface Specification).

Imi-type ansi Conforms to ANSI T1.617 USDN-DSS1-  -N/A-
Signalling Specification for Frame Relay
Bearer Service (known as Annex D).

Imi-type ccitt Conforms to Annex A of CCITT -N/A-
Recommendation Q.933 — DSS1 Signalling
Specification for Frame Mode Basic Call
Control.

Example:
enable Im
set I ni-type ansi

5.5 Frame Relay Configuration and Console Commands

The Frame Relay configuration commands allow you to create or modify a Frame
Relay configuration. Frame Relay console commands let you monitor the status of
the interface. This section summarizes and then explains the Frame Relay
configuration and console commands. Defaults for any command and its parameters
are enclosed in brackets immediately following the prompt.

Table 5-2 summarizes the Frame Relay configuration and console commands.

Table 5-2 Frame Relay Configuration and Console Command Summary

Command Task Function
? (Help) Configure/  Lists configuration commands and parameters, and
Monitor console commands and options.

Add Configure  Adds PVCs and destination protocol addresses to
the Frame Relay interface.

Change Configure  Changes PVCs that were added using the Add
command.

Clear Monitor Clears statistical information on the Frame Relay
interface.
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Table 5-2 Frame Relay Configuration and Console Command Summary

Command Task Function
Disable Configure/  Disables any enabled Frame Relay features.
Monitor
Enable Configure/  Enables Frame Relay features such as, circuit
Monitor monitoring, management options, multicast,
protocol-broadcast, orphans and individual SVCs.
LAPF Configure  AccessES the FR LAPF Config> prompt.
List Configure/  Displays the current configuration of the LMI and
Monitor PVCs. Displays statistics specific to the datalink layer
and Frame Relay management.
Remove Configure  Deletes any previously added PVCs or protocol
addresses.
Set Configure/  Configures the properties associated with Frame
Monitor Relay parameters (framesize, line-speed, N1-
parameter, N2-parameter, N3-parameter, P1-
parameter, and T1l-parameter). Sets the Frame
Relay management options and the physical layer
parameters.
SvC Configure  Accesses the FR SVC Config> prompt.
Exit Configure/  Exits the Frame Relay configuration and console
Monitor processes and returns to the previous prompt level.

? (Help) Y

List the commands that are available from the current prompt level. You can also
enter ? after a specific command name to list its options.

Syntax:
Example:
?
ADD
CHANGE

DI SABLE

ENABLE
LAPF

LI ST
REMOVE
SET
SvC
EXIT
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Example:
set ?
ENCODI NG
FRAMESI ZE
| DLE
LM - Type
LI NE- SPEED
N1- PARAMETER
N2- PARAMETER
N3- PARAMETER
T1- PARAMETER
TRANSM T DELAY

Add

Add a PV C or destination protocol address supported by the Frame Relay interface.

Syntax: add
permanent-virtual-circuit
protocol-address . . .

permanent-virtual-circuit

Adds a PV C to the Frame Relay interface beyond the default range of 15. The
maximum number of PV Csthat can be added is approximately 64, but the actual
number of PV Cs that can be supported by the interface is affected by the configured
size of the receive buffer on the interface.

Note: A single LMI status message is used for all PV Cs assigned to the
interface.

Example:
add permanent-virtual -circuit
Circuit Nunber [16]7?
Committed Information Rate (CIR)in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?
Assign Circuit name []?

Circuit Number Indicates the circuit number in the range of 16 to 1007.

Committed Information  Indicates the committed information rate (CIR) in arange of
Rate 300 bpsto 2048000 bps. The default is 64 Kbps.
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Committed Burst (Bc) Indicates the maximum amount of committed data that the
PV C cantransmit, intherange of 300 bpsto 2048000 bps. The
default is 64 Kbps.

Excess Burst (Be) Indicates the maximum allowed amount of uncommitted data
for the PV C in therange of 0 bps to 2048000 bps. The default
is0 bps.

Assign Circuit Name Indicates the ASCI| string that is assigned to describe the

circuit. Thisparameter isoptional. Itisrecommended that you
use aname that describes the characteristics of the circuit. The
default is unassigned.

Note: Do not use this command to create a permanent virtual circuit for use by
a PPP-FR pseudo device. A PVC iscreated for this purpose when you
use the set frame-relay command from the PPP-FR configuration
environment. For information about configuring PPP-FR pseudo devices
refer to Chapter 8.

protocol-address protocol-name protocol-address circuit#

Adds statically configured destination addresses (protocol-addresses) for specified
protocols (protocol-name) to the Frame Relay interface. Adding protocol name and
address mappings (static ARP) alleviates using ARP during the forwarding process.
This configuration feature may be necessary when interconnecting to Frame Relay
equipment that does not support ARP.

Note: Do not use this command to add a protocol to acircuit allocated to a
PPP-FR pseudo device. For information about configuring PPP-FR
pseudo devices refer to Chapter 8.

This command has different prompts for the protocol-address, depending on the type
of protocol that you adding. AppleTalk Phase 2 protocol addresses have two parts
(network number and node number), so the command issues two prompts. Possible
prompts are listed in Table 5-3.

Example:

add protocol - addr ess

Prot ocol nane or nunber [0]?IP
I P Address [0.0.0.0]?
Circuit Nunber [16]7?
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Table 5-3 Protocol Address Prompts for the Add Command

Protocol Address Prompt

IP | P Address [0.0.0.0]~7

DN Node address [0.0]7?

IPX Host Number (in hex) []?
APL Node number (1-254) []7?

AP2 Net wor k nunber (1-65279) []?

Node number (1-253) []7?

Protocol name or number Definesthe name or number of the protocol used at the address

IP Address

Node Address

Host Number

Node number

Networ k number

Circuit Number

you areadding. The supported protocol numbers and their

Names are:
Prot # Narme
0 I P
4 DN
7 I PX
14 APL
15 AP2

Defines the 32-bit Internet address in dotted-decimal notation.

Defines the area and node number of the interface attached to
the DNA network.

Definesthe 48-bit MAC address of the|PX host. Notethat this
address can be substituted or changed at run time if IPX is
configured on Ethernet interfaces as well as Frame Relay.

Defines the node number, in the range 1-254 for AppleTalk
Phase 1 networks, or 1-253 for AppleTalk Phase 2 networks.

Defines the AppleTalk Phase 2 network number, in the range
1-65279.

Defines the PVC in the range of 16 to 1007 that this protocol is
to run over.
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Change Permanent-Virtual-Circuit

Change any previous PV Csthat were added with the add per manent-virtual-
circuit command.

Syntax: change permanent-virtual-circuit

Example:

change pernanent-virtual-circuit

Circuit Nunber [16]7?

Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?

Assign Circuit Name: []?

Circuit Number Indicates the circuit number in the range of 16 to 1007.
Committed Information  Indicates the committed information rate (CIR) in arange of
Rate 300 bpsto 2048000 bps. The default is 64000 bps.
Committed Burst (Bc) Indicates the maximum amount of committed data that the

PV C cantransmit, intherange of 300 bpsto 2048000 bps. The
default is 64000 bps.

Excess Burst (Be) Indicates the maximum allowed amount of uncommitted data
for the PV C in therange of 0 bps to 2048000 bps. The default
isO bps.

Assign circuit Name Indicatesthe ASCI| character string designation for the circuit

that you want to change.

Clear

Usethe clear command to remove all statistics on the Frame Relay interface.
Note: Statistics may also be cleared by using the OPCON clear command.

Syntax: clear

Example:
cl ear
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Disable

Disable those features previously enabled using the enable command.
From the FR Conf i g> prompt the command options are:

Syntax: disable

ir-monitor
ngestion-monitor
n-length-field

mi
ulticast-emulation
orphan-circuits
protocol-broadcast

55B S

Eh

From the FR> console prompt the command options are:

Syntax: disable
cir-monitor
congestion-monitor
svc
cir-monitor

Disables the circuit monitoring feature that maintains the transmission rate at the
CIR that was previously configured using the add per manent-virtual-cir cuit
command. The default setting for this feature is disabled.

Example:
di sabl e cir-nonitor

congestion-monitor
Disables the congestion monitoring feature that checks for the BECN bit set on

packets received and adjusts transmission rate accordingly. The default setting for
thisfeature is enabled.

Example:
di sabl e congesti on- noni t or
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dn-length-field
Disables the feature that controls whether alength field is included within DECnet
packets sent over Frame Relay. The default for this parameter is disabled.
Example:
di sabl e dn-length-field
Imi

Disables all management activity. All circuits that were statically added are marked
as present and active from the network perspective. The system setsImi rev 1 to
enabled as the defaullt.

Note: Disabling this parameter allows for normal operation or end-to-end
Frame Relay testing in the absence of areal network or management
interface. With end-to-end Frame Relay testing it is necessary to add like
PV Cswith the same circuit number (for example, 16 and 16) on both
ends of the link.

Example:
di sabl e | nm

multicast-emulation
Disables the multicast emulation on each active PV C. The default setting for this
featureisenabled. If you disable this feature, you must add protocol static address
maps.

Example:
di sabl e mul ti cast-emul ati on

orphan-circuits

Prohibits the use of all nonconfigured orphan circuits at the interface. The default
setting for orphan circuits is enabled.

Example:
di sabl e orphan-circuits

protocol-broadcast

Prohibits protocols such as RIP, to function over the Frame Relay interface. The
default setting for this feature is enabled.

Example:
di sabl e protocol - br oadcast
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svc fr-destination-address

Disables active SV Cs. This command is only available from the console prompt, so
changes made are not saved across a reboot.

If an SVC hasacall in place when the disable command is issued, the call will be
cleared. No further calls will be made or accepted on this SV C until it is re-enabled
with the enable svc command.

Example:

di sabl e svc
Frame Rel ay destination address ? frrenote

Enable

Enable Frame Relay features such as cir-monitor, management, multicast-emulation,
protocol-broadcast, orphan-circuits and SV Cs.

From the FR Conf i g> prompt the command options are:

Syntax: enable
-monitor

cir
congestion-monitor
dn-length-field

Im
multicast-emulation
orphan-circuits

protocol-broadcast

From the FR> prompt the command options are:

Syntax: enable
cir-monitor
congestion-monitor
svc
cir-monitor

Enables the circuit monitoring feature that maintains the transmission rate at the CIR
that was previously configured using the add per manent-virtual-circuit command.
The default setting for this featureis disabled.

Example:
enabl e cir-nonitor
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5-14

congestion-monitor

When this feature is enabled the router will slow its transmission rate on the
reception of apacket with the BECN bit set. It increasesits transmission rate whilst
incoming packets do not have the BECN bit set. The default setting for this feature
is enabled.
Example:

enabl e congesti on-nonitor

dn-length-field

This feature controls whether alength field isincluded within DECnet packets sent
over Frame Relay. Control of theinclusion of this field allows compatibility with
other router vendors. The default for this parameter is disabled.

Example:
enabl e dn-length-field

enable Imi

Enables management activity. All circuits that were statically added are marked as
present and active from the network perspective.

After issuing the enable Imi command, use the set command to select the
management mode for your Frame Relay interface. See Section 5.4, Enabling Frame
Relay Management,, or the set command for more information. The system defaults
to LMI Revision 1.

Use the enable Imi command to resume LMI Revision 1 management if you have
previoudy disabled Frame Relay management or if you want to return to this
management mode from another. To set the default of revl management mode, you
need only enter enable Imi.

Example:
enable Im

multicast-emulation

Enables multicast emulation on each PV C when a protocol multicast is forwarded.
The default for this parameter is enabled.

Example:
enabl e nmul ti cast-emul ation
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orphan-circuits

Enables the use of al nonconfigured orphan circuits. The default for thisfeatureis
enabled and the CIR values default to 64000 bps.
Example:

enabl e orphan-circuits

protocol-broadcast

Allows protocols such as RIP to function over the Frame Relay interface. The
multicast parameter must be enabled for the protocol-broadcast to function properly.
The default setting for this featureis enabled.
Example:

enabl e prot ocol - br oadcast

svc fr-destination-address

Enables SV Cs. Thiscommand is only available from the console prompt, so changes
made are not saved across a reboot.

This command should be used to re-start SV Cs which have goneinto the Failed state
after making the maximum number of recalls without successfully establishing a
connection.

Example:
enabl e svc
Frame Rel ay destination address ? frrenote

Lapf

Display the FR LAPF Config> prompt. Refer to Section 5.7, Frame Relay LAPF
Configuration Commands,for details of the commands available at this prompt.
Syntax: lapf
Example:

| apf

Frame Rel ay LAPF user configuration
FR LAPF Confi g>
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List

Display currently configured management and PV C information.

Syntax: list
all
hdlc

Imi

permanent-virtual-circuits
protocol-address

all

Displaysthe current configuration of the Frame Relay interface. The output display
for thiscommand is a combination of the list hdlc, list Imi, list permanent-virtual-

circuits and list protocol-address commands.

Example:
list all

hdlc

Displays Frame Relay HDL C configuration.

Frame Rel ay HDLC Confi guration

Example:
list hdlc
Encodi ng = NRZ |IDLE
Cl ocki ng = Externa
Cabl e Type = V.35 DTE

Li ne access rate bps
Transmit del ay

0

= Fl ag

64000 Interface MIU in bytes
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Imi

Encoding
Idle
Cable type

Line Access Rate bps
Interface MTU bytes

Transmit Delay

Indicates the encoding type: NRZ or NRZI.
Indicates the idle type configured, either flag or mark.

Indicates the cable type configured, either RS-232, RS-423,
V.35, V.36, or X.21.

Indicates the physical rate for the Frame Relay interface.

Indicates the maximum transmission unit (amount of user data
per frame) that can be transmitted or received over the network
at any given time.

Indicates the delay configured between transmitted packets.

Displays logical management and related configuration information about the Frame

Relay interface.

Example:
list I'm
LM enabl ed = Yes
LM type = REV1

Pr ot ocol Broadcast
Emul ate Multicast

PVCs P1 All owed
Timer T1 seconds

LM N2 error threshold

LMI enabled

LMI DLCI

LMI Type

LMI Orphans OK

Frame Rel ay Configuration

LM DLCI = 1023

LM O phans K = Yes

= Yes Congesti on nonitoring = Yes
= Yes CIR nonitoring = No
= 64 DECnet length field = No
=10 Counter N1 increnents = 6
= 3 LM N3 error threshold w ndow = 4

Indicates whether the management features are enabled on the
Frame Relay interface, yes or no.

Indicates the management circuit number. This number
reflects the LMI type, Ofor ANSI or 1023 for LMI.

Indicates the LMI type: one of the configured management
modes: Revl, ANSI, or CCITT.

Indicatesif nonconfigured circuits are available for use, yesor
no.
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Protocol Broadcast

Congestion monitoring

Emulate multicast

CIR monitoring

PVCsP1 allowed

DECnet length field

Timer T1 seconds

Counter N1 increments

LMI N2 error threshold

LMI N3 error threshold
window

Indicates whether protocols such as RIP may function over the
Frame Relay interface, yes or no.

Indicates if the router will monitor congestion and adjust
transmission rate, yes or no.

Indicates whether the multicast emulation is enabled on each
active PVC, yes or no.

Indicates whether the circuit monitoring feature that maintains
the transmission rate at the CIR is enabled, yes or no.

Indicates the number of allowable PV Cs for use with this
interface.

Indicates whether alength field isincluded within DECnet
packets, yes or no.

Indicates the frequency that the Frame Relay interface
performs a sequence number exchange with management.

Indicates the interval (in seconds) that the Frame Relay
interface queries the management for complete PV C status

enquiry.

Indicates the amount of management event errors occurring
within the N3 window causing areset of the Frame Relay
interface.

Indicates the number of monitored events that count for
measuring N2.
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permanent-virtual-circuits

Displays all the configured PV Cs on the Frame Relay interface, including PVCsin
use by PPP-FR pseudo devices.

Example:
|ist permanent-virtual -circuit

Maxi mum circuits all owable = 64
Total circuits configured =7
Circuit Circuit Circuit CIR Bur st Excess Mchd
Nare Nunber Type in bps Si ze Bur st Rat es
Bost on 16 Per manent 64000 64000 0
Unassi gned 20 Per manent 64000 64000 0
MPPP Pseudo Net 2 333 Per manent 64000 64000 0
Maximum circuits Indicates the number of virtual circuits that can exist for this
allowable interface. Thisnumber includesany PV Csthat you added with

the add permanent-virtual-circuit command and
dynamically learned through the management interface.

Total circuits configured Indicates the total number of currently configured virtua
circuits for thisinterface.

Circuit Name Indicates the ASCII designation of the configured PV C.
The Circuit Name of PV Csinuseby PPP-FR pseudointerfaces
is set to PPP Pseudo Net #. Similarly, the Circuit Name of
PV Csin use by MPPP-FR pseudo interfaces is set to MPPP
Pseudo Net , where. # indicates the interface number of the
pseudo interface.

Circuit Number Indicates the number of a currently configured PV C.

Circuit Type Indicates the type of virtual circuit, Permanent or Switched.
Thiscommand lists all the Permanent virtual circuits.

Committed Information  Indicates the information rate guaranteed over the interface.
Rate

Committed Burst (Bc) Indicates the maximum amount of committed datathat the
PV C can transmit, in the range of 300 bps to 2048000 bps.
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Excess Burst (Be) Indicates the maximum allowed amount of uncommitted data
for the PV C in the range of 0 bpsto 2048000 bps.

Mtchd Rates Not applicable for PVCs.

protocol-addresses

Displays all the statically configured protocol addresses circuit mappings at the
Frame Relay interface.

Example:

|'i st protocol -addresses
Frame Rel ay Protocol Address Transl ations

Prot ocol Type Prot ocol Address Circuit Nunber
P 128.185.121. 10 40
P 128. 185. 136. 43 41
P 128. 185. 115. 70 109
I PX 0000930b234f 34
I PX 0000930b235f 35
I PX 0000930b236f 36
Protocol Type Displays the name of the protocol running over the interface.

Protocol Address Displays the address of the protocol running over the interface.

Circuit Number Displaysthe PV C that is handling the protocol.
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List

Display statistics specific to the datalink layer and the Frame Relay interface.
Syntax: list

a
call-control
circuit

lapf

permanent-virtual-circuit

svCs
all
Displays circuit, management, and virtual circuit statistics on the Frame Relay
interface. The output display for thiscommand isa combination of thelist call-
control, list lapf, list Imi, list permanent-virtual-circuit and list svcs commands.
Example:
list all
call-control

Displays statistical information about the SV C calls on this interface.

Example:

list call-control
Call Control Data:

Call's received: 1 Calls sent: 25
Ti meout s: 0 I nsufficient Mem 0
LAPF Establish Ind.: 1 LAPF Rel ease Ind.: 173
Cause Class 1 Bitnmap: %0021 Cause Class 1 Count 31
Cause Class 2 Bitnmap: %0200 Cause Class 2 Count 3
Cause Class 3 Bitnap: %0000 Cause Class 3 Count 0
Cause Cl ass 4 Bitnmap: %0000 Cause Class 4 Count 0O
Cause Class 5 Bitnmap: %0000 Cause Class 5 Count 0
Cause Class 6 Bitnmap: %0000 Cause Class 6 Count 0O
Cause Class 7 Bitnmap: %0000 Cause Class 7 Count 0O
Call Control Data
Callsreceived Indicates the number of inbound calls that have been received

on thisinterface.
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Callssent

Timeouts

Insufficient Mem

LAPF Establish Ind

LAPF Release Ind.

Cause Classn

Bitmap

Cause Class n Count

Indicates the number of ougoing calls that have been made on
thisinterface.

Indicates the number of times an SV C protocol timer (T303,
T305, T308 or T310) hastimed out.

Indicates the number of times the router has been unable to
alocate a buffer for frame transmission.

Indicates the number of timesthedatalink for thisinterface has
been established.

Indicates the number of timesthedatalink for thisinterface has
been released.

Indicates which cause codes have been received within a
particular class (where n indicates the class).

Indicates the number of cause codes that have been received
within a particular class.

There are seven Classes of cause code, each having 16 possible Values. The seven
Cause Class Bitmaps in the above listing each consist of 16 bits, so each bitin a
bitmap represents a cause value for that class. When a particular cause code is seen
the corresponding bit in the bitmap is set, and the counter for that Cause Classis
incremented. For example, the bitmap for Cause Class 1 is %x0021 so bitsO and 5
are set, and the Cause Class 1 Count is 31. That means we have seen 31 Class 1
cause codes, consisting of Cause codes %x10 (Cause number 16 — "Normal,
clearing") and %x15 (Cause number 21 — "Call rejected").

Refer toAppendix B for a full table of cause codes and their descriptions.
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circuit vc#

Displays detailed configuration and statistical information for the specified virtual
circuit (vc#). Thiscommand can be used on configured PV Cs and currently active
SVCs.
Example:

Fora PVC

list circuit 16
Circuit nane = Boston

Circuit state = Active Circuit is orphan = No
Frames transnmitted = 6918 Bytes transmitted = 1143758
Frames received = 196 Bytes received = 11594
Total FECNs = 0 Total BECNs = 0
Ti mes congest ed = 0 Tinmes Inactive = 0
CIR in bits/second = 64000 Current Info Rate = 64000
Committed Burst (Bc) = 64000 Excess Burst (Be) = 0
Xmt frames dropped due to queue overflow = 0

Example:

For an SVC
list circuit 18

Circuit name = FrSVC Qut
Circuit state = S10_Active
Frames transnmitted = 346 Bytes transnmitted = 19376
Frames received = 345 Bytes received = 19320
Total FECNs = 0 Total BECNs = 0
Ti mes congest ed = 0 Tinmes Inactive = 0
CIR in bits/second = 64000 Current Info Rate = 64000
Committed Burst (Bc) = 64000 Excess Burst (Be) = 0
Xmt frames dropped due to queue overflow = 0

Circuit name Indicates the ASCI| designation of the configured virtua

circuit.
Circuit state Indicatesthe state of thecircuit: active, inactive, or congested.

Inactive indicates waiting for management. Active indicates
that dataiis being transferred. Congested indicates that data
flow is being controlled.

Circuit is orphan Indicates whether the PV C is anon-configured circuit learned
through management. Thisis not applicable for SVCs.
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Frames/Bytes transmitted |ndicates how many frames and bytes this virtual circuit has

Frames/Bytes received

Total FECNS

Total BECNS

Times congested

Times inactive

CIRin bits/sec

Committed Burst (Bc)

Excess Burst (Be)

Xmit Frames dropped

transmitted.

Indicates how many frames and bytes that this virtual circuit
has received.

Indicates the number of timesthat this virtual circuit was
notified of inbound or downstream congestion.

Indicates the number of timesthat this virtua circuit was
notified of outbound or upstream congestion.

Indicates the number of times that this virtual circuit was
congested.

Indicates the number of times that this virtua circuit was
inoperable.

Indicatestheinformation rate of thevirtua circuit in the range
of 300 bpsto 2048000 bps.

Indicates the maximum amount of committed datathat the
virtual circuit can transmit, in the range of 300 bpsto 2048000
bps.

Indicates the maximum allowed amount of uncommitted data
for the virtua circuit in the range of 0 bps to 2048000 bps.

Indicates the number of frames that this virtual circuit has
dropped.
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lapf
Displays statistics relevant to the lower layer protocol (LAPF) on the Frame Relay
interface.
Example:
list |apf
LAPF St at us:
State: Runni ng (7_0)
Retransmt Timer (100ns): 15 Idle Tiner (secs): 30
Retransnmit Count: 3 Transmit W ndow 7
Franme Size: 2048
Byt es Recei ved: 1573 Bytes Sent: 1482
Franmes Recei ved: 72 Franmes Sent: 72
Frame Format Errors: 0 I nsufficient Menory: 0

Processing Errors:

Sate

Retransmit Timer

Idle Timer

Retransmit Count

Transmit Window

Frame Sze

1

Indicates the basic state of the link:
Disconnected — No modem signals
Down — Modem signals, no response from remote end
Starting— SABME/UA processing
Stopping — DISC/UA processing
Running — Up and Running
Timeout Recovery — Recovering from a timeout
The value in brackets is the internal state.

Theinterval, in units of 100ms, before a frame will be
retransmitted if no response isreceived.

Theinterval, is seconds, at which keepalive messages are
polled if thelink isidle.

I ndicates the number of times aframe will be retransmitted
before the link is considered to be down.

The maximum number of framesthat can betransmitted before
before an acknowledgement isreceived.

I ndicates the maximum frame size that can be sent on the
LAPFIlink. A valueof 0 indicatesthat the maximum framesize
will be based on the MTU setting for thisinterface, as shown
by the list hdlc command at the FR Conf i g> prompt.
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Bytes Received Indicates the number of bytes received by this LAPF
connection, including control and level 3 data.

Bytes Sent Indicates the number of bytes sent on this L APF connection,
including control and level 3 data.

Frames Received Indicates the number of frames received by this LAPF
connection, including control and level 3 data.

Frames Sent Indicates the number of frames sent on this L APF connection,
including control and level 3 data.

Frame Format Errors The number of Frame Format errors (Overrun, Underrun or
Invaid Address) which have occurred on received frames.

Insufficient Memory The number of timesthe router was unable to allocate abuffer
for control frame transmission.

Processing Errors The number of errorson the link, for example Retry Count
exceeded, N201 error or P/F bit error.

Imi

Displays statistics relevant to the logical management on the Frame Relay interface.

Example:
list Im
Managenent Stat us:

LM enabl ed = Yes LM DLCI = 1023

LM type = REV1 LM O phans K = Yes

LM sequence interval seconds = 10
Prot ocol broadcast = Yes Congesti on nonitoring = Yes
Emul ate mul ti cast = Yes CIR nonitoring = No
PVCs al | oned = 64 Interface MIU bytes = 2048
Li ne access rate bps = 1544000 DECnet length field = No
Timer T1 seconds = 10 Counter N1 increnments = 6
LM N2 threshold = 3 LM N3 error threshold w ndow = 4
Current receive sequence =0

Current transmt sequence = 1

Total status enquiries =1 Total status responses =0
Total sequence requests =0 Total responses =0
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PVC St at us:
Total All owed
Total Active
Total Left Net

LMI enabled
LMI DLCI

LMI type

LMI orphans OK

LMI seq interval seconds

Protocol broadcast

Congestion monitoring

Emulate multicast

CIR monitoring

PVCsallowed

Interface MTU bytes

Line access rate bps

DECnet length field

Timer T1 seconds

64 Total configured =7
3 Total Congested =0
0 Total Join Net =0

Indicates if Frame Relay management is active, yes or no.

Indicates the management circuit number. This number is
either 0 (ANSI default) or 1023 (interim LMI).

Indicates the type of Frame Relay management being used,
ANSI or LMI.

Indicatesif al non-configured circuits made known by
management are available for use, yes or no.

Indicates the interval that management uses when exchanging
keep alive information with an end station.

Indicatesif protocols such as RIP are able to operate over the
Frame Relay interface.

Indicates if the router will monitor congestion and adjust
transmission rate, yesor no.

Indicates whether the multicast emulation is enabled on each
active PVC, yes or no.

Indicates whether the circuit monitoring feature that limits the
router transmission rate is enabled, yes or no.

Indicates the number of allowable PV Cs for use with this
interface.

Indicates the size of user data contained in the Frame Relay
frame.

Indicates the physical data rate of the Frame Relay interface.

Indicates whether alength field isincluded within DECnet
packets, yes or no.

Indicates the rate that the Frame Relay interface performs a
sequence number exchange with management.

Configuring and Monitoring Frame Relay Network Interfaces ~ 5-27



5.5 Frame Relay Configuration and Console Commands

LMI N2 threshold

LMI N3 error threshold
window

Counter N1 increments
Current recelve sequence
Current transmit
sequence

Total status enquiries

Total status responses

Total sequence requests

Total sequence responses

PVC Satus

Total allowed

Total configured

Total active

Total congested

Total l€eft net

Total join net

Indicates the amount of management event errors that resets
the Frame Relay interface.

Indicates the number of events that the management window
monitors.

Indicates the time when the Frame Relay interface queries the
management for PV C status.

Indicates the current receive sequence number that the Frame
Relay interface received from management.

Indicates the current transmit sequence number that the Frame
Relay interface sent to management.

Indicates the total number of inquiries that management made
concerning the status of the Frame Relay interface.

Indicates the total number of responses that Frame Relay
interface received from management in response to
management status enquiries.

Indicates the total number of sequence number exchanges that
the Frame Relay interface made with management.

Indicates the total number of sequence number responses
received in response to management sequence number
exchange.

Indicates the number of allowable PV Cs (including orphans)
for use with this interface.

Indicates the total number of currently configured PVCsfor
thisinterface.

Indicates the number of active PV Cs on thisinterface.

Indicates the number of PV Csthat are throttled down because
of congestion within the network.

Indicates the total number of PV Cs that are no longer on the
network.

Indicates the total number of PV Cs that joined the network.
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permanent-virtual-circuit

Displays general link layer statistics and configuration information for all configured
PV Cs on the Frame Relay interface.

Example:
|ist permanent-virtual -circuit

Maxi mum PVCs al |l owable = 64
Total PVCs configured = 3
Circuit O phan Type/ Franes Franes
Circuit# Nane Circuit State Transnitted Received
16 Unassi gned No P/ A 7782 1924
20 Bost on Yes P/ A 589 4563
100 PPP Circuit No P/ A 9629 270
A - Active I - Inactive

P - Permanent M- Milticast C - Congested

Circuit# Indicates the number of the PVC.

Circuit name Indicates the ASCII designation of the configured PV C.

Orphan Circuit Indicates whether the PV C is a hon-configured circuit (yes or
no).

Sate Indicates the state of the circuit: A (active), | (inactive), P
(Permanent), M (Multicast), or C (congested).

Frames/Bytes Indicates how many frames and bytes this PVC has

Transmitted transmitted.

Frames/BytesReceived  Indicates how many frames and bytes this PV C hasreceived.
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SVCS

Displays general link layer statistics and configuration information for all active
SV Cson the Frame Relay interface.

Example:
l'ist svcs

Swi t ched Virtual

Circuits Status:

DLCl Circuit nane State CIR Bc Be Frames Tx Frames Rx

18 Fr SVC- Qut S10 64000 64000 0O 497 495

- frpvc2 Fai | ed 64000 64000 0O 0 0

- PPP Pseudo Net 3 Idle 64000 64000 0O 0 0

1007 MPPP Pseudo Net 4 S10 64000 64000 0 393518 393898
Sl - Call Init S3 - Qut Call Proc S10 - Active

S11 - Disc Req S19 - Rel Req

DLCI
Circuit name

State

CIR

Bc

Be

Indicates the number of the SVC.
Indicates the ASCII designation of the SVC.

Indicates the state of the circuit:
S1 - Call Initializing
S3 — Outbound call Proceeding
S10 — Active
S11 - Disconnect requested
S19 — Release requested
Disabled — management disabled
Down — Frame relay interface is down

Failed — Maximum recalls reached. SVC must be re-
enabled to restart

Idle — circuit currently idle
Recall — recall timer currently running

Indicates the committed information rate of the SVC in the
range of 300 bpsto 2048000 bps.

I ndicates the maximum amount of committed data that the
SV C can transmit, in the range of 300 bps to 2048000 bps.

Indicates the maximum allowed amount of uncommitted data
for the SV C in the range of 0 bpsto 2048000 bps.
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Frames Tx Indicates how many frames this SV C has transmitted.

Frames Rx Indicates how many frames this SV C hasreceived.

Remove

Delete any PV C or protocol-address previously added using the add command.

Syntax: remove

permanent-virtual-circuit . . .
protocol-address

permanent-virtual-circuit pvc#

Deletes any configured PV C in the range of 16 to 1007.

Example:
remove permanent-virtual-circuit 20

Note: You should not remove a PV C which isin use by a PPP-FR pseudo

device unless you del ete the PPP-FR pseudo device as well. (For more
information on the delete command, refer to the CONFIG chapter in the
System Software Guide.)

protocol-address protocol-name protocol-address circuit#

Deletes any configured protocol addresses (static ARP entries). This parameter has
different prompts for the protocol address depending on the type of protocol that you
are removing. Possible prompts are listed in Table 5—4:

Table 5-4 Protocol Address Prompts for the Remove Command

Protocol Address Prompt

IP
DN
IPX
APL
AP2

I P Address [0.0.0.0]°?

Node address [0.0]?

Host Number (in hex)[]?

Node nunmber (in decimal) []?

Net wor k nunber (in decimal) []7?
Node number (in decimal) []?
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Example:

renove protocol - addr ess
Protocol nane or nunber [IP]?
I P Address [0.0.0.0]?

Circuit Nunber [16]7?

Protocol name or
number

IP Address

Node Number

Host Number

Node number

Networ k number

Circuit Number

Defines the name or number of the protocol that you are
deleting. The supported protocol numbers and their names are:

Prot # Narme
0 I P
4 DN
7 I PX
14 APL
15 AP2

Defines the 32-bit internet address in dotted-decimal notation.

Defines the area and node number of the interface attached to
the DNA network.

Defines the 48-bit MAC address of the IPX or XNS host.

Defines the node number, in the range 1-254 for AppleTalk
Phase 1 networks, or 1-253 for AppleTalk Phase 2 networks.

Defines the AppleTalk Phase 2 network number, in the range
1-65279.

Defines the PVC in the range of 16 to 1007 that the protocol
runs over.
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Set

Configure the interface to run the Frame Relay protocol.

Set Command Considerations

Two parameters, the n2-parameter and the n3-parameter, require further explanation
before you configure them. The n2 parameter sets the error threshold for
management events, and the n3-parameter sets the number of eventsthat are
monitored in the event window. If the number of management errorsin the event
window equals n2, the Frame Relay interface resets. For example:

set n3-parameter 4
set n2-parameter 3

You now have awindow size of 4 (n3 = 4) and an error threshold of 3 (n2 =3). That
means the system is monitoring 4 management events and checking to determine if
any of thosearein error. If the number of eventsin error equals 3 (the n2 parameter),
the Frame Relay interface is reset and the status of the network is considered
“network down.”

For the status of the network to be considered “network up”, the number of events in
error within the window must be less than n2 prior to any change in status.

Note: The options indicated with * (asterisks) may or may not appeatr,
depending on which type of serial irfece is in use.

Syntax: set
encoding *
frame-size
idle . ..*
line-speed
Imi-type
nl-parameter
n2-parameter
n3-parameter
pl-parameter
tl-parameter
transmit delay . . .*
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encoding NRZ or NRZI

Setsthe HDL C transmission encoding scheme as NRZ (Non-return to zero) or NRZI
(Non-return to zero inverted). Most configurations use NRZ which is the default.
Example:

set encoding nrz

frame-size value

Sets the size of the network layer portion of frames transmitted and received on the
datalink. Datalink and MAC layer headers are not included. The default valueis
2048.
Example:

set frame-size 2000

idle flag or mark

Sets the transmit idle state for HDLC framing. The default is flag, which provides
continuous flags (7E hexadecimal) between frames. The mark option putsthelinein
amarking state (OFF, 1) between frames.
Example:

set idle flag

line-speed
Setsthe access rate for theline. Use this command to inform the router of the actua

speed of the modem that the lineisusing. Thisinformation is required for the
Congestion Monitoring function to operate correctly.

Note: This command does not affect the actual speed of the line.

Example:

set |ine-speed
Access rate in bps [ 64000] ?

Accessratein bps Indicates the actual speed of the lineto which the router is
connected, in the range of 300 bpsto 2048000 bps. The default
is 64000 bps.
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Imi-type management type

Sets the management type for theinterface.  See Section 5.4, Enabling Frame Relay
Management, for details about setting Frame Relay management. The default istype
Rev 1 enabled. Table 5-5 lists the Frame Relay set command options.

Table 5-5 Frame Relay Set Commands Options

Command Options Description Default
set Imi-type revl Conforms to LMI Revision 1, (Stratacom’s  Enabled
Frame Relay Interface Specification).
Imi-type ansi Conforms to ANSI T1.617 USDN-DSS1-  -N/A-

Signalling Specification for Frame Relay
Bearer Service (known as Annex D).

Imi-type ccitt Conforms to Annex A of CCITT -N/A-
Recommendation Q.933 — DSS1 Signalling
Specification for Frame Mode Basic Call

Control.
Example:
enable Im
set I m-type revl (default)

I m-type ansi
Im-type ccitt

nl-parameter count

Configures the number of T1 timer intervals that must expire before a complete PVC
status enquiry is madeCount is the interval in the range of 1 to 255. The default is
6.

Example:

set nl-paraneter
Paraneter N1 [6] 7
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n2-parameter max#

Configures the number of errorsthat can occur in the management event window
monitored by the n3-parameter before the Frame Relay interfaceresets. This
parameter is used for certification purposes only. Max# is anumber in the range of
1t010. Thedefaultis3. This parameter must be less than or equal to the n3-
parameter or you receive an error message.
Example:

set n2-paranet er

Paraneter N2 [3]7?

n3-parameter max#

Configures the number of monitored management events for measuring the n2-
parameter. This parameter is used for certification purposesonly. Max# isanumber
in therange of 1to 10. The default is 4.
Example:

set n3-paranet er

Paraneter N3 [4]?

pl-parameter max#

Configures the maximum number of PV Cs and SV Cs supported by the Frame Relay
interface. Max# isanumber intherange of 0to 64. The defaultis64. A O (zero)
implies that the interface supports no virtual circuits.
Example:

set pl-paraneter

Paraneter Pl [64]?

tl-parameter time

Configures the interval (in seconds) that the Frame Relay interface takes to perform

a sequence number exchange with Frame Relay management. The management’s
T2 timer is the allowable interval for an end station to request a sequence number
exchange with the manager. The T1 interval must be less than the T2 interval of the
network. Timeis the number in the range of 5 to 30. The default is 10.

Example:

set tl-paraneter
Paraneter T1 [10]7?
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transmit-delay #

Allowsthe insertion of a delay between transmitted packets. The purpose of this
command is to slow the serial line so that it is compatible with older, slower serial
devices at the other end. It can also prevent the loss of serial line hello packets
between the lines.

If you have problems missing frames at the remote end, then increase the transmit
delay on the side that is not missing frames.
Example:

set transnit 1
Transmit Delay Counter [0]?

Set

Change the configuration of a permanent virtual circuit on the Frame Relay
interface.

Note: Changes you make to the configuration are not maintained across
restarts.

Syntax: set  circuit

circuit

Changes the configuration of a permanent virtual circuit.

Example:

set circuit

Circuit Nunber [16]7?

Committed Infornmation Rate (CIR) in bps [64000]?
Conmitted Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?

Circuit Number Indicates the circuit number in the range of 16 to 1007.
Committed Information  Indicates the committed information rate (CIR) in arange of
Rate 300 bpsto 2048000 bps. The default is 64000 bps.
Committed Burst (Bc) Indicates the maximum amount of committed data that the

PV C cantransmit, intherange of 300 bpsto 2048000 bps. The
default is 64000 bps.
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Excess Burst (Be) Indicates the maximum allowed amount of uncommitted data
for the PV C in therange of 0 bps to 2048000 bps. The default
isO bps.

Svc

Display the FR SV C Config> prompt. Refer to Section 5.6, Frame Relay SVC
Configuration Commands,for details of the commands available at this prompt.
Syntax: sve

Example:
SvC

Frame Rel ay SVC user configuration
FR SVC Confi g>

N c v

Return to the previous prompt level.

Syntax: exit

Example:
exit
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5.6 Frame Relay SVC Configuration Commands

The Frame Relay SV C configuration commands allow you to create or modify a
Frame Relay SV C configuration. This section summarizes and then explains the
Frame Relay SV C configuration commands. Defaults for any command and its
parameters are enclosed in brackets immediately following the prompt.

Table 5—-6 summarizes the Frame Relay SVC configuration and console commands.

Table 5-6 Frame Relay SVC Configuration Command Summary

Command Task Function

? (Help) Configure  Lists configuration commands and parameters.

Add Configure  Adds a Frame Relay SVC.

Change Configure  Change configuration parameters associated with an
existing SVC.

Delete Configure  Deletes a local address.

Disable Configure  Disables individual Frame Relay SVCs or all SVC
activity on the interface.

Enable Configure  Enables individual Frame Relay SVCs or all SVC
activity on the interface.

List Configure  Displays the current configuration of the Frame
Relay SVCs, including local address, timers and
status.

Remove Configure  Removes previously added SVCs or protocol
addresses.

Set Configure  Configures the properties associated with Frame

Relay SVC parameters (local address, timers and
maintenance mode).

Exit Configure  Exits the Frame Relay SVC configuration process
and returns to the previous prompt level.
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? (Help)

List the commands that are available from the current prompt level. You can also
enter ? after a specific command name to list its options.

Syntax: ?
Example:
?
ADD
CHANGE
DELETE
DI SABLE
ENABLE
LI ST
REMOVE
SET
EXIT

Add

Adds and configures a Frame Relay SV C or adestination protocol address supported
by the Frame Relay interface.

Syntax: add
protocol-address
sve

protocol-address protocol-name protocol-address

Adds statically configured destination addresses (protocol-addresses) for specified
protocols (protocol-name) to a Frame Relay SV C. This command defines which
SVC must make a call in order to reach the destination protocol address.

Note: Do not use this command on SV Cs for use by PPP-FR Dial Circuits.

Example:

add protocol - addr ess

Frame Rel ay destination address []?
Protocol ? [I1P]
I P Address [0.0.0.0]?

This command has different prompts for the protocol-address, depending on thetype
of protocol that you adding. AppleTalk Phase 2 protocol addresses have two parts
(network number and node number), so the command issues two prompts. Possible
prompts are listed in Table 5-7.
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Table 5-7 Protocol Address Prompts for the Add Command (SVC)

Protocol Address Prompt

]=) | P Address [0.0.0.0]~7

DN Node address [0.0]?

IPX Host Number (in hex) []?
APL Node number (1-254) []?

AP2 Net wor k nunber (1-65279) []?

Node number (1-253) []7?

Frame Relay destination  Defines the network address name of the Frame Relay port at

address

Protocol

IP Address
Node Address

Host Number

Node number

the remote router.

Thisaddress name must be one of the names already defined at
the conf i g> prompt using the add frame-relay address
command and assigned to an SV C previously added using the
add svc command at the FR SVC Confi g> prompt. Thisfield
is used to map the protocol address entry to the correct SVC

Defines the name or number of the protocol that you are
defining. Enter a?to see alist of supported protocols

Example:

add protocol - addr ess

Frame Rel ay destination address [] ?fdest
Protocol ? [IP] ?

IP

DN

I PX

APL

AP2

Protocol nane or nunber [IP]?

Defines the 32-bit internet address in dotted-decimal notation.

Defines the area and node number of the interface attached to
the DNA network.

Defines the 48-bit MAC address of the IPX or XNS host.

Defines the node number, in the range 1-254 for AppleTalk
Phase 1 networks, or 1-253 for AppleTalk Phase 2 networks.
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Networ k number Defines the AppleTalk Phase 2 network number, in the range
1-65279.

SvC

Adds a Frame Relay SV C, and configures timers and parameters. Each SV C which
is being used for direct forwarding over the Frame Relay interface must be
configured using this command.

Note: Do not use the add svc command to create an SV C for use by a PPP-FR
Dial pseudo device. A Frame Relay SVC is created for this purpose
when you use the set net command fromtheCi rcui t confi g> prompt
for the PPP-FR Dial Circuit.. For information about configuring PPP-FR
Dial pseudo devices refer to Chapter 8.

Example:

add svc

Frame Rel ay destination address? routerl
Idle tinmer? [60]:

Recal | timer? [15]:

Maxi mum recal 1 s? [30]:

Call direction (In/Qut/Both)? [BOTH

Al'l ow broadcast traffic? [Yes]

Require matching information rates? [Yes]:
Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc)in bits [64000]?
Excess Burst Size (Be) in bits [0]?
Assign circuit name []?

Frame Relay destination Defines the network address name of the Frame Relay port at
address the remote router. This field uniquely identifies this SVC.
This address name must be one of the names already defined at
theconfi g> prompt using thadd frame-relay address

command.
Idle timer The default is 60 seconds.
Recall timer Defines the wait time before a new call can be made if an

outbound call is not accepted. The default is 15 seconds.

Maxrecalls Defines the number of unsuccessful outbound calls which are
allowed before the SVC is assumed to have failed. The default
value is 30.
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Call direction Defines whether this SV C will accept incoming calls or make
outgoing calls.
In — Inbound calls only
Out — Outbound calls only
Both — Inbound or outbound calls.

Allow broadcast traffic ~ Define whether the network protocol may broadcast over this
SVC whenitisactive.
IPrequiresthe ability to broadcast when running RIP or OSPF.
Broadcasting over SV Cs should be enabled on SV Cs being
used by IPX or DECnet Phase IV.

Require matching Controls whether this SVC will accept whatever information

information rates rates (CIR, Bc, Be) are proposed by areceived call. If setto
Yesthen SVC callswill only be accepted if the information
rates proposed are the same as the rates configured for this
SVC. The default is Yes.

Committed Information  Defines the committed information rate (CIR) that will be

Rate reguested in an outbound call or that will be expected in an
inbound call when running with Require matching information
rates set to Yes.

The range is 300 bps to 2048000 bps. The default is 64 Kbps.

Committed Burst Sze Defines the maximum amount of committed datathat the SVC

(Be) can transmit. This value will be requested in an outbound call
or will be expected in an inbound call when running with
Require matching information rates set to Yes.

The range is 300 bps to 2048000 bps. The default is 64 Kbps.

Excess Burst Sze (Be) Defines the maximum allowed amount of uncommitted data
for the SVC. This value will be requested in an outbound call
or will be expected in an inbound call when running with
Require matching information rates set to Yes.

The range is 0 bpsto 2048000 bps. The default is 0 bps.

Assign Circuit Name Indicates the ASCII string that is assigned to describe the
circuit. Thisparameter isoptional. Itisrecommended that you
use aname that describes the characteristics of thecircuit. The
default isthe Frame Relay destination name.
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Change

Changes the configuration of a Frame Relay SV C previously added using the add

svc command.

Syntax: add
svc
Example:
change svc

Frame Rel ay destination address? routerl
Idle tinmer? [60]:

Recal | timer? [15]:

Maxi mum recal 1 s? [30]:

Call direction (In/Qut/Both)? [BOTH

Al'l ow broadcast traffic? [Yes]

Require matching information rates? [Yes]:
Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc)in bits [64000]?
Excess Burst Size (Be) in bits [0]?
Assign circuit name []?

Delete

Deletes the local address set using the set local-address command.

Syntax: delete
local-address

Example:
del ete | ocal -address baltinore

Disable

Disable Frame Relay SV Cs.

Syntax: disable
interface
svVC ...
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interface

Disables Frame Relay SV Csonthisinterface. When disabled, all SVCsand PPP-FR
Dial Circuitswill not work. The default setting for this feature is disabled.

Example:
di sable interface

svc fr-destination-address

Disables an individual Frame Relay SV C to aremote destination. No callswill be
made or accepted by this SV C when it is disabled. The default setting for thisfeature
is disabled.

Example:

di sabl e svc
Frame Rel ay destination address []?

Enable

Enable Frame Relay SV Cs.
Syntax: enable
interface
svC ...
interface

Enables Frame Relay SVCson thisinterface. The default setting for this feature is
disabled.

Example:
enabl e i nterface

svc fr-destination-address

Enables an individual Frame Relay SV C to aremote destination. Calls can be made
or accepted by this SVC when it is enabled. The default setting for thisfeature is
disabled.

Example:

enabl e svc
Frame Rel ay destination address []?
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List

Display currently configured SV C information.

Syntax: list
all
local-address
maintenance-mode
state
sve
timers

all

Displays the current configuration of the Frame Relay SV C interface. The output
display for this command is a combination of the list local-address, list
maintenance-mode, list timers, list state and list svc commands.

Example:
list all
Local address : baltinore
T303 (call setup tiner) 4
T305 (disconnect tiner) ;30
T308 (rel ease tiner) 4
T310 (call proceed tiner) : 60
Mai nt enance node . disabl ed
SVC Interface status . enabl ed
Local address Displays the network address name of the local Frame Relay

port.

T303 (call setuptimer)  Indicates the number of seconds the router will wait for acall
to be established before transmitting anew call set up request.

T305 (disconnect timer)  Indicates the number of seconds the router will wait for a
response to a diconnect message. If it expires arelease request
issent.

T308 (release timer) Indicates the number of seconds allowed for aresponseto a
release request. Thefirst time it expires the rel ease request is
resent. If it expires again the circuit is cleared.
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T310 (call proceed timer) Indicates the number of seconds the router will wait for acall
connect or disconnect message after receiving a call
proceeding message during call setup. If it expiresthecal is
disconnected

Maintenance mode Indicates whether maintenance mode is enabled or not.
Maintenance mode is for testing purposes only. It allows two
routers to be connected back-to-back rather than over a Frame
Relay network.

SVC Interface status Indicates whether SV Cs are enabled or disabled in this
interface. The default is disabled.

local-address

Displays Frame Relay SV C loca address configuration.

Example:
l'ist |ocal-address
Local address : baltinore

maintenance-mode

Displays the status of Frame Relay SV C maintenance mode.

Example:

|'i st mai nt enance- node
Mai nt enance node : disabl ed

Sstate

Displaysthe status of Frame Relay SV C activity. The status may enabled or
disabled.

Example:
list interface
SVC Interface status : enabl ed
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SvC

Displays all the configured SV Cs on the Frame Relay interface, including SVCsin
use by PPP-FR pseudo devices and direct Frame Relay SV Cs.

Example:
list svc
Maxi mumcircuits allowable = 64
Total circuits configured = 7
PPP-FR Switched Virtual Circuits
Circuit Circuit Circuit CIR Bur st Excess M chd
Nare Nurnber Type in bps Si ze Burst Rates
MPPP Pseudo Net 4 - Swit ched 64000 64000 0 N
PPP Pseudo Net 3 - Swit ched 64000 64000 0 Y

Direct Switched Virtual Circuits

SVC details for Frame Relay destination address: frrenmote

Idle time: 0 Circuit nane: Fr SVC- Qut
Recal | timer: 15 Max. recalls: 30
Committed info rate: 64000 Committed burst: 64000
Excess burst: 0 Al'l ow broadcast traffic: Yes
SVC st at us: Enabl ed Call direction: I'n
Require matching information rates: Yes
Protocol: IP Addr ess: 16. 23. 104. 25
Prot ocol : DECnet Addr ess: 18. 142
Maxi mum circuits Indicates the number of virtual circuits (PVCsor SV Cs) that
allowable can exist for this interface.

Total circuits configured Indicates the total number of currently configured virtual
circuits (PVCs and SVCs) for thisinterface.

PPP/FR Switched Virtual Circuits

Circuit Name Indicates the ASCII designation of the configured SV C.
The Circuit Name of SV Csinuseby PPP-FR pseudointerfaces
isset to PPP Pseudo Net #. Similarly, the Circuit Name of
PV Csin use by MPPP-FR pseudo interfaces is set to MPPP
Pseudo Net , where. # indicates the interface number of the
pseudo interface

Circuit Number Indicates the number of a currently configured SV C.
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Circuit Type

Committed
Information Rate

Committed Burst
(Be)

Excess Burst (Be)

Mtchd Rates

Indicates the type of virtual circuit, Permanent or Switched.
This command only lists Switched virtual circuits.

Indicates the information rate guaranteed over the interface.

Indicates the maximum amount of committed data that the
SV C can transmit, in the range of 300 bps to 2048000 bps.

Indicates the maximum allowed amount of uncommitted data
for the SV C in the range of 0 bpsto 2048000 bps.

Indicates whether this SV C acceptsinformation rates proposed
by the received call or not.

Direct Switched Virtual Circuits

SVC details for
Frame Relay
destination address

Idletime
Circuit name

Recall timer

Max. recalls

Committed info rate

Committed burst
Excess burst
Allow broadcast

traffic

SVC status

The network address name of the Frame Relay port at the
remote router. This field uniquely identifies this SVC.

Idle timer.
Name used to describe the circuit.

Indicates the wait time before a new call can be madeif an
outbound call is not accepted.

Indicates the number of unsuccessful outbound callswhich are
allowed before the SV C is assumed to have Failed.

Indicates the CIR that is assigned to this SV C.

Indicates the maximum amount of committed data that the
SV C can transmit.

Indicates the maximum allowed amount of uncommitted data
for the SVC.

Indicates whether the network may broadcast over this SVC.

Indicates whether the SV C is enabled or disabled.
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Call direction Indicates whether this SV C acceptsincoming calls or makes
outgoing calls:
In — Inbound calls only
Out — Outbound calls only
Both — Inbound or outbound calls

Require matching Indicates whether this SV C requires the information rates
information rates which match those configured for this SVC (Yes), or if it will
accept information rates proposed by areceived call (No).

Protocol The network protocol used by this SVC, as configured by the
add protocol address command.

Address The node addressfor the Frame Relay port at the remoterouter,
as configured by the add protocol address command.

The format of this address depends on the protocol being used.
It will be a32-bit internet address (IP), a 48-bit MAC address
(IPX or XNS) or an area and node number (DNA).

timers

Displays Frame Relay SV C timer configuration.

Example:
list timers
T303 (call setup tiner) 4
T305 (disconnect tiner) : 30
T308 (rel ease tiner) 4
T310 (call proceed tiner) : 60

Remove

Delete any SV C or protocol-address previously added using the add command.

Syntax: remove
svC. ..

protocol-address
svc destination-name

Deletes a configured SV C, identified by the assigned destination address.

Example:
renove svc baltinore
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Note:  You should not remove an SVC which isin use by a PPP-FR pseudo
device unless you del ete the PPP-FR pseudo device as well. (For more
information on the delete command, refer to the CONFIG chapter in the
System Software Guide.)

protocol-address protocol-name protocol-address

Deletes any configured protocol addresses (static ARP entries). This parameter has
different promptsfor the protocol address depending on the type of protocol that you
are removing. Possible prompts are listed in Table 5-8.

Example:

renove protocol - addr ess
Protocol nane or nunber [IP]?
I P Address [0.0.0.0]?

Table 5-8 Protocol Address Prompts for the Remove Command (SVC)

Protocol Address Prompt

IP I P Address [0.0.0.0]°?

DN Node address [0.0]?

IPX Host Number (in hex)[]?

APL Node nunmber (in decimal) []?
AP2 Net wor k nunber (in decimal) []7?

Node nunmber (in decimal) []?

Protocol nameor number Defines the name or number of the protocol that you are
deleting. The supported protocol numbers and their names are:

Prot # Nanme
0 I P
4 DN
7 I PX
14 APL
15 AP2
IP Address Defines the 32-bit internet address in dotted-decimal notation.
Node Number Defines the area and node number of the interface attached to

the DNA network.
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Host Number Defines the 48-bit MAC address of the IPX or XNS host.

Node number Defines the node number, in the range 1-254 for AppleTalk
Phase 1 networks, or 1-253 for AppleTalk Phase 2 networks.

Networ k number Defines the AppleTalk Phase 2 network number, in the range
1-65279.

Set

Configures the interface to run Frame Relay SVCs.

Syntax: set
local-address
maintenance-mode
timers

local-address loc-address

Sets the network address name of the local port. This address name must match one
of the names that you defined at the Conf i g> prompt using the add frame-relay
address command .

Example:

set | ocal - address
Assign | ocal address name []? toronto

maintenance-mode state

Configures Frame Relay SV C maintenance mode. Maintenance mode is only to be
used for testing purposes. It allowstwo routers to use Frame Relay SV C protocol
over adirect point-to-point connection with one of the routers configured asthe DTE
and the other asthe DCE.

By default maintenance mode is disabled.

Example:

set mai nt enance- node
DTE/ DCE node or NONE [ DTE] ?
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timers

Configures Frame Relay SV C timers.

Note: Thedefault values for the timers are likely to be suitable for most Frame
Relay networks. It is recommended that these should only be changed at
the request of your Frame Relay network provider.

Example:

set timers

T303 (call setup) tiner [4]7
T305 (disconnect) tiner [30]?
T308 (release) timer [4]7?

T310 (call proceed) tinmer [60]?

T303 (call setup) timer  Configurestheinterval, in seconds, to wait for aresponseto a
call setup request before resend the request. The defaultis4
seconds.

T305 (disconnect) timer  Configures theinterval, in seconds, to wait for aresponseto a
disconnect request. If thistimer expiresareleaseissent. The
default is 30 seconds.

T308 (release) timer Configuresthe interval, in seconds, to wait for aresponseto a
release request. Thefirst timeit expiresthereleaseisresent. If
it expiresagain the circuit is cleared. The default is 4 seconds.

T310 (call proceed) timer Configuresthe interval, in seconds, to wait for acall to be
connected or disconnected after a call proceeding message. If
this timer expires the call is disconnected. The default is 60
seconds.

Exit

Return to the previous prompt level.

Syntax: exit
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5.7 Frame Relay LAPF Configuration Commands

The Frame Relay LAPF configuration commands allow you to modify the lower
layer protocol for aFrame Relay SV C. The full LAPF sequenced datalink is only
used to transmit call control information into he Frame Relay network. Datais
transmitted using only the core aspects of LAPF. This section summarizes and then
explains the Frame Relay LAPF configuration commands. Defaults for any
command and its parameters are enclosed in brackets immediately following the
prompt.

In most circumstances the default parameters for LAPF are likely to be correct. It is
recommended that these parameters are only changed at the request of your Frame
Relay network provider.

Table 5-9 summarizes the Frame Relay LAPF configuration commands.

Table 5-9 Frame Relay LAPF Configuration Command Summary

Command Task Function

? (Help) Configure  Lists configuration commands and parameters.
List Configure  Displays the current LAPF configuration.

Set Configure  Configures the properties associated with Frame

Relay LAPF parameters (frame size, retransmission
count, timers and window size).

Exit Configure  Exits the Frame Relay LAPF configuration process
and returns to the previous prompt level.
? (Help)

List the commands that are available from the current prompt level. You can also
enter? after a specific command name to list its options.

Syntax: ?
Example:

?

LI ST

SET

EXIT
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List

Display currently configured LAPF information.

all

Syntax: list

all

frame-size
retransmission-count
timers

window-size

Displays the current configuration of the LAPF protocol. The output display for this
command is a combination of thelist frame-size, list retransmission-count, list
timers, and list window-size commands.

Example:
list all

Ret ransni ssi on count
Maxi mum frane size

10

T200 (retransmission timer) : 15

T203 (idle tiner)

LAPF wi ndow si ze

Retransmission count

Maximum frame size

T200 (retransmission
timer)

T203 (idle timer)

LAPF window size

Configuring and Monitoring Frame Relay Network Interfaces

. 30
o127

I ndicates the number of times aframe will be retransmitted
before the link is considered to be down.

Indicates the maximum frame size that can be sent on the
LAPFlink. A valueof Oindicatesthat the maximum framesize
will be based on the MTU setting for thisinterface, as shown
by the list hdlc command at the FR Conf i g> prompt.

Indicates the interval, in seconds, to wait for an
acknowledgement of aframe. If thistimer expirestheframeis
resent.

Indicatesthe maximum interval, in seconds, with no activity. If
this timer expires a poll message is sent to verify that the link
isstill operational.

Indicates the maximum number of packetsthat can be
outstanding before an acknowledgement is sent.
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frame-size

Displays maximum LAPF frame size.

Example:
list frame-size
Maxi mum frane size 0

retransmission-count

Displays the number of times aframe will be retransmitted before the link is considered to
be down..

Example:
|ist retransm ssion-count
Ret ransni ssi on count ;10

timers

Displays Frame Relay L APF timer configuration.

Example:
list timers

T200 (retransmission timer) : 15
T203 (idle tiner) : 30

window-size

Displays maximum LAPF window size.

Example:
i st windowsize
LAPF wi ndow si ze : 127

Set

Configures the LAPF protocol parameters for use by Frame Relay SVCs.

Syntax: set
frame-size
retransmission-count
timers
window-size
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frame-size value

Assigns the maximum frame size that can be sent on the LAPF link. A value of 0
indicates that the maximum frame size will be based on the MTU setting for this
interface (seethelist hdlc command at the FR Conf i g> prompt). The default value
isO.

Example:

set frame-size
N201 (LAPF frame size) [0]?

retransmission-count value

Defines the number of times aframewill be retransmitted with no acknowledgement
before the link is considered down. The default valueis 10.

Example:

set retransm ssi on-count
N200 (retransmi ssion count) [10]?

timers value

Configures LAPF timers.

Example:

set timers
T200 (retransmission tinmer) [15]7?
T203 (idle timer) [30]?

T200 (retransmission Defines the maximum interval, in seconds, to wait for an

timer) acknowledgement before retransmitting aframe. The default
is 15 seconds.
T203 (idle timer) Defines the number of secondsthat a LAPF link can beidle

before a poll messageis sent to confirm that thelink is
operational. The default is 30 seconds.

window-size

Configures maximum LAPF window size.

Example:
set w ndow-si ze
LAPF wi ndow si ze [7]? 127
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Exit

Return to the previous prompt level.

Syntax: exit

Example:
exit
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6

Configuring and Monitoring ISDN
Network Interfaces

This chapter describes how to configure and monitor an | SDN interface on the
router.

6.1 Before You Begin

Before you configure ISDN, you need the following information:
*  Thetelephone number of the local ISDN port.
* Thedestination telephone numbers, including any telephone extensions.

* Thetype of switch to which the ISDN interface is connected: NET3, INS64,
VN3, 5ESS, DM S100, or NI1.

* TheTEIl (Terminal Endpoint Identifier) of the switch to which the ISDN
interfaceis connected. The TEI is required when the switch does not support
automatic TEI assignment.

* TheSPID (Service Profile Identifier) of the switch. The SPID isonly needed for
certain switches. Contact your service provider to determine if SPID is requried.

Note: The AW900EI supports only one switch type and frame size for all
twelve ISDN ports. The AW900EP supports only one switch type for
both Primary Rate ISDN ports.

6.2 Basic Rate and Primary Rate ISDN

ISDN supports the use of multiple Bearer (B) channels for data transfer and a Data
(D) channel which isused to set up calls. The bandwidth is shared between the
channels by using time division multiplexing over asingle line.

* A Basic Rate I SDN (BRI) interface supports two 64 K bps B-channels and one
16 Kbps D-channdl.
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* A Primary Rate | SDN (PRI) interfaceruns over an E1 line (PRI-E1) oraT1
line (PRI-T1). Each channel (B and D) operates at 64 Kbps.

— PRI-T1 supports 23 B-channels and one D-channel.
— PRI-E1 supports up to 30 B-channels and one D-channel.
There is a different model of router for each of these ISDN types.

6.3 Configuration Procedures

This section describes how to configure your ISDN interface. The tasks you need to
perform are as ftdws:

1. AddISDN addresses.

2. Add Dial Circuits.

3. Configure Dial Circuit parameters.

4. Configure ISDN parameters.

You must restart the router for configuration changes to take effect.

Refer to Chapter 2 for details about configuring Dial Circuits on an |®iieface.

6.4 Adding ISDN Addresses

You need to add an ISDN address for each ISDN interface as well as for each
destination. The ISDN address includes

* Address name. Description of the address. You can use any string of up to 23
printable ASCI| characters. Address names are case sensitive.

* Network dial address. Telephone number of the local or destination port. You
can enter up to 20 numbers as well as 11 other characters, including spaces and
punctuation. The router uses only the numbers.

* Network subdial address. Optional. Additional part of the telephone number,
such as an extension, that gets interpreted once the interface connectsto a PBX.
You can enter up to 20 numbers aswell as 11 additional spaces and punctuation.
The router uses only the numbers.
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To add an ISDN address, enter add isdn-address at the Conf i g> prompt.

Confi g>add i sdn-address

Assi gn address nanme [1-23] chars []? baltinore

Assign network dial address [1-20 digits][]? 1-555-0983
Assign network subdial address [0-20 digits] []? 23

Toseealist of your ISDN addresses, enter list isdn-address at the Conf i g> prompt.
To delete an ISDN address from your list, enter delete isdn-address at the Conf i g>
prompt.

6.4.1 Configuring ISDN Parameters

This section describes how to configure the basic ISDN parameters for BRI or PRI
interfaces.

1. Display thel SDN Confi g> prompt.

Enter network followed by the interface number of the ISDN interface.
You can enter list devices at the Conf i g> prompt to see alist of interface
numbers configured on the router.

Confi g>network 2
| SDN user configuration
| SDN Confi g>

2. Specify the network address name of the local port.

Use the set local-address-name command. Enter one of the address names
you defined using add isdn-address.

| SDN Confi g>set | ocal -address-nane
Assign | ocal address name []? baltinore

3. Specify thetype of switch to which thisISDN interface is connected.

Usethe set switch-variant command. The optionsare NET3, INS64, VNS,
5ESS, DM S100, and NI1.

| SDN Confi g>set sw tch-variant
Swi tch-Variant-Mdel []? net3

4. Set the directory number (DN) of the local port if it isrequired. Refer to Section
6.4.3 for more information about the use of directory numbers.

Use the set dnO (directory number 0) command. The PTT should supply
you with the correct setting. It will usually be the same as your phone
number, but not always.

| SDN Confi g>set dnO
Enter DNO (Directory-Number-0); 'C’ to clear [ ]? 1-555-0983
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5. Set the TEI to match the signalling TEI number of your ISDN switch. The
default TEI isautomatic. If the switch to which your ISDN interfaceis
connected does not support automatic TEI signalling, you must set the TEI to a
value between 0 and 63. Some switches use two TEI’s.

Theset tei command prompts for a B-channel number if you do not enter it
with the command. Check with your service provider to find out what TEI
signalling the switch supports.

Use theset tei command.

| SDN Config>set te
Ent er B-channel Nunber []
TEI [AUTO ? 10

You can enter all the information on one command line using the syntax
set tei nxxx wheren is the B-channel number argkX is the TEI number.

6. Set the frame size so that it is greater than or equal to the frame size of the
datalink protocol (PSL or PPP) running on the link.

Use theset framesize command. The options are 1024, 2048, or 4096
bytes. The default is 2048.

| SDN Confi g>set franesize
Framesi ze in bytes (1024/2048/4096) [1024]7? 2048

6.4.2 Configuring Primary Rate ISDN Interfaces

In addition to the procedure described in Section 6.4.1, you must complete the
following steps to configure the lineameters for a PRterface:

1. Access the PRI line configuration process, usinditiee command:

| SDN Confi g>line
PRI Line user configuration
PRI Line Config>

2. Specify the framing format to be used, if different to the default. The default
framing for a T1 line i€EXTENDED-SUPER-FRAME, and for an E1 line is
CRC-MULTI-FRAME

Use theset framing command. Enter one of the valid frame formats for
your line type.

PRI Line Config>set fram ng crc-double-frame
PRI Line Config>

3. Specify the encoding format to be used, if different to the default. The default
encoding for a T1 line iB8ZS, and for an E1 line isiDB3.
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Usethe set encoding command. Enter one of the valid frame formats for
your line type.

PRI Line Config>set encoding am
PRI Line Config>

6.4.3 Incoming Call Handling

The DNO setting can be used to improve the processing of incoming calls. If this
parameter is not set, any incoming call on the interface will be accepted. Only if itis

set to some value will incoming calls be “screened” by matching the Called Party
Address to the setting of DNO or DN1. If you wish to share the S-Bus between
multiple ISDN devices, you will need to set this value appropriately.

The following steps should be followed when configuring DNO:

* If you only have asingle device on the S-Bus, do not set DNO or DN1 to any
value. If they are already set, you can clear them using the clear isdn command,;
you will then need to reconfigure any ISDN parameters you may have set, such
aslocal address, SPIDs, and so on.

* If you wish to share the S-bus, and your network providesa Called Address for
incoming calls, DNO must be set to match the number presented in the incoming
cal. If you are unsure of what number will be presented as the Called Address,
follow these console steps:

1. Clear or leave DNO un-set.

Enable all ISDN events.

Generate an incoming call to the ISDN interface.
Record the value presented in event message | SDN.41.
Set DNO to match the recorded value.

6. Redart.

e If the ISDN network is not supplying a Called Address on incoming calls, the
value of DNO has no effect. All calls will be accepted.

a > 0D

*  DNO must be entered as a string of digits, and not the name of an ISDN address
entry (asisused for Local Address).
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6.4.4 Optional ISDN Parameters

This section describes optional ISDN parameters. For a complete description of
these commands, see Section 6.6.

If you are not using an INS64 switch, you can limit the number of callsto an
address that does not respond or that rejects those calls. Use set retries-call-
address to limit the number of callsto a non-responding destination. Use set
timeout-call-address to set the time period to wait before trying the call again.

If your ISDN telephone service provides accounting information, you can use
the add accounting entry command to keep track of telephone charges.

If you are using an N11 or DM S100 switch, you must specify service profile
identifiers (SPIDs) for each channel. The SPID may contain a maximum of 20
alphanumeric characters. To set the SPID, use the command set service-profile-
id nxxx where n is the B-channel number and xxx is the identifier.

When you have finished configuring the ISDN interface, you can use the list
command to display your configuration.

6.5 Displaying the ISDN Console Prompt

To display the ISDN console prompt:

Enter interface at the GWCON (+) prompt to display alist of interfaces
configured on the router.

Enter network followed by the number of the ISDN interface. For example:
+network 2

| SDN Consol e
| SDN>

ISDN console commands allow you to view the accounting entries, calls, circuits,
parameters, and statistics of the ISDN interfaces.

Thereis no console prompt for Dial Circuits, but you can monitor the Dial Circuits
that are mapped to the ISDN interface.

6.6 ISDN Configuration and Console Commands

Table 6—1 summarizes and the following sections explain the ISDN configuration
and console commands.

Enter configuration commands at theDN Conf i g> prompt.

6-6  Configuring and Monitoring ISDN Network Interfaces



6.6 ISDN Configuration and Console Commands

Enter console (monitoring) commands at the | SDN> prompt.

Table 6-1 ISDN Configuration and Console Commands Summary

Command Task Function

? (Help) Configure/Monitor  Displays all the ISDN commands or lists
subcommand options for specific commands.

Accounting Monitor Displays accrued telephone charges for Dial
Circuits on the current interface.

All-accounting  Monitor Displays accrued telephone charges for Dial
Circuits on all interfaces.

Calls Monitor Lists the number of completed and attempted
connections made for each Dial Circuit mapped to
this interface since the last time statistics were reset
on the router.

Circuits Monitor Shows the status of all data circuits configured on
the ISDN interface.

Line Configure/Monitor ~ Access the Primary Rate ISDN Line configuration or
console process

List Configure Displays the ISDN configuration.

Parameters Monitor Displays the current parameters for the ISDN
interface.

Set Configure Sets the frame size, local address, no answer
timeouts, number of retries after no answer, type of
ISDN switch, directory numbers, TEI, and SPID.

Statistics Monitor Displays the current statistics for the ISDN interface.

Timers Monitor Displays the current Idle Timer and Initial Minimum
Timer values.

Exit Configure/Monitor  Returns to the previous prompt level.

? (Help) SR\

Lists available commands or lists the command’s options.

Syntax:

Example:

set switch-variant ?

Valid switch variants are NET3,

Configuring and Monitoring ISDN Network Interfaces

I NS64, VN3, 5ESS, DMS100, and NI 1.

6-7



6.6 ISDN Configuration and Console Commands

Accounting

Displays accrued telephone charges for each Dia Circuit on the current interface.

Syntax: accounting
Example:
accounting
Net Interface Charge units[Current Call][Total ] State Reason
3 PPP/ O 0 0 Down
4 PPP/ 1 0 0 Di sabl ed

All-accounting

Displays accrued telephone charges for al Dial Circuitson al ISDN interfaces.

Syntax: all-accounting

Example:
al | -accounting
Net Interface Charge units[Current Call][Total ] State Reason

3 PPP/ 0 0 0 Down

4 PPP/ 1 0 0 Di sabl ed
5 PPP/ 2 0 0 Di sabl ed
6 PPP/ 3 0 0 Di sabl ed

Calls

Liststhe number of completed and attempted connections made for each Dial Circuit
mapped to this interface since the last time statistics were reset on the router.

Syntax: calls
Example:
calls
Net Interface Site Name I'n Qut Rfsd Bl ckd
3 SL/ 0 v403 2 0 0 0
4 PPP/ 1 v1238 0 2 0 0
Unmapped connection indications: 0
Net Network number of the Dial Circuit mapped to this interface.
Interface Type of interface and its instance number.
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Site Name
In

Out

Rfsd

Blckd

Unmapped
connection
indications:

Circuits

Network address name of the Dia Circuit.
Inbound connections accepted for this Dial Circuit.
Completed connectionsinitiated by this Dial Circuit.

Connectionsinitiated by this Dial Circuit and refused by the network
or the remote destination port.

Connection attemptstherouter blocked. Therouter blocks connection
attemptsif the local port isalready in use or the maximum number of
retries to a non-responding address is reached.

Connection attempts the router refused because there were no enabled
Dial Circuits configured to accept the incoming calls.

Shows the status of all Dial Circuits configured on the ISDN interface.

Syntax: circuits
Example:
circuit
Net Interface MAC Data-Link State Reason Dur ati on
3 PPP/ O Poi nt to Point Avai | Rnt Di sc 1:02: 25
4 PPP/ 1 Poi nt to Point Up Bl Sel f Test 91: 24: 03
5 PPP/ 2 Poi nt to Point Up B2 | nbound 91: 24: 00
Net Network number of the Dial Circuit mapped to this interface.

Interface

MAC/Data-Link

Type of interface and its instance number.

Type of datalink protocol configured for this Dia Circuit.
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Sate Current state of the Dial Circuit:

¢ Up Bn - Currently connected using the B-channel that is indicated
by the value ofi. The maximum value faris:

2onaBRI line
23o0naPRI Tlline
30onaPRI Elline

* Available— Not currently connected, but available.

¢ Disabled — Dial Circuit disabled.

¢ Down — Failed to connect because of a busy Dial Circuit or because
the link-layer protocol is down.

Reason Reason for the current state:

. nnn_Data (where nnn is the name of a protocol) — The circuit is
Up because a protocol had data to send.

. Rmt Disc — Remote Disconnect. The circuit is either Down or
Available because the remote destination disconnected the call.

. Opr Req — Operator Request. The circuit is Available because
the last call was disconnected by a monitoring command.

. Inbound — The circuit is Up because the circuit answered an
inbound call.

. Restoral — The circuit is Up because of a WAN-Restoral
operation.

. CB Rsp —an incoming call was cleared because call-back was
enabled (accepter).

. Bad ID — Local ID protocol exchange failed — the caller’s local
address did not match an inbound destination at the remote end.

. Encp FlId — PPP self test failed

. Self Test — The circuit was configured as static (idle timgafd
successfully connected once it was enabled.

Duration Length of time that the circuit was in the current state.
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Line

Accesses the Primary Rate ISDN line configuration process or console process.
Refer to Section 6.7 for information about the PRI Line configuration and console
commands.

Syntax: line

Example:
| SDN Config> line
PRI Line user configuration
PRI Line Config>
Example:
| SDN> |ine

PRI Line consol e
PRI Li ne>

List

Displays the current ISDN configuration.
Syntax: list

Example:
l'ist
| SDN Confi guration

Local Network Address Nanme = line-1-1ocal

Local Network Address = 1-555-898-1234

Local Network Subaddress =21

Maxi mum frane size in bytes 1024

Qut bound cal | address Ti meout 180 Retries = 2
Switch Variant ETSI NET3

DNO (Directory Number 0)
DN1 (Directory Number 1)
TEl

1-555-898- 1234
1- 555-898- 3456
Aut omati c
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Parameters

Displays the current ISDN configuration.

Syntax: parameters
Example:
paraneters
| SDN Port paraneters:
Local Address Nane: vl 233
Local Network Address: 20
Local Network Subaddress:
Frame Size: 2048
Swi tch Vari ant: France Tel ecom VNx
PS1 detect: Di sabl ed
TEl : 32

Directory Nunber 0: 20
Directory Nunber 1: 21

Qut bound cal | address Ti neout: 0 Retri es: 0
Accounti ng Nane Net wor k Addr ess Net wor k Subaddr ess
vl 215 22

vl 218 22

vl 231 21

vl 233 20

Set

Configures frame size, addresses, and timeouts, and specifies the switch-variant and
TEI number.

Syntax: set
dn0 (directory number 0) . . .
dnl (directory number 1) . . .
framesize . . .
local-address-name . . .
multipoint-selection . . .
retries-call-address . . .
service-profile-id . . .
switch-variant . . .
tei (terminal endpoint identifier) . . .
timeout-call-address . . .
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dn0 network dial address

If you require directory numbers, set the directory number of the local port. DnO
must match the value supplied by the PTT. Any non-dialable charactersthat you type
are stripped from the number before dialing. If there are no dialable characters, the
setting is cleared.

Refer to your ISDN service provider to determine whether directory numbers are
supported or required and see Section 6.4.3 for more information about the use of
directory numbers.
Example:

set dnO

Enter DNO (Directory-Number-0); 'C’ to clear [ ]? 1-555-898- 1234

dnl network dial address

Directory number 1 (dnl) isasecond directory number supported by some switch
variants. Any non-dialable characters that you type are stripped from the number
before dialing. If there are no dialable characters, the setting is cleared.
Example:

set dnl

Enter DN1 (Directory-Number-1); 'C’ to clear [ ]? 1- 555-898- 1235

framesize 1024 or 2048 or 4096

The size of the network layer portion of frames transmitted and received on the
ISDN interface. Does not include datalink and MAC layer headers. Set the frame
size so that it is greater than or equal to the frame size of the datalink protocol (PSL
or PPP) running on the link.

For PPP, you can change the frame size using the set hdlc frame-size command at
the PPP Confi g> prompt.

For PSL, you can change the frame size using the set frame-size command at the
SLC Confi g> prompt.

Example:

set framesize
Framesize in bytes (1024/2048/4096) [1024]? 2048
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local-address-name address name

The network address name of the local ISDN interface. This address name must
match one of the names that you defined using add isdn-addr ess at the Confi g>
prompt.

Example:

set | ocal - address- nane
Assign | ocal address name []? line-1-1oca

multipoint-selection offor on

Applies only to switch variant 5ESS. Default is off (point-to-point operation).
Specifying on selects multipoint operation.

Example:
set mul tipoint-sel ection on

retries-call-address value

If you set the switch-variant to INS64, you cannot changeretries-call address. Itis
fixed at 2.

Some telephone service providersimpose restrictions on automatic recalling devices
to limit the number of successive callsto an address that is inaccessible or that
refuses those calls. Retries-call-address specifies the maximum number of retries
the router is allowed to make to establish acall to a non-responding address during
the timeout period. For example, when retries-call-addressis set to 2, atotal of
three attempts are permitted within the timeout period specified.

Therangeis0to 10, and the default is 2. Setting retries-call-address to 0 causesthe
router to retry until the call is established.
Example:

set retries-call-address
Qut bound call address retries [0]? 2
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service-profile-id SPID string

Sets the service profile identifier (SPID) for aspecified B-channel. The SPID value
isignored if the switch variant is not DM S100, NI1, or 5ESS multipoint. This
setting must match the SPID assigned by your ISDN service provider. The SPID
string is an alphanumeric containing from 1 to 20 characters. Thereisno default
value.
Example:

set service-profile-id

Ent er B-channel Nunber [1]7?2
Enter SPID (Service Profile ID) [] 0555200001

switch-variant

Specifies the model of the switch to which this ISDN interface is connected.

Example:
set switch-variant
Swi tch-Variant-Mdel []? net3

Switch-Variant  Specify the switch variant that the ISDN interface is connected to.

Model . Basic rate ISDN supports:
NET 3 (default), INS64, 5ESS, DM S100, VN3, NI 1 or
AUSTEL.

d Primary Rate ISDN supports:
NETS5 (default), INS1500, 4ESS, 5ESS, DM S100, NI2 or
AUSTEL.

tei auto or value

Sets the signalling TEI for the ISDN interface. This setting must match the
signalling TEI of your switch. Check with your service provider for the correct TEI
signal. The default is automatic. Change this setting only if your switch does not
support automatic TEI signalling. The choicesare auto, or avalue between 0 and 63.
Setting the TEI to none disables the ISDN interface. For 5ESS, DM S100, and N11
switch types, the set tel command also prompts for a B-channel number (1 or 2).
The TEI is associated with the B-channel you specify.

Example:

set tei
Ent er B-channel Nunber [1]?
TEI [AUTO ? 60
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timeout-call-address # of seconds

If you set the switch-variant to INS64, you cannot change timeout-call address. It
is fixed at 180.

After the router reaches the maximum number of retries-call-addressto anon-
responding address, it does not make further callsto that address until thistime has
expired. The timeout period begins when the router attempts the first call to an
address. Therangeis 0 to 65535 seconds, and the default is 180. Setting timeout-
call-address to 0 causes the router to retry until the call is established.

Example:

set timeout-call-address
Qut bound cal | address Ti me-out (secs) [0]? 180

Statistics

Displays the current statistics for this ISDN interface.
Syntax: statistics

Theformat of the listing for a BRI interface is:

Example:
statistics
Li nk: Active | SDN Fi r mwar e: 0.0 Handl er State: Running
D Channel B1 Channel B2 Channel
Total Transmits 32788 230217 164336
Total Receives 32789 164342 208255
Transmit Bytes 196767 22797579 6572177
Recei ve Bytes 196785 6572411 9517221
Invalid Interrupts 0 0 0
Transmt: D Bl B2 Recei ve: D Bl B2
Error 0 0 0 Error 0 5 0
Overfl ow 0 0 0 Overfl ow 0 0 0
Underrun 0 0 0 Overrun 0 0 0
Abor t 0 0 0 Abor t 0 5 0
CRC Error 0 0 0

Theformat of the listing for a PRI interface is different. (Note that the output for B-
channels B8 onwards have been suppressed in this example.)
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Example:

statistics
Li nk: Active | SDN Fi r mwar e: 0.0 Handl er State: Running
Channel Tot al Tot al Transnmit Receive Invalid

Transmits Receives Byt es Bytes Interrupts
D 32788 32789 196767 196785 0
Bl 230217 164342 22797579 6572411 0
B2 164336 208255 6572177 9517221 0
B3 0 0 0 0 0
B4 0 0 0 0 0
B5 0 0 0 0 0
B6 0 0 0 0 0
B7 0 0 0 0 0

and so on
Channel Tx Error Rx Error Overflow Underrun Abort CRC Error
D 0 0 0 0 0 0
Bl 0 5 0 0 5 0
B2 0 0 0 0 0 0
B3 0 0 0 0 0 0
B4 0 0 0 0 0 0
B5 0 0 0 0 0 0
B6 0 0 0 0 0 0
B7 0 0 0 0 0 0
and so on

These displays show the current state of the link, the firmware revision, and the state
of the Dial Circuits. They also show statistics on what was transmitted and received
on the interface and error counters.
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Timers

Displaysthe current idle timer and Initial Minimum Timer statistics for each B-
channel on thisISDN interface.

Syntax: timers
Example:
tiners
Net Interface Idle:Config:now | MCT: Profil e-nane: Config: Now State Reason
3 PPP/ 0 10 0 DEFAULT 30 0 Up Bl IP Data
4 PPP/ 1 0 0 DEFAULT 30 0 Avail Rmt Disc
5 PPP/ 2 0 0 DEFAULT 30 0 Avail Rmt Disc
6 PPP/ 3 0 0 DEFAULT 30 0 Avail Rmt Disc
and so on

exit T

Returns to the previous prompt level.

Syntax: exit

Example:
exanpl e
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6.7 PRI Line Configuration and Console Commands

Table 6—2 summarizes and the following sections explain the PRI Line configuration
and console commands.

Enter configuration commands at thel Li ne Confi g> prompt.

Enter console (monitoring) commands at®Re Li ne> prompt.

Table 6-2 PRI Line Configuration and Console Commands Summary

Command Task Function

? (Help) Configure/Monitor  Displays all the PRI Line commands or lists
subcommand options for specific commands.

List Configure Displays the PRI Line configuration.

Parameters Monitor Displays the current parameters for thePRI line.

Set Configure Sets the frame format, line encoding format an
clocking source.

Statistics Monitor Displays the current statistics for the PRI Line.

Exit Configure/Monitor ~ Returns to the previous prompt level.

? (Help) RS\

Lists available commands or lists the command’s options.

Syntax: ?
Example:
set ?
CLOCKI NG

ENCODI NG
FRAM NG
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List

Displays the current PRI Line speed (E1 or T1) and configuration.

Syntax: list
Example:
list
Primary Rate | SDN (El) Line Configuration

Fram ng: Mul ti-Frame with CRC Encodi ng: HDB3
C ocki ng: Ext er nal
Sl ot Speed: 64 Kbits/s

Parameters

Displaysthe current PRI Line speed, configured parameters and channel type at each
slot. The framing and encoding codes are described under the set command.

Syntax: parameters
Example:
paraneters
Primary Rate | SDN (El) Line Paraneters
Fram ng: E1l- MF- CRC Encodi ng: HDB3
Cl ock Source: Ext er nal
Default Slot Speed: 64 Kbit/s
1 2 3

Slot: 1234567890123456789012345678901
Type: D

Key: D = I SDN D-channel X = Reserved

Set

Configures framing format, line encoding format and clocking source.

Syntax: set
clocking . . .
encoding . . .
framing . . .
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clocking internal or external

Specifies the source of the transmit clock. The default is External, indicating that
the clock source is taken from the line. Inter nal is only used for maintenance and
testing.
Example:

set cl ocki ng external

encoding

Specifies the line encoding format to be used.

Example:
set encoding j bzs

Encoding Specify the Zero Code Suppression format. Valid formats on an E1
line are:

AMI
JBZS
HDB3 (default)

ValidformatsonaT1line are:
AMI
JBZS
B8ZS3 (default)

Note: An encoding of JBZS reduces the slot bandwidth to
56 Kbps.

framing

Specifies the framing format to be used.

Example:
set fram ng crc-doubl e-frame

Encoding Specify the Zero Code Suppression format. Valid formats on an E1
line are:

DOUBL E-FRAME displayed as E1-DF

CRC-DOUBL E-FRAME displayed as E1-DF-CRC
MULTI-FRAME displayed as E1-MF
CRC-MULTI-FRAME (default) displayed as E1-MF-CRC
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Valid formatson aT1 line are:
SUPER-FRAME displayed as T1-SF
EXTENDED-SUPER-FRAME (default) displayed as T1-ESF

Statistics

Displays the current statistics for this ISDN interface.

Syntax: statistics
alarms
all
errors
alarms

Displays the status of all the alarm indicators.

Example:
statistics al arns
Primary Rate | SDN (El) Line Alarm Counters

Si gnal Loss 0 AlarmIndication 0
Frame Alignnent 0 Rempte Alarm 0
No Multiframe 0 Miltiframe Loss 0

all

Displays the status of all the error counters and alarms.

Example:

statistics all
Primary Rate | SDN (El) Line Alarm Counters

Si gnal Loss 0 AlarmIndication 0
Frame Alignnent 0 Rempte Alarm 0
No Multiframe 0 Miltiframe Loss 0

Primary Rate | SDN (El) Line Error Counters

Framing Errors 0 Code Violations 0
CRC Errors 0 E-bit Errors 0
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errors

Displays the status of all the error counters.

Example:

statistics errors
Primary Rate | SDN (El) Line Error Counters

Framing Errors 0 Code Violations 0
CRC Errors 0 E-bit Errors 0

exit T

Returns to the previous prompt level.

Syntax: exit

Example:
exanpl e

6.8 ISDN and the GWCON Commands

Therouter also displays configuration information and statistics for interfaces and
circuitswhen you use theinterface, statistics, and error commands at the GWCON
(+) prompt. You can also use the GWCON test command to test ISDN interfaces

and Dida Circuits.

Note: Issuing thetest command to the ISDN interface causes the current call to
be dropped and re-dial ed.

Interface

Enter the interface command at the GWCON prompt (+) to display statistics for
ISDN interfaces and Dial Circuits.

To display the following statistics for an ISDN interface, enter inter face followed by
the interface number of the ISDN interface.
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A BRI interface has 2 B-channels and the output from the interface command looks
likethis:

Example:

interface 2

Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
2 2 ISDN/0O 1001640 5C 10 9 0

ISDN Base Net MAC/data-link on ISDN Basic Rate Interface interface
Link: Active ISDN Firmware: 1.0 Handler State: Running

D Channel B1 Channel B2 Channel

Total Transmits 673 55900 21689
Total Receives 675 47549 17063
Transmit Bytes 4088 24659589 7389026
Receive Bytes 4134 8549622 5643732
Invalid Interrupts 0 0 0

Transmit: D B1 B2 Receive: D B1 B2

Error 0 0 0 Error 0 0 1

Overflow 0 0 0 Overflow 0 0 0

Underrun 0 0 0 Overrun 0 0 0

Abort 0 0 0 Abort 0 0 1
CRC Error 0 0 0

A PRI T1interface has 23 B-channels and PRI E1 interface has 30 B-channels and
the output from the interface command looks like this:

Example:
interface 2
Self-Test Self-Test Maintenance
Nt Nt' Interface CSR Vec Passed Failed Failed
2 2 ISDN/1 80002000 4C 10 9 0

ISDN Base Net MAC/data-link on Primary Rate ISDN interface
Link: Inactive ISDN Firmware: 1.0 Handler State: Installed

Channel Total Total Transmit Receive Invalid
Transmits Receives Bytes Bytes Interrupts

D 673 675 4088 4134 0

Bl 55900 47559 24659589 8549622 0
B2 21689 17063 7389026 5643732 0
B3 0 0 0 0 0

B4 0 0 0 0 0

B5 0 0 0 0 0

B6 0 0 0 0 0

B7 0 0 0 0 0

B8 0 0 0 0 0
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6.8

B9

B10
B11
B12
B13
B14
B15
B16
B17
B18
B19
B20

B21

B22

B23

Abort CRC Error

Rx Error Overfl ow Underrun

Tx Error

Channel

B1

B2

B3

B5

B6

B7

B8

B9

B10
B11
B12
B13
B14
B15
B16
B17
B18
B19
B20

B21

B22

B23
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To display the following statistics for aDial Circuit, enter interface followed by the
interface number of the Dial Circuit.

Example:
i nterface

3
Sel f-Test Sel f-Test Maintenance

Nt Nt Interface CSR Vec Passed Failed Failed

32 SL/O

1001640 5C 1 1 0

Point to Point MAC/data-link on Primary Rate ISDN interface

Line Speed

: ~64.000 Kbps

Last port reset : 0 seconds ago

The following describes the output for both ISDN interfaces and Dial Circuits:

Nt ISDN interface number or Dial Circuit interface number.
Nt If NtisaDia Circuit, then Nt' is the interface number of the ISDN
interface to which the Dial Circuit is mapped.
Interface Interface type and instance number.
CR Command and status register addresses of base network.
Vec Interrupt vector address.
Self-Test Passed Number of successful self-tests.
Self-Test Failed Number of unsuccessful self-tests.
Maintenance Number of maintenance failures.
Failed
Line speed Transmit clock speed (approximate).
Last portreset  Length of time since the port was reset.
Input frame errors:
Error Errors other than one of the following error types.
Overflow  Packets that are larger than the defined frame size.
Overrun Packets received before previously received packets were processed.
Abort Packets aborted by the sender or a line error.
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CRC error  Packets received with checksum errors and as a result were discarded.
Output frame counters:
Error Errors other than one of the following error types.
Overflow  Packets that are too large for the device buffer.

Underrun  Datawas not available when it was needed for the next octet
transmission.

Abort Packets aborted by upper-level software.

Configuration

Enter configuration at the GWCON (+) prompt to display information about the
router hardware and software. It includes a section that displays the interfaces
configured on the router along with the state of the interface.

Note that if a Dial Circuit is configured to dial on demand, the state of the Dial
Circuit is always displayed as Up whether or not it is connected. In this case Up
means that the Dial Circuit is either connected or available.

If aDia Circuit is configured as astatic circuit, the state of the displaysas Up only if
the Dial Circuit is connected.

Example:
configuration
Rt Abt Acces EI/IP, Access: 1 Enet 1T1 1BRI, HW1, RO=1, #2804, SWT01. 5. 002
Host nanme: [not confi gured]
Boot ROM version 2.5 Wat chdog ti mer enabl ed Aut o- boot swi tch enabl ed
Consol e baud rate: 9600

Num Nane Protocol

0 IP DOD- | P

3 ARP  Address Resol ution

7 IPX  NetWare | PX

11 SNWP Sinple Network Managerent Protocol
12 OSPF Open SPF-Based Routing Protocol

Num Name Feature

2 MCF MAC Filtering

4 X25S X25 Swi tching

5 RMON Renpte Mnitoring
6 TEL Tel esavi ng

8 Net wor ks:
Net Interface MAC Data-Link Har dwar e State
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Eth/ 0
FR/ 0

V. 25/0
| SDN/ 0
PPP/ 0
PPP/ 1
PPP/ 2
PPP/ 3

~N~No abhwNRE O

Et hernet/ | EEE 802. 3 SCC Et her net
Frame Rel ay

V. 25bi s Base Net

| SDN Base Net

Poi nt
Poi nt
Poi nt
Poi nt

to Point
to Point
to Point
to Point

SCC Serial Line

SCC Serial Line

| SDN Basic Rate Interface
| SDN Basic Rate Interface
| SDN Basic Rate Interface
| SDN Basic Rate Interface
V.25bis Dial Circuit
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Configuring and Monitoring Logical Link
Control

This chapter describes how to configure and monitor logical link control (LLC) for
LAN interfaces (Token Ring and Ethernet) in the router.

7.1 Accessing the LLC Configuration or Console Process

Access the LLC configuration process by issuing the LLC command from the LAN
interface configuration process. Accessthe LLC console process by issuing the LLC
command from the LAN interface console process. Refer to Chapter 3 for more
details about Ethernet interfaces or Chapter 10 for more details about Token Ring
interfaces.
Example:

ETH Confi g>LLC

LLC user configuration
LLC Confi g>

Example:
ETH-LLC

LLC user monitoring
LLC

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

Enter configuration commands at the LLC Conf i g> prompt.

Enter console (monitoring) commands at the LLC> prompt.
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7.2 LLC Configuration and Console Commands

This section explains all of the LLC configuration and console commands. These
commands let you configure the LLC when you need to pass packets over alocal
area network such as Token Ring or Ethernet. Table 7-1 lists LLC configuration

and console commands.

Table 7-1 LLC Configuration and Console Command Summary

Command Task Function

? (Help) Configure/ Displays all the LLC commands or lists
Monitor subcommand options for specific

commands.

Clear-counters Monitor Clears all statistical counters.

List Configure/ Displays interface, SAP, and session
Monitor information.

Set Configure/ Allows the user to configure SAP timers and
Monitor thresholds.

Exit Configure/ Exits the config and monitor processes and
Monitor returns to the previous prompt level.

? (Help) SR\

List the commands that are available from the current prompt level. You can also

enter a? after a specific command name to list its options.

Syntax: ?

Example:
LLC Confi g>?
LI ST
SET
EXIT

Example:
LLC?
CLEAR- COUNTERS
LI ST
SET
EXIT
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Clear-Counters

Clear all the LLC statistical counters.

Syntax: clear-counters

Example:
cl ear-counters

List

Display Service Access Point (SAP) information.

Syntax: list

Example:
l'ist
Reply Tinmer(T1): 1 seconds
Receive ACK Tiner(T2): 1 100mi | i seconds
Inactivity Tinmer(Ti): 30 seconds
Max Retry val ue(N2): 8

Rcvd | -frames before Ack(N3):
Transmt W ndow( Tw):

Recei ve W ndow( Rw) :

Acks needed to increnent W« Nw):

List

Display interface, Service Access Point (SAP), and session information.

1
2
2
1

Syntax: list
all
interface
sap...
session

all

Displays all LLC open SAPs, grouped by interface, and their corresponding number
of sessions. All LLC-enabled interfaces are scanned, so interfaces other than the one
specified with the preceding network command are listed.

Alternate interfaces listed include the virtual bridge network interface.

Configuring and Monitoring Logical Link Control 7-3



7.2 LLC Configuration and Console Commands

Note: Virtual interfaces are numbered higher than the physical interfaces. For
example, on a RouteAbout Access TW (with physical interfaces zero
through two), the bridge network number isfour (4).

Tolist the SAP or Session detail of SAPs shown on an interface other than the current
interface, it is necessary to return to the console process and re-enter the network
command specifying the network interface number displayed in the list all output.

Example:

list all

========== |nterface: 0, Eth/0 ==========
SAP Nurmber of Sessions

TE 1

========== |nterface: 1, Eth/1l ==========
SAP Nurmber of Sessions

F4 1

interface

Displays all SAPs opened on thisinterface.

Example:

list interface
SAP Nunmber of Sessions
F4 1

SAP sap_number

Displaysinformation for the specified SAP on the interface. Usethelist interface
command to see the SAPs opened on this interface.

Example:
list sap 7e
I nterface: 00, Eth/ 0
Reply Tinmer(T1l): 1 sec
Receive ACK Tiner(T2): 1 100mI1lisec
Inactivity Tinmer(Ti): 30 sec
MAX Retry Val ue(N2): 8
MAX | -Field Size(Nl): 1500
Rcvd | -frames before Ack(N3): 7
Transmit W ndow Size(Tw): 127
Acks Needed to Inc Wy Nw): 1
Frame Type Xt Rcvd
Ul -franes: 0 0
TEST-franes: 0 0
XI D-franmes: 2 2
| -franes: 3 3
RR- f r anes: 6372 6371
RNR- f r anes: 0 0
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REJ-franes: 0 0

SABME- f r anes: 2 0

UA-frames: 0 2

DI SC-f r anes: 0 0

DM f rames: 0 0

FRVR- f r anes: 0 0

| -frames Discarded by LLC 0

| -frames Refused by LLC user: 0

Cumul ati ve number of sessions: 2

Nunber of active sessions: 2

Session ID Renot e

(int-sap-id) Local MAC Renpte MAC SAP State

00- 7E- 0000 08- 00- 2B- B6- D8- E4 AA- 00- 04- 00-6B-A5 7E L1 NK_OPENED
00- 7E- 0001 08- 00- 2B- B6- D8- E4 AA- 00- 04-00-F6-F5 T7E L1 NK_OPENED

SAP valuein hex (O- The SAP value of the session.
FE)

Interface The interface number and type over which the session is running.

Reply Timer (T1)  Indicatesthetimeit takes for thistimer to expirewhenthe LLC
fails to receive an acknowledgment or response from the other

LLC station.
Receive ACK Timer Indicates the time delay the LLC uses before sending an
(T2 acknowledgment for areceived I-frame.
Inactivity Timer Indicatesthetime the LLC waits during inactivity beforeissuing
(Ti) an RR.

MAX Retry Value  The maximum number of retries by the LL C protocol.
(N2)

MAX |-Field Sze  Maximum amount of data (in bytes) allowed in the I-field of an
(N1 LLC2 frame.

Revd |-framebefore Indicates the value that is used with T2 timer to reduce
ACK (N3) acknowledgment traffic for received I-frames.

Transmit Window  Indicates the maximum number I-frames that can be sent before
Sze (Tw) receiving an RR.

Acks Needed to Inc  Indicates the number of I-framesthat the LLC must receive
W (Nw) before incrementing Ww by 1.

Frames- Xmtand Counter that displaysthetotal number of frametypestransmitted
Revd (Xmt) and (Revd).
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I-frames discarded Counter that displays the total number of |-frames discarded by

byLLC the LLC, usualy because the sequence number is out of
sequence.

I-frames refused by Counter that displays the number of I-frames discarded by the

LLC user software above the LLC, for example, LNM (LAN Network
Manager).

Cumulativenumber The total number of sessions opened over this SAP.
of sessions

Number of active ~ The total number of currently active sessions that are running
sessions over the interface.

Session ID (int-sap- The session ID for the console interface.

id)
Local MAC The router’s LLC MAC address.
Note: Ethernet and Token Ring MAC addresses are

displayed differently. For example, 08-00-2B-B6-
D8-E4 is an Ethernet MAC address and
10:00:D4:6D:1B:27 is a Token Ring MAC Address.

Remote MAC The remote system’s LLC MAC address.

Remote SAP The Service Access Point address of the remote LLC station.

Remote State  The finite state(s) that results from interaction between the LLC
peers. There are 21 states that are described below.

Link Closed The remote LLC peer is not known to the local LLC peer and is
considered as not existing.

Disconnected The local LLC peer is known to the other peer. This LLC peer
can send and receive XID, TEST, SABME, and DISC
commands; and XID TEST, UA, and DM responses.

Link_Opening The state of the local LLC peer after sending a SABME or UA in
response to a received SABME.

Disconnecting The state of the local LLC after sending a DISC command to the
remote LLC peer.

FRMR Sent  The local LLC peer entered the frame reject exception state and
sent a FRMR response across the link.
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Link_Opened
Local_Busy
Rejection

Checkpointing

KPT LB
CKPT_REJ

Resetting

Remote_Busy

LB_RB
REJ LB
REJ RB

CKPT -
REJ LB

CKPT CLR

CKPT -
REJ CLR

REJ LB_RB

FRMR -
Received

Thelocal LLC peer isin the data transfer phase.
Thelocal LLC peer is unableto receive additional |-frames.

Anlocal LLC peer that received one or more out-of-sequence |-
frames.

Thelocal LLC peer sent apoll to the remote LLC peer and is
waiting for an appropriate response.

A combination of checkpointing and local busy states.
A combination of the checkpointing and rejection states.

Theloca LLC peer received a SABME and isreestablishing the
link.

The state that occurs when an RNR is received from the remote
LLC peer.

A combination of local_busy and remote_busy states.
A combination of rejection and local_busy states.
A combination of rejection and remote_busy states.

A combination of checkpointing, rejection, and local_busy
states.

A combination state resulting from the termination of a
local _busy condition while the LLC peer is CKPT_LB.

A combination state resulting from the transfer of an
unconfirmed local busy clear whilethe link stationisin the
CKPT_REJ LB state.

A combination of the regjection, local_busy, and remote_busy
states.

Thelocal LLC peer has received an FRMR response from the
remote LLC peer.

Configuring and Monitoring Logical Link Control 7-7



7.2 LLC Configuration and Console Commands

Session

Displaysinformation on the specified LL C session that is open on the interface. Use
the list SAP command to find the Session Id for an open SAP.

Example:
|'i st session
Session Id: [0]? O-F4-000
I nterface: 0, TKR /0
Renot e MAC addr: 10: 00: 5A: F1: 02: 37
Sour ce MAC addr: 00: 00: C9: 08: 35: 47
Renpt e SAP: F4
Local SAP: F4
Rl F: (089E 0101 0022 0010)
Access Priority: 0
State: LI NK_OPENED
Reply Tiner: 1 sec
Receive ACK Tiner(T2): 1 100mi lisec (note: not used when N3=1)
Inactivity Tinmer (Ti): 30 sec
MAX | -Field Size (N1): 2052
MAX Retry Value (N2): 8
Recvd | -frames before ACK (N3) 1
Transmit W ndow Size (Tw): 2
Working Transmit Size (Wy): 2
Acks Needed to Inc Wv (Nw): 1
Current Send Seq (Vs): 9
Current Rcv Seq (Vr): 7
Last ACK'd sent frame (Va): 9
No. of frames in ACK pend g: 0
No. of frames in Tx pend q: 0
Local Busy: NO
Remote Busy: NO
Poll Retry count: 8
Appl output flow stopped: NO
Send process running: YES
Frame Xmt Revd
I-frames 1456 2678
RR-frames 502 403
RNR-frames 0 0
REJ-frames 0 0
I-frames discarded by LLC 0
I-frames Refused by LLC user 0
Session Id Indicates the session ID number.
Interface Indicates the number of the interface over which this sessionis

running.
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Remote MAC addr
Source MAC addr
Remote SAP

Local SAP

RIF

Access Priority

State

Receive ACK timer (T2)

Inactivity timer (Ti)

MAX I-field size (N1)

MAX Retry Value (N2)

Recvd I-frames
before ACK (N3)

Transmit window size
(Tw)

Working transmit size
(VW)

Acks Needed to Inc Ww
(Nw)

Current send seq (Vs)

Current Rev seq (Vr)

Indicates the MAC address of the remote LL C peer.
Indicates the MAC address of the local LLC.

The remote side SAP of the LLC connection.

The local side SAP of the LL C connection.

The actual RIF of the frame on a Token Ring interface.
Thisfield is not used on an Ethernet interface and is set to O.

Priority of the packet. 0-7 for upper layer control.

Thefinite state(s) that resultsfrom interaction betweentheLLC
peers. Refer tothe list sap command previously described in
this chapter for more information.

Indicates the time delay the LL C uses before sending an
acknowledgment for areceived I-frame.

Indicates the time the LL C waits during inactivity before
issuing an RR.

Maximum size of the datafield (in bytes) of aframe. Default
isthe size of the interface.

The maximum number of times the LLC transmits an RR
without receiving an acknowledgment

Indicates the value that is used with T2 timer to reduce
acknowledgment traffic for received I-frames.

Indicates the maximum number of |-framesthat can be sent
before receiving an RR.

The maximum number of |-frames that are sent before
receiving an RR. This can be lessthan Tw during the dynamic
window algorithm.

Indicates the number of |-frames that the LLC must receive
before incrementing Ww by 1.

Send state variable (Ns value for the next |-frameto be
transferred).

Receive state variable (next in-sequence Nsto be accepted).
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Last ACK'd sent frame Acknowledged state variable (last valid Nr received).

(Va)

No. of frames in ACK  Number of transmitted |-frames waiting for acknowledgment.
pend q

No. of frames in transmitNumber of frames waiting to be transmitted.

pend q

Local Busy The local side of the LLC connection is sending RNRs.
Remote Busy The remote side of the LLC is receiving RNRs.

Poll Retry count Indicates the current value of the retry of the counter (counts

down) in the LLC protocol.

Appl output flow stoppedhe LL C told the application to stop sending outgoing data
frames.

Send process running Runs concurrently with all other frame actions and takes I-
frames in the transmit queue and sends them.

Frames - Xmt and RcvdDisplaysthetotal number of frame typestransmitted (Xmt) and

(Revd).
I-frames discarded by Counter that displays the total number of |-frames discarded by
LLC the LL C, usually because the sequence number is out of
sequence.
I-frames refused by LLQCounter that displays the number of 1-frames discarded by the
user software above the LLC, for example, LNM (LAN Network
Manager).
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e R

Configure the LLC timer and threshold parameters.
Changing LLC parameters from the default can affect how the LL C protocol works.

Fromthe LLC conf i g> prompt, the set command sets the parameters for the
interface being configured. In the monitoring process (at the LLC> prompt) the set
command affects the parameters for a specified session. The LLC2 session must be
running before you can modify any of the timer or threshold values.

Syntax: set
n2-max_retry count
n3-frames-rcvd-before-ack count
nw-acks-to-inc-ww count
tl-reply-timer seconds
t2-receive-ack-timer seconds
ti-inactivity-timer seconds
tw-transmit-window count

n2-max_retry

The maximum number of retries by LL C protocol. For example, N2 isthe maximum
number of timesthe LL C transmits an RR without receiving an acknowledgment
when the inactivity timer expires. Defaultis8. Minimumis1l. Maximum is 127.
Example:

LLC config>set n2-nax_retry count
Example:

LLC>set n2-nax_retry session-1D count

n3-frames-rcvd-before-ack

Thisvalueis used with the T2 timer to reduce acknowledgment traffic for received | -
frames. Set this counter to a specified value. Each time an I-frameisreceived, this
value is decremented. When this counter reaches 0 or the T2 timer expires, an
acknowledgment is sent. Defaultis1. Minimumis1l. Maximum is255.
Example:

LLC config>set n3-franes-rcvd-before-ack count
Example:

LLC>set n3-franes-rcvd-before-ack session-1D count
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nw-acks-to-inc-ww

t1-

t2-

When the ability to send I-frames is not working, the LLC protocol goesinto amode
where the working window (Ww) is set back to 1, and is then slowly increased back
toitsnormal size (Tw). Thisisknown asthe dynamic window algorithm. Thisvalue
is the number of I-framesthat the LLC must receive before incrementing Ww by 1.
Defaultis1. Minimumisl. Maximum is 127.

Example:
LLC confi g>set nw acks-to-inc-ww count

Example:
LLC>set nwacks-to-inc-ww session-1D count

reply-timer

This timer expires when the LLC fails to receive a required acknowledgment or
response from the other LL C station. When thistimer expires, an RR is sent with the
poll bit set and T1 is started again. If the LLC receives no response after the
configured maximum number of retries (N2), the link underneath is declared
inoperative. Defaultis1. Minimumis1l. Maximum is 256.

Example:
LLC config>set tl-reply-timer count

Example:
LLC>set t1-reply-tinmer session-ID count

receive-ack-timer

This timer is used to delay sending of an acknowledgment for areceived I-format
frame. Thistimer is started when an I-frame is received and reset when an
acknowledgment is sent. If thistimer expires, LLC2 sends an acknowledgment as
soon as possible. Set thisvalue sothat it islessthan that of T1. Thisensuresthat the
remote L L C2 peer receives the del ayed acknowledgment beforethe T1 timer expires.
Default is 1 (100 milliseconds). Minimumis 1. Maximum is 2560.

Example:
LLC confi g>set t2-receive-ack-tiner seconds

Example:
LLC>set t2-receive-ack-tinmer session-ID seconds

Note: You must set ameaningful value for thistimer. If itisset to 1 (the
default), it does not run (for example,
n3-frames-rcvd- bef or e- ack=15).
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ti-inactivity-timer

Expires when the LLC does not receive aframe for a specified time period. When
thistimer expires, the LLC transmits an RR until the other LLC responds or the N2
timer expires. Default is 30 seconds. Minimum is 1 second. Maximum is 256
seconds.

Example:
LLC config>set ti-inactivity-timer seconds

Example:
LLC>set ti-inactivity-timer sessions-ID seconds

tw-transmit-window

Sets the maximum number of |-frames that can be sent before receiving an RR.
Assumes that the other end of the LLC session can actually receive this many
consecutive |-frames, and that the router has enough heap memory to keep copies of
these framesuntil an acknowledgment isreceived. Increasing thisvalue may increase
the throughput. Defaultis2. Minimumis1l. Maximum is127.

Example:
LLC config>set twtransnt-w ndow count

Example:
LLC>set twtransmt-w ndow session-1D count

N c v

Return to the previous prompt level.

Syntax: exit

Example:
exit
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Configuring and Monitoring Point-to-Point
Protocol Network Interfaces

This chapter describes how to configure and monitor Point-to-Point Protocol (PPP)
devices, PPP over Frame Relay PV Cs (PPP-FR pseudo devices) and PPP over Frame
Relay SV Cs (PPP-FR Dial Circuits). Features and commands specific to one or other
type of interface are indicated.

This chapter also describes how to configure PPP Multilink bundles (MP bundle
pseudo devices) containing fixed PPP network interfaces and MP Dial Circuits (also
referred to as Link Circuits). See Section 8.4 for details of configuring MP bundles.

For more information about PPP refer to the Routing Protocols Reference Guide. For
more information about PPP-FR and Frame Relay interfaces and configurations,
refer to Chapter 5, and to the Routing Protocol s Reference Guide.

For more information about configuring PPP-FR Dial pseudo devices, refer to
Chapter 2, and to the Routing Protocols Reference Guide.

8.1 Accessing the Interface Configuration and Console
Processes

Follow the procedures described in Chapter 1 to access the interface configuration
and consol e processes for PPP network interfaces.

To use PPP over a Frame Relay SV C you add a pseudo Dial Circuit (PPP-FR Dial)
which is mapped to a Frame Relay network interface. To configure the PPP aspects
of a PPP-FR Dial Circuit use the encapsulate command fromthe Ci rcui t

conf i g> prompt to access the PPP- FR confi g> prompt.

To configure an MP Link circuit in an MP bundle, use the link command from the
MPB Conf i g> prompt to accessthe Li nk Confi g> prompt.

Enter configuration commands at the configuration prompt.
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Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

Enter console (monitoring) commands at the console prompt.

Table 8-1 summarizes the variety of device types which are based on the Point-to-
Point protocol, with the configuration and console prompts for each type of PPP
interface.

Table 8-1 Point-to-Point Configuration and Console Prompts

Device Type Configuration Prompt ~ Console Prompt
PPP serial line or PPP Confi g> PPP>

PPP Dial Circuit

PPP-FR pseudo device or PPP- FR Confi g> PPP- FR>
PPP-FR Dial Circuit

Multilink PPP Bundle MPB Confi g> MPB>

Multilink PPP fixed link MP Confi g> MP>

Multilink PPP-FR fixed link MPPP- FR Confi g> MPPP- FR>
Multilink PPP Link Circuit Li nk Config> MP Li nk>

The commands which are available at each of these command prompts are applicable
for the specific device type being accessed. Invalid commands are suppressed. For
example, thaet frame-relay command is available only when configuring PPP over
Frame Relay since it is not relevant to PPP serial line interfaces.

Note: When you access a PPP Dial Circuit or a PPP-FR Dial pseudo device you
gettheCircuit Config>orCircuit> prompt. You must use the
encapsulate command to get to the PPP or PPP-FR configuration or
monitoring prompt shown above.

8.2 PPP-FR PVC Configuration Procedure

This section describes how to configure your router to use Point-to-Point Protocol
over a Frame Relay PVC. Briefly, you must add a PPP-FR pseudadetend
associate it with a PVC on the Frame Relay interface.
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Figure 8—1 illustrates an imaginary router with one Ethernet port (Net 0) and two
serial ports (Net 1 and Net 2). The serial ports have been configured with Frame
Relay (FR) as the datalink protocol, so the interface names are FR/0 and FR/1. A
PPP-FR Circuit device has been added as Net 3 and its interface name is PPP/0. This
device has been mapped to use a PVC on FR/1 at Net 2.

Figure 8-1 Configuring a PPP-FR Circuit Pseudo Device

PPP-FR Circuit
Pseudo Device

Network
Interfaces

Frame Relay
Network

LKG-10608-97C

Note: Theinterface numbers used in this procedure arefor illustration purposes
only. The actual interface numbers you use will depend on the physical
arrangement of ports on the router you are configuring.

The procedure which follows demonstrates how to set up this configuration:

1. Configure a Frame Relay | nterface. If the Frame Relay interface has not
already been configured, follow the procedure described in Chapter 5 to
configure aFrame Relay interface.

2. Add PPP-FR Pseudo Devices. PPP-FR pseudo devices are mapped to
permanent virtua circuits over a Frame Relay interface. You can map multiple
PPP-FR Circuit pseudo devicesto one Frame Relay interface, but each hasits
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own PVC. The DIGITAL RouteAbout Access 90 supports a maximum of 8
PPP-FR pseudo interfaces, and the DIGITAL RouteAbout Central 900 can
support up to 32.

To add a PPP-FR pseudo device, use the add device ppp-fr-circuit
command from the Conf i g> process. The software assigns a network
interface number to each PPP-FR pseudo device. I n this exampleit adds Net
3. It also assignsthe interface name PPP/n, where n isthe next avail able PPP
interface. In this exampleit is PPP/O. You will use the network interface
number to configure the PPP-FR pseudo device.

Example:
Conf i g>add device ppp-fr-circuit
Addi ng device as interface 3

3. Configure PPP-FR Pseudo Device. Configure PPP-FR pseudo devices using
the PPP- FR Conf i g> process. To get the PPP-FR Confi g> prompt, use the
Conf i g> network command followed by the network interface number of the
PPP-FR pseudo device.

Example:
Confi g>network 3

PPP- FR configuration
PPP- FR Confi g>

4. Createan associated Frame Relay PV C. Usethe set frame-relay command to
associate the PPP-FR pseudo device with a Frame Relay network interface. A

PV C will be created automatically on the Frame Relay device for use by this
PPP-FR pseudo device. You must specify the DLCI number for the PVC.

Example:
PPP- FR confi g>set frane-rel ay
Frame Relay interface nunber? [0]? 2
Frame Relay PVC DLClI number? [0]? 333
Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?

You can configure the PPP attributes of the PPP-FR pseudo interface using the
commands described in Section 8.6 in this chapter. The commands which relate to
HDL C do not apply to PPP-FR pseudo interfaces since all datatransfer is performed
by the Frame Relay protocol. These commands are not available from the PPP-FR
config process.

Note: You must restart the router for these changes to the system configuration
to take effect.
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8.3 PPP-FR Dial Circuit Configuration Procedure

To encapsulate Point-to-Point Protocol over a Frame Relay SV C you must enable
SV Cson the Frame Relay network interface, add a PPP-FR Dial deviceand mapitto
the Frame Relay network interface. The PPP-FR dial deviceisa pseudo Dial Circuit.
YouusetheCircuit Confi g>set network command to map the PPP-FR Dial
device to the Frame Relay network interface and the encapsulator command to
access the PPP- FR Conf i g> prompt.

Figure 8-2 shows the same router configuration illustrated in Figure 8-1, with the
addition of a PPP-FR Dial pseudo device, which uses a Frame Relay SVC on Net 2.

The PPP-FR Dial pseudo device has been added as Net 4, using the caudand
device ppp-fr-dial. It has been given interface name PPP/1.

When you use th€onf i g>net 4 command you get th@ rcuit Confi g> prompt
because this is a Dial Circuit device. Use the comnsandet 2 to associate the
PPP-FR Dial pseudo device with the Frame Relayfate.This command will
automatically create an SVC on the Frame Relay interface for use by the PPP-FR
Dial pseudo device.

To configure PPP on the PPP-FR pseudo device usathpsulate command to get
to thePPP- FR Confi g> prompt.
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Figure 8—2 Configuring a PPP-FR Dial Pseudo Device
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Refer to Chapter 5, Configuring and Monitoring Frame Relay Network Interfaces,
for the procedure and commands to configure Frame Relay SV Cs. Refer to Chapter
2, Configuring and Monitoring Dia Circuits, for the procedure and commands to
configure a PPP-FR Dial device.

8.4 PPP Multilink Bundle Configuration Procedures

This section describes how to configure your router to treat agroup (or bundle) of
PPP circuits as a multilink PPP device. These groups are known as PPP Multilink
bundles (MP bundles). The circuitsin the MP bundle may be fixed PPP network
interfaces, PPP Dial Circuits over V.25 bis or ISDN network interfaces, PPP-FR
PV C pseudo devices or PPP-FR SV C Dial Circuits. The PPP-FR devicesin the MP
bundle could even be mapped to a Frame Relay Dial Circuit over an ISDN network
interface.
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The proceduresin the next sections describe how to configure Multilink PPP bundles
using Multilink PPP leased lines, Multilink PPP Dial Circuits over V.25 bisor ISDN,
Multilink PPP-FR pseudo devices (M PPP-FR pseudo devices) and Multilink PPP-
FR Dial Circuits (MPPP-FR Dial pseudo devices).

8.4.1 Upgrading Multilink PPP from DRS Version 2 to Version 3

The configuration structures for PPP Multilink bundles has changed since version 2
of the Distributed Routing Software. In particular:

e MPDia Circuit devices are no longer required or supported. They are replaced
by PPP MP Bundle pseudo devices.

e All Multilink bundles must have an associated M P Bundle pseudo device. Fixed
links (leased lines or PV Cs) are included in multilink bundles by associating
them with the MP Bundle pseudo device.

When the router is rebooted after the upgrade from Version 2 to Version 3 any
existing MP Dia Circuit devices will be disabled. You must convert these devicesto
PPP MP Bundle pseudo devices by using the change device ppp-mp-bundle net#
command at the Conf i g> prompt, where net# i s the network interface number of the
Multilink Bundle device:
Example:

change devi ce ppp- np- bundl e

I nterface number [0]?4

When the router is rebooted again, the new PPP MP Bundle pseudo device will use
the Multilink configuration which was set up for the MP Dial Circuit.

All network interface ports which have been configured for Multilink PPP under
Version 2 will be disabled by default because they are not yet associated with a PPP
MP Bundle device. To correct this:

1. Ensurethat thereis asuitable PPP-MP-Bundle device (either create one using
the Conf i g> add device ppp-mp-bundle command, or upgrade aVersion2 MP
Dial Circuit using the change device ppp-mp-bundle net# command).

2. Associate the physical port with the PPP MP Bundle pseudo device using the MP
Confi g> command set fixed add net#, where net# is the network interface
number of the leased line.

The following sectionsiillustrate the new structure of PPP Multilink bundles and
describe in detail how to configure them.
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8.4.2 Configuring an MP Bundle Using V.25 bis Dial Circuits

Figure 8-3 illustrates an imaginary router with one Ethernet port (Net 0) and seven
serial ports (Net 1 through Net 7). Net 1 has been configured with Frame Relay (FR)
as the datalink protocol, so itséntace name is FR/0. Net 0 and Net 1 are not used in
the Multilink Bundle.

Figure 8-3 Configuring an MP Bundle Using V.25  bis
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The serial ports Net 2 through Net 7 have been combined using the Multilink Bundle
device MPB/0O at Net 8.
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Net 2 and Net 3 have been configured as Multilink PPP datalinks (MP/0O and MP/1)
and are connected to leased lines, so they are fixed links. Net 4 through Net 7 are
each connected to V.25 bis modems so they are dial devices and can be used for
dynamic links.

The Multilink Bundle device MPB/0 has atotal of 6 Multilink PPP devices, MP/O
through MP/5 of which two are fixed links. The remaining four links are dynamic
link circuits. The link circuits are created automatically as Link 800, 801, 802 and
803 when the MPB/0 device is configured. Initially the link circuits are not
associated with any network interface. Each one has to be manually configured to
use its corresponding V.25 bis network interface.

The three base links in the bundle consist of the two fixed links and one of the link
circuits. The other three link circuits provide Bandwidth on Demand.

To configure the Multilink PPP bundle illustrated in Figure 8-3 perform the
following steps:

1. Configurethe network interfaces for the fixed links. At theConfi g>
prompt, set the datalink protocolnaultilink-ppp for each leased line network
interface which will be included in the MP bundle as a fixed link (Net 2 and Net
3 in this example).

Example:
Confi g>set data-link rmultilink-ppp 2
Confi g>set data-link rmultilink-ppp 3

Note: The interface names will become MP/0 and MP/1. The configuration
process prompt for fixed multilink PPP interfacests Confi g>. This
process only lets yoset or list the HDLC and LCP parameters. These
commands are described in Section 8.6. All other PPP optierset per
MP Bundle when configuring the MP Bundle device.

2. Configurethenetwork interfacesfor the Dial Circuits. In this example Net 4,
Net 5 Net 6 and Net 7 must be be set up as b28etwork interfaces, but you
can use ISDN or Frame Relay SVCs. Refer to Chapter 6 for details about
configuring ISDN network interfaces, and Chapter 11 for details about
configuring V.25bis network interfaces.

Example:
Confi g>set data-link v25bis 7

Note: You do not need to add the Dial Circuit devices, since they will be
created automatically for you when you configure the Multilink Bundle
device.
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3. Add local and remotedial addresses. In this example we must add V.25 bis
network addresses. Add ISDN addressesif using ISDN interfaces. Enter a
network address name and a network dial address name for each network
interface and for each destination port. The network dial address is the number
of the local or destination port. The network address name can be anything, such
as a description of the port.

Example:

Confi g>add v25-bi s- addr ess | ocaddrname | ocdi al addr

Confi g>add v25-bi s-address renaddrnane rentdi al addr
Confi g>

4. Addthe MP Bundle device MPB/0. Use the add device command to add the
PPP multilink bundle device.

Example:
Confi g>add devi ce ppp- nmp- bundl e

5. Configurethe MP Bundle device. At the Conf i g> prompt use the net
command to access the configuration prompt for the MP bundle device.
Configuring PPP options on the Bundle device sets those options for all links
within the bundle. For example, set PAP or CHAP authorization passwords per
bundle.

Example:
Config>net 8

PPP Multilink Protocol Bundle configuration
MPB Confi g>

Note: The commands available from this configuration process are the same as

for astandard PPP interface, with the addition of the set/list fixed
commands, the set/list mp commands and the link command.

6. Add theleased line network inter faces to the PPP multilink bundle. Use the
set fixed add command to add each multilink PPP network interface or PPP-FR
pseudo device to the bundle. Fixed links can be used only as Base links for the
bundle since they cannot be connected dynamically.

Example:
MPB Config>set fixed add 2
MPB Config>set fixed add 3
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7. Definethe number of linksin the bundle. Use the set mp command to define
the MP Bundle options. The base links will be opened when the MP Bundle
deviceis gtarted. In this example, the number of circuits defined by Base links
(3) is greater than the number of fixed links we have configured (2), so a
dynamic link will be used to complete the base.

The difference between the value of Max links (6) and the number of fixed
links (2) we have configured determines the total number of dynamic MP
links (Dial Circuits) inthe bundle (6 - 2 = 4). These four dynamic link
circuits are created automatically when the router is restarted.

The set mp command also prompts for bandwidth on demand (BoD)
parameters, and the destination name which will be assigned by default to
each link circuit in the bundle.

Example:
MPB Confi g>set np
Base Links [1]? 3
Max Links [3]? 6
Base idle tiner [60]7?
BoD t hreshold: [70]?
BoD sanple time [30]7?
BoD base link line speed [64000]?
BoD add |ink persistence [5]7?
BoD del ete link persistence [10]?
Assign default destination address name []?vrenpte
MPB Confi g>

8. Restart therouter. You must restart the router for the Dia Circuitsto be created
and available.

9. ldentify the Dial Circuitsin the bundle. Usethe MPB> or MPB Confi g> link
command to display the link numbers of the dynamic link circuits. Thefirst digit
of adynamic link number identifies the interface number of the MP bundle
device, and the remaining digitsidentify each circuit. For example Link 801 is
Dial Circuit 01 within the MP bundle at Net 8.

Example:
MPB Confi g>l i nk
Li nk Base Dat al i nk/ Har dwar e Dest Qut Dest In
800 0 vrenote
801 0 vrenote
802 0 vrenote
803 0 vrenote
MPB Confi g>
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10. Map each Dial Circuit in the bundle to a base network interface. Use the
link command to accesstheLi nk Confi g> prompt for each Dial Circuit in
turn. (Li nk Confi g>isequivalenttotheCircuit Confi g> processfor Dia
Circuits). Use the set net command to map each Dial Circuit to its base network
interface (ISDN or V.25 bis).

Example:
MPB Confi g>link 800

Li nk configuration
Li nk Config>set net 4

11. Verify thelink connections.Use the link command again to display the link
numbers of the dynamic link circuits. Thistime you should see the base
networks that you have assigned to each link circuit:

Example:
MPB Confi g>l i nk
Li nk Base Datal i nk/ Har dwar e Dest Qut Dest In
800 4 WAN V. 25bi s vrenot e
801 5 WAN V. 25bi s vrenot e
802 6 WAN V. 25bi s vrenot e
803 7 WAN V. 25bi s vrenot e
MPB Confi g>

12. Configure each Dial Circuit in the bundle. UsetheLi nk Confi g> set
command to configure the call direction and inbound destination for each Dial
Circuit in turn. You can override the default destination address on individual
links if you wish. All the options are described in Section 8.7.

Example:
Li nk Config>set calls both
Li nk Confi g>set any_i nbound
Li nk Confi g>set destination vrenote2

Note: The Link Config process cannot set the idle timer for an individual link
circuit, and it has no encapsulate command. The PPP protocol and base
idle timer are controlled from the MP bundle device (MPB/0).

8.4.3 Configuring an MP Bundle Using ISDN Dial Circuits

The procedure for configuring Multilink PPP over ISDN Dial Circuits is almost
identical to that described above.
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Figure 8—4 illustrates an imaginary router with one Ethernet interface (Net 0) and
two serial ports (Net 1 and Net 2) which are connected to an ISDN network.

Each ISDN interface can cartwo Dial Circuits. The Multilink PPP Bundle device
MPB/0 has been added as Net 3 with a maximum of four links. Leased lines could
have been used as fixed links in the bundle but this example has no fixed links. As a
result four dynamic link circuits have been created (Link 300, 301, 302 and 303).
Link 300 and 301 have been manually configured to use ISDN/O on Net 1. Link 302
and 303 have been configured to use ISDN/1.

Link circuit 301 (MP/0) is treated as the Base link, and the others are used for
Bandwidth on Demand.

The local and remote dial addresses have been defined usidptiseln-address
command.
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Figure 8-4 Configuring an MP Bundle Using ISDN
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Note: The example Multilink PPP Bundle illustrated in Figure 8-5 is called a
demand bundle because the base link is a Dial Circuit, so connections
are made only on demand. If the base idle timer is set to 0, then none of
the Dial Circuits would ever time out.

8.4.4 Configuring PPP-FR links in a MP Bundle

The procedure for configuring PPP-FR pseudo devices in a PPP Multilink bundle is
also similar to that described in Section 8.4.2.

Figure 8-5 illustrates an imaginary router with one Ethernet interface (Net 0) and
shows one serial port (Net 1) which is connected to a Frame Relay network. FR/0 on
Net 1 has been configured for PVCs and SVCS. Other physical ports are not shown
on the diagram.

8-14 Configuring and Monitoring Point-to-Point Protocol Network Interfaces



8.4 PPP Multilink Bundle Configuration Procedures

A Multilink Bundle device was added as Net 8, and a Multilink PPP-FR Circuit
pseudo device was created as Net 9 and has been configured to use a Frame Relay
PV C on FR/0. Net 9 has then been added to MPB/0 as afixed link.

The bundle has just one fixed link as a base circuit, and afurther three dynamic links
for Bandwidth on Demand. When each of the link circuitsis configured to use Net 1,
the system detects that thisis a Frame Relay interface and sets up PPP-FR dial
connections over Frame Relay SVCs.

Figure 8-5 Configuring an MP Bundle Using PPP-FR
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To configure PPP-FR pseudo devices in aPPP Multilink bundle do the following:

* Create Multilink PPP-FR Circuit pseudo devices. To use aMultilink PPP-FR
Circuit pseudo device as afixed link, create a PPP-FR Circuit pseudo device
using the add ppp-fr-circuit command at the Conf i g> prompt, and use the set
data-link multilink-ppp command to enable it to be included in a PPP multilink
bundle. The configuration prompt for these interfacesis MPPP- FR Conf i g>.
This process lets you set or list the Frame Relay interface and the LCP options
only. Use the set frame command to associate the MPP-FR device with a Frame
Relay PVC. For example, to configure MP/0 on Net 9 as shown in Figure 8-5
use the following commands:

Example:
Confi g>add ppp-fr-circuit
Use "net 9" command to configure paraneters
Config>set data-link multilink-ppp 9
Confi g>net 9
PPP Multilink Protocol user configuration
MPPP- FR Config>set frame 1
Frame Relay PVC DLClI number? [0]? 123
Committed Infornmation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?
MPPP- FR Confi g>

* Configurethe MP bundle device. The procedure is the same as described
previoudly. Add the fixed links, specifying the Multilink PPP-FR Circuit pseudo
device number, using the MPB Conf i g>set fixed add command. Configure the
circuitsin the bundle using the set mp command and map the Dial Circuitsto the
Frame Relay network interface number using the Li nk Conf i g> set net
command.

Note: The set net command prompts for Frame Relay parametersif the
network interface is a Frame Relay interface. The link circuits then
function as PPP-FR Dial Circuits using SV Cs on the Frame Relay
interface.

Example:

MPB Confi g>set fixed add 9
MPB Config>set np

Base Links [1]7?1

Max Links [2]?4

Base idle tiner [65535]7

BoD t hreshold: [70]?

BoD sanple time [30]7?

BoD base link line speed [64000]?
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BoD add |ink persistence [5]7?

BoD del ete link persistence [10]?

Assign default destination address name []?frenpte
MPB Config>link 800

Li nk Config>set net 1

Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?

Excess Burst Size (Be) in bits [0]?

Li nk Confi g>

8.5 Using PPP-FR Dial Circuits over ISDN

When you configure PPP-FR pseudo devices or PPP-FR Dial Circuits the Frame
Relay interface is usually a Serial port connected to the Frame Relay network.
However, you may also use a Frame Relay Dia Circuit over an ISDN network
interface as the base network for a PPP-FR pseudo device.

For example, Figure 8—6 illustrates an imaginary router with one Ethernet interface
(Net 0) and shows one serial port (Net 1) which is connected to an ISDN network.
(That is, ISDN is being used to connect to the Frame Relay network service).

Some devices are not shown, but a Dial Circuit has been added as Net 3 and
configured with datalink FR (Frame Relay). You can useChecuit Confi g>
encapsulate command to access tRR Confi g> prompt, and th€i r cui t

Confi g> set net command to associate this Dial Circuit with ISDN/O on Net 1.

A PPP-FR Dial pseudo device has been added as Net 5. By using Net 3 (FR/0) as the
base network for the PPP-FR Dial device this circuit is routed over the ISDN
interface.
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Figure 8-6 Configuring PPP-FR Dial over ISDN
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Refer to Chapter 2, Configuring and Monitoring Dial Circuits, for the procedure and
commands to configure Frame Relay Dial Circuits over ISDN.

8.6 Point-to-Point Configuration and Console Commands

Table 8-2 summarizes the PPP and PPP-FR configuration and console commands.
All commands apply to both types ofénface unless otherwisedicated. The
sections that follow explain these commands.

Table 8-2 Point-to-Point Configuration and Console Command Summary

Command Task Function

? (Help) Configure/  Displays all the Point-to-Point commands or lists the
Monitor options for specific commands.

Clear Monitor Clears all statistics from PPP interfaces.
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Table 8-2 Point-to-Point Configuration and Console Command Summary

Delete
Link

List

Profile-list

Set

Exit

Configure

Configure/
Monitor

Configure/
Monitor

Configure

Configure

Configure/
Monitor

Deletes local and remote identifiers and passwords.

Access the Li nk Confi g>or MP Li nk> prompt
for PPP multilink Dial Circuits.

Lists all information related to the point-to-point
interface protocols, parameters, options, and
statistics.

Lists Call Blocking, Initial Minimum Call Timer or Call
Back telesaving profiles.

Sets HDLC parameters, LCP options and
parameters, IPCP options, BNCP options, PAP
parameters, PAP IDs/passwords, CHAP
parameters, CHAP IDs/passwords, NCP and CCP
parameters, MP Bundle parameters and telesaving
profiles.

Exits the PPP configuration process and returns to
the previous prompt level.

Help (?)

List the commands that are available from the current prompt level. You can also
enter ? after a specific command name to list its options.

Syntax:

Example:
?
LI ST
SET
LI NK
DELETE

PROFI LE_LI ST

EXIT

Note: There are several variations of the PPP Configuration and Monitoring
process (PPP serial interface, PPP-FR pseudo interface, Multilink PPP
Bundle device and so on). Each one offers a subset of the commands
described in this chapter. The Help command displays only the
commands which are available to the process you are using.
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Example:
PPP Serial Line Interface:
PPP config>list ?
ALL
HDLC
LCP
| PCP
BNCP
CCP
PROFI LES
PARAMETERS
AUTHENTI CATI ON

Example:
PPP Multilink Bundle Pseudo Device:
MPB config>list ?
ALL
FI XED
LCP
| PCP
BNCP
CCP
MP
PROFI LES
PARAMETERS
AUTHENTI CATI ON

Example:
PPP-FR-Circuit Pseudo Device:
PPP- FR config>list ?
ALL
LCP
| PCP
BNCP
CCP
PROFI LES
PARAMETERS
AUTHENTI CATI ON
FRAME- RELAY
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Clear

Clear all statistics from point-to-point interfaces.

Syntax: clear

Example:
cl ear

Delete

Delete local and remote identifiers and passwords. Delete affects only the interface
that you are configuring.

Syntax: delete
chap
pap
chap

Deletes remote CHAP identifiers and passwords (if they exist).

Example:

del ete chap
Del ete Renote | D/ Password 789/ 012? [ Yes]:

pap
Deleteslocal PAP identifiers and passwords.

Example:
del ete pap

Link

Display asummary listing of the dynamic circuitsin the PPP multilink (MP) bundle,
or enter the configuration process for the specified dynamic circuit. Use this
command without a qualifier to provide a summary listing of the dynamic linksin
the MP bundle, or with a qualifier to access the configuration prompt for a specific
dynamic circuit.

The circuit number consists of the interface number of the MP bundle and the circuit
within the bundle. For example, if the MP Bundle is configured on interface 5, the
first two Dial Circuitsin the bundle would be 500 and 501.
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Refer to Section 8.7 for details of the Link configuration and console commands.
Syntax: link circuit#

This example accesses the Link Config process for Dial Circuit 501:

Example:

MPB Confi g>link 501

Li nk configuration

Li nk Confi g>
The next example lists the available Dial Circuitsin the MP bundle on network
interface 5. 500 isa Frame Relay SV C. 501and 502 are V.25 bis circuits. Dial Circuit
503 has not yet been configured, so its Base field is 0 and Dest Out field is set to

frremote by default

Example:
MPB Confi g>l i nk
Li nk Base Dat al i nk/ Har dwar e Dest Qut Dest In
500 1 WAN Frane Rel ay frremote frlocal
501 2 WAN V. 25bi s vrenote vl ocal
502 3 WAN V. 25bi s vrenote vl ocal
503 0 frrenote

In the next example the listing shows that there are two configured ISDN Dial
Circuitsin the MP bundle on interface 18.

Example:
MPB Confi g>link
Li nk Base Net Datal i nk/ Hardware Dest Qut Dest In
1800 6 | SDN ANY
1801 6 | SDN ANY
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Link

Base
Datalink/Hardware

Dest Out

Dest In

Link

Identifiesthe link. This number identifies the network number
of the MP Bundle device, and the dynamic circuit instance
within the bundle. For example, link 501 isa V.25 bisDidl
Circuit in the MP Bundle at interface 5.

I ndicates the number of the base network interface for the Dial
Circuit. Thevaueis 0 if thelink circuit has not been
configured.

Identifies the datalink protocol of the base network interface.
Thisfield isblank if the circuit has not been configured.

I dentifies the network dial address of the remote station for
outgoing callson the circuit. By default it takesthe value of the
Default destination address name for the MP Bundle defined
using the set mp command.

Identifies the local network dial address.

Display asummary listing of the fixed and dynamic circuits in the PPP multilink
(MP) bundle, or enter the console process, for the specified dynamic circuit. Usethis
command without a qualifier to provide a summary listing of thelinksin the MP
bundle, or with aqualifier to access the console prompt for a specific dynamic

circuit.

Refer to Section 8.7 for details of the Link configuration and console commands.

Syntax: link circuit#

Example:

MPB>l i nk 501

MP Li nk>

Example:
MPB>| i nk
2 Links

Link Interface

500 MP/ O
501 MP/1

MAC/ Dat a- Li nk Har dwar e Link State
Mul tilink PPP | SDN Basic Rate Avai |l abl e
Mul tilink PPP V.25bis Dial Circuit Avai |l abl e
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Link

Interface

MAC/Data-Link

Hardware

Link State

List

Identifiesthelink. For fixed links, thisisthe network interface
number of the serial line or PPP-FR PV C pseudo device. For
dynamic links this number identifies the network number of
the MP Bundle device, and the dynamic circuit within the
bundle. For example, Link 3isafixed PPP seria link and link
501 isaPPP Did Circuit in the MP Bundle at interface 5.

Indicates the interface type and instance number of each link.
Thetypeisaways MP.

I dentifies the datalink protocol. It is aways Multilink PPP.

Describesthe interface type and protocol of thelink. Itissetto
** No Base Net ** if thelink has not been configured.

Indicates the state of the link.

Display information related to the point-to-point interface and its protocol

parameters and options.

Syntax: list

all
authentication
bncp

ccp

fixed
frame-relay
hdlc

ipcp

lcp

mp
parameters
profiles
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all

Listsall options and parameters related to the point-to-point interface.

Note: This example shows al possible options and parameters for the PPP
interface. Actual options listed depend on your configured interface. For
example, the HDL C parameters do not apply to PPP-FR pseudo
interfaces and the PPP M ultilink Protocol Bundle options apply to MP
Bundle devices only.

Example:

PPP config>list all

Maxi mum frane size in bytes = 2048
Encodi ng: NRZ

Idle State: Flag

Cl ocki ng: External

Cabl e type: Undefined

Reported O ock Speed: 0

Transmit Delay Counter: 0

LCP Par anet er s

Confi g Request Tries: 20 Config Nak Tries: 10
Term nate Tries: 10 Retry Tiner: 3000
LCP Options

Max Receive Unit: 2048 Magi ¢ Nunber : Yes
Aut henti cati on: none

PPP Multilink Protocol Bundle Fixed Links (Bundle 5)

Link 3 PPP- FR PVC Pseudo Device
Link 4 SCC Serial Line

PAP Par anet er s

Aut hent Request Tri es: 20
Retry Tiner: 3000
Request Ti mer: 15000
Repeat Aut hor Ti mer 5

PAP | ds/ Passwor ds

Local 1D none
Local Password: none
Renote | D: none
Renot e Passwor d: none
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CHAP Par anet er s

Aut hent Request Tri es: 20
Retry Tiner: 3000
Request Ti mer: 15000
Repeat Aut hent Tiner 5

CHAP | ds/ Passwor ds

Local ID: none

Local Password: none

Renote | D: none

Renot e Passwor d: none

MP Opti ons

Base Links: 2
Max Li nks: 6
Base idle tinmer: 60
BoD t hreshol d: 70
BoD sanpl e time: 30
BoD base link |ine speed: 64000
BoD add |ink persistence: 5
BoD del ete Iink persistence: 10
Default destination address nane: vrenot e

NCP Par anet er s

Confi g Request Tries: 20 Config Nak Tries: 10
Term nate Tries: 10 Retry Tiner: 3000
| PCP Options

| PCP Conpr essi on: None

| P Address: Send, Request

CCP Options

Dat a Conpression: enabl ed
Al gorithm Stac-LZS

Stac: histories 1

Stac: check_npde SEQ
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This section explains the information displayed by the example list all command.

Maximum frame sizein
bytes

Encoding

Idle Sate

Clocking

Cable Type

Reported Clock Speed

Transmit Delay Counter

LCP Parameters

Config Request Tries

Terminate Tries

Config Nak Tries

Retry Timer

Maximum frame size that can be received over the point-to-
point link.

Thisappliesonly to PPP serial interfaces or Multilink PPP
bundles..

HDL C transmission encoding scheme, either NRZ (non-return
to zero) or NRZI (non-return to zero inverted).

This applies only to PPP interfaces.

Bit pattern, either Flag or Mark, transmitted on the point-to-
point link when the interface is not transmitting data

This applies only to PPP serial interfaces.

Indicates whether clocking is Internal or External. Clocking
is External if the router has no clock.

Indicates the cable type. During configuration thisis
undefined.

The reported clock speed, in bits per second, as defined using
the set hdlc speed command. Thisis used by SNMP to
indicate the speed that the modem is operating at. The default
isO.

Period of time set to elapse between the transmission of each

frame.
This applies only to PPP interfaces.

Number of times LCP sends configure-request packetsto a
peer station while attempting to open a PPP link.

Number of times LCP sends terminate-request packets to a
peer station to close a PPP link.

Number of times LCP sends configure-nak (nak=not
acknowledged) packetsto a peer station while attempting to
open a PPP link.

Amount of time, in milliseconds, that elapses before LCP
attempts to authenticate the remote station again.
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LCP Options
Max Receive Unit

Magic Number

Authentication

PAP Parameters
Authentication
Request Tries
Retry Timer
Request Timer

PAP |ds/ Passwords

Local ID

Local Password

Remote ID

Remote Password

Maximum packet size that the link handles.

Indicates whether the “magic number” loopback detection
option is enabled or disabled.

Specifies which authentication protocol is used by the router to
authenticate the link. CHAP, PAP, None, or Either are valid
options.Either attempts to use CHAP first, and if not
acceptable it selects PAP. The default is None.

Number of times PAP sendsthentication_request packets to
a peer station while attempting to authenticate the remote
station.

Amount of time, in milliseconds, that elapses before PAP
attempts to authenticate the remote station again.

Amount of time, in milliseconds, that elapses before PAP
assumes that an authentication request is considered to have
failed and PAP terminates the link.

A text string that specifies the identifier of the local station.
PAP sends this string to the remote station to identify itself.

A text string that specifies the password of the local station.
PAP sends this string to the remote station to authenticate its
identifier.

A text string that specifies the identifier of the remote station.
When PAP receives an identifier string from the remote
station, it compares the received string with this string. A
mismatch results in authentication failure.

A text string that specifies the password of the local station.
When PAP receives a password string from the remote station,
it compares the received string with this string. A mismatch
results in authentication failure.
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CHAP Parameters
Authentication
Request Tries

Retry Timer

Request Timer

Number of times CHAP sends authentication_request packets
to a peer station while attempting to authenticate the remote
station.

Amount of time, in milliseconds, that elapses before CHAP
attempts to authenticate the remote station again.

Amount of time, in milliseconds, that elapses before CHAP
assumes that an authentication request is considered to have
failed and CHAP terminates the link.

RepeatAuthentication Amount of time, in minutes, that el apses before CHAP repeats

Timer
CHAP Ids/ Passwords
Local ID

Local Password

Remote ID

Remote Password

MP Options

Base Links

Max Links

authentication. The default is zero (no repeat authentication).

A text string that specifies the identifier of thelocal station.
CHAP sends this string to the remote station to identify itself.

A text string that specifies the password of the local station.
CHAP compares the peer reply message to this string to
authenticate the identifier.

A text string that specifiestheidentifier of the remote station.

A text string that specifies the password of the remote station.
When CHAP receives a challenge from the authenticating
station, it generates areply based on the string.

The minimum number of links the router keeps open,
providing the base bandwidth for the MP bundle. The default
isone.

If this number is greater than the number of fixed links that
have been configured using the set fixed add command, the
router opens dynamic links (Dial Circuits) to make up the
difference.

The maximum number of links the router can use for the
multilink bundle. The difference between Max Linksand the
number of fixed links determines the number of dynamic link
circuitsin the bundle.
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Baseidle timer

BoD threshold

BoD sampletime

BoD baselink line
speed

BoD add link
persistence

BoD delete link
persistence

Default destination
address name

NCP Parameters

Config Request Tries

Terminate Tries

Theidle timer, in seconds, for the base link. It applies only to

demand bundles. A demand bundleisamultilink PPP bundle

with no fixed links, so the base link is a Dial Circuit.
0 — The first Dial Circuit in the base is brought up
immediately and permanently. Additional base links are
brought up a short time later and are also permanent. BoD
links are brought up as needed and are subject to BoD
timers.
1to 65535 — Initially no links are opened. When traffic
arrives the first base link is brought up and times out when
it has been idle for this number of seconds. Additional
base links will operate only via bandwidth on demand.

Thelevel at which the router adds or subtracts bandwidth from
the bundle. The default is 70% utilization.

The period, in seconds, that the router uses to calculate the
traffic load for bandwidth addition or deletion. The router
samples the data rate every second.

The default is 30.

The router’s line speed for all links.
The default is 64 Kbps.

Number of seconds the router waits after determining that the
bandwidth threshold has been exceeded on the base link before
adding a secondary link. The default is five seconds.

Number of seconds the router waits after determining that the
bandwidth has fallen below the threshold on the base link. The
default is ten seconds.

The network dial address of the remote router to which the link
circuits will connect by default. Individual Link circuits can
override this default.

Number of times NCP sendsnfigure-request packets to a
peer station while attempting to open a PPP link.

Number of times NCP sentisminate-request packets to a
peer station to close a PPP link.
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Config Nak Tries

Retry Timer

IPCP Options

IPCP Compression

IP Address

PPP Over Frame Relay
Parameters

Frame Relay
Interface Number

Frame Relay PVC
DLCI Number

CCP Options

Data Compression

Algorithm

Stac: histories

Number of times NCP sends configure-nak (nak=not
acknowledged) packetsto a peer station while attempting to
open a PPP link.

Amount of time, in milliseconds, that elapses before LCP’s
transmission o€onfigure-request (to open the link) and
terminate-request (to close the link) packets times out.
Expiration of this timer causes a “timeout” and the halting of
configure-request andterminate-request packet transmission.

Displays whether or not the PPP handler accepts compressed
data. PPP supports Van Jacobson Compressed TCP/IP.
Enable this option when the point-to-point link is running at a
low baud rate.

Displays whether or not IPCP is configured to send the local IP
address to the remote end of the link. Also displays whether or
not IPCP is configured to request the IP address from the
remote end of the link.

These parameters apply to PPP-FR pseudo interfaces only.

Indicates the interface number of the Frame Relay device that
the PPP-FR device is using.

Indicates the circuit number of the Frame Relay PVC that the
PPP-FR device is using. It is displayed lsst'wor k
Assi gned’ for PPP-FR Dial pseudo devices.

Indicates whether the data compression option has been
enabled or disabled.

Identifies the data compression algorithm that is in use. CCP
currently uses Stac-LZS compression.

Indicates the number of compression histories that CCP can
keep track of. CCP is currently limited to 1 history.
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Sac: check_mode  Indicates the form of data checking that isin use. CCP uses
sequence number checking (SEQ), to ensure that compressed
packets arrive in the correct order.

authentication

Both CHAP (Challenge Handshake Authentication Protocol) and PAP (Password
Authentication Protocol) are authentication protocols for PPP interfaces. Local and
remote authentication can be set to CHAP, PAP, either, or none. You can configure
authentication parameters for both CHAP and PAPR, including request attempts and
timers used by the corresponding protocol. Enter the command at thePPP confi g>
(or eguivalent) prompt.

These fields are described under the list all command.

Example:

list authentication
PAP Par aneters

Aut hent Request Tri es: 20
Retry Tiner: 3000
Request Ti mer: 15000
Repeat Aut hor Ti mer 5

PAP | ds/ Passwor ds

Local ID: none
Local Password: none
Renote | D: none
Renot e Passwor d: none

CHAP Par anet er s

Aut hent Request Tri es: 20
Retry Tiner: 3000
Request Ti mer: 15000
Repeat Authentication Tiner 5

CHAP | ds/ Passwor ds

Local ID: none
Local Password: none
Renote | D: none
Renot e Passwor d: none
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bncp

Lists the Bridging Network Control Protocol options.

Example:

l'ist bncp
BNCP Opti ons

Ti nygr am Conpr essi on: DI SABLED

BNCP Options
Tinygram Indicates whether BNCP Tinygram compression is enabled or
Compression disabled.
ccp

Lists parameters and options for the Compression Control Protocol. Thesefieldsare
described under the list all command.

Example:

hdlc

list ccp

Dat a Conpressi on enabl ed
Al gorithm Stac-LZS
Stac: histories 1

Stac: check_nmpbde SEQ

Lists parameters related to the High-level Data Link Control (HDLC) protocol.
These fields are described under the list all command.

Note: This command applies only to PPP interfaces.

Example:

list hdlc

Maxi mum franme size in bytes = 2048
Encodi ng: NRZ

Idle State: Flag

Cl ocki ng: External

Cabl e type: Undefined

Reported C ock Speed: 0

Transmit Delay Counter: 0
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fixed

Lists the fixed links in an MP Bundle device. These fields are described under the
list all command.

Note: This command applies only to MP Bundle interfaces.

Example:
list fixed
PPP Multilink Protocol Bundle Fixed Links (Bundle 5)

Link 3 PPP- FR PVC Pseudo Device
Link 4 SCC Serial Line
frame-relay

Lists the Frame Relay interface number and PV C DLCI number associated with the
PPP-FR pseudo interface. These fields are described under the list all command.

Note: This command applies only to PPP-FR pseudo interfaces.

Example:

list frane-relay
PPP Over Frane Rel ay Paraneters

Frame Rel ay interface nunber: 1
Frame Relay PVC DLClI nunber: 17

ipcp

Liststhe Internet Protocol control protocol options. These fields are described under
the list all command.

Example:
list ipcp
| PCP Options

| PCP Conpression: None
IP Address: Don’'t Send or Request
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Icp

Lists parameters and options for the Link Control Protocol. These fields are

described under the list all command.

Example:
list lcp
LCP Par anet ers
Confi g Request Tries: 20
Term nate Tries: 10
LCP Options
Max Receive Unit: 2048
Aut henti cati on Protocol: none

mp

Config Nak Tries: 10

Retry Tiner: 3000
Magi ¢ Nunber : Yes
Yes

Liststhe MP optionsfor and MP bundle interface. These options are described under
the list all command. This command is available only when configuring an MP

Bundle device.

Example:
list np
MP Opti ons

Base Li nks:

Max Li nks:

BoD t hreshol d:

BoD sanpl e tine:

BoD base link |ine speed:
BoD add |ink persistence:
BoD del ete |ink persistence:

Default destination address nane:

parameters

2

6

70

30

64000

5

10
vrenote

Lists parameters for all Network Control Protocols. These parameters are described

under the list all command.

Example:
|ist parameters
NCP Par aneters

Confi g Request Tries: 20
Term nate Tries: 10
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profiles

This command is available only when configuring Multilink PPP Bundles. It lists
the Telesaving profiles that have been configured for use by al the Dial Circuitsin
this Mutilink PPP Bundle.

Example:

list profiles
Profile(s) configured:

type: Initial MnimumCall Tiner nane: DEFAULT
type: Call Blocking nane: DEFAULT
type: Call-Back name: DEFAULT

Profiles configured Displays the three telesaving profiles configured for use by this
Dial Circuit.

Type Identifies the type of telesaving profile:
Initial Minimum Timer
Call-Back or
Call Blocking

Name Displays the name of the telesaving profile configured for use by
this Did Circuit. The default profilein all casesis DEFAULT.

List

Display information and counters related to the point-to-point interface and PPP
parameters and options. Thelist all command displays al information related to
PPP. You can display specific groups of information by listing the information for
that group only.

Syntax: list
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all

frame-relay

chap

ccp
compression
mp

bod

Listsall information and counters related to the point-to-point interface and PPP

options and parameters. While the output displayed is shown following the

command example that follows, specific fields are defined under thelist command

that displays that specific statistical group. For example, Error Type fields are

explained under the list error command.

Note: This example shows all possible options and parameters for the PPP
interface. There are additional parameters for MP Bundle devices and

PPP-FR pseudo interfaces.

Example:

list all

Ver si on:

LCP State:

Previ ous State:

Ti me Si nce Change:

Max Receive Unit:
Async Char Mask:
Aut henti cati on:
Magi ¢ Number :

Pr ot ocol Conpr:
Addr/ Cntl Conpr:
32-Bit Checksum

PAP St at e:
Previ ous State:

1

Req Sent

Li sten

18 seconds

Local Renot e
2048 1500
FFFFFFFF FFFFFFFF
None None
8F202AE1 None

No No

No No

No No

Cl osed

Cl osed
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Ti me Si nce Change: 53 minutes and 30 seconds

PAP | ds/ Passwor ds

Local ID: FOO
Local Password: BAR
Renote | D: FOO
Renot e Passwor d: BAR
CHAP St ate: Cl osed
Previ ous State: Cl osed

Ti me Si nce Change: 53 minutes and 30 seconds

CHAP | ds/ Passwor ds

Local ID: FOO

Local Password: BAR

Renpte | D: FOO

Renpt e Passwor d: BAR

| PCP State: Open

Previ ous State: Ack Sent

Ti me Si nce Change: 2 hours, 15 nminutes and 53 seconds
| PCP Option Local Renot e

| P Address 128. 189. 209. 20 None

Conpression Slots None None

DNCP St at e: Cl osed

Previ ous State: Cl osed

Ti me Si nce Change: 5 hours, 15 nminutes and 55 seconds
| PXCP St ate: Open

Previous State: Request Sent

Ti me Si nce Change: 3 hours, 15 nminutes and 55 seconds
BNCP St at e: Cl osed

Previ ous State: Cl osed

Ti me Si nce Change: 5 hours, 15 nminutes and 56 seconds
BNCP Opti on Local Renot e

Ti nygram Conpressi on DI SABLED DI SABLED

Sour ce-route |nfo:
Renpt e si de does not support source-route bridging

ATCP State: Open

Previ ous State:
Ti me Si nce Change:

Request Sent

5 hours,

Appl eTal k Address I nfo:

Common net wor k nunber

=12

15 m nutes and 57

seconds
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Local node ID = 49
Renote node ID = 86

OSI CP State: Cl osed
Previous State: Cl osed
Ti me Si nce Change: 5 hours, 15 minutes and 58 seconds

LCP Statistic I'n Qut
Packet s: 226 2880
Cctets: 6780 40320
Cfg Req: 0 2880
Cfg Ack:
Cf g Nak:
Cfg Rej:
Term Req:
Term Ack:
Echo Req:
Echo Resp:
Di sc Req:
Code Rej:

o

o oo

113
113

OORrRrPrPOOOOO

BOD Statistic
Calls Bandwi dt h Bandwi dt h
Added Del et ed

Current Avail BW 128000 bps
Current Avail BW Usage: 0 %
Failed Calls: 0

PAP Statistic I'n CQut
Packet s: 0
Cctets: 0
Aut h Req: 0
Aut h Ack: 0
Aut h Nak: 0

CHAP Statistic I'n
Packet s: 0
Cctets: 0
Aut h Chal | enge: 0
Aut h Resp: 0
Aut h Success: 0
Auth Failure: 0

| PCP Statistic I'n CQut

Packet s: 5 0
Cctets: 100 170
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Prot Rejects: 0 -

IP Statistic I'n Qut

Packet s: 3456 3456
Cectets: 27648 27648

Prot Rejects: 0 -

CCP State: Open

Previ ous State: Ack Sent

Ti me Si nce Change: 10 minutes and 19 seconds

Local (transnmit) conpressor: Stac-LZS
Negotiated histories: 1
Negot i at ed check node: SEQ

Renpote (receive) deconpressor: Stac-LZS
Negotiated histories: 1
Negot i at ed check node: SEQ

CCP State: Open

Previous State: Ack Sent

Ti me Si nce Change: 10 minutes and 19 seconds

CCP Statistic I'n Qut
Packet s: 2 2
Cctets: 18 18
Reset Reqs: 0 0
Reset Acks: 0 0
Prot Rejects: 0 -

Max size of transmit conpression dictionary: 8398
Local (transnmit) conpressor: Stac-LZS
Local (transnit) conpressor statistics:

Recent conpression ratio: 1.3:1
Si ze of receive deconpression dictionary: 4424
Renpbte (receive) conpressor: Stac-LZS
Rermpte (receive) deconpressor statistics:

Recent conpression ratio: 1.4:1

Conpression Statistic I'n Qut
Packet s: 1 1
Cctets: 54 56

Conpressed Cctets: 38 39

I nconpr essi bl e Packet s: 0 0

Di scarded Packets: 0 0

Prot Rejects: -

DNCP Statistic I'n CQut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
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DN Statistic
Packet s:
Cctets:
Prot Rejects:

| PXCP Statistic
Packet s:

Cctets:

Prot Rejects:

IPX Statistic
Packet s:
Cctets:

Prot Rejects:
BNCP Statistic
Packet s:
Cctets:

Prot Rejects:

ATCP Statistic
Packet s:
Cctets:

Prot Rejects:

AP2 Statistic
Packet s:
Cctets:
Prot Rejects:

OSICP Statistic
Packet s:
Cctets:

Prot Rejects:

OSl Statistic
Packet s:
Cctets:
Prot Rejects:

Error Type

Bad Address:
Bad Control:

—ooo ' — ooo ' — ooo ' —
=} =} =} =}

oOoo !

349
128488
0

I'n

349
128488

Qut

351
129412

Qut

351
129412
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Unknown Protocol : 0 0
I nvalid Protocol: 0 0
Confi g Tineouts: 145

Term nate Ti meouts: 0

ap2

Lists AppleTak Phase 2 statistics for the point-to-point interface. These fields are
the same as those described under the list ip command.

Example:
l'ist ap2
AP2 Statistic I'n Qut
Packet s: 349 351
Cctets: 128488 129412
Prot Rejects: 0
atcp

Lists statistics for the AppleTalk Control Protocol. These fields are the same as
those described under thelist ip command.

Example:
list atcp
ATCP Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
bncp

Lists statistics for the Bridging Network Control Protocol. These fields are the same
as those described under the list ip command.

Example:
l'ist bncp
BNCP Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
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bod

Lists statistics for the Bandwidth on Demand feature. This command is available on
Multilink PPP Bundle devices or Multilink PPP fixed link devices only.

Example:
l'ist bod
BOD Statistic
Calls Bandwi dt h Bandwi dt h
Added Del et ed
0 0
Current Avail BW 128000 bps
Current Avail BW Usage: 0 %
Failed Calls: 14
BOD Satistic
Calls The total number of calls made.
Bandwidth Added The number of times added links have been brought up to
increase the bandwidth
Bandwidth Deleted  The number of times added links have been dropped.

Current Avail BW

The total bandwidth of all currently active links.

Current Avail BWUsage The current bandwidth utilization, expressed a percentage of
the currently availablebandwidth. If thisfigure approachesthe
BoD threshold, bandwidth isincreased by opening another
dynamic link circuit.

Failed Calls

The number of call requests that have failed.
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ccp

Lists statitics for the Compression Control Protocol.

Example:
list ccp

CCP Statistic

Packet s:
Cctets:
Reset Reqs:
Reset Acks:

Prot Rejects:

In Qut
2 2
18 18
0 0
0 0

Max size of transmit conpression dictionary: 20368
Local (transnmit) conpressor: Stac-LZS
Local (transnmit) conpressor statistics:

Recent conpression ratio: 1.3:1
Si ze of receive deconpression dictionary: 4152
Renpote (receive) conpressor: Stac-LZS
Renpte (receive) deconpressor statistics:

Recent conpression ratio: 1.4:1

CCP Satistic
Packets

Octets

Reset Regs

Reset Acks

Prot Regects

Displays the total number of CCP control packets transmitted
(out) and received (in) over the current point-to-point interface.

Displaysthe total number of bytes (in octets) of datain the
CCP control packets transmitted and received over the current
point-to-point interface.

Displays the total number of reset request packets transmitted
and received over the current point-to-point interface. CCP
issues a Reset Request when a compressed packet islost.

Displaysthe total number of reset acknowledgement packets
transmitted and received over the current point-to-point
interface. CCPissuesaReset Acknowledgement in responseto
a Reset reguest. The sequence numbers are then reset.
Intervening packets are | ost.

Displaysthe total number of protocol-reject packets
transmitted and received over the current point-to-point
interface.
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Max size of transmit Memory allocated to the compressor for maintaining

compression
dictionary

Local (transmit)
compressor

Local (transmit)
compressor statistics

Sze of receive
decompression
dictionary

Remote (receive)
compressor

Remote (receive)
decompressor statistics

chap

transmitted data compression history.

The d gorithm being used for datacompression. CCP currently
uses Stac-LZS data compression only.

The compression ratio that has been observed in the recent
sequence of packets. Theratio is calculated by comparing the
number of compressed octets transmitted to the original
number of octetsto be transmitted.

Memory allocated to the decompressor for maintaining
received data compression history.

The algorithm being used for data decompression. CCP
currently uses Stac-L ZS data decompression only.

The compression ratio that has been observed in the recent
sequence of packets. Theratio is cal culated by comparing the
number of compressed octets received to the number of
decompressed octets.

Lists statistics for the Challenge Handshake Authentication Protocol (CHAP).

Example:

l'ist chap
CHAP Statistic
Packet s:
Cctets:

Aut h Req:

Aut h Ack:

Aut h Nak:

CHAP Statistic

Packets

[eNeoNeoNoNe)
[eNeoNeoNoNe)

Displaysthe total number of CHAP packets transmitted (out)
and received (in) over the current point-to-point interface.
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Octets

Auth Req

Auth Ack

Auth Nak

compression

Displaysthe total number of bytes of CHAP data, in octets,
transmitted and received over the current point-to-point
interface.

Displaysthetotal number of authentication packetstransmitted
and received over the current point-to-point interface.

Displays the total number of acknowledgement packets
transmitted and received over the current point-to-point
interface.

Displaysthe total number of negative acknowledgement
packets transmitted and received over the current point-to-
point interface.

Lists statistics for the compressed packets that have been exchanged.

Example:
|'i st conpression

Conpression Statistic I'n Qut

Packet s:
Cctets:
Conpressed Cctets:

I nconpr essi bl e Packet s:

Di scarded Packets:
Prot Rejects:

Compression Statistic

Packets

Octets

Compressed Octets

o0
o
o

OOO(A)U'II—‘:
o

Displays the total number of compressed packets transmitted
(out) and received (in) over the current point-to-point interface.

Displaysthe total number of bytes (in octets) of data before
being compressed for transmission and after being
decompressed when received over the current point-to-point
interface.

Displaysthe total number of bytes (in octets) of compressed
datain the packets transmitted and received over the current
point-to-point interface.
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Incompressible Displays the total number of packets that could not be

Packets compressed. If datathat has already been compressed is being
transmitted, then compression can actually make the data
grow. If the packet size exceeds the Max Receive Unit for the
LCP, then CCP sends the data uncompressed.

If this counter increases, no datais lost, but performanceis
reduced because of the Reset Requests.

Discarded Packets  Displaysthe total number of bytes (in octets) of discarded
packets transmitted and received over the current point-to-
point interface.

Prot Regjects Displaysthe total number of protocol-reject packets
transmitted and received over the current point-to-point
interface.

control
atcp
bncp
lcp
pap
chap
ipcp
dncp
ipxcp
osicp
ccp
mp

Listsinformation and counters related to the specified control protocol.

Example:
list control atcp
ATCP State: Cl osed
Previ ous State: Cl osed
Ti me Si nce Change: 6 hours, 27 minutes and 7 seconds

Appl eTal k Address I nfo:
Common networ k nunber = 12
Local node ID = 49

Renote node ID = 76

The ATCP State fields are the same as those described under the list control Icp
command.
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AppleTalk Address Info

Common network Displays the network number of the two ends of the point-to-
number point link. (Y ou must statically configure both ends of the link
to have the same network number.)

Local node ID Displays the unique node number of the local end of the link.

Remote node ID Displaysthe unique node number of the remote end of the link.
Example:

l'ist control bncp

BNCP St at e: Cl osed

Previ ous State: Cl osed

Ti me Si nce Change: 5 hours, 25 minutes and 3 seconds

BNCP Opti on Local Renot e

Ti nygram Conpr essi on DI SABLED DI SABLED

Source-route |nfo:
Renpt e si de does not support source-route bridging

The BNCP State fields are the same as those described under the list control Icp

command.

BNCP Option
Tinygram Displays whether or not Tinygram Compression is enabled or
Compression disabled on the local and remote ends of the link.

Source-route Info Displays whether or not source route bridging is enabled for
the local and remote ports that correspond to this interface.
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Example:
list control ccp
CCP State: Open
Previ ous State: Ack Sent
Ti me Si nce Change: 10 minutes and 19 seconds

Local (transnmit) conpressor: Stac-LZS
Negotiated histories: 1
Negot i at ed check node: SEQ

Renpte (receive) deconpressor: Stac-LZS
Negotiated histories: 1
Negot i at ed check node: SEQ

The CCP State fields are the same as those described under the list control Icp
command.

Local (transmit) The a gorithm being used for datacompression. CCP currently
compressor uses Stac-LZS data compression only.

Negotiated histories The number of Stac-LZS data compression histories that CCP
can keep track of at any onetime. CCP currently supports only
1 history per PPP link.

Negotiated check The data validation method in use by CCP. CCP adds a
mode sequence number (SEQ) to each packet to ensure that
compressed packets arrive in the correct order.

Remote (receive) The algorithm being used for data decompression. CCP
decompressor currently supports Stac-LZS data decompression only .

Negotiated histories The number of Stac-LZS data decompression histories that
CCP can keep track of at any onetime. CCP currently supports
only 1 history per PPP link.

Negotiated check The data validation method in use by CCP. CCP checksthe
mode sequence number (SEQ) of each received packet to ensurethat
compressed packets arrive in the correct order.
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Example:

l'ist control chap

St at e:

Previous State:

Ti me Si nce Change:
CHAP | ds/ Passwor ds

Local ID:
Local Password:

Renote I D:
Renot e Passwor d:

Sate

Sate (continued)

Previous Sate

Time Since Change

Cl osed
Cl osed
53 mnutes and 30 seconds

FOO
BAR

FOO
BAR

Displaysthe current state of the authentication protocol. These
states include the following:

* Closed — Indicates that the link is down and thésao
attempt being made to open it. This statticates that
authentication is not in progress.

* Closing — Indicates that authentication has faited! the
link is in the termination process.

Listen — Indicates that the local station is waitifigr an
authentication challenge from the remote station.

* ChallengeSent — The local station has sent a challenge and
is waiting for a response.

* Response Sent — The local station has sent a response and
is waiting for a success/failure.

*  Success Sent — The local station has verified
authentication.

*  Success Received — The local station has received
verification.

* Opened — Authentication is complete and link
establishment is proceeding.

Displays the state of the protocol prior to the state displayed in

the State field. These states are the same as those described in

CHAP Sate above.

Displays the amount of time the link is in the present state.
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CHAP Ids/Passwords
Local ID

Local Password

A text string that specifies the identifier of thelocal station.
CHAP sends this string to the remote station to identify itself.

A text string that specifies the password of the local station.
CHAP compares the peer reply message to this string to
authenticate the identifier.

Remote ID A text string that specifiestheidentifier of the remote station.

Remote Password A text string that specifiesthe password of the remote station.
When CHAP receives a challenge from the authenticating
station, it generates areply based on the string.

Example:

l'ist control dncp

DNCP St at e: Cl osed

Previous State: Cl osed

Ti me Si nce Change: 6 hours, 23 nminutes and 37 seconds

The DNCP State fields are the same as those described under the list control Icp

command.
Example:
l'ist control ipcp
| PCP State: Li sten
Previ ous State: Cl osed
Ti me Si nce Change: 20 seconds
| PCP Option Local Renot e
| P Address 128. 189. 209. 20 None
Conpression Slots None None

The IPCP State fields are the same as those described under the list control Icp

command.

IPCP Option
IPCP Address

Compression Sots
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The IP address of the local and remote ends of thelink, if
available.

The number | P headers saved for reference to determine the
type of compression that is enabled.
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Example:

list control
| PXCP State:
Previ ous State:

Ti me Si nce Change:

i pxcp

Cl osed
Cl osed
2 hours, 9 minutes and 2 seconds

The IPXCP State fields are the same as those described under the list control Icp

command.

Example:

list control lcp

LCP State:
Previous State:

Ti me Si nce Change:

Max Receive Unit:

Async Char Mask:
Aut henti cati on:
Magi ¢ Nunber :

Pr ot ocol Conpr:
Addr/ Cntl Conpr:
32-Bit Checksum

LCP Sate

Li sten

Req Sent

8 seconds
Local Renot e
2048 1500
FFFFFFFF FFFFFFFF
None None
B87DA37F None
No No
No No
No No

Displaysthe current state of the point-to-point link. These

states include the following:

* Open-—Indicates that a connection was made and data can
be sent. The retry timer does not run in this state.

¢ Closed — Indicates that the link is down and there is no
attempt being made to open it. In this state, all connection
requests from peers are rejected.

¢ Listen— Indicates that the link is down and there is no
attempt being made to open it. In contrast to the CLOSED
state, all connection requests from peers are accepted.

* Request-Sent — Indicates that an active attempt is being
made to open the link. éonfigure-request packet was
sent but a&onfigure-ack was not yet received nor was one
sent. The retry timer is running at this time.
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* Ack-Received — Indicates that eonfigure-request packet
was sent and eonfigure-ack packetwas received. The
retry timer is still running since@nfigure-ack packetwas
not transmitted.

* Ack-Sent — Indicates that eonfigure-ack packetand a
configure-request packet were sent butcanfigure-ack
packetwas not received. The retry timer always runs in
this state.

* Closing —Indicates that an attempt is being made to close
the connection. Aerminate-request packetwas sent but a
terminate-ack packetwas not received. The retry timer is
running in this state.

Previous State Displays the state of the point-to-point link prior to the state
displayed in the LCP State field. These states are the same as
those described in the LCP State field.

Time Since Change Displays the amount of time the link is in the present state.
LCP Option

Max Receive Unit  Displays the maximum packet size set for both the local and
remote end of the link.

Async CharMask Not currently supported. PPP accepts this option but ignore it.

Authentication Displays the authentication protocol that is used.

Magic Number The current magic number for both the local and remote end of
the link.

Protocol Compr Not currently supported. PPP rejects this option if it is
received.

Address/Cntl Compr Not currently supported. PPP rejects this option if it is
received.

32-Bit Checksum Not currently supported. PPP rejects this option if it is
received.
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Example:
list control np
MP Opti ons
Base Li nks: 2
Max Li nks: 6
Active Links: 2
Endpoi nt d ass: 3
Renpt e Endpoint |D: AA55EE8ED980
Max Rcv Reconst Unit: 2848
BoD sanpl e tine: 30
BoD base link |ine speed: 64000
BoD add |ink persistence: 5
BoD del ete Iink persistence: 10

MP Options

Base Links

Max Links

Active Links

Endpoint Class

Number of links the router opens as a base for an MP bundle.
The default is one.

The maximum number of links the router can use for the
multilink bundle. The difference between Max Linksand the
number of fixed links determinesthe number of dynamic link
circuitsin the bundle.

The number of links currently active.

I dentifiesthe class of system transmitting packets. Thisisused
for endpoint discrimination to ensure that al links joining the
MP bundle are from the same peer system. The classesindicate
the type of addressing used for the unique Endpoint ID as
follows:

* 0- Indicates that Endpoint discrimination is not being
used.

* 1-Locally assigned address, for example device serial
number.

* 2 - Internet Protocol (IP) Address.
e 3-MAC Address.
* 4 - PPP Magic number block.

* 5-— Public Switched Network Directory number.
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Remote Endpoint ID  Uniquely identifies the remote system. The ID format depends
on the Endpoint Class.

Max Rev Reconst M aximum Receive Reconstruction Unit specifies the

Unit maximum number number of octetsin theinformation fields of
reassembl ed packets. It must be large enough to accept packets
up to the size of the MRU LCP option in PPP.

BoD sampletime The number of seconds the router uses as a basis for
establishing a history of line usage. The default is 30.

BoD baselinkline  The router’s line speed for the base link. The default is 64000.
speed

BoD add link Number of seconds the router waits after determining that the

persistence bandwidth threshold has been exceeded on the base link before
adding a secondary link. The default is five seconds.

BoD delete link Number of seconds the router waits after determining that the

persistence bandwidth has fallen below the threshold on the base link. The

default is ten seconds.

Example:
l'ist control osicp
OSI CP State: Cl osed
Previ ous State: Cl osed
Ti me Si nce Change: 6 hours, 28 nminutes and 32 seconds

The OSICP State fields are the same as those described under the list control Icp
command.

Example:
l'ist control pap
St at e: Cl osed
Previ ous State: Cl osed

Time Since Change: 53 minutes and 30 seconds

PAP | ds/ Passwor ds

Local ID: FOO
Local Password: BAR
Renote | D: FOO
Renot e Passwor d: BAR
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PAP Sate

Previous Sate

Time Since Change
PAP lds/Passwords
Local ID

Local Password

Remote ID

Displaysthe current state of the authentications protocol.
These states include the following:

* Closed — Indicates that the link is down and theseno
attempt being made to open it. This siatficates that
authentication is not in progress.

* Closing — Indicates that authentication has faited! the
link is in the termination process.

¢ Listen— Indicates that the local station is waitifigr an
authentication request from the remattation.

* Reg Sent — The local station has sent tlaathentication
request containing the local ID apdssword. The remote
station has not responded.

* Ack Revd - local station has received positive
acknowledgement for its ID and password.

* Ack Sent — The local station has received themote
station’s ID and password and has sent
acknowledgement.

* Opened -Authentication is complete and link
establishment is proceeding.

Displays the state of the pap protocol prior to the state
displayed in the PAP State field. These states are the same as
those described in PAP Sate above.

Displays the amount of time the link isin the present state.

The identifier string sent by thelocal station in an
authentication request packet.

The password string sent by the local station in an
authentication request packet.

The identifier string expected by the local station when an
authentication request packet isreceived.
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dn

Remote Password ~ The password string expected by the local station when an
authentication request packet isreceived.

Lists statistics related to DECnet packets for the point-to-point interface. These
fields are the same as those described under the list ip command.

Example:
list dn
DN Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
dncp

Lists statistics for the DECnet Control Protocol. These fields are the same as those
described under the list ip command.

Example:
l'ist dncp
DNCP Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
errors

Listsinformation related to all error conditions tracked by the PPP software.

Example:

list error
Error Type Count Last One

Bad Address: 0 0
Bad Control: 0 0
Unknown Protocol : 0 0
I nvalid Protocol: 0 0
Confi g Tineouts: 0 0
Term nate Ti meouts: 0 0
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Error Type
Bad Address Displaysthe total number of bad addresses encountered over
the point-to-point link.
Bad Control Displaysthe total number of bad control packets encountered

over the point-to-point link.

Unknown Protocol  Displaysthe total number of unknown protocol packets
encountered by the current link.

Invalid Protocol Displaysthe total number of invalid protocol packets
encountered by the current link.

Config Timeouts Displays the total number configuration timeouts experienced
by the link.

Terminate Timeouts Displays the total number of link termination timeouts
experienced by the link.

frame-relay
Lists statusinformation for the Frame Relay PV C associated with the PPP-FR
pseudo interface.
Note: This command applies only to the PPP-FR PV C pseudo interface.

Example:

list frane-relay
Frame Relay PVC Statistics

Frame Relay Interface Nunber: 2

Franes Franes
Circuit# Circuit Nane State Transnmitted Recei ved
100 PPP Pseudo Net 8 I nactive 2384850 71717

Frame Relay Interface  Indicates the network number of the Frame Relay interface.
Number

Circuit Number Indicates the DL Cl number of the configured PV C at thelocal
Frame Relay interface.
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Circuit Name

Sate

Frames Transmitted

Frames Received

ip

Indicates the ASCI| designation of the configured PVC at the
local Frame Relay interface. This nameis set to PPP Pseudo
Net for all PPP-FR circuits.

Indicates the current state of the circuits (Active, Inactive or
Congested).

Indicates the total number of frames transmitted over the
current PPP-FR pseudo interface.

Indicates the total number of frames received over the current
PPP-FR pseudo interface.

Listsall information related to | P packets over the point-to-point link.

Example:
list ip
Ip Statistic

Packet s:
Cctets:
Prot Rejects:

Ip Statistic

Packets

Octets

Prot Regjects

In Qut
349 351
128488 129412

0

Displaysthe total number of IP packets transmitted (out) and
received (in) over the current point-to-point interface.

Displaysthe total number of bytes of 1P data, in octets,
transmitted and received over the current point-to-point
interface.

Displaysthe total number of protocol-reject packets
transmitted and received over the current point-to-point
interface.
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ipcp
Lists IPCP statistics for the point-to-point interface. These fields are the same as
those described under the list ip command.

Example:
list ipcp
I pcp Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0
ipx

ListsIPX statistics for the point-to-point interface. These fields are the same as
those described under the list ip command.

Example:
l'ist ipx
I PX Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
ipxcp

Lists statistics for the IPX control protocol. These fields are the same as those
described under the list ip command.

Example:
l'ist ipxcp
| PXCP Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
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Icp

Lists statistics for the Link Control Protocol.

Example:

list lcp
LCP Statistic
Packet s:
Cctets:
Cfg Req:
Cfg Ack:
Cf g Nak:
Cfg Rej:
Term Req:
Term Ack:
Echo Req:
Echo Resp:
Di sc Req:
Code Rej:

LCP Satistic

Packets

Octets

Cfg Req

Cfg Ack

Cfg Nak

Cfg Rej

e

3833
53662
3833

OOOOOOOOOOOO:
o

[cNeoNoNoNoNoNoNe)

Displaysthe total number of packets transmitted (out) and
received (in) over the current point-to-point interface.

Displaysthe total number of bytesin octets transmitted and
received over the current point-to-point interface.

Displaysthe total number of configure-request packets
transmitted and received over the current point-to-point
interface.

Displaysthe total number of configure-ack (acknowledged)
packets transmitted and received over the current point-to-
point interface.

Displays the total number of configure-nak (not
acknowledged) packets transmitted and received over the
current point-to-point interface.

Displaysthe total number of configure-reject packets
transmitted and received over the current point-to-point
interface.
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Term Req

Term Ack

Echo Req

Echo Resp

Disc Req

Code Rgj

mp

Displaysthe total number of terminal-request packets
transmitted and received over the current point-to-point
interface.

Displaysthe total number of terminal-ack (acknowledged)
packets transmitted and received over the current point-to-
point interface.

Displays the total number of echo-request packets transmitted
and received over the current point-to-point interface.

Displaysthe total number of echo-response packets
transmitted and received over the current point-to-point
interface.

Displays the total number of discard-request packets
transmitted and received over the current point-to-point
interface.

Displaysthe total number of code-reject packets transmitted
and received over the current point-to-point interface.

Lists statistics for the MP control protocol. These fields are the same as those
described under the list ip command. This command is available on Multilink PPP
devices (bundles, fixed links or link circuits) only.

Example:

list np

MP Statistic
Packet s:
Cctets:

Prot Rejects:

In Qut
0 0
0 0
0
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osi

Lists OSl statistics for the point-to-point interface. These fields are the same as
those described under the list ip command.

Example:
l'ist osi
OSl Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
osicp

Lists statistics for the OSI Control Protocol. These fields are the same as those
described under the list ip command.

Example:
l'ist osicp
OSICP Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Prot Rejects: 0 -
pap
Lists statistics for the Password Authentication Protocol (PAP).
Example:
l'ist pap
PAP Statistic I'n Qut
Packet s: 0 0
Cctets: 0 0
Aut h Req: 0 0
Aut h Ack: 0 0
Aut h Nak: 0 0
PAP Statistic
Packets Displaysthetotal number of PAP packetstransmitted (out) and

received (in) over the current point-to-point interface.
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Octets Displaysthe total number of bytes of PAP data, in octets,
transmitted and received over the current point-to-point
interface.

Auth Req Displaysthetotal number of authentication packetstransmitted
and received over the current point-to-point interface.

Auth Ack Displays the total number of acknowledgement packets
transmitted and received over the current point-to-point
interface.

Auth Nak Displaysthe total number of negative acknowledgement
packets transmitted and received over the current point-to-
point interface.

Profile-list

This command applies only to Multilink PPP Bundle devices.

It displays the telesaving profiles which have been configured on the router using the
Tel feature. This command is used to display the available profile definitions before
you use the set command to select the profileswhich will be used by all Dia Circuits
inthe MP Bundle.

Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.

Syntax: profile-list
blocking
call-back
initial-minimum-timer
blocking

Displaysthe call blocking telesaving profiles.

Example:
profile-list blocking
LI ST profile(s) - BLOCKING * = current active action
Enter profile name, or ALL (1 to 15 characters): [1? all
Type Nanme Def aul t Bl ocki ng
BLOCKI NG DEFAULT *Action :- NONE

Clear Active Calls :- DI SABLE

8-64 Configuring and Monitoring Point-to-Point Protocol Network Interfaces



8.6 Point-to-Point Configuration and Console Commands

No bands defi ned

Type Name Def aul t Bl ocki ng

BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE
2 SATURDAY  SATURDAY 08: 30 12: 00 NONE

*** End of profile listing ***

List profile(s) BLOCKING. Thisisacall-blocking profile.

Enter profilename  Specify the name of the call blocking profile you want to list, or
ALL todisplay all call blocking profiles.

Type Indicates the type of profile being displayed. BLOCKING
indicates that thisis a call-blocking profile.

Name Indicates the name used to identify this profile. Thenamehas 1 to
15 characters.

Default Blocking

Action The default call blocking action which isused if none of the
configured bands apply.
None —Allow incoming and outgoing calls.
Incoming — Do not accept incoming calls.
Outgoing — Do not allow outgoing calls.
Both — Do not allow incoming or outgoing calls.
The asterisk (*) indicates that thisis the currently active action.

Clear Active Indicates whether active calls will be cleared when this band
Calls becomes active.

Enable — Active calls, in the direction specified Bygtion,
will be cleared when this band becomes active.

Disable — Active calls will not be cleared when this band
becomes active.
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Band Indicates the sequence number of the timeband defined within
each profile. If timebands overlap, then the band with the highest
sequence number takes priority over those with alower number.

The asterisk (*) indicates that thisis the currently active band.

Sart Day Indicates the day of the week on which this timeband begins.
End Day Indicates the day of the week on which this timeband ends.
Start Time Indicates the time of day at which this timeband begins. The

format is hh:mm, where hh represents the hour, in the range 00 to
23, and mm represents minutes and is either 00 or 30.

End Time Indicates the time of day at which thistimeband ends. The format
is hh:mm, where hh represents the hour, in the range 00 to 24, and
mm represents minutes and is either 00 or 30.

Action Indicates the call blocking action which is used when this
timeband is active.

None —Allow incoming and outgoing calls.
Incoming — Do not accept incoming calls.
Outgoing — Do not allow outgoing calls.

Both — Do not allow incoming or outgoing calls.

List profile(s) BLOCKING. Thisisacall-blocking profile.

call-back

Displays the call-back telesaving profiles.

Example:
profile-list call-back
LI ST profile(s) - CALL-BACK * = current active action
Enter profile name, or ALL (1 to 15 characters): [1? clbOl
Type Name Default Call-Back
CALL- BACK CLBO1 Action :- NONE
Del ay nms 1000
Wait seconds 20
Band Start Day End Day Start Time End Time Action
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*1 MONDAY

2 SATURDAY

FRI DAY 08: 30 18: 30 ACCEPT
SATURDAY 08: 30 12: 00 ACCEPT

*** End of profile listing ***

List profile(s)

Enter profile name

Type

Name

Default Call-Back

Action

Accept Delay

Wait

Band

CALL-BACK. Thisisacall-back telesaving profile.

Specify the name of the call-back profile you want to list, or ALL
to display all call-back profiles.

Indicates the type of profile being displayed. CALL-BACK
indicates that thisis a call-back profile.

Indicates the name used to identify this profile. Thenamehas 1 to
15 characters.

Thedefault call back action whichisused if none of the configured
bands apply.
None —Do not use call back.

Accept — Call back the remote station when monitoring
incoming calls.

Request — Request call-back from remote station on outgoing
calls.

The asterisk (*) indicates that thisis the currently active action.

Indicatesthethe default interval, in milliseconds, that the acceptor
waits before redialing when calling back to the remote station.
The range is 100 to 5000 milliseconds, and the default valueis
1000 milliseconds.

Indicates the default interval, in seconds, that the Receiver waits
for a remote station to respond to an outgoing call which requests
call-back.

Therangeis 5 to 120 seconds and the default value is 20 seconds.

Indicates the sequence number of the timeband defined within
each profile. If timebands overlap, then the band with the highest
segquence number takes priority over those with alower number.

The asterisk (*) indicates that thisis the currently active band.
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Sart Day Indicates the day of the week on which this timeband begins.
End Day Indicates the day of the week on which this timeband ends.
Start Time Indicates the time of day at which this timeband begins. The

format is hh:mm, where hh represents the hour, in the range 00 to
23, and mm represents minutes and is either 00 or 30.

End Time Indicates the time of day at which thistimeband ends. The format
is hh:mm, where hh represents the hour, in the range 00 to 24, and
mm represents minutes and is either 00 or 30.

Action Indicates the call back action which is used when thistimeband is
active.

None —Do not use call back.

Accept — Call back the remote station when accepting
incoming calls.

Request — Request call-back from remote station on outgoing
calls.

List profile(s) CALL-BACK. Thisisacall-back telesaving profile.
initial-minimum-timer

Displays the initial minimum timer telesaving profiles.

Example:
profile-list initial-mninumtimer
LI ST profile(s)-INTIAL-M N MUM Tl MER * = current active tiner
Enter profile name, or ALL (1 to 15 characters): [1? all
Type Name Default Timer(secs)
I NI TI AL- M NI MUM Tl MER DEFAULT 00090
Band Start Day End Day Start Tinme End Tinme Tinmer(secs)
1 MONDAY FRI DAY 00: 00 24:00 00050
*2 MONDAY FRI DAY 08: 00 18: 00 00030
Type Nanme Default Ti mer (secs)
I NI TI AL- M NI MUM Tl MER | MCTO1 00120
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*1 MONDAY

Band Start Day End Day Start Time End Tinme Tinmer(secs)
FRI DAY 08: 00 19: 00 00060
SATURDAY 00: 00 24:00 00090

2 SATURDAY

*** End of profile listing ***

List profile(s)

Enter profile name

Type

Name

Default Timer

Band

Sart Day
End Day

Sart Time

End Time

Timer

INITIAL-MINIMUM-TIMER. Thisisan initial minimum timer
profile.

Specify the name of the initia minimum timer profile you want to
list, or ALL todisplay al initial minimum timer profiles.

Indicates the type of profile being displayed. INITIAL-
MINIMUM-TIMER indicatesthat thisisaninitial minimum timer
profile.

Indicates the name used to identify this profile. Thenamehas 1 to
15 characters.

Indicates the default minimum time, in seconds, that callswill be
connected. This timer is used when no other timeband in the
profileisactive.

Indicates the sequence number of each timeband in the profile. If
timebands overlap, then the band with the highest sequence
number takes priority over those with alower number.

The asterisk (*) indicates that thisis the currently active band.
Indicates the day of the week on which this timeband begins.
Indicates the day of the week on which this timeband ends.

Indicates the time of day at which this timeband begins. The
format is hh:mm, where hh represents the hour, in the range 00 to
23, and mm represents minutes and is either 00 or 30.

Indicates the time of day at which thistimeband ends. The format
is hh:mm, where hh represents the hour, in the range 00 to 24, and
mm represents minutes and is either 00 or 30.

Indicates the minimum time, in seconds, that calls will be
connected when this timeband is active.
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Set

Sets HDL C parameters (PPP serial interface only), LCP options and parameters,
I|PCP options, BNCP options, Frame Relay parameters (PPP-FR pseudo interface
only), PAP and CHAP parameters and ID's/Passwords, and NCP parameters.
Parameters affect only the intgce thatyou are configuring.

For MP Bundle devices this command is also used to set the fixed links and dynamic
link circuits (Dial Circuits) in the bundle and specify which telesaving profiles are to
be used by the Dial Circuits. When using $secommand to configure an MP

Bundle, the options affect all links in the bundle.

You must use theet frame-relay command to establish the Frame Relagirifiaice
and PVC that the PPP-FR pseudo interface will use before you can make use of a
PPP-FR circuit.

Note: Values immediately following the command option prompts reflect the
current setting of that option. They are not always the default values.

Syntax: set
authentication
bnep
ccp ...
fixed
frame-relay
hdlc
ipcp . ..
lep ...
mp
parameters . . .
blocking
call-back
initial-minimum-call-timer
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authentication

Sets the authentication parameters and ID’s/Passwords for the CHAP and PAP
authentication protocols. Use thet authentication command to set up records for
both the local and remote devices. Enter the command BPEheonf i g> prompt.

Syntax: set authentication
local ...
remote ...
parameters ...
Example:

set authentication |ocal chap
Local ID: [default]: new ID
Local Password: none

Example:

set authentication |ocal pap
Local ID: [default]: new ID
Local Password: [none]

Local ID A text string that specifies the identifier of thelocal station.
CHAP and PAP send this string to the remote station to
identify itself. Thestring can contain any combination of up to
255 aphanumeric characters.

Local Password A text string that specifies the password of the local station.
PAP sends this string to the remote station to authenticate its
identifier if the remote station requests authentication. If
CHAP authentication is enabled it uses this string to generate
an authentication challenge to the remote station and to
compare with the remote’s response. The string can be any
combination of up to 255 alphanumeric characters.

Example:

set authentication remote chap
Rermote ID []:
Renpte Password []:
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Example:

set authentication renote pap
Rermote ID []:
Renpte Password []:

Remote ID A text string that specifies the identifier of the remote station.
If this station has PA P authentication enabled then it requests a
PAP ID string and password from the remote station. The
received ID string is compared with this value. A mismatch
resultsin authentication failure.
CHAP uses the remote ID to generate a response to an
authorization challenge from the remote station.

The string can contain any combination of up to 255
alphanumeric characters.

Remote Password A text string that specifiesthe password of the remote station.
PAP uses this string to authenticate passwords received from
the remote station. CHAP usesthis string to generate a
response to a challenge. The string can be any combination of
up to 255 a phanumeric characters.

Example:
set authentication paraneters pap

Sets the Password Authentication Protocol parameters. These parameters affect only

the specific interface for which you are setting them.
Request tries [20] 7
Retry timer (nSec) [3000] ?
Request tiner (nSec) [ 15000] ?

Request tries Sets the number of authentication-request packets PAP sends
to a peer station to attempt to authenticate the remote station.
Therangeis1to 100. The default is20.

Retry timer Sets the amount of time, in milliseconds, that el apses before
PAP attempts to authenticate the remote station again. The
range is 200 to 30000 milliseconds. The default is 3000
milliseconds.
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Request timer Sets the amount of time, in milliseconds, that el apses before
PAP assumes an authentication request is considered to have
failed and PAPterminatesthelink. Therangeis200 to 150000
milliseconds. The default is 15000 milliseconds.

Example:
set authentication paraneters chap

Sets the Challenge Handshake Authentication Protocol parameters. These
parameters affect only the specific interface for which you are setting them.

Request tries [20] 7
Retry tinmer (nSec) [3000] ?
Request tiner (nSec) [ 15000] ?

Repeat Authentication Tiner (mn) [0]?

Request tries Sets the number of authentication-request packets CHAP
sends to a peer station to attempt to authenticate the remote
station. Therangeis1to 100. The default is 20.

Retry timer Sets the amount of time, in milliseconds, that el apses before
CHAP attempts to authenticate the remote station again. The
range is 200 to 30000 milliseconds. The default is 3000
milliseconds.

Request timer Sets the amount of time, in milliseconds, that el apses before
CHAP assumes an authentication request is considered to have
failed and CHAP terminates thelink. The rangeis 200 to
150000 milliseconds. The default is 15000 milliseconds.

Repeat Authentication Amount of time, in minutes, that el apses before CHAP repeats
Timer authentication. The default is zero (no repeat authentication).

bncp
Sets Bridging Network Control Protocol (BNCP) parameters.

Example:
set bncp
TI NYGRAM COMPRESSI ON [ no] :
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TINYGRAM Specifies whether or not Tinygram Compressionisused. This

COMPRESSION optionsisuseful for some protocols, such asLocal Area
Terminal (LAT), that are proneto problemswhen bridged over
low-speed (64 Kbps and below) lines. In these protocols,
zeroes are added between the data and the frame checksum to
pad the Protocol Data Unit (PDU) to the minimum size.
Tinygram compression removes the zeroes and preserves the
frame checksum at the transmitting end. At thereceiving end,
it restores the packet to the minimum length.

ccp state

Allows you to specify whether Compression Control Protocol (CCP) is enabled or
disabled at startup. You must enable CCP at both ends of thelink in order to use CCP
compression.

Stateis either enabled or disabled. The default is disabled.

Example:

set ccp enabl e
CCP conpressi on was di sabl ed, now enabl ed.

fixed

Sets the fixed lines (leased line or PPP-FR pseudo devices) in a MP bundle. Use the
set fixed command to add or delete fixed lines. Enter the command at the
MPB confi g> prompt.

Syntax: set fixed
add ...
delete ...

Example:
set fixed add
Link [1-32] [0]?

Adds the specified leased line interface or PPP-FR PV C pseudo device to the MP

Bundle. The datalink of the specified device must already be set to Multilink PPP,
using the set data-link multilink-ppp command at the Conf i g> prompt.
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Example:

set fixed delete
Link [1-32] [0]?

Deletes the specified device from the MP Bundle.

frame-relay

This command is mandatory when configuring a PPP-FR pseudo interface. It
creates a PV C on the Frame Relay interface, associates it with this PPP-FR pseudo
interface, and sets the Frame Relay options and parameters. You cannot create alink
over the PPP-FR pseudo interface until you have issued this command.

Note: This command is not applicable to PPP interfaces or PPP-FR Dial
pseudo devices.

Example:
set frame-rel ay
Frame Relay interface nunber? [0]? 2
Frame Relay PVC DLClI number? [0]? 333
Committed Infornmation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?

Frame Relay interface  Indicates the number of the Frame Relay Interface which the
number PPP-FR interface isto use.

Frame Relay PVC DLCI  Indicates the circuit number in the range of 16 to 1007. This

Number circuit number must not be already allocated. The PV C will be
created and dedicated for use by the PPP-FR pseudo interface.
The default value shows the current setting for this PPP-FR
pseudointerface. Itisinitially setto 0, whichisanillegal value,
so you must define avalid circuit number.

Committed Information  Indicates the committed information rate (CIR) in arange of

Rate (CIR) 300 bps to 2048000 bps. The default is 64000 bps.
Committed Burst Size Indicates the number of the committed burst size (Bc) ina
(Be) range of 300 bpsto 2048000 bps. The default is 64000 bps.

Excess Burst Size (Be) Indicates the number of the excess burst size (Be) in arange of
0 bps to 2048000 bps. The default is 0 bps.
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hdlc

Sets the HDL C options. Enter the command at thePPP conf i g> prompt.

Syntax: set hdlc
encoding nrz or nrzi
frame-size size
idle flag or mark
speed speed
transmit delay microseconds
Example:

set hdl ¢ encodi ng nrzi

Sets the HDL C transmission encoding scheme for this interface (or port) to either
NRZ (non-return to zero) or NRZI (non-return to zero inverted). The default is
NRZ.
Example:

set hdl c frarme-size

Franme Size [1500] ? 4088
Sets the maximum frame size, in bytes, that can be received over the datalink, in the
range 576 to 4088.

Example:
set hdlc idl e flag

Sets the datalink idle state to either Flag or Mark. The default is Flag.

Example:

set hdl ¢ speed
Reported C ock Speed [ 0] 264000

Sets the reported clock speed, in bits per second. Thisis used by SNMP to indicate
the speed that the modem is operating at. The default is O.

Example:
set hdlc transmt-delay 30

Sets the period of time, in microseconds, between the transmission of each frame.
For all platforms, the default is 0.
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ipcp

Sets al Internet Protocol control protocol options for the link. Options are settings
that are active across the entire link.

Example:
set ipcp
| P COWPRESSI ON [ no] :
Send our | P address [no]:
Request their | P address [no]:

IP COMPRESSON Selects whether or not the PPP handler accepts compressed
data. PPP supports Van Jacobson Compressed TCP/IP (RFC
1144). Enable this option when the point-to-point link is
running at alow baud rate.

Setting this value to Y es enables compression. Setting this
value to No disables compression. The default is No.

Send our IP address Specifies whether or not to send the local IP addressto the
remote end of thelink. Set thisoption to Yesif the other end
of thelink requiresthe IP address. In either case, the PPP
software sends the local |P address if the other end of the link
requestsit.

Request their IP address  Specifies whether or not to request the I P address from the
remote end of thelink. If the PPP softwarereceivesthe remote
I P address, it displays the address with the PPP monitoring
statistics.

Icp options or parameters

Setsthe Link Control Protocol options and parameters for the PPP link. Options are
active across the entire link. Parameters affect only the specific interface you are
configuring.

Example:

set | cp options

Maxi mum Recei ve Unit (bytes) [2048]?

Magi ¢ Nunmber [yes]:

Set MRU default high [no]:

Aut henti cati on Protocol (None, Pap, Chap, Either) [none]: either
No CHAP Local |D/ Password confi gured.
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CHAP Local ID

555 321-6789

CHAP Local Password : chapcheck
PAP Renpte | D [555 888-1234]: 555 797-9557
PAP Renpte Password [ ol dpappwd] : newpappwd

Maximum receive unit Sets the maximum size of the information field that can be

Magic Number

Set MRU default high

Authentication
Protocol

CHAP Local 1D

transferred in asingle datagram. Therangeis576 to 4089 bytes.
The default is 2048.

Specifies whether or not the magic number option is enabled.
Magic number provides away to detect looped-back linksin
serial line configurations. When this option is enabled, the link
uses the system clock as a random number generator.

When the L CP receives a configure-request with amagic number
present (the magic number option is enabled), it compares the
received magic number with the magic number in the last
configure-request sent to the peer. If the two magic numbers are
different, thelink isnot considered looped back. |If thetwo magic
numbers are the same, the PPP handler attempts to bring the link
down and up again to renegotiate magic numbers.

Setting this value to Y es enabl es the magic number option.
Setting this value to No disables the option. The default is Yes.

Specifies whether the router can override the MRU. Thisis
required only for routers, such as the DECBrouter 90 and some
third party products, which do not support MRU values over 1500
bytes. Setting thisvalue to Y es enables the MRU default high
option, allowing the router to operate asif the MRU were 2048.
Setting this value to No disables the option. The default is No.

Specifies which authentication protocol is used by the router to
authenticate the link. CHAP, PAP, None, or Either are valid
options. Either attempts to use CHAP first, and if not acceptable
it selects PAP. The default is None.

A text string that specifies the CHAP identifier of the local
station. Y ou will get this prompt only if you are enabling CHAP
or Either authentication.

The default is the previously defined value.
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CHAP Local Password A text string that specifies the CHAP password of the local
station.Y ou will get this prompt only if you are enabling CHAP or
Either authentication. This password is used to generate an
authentication challenge to the remote station.

The default isthe previously defined value.

PAP Remote ID A text string that specifies the PAP identifier you expect to
receive from the remote station.Y ou will get this prompt only if
you are enabling PAP or Either authentication.

The default isthe previously defined value.

PAP Remote Password A text string that specifies the PAP password you expect to
receive from the remote station.Y ou will get this prompt only if
you are enabling PAP or Either authentication.

The default isthe previously defined value.

Example:

set | cp paraneters
Config tries [20]?

NAK tries [10]7?

Term nate tries [10]?
Retry timer (nSec) [3000]?

Configtries Setsthe number of configure-request packetsthat L CP sendsto
a peer station to attempt to open a PPP link. Therangeis1to
100. The default is 20.

The retry timer starts after thefirst configure-request packet is
transmitted. Thisisdone to guard against packet |oss.

NAK tries Sets the number of configure-nak (nak = not acknowledged)
packetsthat L CP sendsto a peer station while attempting open
aPPPlink. Therangeis1to 100. The defaultis 10.
Upon receiving configure-request packets with unacceptable
configuration options, L CP sends configure-nak packets.
These packets are sent to refuse the offered configuration
options and to suggest modified, acceptable values.
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Terminate tries

Retry timer

mp

Sets the number terminate-request packetsthat LCP sendsto a
peer station to close a PPP link. Therangeis1to 100. The
default is 10.

Theretry timer starts after the first terminate-request packet is
transmitted. Thisisdone to guard against packet loss.

Sets the amount of time, in milliseconds, that el apses before
LCP’s transmission afonfigure-request (to open the link) and
terminate-request (to close the link) packets is timed out.
Expiration of this timer causes a timeout and the halting of
configure-request andterminate-request packet transmission.
The range is 200 to 30000 milliseconds. The default is 3000
milliseconds.

Sets Multilink Protocol (MP) and Bandwidth on Demand (BoD) options.

Example:
set np
Base Li nks: [1] 7
Max Li nks: [2]7
BoD t hreshol d: [70] 7
BoD sanpl e tine: [30] 7
BoD base link |ine speed: [ 64000] ?
BoD add |ink persistence: [5]7

BoD del ete link persistence: [10]?
Default destination address nane:

Base Links

Max Links

BoD threshold

Minimum number of links the router keeps open, providing a
base bandwidth for the MP bundle. The default is one.

If this number is greater than the number of fixed links that
have been configured using thet fixed add command, the
router opens dynamic links (Dial Circuits) to make up the
difference.

The maximum number of links the router can use for the
multilink bundle. The difference betwedax Links and the
number of fixed links determines the number of dynamic links
in the bundle.

The level at which the router adds or subtracts bandwidth from
the line. The default is 70% utilization.
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BoD sample time The number of seconds the router uses as a basis for
establishing a history of line usage. The default is 30.

BoD base link line The line speed in bity/sec for al the links of the MP bundle.
speed The default is 64000, indicating the router isusing multiple 64
Kbps channelsin the bundle.

For BoD to function correctly, al links in the bundle must
have identical line speed.

BoD add link Number of seconds the router waits after determining that the

persistence bandwidth threshol d has been exceeded on the baselink before
adding a secondary link. The default is five seconds.

BoD ddletelink Number of seconds the router waits after determining that the

persistence bandwidth hasfallen below the threshold on the baselink. The

default isten seconds.

Default destination Thenetwork dial address of the remote router to which the Dial
address name Circuit will connect.

parameters

Sets parameters for al Network Control Protocols.

Example:
set paraneters
Config tries [20]?
NAK tries [10]7?
Term nate tries [10]?
Retry timer (nSec) [3000]?

blocking

This command applies only to Multilink PPP Bundle devices. It specifiesthe call
blocking profile that the Dial Circuitsin the bundle will use.

Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.

Example:
set bl ocking
Enter profile name, or NONE (1 to 15 characters): [ DEFAULT] ?
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call-back

This command applies only to Multilink PPP Bundle devices. It specifies the call-
back profile that the Dial Circuitsin the bundle will use.

Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.
Example:

set cal |l - back

Enter profile name, or NONE (1 to 15 characters):

[ DEFAULT] ?
initial-minimum-timer

This command applies only to Multilink PPP Bundle devices. It specifiesthe initial-
minimum-timer profile that the Dial Circuitsin the bundle will use.

Refer to Chapter 14 for details about configuring telesaving profiles using the
Telesaving feature.

Example:
set initial-mninumtimer
Enter profile name, or NONE (1 to 15 characters):

N c v

Returns to the previous prompt level.

[ DEFAULT] ?

Syntax: exit
Example:
exit
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8.7 PPP Multilink Link Circuit Configuration and Console
Commands

This section summarizes and explains the link circuit configuration and console
commands. These commands allow you to display, create, or modify alink circuit
configuration. Enter thelink circuit configuration commands at the Li nk Conf i g>
prompt.Enter the link circuit console commands at the MP Li nk> prompt.

Table 8-3 lists the link circuit configuration commands.

Table 8-3 Link Circuit Configuration Commands Summary

Command Task Function

? (Help) Configure/ Lists the configuration commands or lists the options
Monitor associated with that command.

Delete Configure Deletes the inbound call settings from the link circuit

configuration.

List Configure/ Displays the link circuit configuration parameters.
Monitor

Set Configure Configures the link circuit for inbound or outbound calls,

maps the link circuit to a network interface, and sets
addresses and self-test delay.
Exit Configure/ Exits the link circuit configuration process and returns to
Monitor the PPP Conf i g> prompt.

2 (Help) M

List the available commands. You can also eRt#fter a specific command name to
list its options.

Syntax: ?

Example:
?
DELETE
LI ST
SET
EXIT
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Example:
Set ?
NET
CALLS
DESTI NATI ON
| NBOUND DESTI NATI ON
ANY_| NBOUND
SELFTEST- DELAY
SEND_LI NE_I D

Delete

Remove the inbound call settings from the link circuit configuration.

Syntax: delete inbound destination

delete inbound destination

Removes both the inbound destination and the any_inbound settings from the link
circuit configuration. This causesthelink circuit to accept calls only from callers
that have a network number that matches the destination parameter.

Example:
del et e i nbound

List

Display the current link circuit configuration.

Syntax: list

Example:
list
Base net:
Desti nation nane:

1
renote-site-baltinore

I nbound dst nane: * ANY *
CQut bound cal I s: al | owed
I nbound cal | s: al | owed
Sel f Test Delay Tinmer = 150 ns
Send Line ID: NO
Committed Informati on Rate: 64000
Committed Burst Size: 64000
Excess Burst Size: 0
Base net: Name of the network interface to which thislink circuitismapped.
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Destination name:

Inbound dst name:

Outbound calls
Inbound calls
SelfTest Delay
Timer

Send Line ID

Committed
Information Rate

Committed Burst
Sze

Excess Burst Size

Configuring and Monitoring Point-to-Point Protocol Network Interfaces

Network address name to be called for outbound circuits, and the
default comparison address used by the caller-ID mechanism for
inbound calls.

If the circuit is configured to accept inbound calls that do not
match any other addresses this field displays* ANY *.

When configured to aname thisisused as an alternate comparison
address name used by the caller-ID mechanism for inbound calls.

Displays this parameter when the circuit is configured to initiate
outbound calls.

Displays this parameter when the circuit is configured to accept
inbound calls.

Displays the self-test delay timer setting in milliseconds. The
rangeis 0 to 65535; 0 indicates no delay.

Displays whether proprietary local ID messages are sent. Options
areyes or no. The default is no.

Indicates the committed information rate (CIR) that will be
requested in an outbound call or that will be expected in an
inbound call.

Thisisdisplayed only if the Base net is a Frame Relay interface.

Indicates the maximum amount of committed datathat the SVC
can transmit. This value will be requested in an outbound call or
will be expected in an inbound call.

Thisisdisplayed only if the Base net is a Frame Relay interface.

Indicates the maximum alowed amount of uncommitted data for
the SV C. Thisvalue will be requested in an outbound call or will
be expected in an inbound call.

Thisisdisplayed only if the Base net is a Frame Relay interface.
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List

Display information and counters related to the Multilink point-to-point link
interface and PPP parameters and options. See the description of the PPP console
List command in Section 8.6 for a full description of these parameters.

Syntax: list

chap

ccp
compression
mp

bod
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Set

Map the link circuit to a base network interface; configure the link circuit for
inbound and/or outbound calls; and set destination addresses, inbound addresses and
self-test delay.

Syntax: set
net...
calls...
destination...
inbound destination...
any_inbound
selftest-delay...
send_line_id...

net # of interface

Specifies the number of the network interface to which you want to map this circuit.
The network interface may be a serial ling(V.25 bis), an ISDN network interface, a
Frame Relay network interface or a Frame Relay Dial Circuit over ISDN.
Example:

set net 2

When the circuit is mapped to a Frame Relay interface the command prompts for
Frame Relay data rates. Incoming calls will not be accepted unless they propose call
rates which match this configuration.

Example:

set net 1

Committed Infornation Rate (CIR) in bps [64000]?
Committed Burst Size (Bc) in bits [64000]?
Excess Burst Size (Be) in bits [0]?

Committed Information  Defines the committed information rate (CIR) that will be
Rate requested in an outbound call or that will be expected in an
inbound call.

The range is 300 bpsto 2048000 bps. The default is 64 Kbps.
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Committed Burst Sze Defines the maximum amount of committed datathat the
(Bc) SV C can transmit. Thisvalue will be requested in an
outbound call or will be expected in an inbound call.

The range is 300 bpsto 2048000 bps. The default is 64 Kbps.

Excess Burst Sze (Be) Defines the maximum allowed amount of uncommitted data
for the SV C. Thisvalue will berequested in an outbound call
or will be expected in an inbound call.

Therangeis 0 bps to 2048000 bps. The default is O bps.

calls outbound orinbound or both

Restricts thislink circuit to initiating outbound calls only, accepting inbound calls
only, or both initiating and accepting calls. The default is both.

Example:
set call s out bound

destination address name
This parameter isrequired for thelink circuit to operate. It specifiesthe network dia
address of the remote router to which thislink circuit will connect. The caller-ID
protocol uses this parameter as the default comparison address for incoming calls.

This parameter must match aremote address name that you assigned at the Conf i g>
prompt using the:

e add v25-bis-address command for V.25 bis interfaces
e add isdn-address command for ISDN interfaces

e add frame-relay-address command for Frame Relay SV Cs used by PPP-FR
Dial pseudo devices

Note: This parameter is not required for V.25 bis interfaces operating in DTR
dialing mode. The modem must be configured to automatically dial the
remote address.
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Example:
set destination vrenote

inbound destination address name
Set thisparameter if thelink circuit is set up for both inbound and outbound calls and
if this router’s local dial address is different from thetoegion dial address that the
remote router dials. For example, the numbers are different if one offees goes

through a PBX, international, or inter-LATA exchan@éis parameter overrides the
default comparison address that the caller-1D protocol uses for incoming calls.

This parameter must match the local address name that you assignethat ihg>
prompt using the:

e add v25-bis-address command for V.25 bis interfaces
e add isdn-address command for ISDN interfaces

e add frame-relay-address command for Frame Relay SV Cs used by PPP-FR
Dial pseudo devices

Example:
set inbound renote-site-1

any_inbound

Specifies that inbound calls that do not match any other link circuit are mapped to
this circuit and accepted as inbound calls.

Example:
set any_i nbound

selftest-delay # of milliseconds
You can use this parameter to delay the time between when the call is established and

theinitial packet issent. Therangeis0 to 65535, and the default is 150. If your
modems take extra time to synchronize, adjust this setting.

send_line_id yes orno

Specifies whether proprietary local id messages are sent. Options are yes or no. The
default isno. For V.25 bislink circuits you should set this option to yes.

Example:
set send_line_id
Send Line I1D? (Yes, No): [No]
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N c v

Return to the previous prompt.

Syntax: exit
Example:
exit

8.8 PPP Interfaces and the GWCON Interface Command

While point-to-point interfaces have their own console processes for monitoring
purposes, bridging routers also display complete statistics for installed network
interfaces when you use the inter face command from the GWCON environment.
Example:

interface 2

Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed

4 4 PPP/0 80002000 4C 0 10 0
Point to Point MAC/data-link on Serial Line interface
Level converter: RS-232/V.35 Adapter cable: V.35 DTE
V.24 circuit: 105 106 107 108 109 125 141
Nicknames: RTS CTS DSR DTR DCD RI

PUB 41450: CA CB CC CD CF CE
State: ON ON ON ON ON OFF OFF

Line speed: unknown

Last port reset: 1 minute, 11 seconds ago
Input frame errors:

CRC error 0 alignment (byte length) 0
too short (< 2 bytes) 0 toolong (> 2180 bytes) O
aborted frame 0 DMAJ/FIFO overrun 0
Output frame counters:

DMA/FIFO underrun errors 0 Output aborts sent 0

Thefollowing list describes the output from the inter face command:

Nt Indicates the serial line interface number.

Nt’ Indicates the base network interface number if thisisaDial
Circuit.

Interface Indicates the interface type and its instance number.
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CR

Vec

Self-Test Passed
Self-Test Failed
Maintenance Failed

Adapter cable

V.24 circuit

Nicknames

PUB 41450

Sate

Line speed

Last port reset
Input frame errors:

CRC error

alignment (byte
length)

too short (<2 bytes)
too long (>2180
bytes)

aborted frame

Output frame counters:

Indicates the command and status register addresses of base
network.

Indicates the interrupt vector address.

Indicates the number of self-tests that succeeded.
Indicates the number of self-tests that failed.
Indicates the number of maintenance failures.

Indicates the type of adapter cable that the level converter is
using.

Indicates the circuit numbers as identified by V.24
specifications.

Indicates the common names for the circuits.
Indicates the PUB 41450 names for the circuits.
Indicates the current state of the circuits (ON or OFF).
Indicates the transmit clock speed (approximate).

Indicates the length of time since the port was reset.

Indicates the number of packets received that contained
checksum errors and as a result were discarded.

Indicates the number of packetsreceived that were not an even
multiple of 8 bitsin length and as a result were discarded.

Indicates the number of packets received that were less than 2
bytesin length and as a result were discarded.

Indicatesthe number of packetsreceived that were greater than
the configured frame size and as a result were discarded.

Indicates the number of packets received that were aborted by
the sender or aline error.
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DMA/FIFO Indicates the number of times the serid interface card did not
underrun errors retrieve data fast enough from the system packet buffer
memory to transmit them onto the network.

Output abortssent  Indicates the number of transmissions that were aborted as
requested by upper-level software.
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Configuring and Monitoring Serial Line
Network Interfaces

This chapter describes the commands that configure seria interfaces. Sincethereis
no consol e process for serial interfaces, the chapter also describes how to use
GWCON to monitor the interface.

9.1 Accessing the Interface Configuration Process

Follow the procedure described in the Chapter 1 to access the interface
configuration process. When you are done configuring the serial interface, enter the
restart command after the OPCON prompt (*) and respond yes to the prompt to
enable the new configuration.

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

9.2 Network Interfaces and the GWCON Interface Command

While serial line interfaces do not have their own console process for monitoring
purposes, routers may display complete statistics for all installed network interfaces
when you use the interface command from the GWCON environment.

9.3 Serial Line Configuration Commands

This section explainsthe serial line configuration commands. Enter these commands
at the SLC Confi g> prompt.

Table 9-1 lists the serial configuratioommands.
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Table 9-1 Serial Configuration Command Summary

Command Function

? (Help) Displays all the serial commands or lists subcommand options for
specific commands.

Disable Disables pseudo-serial-ethernet.

Enable Enables pseudo-serial-ethernet.

List Displays the current serial interface configuration.

Set Sets the clock rate, encoding scheme, frame-size, datalink idle state,

pseudo-serial-ethernet MAC address and IPX encapsulation, line speed,
and the time that elapses between the transmission of each frame.

Exit Exits the serial config process.

? (Help)

List the commands that are available from the current prompt level. You can also
enter a ? after a specific command name to list its options.

Syntax: ?

Example:
?

DI SABLE
ENABLE
LI ST
SET
EXIT

Example:
set ?
ENCODI NG
FRAME- S| ZE
| DLE
PSEUDO- SERI AL- ETHERNET
TRANSM T- DELAY

Disable

Disable pseudo-serial-ethernet.

Syntax: disable  pseudo-serial-ethernet

Example:
di sabl e pseudo-seri al - et her net
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Enable

Use the enable command to send and receive routed frames in the Ethernet bridged
packet format. This allows the pseudo-serial-ethernet end to be a serial line router,
and the other end to be a bridge to Ethernet (only).

Note: Beforeyou can enable pseudo-serial-ethernet, set the MAC addressusing
the set pseudo-serial-ethernet command.

Syntax: enable pseudo-serial-ethernet

Example:
enabl e pseudo-seri al - et her net

List

Display the current configuration for the seria interface.

Syntax: list
Example:
l'ist
Synchronous serial line interface configuration:
Maxi mum network | ayer frane size: 18000
Transmit delay counter: 0 units
HDLC Dat a Encodi ng: NRZ
HDLC Idle State: Fl ag
Speed: 0
Pseudo Serial Ethernet : Enabl ed
Et hernet MAC address: 200931234567
Et hernet | PX encapsul ati on: Et hernet _I |

Note: Thelast two lines (displaying the Ethernet MAC address and |PX
encapsulation) appear only when pseudo-serial-ethernet is enabled.

Maxi mum networ k The maximum size of the frames transmitted on the datalink, as

layer frame size specified by the set frame-size command.
Transmit delay The minimum time that el apses between the transmission of each
counter frame.

Configuring and Monitoring Serial Line Network Interfaces 9-3



9.3 Serial Line Configuration Commands

HDLC Data Encoding The transmission encoding scheme for the serial interface.
Scheme is NRZ (non-return to zero) or NRZI (non-return to zero

inverted).
HDLC ldle State The datalink idle state: flag or mark.
Soeed The rate generated on the transmit and/or receive lines.
Pseudo Serial Indicates whether pseudo-serial-ethernet is enabled or disabled.
Ethernet If it is enabled, the next two lines appear as output.

Ethernet MAC A 12-digit hexadecimal value.
address

Ethernet IPX The configured IPX encapsulation.
encapsulation

Set

Configure the encoding scheme, frame-size, datalink idle state, pseudo-serial-
Ethernet MAC address and IPX encapsulation, speed, and the time that elapses
between the transmission of each frame.

Syntax: set
encoding
frame-size
idle
pseudo mac-address . . .
pseudo frame . ..
transmit-delay

encoding NRZ or NRZI

Setsthe HDL C transmission encoding scheme as NRZ (Non-return to zero) or NRZI
(Non-return to zero inverted). Most configurations use NRZ which is the default.

Example:
set encoding nrz
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frame-size #

Sets the size of the network layer portion of frames transmitted and received on the
datalink. Datalink and MAC layer headers are not included. The valid entriesfor #
for the serial interface isfixed at 2046.

Example:
set frame-size 2000

idle flag or mark

Sets the transmit idle state for HDL C framing. The default is flag which provides
continuousflags (7E hex) between frames. The mark option putsthe lineinamarking
state (OFF, 1) between frames.

Example:
set idle flag

pseudo MAC-address MAC-address

Specifies a 12-digit hexadecimal MAC addresseffiaices uséhis as the “Ethernet ”
MAC address when frames are sent as bridged Ethernet.

Example:
set pseudo MAG address 203456345567

pseudo frame encapsulation-type

Specifies the Ethernet IPX encapsulation. The choices include:

Ethernet_ 8022 Packet format includes an 802.2 header. Thisis the default for
NetWare versions 4.0 and later.

Ethernet_8023 Usesan |EEE 802.3 packet format without the 802.2 header. Thisis
the command default, and also the default for NetWare versions prior
to 4.0. Ethernet 802.3 does not conform to the | EEE 802. standards
because it does not include an 802.2 header. It may cause problems
with other nodes on the network.

Ethernet_II Uses Ethernet type 8137 asthe packet format. Thisformatisrequired
if you are using NetWare IPX on the Ethernet.

Ethernet SNAP  Usesthe 802.2 format with a SNAP header. Thisencapsulation typeis
meant to be compatible with Token Ring SNAP encapsulation.
However, it violates | EEE standards and is not interoperabl e across
conformant bridges.

Example:
set pseudo frame E hernet_ 8022
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transmit-delay #

Allowsthe insertion of adelay between transmitted packets. The purpose of this
command is to slow the serial line so that it is compatible with older, slower serial
devices at the other end. It can also prevent the loss of serial line hello packets
between the lines.

A value of 0 transmits frames separated by asfew asone HDLC flag. A valueof 1
causes a minimum of two HDL C flags between transmitted frames.

For the RouteAbout Access EW serial interface, # is between 0 and 65535. Zero
disables and 1 to 65535 allows you to select the delay between frames, independent
of line speed. Thisdelay is produced in units of 5 milliseconds.

Table9-2 liststhe starting transmit delay valuesfor each type of interface. If you have
problems with frames missing in the interface card counters, increase the transmit
delay value.

Example:
set transnit 1

Table 9-2 Transmit Delay Values

Model Number Transmit-Delay Value

RouteAbout Access EW 6
RouteAbout Access TW 40

Exit
Return to the previous prompt level.
Syntax: exit
Example:
exit
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9.4 Statistics for the Serial Interfaces

This section describes the statistics for the serial interfaces. To view these statistics,
enter the interface command at the GWCON prompt (+). Refer to Chapter 1 for
more information about entering the GWCON process.

9.4.1 Serial Interface Line Interface Example

The following example shows the output from the interface command for the serial

interface.
Sel f-Test Sel f-Test Mai nt enance

Nt Nt' Interface CSR Vec Passed Failed Failed
0 0 SL/0 80001000 44 1 2 1
11 v25 80002000 48 1 0 0
21 SL 80002000 48 2 0 0
31 SL 80002000 48 2 9 0
Line Speed: ~2.20 Mbps
Last port reset: 4 days, 5 hours, 4 minutes, 55 seconds ago
Interface Type: V.35
Active Signals (DCD/CTS/DSR): DSR CTS DCD
Total Transmits 179235 Total Receives 102372
Tx Abort Requested 0 Tx Abort (No CTS) 0
Tx FIFO Underruns 0
Rcv CRC/Frame Errors 0 Rcv FIFO Overruns 0
Rcv Buffer Overruns 0 Rcv Packets Dropped 0
DDLC Bus/Addr Faults 0 T1/E1l Intf ROM Rev 1.7
DDLC Rcv Overruns 0

The next section describes the output from the interface command:

Self-Test: Number of self-tests that succeeded.

Passed

Nt Global network number.

Nt Number for Nt’ is identical to the number for Nt.
Interface Interface name and its port number.

CSR Command and status register addresses.
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Vec
Self-Test: Failed

Maintenance:
Failed

Line speed
Last port reset
Interface type

Active signals
(DCD/CTY
DSR)

Total transmits

Tx abort
requested

TX FIFO
Underruns

Rcv CRC/Frame
errors

Rev Buffer
Overruns

DDLC Bus/Addr
faults

DDLC Rcv
Overruns

Total receives

Tx abort (no
CT9

Rev FIFO
Overruns

Interrupt vector address.
Number of self-tests that failed.

Number of maintenance failures.

Calculated.
The days, hours, minutes, and seconds since the last port reset.
Physical type of the interface.

Active signals on the interface: Data Carrier Detect (DCD), Clear-to-
Send (CTS), and Data Set Ready (DSR).

Number of packets transmitted over the interface.

Number of loca requests for aborting a packet transmission.

Number of times that data was not provided for transmission because
the processor and transmitter were not in sync. The packets are
discarded.

Number of checksum and frame errors received on all incoming
packets. The packets are discarded.

Number of times that a packet was to long to fit into the buffer. The
packets are discarded.

Number of timesthe DDL C (Dual Data Link Controller) attempted an
illegal access. These faults indicate a hardware problem.

Number of times the DDLC chip ran out of internal buffers.

Number packets received over the interface.

Number of transmits that were aborted because a clear-to-send signal
was not received.

Number of times that the local system bus was unavailable to transfer
packets. The packet is then discarded.
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Rev packets Number of receive (Rcv) packets that were dropped.
dropped

T1/E1 Intf ROM PROM revision level of the serial interface.
Rev

9.4.2 RouteAbout Access EW Serial Line Interfaces

The following example shows output for the RouteAbout Access EW serial
interface;
+ interface
Sel f-Test Sel f-Test Mai nt enance

Nt Nt' Interface CSR Vec Passed Failed Failed
0 0 TKR/0O 80001000 44 1 2 1
11 v25 80002000 48 1 0 0
2 1 SL 80002000 48 2 2 0
3 1 SL 80002000 48 2 9 0

+

interface 2

Self-Test Self-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
2 2 SL/O 1001640 5C 0 5 0

Proteon Serial MAC/data-link on SCC Serial Line interface
Adapter cable: V.35 DTE RISC Microcode Revision: 2
V.24 circuit: 105 106 107 108 109 125 141

Nicknames: RTS CTS DSR DTRDCD RI LL

PUB 41450: CA CB CC CD CF CE

State: ON ON ON ON ON OFF OFF

Line speed: ~1.859 Mbps
Last port reset: 11 seconds ago

Input frame errors:

CRC error 0 alignment (byte length) 2
missed frame 0 toolong (> 2052 bytes) O
aborted frame 0 DMA/FIFO overrun 0
L & F bits not set 0
Output frame counters:
DMA/FIFO underrun errors 0 Output aborts sent 0
+
Nt Global network number.
Nt Base network on which thiscircuit is configured.
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Interface

CSR

Vec

Self-Test Passed
Self-Test Failed
Maintenance Failed
Adapter cable

V.24 circuit Nicknames
Pin Assignments State

Line speed
Last port reset
Input frame errors

CRC error

alignment (byte
length)

missed frame

too long (> 2052
bytes)

aborted frame

DMA/FIFO
overrun

L & F bits not set

Output frame counters

Interface name and its port number.
Command and status register addresses.
Interrupt vector address.

Number of self-tests that succeeded.
Number of self-tests that failed.
Number of maintenance failures.
Adapter cable type.

Circuits, control signals, pin assignmentsand their state (ON or
OFF). describesthe output for each adapter cable type.

Note: Thesymbol --- inconsoleoutput indicates that the
value or state is unknown.

Transmit clock rate.

Length of time since the last port reset.

Number of packets received that contained checksum errors
and as a result were discarded.

Number of packetsreceived that were not an even multiple of 8
bitsin length and aresult were discarded.

Number of packets that were lessthan 2 bytesin length and as
aresult were discarded.

Number of packets that were greater than the configured size,
and as aresult were discarded.

Number of packets received that were aborted by the sender or
alineerror.

Number of times the serial interface could not send data fast
enough to the system packet buffer memory to receive them
from the network.

Interna consistency check failed.
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DMA/FIFO Number of timesthe serial interface card could not retrieve data
underrun errors  fast enough from the system packet buffer memory to transmit
them onto the network.

Output abortssent  Number of transmissions that were aborted as requested by
upper-level software.

Table 9-3 lists the V.24 circuits, nicknames, nickname descriptions, cable types and
cable circuit function descriptions.

Table 9-3 V.24 Circuits and States

Cable Type: RS-232 DTE

V.24Circuit Nickname Description RS-232 Description

105 RTS Request to Send CA Request to Send
106 CTS Clear to Send CB Clear to Send

107 DSR Data Set Ready CcC Data Set Ready

108 DTR Data Terminal Ready CD Data Terminal Ready
109 DCD Data Channel CF Received Line

Received Line

125 RI Signal Detector CE Signal Detector
Ring Indicator Ring Indicator
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Table 9-3 V.24 Circuits and States (Continued)

Cable Type: RS-422 DTE

EIA RS-
V.24 Circuit Nickname Description 449 Description
105 RTS Request to Send RS Request to Send
106 CTS Clear to Send Cs Clear to Send
107 DSR Data Set Ready DM Data Mode
108/2 DTR Data Terminal Ready TR Terminal Ready
109 DCD Data Channel RR Receiver Ready
Received Line Signal
Detector
111 SR Signaling Rate
Selector
116 SS Select Standby
125 RI Ring Indicator IC Incoming Call
Cable Type: V.35 DTE
V.24 Circuit Nickname Description PUB 41450 Description
105 RTS Request to Send CA Request to Send
106 CTS Clear to Send CB Clear to Send
107 DSR Data Set Ready CcC Data Set Ready
108 DTR Data Terminal Ready CD Data Terminal Ready
109 DCD Data Channel CF Received Line Signal
Received Line Signal Detector
Detector
125 RI Ring Indicator CE Ring Indicator
141
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Table 9-3 V.24 Circuits and States (Continued)

Cable Type: X.21 DTE

Field Description
Control: Control from DTE to DCE.
Indication: Indication from DCE to DTE.
Cable Type: 75 Ohm Coax
V.24 Circuit Nickname Description PUB 41450 Description
109 DCD Data Channel CF Received Line
Received Line Signal Signal Detector
Detector
140 L-Loop Local loopback CE Ring Indicator
N/A R-Loop Provide remote
Loopback
Cable Type: 120 Ohm Pair
V.24 Circuit Nickname Description PUB 41450 Description
109 DCD Data Channel CF Received Line
Received Signal Detector
140 L-Loop Line Signal Detector CE Ring Indicator
Local loopback
N/A
R-Loop Provide remote

Loopback

Cable Type: Undefined

The software has not yet detected the cable type, or no cable is connected.
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10

Configuring and Monitoring IEEE 802.5
Token Ring Network Interfaces

This chapter describes how to configure and monitor Token Ring interfacesin the
router.

10.1 Accessing the Interface Configuration Process

For information about accessing the configuration and console processes, refer to
Chapter 1.

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

Enter configuration commands at the TKR conf i g> prompt.

Enter console (monitoring) commands at the TKR> prompt.

10.2 Token Ring Configuration and Console Commands

This section explains the Token Ring configuration and console commands. The
sections that follow explain these commands.

Table 10-1 summarizes the Token Ring configuration and console commands.
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Table 10-1 Token Ring Configuration and Console Command Summary

Command Task Function

? (Help) Configure/Monitor Displays all the Token Ring commands or lists
subcommand options for specific commands.

Connector- Configure Displays all the Token Ring commands or lists

location subcommand options for specific commands.

Dump Monitor Displays a dump of the RIF cache.

Frame Configure Sets the NetWare IPX encapsulation type.

List Configure Displays the selected Token Ring interface
configuration.

LLC Configure/Monitor Accesses the LLC configuration or monitoring
process and displays the LLC> prompt.

Media Configure Sets the media-type as shielded or unshielded.

Packet-Size Configure Changes packet-size defaults for this Token
Ring network.

Set Configure Sets the aging timer for the RIF cache and the
MAC address.

Source- Configure Enables or disables source-routing on the

routing interface.

Speed Configure Sets the interface speed in Mbps.

Srt-stat Monitor Displays statistical information for transparent
bridging.

Exit Configure/Monitor Exits the config and monitor processes and

returns to the previous prompt level.

2 (Help) M

List the commands that are available from the current prompt level. You can also
enter ? after a specific command name to list its options.

Syntax: ?
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Example:

TKR Confi g>?
CONNECTOR- LOCATI ON
FRAME
LI ST
LLC
MEDI A
PACKET- SI ZE
SET
SOURCE- ROUTI NG
SPEED
EXIT
Example:
TKR>?
DUMP
LLC
SRC- STAT
EXIT

Connector-Location

Specify the Ethernet or Token Ring interface location in your hub module. This
command is used in certain interface configurations where the enhanced module
supports the backplane. The options available for location are FRONT and BACK.
All backplane (BACK) interfaces must be located in slot 0. The default setting is
FRONT.

If the backplane is not supported in an interface’s configuration (for example, an
Ethernet interface is in slot 1) then @nnector-location command is not present
from that interface’s configuration process.

Syntax: connector-location Jocation

Example:
connector-1 ocation front
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Dump

Request a dump of the RIF cache contents when source routing is enabled in the
TKR confi g> process.

Syntax: dump

Example:
dunp
MAC addr ess State Usage RIF
0000C90B1A57 ON_RI NG Yes 0220

MAC address  Displaysthe MAC address of the Token Ring interface.

Sate Displays one of the five interface states:
»  On_ring indicates that aRIF was found for anode on thering.

« Have_routeindicatesthat a RIF was found for anode on a
remote ring.

* No_routeisdisplayedfor abrief period of time asan explorer
frame is sent out and the router is waiting for areturn.

- Discoveringindicates that the router sent an explorer frameto
rediscover the RIF.

» St _route indicates aroute obtained from a Spanning tree
explorer.

Usage Indicates that a RIF was used in a packet. The number isarbitrary and
has no functional significance.

RIF Displays a code that indicates the Routing Information Field in
hexadecimal notation.
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Frame

Set the NetWare IPX encapsulation type. Table 10-2 lists the encapsulation types

you can use.

Table 10-2 Frame Command NetWare IPX Encapsulation Types

Option Description Syntax
Token Ring Uses the standard 802.2 IPX header with the  frame token_ring msb
using MSB non-canonical Token Ring address bit
ordering (MSB).
Token Ring Uses the 802.2 IPX header with the canonical frame token_ring Isb
using LSB address bit ordering (LSB).
Token Ring Uses the 802.2 format with a SNAP header frame
with 802.2 and non-canonical address bit ordering. This  token_ring_shap msb
SNAP using encapsulation is used primarily in bridging
MSB environments.
Token Ring Uses the 802.2 format with a SNAP header frame
with 802.2 and canonical address bit ordering. token_ring_snap Isb
SNAP using
LSB
Syntax: frame encapsulation type
Example:

frame token_ring nsb

Note: You cannot use thirame command in a network configuration process
to set an encapsulation until you have properly configured the interface
through the IPX configuration process.
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List

Display the current configuration for the Token Ring interface.
Note: If the MAC addressis O, the default station address is used.

Syntax: list

Example:
l'ist

Token- Ring configuration

Packet size (INFO field): 2052

Speed: 16 Mo/ sec

Medi a: Unshi el ded

Connect or Location: Front

RI F Aging Tiner 120

Source Routi ng: Di sabl ed

MAC Addr ess: 000000000000
Packet size Indicates the size of the Token Ring packet.
Speed Indicates the speed of the network in megabits per second.
Media Indicates the type of media the network uses: shielded or

Connector Location

RIF Aging Timer

Source Routing

MAC Address

unshielded.

May display auto-config asamediasetting. Thisindicatesthat
mediatypeis selected automatically.

Indicates whether connector used the front panel (front) or back
plane (back)

Indicatesthe amount of timethat the router holdsthe information
contained in the Routing Information Field (RIF).

Indicates the status of the source-routing feature: enabled or
disabled.

Indicates the configured MAC address that was set with the set
physical-address command. If all zeros are displayed, the
MAC addressiis the default address.
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e

Accessthe LLC prompt. LLC commands are entered at this new prompt. See
Chapter 7 for an explanation of each of these commands.
Syntax: llc

Example:
TKR _Config>llc

LLC user configuration
LLC Confi g>

Example:
TKR>I | ¢

LLC user monitoring
LLC

Media

Change network mediatype. The default mediatypeis STP cable. Valid mediatype

values are shielded and unshielded. Enter the media command followed by the
media-type.

Note: The bridging routers may also use auto-config as a media setting. This
setting automatically selects the media type.

Syntax: media media-type
Example:
nmedi a unshi el ded

Packet-Size

Change packet-size defaults for all Token Ring networks. Enter the packet-size
command followed by the desired number of bytes.
Note: Changing packet size can greatly increase buffer memory requirements.

Syntax: packet-size #bytes
Example:
packet - si ze 4399
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Set

Set the Routing Information Field (RIF) timer and the physical (MAC) address.

Syntax: set
physical-address
rif-timer

physical address

Setsthe MAC addressthat is placed in the RIF by nodes running DNA phase IV with
AMA.

Example:

set physi cal - addr ess
MAC address in 00:00:00: 00:00:00 []?

Note: Pressing RETURN leaves the value the same. Entering O causes the
router to use the factory station address. The default is to use the factory
station address.

rif-timer

Sets the maximum amount of time (in seconds) that the informationin the RIF is
maintained before it isrefreshed. The default is 120.
Example:

set rif-tiner
RIF aging tiner value [120]? 120

Source-routing

Enable or disable endstation source routing. Thisisthe process by which end
stations determine the source route to use to cross source routing bridges. This
allowsthe IR, IPX, AppleTak Phase 2, and DNA Phase |V protocols to reach nodes
on the other side of the source routing bridge.

This switch is completely independent of whether this interface is providing source
routing through the SRT forwarder. The default setting is enabled.

Some stations cannot properly receive frames with a Source Routing RIF on them.
Thisis especially common among NetWare drivers. Disabling source routing in this
situation allows you to communicate with these stations.
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Enable source routing only if there are source routing bridges on thisring that you
want to bridge IP, IPX, AppleTalk Phase 2, or DNA Phase IV packets through.

Syntax: source-routing
enable
disable

Example:
sour ce-routing enabl e

Speed

Change data speed. The default speed is4 Mbps. Enter the speed command
followed by the speed-value (in megabits per second).

Syntax: speed speed-value
Example:
speed 16

SRT-STAT

Use the srt-stat command to display information specific to transparent bridging
configured on thisinterface.

Syntax: srt-stat
Example:
srt-stat

i C v

Use the exit command to return to the previous prompt level.
Syntax: exit

Example:
exit
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10.3 Token Ring Interfaces and the GWCON Interface
Command

While Token Ring interfaces have their own console processes for monitoring
purposes, bridging routers also display complete statistics for installed network
interfaces when you use the inter face command from the GWCON environment.

10.3.1 Statistics Displayed for 802.5 Token Ring Interfaces

Thefollowing statistics display when you enter the interface command from the
GWCON environment for the Token Ring interfaces:

+interface 2
Sel f Test Mai nt Errors

Nt Nt' Intfc No CSR Vec Pass Fail Fail Input Output
2 2 TKR 0 80002000 4C 1 O 0 0 O
Token-Ring /802.5 MAC/data-link on DEC Token-Ring interface

Physical address 000C90820C7

Network speed 16 MBps

Max packet size (INFO) 2052

Handler state Ring open

Interface Restarts 0

# times Signal lost 0 # times Beaconing 0
Hard errors 0 Lobe wire faults 0
Auto-removal errors 0 Removes received 0
Ring recovery actions 0

Line errors 0 Burst errors 0
ARI/FCI errors 0 Inputs dropped 0
Frame copy errors 0 Token errors 0
Lost frames 0

The following section describes general interface statistics:

Nt Global interface number

Intrfc Interface name

No Number of this interface within interfaces of typattfc”
CR COMM and Status Registers address
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Vec Interrupt vector

dfTst: Pass Number of times self-test succeeded

dfTst: Fail Number of times self-test failed
Maint: Fail Number of maintenance failures
Errs: Input Number of input errors

Errs: Output Number of output errors

The following section describes the statistics displayed that are specific to the Token
Ring interfaces:

Physical address Specifies the physical address of the Token Ring interface.

Network speed Specifiesthe speed of the Token Ring network that connectsto
theinterface. The Network Speed counter displaysthe number
of packets that the interface can pass per second.

Max packet size Displays the maximum packet size configured for that

(info) interface. The Max Packet Size counter displaysthe maximum
length, in bytes, of a packet that the interface transmits or
receives. Thiscounter is user-defined.

Handler state Displaysthe current state of the Token Ring handler. The
Handler state counter displaysthe state of the handler after the
self-test runs.

# of times signal lost Specifiesthe total number of timesthat the router was unable to
transmit a packet due to loss of signal.

Hard errors Displaysthe number of timestheinterfacetransmitsor receives
beacon frames from the network.

Auto-removal errors Displays the number of times the interface, due to the beacon
auto-removal process, fails the lobe wrap test and removes

itself from the network.
Ring recovery Displays the number of times the interface detects claim token
actions medium access control (MAC) frames on the network.
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Lineerrors

ARI/FCIl errors

Frame copy errors

Lost frames

# times beaconing

Lobe wire faults

Removes received

TheLineErrorscounter incrementswhen aframeisrepeated or
copied and the Error Detected Indicator (EDI) is zero for the
incoming frame.

One of the following conditions must also exist:

* A token with a code violation exists.

« A frame has a code violation between the starting and
ending delimiter.

e A Frame Check Sequence (FCS) error occurs.

The ARI/FCI (Address Recognized Indicator/Frame Copied

Indicator) Errors counter increments if the interface receives

either of the following:

e An Active Monitor Present (AMP) MAC frame with the
ARI/FCI bits equal to zero and a Standby Monitor Present
(SMP) MAC frame with the ARI/FCI bits equal to zero.

e More than one SMP MAC frame with the ARI/FCI bits
equal to zero, without an intervening AMP MAC frame.

This error indicates that the upstream neighbor copied the
frame but is unable to set the ARI/FCI bits.

Displays the number of times the interface in receive/repeat
mode recognizes a frame addressed to its specific address but
finds the address recognize indicator (ARI) bits not equal to
zero. This error indicates a possible line hit or duplicate
address.

Displays the number of times the interface is in transmit mode
(stripping) and fails to receive the end of a transmitted frame.

Displays the number of times the interface transmits a beacon
frame to the network.

Displays the number of times the network detects an open or
short circuit in the cable between the interface and the wiring
concentrator.

Displays the number of times the interface receives a remove
ring station MAC frame request and removes itself from the
network.
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Burst errors Displays how many times the interface detects the absence of
transitions for five half-bit times between the start delimiter
(SDEL) and the end delimiter (EDEL) or between the EDEL
and the SDEL.

Inputs dropped Displays the number of times an interface in repeat mode
recognizes a frame addressed to it but has no buffer space
available to copy the frame.

Token errors The token errors counter increments when the active monitor
detects a token protocol with any of the following errors:

e The MONITOR_COUNT bit of token with non-zero
priority equals one.

e The MONITOR_COUNT bit of a frame equals one. No
token or frame is received within a 10 millisecond window.

e The starting delimiter/token sequence has a code violation
in an area where code violations must not exist.
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Configuring and Monitoring V.25 bis
Network Interfaces

The V.25 bisinterface allows Digital routersto establish serial connections over
switched telephone lines using V.25 bis modems. This chapter describes how to
configure and monitor aV.25 bisinterface.

For more information about V.25 bis, see the Routing Protocols Reference Guide.

11.1 Accessing the Interface Configuration and Console
Processes
For information about accessing the configuration process, refer to Chapter 1.

To access the interface console process for V.25 bis, use the networ k command at
the GWCON (+) prompt followed by the number of the V.25 bis seria line interface.
(You cannot directly access the V.25 bis console process for Dial Circuits, but you
can monitor the Dial Circuits that are mapped to the serial line interface.) Once you
have accessed the desired interface console process, you can begin entering console
commands.

Enter configuration commands at the V25bi s conf i g> prompt.
Enter monitoring (console) commands at the V25bi s> prompt.

Refer to Chapter 2 for details about configuring and monitoring Dial Circuits on
V.25 bis network interfaces.

11.2 Configuration Procedures

This section describes how to configure your router for V.25 bis. Specifically, the
tasks you need to perform are:

1. Setupaseria lineinterface.

2. Either add a network address name and network address, or configure the
modem to dial the remote station.
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3. Add Did Circuits.
4. Configure Dia Circuit parameters.
5. Configure V.25 bis interface parameters.

Therest of this section describes tasks 1 through 4. To configure V.25 bis, use the
V.25 bis configuration commands described in this chapter.

Note: You must restart the router for changes to the V.25 bis configuration
commands to take effect.

11.2.1 Configuring the Modem for DTR Dialing

If you are using a modem which does not support V.25 bisauto-calling on aV.25 bis

circuit, you will need to use the DTR dialing procedure. This procedure uses the

modem'’s direct call operating mode. You must manually configure the local modem
with the dial address of the remote destination. Use a terminal to access the modem
and enter the configuration commands to store the remote dial address in the
modem'’s default dialing register. Refer to your modem’s documentation for more
information about manually configuring the modem.

11.2.2 Adding a Network Address Name and Network Address

If you are using DTR dialing you do not need perform this step, otherwise you need
to add a network address name and a network dial address name for each local port
(serial line interface) as well as for eaclstilgation port. The network dial address is

the telephone number of the local or destination port. The network address name can
be anything, such as a description of the port.

To add a network address and network address name:

1. AttheConfi g> prompt type th@dd v25-bis-address command, and then press
RETURN.

2. When prompted, type the address name of the port, and therREEEERN.
You can use any string of up to 23 printable ASCII characters.

3. When prompted, type the network dial address of the port, and then press
RETURN. You can enter up to 32 characters that are in the valid format of the
connected V.2bis modem.

Example:
Confi g>add v25-bi s- addr ess

Assign address nanme [1-23] chars []? renpte-site-baltinore
Assign network dial address [1-20 digits] []? 1-909-555-0983
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11.2.3 Adding Dial Circuits

Dial Circuits are mapped to V.25 bis serial line interfaces. You can map multiple
Dial Circuitsto one serial line interface.

To add a Dial Circuit, use the add device dial-circuit command from the Conf i g>
process. The software assigns an interface number to each circuit. You will use this
number to configure the Dial Circuit.

Example:

Confi g>add device dial-circuit
Addi ng device as interface 6

Note: Dial Circuits default to the PPP protocol. You can change the protocol to
the Proteon Serial Link (PSL) protocol using the set data-link psl
command at the Conf i g> prompt. Other datalink types (Frame Relay,
X.25, V.25 his, SDLC, and SRLY) are not supported at thistime.

11.2.4 Configuring Dial Circuit Parameters

You configure Dial Circuitsfromthe Ci rcuit Confi g> process. To enter the
Circuit Config> process, usethe network command followed by the interface
number of the Dial Circuit. You can usethelist dev command at the Conf i g>
prompt to display alist of the Dial Circuitsthat you added.
Example:

Confi g>network 6

Circuit configuration

Circuit Config>
Usethe Dial Circuit configuration commands described in Chapter 2 to configure the
Dial Circuit.

11.3 V.25 bis Configuration and Console Commands

This section explains the V.25 bis configuration and console (monitoring)
commands. These commands allow you to display, create, or modify a V.25 his
configuration. Enter the V.25 bis configuration commands at the V. 25bi s

Conf i g> prompt. Enter the V.25 bis console commands at the V. 25bi s> prompt.
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Table 11-1 summarizes the V.BS configuration and console commands.

Table 11-1 V.25 bis Configuration and Console Command Summary

Command Task Function

? (Help) Configure/Monitor Lists the configuration and console commands, or
lists the options associated with that command.

Calls Monitor List the number of completed and attempted

connections made for each Dial Circuit mapped to
this interface since the last time statistics were reset
on the router.

Circuits Monitor Shows the status of all data circuits configured on the
V.25 bis interface.
Parameters Monitor Displays the current parameters for the V.25 bis

interface. (This command is similarto the V. 25bi s
Config> |i st command.)

Satistics Monitor Displays the current statistics for the V.25 bis
interface.

List Configure Displays the V.25 bis configuration.

Set Configure Sets the local address, dial mode, connect,

disconnect, and no answer timeouts, number of
retries after no answer, and command delay timeout.

Exit Configure/Monitor Exits the V.25 bis configuration or console process
and returns to the previous prompt level.

> (Help)

List the commands that are available from the current prompt level. You can also
enter? after a specific command name to list its options.

Syntax: ?
Example:

?

LI ST

SET

EXIT
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Example:
Set ?
COMVAND- DELAY- TI MEOUT
CONNECT- TI MEOUT
DI SCONNECT- TI MEQUT
LOCAL- ADDRESS
RETRI ES- NO- ANSVER
Tl MEOUT- NO- ANSVEER

Calls

List the number of completed and attempted connections made for each Dial Circuit
mapped to this interface since the last time statistics were reset on the router.

Syntax: calls
Example:
calls
Net Interface Site Name I'n Qut Rfsd Bl ckd
1 SL/0  v403 2 0 0 0
Unmapped connection indications: 0
Net Number of the Dia Circuit mapped to thisinterface.
Interface Type of interface and its instance number.
Site Name Network address name of the Dial Circuit.
In Number of inbound connections accepted for this Dial Circuit.
Out Number of completed connections initiated by this Dial Circuit.
Rfsd Number of connectionsinitiated by thisDial Circuit that wererefused by

the network or the remote destination port.

Blckd Number of connection attempts that the router blocked. The router
blocks connection attemptsiif the local port is aready in use, the
maximum number of retriesto anon-responding addressisreached, or a
modem is not responding.

Unmapped Number of connection attempts that were refused by the router because
connection there were no enabled Dial Circuits that were configured to accept the
indications: incoming calls.
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Circuits

Shows the status of all Dial Circuits configured on the V.25 bis port.

Syntax: circuits
Example:
circuit
Net Interface MAC/ Data-Link State Reason Dur ati on
1 SL/0 Proteon Serial Avail Rm Disc 1: 02: 25
Net Number of the Did Circuit mapped to thisinterface
Interface Type of interface and its instance number.

MAC/Data-Link Type of datalink protocol configured for this Dial Circuit.
Sate Current state of the Dial Circuit:
e Up - Currently connected
* Available — Not currently connected, but available
e Call - Call in the process of being set up
* Disabled - Dial Circuit disabled
* Down - Failed to connect because of a busy Dial Circuit or because
the link-layer protocol is down
Reason Reason for the current state:

¢ nnn_Data— (wherennn is the name of a protocol) The circuit is Up
because a protocol had data to send.

¢ Remote Disconnect — The circuit is either Down or Available
because the remote destination disconnected the call.

* Operator Request — The circuit is Available because the last call
was disconnected by a console command.

* Inbound - The circuitis Up because the circuit answered an inbound
call.

* Restoral — The circuit is Up because of a WAN-Restoral operation.
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Reaspn * CB Rsp —anincoming call was cleared because call-back was
(continued) enabled (accepter).

* Bad ID —During call setup either thelocal or remote modem signals
did not come up.

* Encp FId — PPP self test failed.

¢ Sdf Test — The circuit was configured as static (idle timgafid
successfully connected once it was enabled.

Duration Length of time that the circuit was in the current state.

Parameters

Display the current V.25 bis serial line configuration. Note that thisis the same
information displayed at the V. 25bi s Conf i g> prompt using the list command.

Syntax: parameters
Example:
paraneters
V. 25bi s port Paraneters
Local Network Address Nane = v402
Local Network Address = 1-508- 898- 2402

Non- Respondi ng addr esses:

Retries =1

Ti meout = 0 seconds

Call timeouts:

Command Del ay =0 s

Connect = 0 seconds

Di sconnect = 0 seconds
Local Network Network address name of the local port.
Address Name:
Local Network Network dial address of the local port.
Address:
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Non-responding
addresses:

Retries

Timeout

Call timeouts:

Command
Delay

Connect

Disconnect

Statistics

Maximum number of calls the router attempts to make to a non-
responding address during the timeout period.

If the router reaches the maximum number of retries to a non-
responding address, it does not attempt to establish the call until this
time has expired. Thistimeout period begins when the router
attempts the first call to an address.

Amount of time, in milliseconds, that the router waits to initiate or
answer acall afteritturnson DTR (Data Terminal Ready). If you set
this parameter to 0, the router waitsfor the modem to respondto DTR
with the CTS (Clear to Send) signal before it issues commands.

Number of seconds allowed for acall to be established. If this
parameter is set to 0, the modem controls the connection
establishment timeout.

After the routers drops DTR it waits this amount of time before it
initiates further cals. If you set this parameter to O, the router waits
for themodem to respond tothe DTR drop by dropping CTSand DSR
before it initiates the next call.

Display the current statistics for this V.25 bisinterface.

Syntax: statistics
Example:
statistics

V. 25bis Port Statistics

Level converter: RS- 232/ V. 35 Adapt er cable: V.35 DTE

V.24 circuit: 105 106 107 108 109 125

Ni cknames:
PUB 41450:
St at e:

RTS CTS DSR DTR DCD Rl
CA CB CC CD CF CE
OFF OFF OFF OFF OFF OFF
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Li ne speed: ~56. 000 Kbps
Last port reset: 1 hour, 28 mnutes, 25 seconds ago

I nput frame errors

CRC error 0 al i gnment (byte Iength) 0
too short (< 2 bytes) 0 too long (> nnnn bytes) 0
aborted frame 0 DVA/ FI FO overrun 0
Qut put frame counters
DMA FI FO underrun errors O Qut put aborts sent 0
Level converter: Type of level converter connected to the V.25 bis interface.
Adapter cable: Type of adapter cable that the level converter isusing.
V.24 circuit: Circuit numbers as identified by V.24 specifications.
Nicknames: Common names for the circuits.
PUB 41450: PUB 41450 names for the circuits.
Sate: Current state of the circuits (ON, OFF, or “---,” which means that
the state is undefined for this type of interface.
Line speed: The transmit clock speed (approximate).
Last port reset: Length of time since the port was reset.
Input frame errors:
CRC error Number of packets received that contained checksum errors and

were discarded.

Alignment (byte Number of packets received that were not an even multiple of 8 bits
length) in length and were discarded.

too short (<2 Number of packets received that were less than 2 bytes in length and
bytes) were discarded.

toolong (>nnnn Number of packets received that were greater than the configured
bytes) frame size fnnn) and were discarded.

aborted frame  Number of packets received that were aborted by the sender or aline
error.
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Output frame
counters:

DMA/FIFO

Number of timesthe serial interface card did not retrieve data fast

underrun errors enough from the system packet buffer memory to transmit them

Output aborts
sent

List

onto the network.

Number of transmissions that were aborted as requested by upper-
level software.

Display the current V.25 bis configuration.

Syntax: list

Example:
l'ist

V. 25bi s Configuration

Local Network
Local Network

Addr ess Nane
Addr ess

v403
1-508-898- 2403

Non- Respondi ng addr esses

Retries
Ti meout

Call tineouts:
Command Del ay
Connect

Di sconnect

Di al Mde

Local Network
Address Name:

Local Network
Address:

Non-responding
addresses:

Retries

1
0 seconds

0 ns
60 seconds
2 seconds

V25BI S- DI AL
Displays the network address name of thelocal port. Thisvalueisnot
displayed if the dialing modeis DTR-DIAL.

Displays the network dial address of the local port.This valueis not
displayed if the dialing modeis DTR-DIAL.

Maximum number of calls the router attempts to make to a non-
responding address during the timeout period.
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Timeout If the router reaches the maximum number of retries to a non-
responding address, it does not attempt to establish the call until this
time hasexpired. Thistimeout period begins when the router attempts
the first call.

Call timeouts:

Command Amount of time, in milliseconds, that the router waits to initiate or

Delay answer acall after it turnson DTR (Data Terminal Ready). If you set
this parameter to 0, the router waits for the modem to respond to DTR
with the CTS (Clear to Send) signal before it issues commands.

Connect Number of seconds allowed for acall to be established. If this
parameter is set to 0, the modem controlsthe connection establishment
timeout.

Disconnect  After the routers drops DTR it waits this amount of time before it
initiates further calls. If you set this parameter to 0, the router waits
for the modem to respond to the DTR drop by dropping CTSand DSR
before it initiates the next call.

Dial Mode The dialing mode used for thiscircuit. The modeis either V25BIS-
DIAL (default) or DTR-DIAL.

Set

Configure local addresses, dial mode, timeouts and delays for calls, and retries and
timeouts for non-responding addresses.

Syntax: set

O

ommand-delay-timeout . . .

onnect-timeout . . .

dial-mode . . .
disconnect-timeout . . .
local-address . . .
retries-no-answer . . .

timeout-no-answer . . .

o |0
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command-delay-timeout # of milliseconds

After therouter turns on DTR (Data Termina Ready), it waits this specified amount
of time before it initiates or answersacall. If you set this parameter to 0, the router
waitsfor the modem to respond to DTR with the CTS (Clear to Send) signal beforeit
issues commands. The range is 0 to 65535 milliseconds, and the default is 0.
Example:

set command- del ay-ti meout O

connect-timeout # of seconds

Sets the number of seconds allowed for acall to be established. TherangeisOto
65535 seconds, and the default is60. If you set this parameter to 0, the modem
controls the connection timeout. Initially set this parameter to 0 and then use ELS
event V25B.027 to find out how long it takes to establish connections to various
destinations. You can then set this parameter to a number slightly higher than the
longest connect time.

Note: Normally government regulation limits modem manufacturersto a
maximum length for call setup. Thisvaueis merely an optimization,
although interoperation with some DSUs may require that you change
this parameter.

Example:
set connect-tineout 10

dial-mode mode

Specifiesthe dialing mode to use. Valid values for modes are V25BI S-DIAL
(default) or DTR-DIAL. Use DTR-DIAL if your modem does not support V.25 bis
automatic dialing.
Example:

set dial -node dtr-dial

disconnect-timeout # of seconds
Specifies the amount of time, in seconds, that the router waits after dropping DTR
beforeit initiates further calls. Therangeis 0 to 65535 seconds, and the default is 2.

If you set this parameter to O, the router waits for the modem to respond to the DTR
drop by dropping CTS and DSR before it initiates the next call.
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Example:
set di sconnect-tineout 500

local-address address name

This is the network address name of the local port. This address name must match
one of the names that you defined at the Conf i g> prompt using the add V25-bis-
address command.
Example:

set | ocal -address |ine-1-1ocal

retries-no-answer value

Some telephone service providers impose restrictions on automatic recalling devices
to limit the number of successive callsto an address that is inaccessible or that
refusesthose calls. This parameter specifies the maximum number of callsthe router
attempts to make to a non-responding address during the timeout period. The range
is0to 10, and the default is 1.

Note: Government regulation may also impose limits on the modem
manufacturer that supersede this parameter.
Example:

set retries-no-answer 2

timeout-no-answer # of seconds

After the router reaches the maximum number of retries-no-answer to a non-
responding address, it inhibits any further calls to that address until thistime has
expired. Thistimeout period begins when the router attempts the first call to an
address. Therangeis 0 to 65535 seconds, and the default is 0. If you set this
parameter to 0, the modem controls the timeout period.

Example:
set timeout-no-answer 180

N C v

Return to the Conf i g> prompt.

Syntax: exit
Example:
exit
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Configuring and Monitoring X.25 and
X.25-LLC2 Network Interfaces

This chapter describes the X.25 configuration and console commands for both the
X.25 network interface and the X.25-LL C2 pseudo interface.

The X.25 network interface connects arouter to an X.25 virtual circuit switched
network. The X.25 network interface software and hardware allows the router to
communicate over apublic X.25 network. The X.25 network interface complies
with CCITT 1980 and 1984 specifications for X.25 interfaces offering multiplexed
channels and reliable end-to-end data transfer across a wide area network.

The X.25-LL C2 pseudo interface connectsarouter to an LLC DTE over alocal area
network. The X.25-LLC2 pseudo interface software allows the router to
communicate using X.25 protocol over aLAN by using the LLC2 protocol for
message transfer.

12.1 Accessing the Interface Configuration and Console
Processes

Follow the procedure described in Chapter 1 to access the configuration and console
processes for the interfaces described in this chapter.

Note: After you access the interface configuration process, you may begin
entering configuration commands. Whenever you make a changeto a
user-configurable interface parameter, you must restart the router for this
change to take effect.

Enter configuration commands at the configuration process prompt for X.25
interfaces (X. 25 Confi g>) or for X.25 LLC2 pseudo interfaces
(X. 25-LLC2 Config>).

Enter console (monitoring) commands at the X. 25> or X. 25- LLC2> prompt.
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Basic Configuration Procedures

Note: The X.25-LLC2 pseudo interface does not use the X.25 level 2 (frame
level) protocol, and it does not support data compression or permanent
virtual circuits. Commands which relate to these features do not apply to
the X.25-LL C2 interface and are clearly indicated in this chapter.

12.2 Basic Configuration Procedures

This section outlines the minimal configuration steps required to get the X.25
interface up and running.

Note: You must restart the router for new configuration changes to take effect.

* Setting thedatalink to X.25. If you are using a synchronous line to connect to
aremote DTE across a WAN interface you must set the datalink to X.25 by
entering the set data-link x25 command at the Conf i g> prompt.

Example:
Config> set data-link x25 2

or

* Addingan X.25-LL C2 pseudo device. If you are connecting to aremote DTE
over alocal area network you must add an X.25-LL C2 pseudo device and
associate it with the LAN interface and the MAC address of the remote DTE.
Usethe add device X25-L L C2 command at the Conf i g> prompt.

For example, to configure an X.25L L C2 device which connectsto aDTE at
MA C address 08002BB19F1D using the device Eth/0 use this command:

Example:

Confi g> add device x25-11c2
LAN ifc [0]?

Renpot e MAC address []? 08002BB19F1D
Addi ng device as interface 3

Use "net 3" command to configure parameters

Note: Refer to the System Software Guide for more details about the set data-
link and add device commands. For more information about
configuring an Ethernet interface, refer to Chapter 3.

e Settingthelocal X.25 address. After setting the datalink, you must set the

router’s local X.25 address using thet addresscommand. The X.25 address is
a unique X.121 address that is used during call establishment. Failure to set the
network address prevents the X.25 ifdaee from pining the attached network.
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e Setting DCE/DTE equipment type. You must specify whether the frame and
packet levels act as DCE or DTE using the set equipment-type command. The
default for this command is DTE.

Note: Keep the following restrictions in mind when defining PVCsand SVCs:
1. You must define the range of PV Cs starting from 1 to n.

2. SVCsmay follow the defined PVCs. If SVCsfollow PVCs, they must
not overlap.

3. Thetotal number of SV C channel numbers and PV C channel numbers
cannot exceed 239.

4. Virtual circuit identifiers can be defined between 1 and 4095.

* Defining the high and low SVCs. Define the lower and upper range of the
SV Csthat you are using. Use the set svc low and set svc high commands. You
can choose from three SV C types: two-way, inbound, and outbound. The
default issvc low-two = 1 and svc high-two = 64. All other SV C typesdefault to
0.

* Defining PVCs. If you are using PV Cs over an X.25 network interface, you
must define the range of PV Csthat you are using. Use the set pvc low and set
pvc high commands. The range of PV Cs must not overlap the SV C ranges. You
must also define the PV Csindividually using the add pvc command.

Note: X.25-LLC2 pseudo devicesand X.25 Dial Circuits do not support the use
of PVCs.

e Addingaprotocol. Add the protocolsto run over the X.25 interface: IR, IPX,
or DN. Usethe add protocol command. Note that you need to add the
protocols only once for al X.25 networks on router.

* Addingaprotocol address. Add an address translation for each protocol’s
destination address reachable over this interface. Uselthaddress
command.

12.2.1 Addressing

You must assign a unigue X.121 network addresath X.25 network interface.
Failure to set the network address prevents the X.25 interface from joining the
attached network. This address is used during call establishment and also used by
the remote DTE for mapping the destination protocol addresses to the X.121 call
addresses. The source address of one DTE is the destination for another, thus
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facilitating the piggybacking of protocol return traffic on previously established
circuits. The mapping between the destination protocol address and the destination
DTE addressis configured using the X.25 configuration add address command.
(This command is described in more detail later in this chapter). You can assign
different protocol destination addresses to a single destination DTE address.

The mapping of the protocol to the X.121 call addressis static (SRAM) and is
configured on a per protocol and a per network interface basis. The exception is
DDN addresses (IP Host TableFormat Addresses), which can also be configured as
static permanent entries or dynamically instantiated in parallel to the |P protocol
packet send sequence. Dynamic translations of IPHTF addressesto X.121 addresses
are not saved over router restarts and are not displayed through the list option in the
configuration command because they are not saved in SRAM.

The Call User Data (CUD) field is used for IPX to X.25 address mapping only. It

determines how the CUD field isfilled in when call request packets are received for
IPX. The CUD Field can be either Standard or Proprietary. Standard indicates that
the usage is protocol multiplexing used in RFC 1356. The default is Standard.

12.2.2 Setting the X.25 Node Address

Specify an X.25 node address for each interface by entering the X.25 configuration
set address command.

12.2.3 Configuring Data Compression on X.25 Network Interfaces

Data compression is available on X.25 network interfaces, but is not available for
use over the LAN by X.25-LLC2 pseudo devices. Refer to the Routing Protocols
Reference Guide for details about how data compression operates over switched
virtual circuits.

You can use the Stac LZS data compression algorithm to compress the data before it
is packetized for transmission over SVCsor OSI/DNA V DA or DLM circuits. Each
type of router has a maximum number of compression dictionaries allowed. You
must enable compression on each X.25 interface, using the enable compression
command. This command letsyou configure the number of dictionaries allocated per
interface, up to the maximum number allowed for the router.

Onedictionary is alocated to each call on the interface to record the data history for
the call and compression is calculated based on the recorded history. If there are no
more dictionaries available when a new call is made, compression for that call ison a
per-message basis.
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For X.25 supported protocols other than DNA V/OSI, you configure compression for
an outgoing call to a particular destination when using the add address command.
A prompt asks if compression isto be negotiated for callsto the specified destination
address.

Note: Compression on OSI/DNA V DA and DLM circuitsis configured from
the OSI console when using the add template command. Refer to the
Routing Protocols Users Guide for detail s about configuring OSI/DNA
V circuits.

For calls without adictionary, the overhead of compressing and decompressing small
data messages may be excessive, so routing packets below the minimum threshold
are not compressed. You can modify the threshold for the smallest message to
compress using the set minimum-compr ession-message-size command. Since
compression occurs before packetization this size represents the minimum-sized
routing packet which will be compressed.

Note: The minimum-compression-message-size value only affects calls using
compression WITHOUT a dictionary. Callsusing adictionary will
compress all packets.

If the data being transmitted is already in a compressed format (for example, JPEG
format image data), then the compression algorithm may cause the datato expand. If
thereis along sequence of data which cannot be compressed, then compression is
suspended dynamically. By default, compression is disabled after a sequence of
5000 bytes of data which cannot be compressed. You can change thisthreshold using
the set compression-disable-threshold command. Dataisthen transmitted
uncompressed; however the compressor continues to attempt to compress datain
order to detect whether the data is no longer expanding. When expansion has
stopped, compression resumes.

12.2.4 Setting the National Personality

Each public data network, such as GTE’s Telenet or DDN'’s Defense Data Network,
has its own standard configuration. The té\ational Personality specifies a group

of variables used to define a public data network’s characteristics. The configuration
information in the National Personality provides the router with control information
for packets being transferred over the link. The National Personality option defines
28 default parameters for each public data network.
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To view the configuration values that are in your X.25 National Personality, execute
the X.25 configuration list detailed command. Configure each public data network
connected to the router by executing the X.25 configuration set national per sonality
command.

The National Personality is a generalized template for network configuration. If
necessary, you can individually configure each frame and packet layer parameter.

12.3 Configuring X.25 Dial Circuits over ISDN

You can configure X.25 SV Cs on an X.25 Dial Circuit over an ISDN network
interface. X.25 PV Cs are not supported on X.25 Dia Circuits. Commands and
listings related to PV Cs are suppressed when configuring or monitoring X.25 Dial
Circuits.

See Chapter 2 for details about configuring Dial Circuits, and using X.25 Dia
Circuits over an ISDN network interface.

12.4 X.25 Configuration and Console Commands

This section summarizes and explains all the configuration and console commands
for X.25 network interfaces and X.25-LL C2 pseudo devices.

Table 12-1 lists the commands, which allow you to specify and monitor network
parameters for router interfaces that transmit X.25 packets. The infonmyat
specify with the configuration commands activates when you restart the router.

Enter the X.25 configuration commands at &5 Confi g> prompt, or at the
X. 25-LLC2 Confi g> prompt.

Enter console (monitoring) commands at X25> prompt.

Table 12—-1 X.25 Configuration and Console Commands Summary

Command Task Function
? (Help) Configure/  Lists the interface commands or lists the options
Monitor associated with specific commands.

Add Configure  Adds an address translation, a protocol
encapsulation, or a PVC definition.

Change Configure  Changes an address translation, a protocol
encapsulation, or a PVC definition.

Delete Configure Removes an address translation, a protocol

encapsulation, or a PVC definition.
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Table 12-1 X.25 Configuration and Console Commands Summary (Continued)

Command Task Function

Disable Configure Disables interface-resets, incoming-calls-barred,
outgoing-calls-barred feature, data compression or
dynamic DDN address translations.

Enable Configure Enables interface-resets, incoming-calls-barred,
outgoing-calls-barred features, data compression or
dynamic DDN address translations.

List Configure/  Lists the defined address translations, National
Monitor Personality Parameters, protocol encapsulation,
data compression or PVC definitions. From the
console level, lists individual PVC or SVC statistics
and general information.

National Disable Configure  Disables features defined by the National Personality
configuration.

National Enable Configure  Enables features defined by the National Personality
configuration.

National Restore Configure  Restores the National Personality configuration to its
default values.

National Set Configure  Sets parameters defined by the National Personality
configuration.

Parameters Monitor Displays the current parameters for any level of the
X.25 configuration.

Set Configure  Sets the local and DDN X.25 node addresses,

window size for frame and packet levels, identifies
the National personality, and the maximum number
of calls out less the PVCs. Defines the PVC and SVC
channel ranges, the number of seconds that a
switched circuit can be idle before it is cleared, and
specifies whether the frame and packet levels act as
DCE or DTE. Defines data compression thresholds
and line speed.

Statistics Monitor Displays the current statistics for any level of the X.25
configuration.
Exit Configure/  Exits the X.25 configuration and monitor processes
Monitor and returns to the previous prompt level.
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2 (Help) IR

List the commands that are available from the current prompt level. You can also
enter ? after a specific command name to list its options.

Syntax: ?

Example:
?
ADD
CHANGE
DELETE
DI SABLE
ENABLE
LI ST
NATI ONAL- PERSONALI TY
SET
EXIT

Add

Add an X.25 address, a DDN X.25 address, a protocol configuration, or aPVC

definition.
Syntax: add
address
htf-address
protocol
pvc
address

AddsaPDN (Public Data Network) X.25 address translation for a protocol
supported in the configuration of the router. The prompts that appear depend on the
protocol address that you are adding (see following examples). The protocol address
and X.25 address being entered represent the protocol and X.25 address at the
remote end of the X.25 link. The set address command is used to set the local X.25
address.

Note: If you usethis command to add atranslation for an | P address in the
same subnet asthe local system then you do not need to add a static
route. It is not necessary to do an add route for subnets that are directly
connected to the calling router.
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Example:

add addr ess

|P Example:

Protocol [IP]? IP

| P Address [0.0.0.0]?

X.25 Address []?

Conpr essi on? [ DI SABLED)] ?

IPX Example:

Protocol [IP]? IPX

CUD Field Usage (Proprietary or Standard) [Standard]?
| PX Host Number (in hex) []?

X.25 Address []?

Conpr essi on? [ DI SABLED)] ?

DN Example:

Protocol [IP]? DN

Decnet Address [0.0]?

X.25 Address []?

Conpr essi on? [ DI SABLED] ? enabl ed

Protocol

IP Address
IPX Host Number

CUD Field Usage

Decnet Address

X.25 Address

Specifies the protocol type of the address mapping you are
adding: IP, IPX, or DN. The default is IP.

Specifies the destination’s IP address.
Specifies the IPX host number of the destination.

This field is for IPX to X.25 address mapping only. It
determines how the Call User Data (CUD) field is filled in
when call request packets are received for IPX. If an invalid
choice is made (that is, something other than Proprietary or
Standard), the following error message appears:

I nvalid CUD usage type
Standard default will be used

Specifies the area and node of the DECnet address that you
want to add.

Specifies the PDN interface’s X.25 address that connects to the
router. The maximum address length is 15 digits.
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Compression Specifies whether compression will be negotiated when
making an outgoing call to this destination. The default is
disabled.

Note: Compression isnot available on X.25-LLC2
pseudo interfaces.
htf-address

AddsaDDN (Defense Data Network) X.25 address translation.

Note: This command is not available on X.25-L L C2 pseudo interfaces.

Example:
add htf-address
Protocol [IP]

Current HTF address

Protocol Specifies the protocol that you are running over the X.25
interface. DDN supports |P only.

Current HTF address Specifies the destination PDN address in Host Table Format
(HTF) format. Also refer to ddn-address-translations in the
Enable/Disable commands section.

protocol

Enables a protocol encapsulation and defines associated parameters.

Example:
add pr ot ocol
Protocol [IP]

W ndow Si ze [2]

Def ault Packet Size [128]
Maxi mum Packet Size [256]
Circuit Idle Tine [30]
Maxi mum SVCs [ 6]

Protocol Specifies which protocol’s encapsulation parameters you want
to add: IP, IPX, or DN. The defaultis IP.
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Window Size Specifiesthe number of packetsthat can be outstanding before
an adjacent circuit is established to the same destination. The
defaultis 2.

Default Packet Sze Specifies the default requested packet size for SVCs. This

value must be equal to or |ess than the maximum packet size
specified with the national set packet-size command. The
default value is 128 bytes.

Maximum Packet Size Specifies the maximum negotiated packet sizefor SVCs. This
value must be equal to or |ess than the maximum packet size
specified with the national set packet-size command. The
default is 256.

Circuit Idle Time Specifiesthe number of secondsthat an SV C can beidle before
itiscleared. Therangeis0to 65365. The default is30
seconds. A 0 (zero) specifies that the circuit is never cleared.

Maximum SVCs Specifies the maximum number of SV Csthat are opento a
given destination for a protocol. Use this parameter where
parallel paths can result in misordering of forwarder packets.
Setting this parameter to the proper number helpsto eliminate
this problem (at the cost of lower bandwidth). The defaultis4.

pvc

AddsaPVC definition. The prompts that appear depend on the protocol that you are
adding to the PVC.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces or X.25 Dial Circuits.

Example:
add pvc

|P Example:
Protocol [IP]? IP
Packet Channel [1]?
Destination X 25 Address[]?
W ndow Si ze [2]?
Packet Size [128]?
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IPX Example:
Protocol [IP]? IPX
Packet Channel [1]?
Destination X 25 Address []?
W ndow Si ze [2]?
Packet Size [128]7

Protocol Specifies which protocol’s encapsulation parameters you want
to modify: IP or IPX. The default is IP.

Packet Channel Specifies the circuit number of the PVC.
Destination X.25 Address Specifies the address of the PVCs destination.

Window Size Specifies the number of packets that can be transmitted before
an acknowledgment is needed. If this number of packets are
transmitted no further packets can be sent until an
acknowledgement is received. The default is 2.

Packet Size Specifies the number of bytes in the data portion of the packet.
The default packet size is 128 bytes. This value must be equal
to or less than the maximum set by tiational set packet-
size command.

Change

Modify aPDN X.25 address, DDN X.25 address, protocol configuration, or aPVC

definition.
Syntax: change
address
htf address
protocol
pvc
address

Modifies aPDN X.25 address translation. The prompts that appear depend on the
protocol that you are changing.
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Example:
change address

|P Example:
Protocol [IP]? IP
| P Address [0.0.0.0]?
X. 25 Address [00000124040000] ?
Conpr essi on [ DI SABLED] ?

IPX Example:
Protocol [IP]? IPX
CUD Field Usage (Proprietary or Standard) [Standard]?
| PX Host number (in hex) []?
X. 25 Address [00000124040000] ?
Conpr essi on [ DI SABLED] ?

DN Example:
Protocol [IP]? DN
Decnet Address [0.0]?
X. 25 Address [00000124040000] ?
Conpr essi on [ ENABLED] ?

Protocol Specifies the protocol type of the address mapping you want to
change: IP, IPX, or DN. The defaultisIP.

IP address Specifies the destination protocol interface’s IP address.

CUD Field Usage This field is for IPX to X.25 address mapping only. It

determines how the Call User Data field is filled in when call
request packets are received for IPX. If an invalid choice is
made (that is, something other than Proprietary or Standard),
the following error message appears:

I nvalid CUD usage type
Standard default will be used

X.25 address Specifies the destination’s new PDN X.25 address. The
default is current PDN X.25 address.

Decnet Address Specifies the area and node of the DECnet address that you
want to change.

IPX Host number Specifies the IPX host number that you want to change. The
default is current host number.
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Compression

htf-address

Specifies whether compression will be negotiated when
making an outgoing call to this destination. The default isthe
current setting.

Note: This parameter applies only to X.25 network
interfaces. Compression is not available on X.25-
LLC2 pseudo interfaces.

Changes a DDN X.25 address translation.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces.

Example:

change htf-address

Pr ot ocol

[IP]

Change HTF address [0.0.0.0]?
New HTF address [10.4.0.124]?

Protocol

Specifies the protocol that you are running over the X.25
interface. DDN supports |P only.

Change HTF address Y ou must specify the current Host Table Format (HTF)

address that you want to change.

New HTF address Specify the new HTF address. The default iscurrent HTF

protocol

address.

Changes a protocol configuration definition.

Example:

change pr ot ocol

Pr ot ocol

[IP]

W ndow Si ze [2]

Default Packet Size [128]
Maxi mum Packet Size [256]
Circuit Idle Tine [30]
Maxi mum VCs [ 6]
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Protocol Specifies which protocol’s encapsulation parameters you want
to change: IP, IPX, or DN. The default is IP.

Window Size Specifies the number of packets that can be outstanding before
an adjacent circuit is established to the same destination. The
default is the currently defined window size.

Default Packet Size Specifies the default requested packet size for SVCs. This
value must be equal to or less than the maximum packet size
specified with thenational set packet-size command. The
default is the previous value.

Maximum Packet Sze Specifies the maximum negotiated packet size for SVCs. This
value must be equal to or less than the maximum packet size
specified with thenational set packet-size command. The
default is the previous value.

Circuit Idle Time Specifies the number of seconds that a circuit can be idle
beforeitis cleared. The range is 0 (zero) to 65365. The default
is the currently defined circuit idle time in seconds. A0
specifies that the circuit is never cleared.

Maximum SVCs Specifies the maximum number of SVCs that are open to a
given destination for a protocol. This parameter can be used
where parallel paths can result in misordering of forwarder
packets. Setting this parameter to the proper number helps to
eliminate this problem (at the cost of lower bandwidth). The
default is the previous value.
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pvc

Changes a PVC definition. The prompts that appear, depend on the protocol’s PVC
that you are changing.

Note: This command is not available on X.25-LLC2 pseuderiiaces or X.25
Dial Circuits since they do not support the use of PVCs.

Example:
change pvc
|P Example:
Protocol [IP]? IP

Packet Channel [1]?
Destination X 25 Address[]?
W ndow Si ze [2]?

Packet Size [128]?

IPX Example:
Protocol [IP]? IPX
Packet Channel [1]?
Destination X 25 Address []?
W ndow Si ze [2]?
Packet Size [128]?

Protocol Specifies which protocol’s encapsulation parameters you want
to change: IP or IPX. The default is IP.

Packet Channel Specifies the circuit number of the PVC. The default is
currently defined circuit number.

Destination X.25 Address Specifies the address of the PVCs destination. The default is
the currently defined X.25 address.

Window Size Specifies the maximum number of packets that can be
transmitted before an acknowledgment is received. The default
is the currently defined window size.

Packet Size Specifies the number of bytes in the data portion of the packet.
The default packet size is 128 bytes. This value must be equal
to or less than the maximum set by tlagional set packet-size
command. The default is the currently defined packet size.
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Delete

Delete a X .25 address, a protocol configuration definition, or a PV C definition.

Syntax: delete
address
protocol . . .
pvc
address

Deletes an X.25 address translation.

Example:
del et e address

|P Example:
Protocol [IP]?
I P Address [0.0.0.0]?

IPX Example:
Protocol [IP]?
| PX Host Number (in hex) [2]?

Protocol Specifies the protocol type of the address mapping you are
deleting. The default isIP.

IP Address Specifies the destination protocol interface’s IP address.

IPX Host Number Specifies the IPX host number.

protocol prot-type

Deletes a protocol encapsulation configuration definition. Prot-typeis the name or
number of the protocol encapsulation that igently defined in the router’s
configuration.

Example:
del ete protocol 1PX
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pvc
Deletes a PV C definition.

Note: This command is not available on X.25-L L C2 pseudo interfaces or X.25
Dial Circuits since they do not support PVCs.

Example:
del ete pvc
Protocol [IP]?

Destination X 25 Address []?

Protocol Specifies the protocol that you are running over the X.25
interface. DDN supports IP only.

Destination X.25 Address Specifies the address of the PV Cs destination.

Disable

Disable DDN address translations, interface resets as part of network certification, or
the incoming-calls-barred or the outgoing-calls-barred features.
Syntax: disable

compression

ddn-address-translations

interface-resets

incoming-calls-barred

outgoing-calls-barred

compression
Disables data compression on this X.25 interface.

Note: Data compression isnot available on X.25-L L C2 pseudo interfaces.

Example:
di sabl e conpressi on

12-18 Configuring and Monitoring X.25 and X.25-LLC2 Network Interfaces



12.4 X.25 Configuration and Console Commands

ddn-address-translations

Specifies that the DDN host table format (IP) addresses are not dynamically
converted to X.121 call addresses.

Note: This command is not available on X.25-LL C2 pseudo interfaces.
Example:

di sabl e ddn-address-transl ati ons

interface-resets

Specifies that both the packet layer restarts and frame layer link establishment is
initiated by the network interface. Thisfeatureis used during certification testing to
enable the network to control packet and frame layer restarts.

Example:
disable interface resets

incoming-calls-barred

Specifies that the router acceptsincoming calls.
Example:
di sabl e i ncoming-cal | s-barred

outgoing-calls-barred

Specifies that the router allows outgoing calls.

Example:
di sabl e out goi ng-cal | s-barred

Enable

Enable data compression, DDN addresstrand ations, interface resets, or to enable the
incoming-calls-barred or the outgoing-calls-barred features.

Syntax: enable
compression
ddn-address-translations
interface-resets
incoming-calls-barred
outgoing-calls-barred
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compression

Enables data compression and specifies the number of data dictionaries which will
be allocated to thisinterface. The default is Disabled.
Note: Data compression is not available on X.25-LLC2 pseudo interfaces.

Example:

enabl e conpressi on
Maxi mum nunber of conpression dictionaries [5]?
Conpression enabled with 5 dictionaries

Maximum number of  Specifiesthe maximum number of datadictionarieswhich will be
compression permitted on this interface. The total number of datadictionaries
dictionaries allocated cannot exceed the maximum for this router.

The default is5 dictionaries.

ddn-address-translations

Specifiesthat the DDN host table format (IP) addresses are dynamically converted to
X.121 call addresses. The default is Disabled.
Note: This command is not available on X.25-L L C2 pseudo interfaces.

Example:
enabl e ddn-address-transl ati ons

interface-resets

Specifies that both the packet layer restarts and the frame layer link establishment
can be initiated by either the router or the network interface. This feature is used
during normal operation. The default is Enable.

Example:
enabl e interface-resets

incoming-calls-barred

Specifies that the router does not accept incoming calls. The default is Enable.

Example:
enabl e i nconi ng-cal | s-barred
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outgoing-calls-barred

Specifies that the router does not allow outgoing calls. The default is Enable.

Example:
enabl e out goi ng-cal | s-barred

List

Display the current configuration for the specified parameter.
Syntax: list

addresses

all

detailed

protocols

pvcs
summary

addresses

Lists all the X.25 address translations.

Example:

|'i st addresses
X. 25 address translation configuration

| F# Prot # Conpression Protocol -> X 25 address

1 0 Enabl ed 10.1.2.1 -> 1238765742

1 4 Enabl ed 1.10 -> 9910

1 7 Di sabl ed 10 -> 12389 CUD Field = Standard
IF# Displaysthe current interface number. Y ou accessed this at the

Conf i g> prompt using the net <number> command. All addresses
listed belong to this network.

Prot# Displaysthe identification of the protocol that this mapping is
defined for.
Compression Displays whether compression negotiation has been enabled for

outgoing calls made to this destination address.

Note: Thisfieldisnot displayed for X.25-LL C2 pseudo
interfaces.
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Protocol Displays the destination address of the protocol.

X.25 address Displays the protocol X.25 address corresponding to that protocol
address.

CUD Field Thisfield isfor IPX to X.25 address mapping only. It determines

how the Call User Datafieldisfilledinwhen call request packetsare
received for IPX. The CUD Field can be either Standard or
Proprietary. Standard indicates that the usage is the protocol
identification specified in RFC 1356. The default is Standard.

all

Listsall the X.25 addresses, National Personality parameters, all defined protocols
and their values, and all defined PV Cs.
Example:

list all
X. 25 Configuration Summary

Node Address: 23785763

Max Calls Qut: 15 Inter-Frane Del ay: 0

Speed: 9600 C ocki ng: Ext er nal

MTU: 1500 Default Wndow 4 SVC idle: 25 seconds
Nati onal Personality: GIE Tel enet (DTE)

PVC low. 1 high: 2

| nbound low. 0 high: 0O

Two- Wy low. 5 high: 64

Qut bound low. 0 high: 0O

Throughput C ass in bps | nbound: 2400
Throughput C ass in bps Qutbound: 2400

X.25 National Personality Configuration

Fol I ow CCI TT: on Osl 1984: on 0S| 1988: of f
Cl ear w diag: on Reset w/diag: on Restart w diag: on
Request Reverse Charges: on Accept Reverse Charges: on
Al'l ow Packet Restarts: on Suppress Calling Addresses: off
Suppress Cause Fi el ds: on Suppress Franme ldle RRs: of f
Frame Extended seq npde: off Packet Extended seq node: of f
Use Multi-link Addresses: off Disable Interface Resets: of f
I ncoming Calls Barred: of f Qutgoing Calls Barred: of f
Thr oughput Negoti ati on: on Flow Control Negotiation: on
DDN Address Transl ation of f

Cal |l Request Tinmer: 20 decaseconds

Cl ear Request Tiner: 18 decaseconds (1 retries)
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Reset Request Ti mer: 18 decaseconds (1 retries)
Restart Request Tiner: 18 decaseconds (1 retries)

T1 Timer: 4.00 seconds N2 tinmeouts: 20

T2 Timer: 2.00 seconds DP Ti mer: 500 milliseconds

Standard Version: 1984 Network Type: CCITT
Di sconnect Procedure: passive

W ndow Si ze Fr ane: 7 Packet: 2
Packet Size Default: 128 Maxi mum 256

Conpression enabled with 5 avail able dictionaries
Di sabl e Threshol d 5000
M n Conpress Message Size (for calls w thout dictionary) 500

X. 25 protocol configuration

Pr ot W ndow Packet - si ze Idle
Nunber Si ze Def aul t Maxi mum Ti me
0 7 128 256 3

X.25 PVC configuration

Prtcl X. 25_addr ess W ndow Pkt _len L3_chan
0 21309001122330 7 128 1

X. 25 address translation configuration

I F # Prot # Conpression Protocol -> X 25 address
4 0 Enabl ed 128.185.184. 26 -> 21309001122330
4 0 Enabl ed 128.185.184. 21 -> 21309445566770
detailed

Liststhe value of all the default parametersthat the national set command modifies.
Descriptions of the screen display are listed in the national set command described
later in this chapter.

Example:

X. 25 Config>list detailed
X.25 National Personality Configuration

Fol I ow CCI TT: on 0S|l 1984: on 0S|l 1988: off

Cl ear w diag: on Reset w/ diag: on Restart w diag: on
Request Reverse Charges: on Accept Reverse Charges: on
Al'l ow Packet Restarts: on Suppress Calling Addresses: off
Suppr ess Cause Fields: on Suppress Frame |1dle RRs: of f
FrameExt ended seq npde: off PacketExtended seq node: of f
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UseMul ti-1inkAddresses: off Disable Interface Resets: of f
I ncomi ng Calls Barred: off Qutgoing Calls Barred: of f
Thr oughput Negotiation: on Fl ow Control Negotiation: on

DDN Address Transl ation: off

Cal |l Request Tinmer: 20 decaseconds

Cl ear Request Tiner: 18 decaseconds (1 retries)

Reset Request Ti mer: 18 decaseconds (1 retries)
Restart Request Tiner: 18 decaseconds (1 retries)

T1 Timer: 4.00 seconds N2 tinmeouts: 20

T2 Timer: 2.00 seconds DP Ti mer: 500 milliseconds
St andard Versi on: 1984 Network Type: CCITT

Di sconnect Procedure: passive

W ndow Si ze Fr ame: 7 Packet: 2

Packet Size Default: 128 Maxi mum 256

Conpression enabled with 5 avail able dictionaries
Di sabl e Threshol d 5000
M n Conpress Message Size (for calls w thout dictionary) 500

Example:
X. 25-LLC2 Config>list detailed
X.25 National Personality Configuration

Fol I ow CCI TT: on OsSl 1984: of f 0S| 1988: on
Cl ear w diag: on Reset w/ diag: on Restart w diag: on
Request Reverse Charges: on Accept Reverse Charges: on

Al'l ow Packet Restarts: on Suppress Calling Addresses: off
Suppr ess Cause Fields: on Packet Extended seq nobde: of f

Di sable Interface Resets: of f

I ncoming Calls Barred: of f Qutgoing Calls Barred: of f
Thr oughput Negoti ati on: on Fl ow Control Negotiation: on
Call Request Tinmer: 20 decaseconds

Cl ear Request Tiner: 18 decaseconds (1 retries)

Reset Request Ti mer: 18 decaseconds (1 retries)

Restart Request Tiner: 18 decaseconds (1 retries)

St andard Versi on: 1984 Network Type: CCITT

W ndow Si ze Packet: 7

Packet Size Default: 128 Maxi mum 1024
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protocols

Lists all the defined protocol configurations.

Example:

l'ist protocols
X. 25 protocol configuration

Pr ot ocol W ndow Packet - Si ze Idle Max
Nunber Si ze Def aul t Maxi mum Ti me VCs
0 4 128 256 10 6
5 2 128 256 30 6

Protocol Number Displays the protocol's encapsulation parameters for that protocol:
IP, IPX, or DN.

Window Size Displays the number of packets that can be outstanding before an
acknowledgment is sent.

Packet-Sze Displays the default and maximum packet sizes that are configured
for the router.

Idle Time Displays the number seconds that a circuit can be idle before it is
cleared. The range is 0 (zero) to 65365. A 0 specifies that the
circuit is never cleared.

Maximum VCs Displays the maximum number of VCs that are open to a given
destination for a protocol.

pvc
Lists all the defined PV Cs.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces or X.25 Dial Circuits.

Example:
l'ist pvc
X.25 PVC configuration
Prtcl X. 25 Address W ndow Pkt _l en Pkt _chan
0 8383838383 4 1024 3
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Prtcl Displaystheidentifier of the protocol running over thisPVC, IP, IPX,
or DN.

X.25 Address  Displaysthe destination X.25 address.

Window Displays the window size of the PVC.
Pkt_len Displays the maximum length of a packet transmitted over the PVC.
Pkt_chan Displaysthe circuit number of the PV C.

summary

Lists all the values established by the set and enable commands. These values
modify the X.25 configuration.

Example:
X. 25 Config>list sunmary
X. 25 Configuration Summary

Node Address: 23785763

Max Calls Qut: 15 Inter-Frame Delay: 1
Default W ndow 4 SVC idle: 25 seconds
Nati onal Personality: GIE Tel enet (DTE)

PVC low. 1 high: 2

| nbound low. O high: 0O

Two- Wy low. 3 high: 64

Qut bound low. 0 high: 0O

Throughput C ass in bps | nbound: 2400
Throughput C ass in bps Qutbound: 2400

Example:

X. 25-LLC2 Config>list summary
X. 25 Configuration Summary

Node Address: 21309776655330

Max Calls Cut: 4

Def aul t W ndow: 2 SVC idle: 30 seconds
Nati onal Personality: |SO 8881 (DTE)

| nbound low. O high: 0

Two- Wy low 1 hi gh: 64

Qut bound low. O hi gh: 0

Throughput C ass in bps | nbound: 2400
Throughput C ass in bps Qutbound: 2400
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Node Address Displaysthelocal X.25 interface address.

Max Calls Out Displays the default maximum number of SVC’s initiated by
the router to a given destination for a given protocol. The range
is 0 to 227.

Inter-Frame Delay Displays the minimum number of flags set to be transmitted

between frames.

Note: Thisfield isnot displayed for X.25-LL C2 pseudo
interfaces or X.25 Dia Circuits.

Default Window Displays the window size assumed for the packet layer. The
range is determined by the National Personality packet-
extended-sequence-mode. In the absence of any facilities in
the SVC call setup, this is the assumed value.

SVCidle Displays the number of seconds that a switched circuit can be
idle before it is cleared. The range is 1 to 255.

Max-retries Displays the maximum number of reset request transmissions
permitted before the call is cleared.

National Personality Displays theGTE-Telenet or DDN National Personality. GTE-
Telenet is the default setting.

PVC (low, high) Displays the lowest to the highest permanent virtual circuit
channel numbers. Zero indicates no PVCs. The range is 0
through 4095.

Note: Thisfield isnot displayed for X.25-LL C2 pseudo
interfaces or X.25 Dia Circuits.

Inbound (low, high) Displays the lowest to the highest inbound switched virtual
circuit channel numbers. The default setting is O; therefore, by
default, there are no inbound-only SVCs. The range is 0
through 4095.

Two-way (low, high) Displays the lowest to the highest&y switched virtual
circuit channel numbers. The default setting is 1 for the low
parameter and 64 for the high parameter. By default, there are
64 two-way SVCs. The range is 0 through 4095.
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Outbound (low, high) Displaysthe lowest to the highest outbound switched virtual
circuit channel numbers. The default setting isO; therefore, by
default, there are no outbound-only SVCs. Therangeis0

through 4095.
Throughput Classin bps Displays default throughput capacity (in bits per second) for
(inbound, outbound) inbound and outbound traffic.
Dial Type Displaysthetype of the X.25 Dial Circuit. The setting iseither

Point-to-Point (default) or Proprietary. In Point-to-Point
mode the base ISDN lineiskept open by sending periodic idle
messages. |n Proprietary mode the base ISDN connection is
allowed to timeout if thelineisidle.

List

Display the current active PVCsand SVCs.

Syntax: list
pvcs
svcs

pvc

Displays the configured permanent virtual circuits.

Example:
l'ist pvcs

SvC

Displays the active switched virtual circuits.

Example:

list svcs

LCN  Destination Cal | Qut Qut In Total s Conpr essi on
St at e Address Dir Prot Wn Pkt Pkt Xmts Rcvs Resets Tx Rx

1 D 31 I'n IP 7 128 128 77 73 0 Of O f
2 D 31 I'n IP 7 128 128 29 35 0 Of O f
3 D 50 I'n IP 7 128 128 46 48 0 On/H On/H
4 D 31 I'n IP 7 128 128 16 18 0 Of O f
5 D In X255 7 128 128 6 1 0 Of O f
63 D Qut X258 7 128 128 1 6 0 Of O f
64 D 31 Qut IP 7 128 128 5 7 0 Of O f
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D - Data Transfer P - Call Progressing
C - Call dearing H - Conpression History

National Disable

Disable a feature defined by the National Personality configuration.

Syntax: national disable
accept-reverse-charges
ccitt
clear-w/diag
flow-control-negotiation
frame-ext-seq-mode
multi-link-addresses
0si-84
0si-88
packet-ext-seq-mode
packet-layer-restarts
request-reverse-charges
reset-w/diag
restart-w/diag
suppress-calling-addresses
suppress-idle-frame-rr
suppress-non-zero-cause
throughput-class-negotiation

accept-reverse-charges
Disables the accepting of reverse charges for calls during call establishment. This

option is not available for DDN.

Example:
nati onal disabl e accept-reverse-charges

ccitt
Disables the use of the CCITT convention, rather than 1SO convention, that is

followed for timer retry expiration. CCITT actsasif the confirmation packet for the
restart or clear requests had arrived. 1SO leaves the request unconfirmed.

Example:
nati onal disable ccitt
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clear-w/diag

Does not allow the clear request packets to include the diagnostic field.

Example:
nati onal disabl e clear-w di ag

flow-control-negotiation

Disables negotiation of packet and window size during call setup of SVCs.

Example:
nati onal disable flowcontrol-negotiation

frame-ext-seq-mode

Disables the frame layer from using extended sequence numbers 0 to 127. Setsthe
frame layer sequence numberingto 0to 7.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal disabl e frane-ext-seq-node

multi-link-addresses

Sets the frame level addresses back to A (03) and B (01).

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal disable multi-Iink-addresses

0si-84

Disables CCITT OSl facilities as defined by the 1984 standard.

Example:
nati onal disable osi-84

0si-88

Disables CCITT OSl facilities as defined by the 1988 standard.

Example:
nati onal disabl e osi-88
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packet-ext-seq-mode

Disables the packet layer from using extended sequence numbers 0 to 127. Setsthe
packet layer sequence numberingto 0to 7.

Example:
nati onal disabl e packet - ext - seq- node

packet-layer-restarts

Disables the packet layer from sending a restart request packet when the router
restarts. The default for this featureis ON. Disable thisfeature only if the switch
you are connecting to requires that this be disabled.

Note: If thisfeatureisdisabled on both sides of the line, the line does not come
up. If thisfeature isdisabled on only one side of the line, the line still
COMes up.

Example:
nati onal disabl e packet-layer-restarts

req uest-reverse-ch arges

Disables the requesting of reverse charges for all outgoing calls.

Example:
nati onal disabl e request-reverse-charges

reset-w/diag

Disables the inclusion of diagnostic fieldsin reset request packets.

Example:
nati onal disabl e reset-w di ag

restart-w/diag

Disables the inclusion of diagnostic fieldsin restart request packets.

Example:
nati onal disable restart-w diag

suppress-calling-addresses

Disables the suppression of the source addressin call packets.

Example:
nati onal disabl e suppress-cal |l ing-addresses
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suppress-idle-frame-rr

Enables the sending of idle receiver ready frame layer frames.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces.

Example:
nati onal disabl e suppress-idle-frane-rr

suppress-non-zero-cause

Disables the inclusion of non-zero values in the packet layer’s cause fields.

Example:
nati onal disabl e suppress-non-zero-cause

throughput-class-negotiation

Disables the negotiation of throughput class during call setup of SVCs

Example:
nati onal disabl e throughput-class-negotiation

National Enable

Enable a feature defined in the National Personality configuration.

Syntax: national enable
accept-reverse-charges
ccitt
clear-w/diag
flow-control-negotiation
frame-ext-seq-mode
multi-link-addresses
0si-84
0si-88
packet-ext-seq-mode
packet-layer-restarts
request-reverse-charges
reset-w/diag
restart-w/diag
suppress-calling-addresses
suppress-idle-frame-rr
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suppress-non-zero-cause
throughput-class-negotiation

accept-reverse-charges

Accepts reverse charge calls during call establishment. This option is not available
for DDN.

Example:
nati onal enabl e accept-reverse-charges

ccitt
Specifies that the CCITT convention, rather than ISO convention, is followed for

timer retry expiration. CCITT actsasif the confirmation packet for the restart or
clear requests had arrived. 1SO leaves the request unconfirmed.

Example:
national enable ccitt

clear-w/diag

Allows clear request packets to include the diagnogtic field.

Example:
nati onal enable clear-wdiag

flow-control-negotiation

Enables the negotiation of packet and window size during call setup of SVCs.

Example:
nati onal enable flow control -negotiation

frame-ext-seq-mode
Sets the frame layer sequence numbering to modulus 128 (that is, O through 127).

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
nati onal enabl e frane-ext-seq- node
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multi-link-addresses

Allowsthe frame level to use addresses C (OF) and D (07) rather than A (03) and B
(01).

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal enable multi-Iink-addresses
0si-84
Allows CCITT OSl facilities defined by the 1984 standard.
Example:

nati onal enabl e osi-84
0si-88
Allows CCITT OSl facilities defined by the 1988 standard.

Example:
nati onal enabl e osi-88

packet-ext-seq-mode

Sets the packet layer sequence numbering modulus 128 (that is, 0 through 127).

Example:
nati onal enabl e packet - ext - seq- node

packet-layer-restarts

Specifies that the packet layer sends arestart packet when the router restarts.

Example:
nati onal enabl e packet-layer-restarts

req uest-reverse-ch arges

Requests reverse charges for all outgoing calls.

Example:
nati onal enabl e request-reverse-charges

reset-w/diag

Allows reset request packets to include the diagnostic field.

Example:
nati onal enabl e reset-w di ag
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restart-w/diag

Allows restart request packets to include the diagnostic field.

Example:
nati onal enable restart-w di ag

suppress-calling-address

Suppresses the source address in call packets.

Example:
nati onal enabl e suppresses-cal | i ng-addr esses

suppress-idle-frame-rr

Suppresses the sending of idle receiver ready frame layer frames.
Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal enable suppress-idle-frame-rr

suppress-non-zero-cause

Suppresses packet layer’s cause fields.
Example:
nati onal enabl e suppress-non- zer o- cause

throughput-class-negotiation

Enables the registration of throughput class.

Example:
nati onal enabl e throughput-cl ass-negoti ati on

National Restore

Restore one or all of the default values made to the National Personality
configuration with thenational set command, th@ational enable command, or
national disable command.

Syntax: national restore
all
accept-reverse-charges
call-req
ccitt
clear-req . . .
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clear-w/diag
disconnect-procedure . . .
dp-timer
flow-control-negotiation
frame-ext-seq-mode
frame-window-size
multi-link-addresses
network-type . . .
n2-timeouts

0si-84

0si-88

packet-size . . .
packet-ext-seq-mode
packet-layer-restarts
request-reverse-charges
reset-w/diag

restart . ..
standard-version
suppress-calling-addresses
suppress-idle-frame-rr
suppress-non-zero-cause
throughput-class-negotiation
t1-timer

t2-timer

all

Restores al the default values to the National Personality configuration.

Example:
national restore all

accept-reverse-charges

Restores the accept-reverse-charges feature for calls during call establishment. This
option is not available for DDN.

Example:
nati onal restore accept-reverse-charges
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call-req

Resets the number of 10-second intervals permitted before clearing an unaccepted
call to the national default.

Example:
national restore call-req

ccitt
Restores the feature that specifies that the CCITT convention, rather than 1SO
convention, isfollowed for timer retry expiration. CCITT actsasif the confirmation

packet for the restart or clear requests had arrived. 1SO |leaves the request
unconfirmed.

Example:
national restore ccitt

clear-req retries timer

Resets the number of clear request transmissions (retries) and the number of 10-
second intervals (timer) to wait before retransmitting to the national default.
clear-w/diag

Restores the feature that allows clear request packets to include the diagnostic field.

Example:
nati onal restore clear-w di ag

disconnect-procedure passive active
Specifies the type of disconnect procedure to use when disconnecting.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal restore di sconnect - procedure

Passive Specifies that there are no DISC frames used when
disconnecting.
Active Specifiesthat there are DI SC frames used when disconnecting.
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dp-timer

Specifies the number of milliseconds that the frame level remains in a disconnected
state. Zero indicates immediate transition from disconnected phase to link setup
state.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
national restore DP-tiner

flow-control-negotiation

Restores the feature that determines the frame’s packet siz@ratwv size;
suitable for call setup negotiation.

Example:
national restore flow control -negotiation

frame-ext-seq-mode

Restores the frame layer sequence numbering modulus.

Note: This command applies only to X.25 network interfaces. It is not
available on X.25-LLC2 pseudo interfaces.

Example:
nati onal restore frane-ext-seq-node

frame-window-size
Restores the default number of frames.

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
nati onal restore frame-w ndowsize

multi-link-addresses
Restores the default value for frame layer addressing.

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
national restore multi-Iink-addresses
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network-type CCITT DDN

Specifies the network convention.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal restore network-type

CCITT Specifiesthe CCITT convention.
DDN Specifies the DDN convention.
n2-timeouts

Restores the default value for the number of timesthe T1 timer can expire before a
state change.
Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
national restore N2-tineouts

0si-84

Restores the default value for CCITT OSI facilities defined by the 1984 standard.

Example:
nati onal restore osi-84

0si-88

Restores the default value for CCITT OSlI facilities defined by the 1988 standard.

Example:
nati onal restore osi-88

packet-size default OR maximum OR window

Restores the default value for these packet layer values.

Example:
nati onal restore packet-size default

Default Number of bytesin the data portion of the packet. Thevaueis
restored to 128.
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Maximum Maximum number of bytes in the data portion of the packet.
The value is restored to 256.

Window Number of outstanding I-frames permitted before
acknowledgement is required. The vaueis restored
to 2.

packet-ext-seq-mode

Restores the default value for the packet layer sequence numbering.

Example:
nati onal restore packet-seq-node

packet-layer-restarts

Restores the default value for packet layer sending of restart packet when the router
restarts.

Example:
nati onal restore packet-layer-restarts

req uest-reverse-ch arges

Restores the default value for reverse charges request for all outgoing calls.

Example:
nati onal restore request-reverse-charges

reset retries timer

Restores the default value for the number of reset retransmissions.

Example:
national restore reset

Retries Number of reset request transmissions permitted beforethecall
iscleared. TherangeisO to 255.

Timer Number of 10-second intervals to wait before retransmitting a
reset request packet. Therangeis0to255. A zerointhetimer
value indicates an indefinite wait.
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reset-w/diag

Restores the default feature that allows a reset request packet to include the
diagnostic field.

Example:
nati onal restore reset-w di ag

restart-retries

Restores the default value for the number of restart request retransmissions.

Example:
national restore restart retries

restart-timer

Restores the timeout value for the number of restart request transmissions.

Example:
national restore restart tiner

standard-version

Restores default OSI facilities settings.

Example:
nati onal restore standard-version

suppress-calling-address

Restores the default value for this national personality and determines whether to
enable the suppression of the source addressin call packets. The default is disabled.

Example:
nati onal restore suppress-calling-address

suppress-idle-frame-rr

Restores the default value for this national personality and determines whether to
suppress the sending idle receiver ready frame layer frames. The default is disabled.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal restore suppress-idle-frane-rr
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suppress-non-zero-cause

Restores the default value for this national personality and determines whether to
suppress of the packet layer’s cause fields. The default is disabled.

Example:
nati onal restore suppress-non-zero-cause

throughput-class-negotiation

Restores the default state (enable/disabled) determined by personality whether to
negotiate the throughput class on SVC setup. The default is enable.

Example:
nati onal restore throughput-class-negotiation

tl-timer
Restores the default value for the frame retransmit time. The default is 4.00 seconds.

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
national restore T1-ti ner

t2-timer
Restores the default value for the maximum number of seconds to wait before
sending an I-frame receivedkaowledgement. This is an optimization parameter.
If this value is noreero, the router defers ambwledging received I-Frames. In this

case, it expects to transmit an I-Frame that performs thivoadedgment. It can
improve link utilization. It results in T2 timeouts.

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
national restore T2-tiner
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National Set

Set one or al of the default values made to the National Personality configuration.

Syntax: national set
call-req
clear-req . . .
disconnect-procedure . . .
dp-timer
frame-window-size
idle-frame-timer . . .
network-type . . .
n2-timeouts
packet-size . ..
restart . . .
standard-version
t1-timer
t2-timer

call-req
Specifies the number of 10-second intervals permitted before giving up on a call
request and clearing it. A zero indicates an indefinite wait.

Example:
national set call-req

clear-req retries timer

Specifies the number of clear request retransmissions.

Example:
national set clear-req

Retries Number of clear request transmissions permitted before action
istaken.

Timer Number of 10-second intervals to wait before retransmitting a
call request packet. A zeroin the timer value indicates an
indefinite wait.
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disconnect-procedure passive active

Specifies the type of disconnect procedure to use when disconnecting.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces.

Example:
nati onal set di sconnect-procedure active

Passive Specifies that DISC frames are not used when disconnecting.
Active Specifies that DISC frames are used when disconnecting.
dp-timer

Specifies the number of milliseconds that the frame level remains in a disconnected
state. Zero indicates immediate transition from disconnected phase to link setup
state.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
national set dp-timer

frame-window-size

Specifies the number of frames that can be outstanding before acknowledgement.

Note: This command is not available on X.25-L L C2 pseudo interfaces.

Example:
nati onal set franme-w ndow size

idle-frame-timer

Specifies the delay before an idle frameis sent to refresh the interface. Thisisa

multiple of T1. For Point-to-Point Dial Circuits, idle frames are sent only if there are
active SVCs.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
national set idl e-frame-tiner 5
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network-type CCITT DDN

Specifies the type of network being supported.
Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal set network-type

CCITT Specifiesthe CCITT convention.
DDN Specifies the DDN convention.
n2-timeouts

Specifies the number of timesthe T1 timer can expire before a state change.
Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal set n2-tineouts

packet-size default-size max-size window-size

Specifies the size of the packet.
Example:nati onal set packet-size

Default-size Number of bytesin the data portion of the packet. Possible
options include 128, 256, 512, 1024, 2048, and 4096. This
value must be less than or equal to the maximum size. This
valueisused when and if flow control negotiation is enabled.
Default-size cannot be greater than max-size.

Max-size Maximum number of bytes in the data portion of the packet.
Possible optionsinclude 128, 256, 512, 1024, 2048, and 4096.

Window-size Number of outstanding I-frames permitted before
acknowledgement isrequired. Therangeis1to7. When
extended sequence numbers arein use, therange is 1 to 127.
Thisvalueisused when and if flow control negotiation is
enabled.
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reset retries timer

Specifies the number of reset request retransmissions.

Example:
nati onal set reset

Retries Number of reset request transmissions permitted beforethecall
iscleared. TherangeisO to 255.

Timer Number of 10-second intervals to wait before retransmitting a
reset request packet. Therangeis0to255. A zerointhetimer
value indicates an indefinite wait.

restart retries timer

Specifies the number of restart request transmissions.

Example:
national set restart

Retries Number of restart request transmissions permitted before the
call iscleared. TherangeisO to 255.

Timer Number of 10-second intervals to wait before retransmitting a
restart request packet. TherangeisO to 255. A zero in the
timer value indicates an indefinite wait.

standard-version

Determines some of the default settings. Options are 1980, 1984, and 1988.

Example:
nati onal set standard-version

tl-timer

Specifies the frame retransmit time in hundredths of a second. The rangeis 0.05 to
255.99. The default is 4.00 seconds.

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
national set ti1-tiner
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t2-timer

Specifies the amount of time to delay before acknowledging an I-frame. Thisisan
optimization parameter. Setting the timer to 0.00 disablesit. Therangeis0.00to
255.99. The default is2.00.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
nati onal set t2-tiner

Parameters

Use the parameter s command to display the current parameters for any level of the
X.25 configuration.

Syntax: parameters
all
frame
packet
physical
all
Displaysthe parameters for the packet, frame, and physical levels.
Example:
parameters all
frame

Displays the frame layer parameters for an X.25 network interface or the LAN
interface and the M AC addresses of theremote DTE and local port for an X.25-LLC2
pseudo interface.

Example:
X. 25>paraneters frame
Frane Layer Paraneters:
262 Maxi num W ndow Si ze

Maxi mum Frane Size 7

Pr ot ocol Enabl ed = YES Equi pnent Type = DTE
Tl Retransmt Tinmer = 4 T2 Acknow edge Tinmer = 2
N2 Retry Counter = 20 Disconnect Procedure = PASSI VE
Di sconnect Ti ner = 500 Network Type = GTE
Protocol Options: Inhibit Idle RRs NO MOD 128 NO

A/ B Addressing YES Enable SARM NO
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Example:

X. 25- LLC2>paraneters frane
Frame Layer Paranmeters:

LAN I nterface =0, Eth/0
Renote MAC Address = 08002BB19F1D
Local MAC Address = AAS5EEOBB900

packet

Displays the parameters for the packet level.

Example:

par amet ers packet
Packet Layer Paraneters:

Default Packet Size = 128 Maxi num Packet Size = 256
Log 2 Packet size = 2 Acknow edge Delay = 0
Layer Enabl ed = YES Default W ndow Size = 2
Lowest SVC = 1 Highest SVC = 64
Lowest PVC = 0 Highest PVC = 0
Cl ear Diagnostic = YES Reset Diagnostic = YES
Restart Diagnostic = YES T21 (Call) = 20
T20 (Restart) = 18 R20 (Retry) = 1
T22 (Reset) = 18 R22 (Retry) = 1
T23 (Cear) = 18 R23 (Retry) = 1
Net wor k Type = GTE Equi pnent Type = DTE

physical
Displays the parameters for the physical level.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces.

Example:

par aret er s physi cal
Physi cal Layer Paranmeters:

Interface Type = RS- 449

Maxi mum Frane Size = 1030 I nter Frane Del ay = 0
Confi gured Speed = 0 Cl ocki ng = External
Prot ocol Enabl ed = YES
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Set

Configure local X.25 node addresses, maximum number of calls, frame and packet
level window size, lowest to highest PV C and SV C channels, compression disable
threshold, minimum packet size for data compression on calls with no dictionary and
the idle time for a switched circuit.

Syntax: set
address . ..
calls-out . . .
compression-disable-threshold . . .
default-window-size . . .
dial-type
dsap
equipment-type . . .
htf-address . . .
inter-frame-delay . . .
max-retry . . .
minimum-compression-message-size . . .
mtu . ..
national-personality . . .
pvc. ..
speed
ssap
svc low . . .
svc high . ..
throughput-class . . .
vcidle ...

address X.25-node-addr

Setsthe local X.25 interface address (x.25-node-addr). Set the X.25 node address to
0, not to 00, to delete the local X.25 address.

Example:
set address 8982800
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calls-out value

Sets the maximum number of locally initiated simultaneously active SVCs. The
rangeis0to 227. The default is 4.

Example:
set calls-out 3

compression-disable-threshold value

Sets the threshold number of incompressible data bytes at which compression is
dynamically disabled. If this number of incompressible bytes are sent in sequence,
compression is disabled and the datais transmitted in uncompressed packets. Once
disabled, when this number of compressible bytes are sent, compression is re-
enabled and the data is transmitted in compressed packets again. Therangeis1to
65,535. The default is 5000.

Note: Data compresion is hot available on X.25-LL C2 pseudo interfaces.

Example:
set conpr essi on-di sabl e-t hreshol d 1000

default-window-size value

Sets the window size for the packet level assigned by the router if thereisno
window-size facility in the Call-Request-Packet. The range is determined by the
National Personality packet modulus (PACKET-EXT-SEQ-MODE). The default is
2.

Example:
set defaul t-wi ndowsize 3

dial-type value

Sets the Dia Circuit type if this device isan X.25 Dia Circuit. The valueis either
Point-to-Point or Proprietary. The default is Point-to-Point. If the dial typeis point-
to-point, then refresh messages will be sent over the ISDN line at regular intervals,
keeping the ISDN line connected. Theinterval is set by the national set idle-frame-
timer command.

If the dial-typeis proprietary, the ISDN lineis alowed to go down when there is no
X.25 traffic.

Example:
set dial-type proprietary
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dsap sap

On X25-LL C2 pseudo devices this command sets the destination SAP for LLC2.
The default value 7E(hexadecimal) is the I SO standard SAP for X.25.

Example:
set dsap

equipment-type DCE DTE

Specifies whether the frame and packet levels act as DCE or DTE. DTE isthe
default setting. This has no relation to the cable typein use.

Example:
set equi pnent -type DCE

htf-address x.25-node-addr

Sets the local DDN X.25 address trandation (x.25-node-addr). Set the X.25 node
address to 0, not to 00, to delete the local X.25 address.

Note: This command applies only to X.25 network interfaces. It isnot
available on X.25-LL C2 pseudo interfaces.

Example:
set htf-address 11.42.0.137

inter-frame-delay value
This parameter defines the minimum delay between transmitted frames. Setting this
parameter is useful when interfacing directly to older equipment that may not be able

to consistently handle consecutive frames separated by one flag resulting in receive
errors (for example, T1 timeouts). This parameter functions as follows:

Note: This command is not available on X.25-LL C2 pseudo interfaces or X.25
Dial Circuits.

Example:
set inter-frane-delay 1

max-retry value
Sets the maximum number (value) of physical layer retransmissions attempted.

Note: This command is not available on X.25-LL C2 pseudo interfaces or X.25
Dial Circuits.

Example:
set max-retry 4
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minimum-compression-message-size value

Sets the minimum size of arouting packet which will be compressed for calls with
no compression dictionary assigned. The rangeis 1 to 65,535. The default is 500.

Note: This command is not available on X.25-LL C2 pseudo interfaces.

Example:
set m ni mum conpr essi on- message- si ze 200

mtu value

Sets the Maximum Transmit Unit (MTU) in bytes. Thisisthe maximum packet size
that will be delivered to the X.25 interface for packetization and transmission over
the serial line. Therange is 576 to 4096. The default is 1500.

If you encounter packet re-assembly timeouts on the X.25 interface, you should
determine what the minimum packet sizeisfor all LAN or serid interfaces that lead
to the end point, then calculate a more suitable X.25 MTU. You should not directly
consider the actual X.25 packet size in this calculation because X.25 tendsto use a
smaller packet size. X.25 usually sends up to 7 packets at one time before waiting
for an acknowledgement.

For example, with a network topology that includes a Token Ring LAN having a
packet size of 4000, an X.25 serial line having a packet size of 128 with a window
size of 7 and a bit rate of 9600 bps, and an Ethernet LAN with a packet size of 1500,
you should probably set the X.25 MTU to 1500. That means that about 12 packets
will be sent over the X.25 interface (MTU / X.25 packet size = number of X.25
packets to be sent).

When using an MTU of 4096, 32 packets must be sent over the X.25 interface. (4000
/128 = 31.25) In this case, packet reassembly timeouts will probably occur if the
X.25 modem speed is 9600 bps. Using an X.25 modem speed of 56 Kbps should
solve this problem.

Example:
set nmiu 2048

national-personality GTE-Telenet or DDN

Sets the 28 default parameters for either GTE-Telenet or DDN National Personality.
GTE-Telenet is the default setting.

Note: This command is not available on X.25-LLC2 pseudo interfaces.

Example:
set national -personality DDN
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pvc low/high value

Defines the lowest to the highest permanent virtual circuit channel number (value).
Zero indicates no PVCs. The default for the PV C low parameter is 0 and the default
for PVC high is0. Therefore, by default there are no PVCs. Therangeis of 0 to
4095. These values are setting the boundaries of agiven VC range. The values of
boundaries can range between 0 and 4095; however, the actual rangeis limited by
memory. (For example, if set PVC low isset to 1 and set PV C high is set to 4095,
these are valid boundary ranges but there is not enough memory to support this
range.)

Note: This command is not available on X.25-L L C2 pseudo interfaces.

Example:
set PVC | ow 40

speed value
Defines the line speed of this interface. The router cannot detect the line speed so

you must set this parameter correctly. It is used by SNMP to indicate the speed that
the line is operating at, and does not affect actual data transmission rates.

Valid values are in the range 300 to 10,000,000.

Example:

set speed
Access rate in bps [9600]7

ssap sap

On X25-LL C2 pseudo devices this command sets the source SAP for LLC2. The
default value 7E (hexadecimal) is the |SO standard SAP for X.25.

Example:
set ssap

svc high-inbound or high- two-way or high-outbound
svc low-inbound or low- two-way or low-outbound

Defines the lowest to the highest switched virtual circuit channel number (value).

Example:
set SVC | owtwo-way 1

Inbound Specifies arange of 1to 255. The default setting is 0;
therefore, by default, there are no inbound-only SV Cs.
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Two-way Specifies arange of 1to 255. The default setting is 1 for the
SV C low- parameter and 64 for the SV C high- parameter. By
default, there are 64 two-way SVCs.

Outbound Specifies arange of 1to 255. The default setting is 0;
therefore, by default, there are no outbound-only SV Cs.

throughput-class inbound/outbound bit-rate

Defines the throughput class requested when making a call request while throughput
negotiation isenabled. The default bit-rate setting is 2400 bps.

Example:

set throughput-class i nbound
t hroughput cl ass i nbound (2400)?

vc-idle value

Defines the number of seconds (value) that a switched circuit can be idle beforeitis
cleared. Thevalueis1to 255. Zero indicatesthat the circuit is never cleared. The
default is 30 seconds.

Example:
set vc-idle 40

Statistics

Display the current statistics of any level of the X.25 configuration, or the current data
compression statistics.

Syntax: statistics
all
compression
frame
packet
physical

all

Displaysthe statistics for the packet, frame, and physical levels.

Example:
statistics all
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compression

Displays the statistics for data compression.

Note: This command is not available on X.25-L L C2 pseudo interfaces.

Example:
statistics conpression

Desti nation Byt es Conpr - Ratio On/ O f
Addr ess essed count
123456781 TX: 32896 3971 8.2:1 0

RX: 31868 3631 8.7:1 0

frame

Displays the statistics for the frame level. Note that only I-frames are counted over
an X.25-LL C2 pseudo interface.

Example:

X. 25>statistics frame

Frame Layer Counters: Recei ved Transmtted
I nformati on Franes 1097234 1091944
RR Conmand 309 241
RR Response 267 1395
RNR Conmand 0 0
RNR Response 0 0
REJ Conmand 0 0
REJ Response 0 0
SABM 0 11
SABMVE 0 0
UA 6 0
DI sC 0 0
DM 4 0
FRVR 0 0
T1 Timeouts 1 T2 Timeouts 1086 N2 Ti neouts 1
Bad Address 0 Unsolicited F-Bit 0 Invalid Ctl 0

Frame Layer M scell aneous:
Queued Qutput Franes = 0 Protocol Layer State
Send Sequence N(S) 4 Recei ve Sequence N(R)

Dat a Transfer
6

Configuring and Monitoring X.25 and X.25-LLC2 Network Interfaces 12-55



12.4 X.25 Configuration and Console Commands

Example:
X. 25-LLC2>stati stics frane
Frame Layer Counters: Recei ved Transmtted
I nformation Franes 1101448 1100893

Frame Layer M scell aneous:
Queued Qutput Frames = 10 State = Data Transfer

packet

Displays the statistics for the packet level.

Example:

statistics packet

Packet Counters: Recei ved Transmtted
Cal |l Request 5673 5669
Cal | Accepted 5669 5673
Cl ear Request 5664 5659
Clear Confirm 5659 5664
I nterrupt Request 0 0
Interrupt Confirm 0 0
RR Packet 665972 403117
RNR Packet 0 0
REJ Packet 0 0
Reset Request 0 0
Reset Confirm 0 0
Restart Request 4 6
Restart Confirm 0 0
Di agnostic 0 0
Dat a Packet 408432 665991
Dat a Bytes 21254031 40392356
Buf f ers Queued 0 4
Invalid Packets Received = 0
Switched Circuits Opened = 19

physical
Displays the statistics for the physical level.

Note: This command is not available on X.25-L L C2 pseudo interfaces.

Example:
statistics physical
X. 25 Physical Layer Counters:

Rx Bytes 23 Tx Bytes 300
Adapt er cabl e: RS-449 DTE RISC M crocode Revi sion:

Li ne speed: 19. 2kbs

Last port reset: 4 hours, 24 mnutes, 20 seconds ago
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I nput frame errors:

CRC error 0 al i gnment (byte I ength) 0
m ssed frame 0 too long (> 0 bytes) 0
aborted franme 0 DVA/ FI FO overrun 0
L & F bits not set 0

Qut put frane counters:

DMA/ FI FO underrun errors 0 Qut put aborts sent 0

N c v

Return to the previous prompt level.

Syntax: exit
Example:
exit

12.5 X.25 Network Interfaces and the GWCON Interface
Command

While X.25 interfaces have their own console processes for monitoring purposes,
bridging routers also display complete statistics for installed network interfaces
when you use the inter face command from the GWCON environment. (For more
information on the interface command, refer to the GWCON chapter in the System
Software Guide.)

12.5.1 Statistics Displayed for X.25 Interfaces

The following statistics display when you run the interface command from the

GWCON environment for X.25 interfaces:
Nt Nt Interface CSR Vec Passed Failed Failed
11 X25/0 1001620 5D 0 0 0

X.25 MAC/data-link on SCC Serial Line interface
Interface State: DCD CTS Packet Layer Frame Layer RomRev 0.0

OFF OFF DOWN DOWN X25Rel 3.7
Packet Counters: Received Transmitted
Data Packet 0 0
Data Bytes 0 0
Buffers Queued 0 0
Invalid Packets Received = 0

Switched Circuits Opened= 0

Frame Layer Counters:  Received Transmitted
Information Frames 0 0
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X. 25 Physical Layer Counters:

Rx Bytes 0 Tx Bytes 0
Adapt er cabl e: RS-232 DTE RI SC M crocode Revi sion:
V.24 circuit: 105 106 107 108 109

Ni cknanes: RTS CTS DSR DTR DCD

RS- 232: CA CB CC CD CF

State: --- ON --- --- ON

Li ne speed: unknown

Last port reset: 2 minutes, 16 seconds ago

I nput frame errors:

CRC error 0 al i gnment (byte Iength)
m ssed frame 0 too long (> 0 bytes)
aborted frame 0 DVW/ FI FO overrun

L & F bits not set 0

Qut put franme counters:

DMA FI FO underrun errors 0 Qut put aborts sent
Interface buffer pool: Total = 30, Free = 30

Thefollowing statistics display when you run the interface command from the
GWCON environment for X.25-LLC2 pseudo interfaces:

Sel f-Test Sel f-Test Maintenance
Nt Nt Interface CSR Vec Passed Failed Failed
3 3 X25/1 0 0 0 3 0

X.25 MAC/data-link on X.25 LLC2 interface
Interface State: Packet Layer Frame Layer LAN Interface (Eth/0)
DOWN DOWN UpP

Packet Counters: Received Transmitted
Data Packet 0 0
Data Bytes 0 0
Buffers Queued 0 0
Invalid Packets Received = 0

Switched Circuits Opened= 0
Frame Layer Counters:  Received Transmitted

Information Frames 0 0
Interface buffer pool: Total = 60, Free = 60

The following table describes these general interface statistics:
Nt Global interface number.

Nt’ Reserved for future Dia Circuit use.
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Intrfc

No

CSR

Vec

Self-Test: Passed
Self-Test: Failed
Maintenance; Failed

Interface state

Packet Counters

Data Packets

Data Bytes

Buffers Queued

Invalid Packets
Received

Switched Circuits
Open

Frame Layer Counters

Information Frames

X.25 Physical Layer
Counters

RX Bytes
TX Bytes

Interface name.

Number of this interface within interfaces of typeintrfc.
COMM and Status Registers address.

Interrupt vector.

Number of times self-test succeeded.

Number of times self-test failed.

Number of maintenance failures.

Display the current state of the input modem control signals,
the packet layer (X.25 layer 3), the frame layer (X.25 layer 2),
and the current ROM revision and X.25 code revision.

Provides statistics on packets received and transmitted.

Displays the number of data packets the interface transmits
receives on the network.

Displays the number of data bytes the interface transmits
receives on the network.

Displays the number of buffers currently queued for
transmission over the network. These may be frame or packet
layer supervisory messages aswell asforwarder packets.

Displaysthe number of invalid X.25 packetsreceived from the
network.

Displays the number of switched circuits currently open.

Provides statistics generated from Frame Layer counters.

Displaysthe number of X.25 Information frames the interface
has transmitted and received.

Provides statistics generated from Physical Layer counter.

Display the number of bytes received by the Physical layer.

Display the number of bytes transmitted by the Physical layer.
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Input frame errors:
Adapter cable

CRC error

Type of cable.

Received cyclic redundancy check does not match transmitted
CRC.

alignment byte length Count of frame alignment errors.

missed frame
toolong (> O bytes)
aborted frame
DMA/FIFO overrun

L & F bits not set
DMA/FIFO

underrun errors

Interface buffer pool

Count of missed frames.
Count of frames longer than 2062 bytes.
Count of aborted frames.

Number of times the router was unable to keep up with data
being received because the receive buffer was full.

Count of last and first bits not set.

Number of times the router failed to transmit characters when
the transmitter was ready and previously started transmitting a
frame.

Displays the total number of buffers preallocated for this
interface and the number of remaining free buffers.
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13

Configuring and Monitoring the Budget
Feature

This chapter describes how to configure budget controls for the router and individual
cicuits using the BUD feature.

13.1 About the Budget Feature

The budget feature (BUD) allows you to configure the router to help you monitor
and control the costsincurred by Dia Circuits by specifying a target budget.

You use the BUD feature to configure budgets for the router and to allocate a
percentage of the overall budget to individual Dial Circuits.

13.1.1 Router-Level Budget

A budget is defined as atotal amount of connection time within a given period or as
charge units. For example you could limit connections to one hour per day, or ten
hours per week.

Therouter level budget isthe overall budget for the router, and limits the total usage
of all Dial Circuits on the router. Budget controls can be used on ISDN, V.25 bis,
Frame Relay SV Cs and Frame Relay over ISDN and X.25 over ISDN.

When the Dial Circuit usage reaches the budget limit you can decide whether to
block calls (incoming, outgoing or both) and whether to record an error message in
the Event Log System. You can also report awarning message if the budget limit is
being approached.

To provide a degree of flexibility, you can allow Dia Circuit usage to exceed the
defined budget by a specified percentage (up to 100%). This allowanceis called an
overdraft. Any usage of the overdraft facility is effectively borrowed from the next
budget period. For example, if the budget limit is 10 hours, with a 50% overdraft,
Dial Circuits may be used for 15 hoursin one budget period, but then there would
only be 5 hours available in the next period.

Configuring and Monitoring the Budget Feature 13-1



13.1 About the Budget Feature

If the budget limit is being approached, and would restrict legitimate use of the Dia
Circuits, the network administrator can use the initialise command to initialize the
budget period and refresh the budget allowances in order to prevent calls being
blocked.

The budget configuration and status counters are regularly saved into non-volatile
memory. This ensures that the budget status information is preserved when the router
is powered off, protecting the budget from being reset by switching the router off and
back on again.

13.1.2 Circuit Budget

By default, all circuits share the overall router’s budget. Any individual circuit is
able to use up the entire budget allowance for the router.

To avoid the situation wdre one Dial Cingit consumes the bulk of the router’s
budget, you can allocate a percentage of the router’s budget to a Dial Circuit. This
has to be repeated for each Dial Circuit that you wish to control; otherwise, the
system-level budget applies.

There may also be a situation in which you do not want a particular Dial Circuit to be
restricted by the router’s budget, in which case you can make it exempt by using the
disable budget command at thBudget Circuit Config> prompt.

13.1.3 Fixed Circuits and Budget Controls

When a Dial Circuit haglletimer set to 0 it becomesfaxed circuit which will not
time-out. The budget feature dagg maintain any timer information on fixed
circuits. Line usage on these circuits does not contribute to the budget usage, and
these circuits are not disconnected when the budget expires.

If you want to include fixed circuits in the router budget usage statistics, then you
could set the Dial Circuit idle timer to its maximum value (65535). Since a fixed
circuit is likely to be permanently in use, it should not time-out, and its line usage
will be included in the budget usage statistics.
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13.2 Accessing the Budget Configuration Environment

You configure budget profiles using the BUD feature.

To access the BUD feature configuration environment, use the feature bud
command at the Conf i g> prompt.
Example:

Confi g>feature bud

Budget configuration
Budget Config>

Note: After you access the configuration process, you may begin entering
configuration commands. Changes to the configuration of the budget
feature take effect immediately. You do not have to restart the router.

To access the BUD feature console environment, use the feature bud command at
the GWCON (+) prompt.

Example:

+feature bud
Budget consol e
Budget >

Refer to Chapter 1 for more information about accessing the configuration process.

13.3 Budget Configuration Examples
The following sections provide examples illustrating the use of budget controls.
13.3.1 Configuring a Router-Level Budget

The following procedure describes how to configure arouter level budget. In this

example we will block outgoing calls if outgoing connection time exceeds 2 hoursin
any 24 hour period.

1. Atthe Confi g> prompt enter feature bud to display the Budget Confi g>
prompt. For example:

Confi g>f eat ure bud
Budget configuration
Budget Config>
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2.

Use the enable budget command to set and enable the system level budget with
aperiod of 24 hours and atime limit of 2 hours for outgoing calls only. For
example:

Budget Confi g>enabl e budget

Budget period (1-65535 days) [31]7?1

Budget limted by time or units (time,units) [TIMg?

Budget time limt (1-65535 hours) [50]?2

Budget outgoing calls, incoming calls or both (out,in,both) [out]?out

Are the above settings correct (yes/no) [yes] ? vy
Budget time enabl ed, budget units disabled

Use the enable overdraft command to permit an excess usage of 25% of budget
(30 minutes) in any period. Any overdraft time used is borrowed from the next
budget period. This meansthat, in this example, you can use up to 2 hours and 30
minutes in one budget period, but if you do there will only be 1 hour and 30
minutes available in the next period. For example:

Budget Config>enabl e overdraft
Overdraft size (1-100 percent of budget) [50]7?25

Usethe set expiry-action command to indicate what action will be taken when
the budget and overdraft limits have been reached. For example, to block
outgoing calls and write an ELS message:

Budget Config>set expiry-action

Bl ock outgoing calls, block both outgoing and inconming calls or none

(out, bot h, none) [none] ? out
Wite ELS nmessage/ SNVP trap (yes/no) [yes]? yes

Use the enable war ning command to trigger a warning action when 85% of the
budget has be used. For example:

Budget Confi g>enabl e war ni ng
Warning | evel (1-100 percent of budget) [90]?85

Use the set war ning-action command to indicate what action will be taken
when the line usage reaches the warning threshold. For example:

Budget Config>set warni ng-action
Wite ELS nmessage/ SNVP trap (yes/no) [yes]? yes

13-4 Configuring and Monitoring the Budget Feature



13.3 Budget Configuration Examples

7. Optionally, you may use the set check-interval command to change theinterval
at which the router checks the line usage statistics against the budget. For
example, to set the interval to 10 minutes:

Budget Config>set check-interval
check interval (1-65535 minutes) [15]7?10

All of these commands take effect immediately. You do not need to restart the router.
For convenience the Budget Conf i g> process offers the show command which
lets you monitor budget usage without having to switch to the GWCON process.

13.3.2 Configuring a Budget for a Dial Circuit

The following procedure describes how to restrict one Dial Circuit to use no more
than a given percentage of the router’s budget controls.

1. AttheBudget Confi g> prompt enter theircuit command and the number of
the circuit you want to configure, to display thedget Circuit Config>
prompt. If you are not sure of the circuit numbers, useitloalit ? command.
For example:

Budget Config>circuit ?

3 (Interface PPP/ 1)

4 (Interface PPP/2)

5 (Interface PPP/3)

6 (Interface MPB/0)

What is the dial circuit number [0]? 3
Budget Circuit Config>

2. Use theenable budget command to allocate and activate a percentage of the
overall router budget for this circuit. For example, to allocate this circuit 30%
of the budget for outgoing calls:

Budget Circuit Config>enable budget
Circuit budget (0-100 percent of total budget) [100]?30

Budget outgoing calls, inconming calls or both (out,in,both) [both]?out
Budget enabled on this circuit

3. Use theset expiry-action command to indicate what action will be taken when
the budget for this circuit expires. For example, to block outgoing calls and write
an ELS message:

Budget Circuit Config>set expiry-action
Bl ock outgoing calls, block both outgoing and inconming calls or none

(out, bot h, none) [none] ? out
Wite ELS nmessage/ SNVP trap (yes/no) [yes]? yes
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4. Usetheenable overdraft command to permit this circuit to use the overdraft
facility. It will have the same percentage of the overdraft asit does of the budget.
For example:

Budget Circuit Config>enable overdraft
Overdraft enabled on this circuit

5. Usethe enable warning command to trigger a warning when 85% of the circuit
budget has be used. For example:
Budget Circuit Config>enable warning
Warning level (1-100 percent of circuit budget) [90]?85
Warni ng enabled on this circuit

6. Usethe set warning-action command to indicate what action will be taken
when the line usage reaches the warning threshold. For example:

Budget Circuit Config>set warning-action
Wite ELS nmessage/ SNVP trap (yes/no) [yes]? yes

13.3.3 Trapping Budget Events

Although the set war ning action and set expiry action commands request that the

budget subsystem should write EL S messages, the messages will not be displayed or
reported unless you instruct the Event Logging System (ELS) to display and/or trap
these messages.

The budget event messages which are enabled by these commands are described in
Table 13-1. For a full explanation of all of the events which can be reported by the
budget subsytenmefer to theEvent Logging System Messages Guide.

Table 13—-1 Budget Event Messages

Action Router Level  Circuit Level
Reason Type ELS Message ELS Message
Budget Threshold reached Warning BUD.001 BUD.003
Budget Overdraft started Warning BUD.005 BUD.006
Budget and Overdraft expired  Expiry BUD.002 BUD.004

The following procedure describes how to configure ELS to trap the router level and
circuit level budget warning and action events which you have enabled in the budget
configuration procedures. Trapped events are reported to SNMP.
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1. Atthe Confi g> prompt enter the event command to accessthe ELS
configuration procedure. For example:

Confi g>event
Event Loggi ng System user configuration
ELS confi g>

2. Usethetrap event command to request that specific budget event messages are
trapped and reported by ELS. For example, to report router level budget
threshold warning (BUD.001) use this command:

ELS Config>trap event BUD. 001
ELS Confi g>

3. Alternatively, if you want to report all budget information level events you can
use the trap subsystem command instead, for example:

ELS Config>trap subsystem BUD U- I NFO
ELS Confi g>

4. Similarly, if you want to display EL S messages on the console use the display
command to select individual messages or al messages from a subsystem:

ELS Confi g>di spl ay subsyst em BUD
ELS Confi g>

5. When you have set the traps you require, return to the Config> prompt:

ELS Confi g>exi t
Confi g>

For more information about using the EL S configuration process, refer to the System
Software Guide. For information about using SNMP or RMON to process trapped
event messages refer to the Routing Protocols User’s Guide.

13.4 Budget Configuration Commands

This section summarizes and explains the BUD configuration and monitoring
commands.

The BUD configuration commands allow you to configure budget controls. Enter
the BUD configuration commands at the Budget Conf i g> prompt.

The BUD monitoring commands allow you to monitor budget controls. Enter the
BUD monitoring commands at the Budget > prompt.

See Section 13.2 for more information about accessing the configuration and
monitoring environments.
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Table 13-2 lists the BUD configuration commands:

Table 13—-2 Budget Configuration and Console Commands Summary

Command Task Function
? (Help) Configure/  Lists all the budget configuration or monitoring
Monitor commands, or lists the options associated with
specific commands.
Circuit Configure Accesses the Circuit-level budget configuration
process or lists configurable Dial Circuits.
Disable Configure Disables budget controls, overdrafts or warnings.
Enable Configure Enables budget controls, overdrafts or warnings.
Initialise Configure Starts a new budget period.
List Configure Displays the current budget configuration at router
level and for individual circuits.
Set Configure Sets the check interval, expiry action or warning
action.
Show Configure/ Displays the current budget usage statistics.
Monitor
Exit Configure/ Exits the budget configuration or monitoring process
Monitor and returns to the previous prompt.

? (Help)

List the commands that are available from the current prompt level. You can also
enter? after a specific command name to list its options.

Syntax:

Example:
?

CIRCU T
DI SABLE
ENABLE
EXIT

I NI TI ALI SE

LI ST
SET
SHOW

?
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Circuit

Accessesthe Budget Circuit Config> prompt. Use thisprompt to enter
commands which configure the budget for the Dial Circuit specified by the
parameter circuit-number.

Refer to Section 13.5 for an explanation of the commands available at the Budget
Circuit Confi g>prompt.

Syntax: circuit circuit-number
Example:

circuit

What is the dial circuit number [0]?

circuit-number The interface number of the Did Circuit. If the specified
interface isnot aDial Circuit, then the following error
message will be displayed:
Not a valid dial circuit

Note: The default value is 0, which is never avalid
Dial Circuit.

To find the valid dial circuit interface numbers, use the circuit ? command. This
displaysalist of the Dial Circuits which can be configured for acircuit budget, and
then prompts for the number of the Dia Circuit you want to configure.
Example:
circuit ?

3 (Interface PPP/ 1)

4 (Interface PPP/2)

5 (Interface PPP/3)

6 (Interface MPB/0)
What is the dial circuit number [0]?3
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Disable

Disables budget controls, overdraft capability or warning thresholds for the whole
router.

Note: You must disable budget controls before using the Conf i g> clear all
and clear device commands to clear all non-device configuration
information. You must then restart the router to synchronize budgeting
with the cleared configuration.

Syntax: disable
budget
overdraft
warning-threshold
budget

Disables budget controls for the router. No budget monitoring will be performed.

Example:

di sabl e budget
Al'l budget controls disabled

overdraft

Disables the overdraft capability across the whole router. No line usage will be
permitted when the budget control thresholds have been reached.
Example:

di sabl e overdraft
Al'l overdrafts disabled

warning-threshold

Disables all warning messages indicating that budget thresholds are being
approached.
Example:

di sabl e war ni ng-t hreshol d
War ni ng di sabl ed on overal | budget
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Enable

Enables budget controls, overdraft capability or warning thresholds for the whole

router.
Syntax: enable
budget
overdraft
warning-threshold
budget

Enables budget controls for the router. The budget controls can monitor usage in
terms of the time that calls are connected or by the number of charged dial units that
are used. Refer to your service provider to determine whether charge units can be
monitored, and for the significance of a charge unit.

Note: If the line usage goes over budget and overdraft, you can initialize the
budget period and refresh the budget allowances by disabling the budget
and then enabling it again. Use the disable budget command followed
by the enable budget command. Since these commands take effect
immediately there is no need to restart the router between commands.

Example:

enabl e budget

Budget period (1-65535 days) [31]?

Budget limted by time or units (time,units) [TIMg?

Budget time limt (1-65535 hours) [50]?

Budget outgoing calls, incomng calls or both (out,in,both) [out]?
Are the above settings correct (yes/no) [yes] ?

Budget time enabl ed, budget units disabl ed.

Example:
enabl e budget
Budget period (1-65535 days) [31]?
Budget limted by time or units (time,units) [TIME]? unit
Budget charge limt (1-400000000 units) [6000]?
Budget outgoing calls, incomng calls or both (out,in,both) [out]?
Are the above settings correct (yes/no) [yes] ?
Budget units enabl ed, budget tine disabl ed.

Budget period The number of days that each budget is active. Theinitia
default is 31.
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Budget limited by timeor ~ Determine whether the budget tracks the time that calls are

units connected, or the dial unitsthat are used.

Budget time limit The maximum number of hours of line usage that are
permitted within any budget period.

Budget charge limit The maximum number of charge units that can be used by
Dial Circuitswithin any budget period.

Budget outgoing calls, The direction of callsto which these budget controls apply:

incoming calls or both out — outbound calls only

in — inbound calls only
both — inbound and outbound calls

Are the above settings Confirm that the settings are correct before enabling them. If
correct you answer no, then budget is not enabl ed.
overdraft

Enables the overdraft capability across the whole router. Line usage will be
permitted when the budget control thresholds have been exceeded, up to the
overdraft limit.

Example:

enabl e overdraft
Overdraft size (1-100 percent of budget) [50]?

Overdraft size The percentage of the budget time or budget charge limit
which can be used as an overdraft. Any line usage taken as
an overdraft in one budget period is deducted from the time
available in the next budget period.

warning-threshold

Enables warning messages indicating that line usage is approaching the budget
thresholds.
Example:

enabl e war ni ng-t hreshol d
Warning level (1-100 percent of budget) [90]7?

13-12 Configuring and Monitoring the Budget Feature



13.4 Budget Configuration Commands

Warning level The percentage of the budget time which can be used before
awarning message is issued.
Initialise

Resets budget controls to the start of a budget period and resets all status counters,
restoring 100% of budget allowances for the period.

Note: If the current usage isinto the overdraft limit, then using the initialise
command once leaves the amount of overdraft as the current usage. You
must use the initialise command twice to clear the budget and overdraft.

Syntax: initialise
Example:
initialise

budget initialised

List

Display the current configuration of budget controls.

Syntax: list
all
summary

all

Displays budget control configuration at the router level, followed by the budget
controls that have been set for each Dial Circuit which has been configured with its
own budget controls.
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Example:

list all

Budget Controls

Peri od

Time limt

Charge limt

Overdraft

War ni ng t hreshol d

Check interva

Expiry action
incomng calls
outgoing calls

enabl ed on outgoing and inconming calls
7 days

di sabl ed

6000 units

50 percent

90 percent

15 mins

not bl ocked
not bl ocked

ELS nessage/trap enabled
War ni ng action
ELS nessage/trap enabled
-------------------------- Net 3 ----mmmmi e
Circuit destination nane i px-215
Budget Controls enabl ed on outgoing and incomng calls
Budget | evel 10 percent
Overdraft di sabl ed
Expiry action
incoming calls bl ocked
outgoing calls bl ocked
ELS nessage/trap enabl ed

War ni ng action
ELS nessage/trap

Budget Controls

Period

Time limit

Charge limit

Overdraft

enabl ed at 90 percent of circuit budget

Indicates whether budget controlsare enabled or disabled at
the router level. If controls are enabled, it also indicates in
which direction.

Indicates the duration of each budget period, in days.

Indicates the maximum connection time, in hours, for all
calls on the router in any one budget period.

Itis set to disabled if the budget is monitoring charge units.

Indicates the maximum number of charge units that can be
used for al calls on the router in any one budget period.
Itisset to disabled if the budget is monitoring connection
time.

Indicates the percentage of the time limit or charge limit
which can be used as an overdraft. Any line usage taken as
an overdraft in one budget period is deducted from the usage
available in the next budget period.
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Warning threshold

Check interval

Expiry action

Incoming calls

Outgoing calls

EL S message/trap

Warning message

EL S message/trap

Indicates the percentage of the time limit or charge limit
which can be used before awarning message is issued.

Indicates the interval, in minutes, at which the line usageis
checked against the budget controls.

Indicates whether incoming calls are blocked or not
blocked when the budget time limit, at the router level,
plus permitted overdraft have been reached.

Indicates whether outgoing calls are blocked or not
blocked when the budget time limit, at the router level,
plus permitted overdraft have been reached.

Indicateswhether the EL S message BUD.002 and related
SNMP trap isissued when the budget controls, at the
router level, are exceeded:

enabled —EL S message isissued
disabled— ELS message is not sent.

Indicates whether ELS messages BUD.001 and related
SNMP trap is issued when the budgetning threshold,
at the router level, has been reached:

enabled —EL S message isissued
disabled— ELS message is not sent.

The following fields are repeated for each circuit that has been individually configured.

Circuit destination name

Budget Controls

Indicates the interface number of the Dial Circuit being
displayed.

Indicates the destination name of the Dial Circuit.
All configuration parametersrelate to the named circuit only.

Indicates whether budget controls are enabled or disabled
for this circuit. If controls are enabled, it dso indicatesin
which direction.
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Budget level

Overdraft

Expiry action

Incoming calls

Outgoing calls

EL S message/trap

The maximum percentage of the router level budget which
this circuit is permitted to use. For example, if budget level
isset to 10%, then thiscircuit can use up to 10% of therouter-
level budget (time limit or charge limit) plus 10% of the
router-level overdraft allowance.

This value cannot exceed 100% of the budget, for any
individual circuit, but the total percentage allocated to all
configured circuits may exceed 100%.

For example, four circuits may each allocated 30% of the
budget, but the total usage across these circuitsis still
restricted to the router level time limit (or charge limit).

Indicates whether this Dial Circuit is permitted to use the
overdraft facility:
enabled — This circuit can use the percentage of the
router’s overdraft specified dyudget level.
disabled — This circuit cannot use the overdraft facility.

Indicates whether incoming calls on this circuit are
blocked or not blocked when thebudget time limit plus
permitted overdraft have been reached.

Indicates whether outgoing calls on this circuit are
blocked or not blocked when thebudget time limit plus
permitted overdraft have been reached.

Indicates whether ELS messages and related SNMP trap

are issued when the budget contrarighis circuit are
exceeded:

enabled —EL S messages are issued
disabled— ELS messages are not sent.
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Warning message

ELS message/trap Indicateswhether EL S messages and related SNM P trap
isissued when the budget warning threshold on this
circuit has been reached:
enabled at nn percent of circuit budget —EL S messages
are issued when usage reaches nn% of the budget
allowance for this circuit. The value of nnistaken from
the router level Warning threshold.

disabled— ELS messages are not sent.
summary

Displays budget control configuration at the router level.

Example:
l'ist sumary
Budget Controls enabl ed on outgoing and inconming calls
Peri od 7 days
Time limt di sabl ed
Charge limt 6000 units
Overdraft 50 percent
War ni ng t hreshol d 90 percent
Check interval 15 mins
Expiry action
incomng calls not bl ocked
outgoing calls not bl ocked

ELS nessage/trap enabled
War ni ng action

ELS nessage/trap enabled
- C |

Define the interval at which to check the budget status and the actions to take when
enabled budget control thresholds are reached.

Syntax: set
check-interval

expiry-action
warning-action
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check-interval

Sets the interval at which the line usage statistics are checked.
Example:
set check-interval

Check interval (1-65535 minutes) [15]? 20

Check interval Theinterval, in minutes, at which the line usage statistics are
compared to the budget control thresholds.

expiry-action

Sets the action which is to be taken whenever line usage exceeds the budget
maximum time plus overdraft (if appropriate).
Example:

set expiry-action

Bl ock outgoing calls, block both outgoing and inconming calls or none
(out, bot h, none) [none]?

Wite ELS nmessage/ SNVP trap (yes/ no) [yes]?

Block outgoing calls, block Theaction whichisto betaken when line usagein the current
both outgoingandincoming period exceeds the budget and overdraft:

calls or none out — Block outgoing calls.
both — Block both outgoing and incoming calls.
none — Do not block any calls. (Default)

Write ELS message/SNMP  The reporting action which isto be taken when router level
trap line usage in the current period exceeds the budget and
overdraft:

yes— Report budget expiry with an Event Log message.
UseELS Confi g> to trap the message for SNMP if
required. (Default)

no — Do not report budget expiry.
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warning-action

Sets the action which is to be taken whenever line usage approaches the budget
maximum time.
Example:

set warni ng-acti on
Wite ELS nmessage/ SNVP trap (yes/ no) [yes]?

Write ELS message/SNMP  The reporting action which isto be taken when router-level
trap line usageinthe current period reaches the warning threshold
for the budget.

yes— Report budget warning with an Event Log
message. UsELS Conf i g> to trap the message for
SNMP if required. (Default)

no — Do not report budget warning.

Show

Display the current status of Dial Circuit usage and budget timers. This command is
used for monitoring budget status. It isincluded in the configuration process for
convenience since all of the BUD feature commands take effect immediately.

Syntax: show
all
summary

all

Displays budget control status at the router level, and for each Dial Circuit which has
been configured with its own budget controls.

Example:
show al |
Budget Controls enabl ed on outgoing and incoming calls
Ti me since budget start 3 days 0 hrs(42%, 4 days O hrs renmining
Connection tinme used 36 m ns(15% of budget: not expired)
Charge units used 40

Overdraft of 50 % is enabled

----------------- Net 3 Interface PPP/1 -------mmmmnonmnnn

Connection tinme used 0 mns
Charge units used 0
Overdraft enabl ed
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----------------- Net 6 Interface MPB/O ---------mmnomnnn

Connection tinme used
Charge units used
Overdraft

Budget Controls

Time since budget start

Connection time used

Overdraft

Net n Interface PPP/m

Connection time used

Overdraft

36 m ns(15% of budget: not expired)
40
enabl ed

Indicates whether budget controls are enabled or disabled
for this circuit. If controls are enabled, it also indicatesin
which direction.

Indicates the number of days and hours since the current
budget period started, the percentage of the current period
which has elapsed, and how many days and hours remain
until the next period.

Indicates the number of minutesof connection time that have
been used by all circuits on this router during the current
period.

Indicates whether the overdraft facility is enabled or not. If it
isenabled it also indicates the extent of the overdraft as
percentage of the budget:

enabled — The overdraft facility is availahle
disabled — The overdraft facility is not available.

Indicates the interface number and name of the Dia Circuit.

Indicates the number of minutes of connection timethat have
been used by this Dial Circuit during the current period.

Indicates whether this Did Circuit is permitted to use the
overdraft fecility:

enabled — This circuit can use the percentage of the
router’s overdraft specified dyudget level.

disabled — This circuit cannot use the overdraft facility.
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summary

Displays budget control status for the router level only.

Example:
show sunmary
Budget Controls enabl ed on outgoing and incoming calls
Ti me since budget start 3 days 1 hr(43%, 3 days 23 hrs renmining
Connection time used 176 mins
Charge units used 0

Overdraft of 50 % is enabled

= [

Return to the previous level prompt.

Syntax: exit

Example:
exit
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13.5 Budget Circuit Configuration Commands

This section summarizes and explains the budget circuit configuration commands.

The budget circuit configuration commands allow you to configure budgets for
individual Dial Circuits. You can specify what percentage of the overall budget for
the router will be available for each circuit and you can change the warning and
expiry actions to be taken per circuit.

Enter the budget configuration commands at the Budget Circuit Config>
prompt.

Table 13-3 lists the budget circuit configuration commands.

Table 13—-3 Budget Circuit Configuration Commands Summary

Configure/

Command Monitor Function

? (Help) Configure Lists all the budget circuit configuration commands or
lists the options associated with specific commands.

Delete Configure Deletes all budget controls for this circuit.

Disable Configure Disables budget controls, overdrafts or warnings for
the circuit.

Enable Configure Enables budget controls, overdrafts or warnings for
the circuit.

List Configure Displays the current configuration of the budget
controls for this circuit.

Reset-to- Configure Resets the configuration of the budget controls to their

Default default values.

Set Configure Sets the expiry action or warning action for this circuit.

Show Configure Displays the current budget usage statistics for this
circuit.

Exit Configure Exits the budget circuit configuration process and

returns to the Budget Confi g> prompt.
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? (Help)

List the commands that are available from the current prompt level. You can also
enter ? after a specific command name to list its options.
Syntax: ?
Example:

?

DELETE

DI SABLE

ENABLE

EXIT

RESET- TO- DEFAULT

LI ST

SET
SHOW

Delete

Removes all circuit level budget control definitions for this circuit. Thisisthe
default state for circuits. Controls do not exist until they have been created using the
set and enable or disable commands.

When circuit level budget is deleted the circuit has no specific restrictions, and the
circuit usage statistics are not monitored by the system. However the router-level
budget still applies. Note that a Dia Circuit which has no circuit level budget may
use the entire budget for the router.

Syntax: delete

Example:
del ete
Circuit budget deleted, the overall budget now applies
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Disable

Disables budget controls, overdraft capability or warning thresholds for the circuit.

Syntax: disable
budget
overdraft
warning-threshold
budget

Disables budget controlsfor this circuit. No budget monitoring will be performed on
thiscircuit.

Note: If you disable the budget on acircuit it is exempt from the router level
budget controls and has unlimited access to the network. If you want to
cancel acircuit budget after it has been configured, then you should use
the delete command.

Example:

di sabl e budget

Budget disabled, unlimted calls allowed on this circuit

overdraft

Disables the overdraft capability on this circuit.
Example:

di sabl e overdraft
Overdraft disabled on this circuit

warning-threshold

Disables warning messages indicating that budget thresholds are being approached
on this circuit.

Example:

di sabl e war ni ng-t hreshol d
Warni ng disabled on this circuit
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Enable

Enables budget controls, overdraft capability or warning thresholds for the circuit
being configured.

Syntax: enable
budget
overdraft
warning-threshold
budget

Enables budget controls for the circuit. The budget for acircuit isgivenasa
percentage of the total budget for the router and cannot exceed 100% for any single
circuit. If the percentagesallocated to several Dial Circuits exceeds 100%, then each
circuit may use up to its allocation providing the total usage on the router is within
the router’s budget.

Example:

enabl e budget
Circuit budget (0-100 percent of total budget) [100]?

Budget outgoing calls, inconming calls or both (out,in,both) [both]?
Budget enabled on this circuit

Circuit budget The percentage of the router’s budget that is allocated to this
circuit.

Note: If thisis set to 0, then the budget for this circuit
is permanently expired. So, if the expiry policy
isto block calls then this circuit cannot be used.
Budget outgoing calls, The direction of calls to which these budget controls apply:
incoming calls or both out — outbound calls only
in — inbound calls only
both — inbound and outbound calls

overdraft

Enables the overdraft capability on this circuit. The amount of cafid a
percentage of the router level overdraft. The percentage allocated for the Dial Circuit
is specified as the circuit budget in #reable budget command.
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For example, if the router level budget timelimit is4 hours, therouter level overdraft
is 50% and the circuit level budget is 10%, the circuit level overdraft is 5% of 4
hours (12 minutes).

Example:

enabl e overdraft
Overdraft enabled on this circuit

warning-threshold

Enables warning messages indicating that usage of this Dial Circuit is approaching
the budget thresholds.

Example:

enabl e war ni ng-t hreshol d
Warning level (1-100 percent of circuit budget) [90]?
Warni ng enabled on this circuit

Warning level The percentage of the budget for this circuit which can be
used before awarning message is i ssued.
List

Display the current configuration of circuit budget controls.

Syntax: list
Example:
l'ist
Budget Controls enabl ed on outgoing and incoming calls
Budget | evel 10 percent
Overdraft di sabl ed
Expiry action
incoming calls bl ocked
outgoing calls bl ocked
ELS nessage/trap enabl ed
War ni ng action
ELS nessage/trap di sabl ed
Budget Controls Indicates whether budget controls are enabled or disabled
for this circuit. If controls are enabled, it also indicatesin
which direction.
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Budget level The percentage of the router level budget (time limit or
charge limit) and overdraft which this circuit is permitted to
use.

Overdraft Indicates whether this Dial Circuit is permitted to use the

overdraft facility:
enabled — This circuit can use the percentage of the
router's overdraft specified Hyudget level.
disabled — This circuit cannot use the overdraft facility.

Expiry action

Incoming calls Indicates whether incoming calls on this circuit are
blocked or not blocked when thebudget limit plus
permitted overdraft have been reached.

Outgoing calls Indicates whether outgoing calls on this circuit are
blocked or not blocked when thebudget limit plus
permitted overdraft have been reached.

ELS message/trap Indicates whether ELS messages and related SNMP trap
are issued when the budget contmmighis circuit are
exceeded:
enabled —EL S messages are issued
disabled— ELS messages are not sent

Warning message

EL S message/trap Indicates whether ELS message and related SNMP trap
are issued when the budgedrning threshold on this
circuit has been reached:

enabled —EL S messages are issued
disabled— ELS messages are not sent

Reset-to-Default

Resets budget control valuesto their default values:

* Budget controls— enabled on outgoing and incoming calls
e Budget level — 100 percent

* Overdraft — disabled
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* Expiry action

incoming calls — not blocked
outgoing calls — not blocked
ELS message/trap -enabled

* Warning action
EL S message/trap — disabled

When you enable a routéavel budget, there are no circuit-level budgets defined, so
the system does not monitor usage of the circuits. If you usedéteto-default
command the budget level for the circuit is set to 100%, which means that there is no
particular restriction for this circuit, but the system will monitor usage of the circuit.

If you repeat this for all available circuits, then Buglget > show all command can
identify which circuits are most active.

Syntax: reset-to-default

Example:
reset -t o- def aul t

Set

Define the actions to take when enabled budget control thresholds are reached on
this circuit.

Syntax: set
expiry-action
warning-action

expiry-action

Sets the action which is to be taken whenever the usage of this circuit exceeds the
budget maximum time plus overdraft (if appropriate).
Example:

set expiry-action

Bl ock outgoing calls, block both outgoing and inconming calls or none
(out, bot h, none) [none]?

Wite ELS nmessage/ SNWP trap (yes/ no) [yes]?
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Block outgoing calls, block The action which isto be taken when usage of this circuit in
both outgoingandincoming the current period exceeds the budget and overdraft:

calls or none out — Block outgoing calls.
both — Block both outgoing and incoming calls.
none — Do not block any calls. (Default)

Write ELS message/SNMP  The reporting action which is to be taken when circuit usage
trap in the current period exceeds the budget and overdraft:
yes— Report budget expiry with an Event Log message.
UseELS Confi g> to trap the message for SNMP if
required. (Default)

no — Do not report budget expiry.

warning-action

Sets the action which is to be taken whenever circuit usage approaches the budget
maximum time.
Example:

set warni ng-action
Wite ELS nmessage/ SNVP trap (yes/ no) [yes]?

Write ELS message/SNMP  The reporting action which is to be taken when circuit usage
trap in the current period reaches the warning threshold for the
budget:
yes — Report budget warning with an Event Log
message. UsELS Conf i g> to trap the message for
SNMP if required. (Default)

no — Do not report budget warning.
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Show

Display the current status of circuit usage and budget timers.

Syntax:

Example:
show

show

Ti me since budget start 3 days 0 hrs(42%, 4 days O hrs renmining

Connection tinme used
Charge units used

Overdraft

Time since budget start

Connection time used

Overdraft

28 m ns(15% of budget: not expired)
31
di sabl ed

Indicates the number of days and hours since the current
budget period started, the percentage of the current period
which has elapsed, and how many days and hours remain
until the next period.

Indicates the number of minutes of connection timethat have
been used on this Dial Circuit during the current period and
the percentage of the budget that has been used.

Comparing the percentage of the budget used with the
percentage of the budget period that has el apsed indicates
whether the current rate of usageis likely to exceed the
budget.

Indicates whether this Dia Circuit is permitted to use the
overdraft facility:

enabled — This circuit can use the percentage of the
router’s overdraft specified dyudget level.

disabled — This circuit cannot use the overdraft facility.

Return to the Budget Confi g> prompt.

Syntax:

Example:
exit

exit
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14

Configuring and Monitoring the Telesaving
Feature

This chapter describes how to configure Telesaving profiles using the TEL feature.

14.1 About the Telesaving Feature

The Telesaving feature (TEL) allows you to configure the router to help you
optimize the use of Dia Circuits and control the costs.

You use the TEL feature to configure profiles for call-blocking, call-back and initial
minimum timers.

14.1.1 Call Bocking Profile

Use a call-blocking profile to prevent, or permit, incoming and outgoing calls at
certain times of the week. For some sitesit may be appropriate to prevent callsin
out-of-hours periods.

When using the call-blocking feature you should be aware of the following points:

e Callsmay be blocked by budget or call-blocking. If either functionisina
blocking band or period, callswill be blocked.

e |If call-blocking is used on a Multilink PPP bundle the restrictions apply to all
circuitsin the bundle.

e Callshlocked incoming and outgoing are recorded in the Telesaving MIB.

e Callsthat terminate prematurely (before the Initial Minimum Timer period) are
recorded in the Telesaving MIB as Short Calls.

14.1.2 Call-Back Profile

Use a call-back profile to enable the router to call-back to a remote system when
accepting an incoming call, or to request call-back when you make an outgoing call
during the periods you specify.
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Call-back can be used by the central site/head office to increase security and to
centralize billing. With centralized billing the organization may be able to take
advantage of discounts for high usage.

When using the call-back feature you should be aware of the following points:

*  The Acceptor must have the Calling Line Identifier (CLID) facility. Thisis
optional at the Requestor’s end.

e TheAcceptor can still process call-back requestsif incoming calls are blocked
by acall-blocking profile. If outgoing calls are blocked however, both call-back
Acceptor or Reguestor will not function.

e |If call-back isused on aMultilink PPP bundle, it appliesto all the circuitsin the
bundle.

e Call-back response calls (from the Acceptor) are recorded in the Telesaving
MIB.

14.1.2.1 Call-Back Accept Delay and Request Wait Timers

The Accept Delay and Request Wait timers are used to allow for latency in the
network when processing a call-back request. They should be set to the required
values for those periods (timebands) when call-back is enabled.

If atimeband specifies Accept, the Accept Delay timer is used as a short, turnaround
interval between clearing the incoming call (call request) and placing the outgoing
(call-back) call.

If atimeband specifies Reguest the Request Wait timer is used as the period which
the call-back requestor will wait for a call-back response before trying another call-
back request.

The sequence of actionsis normally:
1. Requestor — Issues a call-back request.

2. Acceptor — Receives and validates the request, clears the call and starts the short

Accept Delay timer.
3. Requestor — Receives the call cleared indication and startfégeest Wait
timer.

4. Acceptor — When thédccept Delay timer expires the Acceptor issues a call-back
response call to the Requestor.
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14.1.3 |

5. Requestor — Receives the call-back response call, stop&Reqaest Wait timer
and accepts the call.

If the call-back response, issued in step 4, fails then the Acceptor starts a timer which
lasts 50% of its own Request Wait timer interval. When that timer expires the
Acceptor repeats the call-back response. Providing that the Request Wait timer at
both stations is the same, the second call-back response should be received before
the Request Wait timer expires at the requesting station.

If the Request Wait timer expires before the Requestor receives the call-back call the
sequence starts again from the top.

nitial Minimum Timer Profile

The Initial Minimum Call Timer (IMT) is defined by the Initial Minimum Timer
profile, which specifies how long a Dial Circuit will be kept connected when it has
just been set up. The call is held open regardless of whether any data is flowing,
unless the call is cleared by the remote end or some higher management function.

The main purpose of this timer is to use time which has already been paid for. If the
service provider makes an initial call charge, then use this timer to ensure that the
call is kept open until the period paid for has expired. If your system might make
several short calls during the time that is covered by the initial call charge, this timer
ensures you incur the initial call charge only once.

If there is no initial call charge this timer can be set to 0 (zero) and the idle timer will
control disconnection.

When using the Initial Minimum Call Timer feature you should be aware of the
following points:

* Initial minimum call timer is effectively inactiveif the value is less than the
setting of “Idle Timer” on a given Dial Circuit.

*  When initial minimum call timer (IMT) is greater than the Idle Timer (usua
case), theinitial minimum call timer runsfor IMT minus Idle seconds and then
Idletimer is started.

* [IMTisasoused onall Multilink PPP links. Note that the I dle Timer isonly
configured on the “base” or primary link of a Multilink PPP bundle, and that
value is also used on secondary links.
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14.1.4 Telesaving MIB

Refer to the Routing Protocols User’s Guider more information about the
Telesaving MIB. Thereis an appendix in this guide which coversall supported
MIBs, and provides detailed information on the Telesaving MIB in particul ar.

14.1.5 Reserved Profile Names

There are two reserved names for telesaving profiles: DEFAULT and ALL.

Each type of profile hasaprofile called DEFAULT which is configured with a set of
default values. You cannot delete the default profiles, but you can create customized
profiles which you use instead of the default.

Thename ALL isused in several commands to indicate that you want to select all of
the defined profiles.

14.1.6 System Time and Date

Telesaving makes use of the current date and time settings on the router, so you must
ensure that these have been set correctly before you configure and use the Telesaving
feature.

You can obtain the time from a network time server or you can set it manually. If
your router has a built-in Time of Year clock, you need to set the time just once, and
it will keep time across restarts; otherwise, you must reset the clock every time you
restart the router.

For example, you can use the time set command at the Conf i g> prompt.

Example:

Config>time set
year [1997]7? 1998
month [1] ? February
date [1] ?23

hour [0]?11

m nute [0] ?25
second [0]?

Refer to the System Software Guider more details about using the time command.
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14.1.7 Profile Timebands

Each profile has a set of default actionswhich apply at all times. The actions depend
on the type of profile. If you want different actionsto be taken at different times of
the week you can define a number of timebands, and specify what action to take
when each timeband is active.

Note: I thetime of week has not been set or resolved, then all profiles will use
the default action settings at all times.

Timebands are identified by a band number and are defined by arange of daysand a
range of hours within each day. For example, Band 1 might be defined as being
between the hours of 08:30 and 18:00 daily from Monday through Friday.

Each profile may have up to 5 timebands and the default setting. If any timebands
overlap, the later band has priority. The example in Figure 14—1 shows a profile
where timeband 2 overlaps timeband 1.

Figure 14-1 Profile With Overlapping Timebands

0:00 08:00 12:00 14:00 18:00 24:00

Band

Mo-Fr Default >

Default

Sa-Su Default

LKG-10539-97C

The timebands are defined as:

* Default — All day every day, except when a configured timeband is active
* Band 1 - Monday to Friday, starting at 08:00 and ending at 18:00

* Band 2 - Monday to Friday, starting at 12:00 and ending at 14:00

During each weekday, the default actions apply from 0:00 until 08:00. Band 1 is
active from 08:00 to 12:00. Band 2 becomes active from 12:00 to 14:00 (overriding
Band 1). When Band 2 ends, Band 1 becomes active again from 14:00 to 18:00. The
default band resumes from 18:00 until 24:00. The default is also active on Saturday
and Sunday because there are no defined bands for the weekend in this example.
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14.1.8 Setting a Dial Circuit to Use a Telesaving Profile

By default, Dial Circuits use the profiles called DEFAULT. You can override this by
specifying a named profile.

AttheCircuit Confi g> promptyou usethe set blocking, set call-back and set
initial-minimum-timer commands to configure the circuit to use named profiles
configured using the TEL feature, the default profile or None. If you set atelesaving
profile to None, then that feature is not used.

14.2 Accessing the Telesaving Configuration Environment

You configure Telesaving profiles using the TEL feature.

To access the TEL feature configuration environment, use the feature tel command
at the Conf i g> prompt.
Example:
Config>feature tel
Tel esaving profiles configuration
Profile Config>
Note: After you access the configuration process, you may begin entering
configuration commands. Whenever you make a change to a user-
configurable parameter, you must restart the router for this change to
take effect.

Refer to Chapter 1 for more information about accessing the configuration process.

14.2.1 Monitoring Telesaving Performance

The TEL feature does not have any console commands, but the Initial Minimum
Timer isdisplayed by the | SDN> timer command.

There is aweb-based Telesaving Monitoring tool provided with the Router
Configurator software. This monitoring tool displays a graphic image of the budget
usage at system and circuit level on the router, and can display a snapshot of the
Telesaving MIB System group contents for the router or the Peer Group contents for
each circuit. Refer to the Routing Protocols User’s Guider more information about
the Telesaving M1B and the monitoring tool.
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14.3 Telesaving Configuration Examples

The following sections provide examplesillustrating the use of call-blocking, call-
back and initial minimum timer profiles. They assume that you have already set the
system time, as described in Section 14.1.6.

14.3.1 Configuring a Call Bocking Profile

The following procedure describes how to configure a call-blocking profile to
prevent incoming and outgoing calls outside normal working hours:

1

At the Conf i g> prompt enter feature tel to display theProfi | e Confi g>
prompt. For example:

Config>feature tel
Tel esaving profiles configuration
Profile Config>

Usethe set blocking command to enter the blocking profile dialog, and provide
aname for the new profile. For example:
Profile Config>set blocking

SET profile - BLOCKI NG
Enter profile name (1 to 15 characters): [1? cbl kOl

Enter the default call-blocking actions. For example, to ensure that incoming
and outgoing calls are blocked at al times, except during the timebands you will
specify later, set the actions to Both and Enable:

Default Call-Blocking Action (None,|ncom ng, Qut goi ng, Both) :[NONE] ? both
Default Call-Blocking Cear Active Calls (Enable, Disable) :[D SABLE] ? e

Note: Itisusually best to define weekend actions in the default action, or in the

4.

action for timeband 1.

Define each timeband where you want a different call-blocking action to
override the default. For example, to allow incoming and outgoing calls during
working hours from Monday to Friday, use these replies:

Band 1: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2

Band 1: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2

Band 1: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ?

Band 1: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ?

Band 1: Call-Blocking Action (None, |nconi ng, Qutgoing,Both) : [NONE ?
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5. Repeat the replies for each timeband that you want to specify. If you make a
mistake, proceed to the next timeband and configureit correctly. You will have
the opportunity later to delete unwanted timebands. You can defineup to 5
separate timebands.

If timebands overlap, the timeband with the highest number takes priority
over the other timebands, so begin with wide timebands and then define
specific timebands which override the wide timebands.

For example, to alow incoming and outgoing calls during Saturday
morning, and to block calls between midday and 1:00 pm use these replies:

Band 2: Start day (M TU WTH,F, SA SU, EXIT) : [MONDAY ] ? sa

Band 2: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] ? sa

Band 2: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ?

Band 2: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 12:00

Band 2: Call-Blocking Action (None, | nconi ng, Qutgoing,Both) : [NONE] ?
Band 3: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2

Band 3: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2

Band 3: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ? 12:00

Band 3: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 13:00

Band 3: Call-Blocking Action (None, | ncom ng, Qutgoi ng, Both) : [NONE] ?b

Band 3 takes priority over Band 1, so in this example calls are allowed
during the working day, but are blocked during the lunch break.

6. When you have entered all the timebands, reply exit to the next prompt, for
example:
Band 4: Start day (M TU WTH,F, SA SU EXIT) © [MONDAY ] 2 exit

7. The command now asksif you want to delete any of the bands you just defined.
If you answer Yesit will display alisting of the profile and ask for the band
number to delete. For example, to delete the midday call-blocking band (Band 3)
enter these replies:

Do you want to delete any bands ? (Yes or [No]): yes

Type Name Def aul t Bl ocki ng

BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE

2 SATURDAY  SATURDAY 08: 30 12: 00 NONE

3 MONDAY FRI DAY 12: 00 13: 00 BOTH

14-8 Configuring and Monitoring the Telesaving Feature



14.3 Telesaving Configuration Examples

Enter band nunber to delete a band (1-5, all, none) [none] ? 3
Type Nanme Def aul t Bl ocki ng
BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE
Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE
2 SATURDAY  SATURDAY 08: 30 12: 00 NONE

8. When you have deleted al unwanted entries, confirm that you want this profile
to be saved. For example:

Enter band nunber to delete a band (1-5, all, none) [none] ? none

Do you want to save profile CBLKO1l? Yes or [No]: yes
Profile config>

The call-blocking profile CBLKOL1 is now configured.
14.3.2 Configuring a Call-Back Profile

The following procedure describes how to configure a call-back profile to prevent
call-back outside normal working hours or during a peak period:

1. Atthe Confi g> prompt enter featuretel to display theProfil e Confi g>
prompt. For example:
Config>feature tel

Tel esaving profiles configuration
Profile Config>

2. Usetheset call-back command to enter the call-back profile dialog, and provide
aname for the new profile. For example:
Profile Config>set call

SET profile - CALL-BACK
Enter profile name (1 to 15 characters): [1? clbOl

3. Enter the default values for the call-back action, accept delay and request wait.
See Section 14.1.2.1 for more details about the accept delay and request wait
timers.
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For example, to ensure that call-back is disabled at al times, except during
the timebands you will specify later, you can set the default call-back action
to None and use the standard defaults for the delay and wait timers:

Default Call-Back Action (None, Request, Accept) : [NONE ?
Accept delay milliseconds (100 to 5000) : [1000]?
Request wait seconds (5 to 120) : [20]?

4. Define each timeband where you want adifferent call-back action to override the
default. For example, to allow call-back on incoming calls during the working
day from Monday to Friday, use these replies:

Band 1: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2
Band 1: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2
Band 1: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ?
Band 1: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ?
Band 1: Call-Back Action (None, Request,Accept) : [NONE] ? a

5. Repeat the replies for each timeband that you want to specify. If you make a
mistake, proceed to the next timeband and configure it correctly. You will have
the opportunity later to del ete unwanted timebands. A profile can contain upto 5
timebands.

If timebands overlap, the timeband with the highest number takes priority
over the other timebands, so begin with wide timebands and then define
specific timebands which override the wide timebands.

For example, to disable call-back during a peak period, say 10:00 to 14:30
you could use these replies:

Band 2: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2
Band 2: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2
Band 2: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ? 10:00
Band 2: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 15:00
Band 2: Call-Back Action (None, Request, Accept) : [NONE] ?

Band 3: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2
Band 3: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2
Band 3: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ? 10:00
Band 3: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 14:30
Band 3: Call-Back Action (None, Request, Accept) : [NONE] ?

Note: In thisexample the time was entered incorrectly for Band 2, so we went
on to enter it correctly for Band 3.
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When you have entered all the timebands, reply exit to the next prompt, for
example:

Band 4: Start day (M TU WTH, F, SA SU, EXI T) © [MONDAY ] ? exit

The command now asks if you want to delete any of the bands you just defined.
If you answer Yesit will display alisting of the profile and ask for the band
number to delete. For example, to delete the mistake we made earlier (Band 2)
enter these replies:

Do you want to delete any bands ? (Yes or [No]): vy

Type Nane Defaul t Call-Back

CALL- BACK CLBO1 Action :- NONE
Del ay nms 1000
Wait seconds 20

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 ACCEPT

2 MONDAY FRI DAY 10: 00 15: 00 NONE

3 MONDAY FRI DAY 10: 00 14: 30 NONE
Enter band nunber to delete a band (1-5, all, none) [none] ? 2
Type Nanme Default Call-Back
CALL- BACK CLBO1 Action :- NONE

Del ay nms 1000
Wait seconds 20

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 ACCEPT
2 MONDAY FRI DAY 10: 00 14: 30 NONE

When you have deleted al the timebands you need to remove, reply none to the
next prompt, for example:

Enter band nunber to delete a band (1-5, all, none) [none] ?
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9. Now that you have deleted all unwanted entries, confirm that you want this
profile to be saved. For example:

Do you want to save the profile CLBO1 ? Yes or [No]: yes
Profile Config>

14.3.3 Configuring an Initial Minimum Timer Profile

The following procedure describes how to configure an Initial Minimum Timer
profile to match the minimum call charges of the service provider.

1. Atthe Confi g> prompt enter featuretel to display theProfil e Config>
prompt. For example:
Config>feature tel

Tel esaving profiles configuration
Profile Config>

2. Usethe set initial-minimum-timer command to enter the initial minimum timer
profile dialog, and provide a name for the new profile. For example:
Profile Config>set initial-mnimmtinmer

SET profile - I NITIAL-M NI MUM TI MER
Enter profile name (1 to 15 characters): [T? inmO1

3. Enter the value for the default timer, in seconds. For example, if the weekend
minimum call charge coversthe cost of atwo minute call, set the default timer to
120 seconds:

Default tinmer seconds (0-65535) : [30]? 120

Define each timeband where you want a different timer to override the
default. Start with the widest timeband first. For example, if the minimum
call charge covers 90 seconds outside working hours Monday to Friday, you
can add another timeband to the profile:

Band 1: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2
Band 1: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2
Band 1: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ? 00:00
Band 1: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 24:00
Band 1: tiner seconds (0-65535) : [30]? 90
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4. Repeat the process for each timeband that you want to specify, starting with the
widest timebands and ending with the narrowest. If you make amistake, proceed
to the next timeband and configure it correctly. You will have the opportunity
later to delete unwanted timebands. A profile can contain up to 5 timebands.

For example, if the minimum call charge during normal working hours
changes to cover only 1 minute, use these replies:

Band 2: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2
Band 2: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2
Band 2: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ? 08:00
Band 2: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 19:00
Band 2: tiner seconds (0-65535) : [30]? 60

5. When you have entered all the timebands, reply exit to the next prompt, for
example:

Band 3: Start day (M TU WTH, F, SA SU, EXI T) © [MONDAY ] ? exit

6. The command now asksif you want to delete any of the bands you just defined.
If you answer Yesit will display alisting of the profile and ask for the band
number to delete:

Do you want to delete any bands ? (Yes or [No]): yes

Type Name Default Timer(secs)
INTIAL-MNMUMTIMER | MIO1 00120
Band Start Day End Day Start Tinme End Tinme Tinmer(secs)
1 MONDAY  FRIDAY  00:00 24:00 00090

2 MONDAY FRI DAY 08: 00 19: 00 00060

Enter band nunber to delete a band (1-5, all, none) [none] ?

7. When you have deleted all unwanted entries, confirm that you want this profile
to be saved. For example:

Do you want to save the profile IMI0O1 ? Yes or [No]: yes
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14.3.4 Configuring an IMT Profile to Match a National Tariff Structure

To demonstrate how to configure and use Initial Minimum Time profilesto suit a
particular country’s tariff structure, consider the tariff structure for country X. At the
time of publication, their ISDN service is offering fouffdient tariff rates (Tariff

codes A, B, C and D) which operate at different times of the the week, as shown in
Figure 14-2.

Figure 14-2 Tariff Rates by Time of Week

08:00 13:30 22:30
0:00 06:00 12:30 18:00 21:30| 24:00

LKG-10540-97C

Theinitial minimum call chargeisfixed at $0.73 (including tax) at all times.
However, the tariff rate varies depending on the distance of the call and the time of
week. As aresult thisinitial minimum call charge covers a different number of
seconds, depending on the actual rate applied to the current call.

Table 14-1 shows the number of seconds that the initial minimum call charge buys at

the local rate (in local and neighboring town) at each of the four tariff codes (Tariff
Codes A, B, C and D).

Table 14—-1 Local Tariff Structure

Local and Neighbouring

Tariff Code Town (seconds)
A 180
B 270
c 360
D 540
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You can configure an Initial Minimum Call Timer profile for the local area. Use the

set initial-minimum-timer command to create an IMT profile, defining timebands

which match the charges illustrated in Figure 14—-2 and using the number of seconds
for each tariff code given in Table 14-1:

*  Set the default tariff to value of Tariff Code D (540 seconds).

* Define five timebands using the values given in Table 14-2, setting the timer to
the appropriate number of seconds for the Tariff Code letter.

Table 14-2 Example Initial Minimum Call Timer Profile Structure

Time Start Tariff Timer
Band First Day LastDay Time End Time Code (seconds)
1 Monday Sunday 06:00 22:30 C 360

2 Monday Saturday  08:00 12:30 A 180

3 Monday Friday 13:30 18:00 A 180

4 Monday Saturday  12:30 13:30 B 270

5 Monday Friday 18:00 21:30 B 270

When you have configured the local IMT profile it will have a default rate specified
by Tariff D (540 seconds). Time band 1 overrides this with Tariff C (360 seconds)
between 06:00 and 22:30, every day of the week. timebands 2 through 5 do not
overlap each other, but they override Tariff C with Tariffs A (180 seconds) and B
(270 seconds) whenever they are active.

The profile we have justreated is suitable for use by Dial Qiits making local

calls only. The ISDN service provider has siffatient charge bands, depémgl on

the distance of the call. Table 14-3 shows the number of seconds that the initial
minimum call charge buys in each of these distance ranges at each of the four tariff
rates (Tariff Codes A, B, C and D).

Configuring and Monitoring the Telesaving Feature 14-15



14.3 Telesaving Configuration Examples

Table 14-3 Number of Seconds Covered by Initial Minimum Call Charge

Local and
Tariff Neighbouring Up to 25km to 30kmto 52kmto Over
Code Town 25 km 30 km 52 km 100 km 100 km
A 180 120 72 45 24 19
B 270 170 102 64 34 27
C 360 240 144 90 48 38
D 540 340 204 128 68 54

You must now configure a profile for each of the long distance charge bands in turn,
following the same procedure we used for the local area. When thisis complete there
will be six IMT profiles available for use.

You must now determine the charge band (column) which appliesto the destination
address for each Dial Circuit on your router. You can then configure each Dial
Circuit to use the IMT profile which is appropriate for the distance of the remote
station.

14.3.5 Configuring a Dial Circuit to Use Telesaving Profiles

By default, Dial Circuitswill usethe profile called DEFAULT, for each of the three
telesaving profiles. The following procedure describes how to configure a Dial
Circuit to use the profiles we have just defined instead of the default profile:

1

Use the set initial-minimum-timer command to configure the Dial Circuit to
use the named profile. For example:

Circuit config>set initial-mninmumtiner inoO01l

AttheCircuit confi g> prompt usethe set blocking command to configure
the Dial Circuit to use the named profile. For example:

Circuit config>set blocking chl k01

Usethe set call-back command to configure the Dial Circuit to use the named
profile. For example:

Circuit config>set call-back cl b0l
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4. Usethelist command to verify the Dial Circuit configuration. For example:

Circuit config>list

Base net: 2

Desti nation nane: wor cest er
I nbound dst nane: wor cest er
CQut bound cal ls al | owed

I nbound calls al | owed
Idle timer = 90 sec
Sel f Test Delay Tiner = 300 ns
Send Line ID: NO

Profile(s) configured
type: Initial MnimmTinmer nanme: |M01
type: Call Blocking nane: CBLKO1
type: Call-Back nanme: CLBO1

Refer to Chapter 2 for more information about configuring Dial Circuits.

14.4 Configuring a Central Site to Control Telesaving

If you are configuring a network where you want a central station to take the lead in
managing the Telesaving features, then you must configure each of the remote
stations to abdicate responsibility for each of the Telesaving components.

14.4.1 Central Control of Initial Minimum Timer

The default value of the Dial Circuit Idletimer is 60 seconds, and the IMT default is

30 seconds. This effectively cancelsthe IMT, but the Idle timer may interfere with

the central site’s telesaving profiles. If you set the Idle timer to its maximum value
(65,535) at each of the remote stations, then the central site will be able to control the
calls.

14.4.2 Central Control of Call-Blocking and Budgets

Call-blocking and budget contradse disabled by default, so that remote sites can be
controlled centrally.

14.4.3 Central Control of Call-Back

Setting the remote stations to request call-back allows the central station to
determine whether call-back is used or not. If the central station is set to accept call-
back then call-back will operate. If the central station is set to None or Request, then
the incoming calls are just accepted.
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14.5 Telesaving Configuration Commands

This section summarizes and explains the TEL configuration commands.

The TEL configuration commands allow you to configure telesaving profiles. Enter
the TEL configuration commands at the Pr of i | e confi g> prompt.

Table 14—4 lists the TEL configuration commands.

Table 14-4 Telesaving Configuration Commands Summary

Command Function

? (Help) Lists all the telesaving configuration commands or lists the options
associated with specific commands.

Delete Removes a profile.

List Displays the current telesaving profiles.

Set Creates or modifies an existing telesaving profile.

Exit Exits the telesaving configuration process and returns to the

CONFIG environment.

? (Help)

List the commands that are available from the current prompt level. You can also
enter? after a specific command name to list its options.

Syntax: ?

Example:
?
DELETE
EXIT
LI ST
SET
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Delete

Deletes a specified profile.

Syntax: delete
blocking
call-back
initial-minimum-timer
blocking

Removes acall-blocking profile. You must supply the name of the profile to be
deleted. The profile you specify is displayed and you must confirm that it isthe
profile you want to delete.

The fields which are displayed are described under the list blocking command.

Example:
del et e bl ocki ng
DELETE profile - BLOCKI NG

Enter profile name (1 to 15 characters): [1? cbl kOl
Type Nanme Def aul t Bl ocki ng
BLOCKI NG CBLKO1 Action :- BOTH

Clear Active Calls :- ENABLE

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE
2 SATURDAY  SATURDAY 08: 30 12: 00 NONE

Are you sure you want to DELETE this profile? (Yes or [No]): vy

call-back

Removes a call-back profile. You must supply the name of the profile to be deleted.
The profile you specify is displayed and you must confirm that it is the profile you
want to delete.

Thefields which are displayed are described under thelist call-back command.
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Example:

del ete cal | - back
DELETE profile - CALL-BACK

Enter profile name (1 to 15 characters): [1? clbOl
Type Nanme Default Call-Back
CALL- BACK CLBO1 Action :- NONE

Del ay nms 1000
Wait seconds 20

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 ACCEPT
2 SATURDAY  SATURDAY 08: 30 12: 00 ACCEPT

Are you sure you want to DELETE this profile? (Yes or [No]):y

initial-minimum-timer

Removes an initial minimum timer profile. You must supply the name of the profile
to be deleted. The profile you specify is displayed and you must confirm that it isthe
profile you want to delete.

Thefields which are displayed are described under the list initial-minimum-timer

command.
Example:
delete initial-mnimmtinmer
DELETE profile - | NITI AL-M NI MUM TI MER
Enter profile name (1 to 15 characters): [T? inmO1
Type Nanme Default Ti mer(secs)
I NI TI AL- M NI MUM Tl MER | MTO1 00120
Band Start Day End Day Start Tine End Tinme Tinmer(secs)
*1 MONDAY FRI DAY 08: 00 19: 00 00060
2 SATURDAY  SATURDAY 00: 00 24:00 00090

Are you sure you want to DELETE this profile? (Yes or [No]): yes
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List

Display the current configuration of telesaving profiles.

Syntax: list
blocking
call-back
initial-minimum-timer
blocking

Displays call-blocking profiles, showing when incoming or outgoing calls will be
permitted and when they will be blocked.

Example:
l'ist blocking
LI ST profile(s) - BLOCKING * = current active action
Enter profile name, or ALL (1 to 15 characters): [1? all
Type Name Def aul t Bl ocki ng
BLOCKI NG DEFAULT *Action :- NONE

Clear Active Calls :- DI SABLE

No bands defi ned

Type Name Def aul t Bl ocki ng

BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE

Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE
2 SATURDAY  SATURDAY 08: 30 12: 00 NONE

*** End of profile listing ***

List profile(s) BLOCKING. Thisisacall-blocking profile.

Enter profile name Specify the name of the call-blocking profileyou want tolist,
or ALL todisplay al call-blocking profiles.
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Type Indicates the type of profile being displayed. BLOCKING
indicates that thisisacall-blocking profile.

Name Indicatesthe name used to identify this profile. The name has
1to 15 characters.

Default Blocking

Action The default call-blocking action which is used if none of the

configured bands apply:

None —Allow incoming and outgoing calls.

Incoming — Do not accept incoming calls.

Outgoing — Do not allow outgoing calls.

Both — Do not allow incoming or outgoing calls.
The asterisk (*) indicates that thisis the currently active
action.

Clear Active Calls Indicates whether active callswill be cleared when this band
becomes active:
Enable — Active calls, in the direction specified by
Action, will be cleared when this band becomes active.
Disable— Active calls will not be cleared when this band
becomes active.

Band Indicates the sequence number of the timeband defined
within each profile. If timebands overlap, then the band with
the highest sequence number takes priority over those with a

lower number.

The asterisk (*) indicates that thisis the currently active

band.
Sart Day Indicates the day of the week on which this timeband begins.
End Day Indicates the day of the week on which thistimeband ends.
Start Time Indicates the time of day at which this timeband begins each

day. Theformat ishh:mm, where hh represents the hour, in
the range 00 to 23, and mm represents minutes and is either
00 or 30.
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End Time Indicates the time of day at which thistimeband ends each

day. Theformat is hh:mm, where hh represents the hour, in
the range 00 to 24, and mm represents minutes and is either
00 or 30.

Action Indicates the call-blocking action which is used when this

timeband is active:
None —Allow incoming and outgoing calls.
Incoming — Do not accept incoming calls.
Outgoing — Do not allow outgoing calls.
Both — Do not allow incoming or outgoing calls.

call-back

Displays the call-back profiles, showing when outgoing calls will request call-back,
or when incoming calls will be accepted using call-back, and when call-back will not

be available.

Example:

l'ist call-back
LI ST profile(s) - CALL-BACK

* = current active action

Enter profile name, or ALL (1 to 15 characters): [1? clbOl
Type Nanme Default Call-Back
CALL- BACK CLBO1 Action :- NONE
Del ay nms 1000
Wait seconds 20
Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 ACCEPT
2 SATURDAY  SATURDAY 08: 30 12: 00 ACCEPT
*** End of profile listing ***
List profile(s) CALL-BACK. Thisisacal-back telesaving profile.

Enter profile name

Specify the name of the call-back profile you want to list, or

ALL todisplay al call-back profiles.
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Type

Name

Default Call-Back

Action

Accept Delay

Wait

Band

Sart Day
End Day

Indicates the type of profile being displayed. CALL-BACK
indicates that thisisacall-back profile.

Indicatesthe name used to identify this profile. The name has
1to 15 characters.

The default call-back action which is used if none of the
configured bands apply:
None —Do not use call-back.
Accept— Call back to the remote station when
monitoring incoming calls.
Request — Request call-back from remote station on
outgoing calls.
The asterisk (*) indicates that thisis the currently active
action.

Indicates the the default interval, in milliseconds, that the
acceptor waits before redialing when calling back to the
remote station.

Therangeis 100 to 5000 milliseconds, and the default value
is 1000 milliseconds.

Indicates the default interval, in seconds, that the Receiver
waits for a remote station to respond to an outgoing call
which requests call-back.

Therangeis5 to 120 seconds and the default value is 20
seconds.

Indicates the sequence number of the timeband defined
within each profile. If timebands overlap, then the band with
the highest sequence number takes priority over those with a
lower number.

The asterisk (*) indicates that thisis the currently active
band.

Indicates the day of the week on which this timeband begins.
Indicates the day of the week on which thistimeband ends.
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Start Time Indicates the time of day at which this timeband begins each
day. The format ishh:mm, where hh represents the hour, in
the range 00 to 23, and mm represents minutes and is either
00 or 30.

End Time Indicates the time of day at which this timeband ends each
day. Theformat is hh:mm, where hh represents the hour, in
the range 00 to 24, and mm represents minutes and is either
00 or 30.

Action Indicates the call-back action which is used when this
timeband is active:

None —Do not use call-back.

Accept— Call back to the remote station when accepting
incoming calls.

Request — Request call-back from remote station on
outgoing calls.

initial-minimum-timer

Displays the initial minimum timer profiles, showing the initial minimum timer
values configured for different times of the day or week.

Example:
list initial-mnimmtiner
LI ST profile(s)-INTIAL-M N MJUM Tl MER * = current active tiner
Enter profile name, or ALL (1 to 15 characters): [1? al
Type Nanme Default Ti mer(secs)
I NI TI AL- M NI MUM Tl MER DEFAULT 00090
Band Start Day End Day Start Tine End Tinme Tinmer(secs)
1 MONDAY FRI DAY 00: 00 24:00 00050
*2 MONDAY FRI DAY 08: 00 18: 00 00030
Type Nanme Default Timer(secs)
I NI TI AL- M NI MUM Tl MER | MTO1 00120
Band Start Day End Day Start Time End Tinme Tiner(secs)
*1 MONDAY FRI DAY 00: 00 24:00 00090
2 MONDAY FRI DAY 08: 00 19: 00 00060

*** End of profile listing ***
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List profile(s)

Enter profile name

Type

Name

Default Timer

Band

Sart Day
End Day

Sart Time

End Time

Timer

INITIAL-MINIMUM-TIMER. Thisisan initial minimum
timer profile.

Specify the name of the initial minimum timer profile you
want to list, or ALL to display dl initial minimum timer
profiles.

Indicates the type of profile being displayed. INITIAL-
MINIMUM-TIMER indicatesthat thisisan initial minimum
timer profile.

Indicatesthe name used to identify this profile. The name has
1to 15 characters.

Indicates the default minimum time, in seconds, that calls
will be connected. Thistimer isused when no other timeband
inthe profileis active.

Indicates the sequence number of each timeband in the
profile. If timebands overlap, then the band with the highest
sequence number takes priority over those with alower
number.

The asterisk (*) indicates that thisis the currently active
band.

Indicates the day of the week on which this timeband begins.
Indicates the day of the week on which thistimeband ends.

Indicates the time of day at which this timeband begins each
day. The format ishh:mm, where hh represents the hour, in
the range 00 to 23, and mm represents minutes and is either
00 or 30.

Indicates the time of day at which thistimeband ends each
day. Theformat is hh:mm, where hh represents the hour, in
the range 00 to 24, and mm represents minutes and is either
00 or 30.

Indicates the minimum time, in seconds, that calls will be
connected when thistimeband is active.
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Set

Create or modify a profile.

Note: If thetime of week has not been set or resolved, then all profiles will use
the DEFAULT action settings at all times. See Section 14.1.6 for more
information about setting the system date and time.

Syntax: set
blocking
call-back
initial-minimum-timer
blocking

Use the set blocking command to define the periods during which incoming or
outgoing calls will be blocked.

The command prompts for the default action and the time span and call-blocking
action for a series of up to 5 timebands. The higher number bands take priority over
the lower bands, so you should configure the wider timebands first, and override
periods |ater.

When you have configured all the timebands, the command allows you to delete any
bands which you have configured in error and finally asks for confirmation before
saving the new profile. You must restart the router for the changes to take effect.

Example:
set bl ocking
SET profile - BLOCKI NG
Enter profile name (1 to 15 characters):[]? cbl k01
Default Call-Blocking Action (None,|nconi ng, Qut goi ng, Both) :[NONE]? both
Default Call-Blocking Cear Active Calls(Enable, Di sabl e):[Dl SABLE]? e

Band 1: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2

Band 1: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2

Band 1: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ?

Band 1: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ?

Band 1: Call-Blocking Action (None, | ncon ng, Qutgoing,Both) : [NONE] ?
Band 2: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] ? sa

Band 2: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] ? sa

Band 2: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ?

Band 2: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 12:00

Band 2: Call-Blocking Action (None, | nconi ng, Qutgoing,Both) : [NONE] ?
Band 3: Start day (M TU WTH,F, SA SU, EXIT) : [MONDAY ] 2

Band 3: End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2

Band 3: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ? 12:00

Band 3: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 13:00
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Band 3: Call-Blocking Action (None, | nconi ng, Qutgoing,Both) : [NONE] ?
bot h
Band 4: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] ? exit

Do you want to delete any bands ? (Yes or [No]): vy

Type Nanme Def aul t Bl ocki ng
BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE
Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE
2 SATURDAY  SATURDAY 08: 30 12: 00 NONE
3 MONDAY FRI DAY 12: 00 13: 00 BOTH
Enter band nunber to delete a band (1-5, all, none) [none] ? 3
Type Nanme Def aul t Bl ocki ng
BLOCKI NG CBLKO1 Action :- BOTH
Clear Active Calls :- ENABLE
Band Start Day End Day Start Time End Time Action
*1 MONDAY FRI DAY 08: 30 18: 30 NONE
2 SATURDAY  SATURDAY 08: 30 12: 00 NONE
Enter band nunber to delete a band (1-5, all, none) [none] ?

Do you want to save profile CBLKO1l? Yes or [No]: yes

SET profile BLOCKING. Thisindicatesthat you are configuring a call-
blocking profile.

Enter profile name Specify the name of the blocking profile you want to create
or modify. The name can have 1 to 15 characters.
If you enter the name of an existing profileits configuration
will be displayed as shown by the list blocking command.
The prompts which follow will then use the existing values
for each field.
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Default Call-Blocking
Action

Default Call-Blocking
Clear Active Calls

Band n:

Sart day

End day

Sart Time

The default call-blocking action to be used if none of the
configured bands apply:

None —Allow incoming and outgoing calls.
Incoming — Do not accept incoming calls.
Outgoing — Do not allow outgoing calls.

Both — Do not allow incoming or outgoing calls.

Set active callsto be cleared when a new band becomes

active:
Enable— When a new band which disables calls
becomes active, and active calls in that direction will be
cleared. For example, if the new band blocks incoming
calls, all active incoming calls will be cleared.

Disable — Active calls will not be cleared when a new
band becomes active.

Indicates the sequence number of the timeband you are
defining. A profile can contain up to 5 timebands. A time
band is active from Start Time to End Time, each day in the
range Start Day to End Day.

Set the day of the week on which this timeband begins.
Valid values are:

SU — Sunday
M — Monday
TU — Tuesday

W — Wednesday
TH — Thursday
F — Friday

SA — Saturday

EXIT — all bands have been configured, exit from band
definition stage

Set the day of the week on which thistimeband ends. Vaues
are asfor Sart day except thereisno Exit option.

Set the time of day at which this timeband begins each day.
The format is hh: mm, where hh represents the hour, in the
range 00 to 23, and mm represents minutes and iseither 00 or
30.
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End Time Set the time of day at which this timeband ends each day.
The format is hh:mm, where hh represents the hour, in the
range 00 to 24, and mm represents minutes and is either 00 or
30.

Call-Blocking Action  Set the call-blocking action which is used when this
timeband is active:

None —Allow incoming and outgoing calls.
Incoming — Do not accept incoming calls.
Outgoing — Do not allow outgoing calls.

Both — Do not allow incoming or outgoing calls.

Do youwant to deleteany Enter Yesif youwant to delete any of the bandsin the profile.
bands Enter No to accept the defined bands.
If you enter Yes, the profileis displayed asif you had used
thelist blocking command.

Enter band number to Enter the number of the band which you want to delete. The

delete a band profileis redisplayed with the specified band del eted.
Thisquestionisrepeated until you enter noneto indicate that
you do not want to delete any more bands.

Do you want to save profile Enter Yesif you want to save the profile, or No if you want
XXX ? to abandon the changes.

call-back

Usethe set call-back command to specify the options for actionsto be taken if call-
back is being used. You may want to implement call-back to provide alevel of call
security, but it can also be used to centralize call charging, particularly if calsare
cheaper in one direction than another.

Example:

set cal |l -back
SET profile - CALL-BACK

Enter profile name (1 to 15 characters): [1? clbOl
Default Call-Back Action (None, Request, Accept) : [NONE ?
Accept delay milliseconds (100 to 5000) : [1000]?

Request wait seconds (5 to 120) : [20]?

Band 1: Start day (M TU WTH, F, SA SU, EXIT) : [MONDAY ] 2
Band End day (M TU, WTH, F, SA, SU) : [FRIDAY ] 2

1:
Band 1: Start tine: Hour (0-23) Mnute (:00,:30) [08:30] ?
Band 1: End tine: Hour (0-24) Mnute (:00,:30) [18:30] ?
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Band
Band
Band
Band
Band
Band
Band

WNNNNNBE

Cal | -Back Action (None, Request, Accept) : [NONE] ? a
Start day (M TU, WTH, F, SA SU, EXIT) : [MONDAY ] ? sa
End day (M TU, WTH, F, SA, SU) : [FRIDAY ] ? sa

Start time: Hour (0-23) Mnute (:00,:30) [08:30] ?

End tine: Hour (0-24) Mnute (:00,:30) [18:30] ? 12:00
Cal | -Back Action (None, Request, Accept) : [NONE] ? a

Start day (M TU, WTH, F, SA, SU, EXIT) : [MONDAY ] ? exit

Do you want to delete any bands ? (Yes or [No]): yes

Type Nanme Default Call-Back

CALL- BACK CLBO1 Action :- NONE
Del ay nms 1000
Wait seconds 20

Band Start Day End Day Start Time End Time Action

*1 MONDAY FRI DAY 08: 30 18: 30 ACCEPT

2 SATURDAY  SATURDAY 08: 30 12: 00 ACCEPT
Enter band nunber to delete a band (1-5, all, none) [none] ?

Do you want to save profile CLBO1? Yes or [No]: yes

SET profile CALL-BACK. Thisindicatesthat you are configuring acall-
back telesaving profile.
Enter profile name Specify the name of the call-back profile you want to create

or modify. The name can have 1 to 15 characters.

If you enter the name of an existing profileits configuration
will be displayed as shown by the list call-back command.
The prompts which follow will then use the existing values
for each field.

Default Call-Back Action  Set the default call-back action which is used if none of the

configured bands apply:
None —Do not use call-back.

Accept— Call back to the remote station when accepting
incoming calls.

Request — Request call-back from remote station on
outgoing calls.
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Accept Delay

Request Wait

Band n:

Sart day

End day

Set the Acceptor’s default call turnaround interval, in
milliseconds. When an Acceptor receives and accepts acall-
back request thisistheinterval it waits between clearing the
call and sending a call-request back in response.
Therangeis 100 to 5000 milliseconds, and the default value
is$1000 milliseconds.

Set thedefault interval, in seconds, for the Requestorto wait
before re-issuing an outgoing call-back request.

The Acceptor also uses this timer. If the response call to a
call-back request fails, atimer is started with avalue of 50%
of this Request Wait time and on expiry, the call-back
response call isretried.

Providing that the Request Wait timer at both stationsisthe
same, the second response call should bereceived beforethe
Requestor’stimer expires.

Therangeis5 to 120 seconds and the default value is 20
seconds.

Note: See Section 14.1.2.1 for more details about the
Accept Delay and Request Wait timers.

Indicates the sequence number of the timeband you are
defining. A profile can contain up to 5 timebands. A time
band is active from Start Time to End Time, each day in the
range Sart Day to End Day.

Set the day of the week on which this timeband begins.
Valid values are:

SU - Sunday

M — Monday

TU — Tuesday

W — Wednesday

TH — Thursday

F — Friday

SA — Saturday

EXIT — all bands have been configured, exit from band

definition stage

Set the day of the week on which thistimeband ends. Vaues
are asfor Sart day except thereisno Exit option.
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Sart Time

End Time

Call-Back Action

Do you want to delete any
bands

Enter band number to
delete a band

Do you want to save profile
XXX?

initial-minimum-timer

Set the time of day at which this timeband begins each day.
The format is hh:mm, where hh represents the hour, in the
range 00 to 23, and mm represents minutes and is either 00 or
30.

Set the time of day at which this timeband ends each day.
The format is hh:mm, where hh represents the hour, in the
range 00 to 24, and mm represents minutes and is either 00 or
30.

Set the call-back action which is used when thistimeband is
active:
None —Do not use call-back.
Accept— Call back to the remote station when accepting
incoming calls.
Request — Request call-back from remote station on
outgoing calls.

Enter Yesif youwant to del ete any of the bandsin the profile.
Enter No to accept the defined bands.

If you enter Yes, the profileis displayed as if you had used
thelist call-back command.

Enter the number of the band which you want to delete. The
profileis redisplayed with the specified band del eted.
Thisquestion isrepeated until you enter noneto indicate that
you do not want to delete any more bands.

Enter Yesif you want to save the profile, or No if you want
to abandon the changes.

Usethe set initial-minimum-timer command to specify how long a Dia Circuit

must stay connected.

For example, if the service provider has aminimum call charge of two minutes, and
your system connects and clears a Dial Circuit six timesin 2 minutes, with each call
lasting about 15 seconds, you would be charged for 12 minutes line usage in the 2
elapsed minutes! Setting the initial-minimum-timer value to 120 seconds ensures
that the Dial Circuit remains connected. In this example, al six calls could be made
with the Dial Circuit connected just once, so you would only be charged once for the

2 minutes of line usage.
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If the minimum call charge varies at different times of the day or week you can
configure the initial minimum timer profile to match these changes.
Example:

set initial-mninumtimer

SET profile — INITIAL-MINIMUM-TIMER

Enter profile name (1 to 15 characters): 0? im0l

Default timer seconds (0-65535) 1 [30]? 120

Band 1: Start day (M,TU,W,TH,F,SA,SU,EXIT) : [MONDAY ]?

Band 1: End day (M,TUW,TH,F,SA,SU) . [FRIDAY 17?

Band 1: Start time: Hour (0-23) Minute (:00,:30) [08:30] ? 08: 00
Band 1: End time: Hour (0-24) Minute (:00,:30) [18:30] ? 19: 00
Band 1: timer seconds (0-65535) 1 [30]? 60

Band 2: Start day (M,TU,W,TH,F,SA,SU,EXIT) : [MONDAY ]? sa
Band 2: Endday (M,TUW,TH,F,SA,SU) . [FRIDAY 17? sa
Band 2: Start time: Hour (0-23) Minute (:00,:30) [08:30] ? 00: 00
Band 2: End time: Hour (0-24) Minute (:00,:30) [18:30] ? 24: 00
Band 2: timer seconds (0-65535) 1 [30]? 90

Band 3: Start day (M,TU,W,TH,F,SA,SU,EXIT) : [MONDAY ]? exit
Do you want to delete any bands ? (Yes or [No]): yes

Type Name Default Timer(secs)

INITIAL-MINIMUM-TIMER  IMTO1 00120

Band Start Day End Day Start Time End Time Timer(secs)

*1 MONDAY FRIDAY  08:00 19:00 00060
2 SATURDAY SATURDAY 00:00 24:00 00090

Enter band number to delete a band (1-5, all, none) [none] ?

Do you want to save profile IMTO1 ? Yes or [No]: yes
SET profile INITIAL-MINIMUM-TIMER. Thisindicatesthat you are
configuring an initiad minimum call timer profile.
Enter profile name Specify the name of theinitial minimum call timer profile
you want to create or modify. The name can have 1to 15
characters.

If you enter the name of an existing profileits configuration
will be displayed as shown by the list initial-minimum-
timer command. The promptswhich follow will then usethe
existing values for each field.
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Default Timer

Band n:

Sart day

End day

Sart Time

End Time

Timer

Do you want to delete any
bands

Set the default timer which is used if none of the configured
bands apply.

Indicates the sequence number of the timeband you are
defining. A profile can contain up to 5 timebands. A time
band is active from Start Time to End Time, each day in the
range Sart Day to End Day.

Set the day of the week on which this timeband begins.
Valid values are:

SU — Sunday
M — Monday
TU — Tuesday

W — Wednesday
TH — Thursday
F — Friday

SA — Saturday

EXIT — all bands have been configured, exit from band
definition stage

Set the day of the week on which thistimeband ends. Vaues
are asfor Sart day except there isno Exit option.

Set the time of day at which this timeband begins each day.
The format is hh: mm, where hh represents the hour, in the
range 00 to 23, and mm represents minutes and is either 00 or
30.

Set the time of day at which this timeband ends each day.
The format is hh: mm, where hh represents the hour, in the
range 00 to 24, and mm represents minutes and iseither 00 or
30.

Set the initial minimum timer, in seconds, for this timeband
in the range 1 to 65535. The default value is 30 seconds.

Enter Yesif youwant to delete any of thebandsin the profile.
Enter No to accept the defined bands.

If you enter Yes, the profileis displayed as if you had used
thelist initial-minimum-timer command.
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Enter band number to Enter the number of the band which you want to delete. The

delete a band profileis redisplayed with the specified band deleted.
Thisquestionisrepeated until you enter noneto indicate that
you do not want to delete any more bands.

Do you want to save profile Enter Yesif you want to save the profile, or No if you want
XXX? to abandon the changes.

Exit
Return to the Conf i g> prompt.

Syntax: exit

Example:
exit
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Configuring and Monitoring the WAN
Restoral Feature

This chapter describes how to configure and monitor the WAN Restoral feature for
WAN Restora or for WAN Reroute.

15.1 Accessing the Feature Configuration and Console
Processes

You configure WAN Restora using the WRS feature.

To access the WRS feature configuration environment, use the featurewrs
command at the Conf i g> prompt.

Example:

Confi g>feature ws
WAN Restoral user configuration
WRS Confi g>

Note: After you access the feature configuration process, you may begin
entering configuration commands. Whenever you make a changeto a

user-configurable parameter, you must restart the router for this change
to take effect.

Enter configuration commands at the WRS Confi g> prompt.
To access the WAN Restoral console environment, use the feature wr s command at

the GACON (+) prompt.

Example:
+ feature ws

WAN Restoral user console
WRS>

Enter console (monitoring) commands at the WRS> prompt.
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15.2 WAN Restoral or WAN Reroute

You can configure a Dial Circuit to back up for a primary serial interface. The back
up circuit may either dial in to the same remote router that the primary circuit
connectsto, or it may connect to athird router.

You should use WAN Restoral and configure the back up circuit as a secondary
interface, if:

e Theback up Dial Circuit connects to the same router as the primary circuit, and

* Thedatalink protocol for the primary circuit and the back up circuit are both
PPP, or both PSL.

If the back up Dial Circuit connectsto athird router, or if the primary circuitisusing
PPP over Frame Relay (PPP-FR pseudo interface) then you must use WAN Reroute
and configure the back up circuit as an alternate interface.

15.3 Configuring for WAN Restoral

15.3.1 Before You Begin

Before you can use WA N Restoral you must have the foll owing connections between
two routers:

* A leased line connection configured as the primary serial interface on both
routers. The primary interface must be running either PPP or PSL.

* A dia-up connection with Dial Circuits configured as the secondary interface on
both routers. The Dial Circuits may be V.25 bis or ISDN circuits.

The routers must be configured with:

* Theidletimer on the secondary Dia Circuits set to zero. Usethe set idle
command at the Ci rcui t Confi g> prompt.

* A secondary Dial Circuit at one end of the link configured to send calls only.
Usethe set calls outbound command at the Ci rcui t Conf i g> prompt.

* Thesecondary Dia Circuit at the other end of thelink configured to receive calls
only. Usethe set callsinbound command attheCi rcuit Confi g> prompt.

This ensures that when the primary interface goes down, one router will call the
other over the secondary circuit to re-establish the connection. Routing is not
involved in the change since the back-up link connects the same routers as the
primary link.
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Note: Do not configure any protocol addresses on the secondary interface or
the Dial Circuit. The protocol assignments for the primary interface are
used on the secondary link (Dial Circuit) when it is active.

15.3.2 Datalink Layer Configuration

The primary and secondary links must be configured for the same datalink layer
protocol, either PPP or PSL. The default is PPP. To determine which link layer
protocol is being used on alink, enter list devices at the Conf i g> prompt. To
change the link layer protocol, use the set data-link command at the Conf i g>
prompt.

The only parameter of significance for PSL is frame-size, which must be the same
for both the primary link and the secondary link.

All of the upper layer PPP configuration should be exactly the same between the
primary link and the secondary link.

For information on PPP, PSL, ISDN or V.25 bis see the appropriate chaptersin this
guide.

15.3.3 WAN Restoral Configuration Procedure

This section describes the steps required to configure WAN Restoral. It assumesthat
you have two routers connected by a serial leased line (the primary interface) with a
back up connection over aDia Circuit (the secondary interface).

Before you begin, enter list device at the Conf i g> prompt to list the interface
numbers of all the different devices.

The following steps assume that interface 1 has aready been configured as the
primary interface using PPP. The steps you should follow depend on whether the
secondary circuit isan ISDN link or aV.25 bislink.

15.3.3.1 Setting Up a V.25 bis Dial Circuit as a Secondary Circuit

Follow these steps on the routers at each end of the link to configure the V.25 bis
Dial Circuit as the secondary circuit:

1. Setthedatalink of the serial interfaceto V.25 bis. For example, to set interface 2
to V.25 bis enter the following:

Config>set data v25bis 2
Confi g>
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2.

10.

Enable the interface.
Confi g>enabl e interface 2
Confi g>

Add aDial Circuit (for example on interface 3). The protocol will be PPP by
default.

Confi g>add device dial-circuit
Confi g>

Enable the new Dial Circuit interface.

Confi g>enabl e interface 3

Confi g>

Add a V.25 bis network address, entering the name and phone number at the
prompts for both local and remote routers.

Confi g>add v25-bi s-address [ ocaddrnane | ocdi al addr
Confi g>add v25-bi s-address renaddrnane rendi al addr
Confi g>

Configure the V.25 bis seria line (in this example network 2). At the Confi g>
prompt enter network 2 to display the V. 25bi s Conf i g> prompt.

Confi g>network 2
V. 25bi s Configuration
V. 25bi s Config>

Set the local address to the network address name of the local port (this must
match the local name you specified at the Conf i g> prompt).

V. 25bi s Config>set |ocal-address [/ ocaddrnane
V. 25bi s Config>

Return to the Conf i g> prompt.

V. 25bi s Config>exit
Confi g>

At the Conf i g> prompt enter network 3todisplay theCircuit Confi g>
prompt so you can configure the Dial Circuit (network 3 in our example).

Confi g>network 3

Circuit configuration

Circuit Config>

AttheCircuit Confi g>prompt map the Dial Circuit (network 3) to the V.25
bis circuit (network 2).

Circuit Config>set network 2
Circuit Config>
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11.

12.

13.

14.

15.

16.

AttheCircuit Config> prompt set theidletimertoO.

Circuit Config>set idle O

Circuit Config>

AttheCircuit Confi g> prompt, set thecall direction. You must set calls
inbound at one end of the secondary link, and outbound at the other end.
Circuit Config>set calls direction

Circuit Config>

On the inbound router, you must allow incoming calls from the remote
destination. Use the set inbound command and specify either the remote name
you specified at the Conf i g> prompt, or any to accept all incoming calls.
Circuit Config>set inbound renote-destination

Circuit Config>

On the outbound router define the number to call. Set the destination address of
the remote router (this must match the remote name you specified at the

Conf i g> prompt).

Set the destination address of the remote router (this must match the remote
name you specified at the Conf i g> prompt).

Circuit Config>set destination remaddrnane
Circuit Config>

Return to the Conf i g> prompt.

Circuit Config>exit
Confi g>

15.3.3.2 Setting Up an ISDN Dial Circuit as a Secondary Circuit

Follow these steps on the routers at each end of the link to configure an ISDN Dial
Circuit as a secondary circuit:

1

If the protocol on the Primary circuit is PPP, set the buffer size (maximum
receive unit size) to 1800.

Confi g>network 1

PPP Config>set |cp opt

Maxi mum Recei ve Unit (bytes) [2048]? 1800

Aut henti cati on Protocol (None, Pap, Chap, Either) [none]:
PPP Confi g>exi t

Ensure that the ISDN interface is enabled. For example enter the following
command:

Confi g>enabl e interface 2
Confi g>
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3.

10.

Add aDial Circuit (for example on interface 3). The protocol will be PPP by
default.

Confi g>add device dial-circuit
Confi g>

Enable the new Dial Circuit interface.

Confi g>enabl e interface 3
Confi g>

Configure the ISDN interface with the network address names, address |SDN
dial numbers and subdia addresses for the local reouter and the remote router.

Confi g>add isdn

Assi gn address nane [1-23] chars []? [ocal-nane

Assign network dial address [1-15 digits] []? [/ocal -address
Assign network subdial address [0-20 digits] []? local-subdial
Confi g>add i sdn

Assi gn address nanme [1-23] chars []? renpte-nane

Assign network dial address [1-15 digits] []? renpte-address
Assign network subdial address [0-20 digits] []? renpte-subdial
Confi g>

Configure the ISDN serial line (in this example network 2). At the Confi g>
prompt enter network 2 to display the | SDN Conf i g> prompt.

Confi g>network 2
| SDN Confi guration
| SDN Confi g>

Set the local address to the network address name of the local port (this must
match the local name you specified in step 5.

| SDN Confi g>set |ocal -address [ocal - nane
| SDN Confi g>

Return to the Conf i g> prompt.

| SDN Confi g>exi t
Confi g>

At the Conf i g> prompt, enter network 3to display theCi rcuit Confi g>
prompt so you can configure the Dial Circuit (network 3 in our example).
Confi g>network 3

Circuit configuration
Circuit Config>

AttheCircuit Confi g> prompt, map the Dial Circuit (network 3) to the
ISDN circuit (network 2).

Circuit Config>set network 2
Circuit Config>
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15.3.3.3

11. AttheCircuit Confi g> prompt, set theidletimer to O.

Circuit Config>set idle O
Circuit Config>

12. AttheCircuit Confi g> prompt, set the call direction. You must set calls
inbound at one end of the secondary link, and outbound at the other end.
Circuit Config>set calls direction
Circuit Config>

13. On the inbound router, you must allow incoming calls from the remote
destination. Use the set inbound command and specify the local name you
specified in step 5. Alternatively, you can specify any to accept all incoming
cals.
Circuit Config>set inbound /ocal-nane
Circuit Config>

14. On the outbound router, define the number to call. Set the destination address
of the remote router. This must match the remote name you specified in step 5.

Circuit Config>set destination renote-nane
Circuit Config>

15. Return to the Conf i g> prompt.
Circuit Config>exit
Confi g>

Setting Up the WAN Restoral Feature

When you have configured the Dial Circuits you use the WAN Restoral feature to
configure and enable WAN Restoral on each router. Follow these steps on the
routers at each end of the link to configure the WAN Restoral:

1. AttheConfi g> prompt, enter featurewr stodisplay the WRS Conf i g> prompt.

Config>feature ws
WAN Restoral user configuration
WRS Confi g>

2. Assign asecondary Dia Circuit to the primary interface. 1n our example the
secondary Dial Circuit (interface 3) will back up the primary interface (interface
1).
WRS Confi g>add secondary-circuit

Secondary interface nunber [0]? 3
Primary interface nunber [0]? 1
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3. Enable WAN Restoral on the secondary Dial Circuit that you added.

WRS Confi g>enabl e secondary-circuit
Secondary interface nunber [0]? 3

4. Globally enable WAN Restoral on the router. For example:
WRS Config>enable ws

5. Restart the router for configuration changes to take effect.
15.4 Configuring for WAN Reroute

15.4.1 Before You Begin

Before you can use WAN Reroute your routers must have the following connections:

* A leased line connection configured as the primary serial interface between two
routers. The primary interface must be running PPP, PPP over Frame Relay or
PSL.

e A dia-up connection on one of these two routers with aDial Circuit configured
asthe alternate circuit.

* A dia-up connection on another router with a Dia Circuit configured to receive
incoming calls.

In this example we will assume that Router A has aprimary circuit to Router B, and
an alternate circuit to Router C. The routers must be configured as follows:

* Router A must have an alternate Dial Circuit with the idle timer set to zero. Use
the set idle command at the Ci r cuit Confi g> prompt.

* Thealternate Dial Circuit at Router A configured to send calls only. Usethe set
calls outbound command at the Ci rcui t Confi g> prompt.

* Router C must have aDial Circuit configured to receive calls only. Use the set
callsinbound command at the Ci rcui t Conf i g> prompt.

Note: For WAN Reroute you must configure routing on the alternate interface
for the Dial Circuit. The network addressthat you assign to the alternate
interface must be different from the address assigned to the primary
interface. The other protocol assignments for the primary interface are
used on the alternate link when it is active.

15-8 Configuring and Monitoring the WAN Restoral Feature



15.4 Configuring for WAN Reroute

15.4.2 Datalink Layer Configuration

Thelink layer protocols on the primary and alternate circuits must be configured as
one of these combinations:

e PPP over both the primary and alternate interfaces
* PSL over both the primary and aternate interfaces
*  PPP-FR over the primary interface and PPP over the alternate interface

To determine which link layer protocol is being used on alink, enter list devices at
the Conf i g> prompt. To changethe link layer protocol, use the set data-link
command at the Conf i g> prompt.

The only parameter of significance for PSL is frame-size, which must be the same
for both the primary link and the alternate link.

All of the upper layer PPP configuration should be exactly the same between the
primary link and the alternate link.

For information on PPP, PPP over Frame Relay, PSL, ISDN or V.25 bis see the
appropriate chapters in this guide.

15.4.3 WAN Reroute Configuration Procedure

This section describes the steps required to configure WAN Reroute. Before you
begin, enter list device at the Conf i g> prompt to list the interface numbers of
different devices.

In the following steps we assume that Router A has a primary link to Router B, and
you are setting up an alternate link from Router A to Router C. Interface 1 on each
router has already been configured as the primary interface using PPP, and no other
interfaces have been configured. The procedure to configure the three routers can be
summarized as follows:

* Router A — Configure the leased line to Router B as the primary circuit.
Configure the Dial Circuit to make outgoing calls to Router C. Configure and
enable WAN Reroute on router A to use the Dial Circuit aslt&nnate circuit.

* Router B — Configure the leased line circuit to Router A.
* Router C — Configure the Dial Circuit to accept incoming calls from Router A.

Note: You do not need to configure WAN Reroute on Routers B or C. Router
A will manage the WAN Reroute processes.
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Follow these detailed steps on the Routers A and C to configure the alternate circuit
for WAN Reroute.

15.4.3.1 Setting Up a V.25 bis or ISDN Dial Circuit as an Alternate Circuit

TosetupaV.25 bisor ISDN Dial Circuit for use as an alternate circuit follow the set
procedures as described for WAN Restoral in Section 15.3.3. The only differenceis
that when you set the call direction it isimportant to ensure that you set calls
inbound at the alternate router (Router C) and outbound at the router which has the
primary link (Router A).

Circuit Config>set calls direction

Circuit Config>
When you have configured these Dial Circuits you can usethe WAN Restoral feature
to configure WAN Reroute on router A.

15.4.3.2 Setting Up the WAN Reroute Feature

Follow these steps on the router with both the primary and alternate circuits (Router
A) to configure WAN Reroute:

1. Atthe Confi g> prompt enter feature wrsto display the WRS Conf i g> prompt.

Config>feature ws
WAN Restoral user configuration
WRS Confi g>

2. Assign an aternate Dial Circuit to the primary interface. The alternate Dia
Circuit will back up the primary interface.
WRS Config>add alternate-circuit

Alternate interface nunber [0]? 3
Primary interface nunber [0]? 1

3. Setthefirst stabilization interval for the primary interface if you want to override
the inital default of O seconds.

WRS Config>set first-stabilization
Primary interface nunber [0]? 1
First primary stabilization time (0O - 3600 seconds -1 = default) [-1]? 30

4. Set the subsequent stabilization interval for the primary interface if you want to
override the inital default of O seconds.

WRS Config>set stabilization
Primary interface nunber [0]? 1
First primary stabilization time (0O - 3600 seconds -1 = default) [-1]? 20
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7

Enable WAN Reroute on the alternate Dial Circuit that you added.

WRS Config>enabl e alternate-circuit
Alternate interface nunber [0]? 3

Globally enable WAN Reroute on the router. For example:
WRS Config>enable ws

Restart the router for configuration changes to take effect.

15.5 Changing from WAN Restoral to WAN Reroute

If you have been using WAN Restoral with a primary connection between Routers A
and B and a secondary Dial Circuit as back up you may decide to back up the
primary connection by aDial Circuit to athird router (Router C). To make this
change you must:

1
2.

4.

Disable the secondary circuits and disable WAN Restora at Routers A and B.

Configure an appropriate routing protocol on the Dial Circuit at Router A and
Router C.

Configure the Dial Circuit as an alternate circuit on Router A. Ensurethatitis
set to make outgoing calls, and that Router C is set to receive those calls.

Enable WAN Reroute on Router A.

15.6 Changing from WAN Reroute to WAN Restoral

If you have been using WAN Reroute with a primary connection between Router A
and Router B with an alternate interface from Router A to Router C, you may decide
to back-up the primary connection using WAN Restoral from Router A to Router B
instead. You will have configured at least one routing protocol on the back-up Dial
Circuit interface (for example IP or OSI) at Router A. You must:

1
2.

Disable the alternate circuit and disable WAN Reroute at Router A.

Delete al routing protocols on the circuit which was the aternate interface at
Router A.

Configure the Dial Circuit as a secondary circuit on Routers A and B. Ensure
that oneis set to make ougoing calls, and the other is set to receive those calls.

Enable WAN Restora on Routers A and B.
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15.7 WAN Restoral and Reroute Configuration and Console
Commands

Table 151 lists the WAN Restor@ature configuration and console commands.
You use these commands to configure and monitor both WAN Restoral and WAN
Reroute. The sections that follow explain the commands in more detail.

Enter configuration commands at tM&S Confi g> prompt. Enter console
(monitoring) commands at théRS> prompt.

Table 15-1 WAN Restoral Feature Configuration and Console Commands

Command  Task Function

? (Help) Configure/Monitor ~ Displays all WAN Restoral commands or lists
subcommand options for specific commands.

Add Configure Assigns a Dial Circuit as the secondary or alternate
(backup) circuit to a primary interface.

Clear Monitor Clears the monitoring information/statistics on all
restoral circuits.

Disable Configure/Monitor Disables WAN Restoral on the router or it disables

the restoral of a primary interface by disabling its
associated secondary or alternate interface.

Enable Configure/Monitor Enables WAN Restoral on the router or it enables a
secondary or alternate Dial Circuit.
List Configure/Monitor Displays the current WAN Restoral/Reroute

configuration, or monitor information on one or all
restored circuits.

Remove Configure Removes the assignment of a secondary or
alternate (backup) circuit to the primary interface.

Set Configure/Monitor Sets the stabilization intervals for the primary
interface. (WAN Reroute only).

Exit Configure/Monitor Exits the WAN Restoral and returns to the previous
prompt level.
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? (Help) M

Lists available commands. You can also enter ? after acommand to list its options.
Syntax: ?

Example:

enabl e ?
alternate-circuit
secondary-circuit
w's

Add

Assignsa Dial Circuit as the secondary or alternate (backup) circuit to a primary
interface. Both interfaces must have been previously configured. You can assign
only one secondary interface or alternate interface to a primary interface. Any Dial
Circuit isan eligible secondary or alternate interface.

Syntax: add

alternate-circuit . . .
secondary-circuit . . .
Example:

add secondary-circuit

Secondary interface nunber [0]? 3
Primary interface nunber [0]? O

Clear

Clears WAN Restoral statistics that are displayed using the list command. This
command clears Longest restoral period, but does not clear the Most recent restoral
period.

Syntax: clear

Example:
cl ear
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pisable MO

Globally disables WAN Reroute or WAN Restoral on the router, or disables the
restoral of aprimary interface by disconnecting its associated alternate circuit or
secondary circuit.

Syntax: disable
alternate-circuit . . .
secondary-circuit . . .
Wrs

alternate-circuit interface #

Disconnects an active call on the alternate circuit. The circuit remains disabled until
you restart or reload the router or until you enter the enable alter nate command.
Both interfaces must have been previously configured and bound together in the
WRS configuration.

Example:

di sable alternate-circuit
Alternate interface nunber [0]? 3

Note: To disable the alternate circuit, enter disable alter nate at the WAN
Regtoral configuration prompt (WRS Conf i g>).

secondary-circuit interface #

Disconnects an active call on the secondary circuit. The circuit remains disabled
until you restart or reload the router or until you enter the enable secondary
command. Both interfaces must have been previously configured and bound
together in the WRS configuration.

Example:

di sabl e secondary-circuit
Secondary interface nunber [0]? 3

Note: To disable the secondary circuit, enter disable secondary at the WAN
Regtoral configuration prompt (WRS Conf i g>).

wrs

Disables WAN Reroute or WAN Restoral on the router until you restart or reload the
router or enter the enable wrs command.

Example:
disable ws
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Enable

Enables WAN Reroute or WAN Restoral on the router or enables the restora of a
primary link by enabling its associated backup circuit, which is either an aternate
circuit (WAN Reroute) or a secondary circuit (WAN Restoral).

Syntax: enable
alternate-circuit . . .

secondary-circuit . . .
wrs

alternate-circuit interface #
Enablesthe restoral of a primary interface by enabling its associated alternate Dial
Circuit. The Dia Circuit must have been previously assigned using the add
alternate command.

Example:
enabl e alternate-circuit
Alternate interface nunber [0]? 3

secondary-circuit interface #

Enables the restoral of a primary interface by enabling its associated secondary Dial
Circuit. The Dia Circuit must have been previously assigned using the add
secondary command.

Example:
enabl e secondary-circuit
Secondary interface nunber [0]? 3

WIS
Globally enables WAN Restoral or WAN Reroute on the router.

Example:
enable ws
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List

Displays the current WAN Restoral or WAN Reroute configuration. If WAN
Restoral has been configured this command lists each primary and secondary
interface and whether or not WAN Restoral isenabled. If WAN Reroute has been
configured this command lists each primary and aternate interface and whether or
not WAN Reroute is enabled.

Syntax: list
This is an example with WAN Restoral configured on the router.
Example:

l'ist

WAN Restoral is enabled.

Default Stabilization Tine: 0 seconds

Default First Stabilization Tinme: 0 Seconds

Secondary
Primary Interface Secondary Interface Enabl ed
1 - WAN PPP 4 - PPP Dial Circuit Yes

This is an example with WAN Reroute configured on the router.

Example:
list
WAN Restoral is enabl ed.
Default Stabilization Tine: 0 seconds

Default First Stabilization Tinme: 0 Seconds

[No Primary-Secondary pairs defined]
Alternate 1st Subseq
Primary Interface Alternate Interface Enabl ed Stab Stab

1 - WAN PPP 3 - PPP Dial Circuit Yes dflt  dflt
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List

Displays the current WAN Restoral or WAN Reroute configuration. If WAN
Restoral has been configured this command lists each primary and secondary
interface and whether or not WAN Restoral isenabled. If WAN Reroute has been
configured this command lists each primary and alternate interface and whether or
not WAN Reroute is enabled.

Syntax: list

alternate-circuit

alternate-circuit . . .
ircuit
econdary-circuit . . .
atus

C
S

|U)
—

Provides statistics for individual alternate circuits and their associated primary

interfaces.

Example:

list alternate-circuit

Alternate interface nunber [0]? 3

Primary 1: PPP/ 0 Point to Point SCC Serial Line
Alternate 3:PPP/1 Point to Point V.25bis Dial Circuit
Enabl ed, re-route currently active

Primary first stabilization tinme: default (0 seconds)
Primary stabilization tine: default (0 seconds)

Alternate Interface
number

Primary
Alternate

Enabled
Primary first
stabilization time

Primary
stabilization time

Identifier of the Interface that is being used for the back up circuit.

Interface that is being backed up.
Did Circuit that is being used to back up the associated primary.

Indicates whether or not WAN Rerouteis currently enabled on these
interfaces, and whether it is currently active

Indicatesthe current setting for the first stabilization time. If it isset
to default then the default value is shown in parentheses.

Indicates the current setting for the subsequent stabilization time. If
itis set to default then the default value is shown in parentheses.
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circuit

Provides statistics for all alternate or secondary Dial Circuits and their associated
primary interfaces.

Example:

list circuit

The WRS feature is enabled with 1 circuit configured
Total restoral/reroute attenpts = 5 conpl etions = 3
Total packets forwarded = 346
Longest conpleted restoral period in hrs:mn:sec 0: 08: 22

Primary Secondary Restoral Restoral Current/Longest
Net Interface Net Interface Enabled Active Dur ati on

[No WAN Restoral circuits configured]

Primary Alternate Re-route Re-route Current/Longest
Net Interface Net Interface Enabled Active Dur ati on
1 PPP/O 3 PPP/1 Yes No 0: 08: 22
The WRSfeatureis... Indicatesthe status of WRS (enabled or disabled), and the

number of circuits configured as secondary or alternate circuits.

Total restoral/reroute  Number of times the primary failed, causing the router to try to

attempts bring up a secondary (or alternate) link.

Completions Number of successful restoral (or reroute) attempts.

Total packets Packets forwarded across the secondary (or alternate) interface.

forwarded It isthe sum of both directions, and is cumulative until you
restart the router or enter the clear command.

Longest completed Longest amount of time arestora (or reorute) wasin operation

restoral period not counting any current usage.

WAN Restoral Circuits

Primary Net Interface that is being backed up.

Interface

Secondary Net Did Circuit that isbeing used to back up the associated primary,
Interface using WAN Restoral.

Restoral Enabled  Indicates whether or not WAN Restoral is currently enabled on
these interfaces.
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Restoral Active Indicates whether or not WAN Restoral is currently active on
these interfaces.

Current/Longest Length of time the restoral has been in operation, if the backup
Duration circuit iscurrently in use, otherwise it is the longest amount of
time arestoral wasin operation.

WAN Reroute Circuits

Primary Net Interface that is being backed up.

Interface

Alternate Net Did Circuit that isbeing used to back up the associated primary,
Interface using WAN Reroute.

Re-route Enabled  Indicates whether or not WAN Reroute is currently enabled on
these interfaces.

Re-route Active Indicates whether or not WAN Reroute is currently active on
these interfaces.

Current/Longest Length of time the reroute has been in operation, if the backup
Duration circuit iscurrently in use, otherwise it isthe longest amount of
time areroute was in operation.

secondary-circuit
Provides statistics for individual secondary circuits and their associated primary
interfaces.

Example:

|'i st secondary-circuit
Secondary interface nunber [0]? 1

Rest or al
Primary Interface Secondary Interface Enabl ed
0 - Dual Serial Line 3 - Proteon Dial Circu Yes
Router primary interface state = Up
Rout er secondary interface state = Avail able
Restoral Statistics:
Primary restoral attenpts = 6 conpl etions = 5
Restoral packets forwarded = 346
Most recent restoral period in hrs:mn:sec 00: 08: 20
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Primary Net
Interface

Secondary Net
Interface

Router primary
Interface state

Restoral Enabled

Router secondary
Interface state

Restoral Satistics:

Primary
Restoral
Attempts

Restoral
Packets
forwarded

Most recent
Restoral
Period

Interface that is being backed up.

Dial Circuit that is being used to back up the associated primary,
using WAN Restoral.

Indicates that the primary interface state is one of the following:
* Up-Thelinkis up.

¢ Down - The link is down.

¢ Disabled — The operator has disabled the link.

* Not present — The link is configured but there is a hardware
problem.

Indicates whether or not WAN Restoral is currently enabled on these
interfaces.

Indicates that the associated secondary interface state is one of the
following:

* Up-Thelinkis up.

* Down - The link is down. This also occurs when the base

network for the secondary is disabled, either aCtwef i g>
prompt or at the- prompt.

* Available— The link is in the waiting mode.

Number of times the primary failed, causing the router to try to bring
up this secondary link.

Packets forwarded over the secondary link.

How long the secondary was up, the last time it was used, or currently
in use.
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status

Provides status information for individual secondary circuits (or alternate circuits)
and their associated primary interfaces.

Example:
list status
The WRS feature is enabled with 1 circuit(s) configured
Total restoral/reroute attenpts = 5 conpl etions = 1
Total packets forwarded = 8
Longest conpleted restoral period in hrs:mn:sec 0: 00: 14

Restoral State

Avai |l abl e

Reroute State

Primary Interface & State Secondary Interface & State

1 PPP/IO - Up 3 PPP/1 - Available

Primary Interface & State Alternate Interface & State

[No WAN Reroute circuits configured]

The WRSfeatureis

Total restoral/
reroute attempts

Completions

Total packets
forwarded

Longest completed
restoral period

Indicates the status of WRS (enabled or disabled), and the number
of circuits configured as secondary or aternate circuits.

Number of times the primary failed, causing the router to try to
bring up a secondary (or aternate) link.

Number of successful restoral (or reroute) attempts.

Packets forwarded across the secondary (or alternate) interface. It
isthe sum of both directions, and is cumulative until you restart the
router or enter the clear command.

Longest amount of time arestoral (or reorute) was in operation not
counting any current usage.
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WAN Restoral Circuits

Restoral Sate

Primary

Interface & Sate

Secondary

Indicates the current state of WAN Restoral:

Available— The primary circuit is up and the secondary circuit
is down, but available when required.

Starting — The primary link has gone down and the router is
attempting to connect the secondary circuit.

Restoring — The secondary circuit has come up and is active
while the primary circuit remains down.

Recovering — The primary circuit has come back up but the
secondary circuit has not gone down yet. The router is in the
process of switching from the secondary circuit to the primary.

Starting andRecovering are transition states.

Identifies the interface that is being backed up, and its current state.

Identifies the Dial Circuit that is being used to back up the
Interface & Sate associated primary, using WAN Restoral, and its current state.

WAN Reroute Circuits

Reroute Sate

Primary Net
Interface

Alternate Net
Interface

Indicates the current state of WAN Reroute:

Available— The primary circuit is up and the secondary circuit
is down, but available when required.

Starting — The primary link has gone down and the router is
attempting to connect the alternate circuit.

Restoring — The alternate circuit has come up and is active
while the primary circuit remains down.

Recovering — The primary circuit has come back up but the
alternate circuit has not gone down yet. The router is in the
process of switching from the alternate circuit to the primary.

Starting andRecovering are transition states.

Identifies the interface that is being backed up, and its current state.

Identifies the Dial Circuit that is being used to back up the
associated primary, using WAN Reroute, and its current state.
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Remove

Deletes the assignment of a secondary (backup) Dial Circuit (or alternate Dial
Circuit) to the primary interface. The Dial Circuit must have been previousy
assigned using the add secondary command or the add alter nate command.

Syntax: remove

alternate-circuit . . .
secondary-circuit . . .

Example:
renove secondary-circuit
Secondary interface nunber [0]? 3

e RN

Globally sets the first and subsequent stabilization intervals for WAN Reroute on the
router.

If the primary circuit is down after power-up the router waits for the period defined
asthe first-stabilization interval before activating the alternate circuit.

When the alternate circuit is active and the primary circuit comes back on-line, the
router waits for the period defined as the subsequent stabilization interval before
activating the primary circuit and taking the back-up circuit down. If the primary
circuit fails during the stabilization time, the alternate circuit continues to run.

These parameters can be used to reduce the amount of line switching if the primary
circuit is unstable.

Syntax: set
default first-stabilization. . .
default stabilization. . .
first-stabilization . . .
stabilization . . .
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default first-stabilization

Setstheinterval that will be used by WAN Reroute as a default value for the first-
stabilization time. The value is the number of seconds, in the range 0 through 3600.
The default value is 0.
Example:

set default first-stabilization

Default primary first stabilization tine (0 - 3600 seconds) [0]? 20

default stabilization

Sets theinterval that will be used by WAN Reroute as a default value for the
subsequent stabilization time. The value is the number of seconds, in therange O
through 3600. The default valueisO.
Example:

set default stabilization

Default prinmary stabilization tine (0 - 3600 seconds)[0]? 15

first-stabilization

Setstheinterval that will be used by WAN Reroute asthefirst-stabilization time. The
value is the number of seconds, in the range 0 through 3600. The default valueis
initially -1, which meansthat the value of the default first-stabilization interval will
be used. If you set first-stabilization again, the default will be the last value specified.
Example:

set first-stabilization

Primary interface nunmber [0]? 1
Primary first stabilizationtime (0 - 3600 seconds, -1 = default) [-1]? 30

stabilization

Sets theinterval that will be used by WAN Reroute as the stabilization time. The
value isthe number of seconds, in the range 0 through 3600. The default valueis
initially -1, which meansthat the value of the default stabilization interval will be
used. If you set stabilization again, the default will be the last value specified.
Example:

set stabilization

Primary interface nunmber [0]? 1
Primary stabilization tine (0 - 3600 seconds, -1 = default) [-1]? 25
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N c v

Returns to the previous prompt level.

Syntax: exit

Example:
exit

15.8 WAN Restoral and GWCON Commands

You can test the WAN Restoral secondary circuit or WAN Reroute alternate circuit
by entering test at the GWCON (+) prompt. This command brings up the link
briefly and then takes it back down.

If you use the disable command at the GWCON (+) prompt, the router disconnects
the current call, but the secondary (or alternate) circuit remains available for WAN
Regtoral. To disable the WAN Restoral feature, enter disable at the WRS Conf i g>
prompt.
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16

Configuring and Monitoring the X.25
Switching Feature

This chapter describes how to configure and monitor the X.25 Switching feature.

For more information on the X.25 Switching feature refer to the Routing Protocols
Reference Guide.

16.1 Accessing the X.25 Switching Feature Configuration and
Console Environments

You configure X.25 Switching using the X.25 switching feature.

To access the X.25 switching feature configuration environment, use the feature
x25s command at the Conf i g> prompt.

Note: After you access the X.25 Switching feature configuration process, you
may begin entering configuration commands. Whenever you make
changes to a user-configurable feature parameter, you must restart the
router for this change to take effect.

To display the X25S> prompt enter feature x25s at the GWCON (+) prompt. Any
modifications made using the monitoring (console) commands are not maintained
across restarts.

Example:

+ feature x25s

X25 Switching consol e
X25S>

Refer to Chapter 1 for information about accessing the configuration and console
processes.
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16.2 X.25 Switching Basic Configuration Procedure

16.2.1 Before You Begin

Before you can use X.25 Switching you must have the following:

Aninterface configured to receive the incoming X.25 calls which you want to
switch. This may be an X.25 network interface or an X.25-LL C2 pseudo
interface.

Aninterface configured for an X.25 connection to thetarget DTE. Thismay be
an X.25 network interface or an X.25-LL C2 pseudo interface.

Refer to Chapter 12 for information about configuring an X.25 network interface, or
an X.25-LL C2 pseudo interface.

16.2.1.1 Setting Up the X.25 Switching Feature

When you have configured the X.25 network interfaces you use the X.25 Switching
feature to configure and enable X.25 switching. Follow these steps to configure the
X.25 Switching feature:

1. Atthe Confi g> prompt enter feature x25s to display the X25S Confi g>

prompt. For example:

Confi g>f eat ure x25s
X.25 Swi tching user configuration
X25S Config>

Create afilter for each incoming X.25 call, or set of related cals, that isto be
switched. Each filter must have aunique name. Thefilter parameters can
identify the incoming call by the interface it arrived on, closed user group
membership, the called or calling DTE address, the call data, the NUI string or
the called or calling NSAP address. For example:

X25S Config>add filter

Filter name []7? xfilterl
Priority (1-65535) [1]?
Ifc [1? 1

Closed User Goup []?

Cal l ed DTE address []?

Calling DTE address []? 123000456321
Call user data []?

NU []7?

Called NSAP []?

Calling NSAP []?
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16.2.1.2

Note: If al of thefilter options, except the name and priority, areleft empty the
filter will match all incoming calls.

3. Create clients for the target DTEs and associate filters with clients. The clients
identify thetarget DTE for incoming X.25 calls which match the associated filter
parameters. A client may be associated with multiple filters, for example:

X25S Config>add client

Narme []? xclientl

lfc [1? O

Destinati on DTE address []? 123000654321
Local DTE subaddress []? 12

Filter name []7? xfilterl

Filter name []7? xfilter2

Filter name []?

4. By default the filters, clients and X.25 switching are enabled. If any component
has been disabled using the disable command, it will not be active unless you re-
enableit. For example:

X25S Confi g>enabl e x25-swi tching
Note: If afilter isdisabled, then it is not checked against incoming calls. If a
client is disabled then calls matching an associated filter will be blocked.
If you create alow priority catch-all filter and assign it to a disabled
client, then you can exclude all calls which do not match the other
defined filters.

5. Exit from the X25 Switching configuration environment. For example:
X25S Config>exit

DCE Configuration

When configuring a pair of network interfaces for use with X.25 switching, you
should configure the LLC2 interface on the router as a DCE. Otherwise, the X.25
software will reject DTE-specific facilities (for example, NUI) if they arereceived at
aDTE interface. Similarly, DCE-specific facilities (for example, charging
information) received at aDTE interface will be regjected if the outgoing interface is
alsoaDTE.

To configure an interface as a DCE, perform the following steps:
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1. Atthe Confi g> prompt use the net command to access the X.25-LLC2
configuration process. For example:

Confi g>net 3
X.25 Swi tching user configuration
X25-LLC2 Config>

2. Usethe set equipment-type dce command to configure thisinterface asa DCE.
For example:

X.25-LLC2 Config> set equi pment-type dce
X25-LLC2 Config>

16.3 X.25 Switching Configuration and Console Commands

Table 16-1 lists and the rest of the section explains the X.25 Switching configuration
and console commands.

Enter configuration commands at tke5S Conf i g> prompt.

Enter console commands at K&5S> prompt.

Table 16—1 X.25 Switching Configuration and Console Command Summary

Command Task Function

? (Help) Configure/  Displays all the X.25 switching commands or lists
Monitor subcommand options for specific commands.

Add Configure  Adds a new filter or client.

Change Configure  Modifies the configuration of an existing filter or

client.

Delete Configure  Deletes a filter or client.

Disable Configure/  Disables the use of a filter or client or globally
Monitor disables the X.25 switching feature.

Enable Configure/  Enables the use of afilter or client or globally enables
Monitor the X.25 switching feature.

List Configure/  Displays the current information of all filters and
Monitor clients.

Set Configure/  Sets a priority for the implicit filters used for routing
Monitor calls and the maximum number of circuits.

Show Configure/  Displays the configured settings of a selected filter or
Monitor client or X.25 switching.

Exit Configure/  Exits the config and monitor processes and returns to
Monitor the previous prompt level.
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? (Help) M

Lists available commands. You can also enter ? after acommand to list its options.

Syntax: ?

Example:

X25S Confi g>?
SHOW

LI ST

ADD

CHANGE

DELETE

ENABLE

DI SABLE

SET

EXIT

Example:
enable ?
FILTER
CLI ENT
X25- SW TCHI NG

Add

Creates anew filter or client definition. Filters are used to identify the incoming
X.25 callswhich must be switched. Clients are used to identify the target DTE for
calls which match their associated filters.

Anincoming X.25 call is compared with the profiles of the defined filters. If the call
matches afilter, it is switched to the target DTE identified by the client associated
with the matching filter.

Syntax: add
client. ..
filter . ..
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client

Defines anew client profile.

Example:

add client
Name []? xclientl
Ifc []1? 0O

Destinati on DTE address []? 123000654321
Local DTE subaddress []? 12
Filter name []? xfilterl

Filter name []?

Name

Ifc

Destination DTE address

Local DTE
subaddress

Filter name

Specifies the unique name for this client profile. This
parameter is mandatory.

Specifiesthe interface which connectsto the destination DTE.
This parameter is mandatory.

The interface must be configured for X.25 or X.25-LLC2.

The X.25 address of the target DTE that callswill be switched
to. The DTE address has a maximum of 15 digits.

The DTE subaddress which will be used for calls switched to
the destination DTE. The subaddress has a maximum of 15
digits.

Specifies the name of the filter which the client is associated
with. You cannot associate a filter with more than one client.

Note: You can associate multiple filters with one
client. The system repeatedly promptsfor the next
filter nameinthelist. Pressthe Return key
without entering a name to complete the list.
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filter

Adds anew filter. Anincoming call matches afilter if its profile matches all of the
parameters which have been defined for the filter. If all of the filter parameters are
empty, the filter will match all incoming calls.

Example:

add filter

Name []? xfilterl
Priority (1-65535) [1]?
Ifc []1? 1

Cl osed User Group []?
Cal |l ed DTE address []?
Calling DTE address []? 123000456123
Call user data []?

NU []?

Called NSAP []?
Calling NSAP []?

Name Specifies the unique name for thisincoming call filter profile.
This parameter is mandatory.

Priority Specifies the relative priority of thisfilter. Call profiles are
compared with the filters with the highest priority valuefirst,
and the first matching filter isthe one which is used.

Range: 1 (lowest priority) through 65,535 (highest priority).

Default: 1

Ifc The network interface number of the DTE on which to look for
incoming calls.

Closed User Group Specifies the name of a Closed User Group. The Closed User

Group name consists of up to 4 digits.

Called DTE address Specifies the X.25 address of the destination DTE. Incoming
calls addressed to this DTE will match thisfilter parameter,
and will be switched to the associated client.

The X.25 address is a string of up to 15 digits or wildcard
characters. The wildcard character ? matches any single
character, and * matches any string of any length. For
example, 123000654327 matches all DTE addresses from
123000654320 through 123000654329, and 123* matchesall
DTE addresses which begin with 123.
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Calling DTE address

Call user data
NUI

Called NSAP

Calling NSAP

Change

Specifies the X.25 address of the sending DTE. The X.25
addressis astring of up to 15 digits or wildcard characters.

Specifies the contents of the Call User Datafield, and consists
of up to 128 pairs of hexadecimal digits. Each pair of digits
defines one byte.

Specifies the Network User Identification (NUI) code. The
NUI consists of up to 128 pairs of hexadecimal digits. Each
pair of digits defines one byte.

Specifiesthe NSAP addressof the destination DTE. The NSAP
address consists of 2 to 42 hexadecimal digits.

Specifies the NSAP address of the sending DTE. The NSAP
address consists of 2 to 42 hexadecimal digits.

Modifies afilter or client definition which was created using the add command.

Note: Vauesimmediately following the command option prompts reflect the
current setting of that option. They are not alwaysthe initial default

values.

Syntax: change

client . ..
filter . ..
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client

Modifiesthe definition of an existing client profile. The promptsthat appear depend
on the current settings of the client you are modifying, and which parameters you
choose to modify. The prompts display the current setting of each parameter, and
ask you to confirm the value. If you answer No, the next prompt asks for the new
setting.

Example:

change client

Name []? xclientl

Ifc [0]7

Cal | ed DTE address = 1230006543217 [ Yes]:
Local DTE subaddress = 12? [Yes]: No
Local DTE subaddress []? 14

Filter: xfilterl? [Yes]:

Filter name []?

Name Specifies the name of the client profile you want to modify.

Ifc

This parameter is mandatory.

Specifiesthe interface which connectsto the destination DTE.
This parameter is mandatory.
The interface must be configured for X.25 or X.25-LLC2.

Destination DTE address The X.25 address of the target DTE that callswill be switched

to. The DTE address has a maximum of 15 digits.

Local DTE subaddress  The DTE subaddress which will be used for calls switched to

the destination DTE. The subaddress has a maximum of 15
digits.

Filter name Specifies the name of thefilter, or filters, which the client is

associated with.

Note: You can associate multiplefilterswith oneclient. The
system repeatedly prompts for the next filter namein
thelist. Pressthe Return key without entering aname
to complete the list.
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filter

Modifies the definition of an existing filter profile. The prompts that appear depend
on the current settings of the filter you are modifying, and which parameters you
chooseto modify. If aparameter has already been set the prompts display the current
setting, and ask you to confirm the value. |f you answer No the next prompt asks for
the new setting.

Example:
change filter
Name []? xfilterl
Priority (1-65535) [1]?
Ifc = 1? [Yes]:
Cl osed User Group []?
Cal |l ed DTE address []?
Cal l'ing DTE address = 123000456123? [Yes]: No
Calling DTE address []? 123000456*
Call user data []?
NU []?
Called NSAP []?
Calling NSAP []?

Name Specifiesthe name of theincoming call filter profilewhichyou
want to modify. This parameter is mandatory.

Priority Specifies the relative priority of thisfilter. Call profiles are
compared with the filters with the highest priority valuefirst,
and the first matching filter isthe one which is used.

Range: 1 (lowest) through 65,535 (highest priority).

Default: 1

Ifc The network interface number of the DTE on which to look for
incoming calls.

Closed User Group Specifies the name of a Closed User Group. The Closed User

Group name consists of up to 4 digits.

Called DTE address Specifies the X.25 address of the destination DTE. Incoming
calls addressed to this DTE will match thisfilter parameter,
and will be switched to the associated client.

The X.25 address is a string of up to 15 hexadecimal digits or
wildcard characters.
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Calling DTE address
Call user data

NUI
Called NSAP

Calling NSAP

Delete

Specifies the X.25 address of the sending DTE. The X.25
addressis astring of up to 15 hexadecimal digits or wildcard
characters.

Specifies the contents of the Call User Datafield, and consists
of up to 128 pairs of hexadecimal digits. Each pair of digits
defines one byte.

Specifies the Network User Identification (NUI) code. The
NUI consists of up to 128 pairs of hexadecimal digits.

Specifiesthe NSAP addressof the destination DTE. The NSAP
address consists of 2 to 42 hexadecimal digits.

Specifies the NSAP address of the sending DTE. The NSAP
address consists of 2 to 42 hexadecimal digits.

Deletesaclient or afilter.

Note: The delete command does not prompt for confirmation before deleting
the named client or filter.

Syntax: delete

client client-name

client . ..
filter . ..

Deletes the named client.

Example:
delete client
Name []? xclientl

filter filter-name

Deletes the named filter.

Example:
delete filter
Name []? xfilterl
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Disable

Disables a named client or filter, or globally disables X.25 switching on the router.

Note: If you disable aclient, filter or X25 Switching from the X25S> prompt it
remains disabled until you restart or reload the router, or enable it again
using the enable command.

Syntax: disable
client . ..

filter . ..
x25-switching

client client-name

Disables the named client. When the client isdisabled, callswhich match an
associated filter are blocked. The client remains disabled until you enter theenable
client command.

Example:
di sabl e client
Name []? xclientl

filter filter-name
Disables the named filter. Incoming calls are not checked againgt filters which are
disabled. Thefilter remains disabled until you enter the enable filter command.

Example:
disable filter
Name []? xfilterl

x25-switching

Globally disablesthe X.25 switching feature on the router. The feature remains
disabled until you enable it again using the enable x25-switching command.

Example:
di sabl e x25-swi tching
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Enable

Enables X.25 Switching on the router or enables individual clients or filters which
have previously been disabled using the disable command.

Syntax: enable
client . ..

filter . ..
x25-switching

client client-name

Enables the named client which was previously disabled using the disable client
command. When aclient is enabled, calls which match an associated filter are
switched to the destination DTE. Clients are enabled by default when they are
created using the add client command.

Example:

enabl e client
Name []? xclientl

filter filter-name

Enables the named filter which was previously disabled using the disable filter
command. When you create afilter using the add filter command it is enabled by
default.

Incoming calls are checked against enabled filters. The filter remains enabled until
you enter the disable filter command.

Example:
enable filter

Narme []? xfilterl
x25-switching

Glaobally enables the X.25 switching feature on the router, previously disabled using
the disable x25-switching command. X.25 switching is enabled by default.

Example:
enabl e x25-swi t chi ng
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List R

Displays the configuration options and status of all of the X.25 Switching clients or
X.25 Switching filters. Thelist command only displays values for options which
have been configured.

Syntax: list
client
filter

client

Providesalist of all of the configured clients, and indicates whether they are enabled
or disabled.

In the example below, calls matching the filter xfilter 1 are switched to DTE
123000654321 with subaddress 14, and calls matching filter xfilter 2 or xfilter 3 are
switched to DTE 123000654322 with subaddress 15:

Example:
list client
xclientl ENABLED Ifc =0
Cal | ed DTE address = 123000654321
Local DTE subaddress = 14
Filters:
xfilterl
xclient2 ENABLED Ifc =0
Cal | ed DTE address = 123000654322
Local DTE subaddress = 15
Filters:
xfilter2
xfilter3
Name Displays the unique name for this client profile.
Enabled Indicates whether or not this client is currently ENABLED or
DISABLED.
Ifc Displays the interface which connects to the destination DTE.
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Called DTE address Displaysthe X.25 address of the target DTE that calls will be
switched to. The DTE address has a maximum of 15 digits.

Local DTE subaddress  Displaysthe DTE subaddress which is used for calls switched
to the destination DTE. The subaddress has a maximum of 15
digits.

Filter name Displaysthe name of the filter, or filters, which the client is
associated with.

filter

Providesalist of the filters and indicates whether they are enabled or disabled.

Note: From the X. 25S> prompt, this command only displays the filters which
are associated with clients. Fromthe X. 25S confi g> prompt it
displays all configured filters.

In the example below, xfilter 1 hasthe lowest priority, and matches all incoming calls
on interface 1 from DTEs with addresses which begin 123000456, xfilter2 hasa
higher priority and matches all calls for the closed user group 5432 (this overrides
xfilterl), and xfilter 3 has the highest priority and matches any calls addressed to
DTE 123000654322:

Example:
list filter
xfilterl ENABLED Priority =1
Ifc =1
Cal i ng DTE address = 123000456*
xfilter2 ENABLED Priority = 100
Ifc =1
Cl osed User Group = 5432
xfilter3 ENABLED Priority = 200
Ifc =1
Cal | ed DTE address = 123000654322
Name Displays the unique name for thisincoming call filter profile.
Enabled Indicates whether or not this filter is currently ENABLED or

DISABLED
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Priority

Client

Ifc

Closed User Group

Called DTE address
Calling DTE address

Call user data

NUI

Called NSAP

Calling NSAP

Displaystherelative priority of thisfilter. Call profilesare
compared with the filters with the highest priority valuefirst,
and the first matching filter isthe one which is used.

Range: 1 (lowest priority) through 65,535 (highest priority)
Default:1

Displaysthe name of the client that this filter is associated
with.

Displaysthe network interface number of the DTE onwhichto
look for incoming cals.

Displays the name of a Closed User Group. The Closed User
Group name consists of up to 4 digits.

Displaysthe X .25 address of the destination DTE.

Displaysthe X.25 address of the sending DTE. The X.25
addressisastring of upto 15 digits or wildcard characters (*).

Displays the contents of the Call User Data field, and consists
of up to 128 pairs of hexadecimal digits. Each pair of digits
defines one byte.

Displaysthe Network User Identification (NUI) code. The
NUI consists of up to 128 pairs of hexadecimal digits.

Displaysthe NSAP address of the destination DTE. The NSAP
address consists of 2 to 42 hexadecimal digits.

Displays the NSAP address of the sending DTE. The NSAP
address consists of 2 to 42 hexadecimal digits.
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e R

Sets the priority of the implicit filters used for routing calls, and the maximum
number of X.25 circuits that can be switched.

Syntax: set  x25-switching
x25-switching

Example:
set x25-swi tching

Routing Priority (1-65535) [255]? 20
Maxi mum Gircuits (1-65535) [100]7? 50

Routing Priority Specifies the priority of the implicit filters which are used to
handle routing calls (as opposed to switching calls).

Range: 1 (lowest priority) through 65,535 (highest priority).
Default: 255.

Maximum Cir cuits Specifies the maximum number of X.25 circuits that can be
switched at any one time.

Range: 1 through 65,535
Default: 100

Show

Displays the configuration options and status of the X.25 Switching feature or a
selected client or filter. The show command only displays values for options which
have been configured. The options displayed are described under the add command.

Syntax: show
client
filter
x25-switching
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client client-name

Displays the configuration and status of the named client.

Example:

show cli ent
Name []7? xclientl

ENABLED Ifc =0

Cal | ed DTE address = 123000654321
Local DTE subaddress = 14
Filters:

xfilterl

filter filter-name

Displays the configuration and status of the named filter.

Example:

show filter
Name []? xfilter3

xfilter3 ENABLED Priority = 200

Ifc =1
Cal | ed DTE address = 123000654322

x25-switching

Displays the status, routing priority and maximum circuits settings of the X.25
switching feature.

Example:

X25S Confi g>show x25-swi t chi ng

ENABLED Routing Priority = 255 Maximum Circuits = 100
Example:

X25S>show x25- swi t chi ng
ENABLED Routing Priority = 255 Circuits:Active/ Maximum= 0/ 100

Enabled Displaysthe status of X.25 Switching, either ENABLED or
DISABLED.
Routing Priority Displaysthe priority of theimplicit filters which are used to

handle routing calls.
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Circuits:

Active Displays the number of X.25 circuits that are currently being
switched. Thisfieldisonly displayed from the X.25 switching
console process.

Maximum Displays the maximum number of X.25 circuits that can be

switched at any one time.

N c v

Returns to the previous prompt level.

Syntax: exit

Example:
exit
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A

X.25 National Personalities

This appendix lists the default settings for GTE-Telenet and DDN.

A.1 GTE-Telenet

The following parameters are the default settings for GTE-Telenet:

e Cal-req: 20
* Clear-req:
— Retries: 1
— Timer: 18

e Disconnect: Passive

* DP-timer: 500 milliseconds
* Framewindow size: 7

* Network Type: CCITT

* N2timeouts: 20

e Packet:
— Default size: 128
— Maximum size: 256
— Window size: 2

e Reset
— Retries: 1
— Timer: 18
e Redtart
— Retries: 1
— Timer: 18
e Standard: 1984
e Til-timer: 4
e T2-timer: 2
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A.2 DDN

A.2 DDN

The following parameters are the default settings for DDN:
e Cal-req: 20

* Clear-req:
— Retries: 1
— Timer: 18

e Disconnect: Passive

* DP-timer: 500 milliseconds
* Framewindow size: 7

* Network Type: CCITT

* N2timeouts: 20

e Packet:
— Default size: 128
— Maximum size: 256
— Window size: 2

e Reset
— Retries: 1
— Timer: 18
e Redtart
— Retries: 1
— Timer: 18
e Standard: 1984
e Til-timer: 4
e T2-timer: 2
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B

ISDN Cause Codes

Table B-1 lists the ISDN Cause codes and their descriptions. Frame Relay services
also report some of these cause codes.

Table B—1 ISDN Cause Code Summary
Class Value Number Cause Description

765 4321

000 0001 1 Unassigned (unallocated) Number
000 0010 2 No route to specified network

000 0110 6 Channel unacceptable

001 0000 16 Normal, clearing

001 0001 17 User busy

001 0010 18 No user responding

001 0011 19 No answer from user (user alerted)
001 0101 21 Call rejected

001 0110 22 Number changed

001 1011 27 Destination out of order

001 1100 28 Invalid Number Format (Incomplete number)
001 1101 29 Requested facility rejected

001 1110 30 Response to STATUS ENQuiry
001 1111 31 Normal, Unspecified

010 0010 34 No channel available

010 0011 35 Call Queued

010 0110 38 Network out of order

010 1001 41 Temporary failure
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B-2

Table B-1 ISDN Cause Code Summary (Continued)

Class Value Number

Cause Description

765 4321

010 1010 42 Network congestion

010 1011 43 Access information discarded

010 1100 44 Requested circuit/channel not available

010 1111 47 Resources unavailable, unspecified

011 0010 50 Requested facility not subscribed

011 0100 52 Outgoing calls barred

011 0110 54 Incoming calls barred

011 1010 58 Bearer capability not presently available

011 1111 63 Service or option not available

100 0001 65 Bearer service not implemented

100 0010 66 Channel type not implemented

100 0101 69 Requested facility not implemented

100 1111 79 Service or option not implemented, unspecified
101 0001 81 Invalid Call Reference value

101 0010 82 Identified channel does not exist

101 0101 85 Invalid digit value for number

101 0110 86 Call having the requested call identity has been cleared
101 1000 88 Incompatible destination

101 1011 91 Transit network does not exist

110 0000 96 Mandatory information element is missing

110 0001 97 Message type nonexistant or not implemented
110 0010 98 Message not compatible with Call state

110 0100 100 Invalid information element contents

110 1111 111 Protocol error, unspecified

111 1111 127 Interworking, unspecified

ISDN Cause Codes
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Speed, Token Ring configuration
command, 10-9
SRT-STAT, Token Ring console
command, 109
Statistics
ISDN console command, 6—16
V.25 bis console commands, 11-8
X.25 console command, 12-54
Svc, Frame Relay configuration
command, 5-38
Syntax, explanation of, xxi

T

Telesaving
central site configuration, 14-17
configuration command
? (Help), 14-18
delete, 14-19
exit, 14-36

list, 14-21
set, 14-27
configuring, 14-1
summary of commang44-18
Timers, ISDN console comman@-18
Tinygram compression, 8—74
Token Ring
configuration commands
? (Help) 10-2
connector-location, 10-3
exit, 10-9
frame, 10-5
list, 10-6
llc, 10-7
media, 10-7
packet-size, 10-7
set, 10-8
source-routing, 10-8
speed, 10-9
console commands
? (Help), 10-2
dump, 10-4
exit, 10-9
llc, 10-7
srt-stat, 10-9
network interfaces, configuring and
monitoring, 10-1
summary of commang40-1

\%
V.25 bis
configuration commands
? (Help) 11-4
exit, 11-13
list, 11-10
set, 11-11
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configuration procedures, 11-1 test 15-25

configuring and monitoring11-1 requirements15-8
console commands WAN restoral
? (Help) 11-4 command summaryl5-12
cals, 11-5 configuration commands
circuits, 11-6 ? (Help) 15-13
exit, 11-13 add, 15-13
parameters, 11-7 disable, 15-14
statistics, 11-8 enable, 15-15
DTRdialing, 11-2 exit, 15-25
network addressl1-2 list, 15-16
summary of commang41-3 remove, 15-23
configuration procedure, 15—-3
W console commands
WAN reroute clear, 15-13
command summaryl5-12 disable, 15-14
configuration commands enable, 15-15
2 (Help), 15-13 exit, 15-25
add, 15-13 list, 15-17
disable, 15-14 feature, 15-1
enable, 15-15 GWCON commands
exit, 15-25 disablg 15-25
list, 15-16 test 15-25
remove, 1523 requirements15-2
set, 15-23
configuration procedure, 15—9 X
console commands X.121 network addres42-3
2 (Help), 15-13 X.25
clear, 15-13 configuration commands
disable, 15-14 ? (Help) 12-8
enable, 15-15 add, 12-8
exit, 15-25 change, 12-12
list, 15-17 delete, 12-17
set, 15-23 disable, 12-18
GWCON commands enable, 12-19
disable, 15-25 exit, 12-57
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list, 12—-21 configuration procedure, 16—2

national disable, 12—29 console commands

national enable, 12—32 ? (Help) 16-5

national restore, 12—-35 disable, 16-12

national set, 12—-43 enable, 16-13

set, 12-49 exit, 16-19
console commands list, 16-14

? (Help), 12-8 set, 16-17

exit, 12-57 show, 16-17

list, 12—-28 feature, 16-1

parameters, 12—47 X.25-LLC2 pseudo interfacéee X.25.

datistics, 12-54 X258S. See X.25 switching.

dial circuits over ISDN, 12—6
network interface

addressing12-3

configuring and monitoringl2—-1

data compressiqri2—4

national personalityl2—5 A-1

node addressl2—4

statistics 12-57
summary of commang42—-6
switching featureSee X.25 switching.

X.25 switching

accessing the console environmeltfi—1
command summaryl6—4
configuration commands

? (Help), 16-5

add, 16-5

change, 16-8

delete, 16-11

disable, 16-12

enable, 16-13

exit, 16-19

list, 16-14

set, 16-17

show, 16-17
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